Cloud and edge computing are currently undergoing a substantive transformation on several fronts, from applications to hardware, and from architectures to devices. This issue of the Cloud and Edge Computing Series solicited articles in the area of cloud and edge computing to address the main issues concerning evolving processes and supporting pedagogies and applications in cloud computing, networking, and storage technologies. There have been advances on both the cloud and edge computing fronts that have affected this line of technology. Paradigms such as computing in virtualization-based architectures, issues of geographical constraints for deploying clouds, and the use of SDN/NFV in clouds, for example, were of special interest for this issue of the Series. Nevertheless, our attention was also focused on data center network (DCN) architectures, security, load balancing, and application data streaming supported by evidence from simulations, analysis, or experiments. Cloud and edge computing is also incorporated with the Internet of Things (IoT) ecosystem. IoT, requiring multiple access edge computing systems, is gaining momentum and considered to be deployed in smart cities, public safety, and e-health. The last but not least important factor we expected to see in articles was the standardization aspects of cloud and edge computing technology. We were especially interested in articles that could address communications standards in networking for clouds, fogs, and edge computing.

This issue of the Series presents two articles in the area of cloud and edge computing. The first article is an exemplary of the IoT ecosystem that receives momentum for use in smart cities, public safety, and e-health. Fabio Giust et al. present a multi-access edge computing (MEC) architectural solution that allows for seamlessly integrating existing and future IoT platforms. The authors additionally present an IoT gateway middleware that enables running low-latency and/or computationally intensive applications on generalized MEC-based systems.

The second article is “A Standard to Rule Them All: Redfish” by Glauco Gonçalves et al. In this article, the authors describe the coordination between a data center manager and a multitude of tools, protocols, and standards. The article mainly focuses on Redfish and the recent collaborations to leverage the management standard. The authors hope that this article can be used as a starting point to understand how Redfish and its extensions are being targeted as the main management standard for next-generation data centers.
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