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ABSTRACT In the distribution network under the background of disaster, the distribution terminal embodies
the characteristics of disorder. Therefore, when the distribution terminal node accesses the backup network,
there will be congestion, delay and other phenomena. In order to solve this problem, this paper proposes
a distribution terminal access mechanism based on sequence control. Then, a family of control sequences
is constructed based on the trace function in the finite field. The control sequences can realize the rapid
access of distribution terminal node users and the safe transmissionwithout interference. Finally, the program
algorithm for the process of distribution terminal node accessing and exiting the backup network based upon
the control sequences is given. The fast and stable information transmission of distribution terminal node
can be realized by means of the sequence control mechanism.

INDEX TERMS Control sequences, prime sequences, no-hit, distribution network, disaster recovery.

I. INTRODUCTION
A. BACKGROUND
As is known to all, a disaster is a discrete event triggered
by natural or human factors [1]. It is unpredictable so that
the damage object can not be recovered accurately and
immediately. In the power network, the role of the distribution
network is to distribute electrical energy to various users
step by step according to the voltage. As an important
component of the power network, the distribution network is
easily affected by natural disasters. This will lead to power
outages in daily life and work which cause considerable
economic losses. However, for distribution networks the
damages have occurred frequently due to the increase of
natural disasters. For example, 69 percent of Texans lost
power during the storm and their average disruption was
42 hours [2]. It not only caused huge economic losses, but
also brought inconvenience in daily life. Besides, as the
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large-scale growth of distribution terminals in the future,
the failure rate of the distribution network will become
higher under natural disasters. This makes the recovery of
the distribution network under disasters increasingly difficult.
Hence, it is important to study the disaster recovery strategy
and how to repair the distribution network accurately and
immediately.

For disaster monitoring, [3] used wireless mesh network
in artificial intelligence of things (AIoT) to offer a strong
self-healing capability and network robustness against dis-
aster damages. In order to monitor distribution network
disasters, it is necessary to make short-term predictions
for distribution network disasters (see [4], [5], [6], [7]).
By analyzing and processing predicted data, anomalies such
as line overload, equipment overheating, short circuit faults,
etc. can be detected as early as possible. Thus triggering the
warning mechanism and taking timely measures for interven-
tion. Hence, short-term predictions can help the distribution
network avoid disasters to a certain extent. However, the
short-term prediction relies on prior probabilities which leads
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to estimation errors sometimes. Once an estimation error
occurs, it will result in the inability of the distribution network
to recover promptly. This will bring huge losses to industrial
production and people’s lives. Thus, it is necessary to study
the disaster recovery mechanism for distribution networks.
For the disaster recoverymechanism of distribution networks,
the backup network plays an important role. It is crucial
to quickly and accurately make the distribution terminals
handover to the backup network.

In the condition of disaster recovery, it is difficult for
distribution terminals to quickly access the backup network,
and the transmission and access mechanism of large-scale
distribution terminals under disaster recovery is an urgent
problem to be solved [8], [9], [10], [11]. In large-scale
distribution terminal node networks, data transmission and
access need to have the following characteristics [12], [13],
[14]: 1) Distribution terminal node access requires a short
response time to meet the timely needs of users; 2) Data
transmission should avoid mutual interference to ensure the
reliability of transmission; 3) Terminal data transmission
should ensure its security.

B. RELATED WORK
At present, most of the existing access mechanisms for
distribution terminal access networks are traditional request
response mechanisms [15], [16], [17], [18]. Due to factors
such as network congestion and electromagnetic interference
during the access process, there is a time delay in the access
speed, which cannot achieve instantaneous access and meet
the timely needs of users. Additionally, conflicts may occur
if the same time slot is selected for different terminal nodes,
and mutual interference often occurs due to such conflicts.
However, the channel chosen for each terminal is usually
fixed, and its security cannot be guaranteed [19], [20], [21],
[22], [23], [24].

In order to ensure the security of channel access, channel
hopping sequences were considered to be used to control
the access of user terminals. The channel hopping sequences
must satisfy excellent randomness so that the security of
channel access can be guaranteed. There are some researches
on channel sequences in the literature. In [25], symmetric-
asynchronous channel sequences were used to replace each
node. In [26], each user was assigned a sequence that com-
prises hop pattern subsequences. By using subsequences the
patterns were divided into jump and stay patterns. Besides,
some literature used quadratic-congruence sequences as base
sequences and prime sequences as stay-sequences, such
as [27], [28], and [29]. Reference [27] used disjoint relaxed
difference sets to access channel. Reference [28] combined
the rows of the default matrix in a specific sequence. In [29],
distinct arrangements of elements were used to manage
channel access. In [30], each user swaps unavailable channels
with accessible channels randomly. In [31], the users can
switch to any available channel while the other users remain
on a specific channel. Reference [32] employed the similar

TABLE 1. Comparison of channel sequences in the literature and this
paper.

way to generate their channel sequences. Reference [33] used
a pure prime matrix to move horizontally and vertically.
In [34], based on interleaving techniques in finite fields,
channel hopping sequences were constructed. However, all
of those channel sequences have large Hamming correlation
values so that they are not suitable for the access of the
distribution network.

Besides, we list the channel sequences in Table 1 where the
maximum time to rendezvous (MTTR) denotes the maximum
time interval for two nodes coinciding again [33]. Maximum
first time to rendezvous (MFTTR) denotes the waiting time
required for any two sequences to rendezvous for the first
time [33]. It is easily seen that our control sequences have
smaller MTTR than those in the literature.

C. CONTRIBUTIONS
This paper proposes a new access control mechanism for dis-
tribution terminal access the backup network under disaster
recovery, and constructs a new family of control sequences to
control it. In this mechanism, the control sequence generator
uses the sequence elements corresponding to the sequence
to synthesize time slots. After that, it sends the generated
time slot instructions to the time slot allocation module
and controls the distribution terminal user node to obtain
the current time slot position information. By performing
operations in the finite field according to the current slot
position and the slot of previously accessed user, the access
to the backup network is achieved.

The control sequences can solve the following problems:
1) Fast access can be achieved through finite field operations
between sequences; 2) Due to the pseudorandomness of the
control sequence, the secure transmission of information can
be guaranteed; 3) The sequences satisfy no-hit characteristics,
which ensure that there is no interference between any users;
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FIGURE 1. Access control mechanism model for distribution terminal node to access backup network.

4) Time slot resources can be fully utilized among users. This
access control mechanism is suitable for large-scale access of
any distribution terminal nodes.

D. ORGANIZATION OF THIS PAPER
The paper is organized as follows: Section II proposes
a new access control mechanism model for distribution
terminal node to access backup network; In Section III,
a construction of control sequences is given; Section IV
introduce the handover process using the control sequence
and the exit strategy for the distribution terminal node.
Then some simulation results are presented. Some conclusion
remarks are given in Section V.

II. A NEW ACCESS CONTROL MECHANISM MODEL FOR
DISTRIBUTION TERMINAL TO ACCESS BACKUP
NETWORK
Here, a new access control mechanism model for distribution
terminal node to access backup network is proposed,
as shown in Figure 1.

As shown in the above figure, under clock control,
the control sequence generator uses the sequence elements
corresponding to the sequence to synthesize time slots, and
sends the generated time slot instructions to the time slot
allocation module. Then the time slot allocation module
controls the distribution terminal user node to obtain the
current time slot position information. The ith node user who
is ready to access the backup network performs operations
in the finite field according to the current slot position and
the slot of previously accessed user. Then it obtain the access
slot instruction, that is, the position of the actual access slot
in the control sequence. The ith node uses this position in the
control sequence as the starting slot to start access, and then
performs slot transformation according to the slot synthesized
by the control sequence. By analogy, large-scale access of any
distribution terminal nodes can be achieved.

In principle, the control sequence should meet the follow-
ing requirements:

1) The control sequences should meet strict no-hit
conditions [35], [36];

2) The randomness of the control sequence should be as
good as possible;

3) The control sequence has the time slot position judgment
function, that is, the ith control sequence can perform finite

field operation with the previous control sequence to obtain
the actual access time slot position;

4) The number of control sequences should be as large as
possible;

5) The period of the control sequence should be as long as
possible.

III. CONSTRUCTION OF CONTROL SEQUENCES
Firstly, we give some notations.
p: a prime;
q: a prime power q = pn;
GF(q): finite filed with q elements;
L(x): a one-to-one linear function from GF(p) to GF(p);
⟨a⟩b: the least non-negative residue of a module b;
Zm: integral ring with size m;
(L,N , λ): control sequence set with period L and size N

over the time slot set with size λ;
d(x, y): d(x, y) = 1 if x = y and 0 otherwise;
First, we give a proposition on the (L,N , λ) control

sequence set.
Proposition 1: For the (L,N , λ) control sequence set C =
{c1, c2, · · · , cN } where ci = (ci0, c

i
1, · · · , c

i
L−1), 1 ≤ i ≤ N ,

and cij ∈ {0, 1, · · · , λ− 1}, 0 ≤ j ≤ L − 1, we have N ≤ λ.
If the N = λ is met, then the (L,N , λ) control sequence

set is optimal.

A. CONSTRUCTION METHOD
For the control sequence suitable for distribution terminal
node access, the construction method is as follows:

Step 1: Choose a sequence

a = (a0, a1, · · · , ap−1), (1)

where ai ∈ GF(p) for 0 ≤ i ≤ p− 1 and ai’s are distinct.
Step 2: Construct a sequence set B = {B0,B1, · · · ,Bp−1}

with

Bi = (bi0, b
i
1, · · · , b

i
p2−1), (2)

and

bij =
(
a⌊

j
p

⌋,L(a⟨j⟩p + i)
)

, (3)

where 0 ≤ i ≤ p− 1 and 0 ≤ j ≤ p2 − 1.
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Step 3: Let g(a, b) = a+bp be a one-to-one function from
(GF(p),GF(p)) to Zp2 . Generate a control sequence

cip+k = (g(bi0)+ k, g(b
i
1)+ k, · · · , g(b

i
p2−1)+ k) (4)

where 0 ≤ i, k ≤ p − 1. Then the control sequence set is as
follows:

C = {cip+k |0 ≤ i ≤ p− 1, 0 ≤ k ≤ p− 1}. (5)

For the control sequence set C , we have the following
result.
Theorem 1: The set C contains p2 control sequences over

the time slot set with size p2 with strict no-hit and pseudo-
randomness. In addition, it satisfies that cip+j1 − cip+j2 is a
constant sequence for any 0 ≤ j1, j2 ≤ p−1. Moreover, there
is a function f (x) such that f (g(bik1 ) − g(bi0)) ̸= f (g(bik2 ) −
g(bi0)) for any 0 ≤ k1 ̸= k2 ≤ p2 − 1, i.e. it has time slot
position judgment ability.
Proof: It is clear that

cip+j1 − cip+j2

= (j1 − j2, j1 − j2, · · · , j1 − j2) (6)

is a constant sequence. Let f ′(x) = g−1(x) = (g−1L , g−1R ) be
a linear function from Zp2 to (GF(p),GF(p)) such that g−1 is
the inverse function of g. For 0 ≤ k1 ̸= k2 ≤ p2− 1, we have

f ′(g(bik1 )− g(b
i
0))

= g−1(g(bik1 )− g(b
i
0))

= bik1 − b
i
0

=

(
a⌊

k1
p

⌋ − a0,L(a⟨k1⟩p )− L(a0)
)

=

(
a⌊

k1
p

⌋ − a0,L(a⟨k1⟩p − a0)
)

. (7)

Similarly, we have

f ′(g(bik2 )− g(b
i
0))

=

(
a⌊

k2
p

⌋ − a0,L(a⟨k2⟩p − a0)
)

. (8)

Case 1: tp ≤ k1, k2 ≤ (t + 1)p − 1 for some 0 ≤
t ≤ p − 1. In this case, we know

⌊
k1
p

⌋
=

⌊
k2
p

⌋
= t and

⟨k1⟩p ̸= ⟨k2⟩p. Since ai’s are distinct for 0 ≤ i ≤ p − 1,
we have a⌊

k1
p

⌋ = a⌊
k2
p

⌋ and a⟨k1⟩p ̸= a⟨k2⟩p . It indicates that

L(a⟨k1⟩p ) ̸= L(a⟨k2⟩p ).
Let f (x) = χ (f ′(x)) = χ (g−1L , g−1R ) be a one-to-one

function from (GF(p),GF(p)) to Zp2 . Since

f ′(g(bik1 )− g(b
i
0))−

[
f ′(g(bik2 )− g(b

i
0))

]
=

(
0,L(a⟨k1⟩p )− L(a⟨k2⟩p )

)
̸= (0, 0), (9)

we have

f (g(bik1 )− g(b
i
0))−

[
f (g(bik2 )− g(b

i
0))

]
̸= 0. (10)

Then f (g(bik1 )− g(b
i
0)) ̸= f (g(bik2 )− g(b

i
0)).

Case 2: tp ≤ k1 ≤ (t+1)p−1 and sp ≤ k2 ≤ (s+1)p−1 for

some 0 ≤ t ̸= s ≤ p− 1. In this case, we know t =
⌊
k1
p

⌋
̸=⌊

k2
p

⌋
= s. Then we have a⌊

k1
p

⌋ ̸= a⌊
k2
p

⌋ which indicates that

f (g(bik1 )− g(b
i
0))−

[
f ′(g(bik2 )− g(b

i
0))

]
=

(
a⌊

k1
p

⌋ − a⌊
k2
p

⌋,L(a⟨k1⟩p )− L(a⟨k2⟩p )
)

̸= (0, 0). (11)

Then

f (g(bik1 )− g(b
i
0))−

[
f (g(bik2 )− g(b

i
0))

]
̸= 0, (12)

that is f (g(bik1 )− g(b
i
0)) ̸= f (g(bik2 )− g(b

i
0)).

For any sequences ci1p+j1 , ci2p+j2 , consider the h(g(bi1k ) +
j1, g(b

i2
k ) + j2), 0 ≤ k ≤ p2 − 1, 0 ≤ j1, j2 ≤ p − 1, 0 ≤

i1, i2 ≤ p− 1.
Case 1: i1 = i2. In this case, we have h(g(b

i1
k )+ j1, g(b

i2
k )+

j2) = 0 for j1 ̸= j2.
Case 2: i1 ̸= i2. Then

h(g(bi1k )+ j1, g(b
i2
k )+ j2)

= h(g(bi1k )− g(b
i2
k ), j2 − j1)

= h(g(bi1k − b
i2
k ), j2 − j1). (13)

Now we consider the range of bi1k − b
i2
k . We know that

bi1k − b
i2
k

=

(
a⌊

k
p

⌋ − a⌊
k
p

⌋,L(a⟨k⟩p )− L(a⟨k⟩p )+ L(i1)− L(i2)
)

= (0,L(i1)− L(i2))

= (0, ̸= 0). (14)

Since g(a, b) = a+ bp, we have

g(bi1k − b
i2
k ) ≤ −p or g(b

i1
k − b

i2
k ) ≥ p. (15)

Since

−(p− 1) ≤ j2 − j1 ≤ p− 1, (16)

then we have

g(bi1k − b
i2
k ) ̸= j2 − j1. (17)

Hence h(g(bi1k )+ j1, g(b
i2
k )+ j2) = 0.

Then C is with strict no-hit and pseudo-randomness under
the action of the linear function L(x) [37], [38].

□

B. PRIME SEQUENCES AS BASE SEQUENCES
The prime sequence over GF(p) is defined as follows [39],
[40]:

ai = (i, 2i, · · · , (p− 1)i, pi), for some i ∈ {1, 2, · · · , p− 1}.

(18)
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Let ai be the base sequences in (1), and we can obtain
the special control sequence set C ′ (called prime control
sequence set). Let g(a, b) = a+ bp be a one-to-one function
from (GF(p),GF(p)) to Zp2 where a, b ∈ GF(p).
Theorem 2: The set C ′ contains p2 control sequences over

the time slot set with size p2 with strict no-hit and pseudo-
randomness. In addition, it satisfies that cip+j1 − cip+j2 is a
constant sequence. Moreover, we have g(bik1 ) ̸= g(bik2 ) for
any 0 ≤ k1 ̸= k2 ≤ p2 − 1, i.e. it has time slot position
judgment ability.
Proof: Similar to the proof of Theorem 1, we can get that

C ′ has strict no-hit and cip+j1 − cip+j2 is a constant sequence.
We only prove that g(bik1 ) ̸= g(bik2 ) for any 0 ≤ k1 ̸= k2 ≤
p2 − 1.

Since g(a, b) = a+ bp, then we have

g(bik1 )− g(b
i
k2 )

= a⌊
k1
p

⌋ + L(a⟨k1⟩p + i)p
−

(
a⌊

k2
p

⌋ + L(a⟨k2⟩p + i)p
)

= a⌊
k1
p

⌋ − a⌊
k2
p

⌋
+ L(a⟨k1⟩p − a⟨k2⟩p )p. (19)

Case 1: tp ≤ k1, k2 ≤ (t+1)p−1 for some 0 ≤ t ≤ p−1.
In this case, we have

g(bik1 )− g(b
i
k2 )

= ti′ − ti′ + L(a⟨k1⟩p − a⟨k2⟩p )p

= L(a⟨k1⟩p − a⟨k2⟩p )p, (20)

where 1 ≤ i′ ≤ p − 1. Since a⟨k1⟩p ̸= a⟨k2⟩p by the property
of the prime sequence, we have

g(bik1 )− g(b
i
k2 ) ̸= 0. (21)

Case 2: tp ≤ k1 ≤ (t+1)p−1 and sp ≤ k2 ≤ (s+1)p−1 for
some 0 ≤ t ̸= s ≤ p− 1. In this case, we have

g(bik1 )− g(b
i
k2 )

= ti′ − si′ + L(a⟨k1⟩p − a⟨k2⟩p )p, (22)

where 1 ≤ i′ ≤ p− 1. We can get that

−(p− 1) ≤ ti′ − si′ < 0 (23)

or

0 < ti′ − si′ ≤ p− 1. (24)

Since L(a⟨k1⟩p − a⟨k2⟩p )p = îp for some integer î, we have

g(bik1 )− g(b
i
k2 ) ̸= 0. (25)

□
Remark 1: By choosing different prime sequences, we can

get p − 1 different prime control sequence sets. This can
ensure that up to p− 1 different prime control sequence sets
can be used in adjacent distribution terminal communities.

IV. ANALYSIS OF HANDOVER ACCESS PROCESS BASED
ON SEQUENCE CONTROL
For p = 7 and q = 49, choose a = (0, 2, 4, 6, 1, 3, 5) and
g((a, b)) = ap + b. Then the following sequence set can be
obtained:

{(0, 24, 9, 12, 37, 19, 23, 42, 14, 10, 33, 15, 28, 44, 3, · · · ),

(1, 25, 10, 13, 38, 20, 24, 43, 15, 11, 34, 16, 29, 45, 4, · · · ),

(2, 26, 11, 14, 39, 21, 25, 44, 16, 12, 35, 17, 30, 46, 5, · · · ),

· · · · · · · · · ,

(48, 37, 29, 4, 15, 11, 16, 2, 39, 22, 18, 7, 6, 8, 30, · · · )}.

It can be seen that the sequence set contains 49 control
sequences over the time slot set with size 49. The control
sequences also have strict no-hit and pseudo-randomness.
The difference between every 7 sequences is a constant
sequence. Besides, let f (x) = (g−1L , g−1R ) where g−1 is
the inverse function of g and we can check that for each
0 ≤ k ≤ 48 the time slot position can be determined.
The program algorithm flow of the distribution terminal

node handover process using the above control sequence is
implemented by Algorithm 1.

Algorithm 1 Distribution Terminal Node Handover Process
Using the Control Sequence
Require: initialize C = (0, 0, · · · , 0) and i ≥ 1
1: the ith user requested handover
2: assign the ith sequence c to the user from the control

sequence set
3: if i|7 then
4: D← (i− 1)th sequence minuses (i− 2)th sequence
5: C ← D+ ith sequence c in Zp2
6: else
7: e← (i− 1)th sequence minuses ith sequence c
8: if e is a constant sequence then
9: C ← ith sequence c
10: else
11: c← c shift a bit cyclically
12: goto Step 7
13: end if
14: end if
15: return C

At present, there are i − 1 distribution terminal nodes
accessing the backup network. If the ith distribution terminal
node initiates an access request, then assigning the ith
sequence c to the user from the control sequence set. There are
two situations: 7 can divide i and 7 cannot divide i. When the
ith distribution terminal node initiates an access request, the
ith sequence is assigned first. If i can be evenly divided by 7,
then the difference sequence between the (i−1)th distribution
terminal node and the (i − 2)th distribution terminal node
is used to perform addition operation in Zp2 to the allocated
sequence and then a new sequence is obtained to be its control
sequence. If i cannot be evenly divided by 7, subtracting the
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sequence c from the i − 1th sequence and the sequence e is
obtained, and determining whether the sequence is a constant
sequence. If so, the current sequence C (= ith sequence c)
can be used as its control sequence. If not, let the sequence
c shift a bit cyclically and make it as a new sequence c.
Subtracting the sequence c from the i − 1th sequence
and the sequence e is obtained and this step is repeated
until the obtained difference sequence is a constant sequence.
Then the current sequence C can be used as its control
sequence. By the program, the distribution terminal node
access process can be achieved.

Algorithm 2 shows the exit strategy for the distribution
terminal node. When the (i − k)th user requested exit, the
(i − k)th sequence is labelled as ‘‘idle sequence’’. The idle
sequence is reserved for the access of future users. If the
i+ 1th distribution terminal node initiates an access request,
then judging whether there is a reserved idle sequence. If yes,
then assigning the idle sequence to the user. Otherwise,
assigning the (i + 1)th sequence c′ to the user from the
control sequence set. Next, the distribution terminal node
access process is executed by Algorithm 1. Finally, wait for
the next user requesting exit and repeat the procedure. If there
is not any distribution terminal node initiating access request,
then also repeating the procedure. Then the exit strategy for
the distribution terminal node can be achieved.

Algorithm 2 The Exit Strategy for the Distribution Terminal
Node
Require: initialize i ≥ 1, k < i, j = 0
1: if the (i− k)th user requested exit then
2: label the (i− k)th sequence as ‘‘idle sequence’’
3: j = j+ 1
4: if the (i+ 1)th user requested handover then
5: if j ̸= 0 then
6: assign the idle sequence to the user
7: j = j− 1
8: else
9: assign the (i + 1)th sequence c′ to the user from

the control sequence set
10: end if
11: i = i+ 1
12: execute Algorithm 1 from Step 3
13: else
14: goto Step 1
15: end if
16: else
17: goto Step 1
18: end if

Next, we discuss the Hamming correlations of the control
sequences in this section. Hamming correlations can describe
the similarity between two sequences. Small Hamming cor-
relation value indicates a high degree of similarity between
the two sequences. For a sequence a = (a0, a1, · · · , aL−1),

FIGURE 2. The Hamming crosscorrelation between the first sequence and
second sequence.

the Hamming autocorrelation can be defined as follows:

Ca(t) =
L−1∑
i=0

d(ai, ai+t ), (26)

where 0 ≤ t ≤ L − 1 is time delay. The Hamming
crosscorrelation between a = (a0, a1, · · · , aL−1) and b =
(b0, b1, · · · , bL−1) is defined as follows:

Cab(t) =
L−1∑
i=0

d(ai, bi+t ), (27)

where 0 ≤ t ≤ L − 1 is time delay.
Figure 2 illustrates the Hamming crosscorrelation between

the first sequence and second sequence, and Figure 3
illustrates the Hamming crosscorrelation between the first
sequence and last sequence. It is known that the difference
between the first sequence and second sequence is constant
sequence while that between the first sequence and last
sequence is not. It can be seen that the Hamming crosscorre-
lation between the first sequence and second sequence is 0 at
time delay 0 which is same as that between the first sequence
and last sequence. Although the Hamming crosscorrelation
between them is not 0 at time delay ̸= 0, it can be maintained
at a very low value which does not exceed 4. Thus, these
control sequences are suitable for the handover of distribution
terminal nodes.

In order to compare our new control sequences with those
in the literature. We compare their MTTRs and average
Hamming correlations. The MTTRs can be found in Table 1
and [34], and the average Hamming correlations are the
average values of Hamming correlations between each two
sequences at different time delays. Figures 4 and 5 show the
MTTRs and the average Hamming correlations of control
sequences respectively in the literature and this paper.

As shown in Figure 4, our new control sequences have
smaller MTTR than those in the literature if the number of
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FIGURE 3. The Hamming crosscorrelation between the first sequence and
last sequence.

FIGURE 4. Comparison of the MTTRs of control sequences.

FIGURE 5. Comparison of the average Hamming correlations of control
sequences.

channels is greater than 20, although have little larger MTTR
than those in [33] and [34] if the number of channels is
less than 20. Generally speaking, there are many channels

in practice. This indicates that our new control sequences
can manipulate distribution terminal nodes to access the
backup network in less time. In Figure 5, we can see that
our new control sequences also have smaller value of average
Hamming correlations than those in the literature. It implies
that the new control sequences have less mutual interference
than those in the literature, which ensures the reliability of
transmission by using our new control sequences.

V. CONCLUSION
In this paper, we first proposed a distribution terminal access
mechanism based on sequence control. In this mechanism,
the control sequence generator uses the sequence elements
corresponding to the sequence to synthesize time slots and
then sends the generated time slot instructions to the time
slot allocation module. It controls the distribution terminal
user node to obtain the current time slot position information.
By performing operations of the current slot position and the
slot of previously accessed user in the finite field, the access
to the backup network can be achieved.

Then, a family of control sequences satisfying the require-
ments was constructed based on the trace function in the finite
field. The control sequence can realize the rapid access of
distribution terminal nodes and the safe transmission without
interference. Specially, by choosing prime sequences as base
sequences, the prime control sequence sets were obtained
which can ensure that different prime control sequence sets
can be used in adjacent distribution terminal communities.
Finally, the program algorithm for the access process of dis-
tribution terminal nodes by control sequences was presented.
Besides, the exit strategy for the distribution terminal node
was also presented. To compare our new control sequences
with those in the literature, we gave the simulations on their
MTTRs and average Hamming correlations which can be
found in Figures 4 and 5. By the simulations, it was showed
that our new control sequences have smaller MTTR in most
cases and smaller value of average Hamming correlations
than those in the literature. It makes distribution terminal
nodes access the backup network in less time and ensures the
reliability of transmission.
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