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In the above article [1], reference 19 was retracted. As the
work in this reference is no longer reliable, we are removing
it from the reference list and replacing it with [2]. As a result,
the third row of Table 1 in [1] is changed to the following:

Study [Focus echnique [Findings [Relevance
[2] etwork [FL Attack  [Secure
Security Types  malicious
activities
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