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ABSTRACT Software-as-a-service (SaaS), as a software delivery model, has received substantial attention
from software providers and users alike. In recent years, it has become one of the most promising service
delivery models in cloud computing. Many existing companies are transferring their business into the SaaS
delivery model. Network vendors also migrate to a SaaS business model by offering on-demand remote IT
support. This increasingly competitive landscape and the variety in markets have imposed many challenges
for SaaS developers and vendors and made it difficult to find a consensus on the factors contributing to
the positive performance of SaaS businesses. This paper thoroughly explains the critical success factors in
the SaaS application development process. The proposed SaaS maturity model evaluates the organizations’
current SaaS development methodology. The model’s framework includes an assessment questionnaire,
performance scale, and rating method adapted from the BOOTSTRAP algorithm. The assessment ques-
tionnaire collects information about the organization’s current process, practices, and policies and calculates
the organization’s maturity level based on the responses. This study considers four dimensions to access the
maturity level, i.e. design, architecture, business performance, and overall SaaS organization. Consequently,
this work formulates a comprehensive and integrated strategy for SaaS application development maturity
evaluation.

INDEX TERMS Software as a service, SaaS development performance, SaaS maturity assessment, SaaS
design.

I. INTRODUCTION
The Software as a Service (SaaS) is a software delivery
model in which third-party providers provide software as a
service rather than as a product over the Internet for multiple
users [1]. Services are installed, assembled, and maintained
in the SaaS provider’s systems. Users pay on the pay-per-
use pricing model and get a flexible experience in terms of
time and location of the access. It enables companies and
organizations to use various IT services without the need to
purchase, install, and maintain their IT infrastructure. They
become free from most IT responsibilities of troubleshoot-
ing and maintaining the software. They can access services
through the network from different vendors according to their
business needs and pay the vendors per their usage. In the
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last few years, SaaS has been proven to be one of the most
promising service delivery models in cloud computing [18].
According to Koraza [2], the market is expected to grow to
over $230 billion by the end of 2024. The SaaS market will
grow with an expected market value of over $900 billion by
2030 and grow at a CAGR (Compound Annual Growth Rate)
of 18.7%. This is because SaaS providers are bringing nearly
all functional extensions and add-ons to the application as a
service, and SaaS solutions deliver better business outcomes
than traditional software.

Organizations are adopting the SaaS model drastically [2].
There are many advantages associated with the SaaS delivery
model for both consumers and providers. Providers require
deploying only one application instance for multiple users.
The improved hardware utilization rate reduces the overall
application cost, attracting customers in small and medium
enterprises [3]. It facilitates flexible subscriptions and access
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to the latest innovations and functionality. It also supports
upgrades without additional costs and provides reduced
overheads, cost-effective infinite scalability, increased acces-
sibility and productivity, higher-quality offerings at lower
costs, and platform independence [4]. SaaS also integrates
with other software used by businesses.

The SaaS architecture design, database partitioning,
database architecture, scalability issues, user interface design,
use of APIs andworkflow differ from traditional applications.
Its architecture should be able to fulfill functional as well as
nonfunctional requirements. In the SaaS model, providers are
also required to run and monitor the application on behalf
of their customers. These unique features of SaaS require
a higher level of quality than traditional software. How-
ever, the SaaS model has many advantages and associated
challenges compared to on-premise software. For instance,
multi-tenancy, which promises to provide a high degree of
resource sharing among many tenants, also introduces many
challenges during the design and operation of a SaaS system.
Scalability, operational costs, flexibility, and security are crit-
ical for multi-tenant SaaS systems development, deployment,
and management [5]. Unique requirements from the individ-
ual customer may increase the operating cost.

Moreover, the complexity of multi-tenant architecture can
lead to poor performance and low resource utilization [6].
A different approach is required for the development of ser-
vices on cloud computing than the conventional software
development lifecycle. The unpredictable variation of indi-
vidual tenants’ performance can affect tenants’ service level
agreements. Serving tenants on a single instance and the
impact of tenant customization on the whole system can
lead to more complex processing [6]. Thus, SaaS vendors
must consider an appropriate solution to abate the negative
aspects of SaaS. Many researchers have explored SaaS key
features [7], [8] and proposed frameworks for SaaS develop-
ment [9], [10], [11].

The process Maturity model can be used to assess the
maturity of different attributes. Software processes can be at
any level of maturity and able to meet all necessary business
requirements. Researchers have proposed a maturity model
for software development [12] and maintenance [13]. Since
SaaS is a different model than traditional software models,
there is a need for a SaaSmaturitymodel that should highlight
all the features of SaaS design, architecture, business, and
overall critical organizational factors. This paper proposes
a five-level SaaS maturity model that will help assess the
maturity of SaaS projects and provide improvement guide-
lines. Our software maturity model comprises assessment
questionnaires about the critical factors identified from the
literature and a rating methodology. These assessment ques-
tionnaires were used to collect the information and perform
an empirical investigation on four perspectives of SaaS, such
as design [15], architecture [14], business [16], and organiza-
tion [17]. Our proposed SaaS maturity model will help SaaS
vendors compete in the marketplace, improving customer
satisfaction.

The SaaS maturity model has been applied to two SaaS
development organizations, yielding results discussed in
subsequent sections. The proposed maturity model will
help organizations build the capacity to identify gaps and
bottlenecks in their current processes. This proposed matu-
rity model will also help SaaS development organizations
improve their business model and determine their current and
target positions, along with a roadmap to improve the current
attitude towards the target position.

A. RESEARCH MOTIVATION
The growth of the SaaS market has many factors, such as
the adoption of Artificial Intelligence, personalized experi-
ences, focus on customer success, technological integration,
and push for environmental, social and governance initia-
tives [18]. SaaS has become a desirable solution as compared
to traditional on-premise software. It is an affordable solu-
tion for small and medium-sized companies. Being a SaaS
company is no longer a competitive advantage, but it drags
the vendor into a new competition. The rapid growth of the
SaaSmarket does not seem to abate soon, whichmakes it very
hard for the SaaS vendors to stand out and achieve substantial
growth. This competition has increased customer expecta-
tions for quality and features and reduced switching costs.
For customer retention and continued growth, there is a need
for effective development and implementation strategies.

Fan et al. [19] highlighted many challenges SaaS ven-
dors experience when providing software services. Software
service provision can be costly, and as the customers are
entirely dependent on the required service, they becomemore
concerned about system reliability and availability. Multite-
nancy also introduced many complexities in SaaS design and
development.

This highly competitive environment and complexities
associated with SaaS development and maintenance motivate
us to propose amaturity model that considers multiple dimen-
sions of a SaaS product, such as architecture, design, business
and organization, which will help to improve the SaaS quality
and withstand the competitive environment for continued
growth. The significant contribution of this work is to provide
the first SaaS maturity model based on four dimensions that
help streamline SaaS development activities such as concept
planning, market research, feature planning technology stack,
design architecture, backend and front end development;
maintenance involves activities such as monitoring logging,
bug fixing and updates, and scaling; growth processes such
as user acquisition, customer retention, revenue optimization
and expansion and may also facilitate stakeholders to make
informed decisions.

II. LITERATURE REVIEW
A. SAAS DEVELOPMENT PROCESS
Most SaaS development on cloud computing requires a dif-
ferent approach than the conventional software development
life cycle because SaaS development is a key feature of
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the whole cloud project. In SaaS, each customer is unique,
which requires unique software variation. Multi-tenancy and
resource-sharing benefits in terms of higher scalability and
resource utilization, but at the same time, they increase com-
plexity in SaaS development [20]. To exploit the comparative
advantages of the SaaS model efficiently and effectively,
SaaS development companies must use a proper quality
model to evaluate SaaS quality. Jagli et al. [21] presented
the SaaS development life cycle in six stages, as shown
in Figure 1. For high-quality SaaS development, La and
Kim [22] proposed a systematic process with engineering
instruction and highlighted the importance of commonality
and variabilitymodeling. Their developing process has eleven
phases: requirement gathering, domain analysis, functional
modeling, structure modeling, dynamic modeling, architec-
tural design, UI design, Database design, implementation,
testing, and deployment.

FIGURE 1. SaaS development Lifecycle.

Similarly, Espadas et al. [23] analyzed the effects of SaaS
on software development phases. They also redefined the
five stages of the SaaS development process. These five
stages include the requirement, analysis, design, implemen-
tation, and reusability. They also provided guidelines for
application development in the SaaS environment. Moreover,
Mandal et al. [24] proposed SaaS architecture for data-centric
cloud applications, which eases application maintenance and
enhances overall application flexibility. Their proposed archi-
tecture consists of multiple layers which can interact with
each other. They also performed a comparative analysis of the
existing SaaS architectural framework based on its key char-
acteristics. Espadas et al. [25] also proposed an architecture
for developing, deploying, and managing SaaS applications.
Many researchers proposed a framework to design and imple-
ment SaaS applications effectively. Guo et al. [9] provided
an SOA-based framework comprisingmulti-tenancy standard
services and principles for effective isolation among tenants.
This framework would allow developers to focus on business

logic instead of multitenancy requirements. EasySaaS is
another SaaS development framework proposed by Tsai et al.
[10]. EasySaaS facilitates building SaaS in two ways. The
tenant can publish application requirements and test scripts,
and SaaS developers can customize them according to the
tenant’s requirements, or tenants can compose an application
using the templates provided. This also supports testing in the
development process. Mietzner et al. [26] proposed a package
format for composite configurable SaaS application pack-
ages. They focused on the reusability of SaaS using service
component architecture. Moreover, many researchers also
focused on the individual phase of the SaaS development life
cycle, such as platform [27], [28], [29], [30] subscription [31],
[32], [33] planning [34], [35] and architecture [36], [37].

B. SOFTWARE DEVELOPMENT MATURITY MODEL
The software development process contains software prod-
uct development, deployment, maintenance, organizational
policies, organizational structures, human activities, and the
functionalities and technologies used in the process [38].
Software development requires methodology, tools, and a
group of people dedicated for some time. It is the process
which matures with the maturity of the organization. The
maturity level of any organization can be measured by its
capability to define, manage, measure, and control the soft-
ware development process.

Researchers have been working on an assessment of
the organization’s software process maturity. Assessment
methodologies should provide complete qualitative and quan-
titative information to diagnose and improve processes. Some
well-known international organizations, such as the Inter-
national Standards Organization (ISO), the Software Engi-
neering Institute (SEI), the International Electro-Technical
Commission (IEC), and the European Software Institute
(ESI) have defined standards for software process assess-
ment. The level maturitymodel was proposed by the Software
Engineering Institute (SEI) [39], which defines key per-
formance areas from the initial state to a higher level of
optimization. This model has been adopted by most organi-
zations in the software industry to develop and define their
software development process and prioritize their improve-
ment efforts. Initially, the process is ad hoc, and success
depends on quality people. The second level is repeatable,
in which project management processes are established to
track cost, schedule, and functionality. In the third named
defined level of CMM, the software process activities are
documented, standardized, and integrated into all processes
for the organization. The organization’s approved standard
software process is used to develop and maintain all projects.
At the fourth level of maturity, detailed measurements of
the software process and product quality are collected and
controlled. At the fifth and optimizing level, continuous
process improvement is enabled by quantitative feedback
from the process and piloting innovative ideas and technolo-
gies. CMMI models have evolved the Capability Maturity
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Model (CMM) concept, which integrates systems engineer-
ing, software engineering, product and service development,
supplier sourcing, and traditional CMM concepts such as
process management and project management. Its architec-
ture included a set of 22 process areas arranged in two
representations: one per stage. The areas are grouped into
five levels of maturity [40]. Bootstrap [41] is another soft-
ware process assessment and improvement methodology that
includes a guided assessment process, maturity and capability
determination instruments, guidelines for process improve-
ment, an assessor training program and licensing policy, and
computer-based tools and a European database that sup-
port the consultancy activities. It comprises five levels but
divides the process area into technology, organization, and
methodology.

SPICE (Software Process Improvement and Capability
dEtermination) [42] is an international framework for the
assessment of software processes which can be used in
process improvement and process capability determination.
It has six maturity levels and a set of nine documents: the
first six mainly focus on addressing various aspects related
to process assessment, 7 and 8 address process assessment
for process improvement and capability determination, and
9 acts as a vocabulary [43]. The family of ISO-9000 standards
supports setting up a quality management system within an
organization to develop and maintain the software and many
other purposes. ISO-9000-3 can apply ISO-9001 to software
supply, development, maintenance, and installation. It also
presents guidelines for documentation, responsibility, cor-
rective actions, and software development audits [44]. ISO-
12207 [45] provides a framework for improving software
engineering and management by categorizing the broader
classes, such as primary life cycle, support lifecycle, and
organizational life cycle processes. ISO/IEC 12207:2008 pro-
vides a well-defined terminology that the software industry
can reference.

The abovementionedmethods focusmainly on engineering
process assessment, specifically for software development
activity. As discussed earlier, the SaaS development and
maintenance process differs from traditional software devel-
opment and maintenance. So, these methods cannot be
directly applied to assess SaaS design, architecture, business,
and organization.

C. SAAS ASSESSMENT AND MATURITY MODELS
SaaS is a complex business model with many roles, such
as customer, developer, vendor, etc. It is very essential to
assess and manage its quality based on requirements. Current
application service providers also require a maturity model
to migrate their systems to the SaaS platform. Researchers
agreed that the SaaS maturity model can be presented incre-
mentally. The vendor may not be required to reach the highest
level of maturity to fulfill their business requirements. They
can decide their level based on business needs, the targeted
customers, architectural characteristics, and financial and

operational considerations [37]. SaaS maturity can be con-
sidered a continuum between isolated data and code on one
end and shared data and code on the other. The position of this
continuum can be decided based on the business architectural
and operational model [46].
Many researchers have proposed a maturity model for

SaaS applications. Microsoft introduced the first widely pub-
lished incremental SaaS maturity model for SaaS application
architecture using three key attributes: configurability, multi-
tenancy, and scalability. Their model has four levels. At Level
1, SaaS does not have scalability, multi-tenancy, or configu-
ration. Level 2 is configurable, and level 3 is configurable
and multi-tenant. The fourth level adds scalability to the 3rd
level. Despite the well-defined incremental structure, measur-
ing Application service provider (ASP) vendors’ availability
is still ambiguous due to the lack of detailed concepts.
Forrester’s research [47] also proposed a SaaS application
evaluation model. It is similar to Microsoft’s maturity model
but is divided into six levels, from traditional ASP to the SaaS
service model. They did not discuss the incremental process
of evaluation. Kang et al. [48] defined a general practical
SaaS maturity model with two important axes: service com-
ponent and maturity level. Four levels in their maturity model
are Ad Hoc Level, Standardization Level, Integration Level
and Virtualization Level. Each level acts as a foundation
to evolve to the next level. Their maturity model can be
adopted incrementally to migrate the current ASP service to
SaaS. Chen [49] proposed a SaaS evaluation model based on
five quality matrices and four roles: service customer, ser-
vice provider, service broker and the service evaluation tool.
Lee et al. [8] also presented a SaaS application evaluation
model in which they added new features such as reliability,
efficiency, scalability, reusability, and availability. They also
assess their models regarding correlation, consistency, and
discriminative power, as defined in IEEE 1061.

Based on the importance of configurability of the user
interface and its modification effects on the logic layer,
Wang et al. [50] added another dimension named configura-
tion level to the SaaS maturity model. Hence, their proposed
model is a two-dimensional maturity model. One dimension
is the original Levels 2, 3, and 4; the new dimension is the
‘‘Configuration’’ level.

Some researchers presented their applications at different
SaaS maturity levels. Hudli et al. [51] presented level-4 SaaS
applications for the healthcare industry and incorporated the
application’s security. Similarly, Li et al. [52] designed a
credit bank information system (CBIS) based on the SaaS
Level 3 maturity model.

In the SaaS development area, no studies have been pub-
lished that directly address the issue of process improvement
and assessment. Most of the related work proposed a maturity
model for SaaS architecture and did not consider key features
of SaaS, such as security, availability, quality of service,
etc [53]. They also do not focus on other dimensions, e.g.
business, organization, etc [54]. The research gap in this
area motivated the authors to propose the SaaS Maturity
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Model, which considers all the key features of multiple
dimensions.

SaaS provides an integrated solution over the Internet,
which may require weekly innovation and changes. SaaS
vendors do not only deal with developing but also running and
monitoring the software on behalf of their customers. SaaS
development requires a different approach than the traditional
software development lifecycle. It should be able to fulfill
the varying requirements of multiple users while maintaining
its availability and security. The SaaS development process
requires a solid set of best development practices based on
these requirements. This SaaSmaturitymodel aims to create a
comprehensive set of key practices to evaluate SaaS develop-
ment and maintenance processes. It describes the assessment
methodology for SaaS requirements analysis, architecture,
design, business and organization and measures the current
level of maturity for any SaaS application. To our knowledge,
it is the first study of its kind.

III. SAAS MATURITY MODEL
SaaS provides an integrated solution over the Internet, which
may require weekly innovation and changes. SaaS vendors
do not only deal with developing but also running and
monitoring the software on behalf of their customers. SaaS
development requires a different approach than the traditional
software development lifecycle. It should be able to fulfill
the varying requirements of multiple users while maintaining
its availability and security. The SaaS development process
requires a solid set of best development practices based on
these requirements. This SaaSmaturitymodel aims to create a
comprehensive set of key practices to evaluate SaaS develop-
ment and maintenance processes. It describes the assessment
methodology for SaaS requirements analysis, architecture,
design, business and organization and measures the current
level of maturity for any SaaS application. To our knowledge,
it is the first study of its kind.

A. THE GENERAL SCOPE OF THE SAAS MATURITY MODEL
The SaaS assessment is essential to improve an organization’s
development and maintenance practices. A maturity model
had twomain objectives. First, it designs a method to perform
the assessment, and second, it provides guidelines to improve
the whole process. For a SaaS system, it seems impossible
to make an efficient and effective development plan without
detailed assessment results. Figure 2 shows a detailed frame-
work for SaaS organizations to practice SaaS development
and maintain the process. Our SaaS maturity model considers
all critical development and maintaining activities to develop
the framework, which consists of maturity levels and surveys
for practice assessment. The maturity model assesses the
current level of key activities in an organization.

B. CONFIGURATION OF SAAS MATURITY MODEL
The configuration of our SaaS maturity model has
twenty-three key activities. The hierarchy of maturity model
is described in Table 1. These twenty-three key activities are

FIGURE 2. Scope of SaaS maturity model.

divided into four dimensions, i.e. SaaS application design,
improved SaaS development process, SaaS application busi-
ness performance, and SaaS organizational performance.
SaaS application design includes domain analysis, design
pattern, design for failure, design for parallelism, and QoS
Differentiation. The SaaS development process dimension
covers architectural concerns: customization management,
scalability management, MTA (Multi-Tenancy Architecture),
Security, Integration Management, and Fault tolerance and
recovery management. The authors conducted a literature
review and empirical investigation from a developer perspec-
tive and selected these six key factors essential for the SaaS
development process. The SaaS application business perfor-
mance dimension includes six important process activities:
Monitoring management, Marketing strategies, Innovation,
Risk mitigation, Customer satisfaction, Business collabora-
tion, and Competitors. The selected key features in the SaaS
application business Performance dimension are significant
for the business performance of any SaaS application. The
SaaS organizational performance dimension includes impor-
tant factors for any SaaS organization. These factors are
Organizational learning, change management, conflict man-
agement, organizational structure and organizational culture.
The author performed an empirical investigation to measure
the impact of identified organizational factors on SaaS orga-
nizations. The empirical studies carried out to identify key
factors in the SaaS development process and their presence
in the literature motivated the inclusion of twenty-three
key process activities under the four SaaS maturity model
dimensions.

A description of these key process activities is given below.

1) DOMAIN ANALYSIS
Domain analysis involves identifying standard and variable
features in scoping and modeling SaaS. A good SaaS design
must have a domain analysis process to define a set of com-
mon definitions, domain classification, domain boundaries,
domain models, design artifacts, and design guidelines.
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TABLE 1. Configuration of the software maturity model.

2) DESIGN PATTERNS
Design patterns provide an abstract solution to recurrent
problems in a domain. They can help improve the scalability,
interoperability, multi-tenancy, flexibility, manageability, and
portability of the SaaS system.

3) DESIGN FOR FAILURE
Deciding on application behavior in case of failure is called
failure analysis. Advanced features of SaaS increase the
chances of failure, so SaaS applications must be designed
and developed, assuming they tend to fail often. Design for
failure is a key feature of SaaS software design and plays a
significant role in the success of SaaS vendors.

4) DESIGN FOR PARALLELISM
The main objective of parallel computing is to increase the
available computation power for faster application process-
ing. In SaaS, where heavy applications serve thousands of
users simultaneously, ‘‘Design for parallelism’’ is considered
an essential factor.

5) QOS DIFFERENTIATION
The difference in tenant service quality is called QoS dif-
ferentiation [55]. Any SaaS system should be designed to
provide QoS differentiation and to satisfy the provider’s need
for the least resource cost and best system performance.

6) CUSTOMIZATION MANAGEMENT
For a multi-tenant system, each tenant has different require-
ments. To meet the requirements of different tenants,
a successful SaaS application must support a customization

feature which allows each user to customize it based on his
requirements.

7) SCALABILITY MANAGEMENT
Any system which can handle an increasing quantity of work
by maintaining stable performance by adding new resources
is called a scalable system. In a multi-tenant system, each
tenant can have hundreds of thousands of users, resulting in
many simultaneous accesses from users. Thus, a SaaS system
should be able to provide scalable performance to millions of
users.

8) MTA
The ability of a SaaS application to serve multiple tenants
using a single server and service instance in such a way that
every tenant feels like a dedicated server is called multite-
nancy.Multi-tenancy is a crucial feature of SaaS software and
is one of the measures for the success of SaaS vendors.

9) SECURITY MANAGEMENT
Resource sharing in multi-tenant SaaS applications increases
the security and privacy concerns of outsourced cloud-hosted
assets; hence, security is one of the key features of SaaS
applications.

10) INTEGRATION MANAGEMENT
SaaS applications must integrate with other services and
applications to get the desired business functionality. So,
SaaS systems must support integration with other SaaS and
on-premises systems.

11) FAULT TOLERANCE AND RECOVERY MANAGEMENT
Fault tolerance is the feature that helps the system operate
continuously in case of any failure. To achieve robustness,
failure should be assessed and handled effectively in SaaS.

12) MONITORING
Monitoring is one of the significant challenges in SaaS design
and development. To handle the diversity of SaaS systems,
the demand for monitoring grows and brings new targets,
methodologies, and techniques [56].

13) MARKETING STRATEGY
SaaS marketing is critically different from every other type
of marketing. SaaS provisioning is a cost-efficient business,
but marketing and sales costs have been identified as key
factors in the profitability of SaaS providers. To enhance the
SaaS market growth, SaaS providers need to apply effective
marketing strategies.

14) INNOVATION
Innovation at both technical and non-technical levels is
important to enhance the quality and performance of the
business. SaaS service can be considered an innovation for
both providers and customers. In the SaaS business model,
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the innovation style has modified from local innovation of a
software user to collective innovation of an entire system of
users and software.

15) RISK MITIGATION
Risk mitigation is a systematic procedure for reducing risk.
SaaS is the most used cloud service model and requires
security practices because customers lose control and SLAs
do not provide details on security implementation.

16) CUSTOMER SATISFACTION
Customer satisfaction is a marketing term that measures
how products or services from providers meet customers’
expectations. Customer satisfaction is also a key metric for
SaaS companies because acquiring new business is more
expensive and time-consuming than building upon an existing
relationship.

17) BUSINESS COLLABORATION
Collaboration allows companies to aggregate competencies
with other companies by focusing on their skills to increase
the value of their business. Collaborative SaaS is a new area.

18) COMPETITORS
Competitor analysis helps assess the strengths and weak-
nesses of current and potential competitors and implement
effective strategies to improve competitive advantage. SaaS
vendor must analyze their market competition and plan
accordingly.

19) ORGANIZATIONAL LEARNING
Organizational learning is the process of creating, retain-
ing, and transferring knowledge within an organization to
enhance its collective ability to accept and respond to internal
and external changes. For SaaS applications, it is crucial to
achieve business performance and customer satisfaction.

20) CHANGE MANAGEMENT
Change management is a structured approach to preparing,
equipping, and supporting individuals to adopt and imple-
ment change successfully. It allows them to capture the
adoption contribution that drives organizational success and
outcomes. Change influences the whole organization, and
resistance to it is natural. Therefore, change management is
an essential activity in SaaS organizations.

21) CONFLICT MANAGEMENT
Conflict within groups refers to disagreements and friction
among team members. Conflict can be highly constructive
as in the absence of conflicts, teams may not realize existing
inefficiencies; therefore, for any SaaS organization, conflicts
should be managed appropriately to achieve their benefits.

22) ORGANIZATIONAL STRUCTURE
Organizational structure can be considered the organiza-
tion’s anatomy, directly affecting the behavior of organization

members. SaaS organizations should adopt their structure
based on their requirements, skills, and originality.

23) ORGANIZATIONAL CULTURE
The culture of any organization directly affects its employee
satisfaction, organizational success, productivity, and perfor-
mance. SaaS managers should play a role in the development
and maintenance of organizational culture as it directly influ-
ences the behavior of its employees, and it is tough to change
once developed.

These twenty-three important key practices are the foun-
dation of the assessment questionnaires, which consist of
‘‘statements’’. These statements describe the effectiveness of
the particular activities as they contribute to SaaS develop-
ment and management.

C. THE FRAMEWORK OF THE SAAS MATURITY MODEL
Ranking is an essential assessment methodology for defining
maturity level. An organization’s ranking can be measured
by calculating its progress against the scale of defined levels
based on specific Key Process Areas (KPAs). The rank-
ing has been used in many well-known software process
assessment models, such as CMMI [57], SPICE [42], and
BOOTSTRAP [41]. We also defined the level of maturity of
our proposed maturity model using ranking. These levels are
‘‘Ad-Hoc’’, ‘‘Opportunistic’’, ‘‘Consistent’’, ‘‘Organized’’,
and ‘‘Optimized’’. An assessment questionnaire and a rank-
ing method are developed for each maturity level. The
questionnaire is composed of multiple statements for each
level of maturity. The extent to which respondents agree
to these statements is used to calculate the maturity level
of the organization’s SaaS development process. Assess-
ment questionnaires for each maturity level in this study
are designed and written specifically for the SaaS maturity
model.

This study is designed to find how SaaS development
process activities/areas are performed during the SaaS project
development life cycle. It is a comprehensive strategy to eval-
uate the maturity level of current SaaS Development Process
Areas (SDPAs) in the SaaS project.

Table 2 shows the SaaS maturity model. The maturity of
each level is defined by the set of statements for each activity
used in this study. Eachmaturity level and process activity has
a different number of statements. The following subsection
describes the features of SaaS development organizations.
Each SaaS organization will be described in terms of the
SaaS development process activities maturity scale and the
measuring instrument designed for the SaaS maturity model.

Level 1: Ad-Hoc
The initial level of the SaaS maturity model is ‘‘Ad-Hoc’’.

This level shows that SaaS organizations are unstable and
organized enough to develop SaaS projects. At the ad-hoc
level, there is a deficiency in understanding the best practices
for SaaS development, and the organization does not use
specified software engineering practices. The organization
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TABLE 2. SaaS maturity model framework.

develops various SaaS projects independently and does not
follow any defined procedure for asset reusability for dif-
ferent projects. At this level, the organization does not have
enough technical resources and skills to complete the project
properly, and there is no evidence of following any require-
ments or management and development methodology. The
organization neither performs domain, market and competitor
analysis nor manages change and conflicts within the team.
The following assessment questionnaire shows the maturity
of SaaS development process activities in a SaaS develop-
ment organization at Level 1.

SPDA 1.1. Domain analysis
1.1.1 There are no domain experts to perform domain

analysis.
1.1.2 There is no evidence of any Domain scoping and

domain modeling for the SaaS project.
1.1.3 There is no clear definition of SaaS variability to

make SaaS processes and instructions more feasi-
ble and effective in designing reusable services.

SDPA 1.2. Design pattern
1.2.1 There is no evidence of design pattern in SaaS

design.
1.2.2 No database schema pattern exists.
1.2.3 No customization pattern exists.

SDPA 1.3 Design for failure
1.3.1 There is no consideration of design for failure.
1.3.2 SaaS applications are not able to adopt changes in

infrastructure without downtime.
1.3.3 Threads are not able to resume reboot in case of

any failure.

SDPA 1.4 Design for Parallelism
1.4.1 There is no design for parallelism in SaaS project

design.
1.4.2 The design team does not consider leveraging

multi-core processors to speed up computationally
intensive applications.

SDPA 1.5 QoS differentiation
1.5.1 The design team does not consider QoS differenti-

ation.
SDPA 1.6 Customization management
1.6.1 No process exists for the customization to meet

multiple tenants’ needs.
SDPA 1.7 Scalability management
1.7.1 There is no support for scalability in SaaS archi-

tecture.
SDPA 1.8 MTA
1.8.1 Each customer runs a different instance of the

software.
SDPA 1.9 Security management
1.9.1 There is no evidence of security provision in SaaS

architecture.
SDPA 1.10 Integration management
1.10.1 There is no support for integration in SaaS

architecture.
SDPA 1.11 Fault tolerance and recovery management
1.11.1 There have been no efforts in SaaS architec-

ture to address fault tolerance and recovery
management.
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SDPA 1.12 Monitoring management

1.12.1 There is no evidence of monitoring of SLA for
SaaS applications.

1.12.2 SLA does not specify the guidelines monitors use
to conduct any monitoring session.

SDPA 1.13 Marketing Strategies

1.13.1 The project team has not developed any market-
ing strategy for the SaaS project.

1.13.2 There is no evidence that the team performs
market analysis of the SaaS type and the target
Audience.

SDPA 1.14 Innovation

1.14.1 There is no evidence of any research and devel-
opment component working on innovation.

SDPA 1.15 Risk mitigation

1.15.1 Management does not practice risk mitigation at
any stage of the SaaS development process.

SDPA 1.16 Customer satisfaction

1.16.1 Customer satisfaction is not considered a key
metric of SaaS project success.

SDPA 1.17 Business Collaboration

1.17.1 The management team does not understand the
importance of business collaboration for the SaaS
project.

SDPA 1.18 Competitors

1.18.1 Management and development teams do not con-
sider competitors when deciding about a SaaS
project.

SDPA 1.19 Organizational learning

1.19.1 Organizational learning is not considered impor-
tant.

1.19.2 The organization does not learn from its experi-
ence.

SDPA 1.20 Change management

1.20.1 The management team does not consider organi-
zational change management complementary to
project management.

SDPA 1.21 Conflict management

1.21.1 Teams are engaged in relationship conflict, are
overloaded cognitively and are unable to com-
plete team tasks.

1.21.2 Conflict is dysfunctional and personally oriented.

SDPA 1.22 Organizational structure

1.22.1 The roles and responsibilities of individuals and
groups are not well defined.

1.22.2 The roles and responsibilities of individuals and
groups are not adequately documented.

SDPA 1.23 Organizational culture

1.23.1 Themanagement team does not focus on improv-
ing organizational culture.

Level 2: Opportunistic
‘‘Opportunistic’’ is the second maturity level of our SaaS

maturity model. At this level, the management and develop-
ment team understand and realize the importance of best SaaS
development and specified software engineering practices
and want to adopt them in the SaaS project. The development
team shows interest in acquiring skills and knowledge for
the required development methodologies. The management
team and development team support the idea of design pat-
terns, parallel processing, and integration in SaaS design and
architecture. They also understand the impact of change and
conflict management on the organization’s culture and the
performance of the SaaS application project. However, there
is a lack of resources, policies and systematic planning to
practice the best software engineering techniques for SaaS
development. There is also the absence of guidelines for
conflict and change management, marketing and competitor
analysis, and business collaboration. At this level, SaaS archi-
tecture allows minimal customization through configuration.
This level is opportunistic because the organization focuses
on understanding the best practices to develop high-quality,
successful SaaS projects. At this level, teams understand the
importance of adopting best practices for SaaS development,
and organizations seek the opportunity to build their under-
standing of best practices and acquire enough resources and
skills to move to the next level. The following assessment
questionnaire shows the maturity of SaaS development pro-
cess activities in a SaaS development organization at Level 2.
SDPA 2.1 Domain analysis

2.1.1 Informal attempts are made to perform common-
alities and variability of components and services.

2.1.2 There is little evidence of domain scoping and
modeling.

SDPA 2.2 Design pattern

2.2.1 Project managers and team leaders understand the
importance of design patterns in SaaS design and
development.

2.2.2 Project managers and team leaders believe design
patterns would help capture the best application
design practices and build reliable, compliant,
reusable SaaS products.

SDPA 2.3 Design for failure

2.3.1 Designers recognize the need for design for failure
during the design phase of SaaS development.

2.3.2 Designers are working to make the system fault-
tolerant.

SDPA 2.4 Design for Parallelism

2.4.1 The SaaS management team believes that GPU
can make a significant difference in the quality of
services.

2.4.2 The design team believes that leveragingmulti-core
processors can be used to speed up computation-
ally intensive applications.
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SDPA 2.5 QoS differentiation
2.5.1 SaaS designers think they need to compose ser-

vices with different QoS values to meet end-users’
different multidimensional QoS constraints for the
SaaS.

2.5.2 Themanagement team agrees that Different clients
may have different needs and willingness to pay
for system performance.

SDPA 2.6 Customization management
2.6.1 The architecture allows minimal customization

through configuration.

SDPA 2.7 Scalability management
2.7.1 Project managers and team leaders understand the

importance of scalability in SaaS architecture.

SDPA 2.8 MTA
2.8.1 The development team members are acquiring

knowledge and skills to support multi-tenancy in
SaaS architecture.

SDPA 2.9 Security management
2.9.1 The development team understands the importance

of security but has no proper plan to add security
to the architecture.

SDPA 2.10 Integration management
2.10.1 The development team recognizes the impor-

tance of integrating SaaS with on-premise and
other SaaS applications.

2.10.2 The development team recognizes the impor-
tance of integration support in the user interface
and business logic layers.

SDPA 2.11 Fault tolerance and recovery management
2.11.1 The developer introduced fault tolerance in SaaS

architecture.
2.11.2 The development team is acquiring resources and

skills to develop a proper fault tolerance and
recovery management strategy.

SDPA 2.12 Monitoring management
2.12.1 The management and development team recog-

nizes the importance of monitoring SaaS appli-
cations.

SDPA 2.13 Marketing Strategies
2.13.1 The project team agrees that a marketing strategy

is essential for a SaaS project.
2.13.2 There is a lack of resources to make a marketing

strategy.

SDPA 2.14 Innovation
2.14.1 No well-defined policy for research and develop-

ment (R&D) has been established.
2.14.2 Innovative ideas are considered necessary for

new SaaS projects.
2.14.3 The development team occasionally studies and

reviews development updates and searches for
innovative ideas.

2.14.4 There is no well-developed SaaS business model
to capture value from innovation.

SDPA 2.15 Risk mitigation
2.15.1 Management understands its responsibility to

protect valuable business data and systems.
2.15.2 The management team is committed to acquiring

knowledge and resources related to SaaS devel-
opment risk.

SDPA 2.16 Customer satisfaction
2.16.1 Management understands the importance of cus-

tomer satisfaction.

SDPA 2.17 Business Collaboration
2.17.1 Management believes that business collaboration

is vital for SaaS projects.
2.17.2 The management team does not make efforts to

collaborate with other businesses.

SDPA 2.18 Competitors
2.18.1 The management and development team is com-

mitted to defining a proper strategy to perform
competitor analysis.

SDPA 2.19 Organizational learning
2.19.1 Project managers and development team agrees

that organizational learning is fundamental to
stand out in the competitive SaaS market.

2.19.2 learning is considered important for the resource
management of new ventures in the SaaS
industry.

SDPA 2.20 Change management
2.20.1 The organization understands the impact of

change management on the performance of
the organization in managing SaaS application
projects.

SDPA 2.21 Conflict management
2.21.1 The development and management team under-

stands that conflicts are affecting team
performance.

SDPA 2.22 Organizational structure
2.22.1 The management team believes well-defined

roles and responsibilities are important for any
SaaS project.

2.22.2 The project manager and the team lead agree that
an organized team can perform its assigned tasks
more effectively.

SDPA 2.23 Organizational culture
2.23.1 The management team agrees that organizational

culture indirectly influences inter-organizational
relationships.

2.23.2 Team members are not satisfied with the current
culture of the organization.

Level 3: Consistent
Organizations at this level consistently try to define poli-

cies and strategies for SaaS development projects. This
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interest in defining a strategic plan shows that the organi-
zation aims to develop good-quality SaaS products. At this
level, the organization is devoted to developing a SaaS archi-
tecture with all quality attributes and considers domain,
market and competitor analysis mandatory activities. The
management team organizes learning workshops related to
required development methodologies. The organization is
trying to manage associated risk, continual monitoring, and
organizational conflicts in an effective way. The management
and development teams have acquired enough training in
development methodologies, and the development team is
trying to define design patterns and strategies for fault toler-
ance and security. They are also involved in defining R & D
policies. The organization occasionally performs market and
competitor analysis to make required changes and is making
strategies for managing these changes. The organization is
trying to be consistent in its SDPAs for the development
process. The following set of statements must be satisfied by
an organization at Level 3.
SDPA 3. 1 Domain analysis
3.1.1 Designers are working on the proper understand-

ing of domain analysis.
3.1.2 Requirement Normalization is performed to per-

form commonality and variability analysis.
3.1.3 There are clear guidelines for identifying SaaS

variability.

SDPA 3.2 Design pattern
3.2.1 The development team is making efforts to define

design patterns for recurrent problems.
3.2.2 Design patterns are used to speed up the develop-

ment process of SaaS applications.

SDPA 3.3 Design for Failure
3.3.1 A resource requirement calculator is used to iden-

tify the requirements for each additional new
tenant.

3.3.2 A well-defined procedure is used to identify and
handle complete multi-tenancy requirements.

SDPA 3.4 Design for Parallelism
3.4.1 The design team has the resources and techni-

cal knowledge to introduce parallelism in a SaaS
project.

SDPA 3.5 QoS differentiation
3.5.1 The management and development team are work-

ing to offer differentiated services rather than
having a one-size-fits-all approach.

SDPA 3.6 Customization management
3.6.1 Customization points were modeled, and depen-

dencies between different variation points were
explicit before implementation.

3.6.2 There is a method to validate each tenant’s choice
for each possible error.

3.6.3 Standard specification techniques are used to spec-
ify components in the database.

SDPA 3.7 Scalability management
3.7.1 The design team is committed to developing scal-

ability guidelines.
SDPA 3.8 MTA
3.8.1 The application architecture includes multi-

tenancy support.
3.8.2 Multi-tenant support can be applied to a

multi-tenant SaaS model’s application, middle-
ware, virtual machine, and operating system
layers.

SDPA 3.9 Security management
3.9.1 The development team is acquiring resources and

skills to develop a proper strategy for SaaS Secu-
rity.

3.9.2 The development team is considering security con-
cerns such as data security, application security,
and deployment security in SaaS architecture.

SDPA 3.10 Integration management
3.10.1 The development team is trying to add integration

support and a single sign-on feature in the user
interface.

SDPA 3.11 Fault tolerance and recovery management
3.11.1 Fault detection algorithms detect faults in the

host, object, and process.
3.11.2 There is an explicit code in the application that

retries failed transactions.
SDPA 3.12 Monitoring management
3.12.1 The management and development team is work-

ing on defining policies for monitoring SaaS
applications.

SDPA 3.13 Marketing Strategies
3.13.1 Amarketing team is needed to create a marketing

strategy.
3.13.2 The marketing team occasionally performs mar-

ket reviews and development updates.
SDPA 3.14 Innovation
3.14.1 The management team believes that R&D invest-

ment will yield positive results soon.
3.14.2 The management team is in the process of defin-

ing an R&D policy.
SDPA 3.15 Risk mitigation
3.15.1 Strategies are developed to manage risks related

to development strategy, staffing, budgeting and
scheduling, and security.

3.15.2 The management team can perform reactive risk
management.

SDPA 3.16 Customer satisfaction
3.16.1 Management is trying to improve customer sat-

isfaction levels by improving the quality of
services.

3.16.2 Management is trying to gain customer loyalty.
3.16.3 Feedback from the customer is helping to find the

customer’s problem.
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SDPA 3.17 Business Collaboration
3.17.1 The management team occasionally collaborates

with other businesses.
SDPA 3.18 Competitors
3.18.1 A competitor analysis strategy is developed dur-

ing the pre-production phase.
SDPA 3.19 Organizational learning
3.19.1 1 Management wants to organize training pro-

grams for their employees.
SDPA 3.20 Change management
3.20.1 The project team is committed to improving

change management for SaaS project perfor-
mance.

SDPA 3.21 Conflict management
3.21.1 Themanagement team is trying to design conflict

management policy to handle conflicts in project
teams.

SDPA 3.22 Organizational structure
3.22.1 The management team defines roles based on the

current projects in the organization.
3.22.2 Organization structure has optimum ratios of

supervisors/managers to subordinates.
SDPA 3.23 Organizational culture
3.23.1 A management team is essential to establishing

and maintaining an organization’s culture.
Level 4: Organized/Predictable
The fourth maturity level of the SaaS maturity model has

been defined as ‘‘organized or predictable’’. The organization
has successfully developed policies and guidelines for SaaS
development activities at this level. The development team
has gained all the required resources and skills. The devel-
opment team uses design patterns for recurrent problems
in SaaS development and provides integration support for
on-premise and other SaaS applications. The team performs
market and competitor analysis regularly and uses innova-
tive ideas for development. Domain analysis is considered
mandatory during the pre-production phase of the project.
The architecture supports all required customization, scaling,
and security requirements.

Moreover, the SaaS project can achieve service differen-
tiation without losing the critical benefits of multi-tenancy.
At this level, management supports positive and constructive
conflicts in the organization. Once developed, SaaS projects
can satisfy customers, and their revenue model fits into
the organization’s financial model. The developed project is
mature enough to handle any runtime fault without affecting
the service continuity. Overall, all the SDPAs at this level
are streamlined, quantifiable, and well-documented for any
SaaS project. In the following measuring instrument, the set
of statements describes an organization’s maturity level at
level 4.
SDPA 4.1 Domain analysis
4.1.1 Domain analysis is considered mandatory during

the pre-production face of the SaaS project.

4.1.2 The degree of commonality determines the appli-
cability of components or services.

4.1.3 Developed components are used widely due to
domain analysis.

SDPA 4.2 Design pattern
4.2.1 Multiple design patterns have been developed to

address recurrent problems in SaaS.
4.2.2 Different strategies are used for scaling a shared

database versus scaling dedicated databases.
SDPA 4.3 Design for Failure
4.3.1 Fault modeling and fault injection are part of a

continual release process.
4.3.2 SaaS providers are running the same service on

multiple instances to avoid failure.
4.3.3 Application components are designed to be

deployed across redundant cloud components with
no common point of failure.

SDPA 4.4 Design for Parallelism
4.4.1 Designers have efficient design systems for task

and data parallelism.
SDPA 4.5 QoS differentiation
4.5.1 SaaS can achieve service differentiation without

losing the key benefits of multi-tenancy.
SDPA 4.6 Customization management
4.6.1 The architecture supports all required customiza-

tion.
4.6.2 Data field, process, service, and interface cus-

tomization are supported to meet the requirements
of individual tenants.

4.6.3 Component information is stored in an ontology
database, which is used for searching, discovery,
and reasoning.

SDPA 4.7 Scalability management
4.7.1 The architectures allow applications to scale out

quickly.
SDPA 4.8 MTA
4.8.1 Multi-tenancy improves the utilization rate of

hardware resources, and software deployment and
maintenance become easy.

4.8.2 There are defined guidelines that exist to handle
multi-tenancy requirements.

SDPA 4.9 Security management
4.9.1 The security feature is successfully added to SaaS

architecture.
4.9.2 SaaS application fulfilled run time emerging secu-

rity requirements of old and new tenants.
4.9.3 A defined set of guidelines for the security

approaches incorporated in SaaS applications
exists.

SDPA 4.10 Integration management
4.10.1 The development team provides user interface

and business logic layers integration support.
4.10.2 There is a single sign-on feature in the user

interface.
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SDPA 4.11 Fault tolerance and recovery management
4.11.1 One or two replicas are assigned to mask the

failure of any server.
4.11.2 Reactive Fault tolerance techniques are used to

address the failure.
SDPA 4.12 Monitoring management
4.12.1 Metering andmonitoring are done from both data

and execution standpoints.
4.12.2 SaaS application has appropriate monitoring

metrics for different customers.
4.12.3 SLA specifies the guidelines used by monitors to

conduct any monitoring session.
4.12.4 Monitoring metrics provide information in the

same terms as the SLA is specified.
4.12.5 Monitoring is performed without modifying the

implementation of the offered cloud services.
SDPA 4.13 Marketing Strategies
4.13.1 Market analysis is performed regularly to iden-

tify target audiences and their requirements.
4.13.2 Competitor analysis is performed to develop new

market plans.
4.13.3 Providers offer a discounted price to increase

sales of the SaaS application.
SDPA 4.14 Innovation
4.14.1 The development team uses innovative ideas suc-

cessfully for development.
4.14.2 Management supports reactive and proactive

innovation measures for SaaS development.
4.14.3 An R&D roadmap is successfully used for SaaS

development.
4.14.4 There is a well-developed SaaS business model

to capture e value from innovation.
SDPA 4.15 Risk mitigation
4.15.1 Risk assessment is considered mandatory during

the pre-production phase of SaaS development.
4.15.2 Risk-related tasks are identified by the manage-

ment team for each milestone.
4.15.3 Management can perform proactive risk manage-

ment.
SDPA 4.16 Customer satisfaction
4.16.1 Management can gain customer loyalty.
4.16.2 Customers are satisfied but unwilling to paymore

to perceive a high outcome.
SDPA 4.17 Business Collaboration
4.17.1 Management team effectively collaborates with

other businesses.
4.17.2 The management team actively performs a

market analysis to find opportunities for
collaboration.

SDPA 4.18 Competitors
4.18.1 Competitors influence the whole SaaS develop-

ment process and its features
4.18.2 Market study about specific products offered is

important to stay competitive.

4.18.3 Competitor analysis is performed to develop new
market plans.

4.18.4 Competitor analysis is performed to decide on a
pricing strategy.

SDPA 4.19 Organizational learning
4.19.1 On new technological advancements, training

programs are arranged by the organization for
employees.

SDPA 4.20 Change management
4.20.1 The plan for any change in the project is well

communicated to all project members.
4.20.2 Effective communication during changemanage-

ment helped to prevent resistance to change.
4.20.3 Organizational changes are based on the require-

ments of the targeted SaaS market segment.
SDPA 4.21 Conflict management
4.21.1 A conflict management policy exists to handle

conflicts in project teams.
4.21.2 Management supports positive and constructive

conflict.
SDPA 4.22 Organizational structure
4.22.1 The roles and responsibilities of individuals and

groups are well-defined and documented in the
organization.

4.22.2 A solid and open communication channel among
various organization entities is present.

SDPA 4.23 Organizational culture
4.23.1 Collaborative culture in the organization fostered

high customer satisfaction.
Level 5: Optimized
This is the highest level of our maturity model and is called

‘‘optimized’’. All identified SDPAs play a critical part in
the performance of developed SaaS projects. At this level,
the organization optimizes its SDPAs, and management and
development teams collaborate to develop and manage SaaS
projects efficiently. The organization has a domain expert
for domain analysis, who has been used to design reusable
SaaS components. The development team has the required
resources and skills and is seeking knowledge about new
technologies for SaaS development. The developing team
has developed an optimized fault-tolerant architecture with
good performance and reliability, and parallel processing is
helping with fast application processing. The organization
uses process-based customization tools, Standardized SaaS
integration techniques and automated identification of root
causes for security alerts. At this level, customers are satisfied
and willing to pay more to perceive a high outcome, and sales
are steadily increasing. The resulting statements listed below
apply to an organization at level 5.

SDPA 5.1 Domain analysis
5.1.1 Domain analysis experts team perform the domain

analysis based on guidelines.
5.1.2 Domain analysis has proved to help make reusable

SaaS components.
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5.1.3 Automated domain analysis is performed for all
past SaaS projects.

SDPA 5.2 Design pattern
5.2.1. The hierarchical Multi-Tenant Pattern is used to

implement any SaaS application project and iden-
tity management systems.

SDPA 5.3 Design for failure
5.3.1 SaaS applications can run smoothly if any server

randomly disappears.
5.3.2 Design for failure has proved helpful for designing

better applications and supporting fault-tolerant
architecture.

SDPA 5.4 Design for Parallelism
5.4.1 Design for parallelism is used to increase the com-

putation power for faster application processing.
SDPA 5.5 QoS differentiation
5.5.1 The well-defined QoS design is used to provide

performance differentiation, service granularity,
and cost efficiency.

5.5.2 SaaS developers can achieve optimization goals
by reducing resource costs and achieving the best
system performance.

SDPA 5.6 Customization management
5.6.1 Process-based customization tools are used to

facilitate the SaaS provider’s fault tolerance and
recovery management.

SDPA 5.7 Scalability management
5.7.1 Scalability of multiple levels enables flexibility

and control in the SaaS application.
SDPA 5.8 MTA
5.8.1 The evolution of multi-tenant is executed without

affecting service continuity.
SDPA 5.9 Security management
5.9.1 Security alerts by monitors and automated iden-

tification of the root cause of the alerts using
filters and decision trees are working on the SaaS
project.

SDPA 5.10 Integration management
5.10.1 The development team provides Integration sup-

port in data layers, user interface, and business
logic layers.

5.10.2 The development team follows standards to make
SaaS integration easy.

5.10.3 Standardized SaaS integration techniques are
used to improve integration productivity, effi-
ciency, and SaaS adoption.

SDPA 5.11 Fault tolerance and recovery management
5.11.1 Fault tolerance and recovery management mod-

els have a good response time, performance and
reliability.

5.11.2 Proactive Fault tolerance techniques are used to
predict expected failure and act before the failure
happens.

SDPA 5.12 Monitoring management
5.12.1 Monitoring systems can handle different scenar-

ios.
5.12.2 Monitoring tools are scalable to deliver the moni-

tored information in a timely and flexiblemanner.
5.12.3 Monitoring tools can adapt to a new situation by

operating in a changed environment.
SDPA 5.13 Marketing Strategies
5.13.1 The team assesses the value of marketing based

on sales success and growth figures.
5.13.2 Marketing strategies are helping to increase the

sales of SaaS projects.
SDPA 5.14 Innovation
5.14.1 Past innovative measures taken by the devel-

opment team have resulted in improved SaaS
development and management processes.

SDPA 5.15 Risk mitigation
5.15.1 Risk assessment helps reduce associated devel-

opment risks.
5.15.2 There is a backup plan to handle identified risks

and explore other solutions to reduce or eliminate
risk.

5.15.3 Risk mitigation practices have helped the organi-
zation to build customer trust in SaaS adoption.

SDPA 5.16 Customer satisfaction
5.16.1 Customers are satisfied and are willing to pay

more to perceive a high outcome.
5.16.2 Management can charge a premium price for

their product or service.
5.16.3 The sales of SaaS products have steadily

increased over the past three years.
5.16.4 The organization can retain existing clients,

attract new customers and launch new SaaS
applications.

SDPA 5.17 Business Collaboration
5.17.1 Management team successfully collaborates with

other businesses while ensuring required secu-
rity.

5.17.2 The management team is continuously improv-
ing its collaboration with the rest of the SaaS
market.

SDPA 5.18 Competitors
5.18.1 The organization can gain a competitive advan-

tage using its market orientation strategy.
SDPA 5.19 Organizational learning
5.19.1 The organization learned from its experience

and lessons and avoided making mistakes
repeatedly.

5.19.2 Organizational learning demonstrated a positive
impact on product performance.

SDPA 5.20 Change management
5.20.1 The resistance to change in the organization is

gradually decreasing.
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SDPA 5.21 Conflict management

5.21.1 The organization has developed on time, reduc-
ing costs and application bugs over the past three
years.

5.21.2 Cohesion and the effective use of conflict by
the top management team facilitated better top
management team performance.

5.21.3 The team engaged in functional, task-oriented
conflict outperforms those in which conflict is
dysfunctional and personally oriented.

SDPA 5.22 Organizational structure

5.22.1 Defined Roles and responsibilities demonstrated
a positive impact on the product.

5.22.2 The management team actively revises its
defined roles and responsibilities.

SDPA 5.23 Organizational culture

5.23.1 It is not difficult for a new employee to settle
down in the organization’s working environment.

5.23.2 Team members are satisfied with the current cul-
ture of the organization.

D. PERFORMANCE SCALE
The maturity level applies to an organization’s process
improvement achievement and is determined by its capability
to accomplish key SaaS development process areas (SDPAs).
The organization’s maturity in this Software maturity model
can be rated on a five-level Likert scale. A quantitative rating
indicates the level of agreement with each statement. The
ordinal rating used to measure each dimension’s SDPAs is
shown in Table 3. This rating consists of five scales: ‘‘not
applicable’’, ‘‘slightly applicable’’, ‘‘partially applicable’’,
‘‘largely applicable,’’ and finally, ‘‘completely applicable’’.
‘‘Not applicable’’ is added to this rating to increase the
flexibility of the method. Although linguistic terms are a
little modified according to the design of the maturity model
questionnaire, the proposed performance scale and the thresh-
old are structured according to the already validated popular
scales, e.g., the BOOTSTRAP methodology. The proposed
method enables the organization to assess its SDPAs.

TABLE 3. Performance scale.

Rating Method: As we stated earlier, the rating methodol-
ogy is adapted from the BOOTSTRAP algorithm [40]. This
rating method uses various terms, including development
performance rating (DPRDPA), number of applicable state-
ments (NADPA), passing threshold (PTDPA), and development
maturity level (DML). A description of these terms is given
below.

DPRsDPA[x,y] is the rating of the xth DPA at the yth
maturity level and can be rated as follows.

DPRDPA[x, y]

= 4 if the extent of applicability of the statement is 80%

= 3 if the extent of applicability of the statement is from

66.7% to 79.9%

= 2 if the extent of applicability of the statement is

from 33.3% to 66.6%

= 1 if the extent of applicability of the

statement is less than 33.3%

= 0 if the statement is not applicable at all.

If DPRDPA [x,y] ≥ 3 or DPRDPA [x,y] is equal to 0, then
the xth statement is considered applicable at the yth maturity
level. The following expression defines the number of appli-
cable statements NADPA at the yth maturity level.

NADPA[y]

= Number of {DPRDPA[x, y]|Applicable}

= Number of {DPRDPA[x, y]|DPRDPA[x, y] ≥ 3or

DPRDPA[x, y] = 0}.

If 80% of the statements in the corresponding questionnaire
are applicable, then the specific maturity level is considered
accomplished. The passing threshold for each maturity level
is shown in Table 4. Hence, if NADPA [y] is the total number
of statements at the ythmaturity level, then PTDPA at the yth
maturity level is defined as follows:

PTDPA[y] = NADPA[y] ∗ 80%.

TABLE 4. Rating thresholds.

The highest maturity level for which the number of applica-
ble statements is equal to or greater than the passing threshold
is considered as SaaS maturity level and is defined as:

SaaS Maturity level ML = max{y|NADPA[y] ≥ PTDPA[y]}
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IV. CASE STUDY
A. ASSESSMENT METHODOLOGY
The proposed SaaS maturity model was applied to two
SaaS application development organizations to assess their
maturity level. Based on the signed contract, these organi-
zations agreed to participate in this assessment so that their
name and individual and organizational identities would not
be disclosed. The paper refers to Organizations A and B.
Organization A builds various SaaS applications from all
genres, such as health, education and others. Organization
B is another SaaS application development company that
provides advanced SaaS product development services for
mobile and web apps. The summarized assessment results for
both organizations are presented in Table 5. The questionnaire
is designed to assess the maturity profile of the organization.
It aims to assess the SaaS process design and development
practices, the application’s business performance, and best
organizational practices. The respondents’ responses were
captured using the Likert scale ranging from 0 to 4 to indicate
the extent of their agreement with each statement in the
measuring instrument. A statement is considered applicable
if the performance rating is equal to or greater than three or
equal to 0 per ratingmethodology. The responses are depicted
in Table 5.
The respondents were either project managers or members

of the development team. The survey link or MS teams were
used to collect the responses. Participation in the assessment
is voluntary without any compensation. The details of both
case studies are presented in the subsequent section. Multiple
responses were recorded from each organization to avoid bias
in the data sample. The respondents provided their observa-
tions about the development practices. Further, an inter-rate
agreement analysis was performed to avoid any chance of
biased responses.

TABLE 5. Responses data for the maturity assessment.

B. ORGANIZATION ‘‘A’’
Organization A provides cloud-based solutions for small and
mid-size companies (SMEs). The organization has grown
globally, offering products such as custom business analytics,
project management tools and CRM systems. They use agile
development and beta testing. It has around 400-450 clients
and is classified as a medium-sized organization. In the
study’s first phase, personal referrals were used to get consent
for the assessment. The study’s respondents were selected

FIGURE 3. Organization ‘A’ maturity assessment.

based on the number of years of service. The individuals
were selected based on at least three years of service. The
personalized emails were sent to state the study’s objective
and seek their consent to participate. The one-on-one sessions
were also conducted for the Q and A.

The respondents agreed to participate in the study based on
the guarantee that their names or specific information would
not be disclosed in any subsequent publication. After the
first phase, the assessment questionnaires were shared with
the participants. They completed the questionnaires for each
dimension and level. The questionnaires were designed for
each level of maturity of their SaaS application development
practices. The respondents use a performance scale ranging
from 0 to 4 from Table 3 to provide their extent of agreement
with the specific statement. The assessment questions are
presented using a bottom-up approach, where the respondents
have to start from the level 1 questionnaire and progress
to higher levels. The different-level questionnaire was also
designed based on the bottom-up approach. The approach fol-
lows more advanced features introduced as the respondents
move from a lower to a higher level.

The organization ‘‘A’’ respondents had different roles, such
as developer, policy-making, and strategic implementation.
Data Analysis:Once the survey was complete, each level’s

NADPA (number of applicable statements) was calculated.
NADPA was 33 for Level 1, 36 for Level 2, 30 for Level 3,
40 for Level 4, and 30 for Level 5. Therefore, Organization
‘‘A’’ passed the rating threshold of 80% for Level 3, and
consequently, Organization ‘‘A’’ is at the ‘‘Consistent’’ level.

For further analysis, we used the radar charts for each
dimension of the maturity model based on the rating method-
ology. Figure 4 demonstrates the average responses for
each dimension at level 3. The chart shows four dimen-
sions of a SaaS maturity model, demonstrating DPR ranging
from 0 to 4, and it depicts the respondents’ agreement level
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FIGURE 4. Organization ‘A’ SaaS development dimension results.

with the statement. Fig. 3 clearly shows that organization
‘A’ needs to improve its SaaS development dimensions prac-
tices, specifically, and must look into game design strategy
dimensions and business performance practices. This anal-
ysis helps the organization examine their practices for the
specific domains. Fig. 4 shows the spiral chart for the SaaS
development dimension based on the respondents’ average
responses. It clearly shows that the organization needs to
improve its fault-tolerance management.

This will also help them identify their gaps and under-
stand how to achieve higher levels. To dig further into each
dimension, for example, Fig. 4 depicts the SaaS development
process spiral chart for all levels of the SaaS maturity model
based on the respondents’ responses average.

It shows that under the SaaS development dimension,
organization ‘A’ needs to improve its fault tolerance manage-
ment, MTA, monitoring management, and security practices
to move from level 2 to 3. Moreover, they must improve
their overall development processes dimension practices to
achieve a higher level.

C. ORGANIZATION ‘‘B’’
The second participation organization is Organization ‘‘B’’,
another small SaaS application development organization.
It focuses on developing innovative solutions for large
companies and customizable analytics. Their development
approach is microservices architecture, which is continuously
deployed. A similar approach is used as organization A to
establish the contact. The respondents of Organization B have
been working in the company for four years. The respondents
of this organization also used the same performance scale to
indicate their extent of agreement with the statements, and
they responded to the questionnaire about each dimension and

level. The respondents had roles of software engineers, data
scientists, and business analysts.
Data Analysis: After completing the survey, each level’s

NADPA (number of applicable statements) was again calcu-
lated. NADPA was 32 for Level 1, 35 for Level 2, 25 for
Level 3, 38 for Level 4, and 25 for Level 5. Therefore, Orga-
nization ‘‘B’’ passed the rating threshold of 80% for Level 2,
and consequently, Organization ‘‘B’’ is at the ‘‘Opportunis-
tic’’ level. A similar method is used for data analysis for
organization B. Fig. 5 shows the response averages for each
dimension at level 2. The chart depicts four dimensions of a
SaaS maturity model: the rating method and the performance
scale. It indicates that Organization ‘‘B’’ needs to improve its
SaaS development practices to achieve higher levels, as most
respondents selected DPR 2 at other levels. Furthermore, they
need to improve their practices for other dimensions. Fig 6.
depicts the SaaS development dimension results for all levels.

D. INTER-RATER AGREEMENT ANALYSIS
There is always a chance of a conflict of opinion about
SaaS development practices in the organization when there
is more than one respondent from that organization. Inter-
rater agreement analysis [58] was performed to solve this
issue. It is a popular method to calculate the extent of agree-
ment in the ratings from different participants for the same
process or software engineering practice [59]. In this study,
inter-rater agreement analysis was performed to calculate the
extent of agreement among respondents from the same SaaS
organization. Kendall’s W, also known as Kendall coeffi-
cient of concordance (W), [60] is a preferred non-parametric
statistic for ordinal data to evaluate inter-rater agreement.
‘‘W’’ represents the difference between the actual agreement
as drawn from the data and the perfect agreement. Fleiss’
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TABLE 6. Inter-rater agreement analysis of Organizations ‘‘A’’ and ‘‘B’’.

FIGURE 5. Organization ‘B’ maturity assessment.

kappa is another statistical measure of agreement between
three or more raters. It is widely used when a researcher
wants to determine how well raters agree on coding nominal
variables [61].

The value of Fleiss Kappa and Kendall’s W can range
from 0 (representing complete disagreement) to 1 (represent-
ing perfect agreement) [61]. TheKappa [59] standard consists
of four levels: > 0.78 represents excellent agreement, 0.62 to
0.78 indicates substantial agreement, 0.44 to 0.62 represents
moderate agreement, and < 0.44 means poor agreement.
In this study, the observed Kappa coefficient fell into the
substantial category, ranging from 0.65 to 0.69. Table 6
reports both organizations’ Kappa andKendall statistics; both
measures fall into the ‘‘substantial agreement’’ category.

V. DISCUSSION
The maturity model helps to obtain complete insight into
current development processes, their related activities, and

the current level of maturity for a software engineering orga-
nization. It provides a structured way for organizations to
approach problems and challenges by providing a bench-
mark against which they can assess their capabilities and
a roadmap for improving them. The maturity model moti-
vates us to adopt best practices and struggles to the next
level.

SaaS development process and management are very
competitive and challenging areas for research. The SaaS
architecture design, database partitioning, database architec-
ture, scalability issues, user interface design, use of APIs and
workflow are different from traditional applications, which
introduces many challenges during the design and opera-
tion of a SaaS system. Furthermore, SaaS vendors develop
and maintain the system on behalf of their customers,
which requires a dedicated platform and continuous mon-
itoring to avoid any service barrier. Unique requirements
from different customers may increase the operating cost.
In addition, the complexity of multi-tenant architecture can
lead to poor performance and low resource utilization. In this
highly competitive and challenging SaaS market, determin-
ing the maturity of a current process or a specific area in
the SaaS development process that needs improvement is
critical. Due to the rapidly evolving nature of the domain,
the topic of development strategies and best practices for
SaaS development has not been fully explored. The authors
conducted empirical investigations and a literature review to
identify the key factors and their impact on SaaS development
methodology. Research models have been developed based
on an examination of key factors. To assess SaaS develop-
ment practices, the significant key factors identified from
four empirical investigations have been used as a measuring
instrument to develop a SaaSmaturitymodel. The structure of
the SaaS maturity model is composed of a four-dimensional
assessment framework. The SaaS maturity model has been
used to measure the maturity level of development practices
using the developed assessment methodology and conducting
case studies. SaaS application development organizations can
use the model proposed in this paper to assess and improve
their current practices. It also helps organizations to notice
bottlenecks in their existing policies andmethodologies. Con-
sequently, it results in the development of successful SaaS
products, directly influencing the overall business dimension
of SaaS organizations. This assessment and evaluation help
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FIGURE 6. Organization ‘B’ SaaS development dimension results.

the development team to recognize the key process areas of
SaaS development.

A. LIMITATIONS OF THE STUDY
Level-based questionnaires are used for assessment in the
proposed SaaS maturity model. Thus, it could be prone
to some limitations. Although twenty-three key factors are
highlighted for five levels of maturity based on four empir-
ical studies, it is always possible that other factors, such
as organization size and cultural and economic conditions,
have been inadvertently excluded. The proposed method-
ology is based on the responses from team members and
managers. However, approaches used to ensure reliability and
validity are part of the common statistical techniques used
by software engineering researchers. Typically, independent
assessors are considered essential when defining coordina-
tion with the internal assessment team. Still, in the proposed
methodology, we did not consider the role of an indepen-
dent assessor, and case studies are performed based on
self-assessment.

The proposed model provides numerical data regarding the
maturity level of organizational factors and SaaS develop-
ment practices, but no guidelines are provided to improve
them. Our future research will include guidelines on improv-
ing from lower to higher levels. While the presented model
has some specific and general limitations, commonly used
statistical approaches have been used to validate key SaaS
development process areas. It is a comprehensive method to
get insights into current SaaS development practices. This
study also provides future directions for research in SaaS
development practices.

VI. CONCLUSION
In the last few years, Software as a Service (SaaS) has proved
to be one of the most promising service delivery models in
cloud computing. SaaS providers offer nearly all application
functional extensions and add-ons as a service, and SaaS
solutions deliver better business outcomes than traditional
software.

The SaaS delivery model has multiple advantages for
the consumer and the provider. It has different architecture
requirements, database design, user interface design, and use
of APIs and workflow than traditional software applications.
Consumers are also concerned about data privacy, security,
availability, and SLA. To fulfill the unique SaaS development
requirement and address the customer concerns, there is a
compelling need for a method to assess the current practices
in the organization.

Assessment of SaaS development processes is an important
area of research for developing quality SaaS to improve the
organization’s position in the current competitive SaaS mar-
ket. To our knowledge, no comprehensive research has been
reported regarding SaaS development methodology assess-
ment that considers all key factors of SaaS development and
management. This paper has proposed a SaaSmaturity model
that includes key SaaS development factors and vital software
engineering and project management concepts. To construct
the model framework, SaaS development and management
have been divided into four dimensions: design, architecture,
organization, and business performance. This can be applied
to an organization of any size and domain. The framework
includes assessment questionnaires for the five maturity lev-
els, a rating method, and a performance scale. Case studies
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were conducted on two SaaS organizations to demonstrate
and validate the proposed model. This model proposed the
best practices for managing complex SaaS projects. It also
helps managers to find the areas that require improvement.
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