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ABSTRACT In fingerprint-based localization systems, clustering fingerprint databases is a proposed
technique for improving localization accuracy while reducing localization time. Among various cluster-
ing algorithms, density-based spatial clustering of applications with noise (DBSCAN) stands out for its
robustness to outliers and ability to accommodate fingerprint databases of various shapes. However, the
clustering performance of the DBSCAN algorithm is heavily influenced by the type of similarity measure
metric used, with most researchers using distance-based metrics. This paper aims to enhance DBSCAN
clustering by using a pattern-based metric known as the context similarity coefficient (CSC) instead of
distance-based metrics. The CSC metric examines received signal strength (RSS) measurement patterns
that form fingerprint vectors and assesses both linear and non-linear relationships between these vectors
to determine similarity. Four publicly available fingerprint databases were used to evaluate the clustering
performance with silhouette scores as a performance metric. The performance of the DBSCAN algorithm
with the CSC metric is determined and compared to Euclidean and Manhattan distances as similarity measure
metrics. Simulation results indicate that achieving good clustering performance with the DBSCAN algorithm
requires generating three or fewer clusters. The proposed CSC metric demonstrated the best clustering
performance in two of four fingerprint databases and the second-best in another. However, computational
complexity comparisons reveal that the CSC metric is highly computationally intensive and is suggested to
be used on small to medium-sized fingerprint databases generated using an odd number of wireless APs
deployed in a non-uniform or non-grid-like distribution.

INDEX TERMS Clustering, context similarity coefficient, DBSCAN, distance-based metrics, fingerprinting,
RSS.

I. INTRODUCTION

Fingerprint-based localization is a type of wireless localiza-
tion system that uses position-dependent signal parameters,
such as received signal strength (RSS), with a localization
matching algorithm to determine the location of the tar-
get [1], [2]. This type of system has become increasingly
important, especially for indoor applications such as indoor
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navigation and asset tracking, due to the high signal attenu-
ation within the door environment associated with the global
positioning system (GPS) [2]. The fingerprint-based localiza-
tion system estimates the location of an indoor user using
a two-phase process, namely, offline and online phases [3].
The offline phase involves the creation of a fingerprint
database by first collecting RSS measurements from spa-
tially deployed wireless access points (APs) at predetermined
locations termed reference locations (RL) [2]. The RSS mea-
surements collected at each RL form what is known as a
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FIGURE 1. Fingerprint localization process with three wireless APs.

fingerprint vector and are stored in the database along with
the corresponding RLs. In the online phase, first, the indoor
user captures and generates a fingerprint vector. The system
then compares the newly generated fingerprint vector to the
fingerprint vectors in the database to identify the closest
match. The indoor user location is estimated based on the RL
of the closest-matched fingerprint vector in the database [4].
Figure 1 summarizes how fingerprint localization takes place
using three wireless APs.

The fingerprint database, especially its density, plays a
key role in determining the localization accuracy as well as
the localization time of the fingerprint-based system [2], [5].
The density of the fingerprint database refers to the number
of wireless APs and RLs used in its creation. The higher
the density, i.e., the more wireless APs and RLs are used,
the longer the localization time; that is, it takes longer to
search through the database to identify the best matching
fingerprint vector [5]. Fingerprint database clustering is intro-
duced as a means to solve this trade-off. Clustering is the
process of grouping fingerprint vectors into clusters using
a common shared feature between the fingerprint vectors.
This common sharing feature is known as the fingerprint
similarity metric [6], [7]. Several clustering algorithms, such
as k-means [8], fuzzy c-means (FCM) [9], and affinity
propagation clustering (APC) [10], have been used to carry
out fingerprint database clustering, and each has its advan-
tages and disadvantages over the other. In this paper, the
density-based clustering algorithm known as density-based
spatial clustering of applications with noise (DBSCAN) is
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considered due to its robustness to fingerprint vector outliers
and ability to handle databases with arbitrary shapes [11].
The clustering performance of the DBSCAN algorithm is
dependent on several factors, which include the determination
of the minimum number of fingerprint vectors needed to
form a cluster (MinPts), the similarity threshold between
fingerprint vectors (epsilon, €), and the fingerprint similarity
measure metric used [6], [12]. The fingerprint similarity mea-
sure metric used plays a vital role in the accuracy of similarity
determination between fingerprint vectors as well as the cre-
ation of distinct and well-separated clusters. This ultimately
results in improved clustering performance. Most researchers
used distance-based metrics as similarity metrics with the
DBSCAN algorithm; however, in this paper, a pattern-based
similarity metric known as context similarity coefficient
(CSC) is proposed and used. Unlike the distance-based sim-
ilarity metric, which uses the distance between fingerprint
vectors to determine their similarity, the CSC metric uses RSS
measurement patterns in each fingerprint vector to measure
similarity [3], [13]. As such, this paper aims to improve
the clustering performance of the DBSCAN algorithm for
fingerprint-based indoor localization by using a pattern-based
metric as a similarity measure. This paper makes the follow-
ing contributions: (a) It investigates the feasibility of using
the CSC metric as a fingerprint similarity measure with the
DBSCAN algorithm and provides insights into its operational
viability. This investigation aims to assess whether incorpo-
rating the CSC metric can enhance the algorithm’s efficiency
and effectiveness in clustering fingerprints. (b) It assesses
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the effectiveness of the CSC metric in comparison to tra-
ditional distance-based metrics to demonstrate its superior
performance in clustering operations within the context of
fingerprint-based indoor localization. This comparison seeks
to determine the advantages of the CSC metric, including any
improvements in accuracy and reliability that it may offer
over conventional distance-based metrics.

The subsequent sections of the paper are organized as
follows: Section II provides an overview of the DBSCAN
algorithm clustering methodology as well as a review
of related works. The mathematical description of the
pattern-based similarity measure metric is presented in
Section III, with the simulation results and discussion in
Section I'V. The conclusion is presented in Section V.

Il. DBSCAN ALGORITHM CLUSTERING METHODOLOGY
AND REVIEW OF RELATED WORK

As previously mentioned, this paper employs the DBSCAN
algorithm for clustering the fingerprint database. In this
section, the clustering methodology of the DBSCAN
algorithm is first presented. This is followed by a review of
related works on the different similarity measure metrics used
with the DBSCAN algorithm.

A. DBSCAN ALGORITHM CLUSTERING METHODOLOGY
The DBSCAN algorithm is a popular unsupervised clustering
algorithm known for its robustness to fingerprint vector out-
liers and ability to discover clusters of arbitrary shapes within
the database. It has an advantage over the k-means algorithm
as it is robust to fingerprint vector outliers, can identify
clusters of any shape, and does not require the number of
clusters to be generated to be predefined [14]. In comparison
to the APC algorithm, the DBSCAN algorithm is easier to
interpret. Furthermore, it requires tuning only two parame-
ters (¢ and MinPts) [15], unlike the APC algorithm, which
requires setting preference values for all fingerprint vectors,
making it more complex to configure.

The summary of the clustering methodology of the
DBSCAN algorithm is presented below [14], [15]:
Step 1: Parameter setup and initialization

1. Define the two important parameters, namely,
¢ and MinPts.

Step 2: Identification of neighbors and core fingerprint
vectors:

1. Determine the similarity value of all possible fin-
gerprint vector pairs in the database.

2. For each fingerprint vector (f;), identify the fin-
gerprint vectors with a similarity value less than
or equal to €.

3. If the number of fingerprint vectors (including f;)
is greater or equal to MinPts, mark f; as a core
fingerprint vector.

Step 3: Cluster expansion:

1. For each core fingerprint vector, f;, retrieve all its
e-neighbourhoods, including f;.
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2. If the neighbouring fingerprint vector, f; is also a
core fingerprint vector, recursively fine-tune and
add its e-neighbourhood fingerprint vectors to the
cluster with f; as the core fingerprint vector.

3. If fj is not yet assigned to any cluster, assign it to
the current cluster.

Step 4: Handling border fingerprint vectors:

1. If a fingerprint vector is in the e-neighbourhood
of a core fingerprint vector but itself is not a core
fingerprint vector (i.e., it has fewer than MinPts
neighbours), mark it as a border fingerprint vec-
tor.

2. Border fingerprint vectors are assigned to the
cluster of a nearby core fingerprint vector when
applicable.

Step 5: Identification of noise fingerprint vectors:

1. Fingerprint vectors that are neither core nor
border fingerprint vectors are considered noise
fingerprint vectors. These fingerprint vectors do
not belong to any cluster.

Step 6: Formation of clusters:

1. As the algorithm progresses, a cluster is formed
by each core fingerprint vector and its connected
fingerprint vectors.

2. All noise fingerprint vectors remain unassigned.

Step 7: Termination and output:

1. The process continues until all fingerprint vectors
have been assigned to clusters or identified as
noise.

2. The algorithm outputs a set of clusters—groups of
fingerprint vectors identified as dense regions—
and a set of noise fingerprint vectors considered
fingerprint vector outliers.

Steps 1 through 7 summarize the steps taken to per-
form clustering using the DBSCAN algorithm. During the
identification of core fingerprint vector e-neighborhoods in
Step 2 above, the similarity measure metric is used. In the next
section, a review of work on the different similarity measure
metrics used with the DBSCAN algorithm is presented.

B. REVIEW OF RELATED WORKS

As mentioned earlier, the similarity measure metric used
to determine the similarity of fingerprint vector pairs influ-
ences the clustering performance of the DBSCAN algorithm.
Several research studies have used different similarity mea-
sure metrics to perform clustering with the DBSCAN
algorithm [12], [16], [17], [18], [19], [20], [21], [22],
and [23]. For instance, the authors in [16], [17], [18],
[19], [20] used Euclidean distance as a similarity mea-
sure metric to evaluate the clustering performance of the
DBSCAN algorithm, with each author using different MinPts
and ¢ values. The Euclidean distance is the most widely used
similarity measure metric within the context of fingerprint
database clustering [24]. It measures the shortest straight-line
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distance between fingerprint vectors, and fingerprint vector
pairs with the smallest Euclidean distance value are con-
sidered to be similar. Another metric based on the distance
between fingerprint vectors is the Manhattan distance, which
has been used by the authors in [12], [20], and [21] to deter-
mine the similarity between fingerprint vectors for clustering
with the DBSCAN algorithm. The Manhattan distance is
the second most commonly used distance-base metric and is
determined by finding the sum of the absolute differences
in RSS measurements across each fingerprint vector [24].
In [22], hamming distance was used as a similarity measure
to determine the similarity of fingerprint vector pairs with the
DBSCAN algorithm as the clustering algorithm. Hamming
distance measures the minimum number of substitutions
required to change one binary representation of a fingerprint
vector into another. The Spearman distance is another form
of distance-based metric that has been used as a similarity
measure with the DBSCAN algorithm [23]. It is determined
by first converting the raw values of each fingerprint vector
into ranks. Then, the square root of the sum of the squared
differences between the ranks of the RSS measurements for
the fingerprint vector pair is computed. A summary of the
different works on DBSCAN clustering using different simi-
larity measure metrics is shown in Table 1.

TABLE 1. Summary of comparisons of related works on the DBSCAN
algorithm with different similarity measure metrics.

Clustering parameter

Reference Similarity measur
work ¥y measure MinPts and ¢ values
metric
[16] Euclidean distance
[17] Euclidean distance MinPts =1; =2
[18] Euclidean distance MinPts =5; =2
[19] Euclidean distance MinPts =2, £ =40.4
Euclidean and Manhattan
[20] .
distances
12 Manbhattan distance MinPts =2 to 4, £ = knee

point algorithm
MinPts =1, £ =300
MinPts =5, £ =20
MinPts=1,e£=0.22

Manhattan distance
Hamming distance
Spearman distance

From Table 1, it can be seen that most research work
focuses on using distance-based metrics as similarity mea-
sure metrics for the DBSCAN algorithm. The Euclidean and
Manhattan distances are the most commonly used. In [12]
and [20], it was shown that the performance of the DBSCAN
algorithm varies with the similarity measure metric used and
also varies with fingerprint database structural characteris-
tics, respectively. A promising metric that has not been fully
explored for use as a fingerprint vector similarity measure
is the pattern-based metric, especially the CSC metric. The
authors in [3] and [10] have attempted to improve the per-
formance of the APC and k-means algorithms, respectively,
using the CSC metric as a similarity measure metric. Both
authors concluded that the CSC metric has the potential to
improve clustering performance by generating distinct and
well-separated clusters. Thus, this paper attempts to improve
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the clustering performance of the DBSCAN algorithm using
the CSC metric as a similarity measure. This implies that
the value of ¢ used in step 2 of the DBSCAN clustering
methodology outlined in Section II-A will be obtained using
the CSC metric when determining the core fingerprint vector
e-neighborhoods. In the next section of the paper, an overview
of the pattern-based metric as well as the mathematical
description for the determination of the CSC metric are pre-
sented.

IIl. MATHEMATICAL DESCRIPTIONS OF THE PROPOSED
PATTERN-BASED SIMILARITY METRIC

As previously stated, distance-based metrics such as the
Euclidean and Manhattan distances are the commonly used
similarity measure metrics with the DBSCAN algorithm.
These metrics only take into account the actual or sum
of the absolute differences between the two fingerprint
vectors, i.e., how close to each other the two fingerprint
vectors are. However, the behavior of each RSS measure-
ment in the fingerprint vector as well as the linear and
non-linear relationships between fingerprint vectors need to
be taken into consideration during similarity determination.
The pattern-based metric takes both factors into account.
The pattern-based metric evaluates the similarity of two
fingerprint vectors by examining how closely their RSS mea-
surement patterns align qualitatively. To illustrate, imagine
four fingerprint vectors, each with its own RSS pattern distri-
bution, as shown in Figure 2 below.

RSS (dBm)

FIGURE 2. RSS measurement pattern of Fingerprint vectors.

Fingerprint vectors #1 and #3 exhibit an identical RSS
measurement pattern, indicating a high degree of similarity.
As such, during clustering, both fingerprint vectors #1 and #3
will be grouped within the same cluster. Similarly, fingerprint
vectors #2 and #4 share an identical RSS measurement pat-
tern, signifying a high degree of similarity, and thus will also
be clustered together.

The CSC metric is one of the methods used to quantita-
tively assess the similarity between two fingerprint vectors,
focusing on their RSS pattern. The mathematical process for
calculating the CSC similarity value for a pair of fingerprint
vectors is described below.

Given two fingerprint vectors, f;(n) and f;(n), each con-
sisting of N RSS measurements, as shown in (1) and (2),
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respectively [3] and [10]:

fi(n) = [rss; (1), rss; (2), ..., rss; (N)] @))

£i(n) = [rss; (1), rss; (2) , ..., rssj (N)] )

The CSC metric between the f;(n) and f;(n) pair is called
as follows:

Step 1: Calculate t;; as shown in (3) based the vector addi-

tion of f;(n) and f;(n)
tijm) =t (1), (2),t3),....,t (N —=1),t(N)] 3)

where: t (n) = rss; (n) + rss; (n)
Compute the probability of the outcome, py,, for the
fingerprint vector fj(n) as shown in (4)

Step 2:

N
fi(n)

pr=""— @
> tjj(n)
n=1

Step 3: Calculate the expected value, denoted as <
rss; (n) >, for each RSS measurement within f;(n)

using (5).
<rssi(n) >=pg, x tjm)for 1l <n<N (5)

Step 4: Using (6), calculate the error for each RSS measure-

ment in f;(n).
< rssi(n) > —f£; (n)
Vi) x pg; x (1 — pg)

Compute the CSC metric value between fj(n) and
f;(n) using (7).

errorg, (n) =

(6

Step 5:

N 2
> ((errorfi(n)) X \/W)

simese (£, ) = "= - 7
> JVtij(n)

where errorg,(n) is obtained using (6) and tj;(n) in (1).

The similarity value between fj and fj, calculated using (7),
quantifies the degree of resemblance through the correlation
among individual RSS measurements within the fingerprint
vectors. A low CSC value denotes strong similarity, whereas
a high value indicates significant dissimilarity. The & value
between fingerprint vectors will be calculated based on (7)
and used to determine the nearest e-neighborhood to form a
cluster.

In the following section of the paper, the clustering per-
formance of the DBSCAN algorithm with the CSC metric as
a similarity measure metric is evaluated and compared with
two of the commonly used distance metrics.

IV. SIMULATION RESULTS AND DISCUSSION

As previously stated, the goal of this paper is to enhance
the clustering performance of the DBSCAN algorithm by
employing a pattern-based metric as a similarity measure.
In this section, the paper evaluates the clustering performance
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of the DBSCAN algorithm using the CSC metric as a sim-
ilarity measure and compares it with two commonly used
distance-based metrics. It starts by presenting the simulation
parameters and setup and then proceeds to compare and
analyze the clustering performance.

A. SIMULATION PARAMETER AND SETUP

The clustering performance of the DBSCAN algorithm
with different similarity measure metrics is evaluated
across four experimentally generated RSS-based fingerprint
databases: SEUG_IndoorLoc [25], IIRC_IndoorLoc [26],
PIEP_UM_IndoorLoc [27], and MSI_IndoorLoc [28]. The
SEUG _IndoorLoc database, created with three Wi-Fi-
based APs, includes 49 RLs. The IIRC_IndoorLoc database,
developed with four Zigbee-based APs, contains 194 RLs.
Both SEUG_IndoorLoc and IIRC_IndoorLoc are consid-
ered low-density databases. In contrast, PIEP_UM and
MSI_IndoorLoc are high-density databases utilized in the
International Conferences on Indoor Positioning and Indoor
Navigation (IPIN) of 2019 and 2016, respectively. The
PIEP_UM database comprises 1000 RLs and was gener-
ated using eight Wi-Fi-based APs, while the MSI_IndoorLoc
database consists of 4973 RLs and was generated using
eleven Wi-Fi-based APs. Table 2 provides a summary of the
characteristics of these four fingerprint databases.

TABLE 2. Characteristics of the four RSS-based fingerprint databases
considered.

Database characteristics

Databases Wireless No. of No. of .
technology AP RLs/fingerprint
vectors
SEUG_IndoorLoc Wi-Fi 3 49
IIRC_IndoorLoc Zigbee 4 194
PIEP_UM_IndoorLoc Wi-Fi 8 1000
MSI IndoorLoc Wi-Fi 11 4973

The two commonly used distance metrics to be com-
pared with the CSC metric for clustering performance are
the Euclidean and Manhattan distances [24]. The clustering
performance metric used for this comparison is the silhouette
score, which evaluates the quality of clusters formed by any
clustering algorithm [29]. The silhouette score measures how
similar a fingerprint is to its own cluster (cohesion) compared
to other clusters (separation). Mathematically, the silhouette
score for a single fingerprint within a cluster is calculated as:

. b (i) — a(i)
s) = —————~

max {b (i) , a(i)}
Where a(i) is the average intra-cluster distance, which is
the average distance between the fingerprint and other fin-
gerprints within the same cluster, and b(i) is the average
inter-cluster distance, which is the average distance between
the fingerprint and the fingerprints in the nearest cluster.

The overall silhouette score of a clustered fingerprint
database is the mean of all silhouette coefficients for all
fingerprint measurements in the database. Let there be M total

®)
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number of fingerprints in the database, the overall silhouette
score is obtained as:

1 M
S:M;s(i) 9)

The silhouette score in (9) ranges from 1 to -1, with a score
of 1 indicating the best clustering performance [29]. Table 3
provides an overview of how to interpret silhouette scores in
the context of clustering performance [29].

TABLE 3. Silhouette score interpretations for clustering evaluation.

Silhouette Score Range
07<S§5<1
07 < § <£0.25
025 <SS < -1

Interpretation

Very good clustering performance
Moderate clustering performance
Poor clustering performance

As indicated in Table 3, a clustering operation resulting
in a silhouette score between 1 and 0.25 is considered well-
clustered, signifying distinct and well-grouped fingerprints.
This enhances the reliability of matching to specific locations,
reducing ambiguity and improving the overall localization
accuracy of the system. It also increases the likelihood of
accurate localization, as the matching algorithm can more
effectively differentiate between closely situated fingerprints,
thereby enhancing the robustness of the localization pro-
cess. This paper uses a silhouette score threshold of 0.25,
considering any score above this threshold to indicate that
the DBSCAN algorithm, when using any of the fingerprint
similarity metrics, achieves good clustering performance.

For the clustering performance comparison of the
DBSCAN algorithm with the different similarity metrics,
the number of clusters to be generated using each similarity
metric is considered to be the same while their obtained
silhouette scores are compared. By maintaining the same
number of clusters for the different similarity metrics, a stan-
dardized and consistent basis for comparison is created. This
eliminates variability that could arise from differing num-
bers of clusters and focuses solely on the direct assessment
of the impact of each similarity metric on the clustering
performance of the DBSCAN algorithm. Also, ensuring
the same number of clusters helps in result interpretation
and comparison, as each configuration aims to divide the
fingerprint database into the same number of clusters. The
implementation strategy for clustering performance compar-
ison, taking into account different similarity metrics, is as
follows:

Step 1: Determination of the target number of clusters:

For the clustering performance comparison, consid-
ering the different similarity metrics, four different
cluster numbers were considered: k = 3, k = 7,
k = 10, and k = 15. These specific values for k
were chosen based on a review of existing literature,
which indicates that these cluster sizes are com-
monly used in previous research works to cluster the
considered fingerprint databases.

VOLUME 12, 2024

Step 2: Parameter tuning for each similarity metric:

For each similarity metric, the ¢ value is tuned to
enable the DBSCAN algorithm to generate the tar-
get number of clusters. However, the MinPts value is
set to 1 to eliminate the classification of fingerprint
vectors as outliers; that is, a cluster with only one
fingerprint vector as a member is allowed.
Compute the silhouette score:

Once the targeted number of clusters has been
obtained for each similarity metric, the silhouette
score for the clustering results is determined.
Silhouette score comparison:

The silhouette scores are compared to determine
which similarity metric yields the best clustering
performance.

Step 3:

Step 4:

In the next subsection of the paper, the clustering performance
of the DBSCAN algorithm using the proposed CSC metric,
the Euclidean distance and the Manhattan distance as simi-
larity measure metrics is presented using the implementation
strategy highlighted in steps 1 to 4.

B. DBSCAN CLUSTERING PERFORMANCE COMPARISON
USING VARIOUS SIMILARITY METRICS

Using various similarity measure metrics, including the CSC
metric, Euclidean distance, and Manhattan distance, the clus-
tering performance of the DBSCAN algorithm is evaluated
and compared for each of the four fingerprint databases
described in Table 2. The comparison of silhouette scores for
each similarity measure metric, considering different num-
bers of clusters, is presented in Tables 4, 5, 6, and 7 for the
SEUG_IndoorLoc, IIRC_IndoorLoc, PIEP_UM_IndoorLoc,
and MSI_IndoorLoc databases, respectively. As earlier men-
tioned, a clustering algorithm is considered to have moderate
clustering performance when the clusters generated by the
algorithm have an overall silhouette score within the range of
0.7 to 0.25, while poor clustering performance occurs when
the silhouette score is below 0.25.

TABLE 4. Silhouette score comparison for varying cluster numbers across
SEUG_IndoorLoc database.

Cluster

. . Similarity measure metric
Fingerprint number
database &) Euclidean Manhattan CSC
3 0.36 0.36 0.45
0.29 0.29 0.36
SEUG_IndoorLoc 1 033 0.19 010
15 0.29 0.27 0.11

Based on the silhouette scores obtained by each similarity
measure metric for the different cluster numbers as shown in
Table 4, the performance of the DBSCAN algorithm across
the SEUG_IndoorLoc database ranges from poor to moderate
clustering performance. The silhouette score comparison for
the SEUG_IndoorLoc database shows that the CSC metric
has the highest silhouette score of 0.45 and 0.36, which
indicates the best clustering performance for the smaller
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cluster numbers k = 3 and k = 7, respectively. However,
the Euclidean distance has consistent performance across
different cluster numbers, with better clustering performance
for larger cluster numbers (k = 11 and k = 15). As a result,
selecting the best similarity measure metric for use with
the DBSCAN algorithm is determined by the number of
clusters to be generated. For the SEUG_IndoorLoc database,
if the number of clusters to be generated is k = 7 or less,
the proposed CSC metric is preferable, while for a larger
cluster number, the Euclidean distance metric is preferred.
Considering k = 7 or less, the structural characteristic of
the SEUG_IndoorLoc database favors the use of RSS pattern
of each fingerprint to generate well structured clusters than
using actual or absolute distance differences.

TABLE 5. Silhouette score comparison for varying cluster numbers across
1IRC_IndoorLoc database.

Cluster

. . Similarity measure metric
Fingerprint number
database &) Euclidean Manhattan CSC
3 0.51 0.39 0.21
7 -0.12 -0.04 -0.17
IIRC_IndoorLoc 1 025 026 023
15 -0.32 -0.21 -0.36

From the silhouette scores presented in Table 5, the over-
all performance of the DBSCAN algorithm, irrespective
of the similarity measure metric and number of clus-
ters generated, is poor. For the IIRC_IndoorLoc database,
as the number of clusters increases, the performance of the
DBSCAN algorithm using any of the similarity measure
metrics degrades. The comparison of silhouette scores for
the different similarity measure metrics and considering the
different number of clusters shows that the Euclidean distance
has the best clustering performance when k = 3, with the
highest silhouette score of 0.51. This is followed by the
Manhattan distance, with a silhouette score of 0.39 when
k = 3. The proposed CSC metric has the lowest silhouette
score of 0.21 when k = 3, placing it within the poor clustering
performance range. For the remainder of the cluster numbers
(k =7,k =11, and k = 15), all three similarity measure
metrics performed poorly, as their silhouette scores are all
below 0.25.

Overall, for the IIRC_IndoorLoc database, using the
Euclidean distance as a similarity measure metric for the
DBSCAN algorithm yields the best clustering results. How-
ever, this is only true for cluster numbers of k = 3 or fewer.
The proposed CSC metric performed poorly and was not an
appropriate choice for the IIRC_IndoorLoc database. This
means that the IIRC_IndoorLoc database has a structure
that allows for the generation of distinct clusters based on
actual distance rather than RSS patterns between fingerprint
vectors.

The performance of the DBSCAN algorithm using three
different similarity measure metrics on the PIEP_UM_
IndoorLoc database matches its performance on the
IIRC_IndoorLoc database. In both cases, at k = 3,
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TABLE 6. Silhouette score comparison for varying cluster numbers across
PIEP_UM_IndoorLoc database.

. . Cluster Similarity measure metric
Fingerprint number
database (K) Euclidean  Manhattan CSC
3 0.27 0.32 0.27
PIEP_UM_Indoor 7 -0.15 -0.10 -0.09
Loc 11 -0.28 -0.24 -0.25
15 -0.30 -0.37 -0.34

all three similarity measure metrics exhibit moderate clus-
tering performance. As the number of clusters increases,
the performance of the DBSCAN algorithm on the
PIEP_UM_IndoorLoc database, irrespective of the similarity
measure metric used, degrades. However, in this current
database, the use of the Manhattan distance metric as the
similarity measure metric results in the best clustering per-
formance with a silhouette score of 0.32. The Euclidean
distance and the proposed CSC metric both came in second
with a silhouette score of 0.27. For a higher number of
clusters, all three different similarity measure metrics per-
formed poorly, as their silhouette scores were below 0.25.
This implies that the structure of the PIEP_UM_IndoorLoc
database is better suited for utilizing absolute distance dif-
ferences instead of actual distance or RSS patterns among
fingerprint vectors to form well-separated clusters. More-
over, achieving moderate clustering performance with the
DBSCAN algorithm on the PIEP_UM_IndoorLoc database
requires limiting the number of clusters to a smaller value,
specifically k = 3 or fewer.

TABLE 7. Silhouette score comparison for varying cluster numbers across
MSI_IndoorLoc database.

. . Cluster Similarity measure metric
Fingerprint number
database (K) Euclidean = Manhattan CSC
3 0.40 0.40 047
7 0.06 0.01 0.01
MSI_IndoorLoc 1 0.07 017 012
15 -0.20 -0.25 -0.32

According to the silhouette scores presented in Table 7,
the DBSCAN algorithm performs similarly across all three
similarity metrics, consistent with its performance on the
PIEP_UM_IndoorLoc and IIRC_IndoorLoc databases. That
is, only at a smaller cluster number is moderate clustering
performance achieved, and in this case, at k = 3. Unlike the
PIEP UM _IndoorLoc and IIRC_IndoorLoc databases, the
use of the proposed CSC metric with the DBSCAN algorithm
resulted in the best clustering performance, with the high-
est silhouette score of 0.47 when k = 3. This is followed
by both the Euclidean and Manhattan distances, both with
silhouette scores of 0.40 when k = 3. For a higher number
of clusters (k = 7, k = 11, and k = 15), the clustering
performance of the DBSCAN algorithm degrades for all the
similarity measure metrics, as the silhouette scores obtained
by each metric are lower than 0.25. Overall, based on the
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MSI_IndoorLoc database, the findings suggest that the CSC
metric is the most suitable similarity measure for optimum
clustering performance with the DBSCAN algorithm. How-
ever, optimal clustering performance for the MSI_IndoorLoc
database can only be achieved using a smaller cluster number.
Furthermore, the result suggests that the MSI_IndoorLoc
database has a structure that favors the use of an RSS pattern
to measure the similarity between fingerprint vectors rather
than the actual distance or absolute distance differences. It is
worth mentioning that the Manhattan and Euclidean distances
are strong alternatives for use as similarity measure metrics
with the DBSCAN algorithm to cluster the MSI_IndoorLoc
database.

Based on the result analysis for the four different databases
considered, the use of a smaller number of clusters, that is,
k = 3 or less, results in the best clustering performance
of the DBSCAN algorithm, irrespective of the similarity
measure metric. Furthermore, the proposed CSC metric
appears to be the overall best similarity measure metric
across the four fingerprint databases. It resulted in the best
clustering performance in two databases (MSI_IndoorLoc
and SEUG_IndoorLoc) out of the four fingerprint databases
considered. It ranked second on the PIEP_UM_IndoorLoc
database and third or last on the IIRC_IndoorLoc database.

The suitability of a similarity metric in generating
well-defined fingerprint clusters from a fingerprint database
depends on the structural and statistical characteristics of the
fingerprints within that database. These characteristics are
influenced by factors such as the layout of the environment—
specifically the shape of the building where the fingerprint
measurements are taken—and the placement of wireless APs
within the indoor space. For instance, when wireless APs are
uniformly distributed in a rectangular configuration with min-
imal overlap, Euclidean distance is an effective fingerprint
similarity metric for creating distinct clusters. Conversely,
Manhattan distance is better suited for databases where wire-
less APs are arranged in a grid-like pattern with sparse
placement. Pattern-based metrics excel when dealing with
fingerprint databases derived from environments with irregu-
lar shapes and non-uniform AP placement.

The SEUG_IndoorLoc and MSI_IndoorLoc databases, for
which the proposed pattern-based metric has good clustering
performance, are created using an odd number of wire-
less APs, 3 and 11, respectively. For the SEUG_IndoorLoc
database, the wireless APs are deployed in a right-angle
triangle shape, while for the MSI_IndoorLoc database, the
placement of the wireless APs does not follow either a uni-
form or grid-like distribution. The placements of the wireless
APs for these two databases resulted in a fingerprint database
structure in which the distance and absolute distance differ-
ence between fingerprint vectors are not sufficient enough to
create distinct clusters but rather the underlying RSS pattern
in each fingerprint vector. This means that it is possible to
use the RSS pattern as a similarity measure for the DBSCAN
algorithm and be able to achieve good clustering performance
in scenarios where the fingerprint database is created using
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an odd number of wireless APs, placed in a non-uniform or
non-grid-like distribution.

Even though clustering operations are performed once dur-
ing system deployment, it is also important to consider the
computational complexity of using a similarity metric. The
CSC metric typically involves more complex calculations
than Euclidean or Manhattan distances, leading to increased
computational load and longer processing times, especially
as the size and density of the fingerprint database grow.
The CSC metric has a computational complexity of O(5N)
based on big O notation, whereas Euclidean and Manhattan
distances have a complexity of O(N), with N representing the
number of RSS measurements in the fingerprint vector. For
large fingerprint databases, the use of the CSC metric may
result in significant delays in clustering operations. Longer
clustering times increase latency in the localization process
as well as hinder the system’s ability to instantly adapt to
changes in the environment, making real-time applications
challenging. As such, it is recommended that the proposed
CSC metric be used as a fingerprint similarity metric with
the DBSCAN algorithm to cluster fingerprint databases of
smaller density and also use a smaller number of clusters for
maximum clustering performance.

V. CONCLUSION AND FUTURE WORKS

The clustering performance of the DBSCAN algorithm
is heavily influenced by the choice of similarity metric
used in the determination of the similarity between finger-
print vectors. Most researchers focus on using any of the
distance-based metric variants to determine the similarity
between fingerprint vectors. However, this research proposes
to use a pattern-based metric as a similarity metric for the
DBSCAN algorithm. This is aimed at improving the cluster-
ing performance of the DBSCAN algorithm. The clustering
performance of the DBSCAN algorithm using the proposed
pattern-based metric is evaluated across four experimen-
tally generated fingerprint databases, of which two are of
lower density and the other two are of higher density. The
simulation results indicate that the proposed pattern-based
metric can enhance clustering performance when used as a
similarity measure metric for the DBSCAN algorithm and
clustering fingerprint database created using an odd number
of wireless APs placed in a non-uniform or non-grid-like
distribution. However, several limitations must be acknowl-
edged regarding the use of the proposed pattern-based metric
as a similarity measure metric with the DBSCAN algorithm.
Firstly, the proposed pattern-based metric demonstrates opti-
mal performance primarily when fewer clusters are generated
(k = 3 or less). This may restrict its applicability on finger-
print databases with a naturally higher number of clusters.
Additionally, the computational complexity of the proposed
metric is notably high, particularly in densely populated fin-
gerprint databases, which could lead to significant processing
times and resource demands. To achieve optimal clustering
performance with the proposed pattern-based metric, it is
recommended to use it on small to medium-sized fingerprint
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databases and to generate a smaller number of clusters. Future
research will aim to enhance the computational efficiency of
the proposed pattern-based metric, allowing its application to
larger and denser fingerprint databases without compromis-
ing clustering accuracy.
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