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SUMMARY In recent times, there has been a significant focus on the
development of automotive high-resolution 77GHz CS (Chirp Sequence)
radar, a technology essential for autonomous driving. However, with the
increasing popularity of vehicle-mounted CS radars, the issue of inten-
sive inter-radar wideband interference has emerged as a significant concern,
leading to undesirablemissed targe detection. To solve this problem, various
algorithm and learning based approaches have been proposed for wideband
interference suppression. In this study, we begin by conducting extensive
simulations to assess the SINR (Signal to Interference plus Noise Ratio) and
execution time of these approaches in highly demanding scenarios involv-
ing up to 7 interfering radars. Subsequently, to validate these approaches
could generalize to real data, we perform comprehensive experiments on
inter-radar interference using multiple 77GHz MIMO (Multiple-Input and
Multiple-output) CS radars. The collected real-world interference data is
then utilized to validate the generalization capacity of these approaches in
terms of SINR, missed detection rate, and false detection rate.
key words: wideband inter-radar interference, algorithm-based approach,
learning-based approach, experimental evaluations

1. Introduction

Currently, there is a growing fascination with autonomous
driving technology, spurred by the aim of alleviating traffic
congestion and providing highly convenient modes of trans-
portation [1]. The success of autonomous driving heavily
relies on the efficacy of onboard sensing techniques to per-
ceive the surrounding environment. Unlike cameras [2] and
LiDAR (Light Detection and Ranging) [3], radar systems
offer a cost-effective solution and demonstrate robustness
against harsh weather conditions such as wind, rain, and fog
[4]. Among radar systems, Chirp Sequence (CS) radar stands
out as a promising cornerstone due to its capability to simul-
taneously detect distances and relative velocities of multiple
targets [5]. To accurately distinguish pedestrians and motor-
cycles, a distance resolution of around 0.2 meters is required,
necessitating a frequency bandwidth of 3GHz [6]. Conse-
quently, it is anticipated that high-resolution radars operat-
ing in millimeter Wave (mmWave) frequency band will see
widespread adoption in the future. As a result, radar inter-
ference stemming from this dense deployment of numerous
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radars is expected to emerge as a significant concern [7].
Inter-radar interference [8] could be categorized into

two distinct types: narrowband (or coherent) interference
[9], which induces spurious peaks in the frequency spectrum,
resulting in false detections of non-existent targets (referred
to as ghost targets); and wideband (or non-coherent) inter-
ference [10], which elevates the noise level in the frequency
spectrum, leading to missed detections of targets. Wideband
interference is notably more prevalent compared to narrow-
band interference. This study concentrates on suppressing
wideband interference.

In recent years, extensive researches have been con-
ducted on wideband interference suppression techniques,
encompassing both algorithm-based and learning-based ap-
proaches. Algorithm-based methods typically utilize a
threshold in the time domain to identify interference samples,
whereas learning-based approaches reconstruct interference-
suppressed time samples without relying on predefined
thresholds. Among these techniques, the zero suppression
method [11] stands out as a straightforward yet widely em-
ployed approach, where a threshold is calculated to detect
interference and subsequently suppress interfered samples
by setting them to zero. Iterative interference suppression
approaches have been introduced to adaptively control the
interference detection threshold based on the characteris-
tics of the received beat signal [12]–[14]. However, it has
been observed that zero and iterative suppression approaches
may encounter challenges, particularly when the duration of
interference is prolonged. To address this limitation, an ad-
vanced envelope detection and sorting approach has been
proposed [15]. Additionally, beyond time-domain meth-
ods, spatial-domain detector designs have been proposed to
mitigate mutual interference among automotive radars [16].
Furthermore, research has delved into investigating adaptive
beamforming techniques, such as the Least Mean Squares
(LMS) algorithm-based approach [17], to effectively sup-
press interference.

Recently, learning-based techniques have emerged as
promising solutions, showing remarkable performance.
Specifically, [18] explored a Convolutional Neural Network
(CNN)-basedmethod tailored formitigating inter-radar inter-
ference. Similarly, [19] introduced an interferencemitigation
method for CS radars by employing signal reconstruction
grounded on autoregressive (AR) models. Additionally, in
[20], a Fully Convolutional Network (FCN) was put forward
to address interference and noise in the time-frequency spec-
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trum. Moreover, [21], [22] presented and assessed methods
utilizing Recurrent Neural Networks (RNNs) for automotive
radar signal interference mitigation.

In this paper, we delve into the investigation of three
algorithm-based approaches (i.e., zero suppression [11], it-
erative suppression [12]–[14], envelope suppression [15])
and one learning-based approach (i.e. RNN suppression
[21], [22]), evaluating their efficacy through both simula-
tions and practical experiments. It is reported that these
approaches have promising results by simulations with up
to 4 interfering radars in their respective papers. However,
there is still concerns regarding their performance in extra-
dense interference scenario and the generalization capacity
on real-world data. To this end, in this paper, initially, we
gauge their interference suppression capabilities in terms of
Signal to Interference plusNoise Ratio (SINR) and execution
time via simulations conducted in highly demanding envi-
ronments featuring up to 7 interfering radars. Subsequently,
we undertake comprehensive experiments utilizing multiple
77GHz Multiple-Input and Multiple-Output (MIMO) CS
radars to capture real-world data across various inter-radar
interference scenarios. The collected real data is then utilized
to validate the generalization capacity of these approaches,
considering metrics including SINR, missed detection rate,
and false detection rate.

2. Inter-Radar Wideband Interference

2.1 CS Radar

A sequence of chirp signals modulated by a sawtooth wave-
form are transmitted and reflected off the target. These sig-
nals are subsequently multiplied by a mixer and filtered
through a Low Pass Filter (LPF) to yield the beat sig-
nal, which is proportional to the delay between transmitted
and received signals. Following this, the signal undergoes
Analog-Digital Conversion (ADC), and Fast Fourier Trans-
form (FFT) is applied. Target detection is then performed in
the obtained frequency spectrum, typically employing peak
detection algorithms like the Constant False Alarm Rate
(CFAR) method. Utilizing the beat frequency at the de-
tected peak, the distance and relative velocity of the target
can be determined.

2.2 Inter-Radar Wideband Interference

In the presense of inter-radar interference, the time domain
received signal r(i) is expressed as the following equation,
which consists of the target echo signal e(i), the interfering
signal int(i) and the noise signal n(i).

r(i) = e(i) + int(i) + n(i) (1)

The echo signal e(i) from the target is expressed as follows.

e(i) = A cos
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where c is the speed of light, A, fc , ∆ f , T are the signal
amplitude, center frequency, bandwidth and chirp period, R,
v are the distance and relative velocity of the target, respec-
tively. The interfering signal int(i) could be expressed as
follows.
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where Aint , fint , ∆ fint , Tint are the interfering signal’s am-
pulitude, center frequency, bandwidth and chirp period, τ
and φ are the time delay and phase difference between the
transmitted and interfering chirps, respectively.

Inter-radar interference could be divided into two cate-
gories, i.e., narrowband interference and wideband interfer-
ence. Narrowband interference occurs when the transmitted
signal’s chirp rate (∆ fT ) is the same as the interfering signal’s
chirp rate (∆ fintTint

), and the time delay (φ) between the trans-
mitted and interfering chirps is very small. It will generate
a fake peak in the frequency spectrum, and thus lead to false
detection of the target. Narrowband interference suppression
methods [9] are out of the scope of this research.

Wideband interference occurs when ∆ f
T differs from

∆ fint
Tint

. As depicted in Fig. 1, we can notice that alongside
the beat frequency of the echo signal from the target, an
additional beat frequency originating from the interfering
radar is evident which is shown in red color. Consequently,
when the beat frequency of the interfering radar falls below
the passband of the LPF, an interfering beat signal emerges,
as indicated by the green circle in Fig. 1. These interfered

Fig. 1 Inter-radar wideband interference.
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samples could be detected by using a threshold in the time
domain, since the power of the interfering signal given in
Eq. (3) is generally much higher than that of the echo signal
of the target given in Eq. (2). This interference leads to an
elevated noise level across the frequency spectrum, thereby
increasing the missed detection rate of the target.

3. Wideband Interference Suppression Approaches

In this section, we briefly introduce four representative wide-
band interference suppression approaches, i.e., zero suppres-
sion, iterative suppression, envelope suppression and RNN
suppression approaches.

3.1 Zero Suppression Approach [11]

Zero suppression approach is a straightforward yet widely
utilized method for suppressing inter-radar interference.
This approach operates by employing a threshold in time
domain to identify interference samples and suppress them
to zero. More precisely, a threshold Rth is established by us-
ing the weighted average beat signal samples r(i) as follows.

Rth = k
1
N

N∑
i=1
|r(i)|, (4)

where N is the number of samples, k is a parameter to adjust
the threshold. In the interfered beat signal, samples with an
absolute value greater than the threshold, i.e., |r(i)| > Rth ,
are identified as interference, and their values are then set to
0. However, obviously this method encounters difficulty in
effectively handling different types of interference by using
the same threshold Rth .

3.2 Iterative Suppression Approach [12]–[14]

In iterative suppression approach, thresholds to detect and
suppress the interference are calculated iteratively. An ini-
tial threshold Rth is set similar as that in zero suppression
approach by using Eq. (4) and all the samples that exceed
this threshold are set to zero initially. Next, for the unsup-
pressed beat signal, a new threshold R′

th
is calculated again,

and the samples that exceed the new threshold are set to zero
similarly. This process repeats until the difference between
Rth and R′

th
satisfies a predetermined convergence criterion.

This approach is capable of adaptively setting the threshold
according to different interference power. However, it may
fail when the interference duration is considerable long, as
in such cases, the initial threshold may be higher than the
interference level and thus the interference samples may not
be detected at all. The flow chart of the iterative suppression
approach is illustrated in Fig. 2.

3.3 Envelope Suppression Approach [15]

The previously mentioned problem can be resolved by es-
tablishing a threshold with desired signal only. To this end,

Fig. 2 Iterative suppression approach.

Fig. 3 Envelope suppression approach.

envelope suppression approach uses envelope detection and
sorting to extract the desired signal from the interfered re-
ceived signal and calculate the threshold. Figure 3 illustrates
its process, which can be briefly summarized as follows. Ini-
tially, the envelope data E(i) is derived from the beat signal
r(i) consisting of N time samples. It employs a sliding win-
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dow with a width of 2W + 1 applied to the absolute values
|r(i)| (i = 1,2, . . . ,N) of the beat signal, calculating the max-
imum value within the window. Subsequently, the envelope
E(i) is sorted in ascending order, and an interference detec-
tion threshold Rth is established by using parameters k, Ra

and Rb (0 < Ra < Rb < 1).
Consequently, samples with |r(i)| > Rth are identified

as interference and are suppressed to zero. Lastly, the sup-
pression envelope ρ̂(i) is calculated for each sample i by using
a sliding window Wi , facilitating the elimination of residual
interference noise after zero suppression. Notice that the last
step in this approach is optional, which is marked as red in
Fig. 3. Compared with zero suppression and iterative sup-
pression approaches, the envelope suppression approach is
capable of detecting and suppressing the wideband interfer-
ence in severe conditions when the number of interference
is large or the interference duration is long.

3.4 RNN Suppression Approach [21], [22]

All the aforementioned algorithm-based interference sup-
pression approaches rely on an interference detection thresh-
old, which then is used to suppress the interfered samples
into zero. On the contrary, the RNN approach is threshold-
free, and tries to reconstruct the interfered samples instead
of setting them to zero. RNN is a neural networks class char-
acterized by cyclic connections between neurons, making it
ideal for processing and learning from sequential or time-
series data. In the RNN suppression approach, the input r(i)
is the beat signal with interference, and the label r̂(i) is the
beat signal without interference. The input and label could
be either generated in simulation or obtained in experiment
in pairs. Specifically, each pair of input and label has the
same target condition (e.g., the number of targets, target dis-
tance, target velocity, etc.) and radar signal parameters (e.g.
center frequency, chirp period, bandwidth, etc.). The goal
of the learning process is to minimize the loss function L,
which is defined as the Mean Squared Error (MSE) between
the output r ′(i) and label r̂(i). After the training process con-
verges, the RNN model’s output r ′(i) will be the beat signal
in which the interference has been suppressed.

4. Simulation Evaluation

In this section, we assess the effectiveness of conventional
zero suppression, iterative suppression, envelope suppres-
sion, and RNN suppression approaches through simulations
conducted in an extremely demanding scenario involving up
to 7 interfering radars. The radar parameters are randomly
generated from the ranges given by Table 1, which are simi-
lar to most of the related work that uses fast chirp CS radars
[7]–[15]. TheRNNmodel is trained using 50 scenarios, each
scenario consists of beat signal with 75 chirps, thus the total
training data is 3750. It is tested by another 20 scenarios that
have never been used in the training. The optimizer used is
Adam, and the loss function employed is MSE. The param-
eter configurations for these four approaches are outlined in

Table 1 Radar parameter settings.

Table 2 Parameter settings for different approaches.

Table 2, respectively. The parameter k in the zero suppres-
sion is a typical setting, by which the impulse-like interfer-
ence could be successively detected. The parameter settings
for iterative and envelope suppression approaches are based
on their respective papers [12], [15], which achieve the best
performance. Obviously, larger k results in better false de-
tection rate but worse miss detection rate, and vice versa.
The parameter settings for RNN suppression are based on
[22]. Notice that there is a tradeoff between the SINR per-
formance and inference time depending on the RNN model
size. The specific discussions on this tradeoff could be found
at [23].

Figures 4 and 5 depict the timewaveform and frequency
spectrum in a scenario featuring 1 interference radar. Specif-
ically, in Figs. 4(a)–(f), the waveforms are presented without
interference, with interference but without suppression, with
zero suppression, with iterative suppression, with envelope
suppression, and with RNN suppression, respectively. It can
be observed that while zero suppression fails to completely
identify interfered samples, both iterative suppression and
envelope suppression effectively detect and suppress inter-
fered samples to zero. In contrast, the RNN suppression ap-
proach yields a suppressed waveform closely resembling the
one without interference. Upon performing FFT, the corre-
sponding frequency spectrum are obtained and presented in
Figs. 5(a)–(f). It is evident that all four approaches success-
fully reduce the noise level while maintaining peak power.
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Fig. 4 Time waveform (1 interfering radar).

Fig. 5 Frequency spectrum (1 interfering radar).

To assess the achieved SINR, we average the results from
10 different scenarios with 1 interfering radar. As depicted
in Fig. 6, the RNN suppression exhibits marginally superior
performance compared to algorithm-based approaches on
average. Additionally, the envelope suppression approach
outperforms the iterative suppression approach slightly, es-

pecially in low SINR scenarios.
Figures 7(a)–(f) depict the frequency spectrum in a sce-

nario involving 7 interfering radars. From Fig. 7(b), it is evi-
dent that the target around 70m is entirely obscured by noise.
In this exceptionally challenging scenario, the conventional
zero suppressionmethod fails to diminish the noise level, and
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the peak cannot be reliably detected by the CFAR method.
Conversely, iterative suppression, envelope suppression, and
RNN suppression manage to reduce the noise level to some
degree, however, none of them can consistently maintain
peak power. As illustrated in Fig. 8, it becomes apparent that
the RNN suppression approach outperforms the algorithm-
based methods, demonstrating the smallest deviation from
the results obtained without interference. The performance
enhancement of RNN approach comes with the trade-off of
requiring a pre-training process with the clean beat signal,
unlike algorithm-based approaches which do not necessitate
it. Furthermore, the iterative suppression method outper-
forms the envelope suppression approach in scenarios with
high SINR, but exhibits inferior performance in scenarios
with low SINR.

Finally, we evaluate the execution time of one chirp for
these inter-radar interference suppression approaches. The

Fig. 6 SINR in scenario with 1 interfering radar (simulation data).

Fig. 7 Frequency spectrum (7 interfering radars).

CPU we utilized is an intel Core i9-12900H, and the GPU
is an Nvidia RTX A5500 Laptop. The evaluation results
are summarized in Table 3. It is obvious that compared
with algorithm-based approaches, the RNN suppression ap-
proaches has much longer inference time. Noted that the pre-
learning is required for RNN suppression approach, which
lasts 14.51 hours for a training dataset with 50 scenarios.

Fig. 8 SINR in scenario with 7 interfering radars (simulation data).

Table 3 Execution time comparison.
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Reducing the inference time of RNN approach will be one
of our future work.

In conclusion, based on our extensive simulation re-
sults, we find that iterative suppression, envelope suppres-
sion, and RNN suppression approaches are all effective in
suppressing inter-radar interference in highly challenging
scenarios involving up to 7 interfering radars.

5. Inter-Radar Interference Experiment and Evalua-
tion

5.1 Experimental Scenario and Settings

To verify the real-world efficacy of these inter-radar interfer-
ence suppression approaches, we conducted extensive inter-
radar experiments utilizing 77GHz MIMO CS radars. As
depicted in Fig. 9(a), these experiments were carried out at
a stadium in Nanzan University, Japan. The experimental
setup is illustrated in Fig. 9(b). The number of targets was
1 and 2, and the distance of them were ranging from 5m
to 20m. While the number of interfering radars was 1 to
4, and their distances were ranging from 4m to 5m. 2 × 4
MIMO CS radars equipped with 2 transmitting antennas
and 4 receiving antennas were utilized. The chirp rates and
sweep bandwidth were set at 25 µs, 50 µs and 1GHz, 2GHz,
respectively. A trigger pulse generator was employed to
ensure wideband interference occurrence by controlling the
timing of transmitting signals. Each radar was connected to
a notebook via a PoE interface, facilitating the observation,
recording, and processing of measurement data. Noted that

Fig. 9 Inter-radar interference experiment.

the input data and labels are recorded in pairs during the ex-
periment, corresponding to scenarios with and without radar
interference.

We utilize the collected real inter-radar interference data
to assess the generalization capacity of the zero suppression,
iterative suppression, envelope suppression, and RNN sup-
pression approaches on real data. Regarding the RNN sup-
pression approach, we develop three distinct models: one
trained using simulation data, another trained using experi-
mental data, and a third model pre-trained using simulation
data and subsequently fine-tuned using experimental data.
The models trained on both simulation and experimental
data have a training dataset size of 1600 samples (50 sce-
narios with 32 chirps each). The fine-tuning model is first
trained using simulation data from 50 scenarios, and then
further refined using experimental data from 10 scenarios.
All the approaches are tested by 10 scenarios, which are
never used in the training.

5.2 Evaluation Results

Figure 10 depicts the time waveforms of a scenario involv-
ing 4 interfering radars, with the target positioned at 10m.
Specifically, Figs. 10(a)–(f) illustrate the time waveforms
without interference, with interference but without suppres-
sion, with zero suppression, with iterative suppression, with
envelope suppression, with RNN suppression using the sim-
ulation model, with RNN suppression using the experimen-
tal model, and with RNN suppression by fine-tuning, re-
spectively. It is observed that all three algorithm-based ap-
proaches fail to perfectly identify the interfered samples,
likely due to the establishment of a threshold that is too large
owing to the prolonged duration of interference. Similarly,
the RNN suppression using the simulation model is unable
to completely suppress the interference, while the RNN sup-
pression by fine-tuning tends to degrade the desired signal.
Among these methods, the RNN suppression using the ex-
perimental model demonstrates the best performance, gen-
erating an interference-suppressed beat signal that closely
resembles the signal without interference.

Figures 11(a)–(f) display the corresponding frequency
spectrum. It is evident that the interference is effectively
suppressed, leading to an improvement in SINR when em-
ploying RNN suppression with the experimental model. The
peak power remains at −60 dBm, with the noise level around
the peak reduced to approximately −85 dBm. In contrast,
the other approaches exhibit limited efficacy, with no sig-
nificant improvement in SINR observed. Notably, the RNN
suppression by fine-tuning performs poorly in this scenario,
as the peak at 10m can hardly be detected due to the damage
of the desired signal.

We then assess the Cumulative Distribution Function
(CDF) of the SINR for all approaches across scenarios in-
volving interfering radars ranging from 1 to 4. To calculate
SINR, we first detect a reference peak p̂ in the frequency
spectrum without interference. Subsequently, in the fre-
quency spectrum with interference under the same condi-
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Fig. 10 Time waveform of the experimental data (4 interfering radars).

Fig. 11 Frequency spectrum of the experimental data (4 interfering radars).

tions, we identify a peak p around the reference peak. Next,
we regard 80 samples around the peak p as the noise level
and use the power of p and noise level to calculate the SINR.
This calculation is repeated for all chirps, allowing us to
compute the average achieved SINR. As depicted in Fig. 12,
the RNN suppression approaches outperform the algorithm-
based approaches on average. Specifically, the RNN model
trained using experimental data exhibits the highest perfor-
mance, maintaining a minimal gap between the results ob-
tained without interference. Conversely, the model trained
using simulation data demonstrates relatively lower perfor-
mance. Notably, the conventional zero suppression approach
even exhibits worse performance on average than the results
obtained without suppression during this evaluation using
real-world data.

Finally, we evaluate the missed detection rates and false
detection rates for all approaches across scenarios involving

Fig. 12 SINR for scenarios with 1–4 interfering radars (experimental
data).
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Fig. 13 Missed detection rate (experimental data).

interfering radars ranging from 1 to 4. The peak detection
relies on CFAR method, and its procedure is outlined as fol-
lows. For each sample i in the beat signal, an (e) Envelope (f)
RNN (simulation) (g) RNN (experimental) (h) RNN (tuning)
average noise level n(i) is calculated with a sliding window
of size 24. An interference detection threshold for sample
i is then determined by adding a parameter T h to n(i). If
sample i exceeds this threshold and is within a small range
of the reference peak p̂ (i.e., 3 samples before and after), the
target is considered correctly detected. Consequently, the
missed detection rate is derived by (1− NT /N), where NT is
the number of chirps with correctly detected peaks, and N
is the total number of chirps. On the other hand, if at least
one sample exceeds the threshold and lies outside the small
range of reference peak p̂, it is deemed a false detection. The
evaluation results for missed detection rates and false de-
tection rates are shown in Figs. 13 and 14, respectively. As
the threshold parameterT h increases, the false detection rate
decreases while the missed detection rate increases. Hence,
it can be inferred that there exists a trade-off relationship
between them, and an optimal T h exists to minimize their
sum. Moreover, across all cases, the RNN suppression ap-
proaches, particularly the models utilizing experimental data
and fine-tuning, demonstrate superior performance.

6. Conclusion

This paper introduces three algorithm-based and one
learning-based approaches for inter-radar wideband inter-
ference suppression, evaluating their performance in both
simulated and real-world settings. Through extensive simu-
lation, we showed that in a highly challenging scenario with
7 interfering radars, iterative suppression, envelope suppres-
sion, andRNNsuppressionmanaged to reduce the noise level
to some extent. However, none of them could consistently
maintain peak power. On average, the RNN suppression ap-
proach performed the best, showing the smallest deviation
from results obtained without interference.

Moreover, we carried out comprehensive inter-radar in-
terference experiments using 77GHz MIMO CS radars to

Fig. 14 False detection rate (experimental data).

gather real-world data. Performance evaluations, including
comparisons in terms of SINR, missed detection rate, and
false detection rate, were conducted for all approaches uti-
lizing this real-world data. Moving forward, our focus will
be on evaluating the trade-off between achieved SINR and
inference time, as well as enhancing model accuracy by op-
timizing the architecture and hyperparameters.
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