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Abstract—A smart grid (SG) is an advanced electrical4
grid that enhances the efficiency and reliability of tra-5
ditional power grids. Reconfigurable intelligent surfaces6
(RISs) have been recently proposed to enhance commu-7
nication performance in the SG. However, the communi-8
cation links between different SG components could suf-9
fer from eavesdropping and unauthorized access, which10
makes physical layer security (PLS) a promising solution11
for addressing these concerns. In this article, we focus12
on exploring the effect of applying RIS on enhancing the13
PLS performance of SG communications. Specifically, we14
consider an RIS with reflecting elements besides a smart15
meter, a neighborhood gateway (NG), and an eavesdropper16
to develop a smart environment in the SG to improve PLS17
performance in terms of secrecy outage probability (SOP)18
and average secrecy capacity (ASC). For this purpose, we19
first derive a probability density function and a cumulative20
distribution function for the signal-to-noise ratio (SNR) at21
both the NG and the eavesdropper. Then, we derive closed-22
form expressions of SOP and ASC to evaluate the impact of23
various system parameters on the secrecy performance of24
RIS-aided SG communications. Furthermore, considering25
the significance of system behavior under high-SNR con-26
ditions, we conduct an asymptotic analysis of the SOP and27
ASC. Finally, we apply the Monte Carlo simulation to vali-28
date the analytical results. Our results indicate that using29
the RIS can significantly enhance the secrecy performance30
of SG communications compared to the conventional SG31
scenarios without the RIS.32

Index Terms—Average secrecy capacity (ASC), physi-33
cal layer security (PLS), reconfigurable intelligent surfaces34
(RISs), secrecy outage probability (SOP), smart grid (SG).35

I. INTRODUCTION36

A SMART grid (SG) is an advanced electrical grid sys-37

tem that uses modern information and communication38

technology (ICT) to enable two-way information flow besides39

two-way power flow to improve the efficiency, reliability, and40

sustainability of the traditional power grid [1]. By employing41
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ICT, the SG can significantly contribute to the current power 42

grid by introducing numerous improvements such as advanced 43

monitoring and control, sound integration of renewable energy 44

resources, enhanced reliability and resiliency, increased flexibil- 45

ity, better energy distribution and customization, and decreasing 46

greenhouse gases emission [2]. 47

However, new security and privacy risks arise in the SG due 48

to the usage of ICT [3], [4]. For example, an eavesdropper can 49

gain access to sensitive information about a costumer’s energy 50

consumption habit, which may lead to privacy violation or en- 51

able malicious activities. Therefore, establishing secure links is 52

critical for ensuring the confidentiality, integrity, and availability 53

of sensitive data in SG communications. Using physical layer 54

security (PLS) techniques, which leverage the physical prop- 55

erties of a communication channel to provide secure links [5], 56

[6], [7], offers certain advantages over traditional cryptographic 57

approaches in certain SG scenarios, such as reduced computa- 58

tional burden, lower latency, and increased security features [8], 59

[9], [10]. Analyzing the PLS performance is crucial to ensure 60

robust and effective secure communication in wireless networks. 61

In this context, two essential metrics, namely, secrecy outage 62

probability (SOP) and average secrecy capacity (ASC), play 63

pivotal roles [11], [12]. SOP quantifies the likelihood that secure 64

communication is compromised due to unfavorable channel 65

conditions, providing insights into the system’s vulnerability 66

against eavesdropping attacks. ASC measures the average rate 67

at which confidential information can be securely transmitted, 68

considering both achievable data rate and security against eaves- 69

droppers [13], [14]. 70

A. Related Works 71

Several research efforts have focused on investigating the 72

PLS performance of SG communications in recent years. 73

Camponogara et al. [15] explored the benefits of hybrid power 74

line communication (PLC)/wireless channels for improving PLS 75

in low-bit-rate applications. They derived mathematical formu- 76

lations for ASC and SOP, revealing the advantages of hybrid 77

PLC/wireless models in enhancing PLS when eavesdroppers 78

utilize a single data communication interface. Salem et al. [16] 79

delved into the PLS of cooperative relaying PLC systems with 80

artificial noise. They derived expressions for ASC, highlighting 81

the potential of cooperative relaying to significantly enhance 82

the security of PLC systems. Building on this, Salem et al. [17] 83

extended their study to consider PLS in correlated log-normal 84

cooperative PLC networks. Their work analyzed the impact of 85
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background and impulsive noise components, providing math-86

ematical insights into ASC and SOP under various network87

scenarios.88

Odeyemi et al. [18] introduced a dynamic wide area network89

(WAN) for SGs featuring a friendly jammer to enhance network90

secrecy. They derived closed-form expressions for connection91

SOP and ASC, showcasing the network’s enhanced security92

performance. Atallah et al. [19] investigated PLS performance93

in wireless sensor networks within SG environments. They con-94

sidered the impact of destination-assisted jamming on secrecy95

performance metrics and derived analytical expressions for SOP,96

revealing the potential for significant improvement in security97

using jamming techniques. El-Shafie et al. [20] studied the influ-98

ence of wireless network’s PLS and reliability on demand-side99

management in SGs. Their work explored the tradeoff between100

security and reliability, proposing artificial-noise-aided schemes101

and encoding strategies to enhance security and reliability in102

SG. Mohan et al. [21] examined PLS in low-frequency PLC103

systems, focusing on ASC and SOP. They considered both the104

independent and correlated log-normal channel distributions,105

incorporating the impact of impulsive noise and various network106

parameters.107

In conventional SG communications, achieving robust PLS108

performance has been challenging due to several factors such109

as presence of interference, channel impairments, and unpre-110

dictable wireless conditions due to the dynamic and hetero-111

geneous nature of the SG environment. On the other hand,112

the reconfigurable intelligent surface (RIS) [22], [23], [24] of-113

fers a promising avenue to enhance the PLS performance in114

wireless communication systems. The RIS takes the advantage115

of metamaterials to control the reflection and scattering of116

electromagnetic waves in a controlled manner to enhance the117

overall communication performance [25]. The controlled ma-118

nipulation of signal paths through the RIS enables the creation119

of favorable transmission conditions for the intended receiver120

while introducing signal degradation for potential eavesdrop-121

pers. This dynamic alteration of the wireless channel charac-122

teristics contributes to enhanced security levels [26], [27], [28],123

[29], [30]. Furthermore, the RIS can be optimized to minimize124

signal leakage to unintended directions, effectively confining the125

transmission to the intended recipient [31], [32], [33]. Through126

these mechanisms, the RIS can play a pivotal role in bolstering127

PLS, making unauthorized interception more challenging and,128

thus, enhancing the overall security of wireless communication129

systems. Quite recently, the RIS has been utilized to enhance130

the communication performance in SG [34]. The authors in [35],131

[36], [37], and [38] used the RIS in the SG WAN communication132

system to enhance the signal-to-noise ratio (SNR) at the receiver.133

To that end, they derived closed-form expressions for average bit134

error rate and outage probability, showing that by improving the135

quality and reliability of the wireless communication links in SG,136

the RIS can help reducing the risk of communication failures,137

improve the accuracy of data collection, and enhance the overall138

performance of SG systems. Table I shows the distinctions139

between prior research and our work, emphasizing the unique140

aspects of our analysis in this article.141

TABLE I
COMPARISON OF RELATED WORKS IN SECRECY PERFORMANCE ANALYSIS

OF SG COMMUNICATIONS

B. Motivations and Contributions 142

Within the framework of typical SG scenarios, attaining ef- 143

fective secrecy performance presents a formidable challenge, 144

attributed to limited received signal strength, confined power 145

resources inherent to smart meters (SMs), the pervasive influ- 146

ence of interference sources, the obstruction posed by physical 147

barriers, and an array of other intricate considerations. Although 148

the potential of RIS to enhance communication performance 149

in SG is intriguing [34], [35], [36], [37], [38], there has been 150

limited exploration on whether the RIS can also improve the 151

PLS performance of SG communication systems. Evaluating 152

secrecy performance metrics in PLS analysis allows us to assess 153

the system’s ability to maintain secure communication, helping 154

to design resilient wireless networks that safeguard sensitive 155

information in SG. As a primary step in this regard, deriving 156

closed-form expressions of important secrecy metrics can pro- 157

vide a quantitative analysis on the impact of various system 158

parameters on PLS performance in RIS-aided SG communica- 159

tions. To that end, our analysis concentrates on evaluating the 160

SOP and ASC as vital PLS metrics to gain a comprehensive 161

understanding of the confidentiality and secrecy aspects of the 162

proposed system model. Specifically, our analysis pertains to the 163

communication between an SM and a neighborhood gateway 164

(NG) in the presence of a passive eavesdropper. To the best of 165

our knowledge, this is the first article that studies the PLS perfor- 166

mance of the RIS-aided SG communication system. Therefore, 167

the main contributions of this article can be summarized as 168

follows. 169

1) We analyze the secrecy performance of the RIS-aided 170

SG communication by taking into account the impact of 171

various system parameters, e.g., the number of reflecting 172

elements in the RIS and the (limited) transmission power 173

in the SM. 174

2) To that end, we first derive closed-form expressions of the 175

probability density function (PDF) and the cumulative 176

distribution function (CDF) of the received SNR at the 177

NG and an eavesdropper in the considered system model 178

by assuming a perfect channel state information (CSI) 179

of the NG and an imperfect CSI of the eavesdropper at 180

the RIS. Then, we introduce accurate compact analytical 181
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Fig. 1. System model of RIS-aided SG NAN communications.

expressions of SOP and ASC by using the derived PDFs182

and CDFs.183

3) To examine the behavior of the RIS-aided SG com-184

munication system in conditions of high SNR and to185

understand the core patterns and potential of SG com-186

munication systems in optimal settings, we conduct an187

asymptotic analysis of the derived SOP and ASC using188

the residue method, as described in [44].189

4) We validate the analytical results by leveraging the ad-190

vantage of Monte Carlo simulation in different system191

settings. Our results confirm the accuracy of the proposed192

closed-form expressions and show that the RIS-aided SG193

can achieve better secrecy performance than the conven-194

tional SG scenario without the RIS.195

C. Organization and Notations196

The rest of this article is organized as follows. Section II197

presents the system and channel model of RIS-aided SG com-198

munication. Section III demonstrates the SNR distribution at an199

NG and an eavesdropper. The closed-form expressions of SOP200

and ASC are obtained in Section IV. Section V presents the201

asymptotic analysis of the secrecy metrics. The simulation re-202

sults are discussed in Section VI. Finally, Section VII concludes203

this article.204

Notations: Γ(.) indicates the complete Gamma function [48,205

eq. (8.31)], Γ(., .) shows the upper Incomplete Gamma func-206

tion [48, eq. (8.35)], B(., .) indicates the Beta function [48,207

eq. (8.38)], Gm,n
p,q (.) indicates the Meijer G-function [46, eq.208

(8.2.1.1)], Hm,n:m1,n1;... ;mr,nr
p,q:p1,q1;... ;pr,qr

(.) indicates the bivariate Fox209

H-function [47], i =
√
−1, and �XT indicates the transpose210

of �X .211

II. SYSTEM AND CHANNEL MODEL212

Fig. 1 shows the proposed system model for an RIS-aided213

SG neighborhood area network (NAN) communications, where214

an SM, usually as a resource-constrained device, is typically215

installed at a customer’s premise to measure and record the216

customer’s energy usage patterns and send it to a corresponding217

NG by employing an RIS with M reflecting elements. The218

NG serves as a central hub for NAN communications, which219

collects data from SMs and then transmits the data to a util- 220

ity company for further analysis and control. We assume that 221

there is also a passive eavesdropper named Eve that tries to 222

analyze the transmitted packets in NAN over both a direct link 223

from the SM (SM-to-NG) and reflected links from the RIS 224

(SM-to-RIS-to-NG). Without loss of generality, we assume that 225

the SM knows the CSI of the NG, so the RIS is able to effectively 226

adjust the phase-shifting coefficients of its reflecting elements 227

for maximizing the received SNR at the NG [42]. We also assume 228

that SM, NG, and Eve are equipped with single antenna for 229

simplicity. Therefore, the received signal at NG and Eve can be 230

respectively expressed as 231

yN =
√

PsS(t)
(
hSN + �HSR

�Θ �HT
RN

)
+ nN (1)

yE =
√

PsS(t)
(
hSE + �HSR

�Θ �HT
RE

)
+ nE (2)

where Ps represents the transmit power of the SM, S(t) is the 232

information signal of the SM with a unit power, and nN and 233

nE represent the additive white Gaussian noise (AWGN) at NG 234

and Eve with zero mean and variances σ2
N and σ2

E , respectively. 235

�Θ is the adjustable phase matrix induced by the reflection 236

of RIS, which is defined as �Θ = diag([ejθ1 , ejθ2 , . . . , ejθM ]). 237

The terms hSN and hSE denote the channel coefficients 238

between SM and NG and between SM and Eve, respectively. 239

Besides, �HSR contains the channel coefficients from the 240

SM to M reflecting elements of the RIS, �HRN includes 241

the channel coefficients from RIS’s M elements to the NG, 242

and �HRE consists of the channel coefficients from each 243

element of RIS to Eve. The above channel vectors are given 244

as �HSR = d−χ
SR.[hSR1e

−jα1 , hSR2e
−jα2 , . . . , hSRM

e−jαM ], 245

�HRN = d−χ
RN .[hRN1e

−jβ1 , hRN2e
−jβ2 , . . . , hRNM

e−jβM ], and 246

�HRE = d−χ
RE .[hRE1e

−jη1 , hRE2e
−jη2 , . . . , hREM

e−jηM ] where 247

dSR denotes the distance between the SM and the RIS, dRN 248

is the distance between the RIS and NG, and dRE defines the 249

distance between the RIS and Eve. The term χ indicates the 250

path-loss exponent. Furthermore, the terms hSRm
, hRNm

, and 251

hREm
, where m ∈ {1, 2, . . . ,M}, are the amplitudes of the 252

corresponding channel coefficients, and e−jαm , e−jβm , and 253

e−jηm denote the phase of the respective links. We model all the 254

channel fading coefficients as independent Rayleigh distributed, 255

i.e., the channel power gains are exponentially distributed. 256

III. SNR DISTRIBUTION 257

In this section, an analysis is conducted on the SNR at both 258

NG and Eve. The closed-form expressions of PDF and CDF are 259

then obtained based on the received SNR. 260

A. Main Link 261

According to (1), the instantaneous SNR at the NG can be 262

given as 263

γN =

∣∣∣√Ps(hSN + �HSR
�Θ �HRN )

∣∣∣2
nN

=
Ps

dχSNσ2
N

|hSN |2
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+
Ps

dχSRd
χ
RNσ2

N

∣∣∣∣∣
M∑

m=1

hSRm
hRNm

ej(θm−αm−βm)

∣∣∣∣∣
2

(a)
= γ̄N1 |hSN |2 + γ̄N2

∣∣∣∣∣
M∑

m=1

hSRm
hRNm

∣∣∣∣∣
2

(3)

where (a) is derived by assuming the perfect knowledge of the264

CSI at the RIS that leads to the ideal phase adjusting for maxi-265

mizing the SNR at the NG. Besides, γ̄N1 and γ̄N2 are the average266

SNR at the NG due to the direct link and the RIS-aided links,267

respectively. According to (3), we can express γN = γN1 + γN2268

Since γN1 follows Rayleigh distribution, the PDF of γN1 can be269

given as270

fγN1
(γN1) =

e
−

γN1
aN

γ̄N1aN
(4)

where aN represents the mean value of γN1 . According to [39],271

fγN2
(γN2) is obtained as272

fγN2
(γN2) =

γN2

cN
2 −1 e

−
√

γN2
dN

2γ̄N2Γ(cN )dcNN
(5)

where cN = Mπ2

16−π2 and dN =

√
γ̄N2(16−π2)

4π . By having the PDF273

of both the terms of γN in (4) and (5), we can then use the274

moment-generating function (MGF) of γN1 and γN2 to obtain275

the PDF and the CDF of γk as276

fγN
(γN ) = L−1

{
MγN1

(s) MγN2
(s)
}

(6)

FγN
(γN ) = L−1

{
1
s
MγN1

(s) MγN2
(s)

}
(7)

where L−1 shows the Laplace inverse and MγN1
(t) =277

MγN1
(−s) and MγN2

(t) = MγN2
(−s) show the MGF of γN1278

and γN2 , respectively.279

Theorem 1: Assuming that all the channels follow Rayleigh280

distribution, the PDF and the CDF of γN are given by (8) and281

(9) shown at the bottom of this page, respectively, where282

FN =
(dNaN−2

2aN
)−

cN
2

2γ̄N1 γ̄N2Γ(cN )dN
cNaN

and FN = 1
2γ̄N1 γ̄N2Γ(cN )dN

cN283

fγN
(γN )=FNe

− γk
aN

(
Γ
(cN

2

)
−G2,0

1,2

(
(dNaN−2)γN

2aN

∣∣∣ 1
0, cN

2

))
.

(8)
284

Proof: The detailed proof for this theorem is presented in285

Appendix A. �286

B. Eavesdropping Link 287

Similarly, according to (2), the instantaneous SNR at Eve can 288

be obtained as 289

γE =

∣∣∣√Ps(hSE + �HSR
�Θ �HRE)

∣∣∣2
nE

=
Ps

dχSEσ
2
E

|hSE |2

+
Ps

dχSRd
χ
REσ

2
E

∣∣∣∣∣
M∑

m=1

hSRm
hREm

ej(θm−αm−ηm)

∣∣∣∣∣
2

= γ̄E1 |hSE |2 + γ̄E2

∣∣∣∣∣
M∑

m=1

hSRm
hREm

ej(θm−αm−ηm)

∣∣∣∣∣
2

(10)

where γ̄E1 and γ̄E2 denote the average SNR at Eve regarding 290

the direct and RIS-aided links, respectively. When RIS element 291

phase shifts are optimally tailored according to the conditions 292

of the legitimate link, the resultant phase distributions for each 293

of the links to Eve ( �HSR
�Θ �HT

RE) exhibit a uniform distribu- 294

tion [40]. If phase-shift errors uniformly span the range [−π, 295

π), implying a complete absence of knowledge about CSI of 296

Eve at the RIS and, consequently, a complete lack of knowl- 297

edge about optimally adjusting the RIS phases according to 298

the Eve’s CSI, the channel coefficient adheres to a circularly 299

symmetric complex normal distribution [41]. This resemblance 300

results in the equivalent channel displaying characteristics akin 301

to Rayleigh fading, as has been discussed in [42] and [43]. 302

Therefore, fγE
(γE) can be represented as 303

fγE
(γE) =

1
aE

e
− γE

aE (11)

where aE = Mγ̄E2 + γ̄E1 . Therefore, FγE
(γE) is obtained as 304

FγE
(γE) = 1 − e

− γE
aE . (12)

IV. SECRECY PERFORMANCE ANALYSIS 305

In this section, we analyze the secrecy performance of RIS- 306

aided SG communication by deriving closed-form expressions 307

of SOP and ASC. First, we define the secrecy capacity (SC), 308

the maximum rate at which information can be transmitted over 309

the SG communication links between the SM and the NG while 310

keeping the information confidential from the Eve, as 311

SC(γN , γE) = [CN − CE ]
+ (13)

where CN = log(1 + γN ) and CE = log(1 + γE) show the 312

wireless channel capacity between SM and NG, and SM and Eve, 313

respectively, and [X]+ = Max{X, 0}. Note that log(.) stands for 314

logarithm in base 2. 315

FγN
(γN ) = FN

((
dN
2

)− cN
2
(
Γ
(cN

2

)
−G2,0

1,2

(
dNγN

2

∣∣∣ 1
0, cN

2

))

−
(
dNaN − 2

2aN

)− cN
2

e
− γN

aN

(
Γ
(cN

2

)
−G2,0

1,2

(
(dNaN−2)γN

2aN

∣∣∣ 1
0, cN

2

)))
. (9)
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A. Secrecy Outage Probability316

Here, we present the analytical expression of SOP for RIS-317

aided SG NAN communication. As an information-theoretical318

metric to evaluate the PLS performance, SOP is defined as the319

probability that SC is less than a certain positive secrecy rate320

threshold, say RS , as321

PSOP = Pr(SC ≤ RS). (14)

By applying (13) in SOP definition, a mathematical expression322

for SOP can be derived as follows:323

PSOP=Pr

(
log

(
1+γN
1+γE

)
≤RS

)
=

∫ ∞

0
FγN

(γt)fγE
(γE)dγE

(15)

where γt = (1 + γE)e
RS − 1 = γEe

RS + eRS − 1 = γERt +324

R ′
t is the SNR threshold.325

Theorem 2: The SOP for the RIS-aided SG communication326

system under Rayleigh fading channels can be expressed by (16)327

shown at the bottom of this page.328

Proof: The detailed proof for this theorem is presented in329

Appendix B. �330

B. Average Secrecy Capacity331

The analytical expression of the ASC is presented in this332

section for RIS-aided SG NAN communications. ASC is the333

expected value of the SC over all the possible channel condi-334

tions and is a key metric in evaluating the PLS performance.335

According to (13), since SC for a complex AWGN wiretap336

channel is defined as the difference between the main and337

Eve channels when the Eve channel is noisier than the main338

channel, a mathematical expression for ASC can be derived as 339

follows: 340

ASC
Δ
=

∫ ∞

0

∫ ∞

0
SC(γN , γE)fγN

(γN )fγE
(γE)dγE

dγE
.

(17)

Theorem 3: The ASC for the RIS-aided SG communication 341

system under Rayleigh fading channels can be expressed as 342

C̄s =
1

ln 2

(
C̄1

s + C̄2
s − C̄3

s

)
(18)

where C̄1
s , C̄2

s , and C̄3
s are shown in (19)–(21), respectively 343

C̄3
s = G1,3

3,2

(
aE

∣∣∣0, 1, 1
1, 0

)
. (21)

Proof: The detailed proof is presented in Appendix C. � 344

Remark 1: The SOP and the ASC of the considered RIS-aided 345

SG communication system can be accurately obtained according 346

to Theorems 2 and 3, respectively. It becomes evident that cN 347

acts as a parameter of Fox H-function and as a variable of 348

complete Gamma function in (16), (19), and (20) shown at the 349

bottom of this page; thereby, both SOP and ASC are notably 350

affected by the number of RIS elements, M , since cN = Mπ2

16−π2 . 351

Consequently, as the number of RIS elements M increases, 352

we can expect improved performance in both SOP and ASC. 353

Furthermore, an analysis of aE in SOP and ASC analytical 354

expressions reveals that increasing aE results in a greater like- 355

lihood of experiencing an outage and a decreased ASC. This 356

observation is attributed to the fact that aE = Mγ̄E2 + γ̄E1 is a 357

function of average SNRs at Eve. Therefore, a largeraE indicates 358

a more favorable channel condition for the eavesdropper. On the 359

PSOP = FN

(
2
dN

) cN
2

(
Γ
(cN

2

)
+ e

R′
t

aERt H0,1:2,0;0,1
1,0:1,2;1,1

(
aEdNRt

2
aERt

R′
t

∣∣∣∣∣ (0; 1, 1) : (1, 1); (1, 1)
− : (0, 1), ( cN2 , 1); (0, 1)

))

−FN

(
2aN

dNaN − 2

) cN
2

⎛
⎝2Γ

(
cN
2

)
e

−aNR′
t

2

2 + aEaNRt
+

2e
R′

t
aERt

2 + aEaNRt
H0,1:2,0;0,1

1,0:1,2;1,1

(
aERt(dNaN−2)
aN (2+aEaNRt)

2aERt

R′
t(2+aEaNRt)

∣∣∣∣∣ (0; 1, 1) : (1, 1); (1, 1)
− : (0, 1), ( cN2 , 1); (0, 1)

)⎞⎠ .

(16)

C̄1
s = aNFN

(
Γ
(cN

2

)
G1,3

3,2

(
aN

∣∣∣0, 1, 1
1, 0

)
−H0,1:1,2;2,0

1,0:2,2;1,2

(
aN

dNaN−2
2

∣∣∣∣∣ (0; 1, 1) : (1, 1), (1, 1); (1, 1)
− : (1, 1), (0, 1); (0, 1), ( cN2 , 1)

)

− aE
aE + aN

(
Γ
(cN

2

)
G1,3

3,2

(
aEaN

aE+aN

∣∣∣0, 1, 1
1, 0

)
−H0,1:1,2;2,0

1,0:2,2;1,2

(
aEaN

aE+aN
aE(dNaN−2)

2(aE+aN )

∣∣∣∣∣ (0; 1, 1) : (1, 1), (1, 1); (1, 1)
− : (1, 1), (0, 1); (0, 1), ( cN2 , 1)

)))
. (19)

C̄2
s = FN

((
2
dN

) cN
2

(
Γ
(cN

2

)
G1,3

3,2

(
aE

∣∣∣0, 1, 1
1, 0

)
−H0,1:1,2;2,0

1,0:2,2;1,2

(
aE

dNaE

2

∣∣∣∣∣ (0; 1, 1) : (1, 1), (1, 1); (1, 1)
− : (1, 1), (0, 1); (0, 1), ( cN2 , 1)

))

− 2aN
aE + 2aN

(
2aN

dNaN − 2

) cN
2
(
Γ
(cN

2

)
G1,3

3,2

(
aEaN

aE+aN

∣∣∣0, 1, 1
1, 0

)

−H0,1:1,2;2,0
1,0:2,2;1,2

(
aEaN

aE+aN
aE(dNaN−2)

2(aE+aN )

∣∣∣∣∣ (0; 1, 1) : (1, 1), (1, 1); (1, 1)
− : (1, 1), (0, 1); (0, 1), ( cN2 , 1)

)))
. (20)
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other hand, the role of parameters related to the average SNRs360

at the NG in SOP and ASC analytical expressions shows that361

the better channel condition at the NG can lead to performance362

improvements in both SOP and ASC. It is important to note363

that the average SNRs at both Eve and NG are influenced by364

various factors, including the SM’s transmission power, the noise365

power at NG and Eve, and the distance of NG and Eve from366

the SM and the RIS. Consequently, adjusting these parameters367

directly impacts the SOP and ASC performance. In addition, it368

is worth noting that within the analytical expression for SOP,369

we can observe that the SOP performance is contingent on370

the threshold SNR (denoted by Rt and R′
t) as a function of371

secrecy rate RS . Overall, as the numerical results show later,372

our analysis demonstrates the intricate relationships between373

various system parameters and the performance of SOP and ASC374

in the RIS-aided SG communication system. Furthermore, our375

study highlights the pivotal role of RIS in shaping the overall376

system performance.377

V. ASYMPTOTIC ANALYSIS378

In this section, given the importance of the secrecy metric per-379

formance in the high-SNR regime, we evaluate the asymptotic380

behavior of both SOP and ASC in RIS-aided SG communication381

by exploiting the residue approach [44].382

A. Asymptotic SOP383

Because the exact analytical expression of the SOP in the384

second and fourth terms of (16) is given in relation to the bi-385

variate Fox H-function, we are able to deduce derive the asymp-386

totic behavior of SOP as the SNR becomes significantly high387

(specifically, when γ̄N → ∞). This can be achieved through388

the utilization of the expansion of the bivariate Fox H-function.389

To accomplish this, it is needed to assess the residues of the390

corresponding integrands at the nearest poles to the contour.391

These poles are identified as the minimum pole on the right392

for cases with large arguments of the Fox H-function and the393

maximum pole on the left for cases with small arguments. In 394

light of this, the asymptotic SOP can be defined according to the 395

subsequent proposition. 396

Proposition 1: The asymptotic SOP (i.e., γ̄N → ∞) for the 397

considered RIS-aided SG communication system is given by 398

(22). 399

Proof: The proof is elaborated in Appendix D. � 400

B. Asymptotic ASC 401

Since the exact analytical expression of ASC in second and 402

fourth terms of (19) and (20) is in terms of the bivariate Fox 403

H-function, we can derive the asymptotic behavior of the ASC 404

at the high-SNR regime (i.e., γ̄N → ∞) by using the expansion 405

of the bivariate Fox H-function. To do this, we need to evaluate 406

the residue of the corresponding integrands at the closest poles 407

to the contour, namely, the minimum pole on the right for large 408

Fox H-function arguments and the maximum pole on the left for 409

small ones. In addition, we use the same strategy for the used 410

Meijer G-functions in the first and third terms of (19) and (20). 411

Therefore, the asymptotic ASC can be determined according to 412

the following proposition. 413

Proposition 2: The asymptotic ASC for the considered RIS- 414

aided SG communication system is given by (23). 415

Proof: The proof is elaborated in Appendix E. � 416

Remark 2: By contrasting Theorems 2 and 3 with Proposi- 417

tions 1 and 2, it becomes apparent that the analytical expressions 418

of SOP and ASC that are formulated in terms of the bivariate Fox 419

H-function can be streamlined into Meijer G-function when the 420

system is operating in a high-SNR regime, leveraging the residue 421

method. Similar to the explanation provided in Remark 1, we can 422

readily discern the manner in which various system parameters 423

influence the asymptotic behavior of SOP and ASC under high- 424

SNR conditions. In addition, as shown in numerical findings, it 425

is noteworthy that the asymptotic results in (22) and (23) will 426

gradually approximate the exact SOP and ASC, respectively, 427

with high accuracy as γ̄N → ∞. 428

P asy
SOP = FN

⎛
⎝( 2

dN

) cN
2

⎛
⎝Γ

(cN
2

)
+

R′
te

R′
t

aERt

aERt
G2,0

1,2

(
dNR′

t

2

∣∣∣∣∣ 1
cN
2 ,−1

)⎞⎠

−
(

2aN
dNaN − 2

) cN
2

⎛
⎝2Γ

(
cN
2

)
e

−aNR′
t

2

2 + aEaNRt
+

R′
te

R′
t

aERt

aERt
G2,0

1,2

(
R′

t(aNdN−2)
2aN

∣∣∣∣∣ 1
cN
2 ,−1

)⎞⎠
⎞
⎠ . (22)

C̄asy
s =

FNa2
NΓ
(
cN
2

)
ln 2

(
1 −

(
aE

aE + aN

)2
)

− 1
ln 2

G1,3
3,2

(
aE

∣∣∣0, 1, 1
1, 0

)

+
FN

ln 2

((
2
dN

) cN
2

(
Γ
(cN

2

)
aE − 2

dNaE
G1,3

3,2

(
2

dN

∣∣∣∣∣1, 1,− cN
2

1,−1

))

−
(

2aN
dNaN − 2

) cN
2

(
Γ
(cN

2

)( 2aNaE
2aN + aE

)2

− 2aN
aE(dNaN − 2)

G1,3
3,2

(
2aN

dNaN−2

∣∣∣∣∣1, 1,− cN
2

1,−1

)))
. (23)
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Fig. 2. Simulation setup.

VI. ANALYTICAL AND SIMULATION RESULTS429

In this section, we conduct a comprehensive validation of the430

derived analytical expressions for both the SOP and the ASC431

through rigorous Monte Carlo simulations. Moreover, we metic-432

ulously analyze the influence of various system parameters on433

the secrecy performance of RIS-assisted SG communications.434

A. Simulation Setup435

We consider an RIS-aided SG NAN communication, featuring436

an SM with limited transmission power, a passive eavesdropper,437

an NG as a legitimate receiver, and an RIS withM reflecting ele-438

ments. As illustrated in Fig. 2, the SM maintains a fixed location439

at coordinates (0,0,0), sending its collected private information440

to the NG. The RIS (with an optimized phase shifting) is located441

at coordinates (225,200,0) to enhance the connections at the442

NG, thereby improving the system’s secrecy performance. Eve443

and NG are situated at (400,85,0) and (475,160,0), respectively,444

positioning the NG farther from the RIS and the SM compared to445

Eve’s distance from these entities. This arrangement, designed446

to encapsulate the worst case scenario and enable insightful447

performance analysis, leads to the following fixed distances:448

dSR = 300 m, dSN = 500 m, dSE = 400 m, dRN = 250 m,449

and dRE = 200 m. We consider RS = 1 bps/Hz and model450

all the relevant channels with independent complex Gaussian451

random variables, representing Rayleigh fading with a path-loss452

exponent χ = 3.5. The noise power received at Eve and NG453

is set as σ2
E = −40 dBm and σ2

N = −60 dBm, respectively.454

Acknowledging the pragmatic limitation of transmission power455

for SMs in real-world SG contexts, we set PS = 20 dBm.456

Notably, while commonly utilized mathematical software tools,457

such as Mathematica, Maple, and MATLAB, lack inclusion458

of the extended generalized bivariate Fox H-function, its im-459

plementation was successfully achieved through programming460

functions, as exemplified in [45]. However, for implement-461

ing other mathematical functions, such as the Meijer G and462

Gamma functions, we used the preexisting functions available in463

MATLAB.464

Fig. 3. SOP versus γ̄N2 regarding various numbers of RIS elements.

Fig. 4. SOP versus γ̄N2 regarding various γ̄E2 and M = 10.

B. Results and Discussions 465

Fig. 3 demonstrates the behavior of SOP as a function of γ̄N2 466

for different values of RIS elements, M . The findings consis- 467

tently reveal that as γ̄N2 increases while keepingM constant, the 468

SOP decreases. Furthermore, as the number of RIS elements,M , 469

grows, there is a notable reduction in SOP. This improvement in 470

SOP can be attributed to the utilization of the RIS, which enables 471

the establishment of a high-quality communication channel. As 472

a result, there is an enhancement in the SNR at the receiver 473

node NG when the phase-shift matrix of the RIS is appropriately 474

configured. In Fig. 4, the behavior of SOP is depicted in terms of 475

γ̄N2 for fixedM and selected values of γ̄E2 . As γ̄N2 increases, we 476

observe a corresponding decrease in SOP, which is reasonable 477

given that the main channel conditions are improving. Moreover, 478

as γ̄E2 increases, a higher value of SOP is obtained for a fixed 479

value of γ̄N2 since the Eve’s channel is experiencing better 480

conditions. Notably, even when the main channel is inferior to 481

the eavesdropper channel (i.e., γ̄N2 < γ̄E2 ), SOP is greater than 482

0.5. This is due to the possibility of achieving a small positive 483

secrecy rate under such conditions. However, in practical SG 484

communication scenarios, the main objective is to achieve the 485

least possible value of SOP for secure communication, which 486

can be attained when γ̄N2 ≥ γ̄E2 . Fig. 5 demonstrates the impact 487

of the secrecy rate, RS , on the performance of SOP for various 488

M . The results indicate that as the secrecy rate increases, the 489

performance of SOP deteriorates to the point, where secure 490

communication is no longer feasible at high rates. Nevertheless, 491

the presence of an RIS with M elements results in a slower 492

attenuation of SOP compared to the scenario where no RIS is 493
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Fig. 5. SOP versus SR regarding various numbers of RIS elements.

Fig. 6. ASC versus γ̄N2 regarding various numbers of RIS elements.

Fig. 7. ASC versus γ̄N2 regarding various values of γ̄E2 and M = 4.

employed. Fig. 6 depicts the performance of ASC as a function of494

γ̄N2 regarding different values M . The results suggest that ASC495

exhibits a consistent increase as γ̄N2 rises for a fixed value of M .496

Moreover, as the value ofM increases, there is a significant boost497

in ASC. This can be attributed to the utilization of the RIS, which498

facilitates the provision of a high-quality channel that improves499

the received SNR at the NG when the phase matrix of the RIS500

is appropriately adjusted.501

Fig. 7 illustrates the performance of ASC as a function of γ̄N2502

regarding various selected values of γ̄E2 , while keepingM fixed.503

As γ̄N2 increases, the ASC also increases, which is expected504

because the main channel conditions improve. Moreover, as γ̄E2505

increases, the ASC for a fixed γ̄N2 decreases. However, it is evi-506

dent that even if γ̄N2 ≤ γ̄E2 , the ASC can still be attained. Fig. 8507

demonstrates the performance of ASC as a function of the SM’s508

transmission power, PS , regarding different values of M . The509

Fig. 8. ASC versus PS regarding various numbers of RIS elements.

results indicate that ASC increases asPS rises for a fixed value of 510

M . Moreover, when the value ofM increases, a considerable en- 511

hancement in ASC is observed due to gaining a superior channel 512

and higher SNR at the NG by using the RIS. In many practical SG 513

scenarios, increasing the SM’s transmission power to improve 514

the communication performance is not a viable option due to 515

regulatory limits, energy consumption constraints, and interfer- 516

ence concerns. However, as highlighted by the results, increasing 517

the number of RIS elements offers a notable enhancement in SG 518

communication performance, all while alleviating the burden on 519

SMs to operate at higher transmission power levels. This dual 520

benefit not only leads to improved ASC but also plays a crucial 521

role in extending the battery life of SMs, ensuring their sustained 522

operation at lower transmission power settings. As a result, the 523

utilization of RIS emerges as a practical and effective solution 524

for achieving improved secrecy performance while allowing 525

SMs to operate at lower transmission power levels. In summary, 526

both the analytical and simulation findings demonstrate that 527

the integration of RIS technology into the SG infrastructure 528

yields substantial improvements in PLS, significantly enhancing 529

security and confidentiality. Specifically, employing the RIS 530

with a larger value of M offers greater degrees of freedom 531

for efficient beamforming, significantly improving the secrecy 532

performance in SG communications. 533

VII. CONCLUSION 534

In this article, we explored the transformative potential of 535

integrating RIS into SG communications to enhance the PLS 536

performance. Our study involved the deployment of an RIS 537

alongside key SG components, including SMs, NGs, and poten- 538

tial eavesdroppers, creating a smart environment within the SG 539

infrastructure. Specifically, we evaluated the PLS performance 540

in terms of SOP and ASC. Our analytical approach began by 541

deriving closed-form expressions for the PDF and CDF of the 542

received SNR at both NG and Eve. Then, we derived accurate 543

analytical expressions for SOP and ASC. This allowed us to sys- 544

tematically assess how various system parameters influence the 545

secrecy performance of RIS-aided SG communication system. 546

Furthermore, we conducted an asymptotic analysis under high- 547

SNR conditions, recognizing the significance of understanding 548

system behavior in such regimes. To validate the analytical re- 549

sults and reinforce the robustness of our findings, we performed 550
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Monte Carlo simulations. The consistency between analytical551

and simulated results further substantiates the effectiveness of552

RIS in enhancing the secrecy performance of SG communica-553

tions compared to SG scenarios without the RIS.554

APPENDIX A555

PROOF OF THEOREM 1556

We use the definition of the MGF to obtain557

MγN1
(t)

as558

MγN1
(t) =

∫ ∞

0
etγN1 fγN1

(γN1)dγN1

=
1

γ̄N1aN

∫ ∞

0
e
γN1

(
t− 1

aN

)
dγN1 =

1
γ̄N1(1 − aN t)

. (24)

Thus, we have MγN1
(s) as559

MγN1
(s) =

1
γ̄N1(1 + aNs)

. (25)

Similar to (24), MγN2
(t) can be obtained as follows:560

MγN2
(t) =

1
2γ̄N2Γ (cN ) dcNN

∫ ∞

0
e
γN2

(
t− 1

2dN

)
γN2

cN
2 −1dγN2

=
Γ
(
cN
2

)
2γ̄N2Γ(cN )dcNN

(
dN
2

− t

)− cN
2

. (26)

Then, we have MγN2
(s) as561

MγN2
(s) =

Γ
(
cN
2

)
2γ̄N2Γ(cN )dcNN

(
dN
2

+ s

)− cN
2

. (27)

By using the Laplace inverse transform in Mathematica, (6) can 562

be obtained as 563

fγN
(γN ) = FNe

− γN
aN

(
Γ
(cN

2

)
−Γ

(
cN
2
,

(
dNaN − 2

2aN

)
γN

))
. (28)

Now, by writing the incomplete Gamma function based on 564

the Meijer G-function using [47, eq. (8.4.16.2)], fγN
(γN ) is 565

obtained as (8), and the proof is completed. According to (7) 566

and taking the same steps of computing fγN
(γN ), FγN

(γN ) can 567

be obtained as (29) shown at the bottom of this page. Now, by 568

using [47, eq. (8.4.16.2)], FγN
(γN ) in (29) can be obtained as 569

(9), and the proof is completed. 570

APPENDIX B 571

PROOF OF THEOREM 2 572

According to the SOP definition in (15) and by having the 573

derived CDF for the received SNR at the NG in (9) and the PDF 574

of the received SNR at Eve in (11), we can rewrite (15) as (30) 575

shown at the bottom of this page. In (30), we can simply obtain 576

I1 = aE . For computing I2, we use the integral-form definition 577

of the Meijer G-function. Thus, we have I2 as (31) shown at the 578

bottom of this page. In order to compute I ′2 in (31), we use [48, 579

eq. (3.381.4)]; thus, we have I ′2 as 580

I ′2 = a1+ζ1
E Rζ1

t e
R′

t
aERt G2,0

1,2

(
R′

t

aERt

∣∣∣ 1
0, 1 + ζ1

)
. (32)

Now, by putting (32) in (31) and using the integral-form def- 581

inition of the Meijer G-function, we have I2 as (33) shown 582

at the bottom of the next page. Since (33) demonstrates the 583

integral-form definition of the bivariate Fox H-function, we can 584

show I2 as the second term ofPSOP in (16). I3 can also be simply 585

FγN
(γN ) = FN

((
dN
2

)− cN
2
(
Γ
(cN

2

)
−Γ

(
cN
2
,
dNγN

2

))

−
(
dNaN − 2

2aN

)− cN
2

e
− γN

aN

(
Γ
(cN

2

)
−Γ

(
cN
2
,

(
dNaN − 2

2aN

)
γN

)))
. (29)

PSOP =
FN

aE

⎛
⎜⎜⎜⎝
(

2
dN

) cN
2

Γ
(cN

2

)∫ ∞

0
e

−γE
aE dγE︸ ︷︷ ︸
I1

−
(

2
dN

) cN
2
∫ ∞

0
e

−γE
aE G2,0

1,2

(
dN

2 (RtγE +R′
t)
∣∣∣ 1
0, cN

2

)
dγE︸ ︷︷ ︸

I2

−
(

2aN
dNaN − 2

) cN
2

⎛
⎜⎜⎜⎝Γ

(cN
2

)∫ ∞

0
e

−γE
aE e

−(RtγE+R′t)
2aN dγE︸ ︷︷ ︸

I3

−
∫ ∞

0
e

−γE
aE e

−(RtγE+R′t)
2aN G2,0

1,2

(
(dNaN−2)(RtγE+R′

t)
2aN

∣∣∣ 1
0, cN

2

)
dγE︸ ︷︷ ︸

I4

⎞
⎟⎟⎟⎠ .

(30)

I2 =
1

2πi

∫ ∞

0
e
− γE

aE (RtγE +R′
t)

ζ1 dγE︸ ︷︷ ︸
I ′

2

∮
L1

Γ(−ζ1)Γ(
cN
2 − ζ1)

(
dN

2

)ζ1

Γ (1 − ζ1)
dζ1. (31)
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obtained as586

I3 =
2aEe−

aNR′
t

2

2 + aEaNRt
. (34)

In order to solve I4, we take the exactly same steps as we took587

for computing I2; thus, I4 can be obtained as the fourth term of588

PSOP in (16). Therefore, the SOP expression can be obtained as589

shown in (16), and the proof is completed.590

APPENDIX C591

PROOF OF THEOREM 3592

By inserting (13) into (17), ASC can be expressed as (35)593

shown at the bottom of this page. For completing the proof,594

we start with J1. For solving J1, we use the Meijer G-function595

demonstration of the logarithm function, as shown in [46, eq.596

(8.4.6.5)]. By inserting (8) and (12) into J1 in (35), we can597

rewrite J1 as (36) shown at the bottom of this page. J1
1 and J2

1598

can be computed using [46, eq. (2.24.3.1)] as shown in the first599

and third terms of (19), respectively. For computing J3
1 , we use600

the integral-form definition of the Meijer G-function for both601

the Meijer G-functions in the integral. Thus, we have J3
1 as (37)602

shown at the bottom of this page. In order to compute J ′3
1 , we603

use [48, eq. (3.381.4)] as 604

J ′3
1 = a1+ζ1+ζ2

N Γ(1 + ζ1 + ζ2). (38)

Now, by putting (38) in (37), we have J3
1 as (39) shown at the 605

bottom of the next page. Since (39) demonstrates the integral- 606

form definition of the bivariate Fox H-function, we can show J3
1 607

as the second term of C̄1
s in (19). In order to solve J4

1 , we take 608

the exactly same steps as we took for computing J3
1 ; thus, J4

1 609

can be obtained as the fourth term of C̄1
s in (19). Therefore, J1 610

in (35) can be derived as C̄1
s shown in (19). 611

In order to solve J2, we insert (9) and (11) into J2 in (35). 612

Therefore, we can rewrite J2 as (40) shown at the bottom of the 613

next page. For solving J1
2 , J2

2 , J3
2 , and J4

2 in (40), since we have 614

the same integrals, we can take the exactly same steps that we 615

took for solving J1
1 , J3

1 , J2
1 , and J4

1 , respectively. Therefore, J2 616

in (35) can be derived as C̄2
s shown in (20). In order to solve J3, 617

we first insert (11) and the Meijer G-function demonstration of 618

the logarithm function into J3 in (35). Then, we need to solve 619

the following integral: 620

J3 =
1
aE

∫ ∞

0
e

−γE
aE G1,2

2,2

(
γE

∣∣∣1, 1
1, 0

)
dγE (41)

which can be computed as C̄3
s , as shown in (21) using [46, 621

eq. (2.24.3.1)]. Now, by inserting the obtained closed-form 622

I2 =
aEe

R′
t

aERt

2πi

∮
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2 − ζ1)
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aEdNRt

2

)ζ1

Γ (1 − ζ1)
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dζ1

= −aEe
R′

t
aERt

(2πi)2

∮
L1

∮
L2

Γ(1 + ζ1 + ζ2)Γ(−ζ1)Γ(
cN
2 − ζ1)

(
aEdNRt

2

)ζ1
Γ (ζ2)

(
aERt

R′
t

)ζ2

Γ (1 − ζ1) Γ (1 + ζ2)
dζ2dζ1. (33)

C̄s =

∫ ∞

0
log(1 + γN )fγN

(γN )FγE
(γN )dγN︸ ︷︷ ︸

J1

+

∫ ∞

0
log(1 + γE)fγE

(γE)FγN
(γE)dγE︸ ︷︷ ︸

J2

−
∫ ∞

0
log(1 + γE)fγE

(γE)dγE︸ ︷︷ ︸
J3

.

(35)

J1 =
FN

ln 2

⎛
⎜⎜⎜⎜⎝Γ

(cN
2

)
⎛
⎜⎜⎜⎜⎝
∫ ∞

0
e

−γN
aN G1,2

2,2

(
γN

∣∣∣1, 1
1, 0

)
dγN︸ ︷︷ ︸

J1
1

−
∫ ∞

0
e

−γN
aN e

−γN
aE G1,2

2,2

(
γN

∣∣∣1, 1
1, 0

)
dγN︸ ︷︷ ︸

J2
1

⎞
⎟⎟⎟⎟⎠

−
∫ ∞

0
e

−γN
aN G1,2

2,2

(
γN

∣∣∣1, 1
1, 0

)
G2,0

1,2

(
(dNaN−2)γN

2aN

∣∣∣ 1
0, cN

2

)
dγN︸ ︷︷ ︸

J3
1

−
∫ ∞

0
e

−γN
aN e

−γN
aE G1,2

2,2

(
γN

∣∣∣1, 1
1, 0

)
G2,0

1,2

(
(dNaN−2)γN

2aN

∣∣∣ 1
0, cN

2

)
dγN︸ ︷︷ ︸

J4
1

⎞
⎟⎟⎟⎟⎠ .

(36)

J3
1 =

1
(2πi)2

∫ ∞

0
γN

ζ1+ζ2e
− γN

aN dγN︸ ︷︷ ︸
J ′3

1

∮
L1

∮
L2

Γ2(ζ1)Γ(1 − ζ1)Γ (−ζ2) Γ
(
cN
2 − ζ2

) (
aNdN−2

2aN

)ζ2

Γ (1 + ζ1) Γ (1 − ζ2)
dζ2dζ1. (37)
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expression of J1, J2, and J3 into (35), the proof for ASC is623

completed.624

APPENDIX D625

PROOF OF PROPOSITION 1626

In the case of γ̄N → ∞, the integral-form demonstration of627

bivariate Fox H-function in (33) is assessed at the highest poles628

situated to the left of L2, which is when ζ2 = −1 − ζ1. As a629

result, we arrive at the integral presented in (42) pertaining to630

counter L2631

R1 =
1

2πj

∮
L2

Γ (1 + ζ1 + ζ2)
Γ (ζ2)

(
aERt

R′
t

)ζ2

Γ (1 + ζ2)
dζ2︸ ︷︷ ︸

χ1(ζ2)

. (42)

Since R1 = Res[χ1(ζ2),−1 − ζ1], we can rewrite (42) as632

R1 = lim
ζ2→−1−ζ1

(1 + ζ1 + ζ2)χ1(ζ2)

=
Γ (−1 − ζ1)

(
aERt

R′
t

)−1−ζ1

Γ (−ζ1)
. (43)

Now, by inserting (43) into (33), the asymptotic I2 can be633

obtained as follows:634

Iasy
2 =

R′
t

aERt2πi

∮
L1

Γ( cN2 − ζ1)Γ(−1 − ζ1)
(

dNR′
t

2

)ζ1

Γ (1 − ζ1)
dζ1.

(44)

Now, based on the definition of the Meijer G-function, (44) can635

be shown as the second term of (22). Similarly, we can assess the636

bivariate Fox H-function in the fourth term of (16) the highest637

poles situated to the left of L2, which is when ζ2 = −1 − ζ1. By638

taking the exactly same steps, the asymptotic I4 can be obtained639

in the form of a Meijer G-function, as shown in the fourth term640

of (22). As a result, the proof will be completed for asymptotic 641

SOP. 642

APPENDIX E 643

PROOF OF PROPOSITION 2 644

In the case of γ̄N → ∞, the asymptotic ASC can be expressed 645

as 646

C̄asy
s = C̄1,asy

s + C̄2,asy
s − J3. (45)

In order to compute C̄1,asy
s , we can see that the Meijer G-function 647

in the first term of (19) is evaluated at the highest poles on the left 648

of L2, i.e., ζ1 = 1, in its integral-form demonstration as follows: 649

R2 =
1

2πi

∮
L1

Γ(1 − ζ1)Γ
2(ζ1)a

ζ1
N︸ ︷︷ ︸

χ1(ζ1)

dζ1. (46)

Since R2 = Res[χ1(ζ1), 1], we can rewrite (46) as 650

R2 = lim
ζ1→1

(1 − ζ1)χ1(ζ1) = aN . (47)

Following the same strategy, we can obtain the asymptotic 651

expression of the other Meijer G-function in C̄1
s [third term of 652

(19)] as 653

R3 =
aEaN

aE + aN
. (48)

Furthermore, the bivariate Fox H-function in C̄1
s [the second 654

term of (19)], as shown in (39), is evaluated at the highest poles 655

on the left of L2, which is when ζ2 = −1 − ζ1. Thus, we have 656

the following integral for the counter L2: 657

R4 =
1

2πj

∮
L2

Γ (1 + ζ1 + ζ2)

×
Γ (−ζ2) Γ

(
cN
2 − ζ2

) (
aNdN−2

2

)ζ2

Γ (1 − ζ2)︸ ︷︷ ︸
χ2(ζ2)

dζ2. (49)

J3
1 =

aN
(2πi)2

∮
L1

∮
L2

Γ(1 + ζ1 + ζ2)Γ
2(ζ1)Γ(1 − ζ1)a

ζ1
NΓ (−ζ2) Γ

(
cN
2 − ζ2

) (
aNdN−2

2

)ζ2

Γ (1 + ζ1) Γ (1 − ζ2)
dζ2dζ1. (39)

J2 =
FN

aE ln 2

⎛
⎜⎜⎜⎜⎝
(

2
dN

) cN
2

⎛
⎜⎜⎜⎜⎝Γ

(cN
2

)∫ ∞

0
e

−γE
aE G1,2

2,2

(
γE

∣∣∣1, 1
1, 0

)
dγE︸ ︷︷ ︸

J1
2

−
∫ ∞

0
e

−γE
aE G1,2

2,2

(
γE

∣∣∣1, 1
1, 0

)
G2,0

1,2

(
dNγE

2

∣∣∣ 1
0, cN

2

)
dγE︸ ︷︷ ︸

J2
2

⎞
⎟⎟⎟⎟⎠

−
(

2aN
aNdN − 2

) cN
2

×

⎛
⎜⎜⎜⎜⎝Γ

(cN
2

)∫ ∞

0
e

−γE
aE e

−γE
2aN G1,2

2,2

(
γE

∣∣∣1, 1
1, 0

)
dγE︸ ︷︷ ︸

J3
2

−
∫ ∞

0
e

−γE
aE e

−γE
2aN G1,2

2,2

(
γE

∣∣∣1, 1
1, 0

)
G2,0

1,2

(
(dNaN−2)γE

2aN

∣∣∣ 1
0, cN

2

)
dγE︸ ︷︷ ︸

J4
2

⎞
⎟⎟⎟⎟⎠

⎞
⎟⎟⎟⎟⎠ . (40)
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J3,asy
1 =

1
(aNdN − 2)πi

∮
L1

Γ (1 − ζ1) Γ
2 (ζ1) Γ

(
1 + cN

2 + ζ1
) (

2aN

aNdN−2

)ζ1

Γ (2 + ζ1)
dζ1 =

2
aNdN − 2

G1,3
3,2

(
2aN

aNdN−2

∣∣∣0, 1,− cN
2

1,−1

)
.

(51)

C̄2,asy
s =

FN

ln 2

((
2
dN

) cN
2

(
Γ
(cN

2

)
aE − 2

dNaE
G1,3

3,2

(
2

dN

∣∣∣∣∣1, 1,− cN
2

1,−1

))

−
(

2aN
dNaN − 2

) cN
2

(
Γ
(cN

2

)( 2aNaE
2aN + aE

)2

− 2aN
aE(dNaN − 2)

G1,3
3,2

(
2aN

dNaN−2

∣∣∣∣∣1, 1,− cN
2

1,−1

)))
. (54)

Since R4 = Res[χ2(ζ2),−1 − ζ1], we can rewrite (49) as658

R4 = lim
ζ2→−1−ζ1

(1 + ζ1 + ζ2)χ2(ζ2)

=
Γ (1 + ζ1) Γ

(
1 + cN

2 + ζ1
) (

aNdN−2
2

)−1−ζ1

Γ (2 + ζ1)
. (50)

Now, by inserting (50) into (39), J3,asy
1 can be determined as (51)659

shown at the top of this page. Similarly, the other bivariate Fox660

H-function in C̄1
s [the fourth term of (19)] can also be evaluated at661

the highest poles on the left of L2, which is when ζ2 = −1 − ζ1.662

Thus, by taking the exactly same steps, J4,asy
1 can be obtained663

as664

J4,asy
1 =

2(aE + aN )

aE(aNdN − 2)
G1,3

3,2

(
2aN

aNdN−2

∣∣∣0, 1,− cN
2

1,−1

)
. (52)

Now, by inserting (47), (48), (51), and (52) into their corre-665

sponding Meijer G and bivariate Fox H-functions in (19), C̄1,asy
s666

is obtained as667

C̄asy
s =

FNa2
NΓ
(
cN
2

)
ln 2

(
1 −

(
aE

aE + aN

)2
)
. (53)

Similarly, and by taking the exactly same steps for C̄2
s , C̄2,asy

s668

can be obtained as (54) shown at the top of this page. Finally,669

by plugging (41), (53), and (54) into (45), (23) is obtained, and670

the proof is completed for the asymptotic ASC.671

REFERENCES672

[1] R. Zamani, M. P. Moghaddam, and M. R. Haghifam, “Evaluating the673
impact of connectivity on transactive energy in smart grid,” IEEE Trans.674
Smart Grid, vol. 13, no. 3, pp. 2491–2494, May 2022.675

[2] P. Kumar, Y. Lin, G. Bai, A. Paverd, J. S. Dong, and A. Martin, “Smart676
grid metering networks: A survey on security, privacy and open research677
issues,” IEEE Commun. Surv. Tuts., vol. 21, no. 3, pp. 2886–2927, Third678
Quarter 2019.679

[3] D. An, F. Zhang, F. Cui, and Q. Yang, “Toward data integrity attacks against680
distributed dynamic state estimation in smart grid,” IEEE Trans. Autom.681
Sci. Eng., early access, Jan. 17, 2023, doi: 10.1109/TASE.2023.3236102.682

[4] M. Kaveh and M. R. Mosavi, “A lightweight mutual authentication for683
smart grid neighborhood area network communications based on physi-684
cally unclonable function,” IEEE Syst. J., vol. 14, no. 3, pp. 4535–4544,685
Sep. 2020.686

[5] S. N. Islam, Z. Baig, and S. Zeadally, “Physical layer security for the687
smart grid: Vulnerabilities, threats, and countermeasures,” IEEE Trans.688
Ind. Informat., vol. 15, no. 12, pp. 6522–6530, Dec. 2019.689

[6] E. K. Lee, M. Gerla, and S. Y. Oh, “Physical layer security in wireless690
smart grid,” IEEE Commun. Mag., vol. 50, no. 8, pp. 46–52, Aug. 2012.691

[7] H. Sharma, N. Kumar, and B. K. Panigrahi, “Physical layer security of 692
ami data transmission in smart grid environment,” in Proc. IEEE Global 693
Workshops, 2019, pp. 1–6. 694

[8] F. R. Ghadi and G. A. Hodtani, “Copula-based analysis of physical layer 695
security performances over correlated Rayleigh fading channels,” IEEE 696
Trans. Inf. Forensics Secur., vol. 16, no. 12, pp. 431–440, Dec. 2020. 697

[9] J. Li, P. Wang, L. Jiao, Z. Yan, K. Zeng, and Y. Yang, “Security anal- 698
ysis of triangle channel-based physical layer key generation in wireless 699
backscatter communications,” IEEE Trans. Inf. Forensics Secur., vol. 18, 700
pp. 948–964, 2023. 701

[10] P. Wang, Z. Yan, and K. Zeng, “BCAuth: Physical layer enhanced authen- 702
tication and attack tracing for backscatter communications,” IEEE Trans. 703
Inf. Forensics Secur., vol. 17, pp. 2818–2834, 2022. 704

[11] F. R. Ghadi, F. J. López-Martínez, W. P. Zhu, and J. M. Gorce, “The impact 705
of side information on physical layer security under correlated fading 706
channels,” IEEE Trans. Inf. Forensics Secur., vol. 17, pp. 3626–3636, 2022. 707

[12] K. N. Le, “Impact of fading correlation and finite-blocklength regimes 708
on secrecy,” IEEE Trans. Veh. Technol., vol. 72, no. 3, pp. 4068–4072, 709
Mar. 2023. 710

[13] S. Thakur and A. Singh, “Secrecy performance of underlay cognitive radio 711
networks with primary interference,” IEEE Trans. Netw. Sci. Eng., vol. 9, 712
no. 4, pp. 2641–2657, Jul./Aug. 2022. 713

[14] H. S. Khallaf, S. Hashima, M. Rihan, E. M. Mohamed, and H. M. Kasem, 714
“Quantifying impact of pointing errors on secrecy performance of UAV- 715
based relay assisted FSO links,” IEEE Internet Things J., early access, Jul. 716
21, 2023, doi: 10.1109/JIOT.2023.3297857. 717

[15] A. Camponogara, H. V. Poor, and M. V. Ribeiro, “The complete and in- 718
complete low-bit-rate hybrid PLC/wireless channel models: Physical layer 719
security analyses,” IEEE Internet Things J., vol. 6, no. 2, pp. 2760–2769, 720
Apr. 2019. 721

[16] A. Salem, K. M. Rabie, K. A. Hamdi, E. Alsusa, and A. M. Tonello, 722
“Physical layer security of cooperative relaying power-line communica- 723
tion systems,” in Proc. IEEE Int. Symp. Power Line Commun. Appl., 2016, 724
pp. 185–189. 725

[17] A. Salem, K. A. Hamdi, and E. Alsusa, “Physical layer security over 726
correlated log-normal cooperative power line communication channels,” 727
IEEE Access, vol. 5, pp. 13909–13921, 2017. 728

[18] K. O. Odeyemi, P. A. Owolawi, and O. O. Olakanmi, “Secure transmis- 729
sion in smart grid dynamic wide area network by exploiting full-duplex 730
jamming scheme,” Trans. Emerg. Telecommun. Technol., vol. 34, no. 1, 731
2023, Art. no. e4657. 732

[19] M. Atallah, M. S. Alam, and G. Kaddoum, “Secrecy analysis of wireless 733
sensor network in smart grid with destination assisted jamming,” IET 734
Commun., vol. 13, no. 12, pp. 1748–1752, 2019. 735

[20] A. El-Shafie, D. Niyato, R. Hamila, and N. Al-Dhahir, “Impact of the wire- 736
less network’s PHY security and reliability on demand-side management 737
cost in the smart grid,” IEEE Access, vol. 5, pp. 5678–5689, 2017. 738

[21] V. Mohan, A. Mathur, V. Aishwarya, and S. Bhargav, “Secrecy analysis 739
of PLC system with channel gain and impulsive noise,” in IEEE 90th Veh. 740
Technol. Conf., 2019, pp. 1–6. 741

[22] C. Huang, A. Zappone, G. C. Alexandropoulos, M. Debbah, and C. 742
Yuen, “Reconfigurable intelligent surfaces for energy efficiency in wire- 743
less communication,” IEEE Trans. wireless Commun., vol. 18, no. 8, 744
pp. 4157–4170, Aug. 2019. 745

[23] E. Basar, M. Di Renzo, J. De Rosny, M. Debbah, M.-S. Alouini, and 746
R. Zhang, “Wireless communications through reconfigurable intelligent 747
surfaces,” IEEE Access, vol. 7, pp. 116753–116773, 2019. 748

This article has been accepted for inclusion in a future issue of this journal. Content is final as presented, with the exception of pagination. 

https://dx.doi.org/10.1109/TASE.2023.3236102
https://dx.doi.org/10.1109/JIOT.2023.3297857


KAVEH et al.: SECRECY PERFORMANCE ANALYSIS OF RIS-AIDED SG COMMUNICATIONS 13

[24] M. A. ElMossallamy, H. Zhang, L. Song, K. G. Seddik, Z. Han, and G.749
Y. Li, “Reconfigurable intelligent surfaces for wireless communications:750
Principles, challenges, and opportunities,” IEEE Trans. Cogn. Commun.751
Netw., vol. 6, no. 3, pp. 990–1002, Sep. 2020.752

[25] R. Ghazalian, K. Keykhosravi, H. Chen, H. Wymeersch, and R. Jäntti,753
“Bi-static sensing for near-field RIS localization,” in Proc. IEEE Glob.754
Commun. Conf., 2022, pp. 6457–6462.755

[26] Z. Tang, T. Hou, Y. Liu, J. Zhang, and C. Zhong, “A novel design of RIS756
for enhancing the physical layer security for RIS-aided NOMA networks,”757
IEEE Wireless Commun. Lett., vol. 10, no. 11, pp. 2398–2401, Nov. 2021.758

[27] J. Zhang, H. Du, Q. Sun, B. Ai, and D. W. K. Ng, “Physical layer secu-759
rity enhancement with reconfigurable intelligent surface-aided networks,”760
IEEE Trans. Inf. Forensics Secur., vol. 16, pp. 3480–3495, 2021.761

[28] X. Gu, W. Duan, G. Zhang, Q. Sun, M. Wen, and P. H. Ho, “Physical762
layer security for RIS-aided wireless communications with uncertain763
eavesdropper distributions,” IEEE Syst. J., vol. 17, no. 1, pp. 848–859,764
Mar. 2023.765

[29] Z. Zhang, C. Zhang, C. Jiang, F. Jia, J. Ge, and F. Gong, “Improving766
physical layer security for reconfigurable intelligent surface aided NOMA767
6G networks,” IEEE Trans. Veh. Technol., vol. 70, no. 5, pp. 4451–4463,768
May 2021.769

[30] D. Wang, M. Wu, Z. Wei, K. Yu, L. Min, and S. Mumtaz, “Uplink se-770
crecy performance of RIS-based RF/FSO three-dimension heterogeneous771
networks,” IEEE Trans. Wireless Commun., early access, Jul. 12, 2023,772
doi: 10.1109/TWC.2023.3292073.773

[31] Y. Wang, H. Lu, D. Zhao, Y. Deng, and A. Nallanathan, “Wireless commu-774
nication in the presence of illegal reconfigurable intelligent surface: Signal775
leakage and interference attack,” IEEE Wireless Commun., vol. 29, no. 3,776
pp. 131–138, Jun. 2022.777

[32] F. Chen, H. Lu, Y. Wang, and C. Zhang, “Secure mmWave MIMO778
communication against signal leakage when meeting illegal reconfigurable779
intelligent surface,” in Proc. IEEE Wireless Commun. Netw. Conf., 2023,780
pp. 1–6.781

[33] S. Elhoushy, M. Ibrahim, and W. Hamouda, “Exploiting RIS for limiting782
information leakage to active eavesdropper in cell-free massive MIMO,”783
IEEE Wireless Commun. Lett., vol. 11, no. 3, pp. 443–447, Mar. 2022.784

[34] S. Kisseleff, W. A. Martins, H. Al-Hraishawi, S. Chatzinotas, and B.785
Ottersten, “Reconfigurable intelligent surfaces for smart cities: Research786
challenges and opportunities,” IEEE Open J. Commun. Soc., vol. 1,787
pp. 1781–1797, 2020.788

[35] A. K. Padhan, H. K. Sahu, P. R. Sahu, and S. R. Samantaray, “RIS assisted789
dual-hop mixed PLC/RF for smart grid applications,” IEEE Commun. Lett.,790
vol. 25, no. 11, pp. 3523–3527, Nov. 2021.791

[36] A. K. Padhan, H. K. Sahu, P. R. Sahu, and S. R. Samantaray, “Performance792
analysis of smart grid wide area network with RIS assisted three hop793
system,” IEEE Trans. Signal Inf. Process. Netw., vol. 9, pp. 48–59, 2023.794

[37] A. K. Padhan, P. R. Sahu, and S. R. Samantaray, “Performance analysis of795
RIS assisted smart grid HEMS using RQAM modulation,” in Proc. IEEE796
Nat. Conf. Commun., 2021, pp. 1–6.797

[38] A. Sikri, B. Selim, G. Kaddoum, M. Au, and B. L. Agba, “RIS-aided798
wireless sensor network in the presence of impulsive noise and interferers799
for smart-grid communications,” IEEE Commun. Lett., vol. 27, no. 9„800
pp. 2501–2505, Sep. 2023.801

[39] Y. Ai, A. P. Felipe, L. Kong, M. Cheffena, S. Chatzinotas, and B. Ottersten,802
“Secure vehicular communications through reconfigurable intelligent sur-803
faces,” IEEE Trans. Veh. Technol., vol. 70, no. 7, pp. 7272–7276, Jul. 2021.804

[40] J. D. V. Sánchez, P. R. Espinosa, and F. J. L. Martínez, “Physical layer se-805
curity of large reflecting surface aided communications with phase errors,”806
IEEE Wireless Commun. Lett., vol. 10, no. 2, pp. 325–329, Feb. 2021.807

[41] M. A. Badiu and J. P. Coon, “Communication through a large reflecting808
surface with phase errors,” IEEE Wireless Commun. Lett., vol. 9, no. 2,809
pp. 184–188, Feb. 2020.810

[42] L. Yang, J. Yang, W. Xie, M. O. Hasna, T. Tsiftsis, and M. D. Renzo,811
“Secrecy performance analysis of RIS-aided wireless communication812
systems,” IEEE Trans. Veh. Technol., vol. 69, no. 10, pp. 12296–12300,813
Oct. 2020.814

[43] W. Shi, J. Xu, W. Xu, M. Di Renzo, and C. Zhao, “Secure outage analysis815
of RIS-assisted communications with discrete phase control,” IEEE Trans.816
Veh. Technol., vol. 72, no. 4, pp. 5435–5440, Apr. 2023.817

[44] H. Chergui, M. Benjillali, and S. Saoudi, “Performance analysis of project-818
and-forward relaying in mixed MIMO-pinhole and Rayleigh dual-hop819
channel,” IEEE Commun. Lett., vol. 20, no. 3, pp. 610–613, Mar. 2016.820

[45] K. P. Peppas, “A new formula for the average bit error probability of dual-821
hop amplify-and-forward relaying systems over generalized shadowed822
fading channels,” IEEE Wireless Commun. Lett., vol. 1, no. 2, pp. 85–88,823
Apr. 2012.824

[46] A. P. Prudnikov, I. A. Brychkov, J. A. Bryäkov, and O. I. Marichev, 825
Integrals and Series: More Special Functions, vol. 3. Boca Raton, FL, 826
USA: CRC Press, 1986. 827

[47] A. M. Mathai, R. K. Saxena, and H. J. Haubold, The H-Function: Theory 828
and Applications. New York, NY, USA: Springer, 2009. 829

[48] I. S. Gradshteyn and I. M. Ryzhik, Table of Integrals, Series, and Products. 830
New York, NY, USA: Academic, 2014. 831

Masoud Kaveh received the Ph.D. degree in 832
electrical engineering from the Iran University of 833
Science and Technology, Tehran, Iran, in 2021. 834

In 2020, he was a Visiting Scholar with 835
the Technical University of Madrid, Madrid, 836
Spain, under the Erasmus+Program of the Eu- 837
ropean Union. He is currently a Postdoctoral Re- 838
searcher with Aalto University, Espoo, Finland. 839
His research interests include physical layer 840
security, physical unclonable functions, applied 841
cryptography, smart grid security, backscatter 842

communication, field-programmable gate array design, cryptographic 843
protocols, and machine learning. 844

845

Zheng Yan (Senior Member, IEEE) received the 846
D.Sc. degree in technology from the Helsinki 847
University of Technology, Espoo, Finland, in 848
2007. 849

She is currently a Full Professor with the 850
School of Cyber Engineering, Xidian Univer- 851
sity, Xi’an, China. Her research interests include 852
trust, security, privacy, and security-related data 853
analytics. 854

Dr. Yan is an Area Editor or an Associate 855
Editor for ACM Computing Surveys, IEEE IN- 856

TERNET OF THINGS JOURNAL, Information Fusion, IEEE NETWORK, and 857
Information Sciences. She was a General Chair or Program Chair of 858
numerous international conferences, including 2015 IEEE International 859
Conference on Trust, Security and Privacy in Computing and Commu- 860
nications and 2021 IFIP Networking Conference. She is a Founding 861
Steering Committee Co-Chair of IEEE Blockchain Conference. She is 862
the recipient of the IEEE TCSC Award for Excellence in Scalable Com- 863
puting (Woman), the 2021 NÇWomen: Stars in Computer Networking 864
and Communications, the Nokia Distinguished Inventor Award, the Best 865
Journal Paper Award issued by the IEEE Communication Society Tech- 866
nical Committee on Big Data, and the Outstanding Associate Editor of 867
2017 and 2018 for IEEE ACCESS. She is a world top 2% scientist and a 868
highly cited Chinese researcher. 869

870

Riku Jäntti (Senior Member, IEEE) received the 871
M.Sc. (with distinction) degree in electrical engi- 872
neering and the D.Sc. (with distinction) degree 873
in automation and systems technology from the 874
Helsinki University of Technology, Espoo, Fin- 875
land, in 1997 and 2001, respectively. 876

He is currently a Full Professor of Communi- 877
cations Engineering with the School of Electrical 878
Engineering, Aalto University, Espoo. Prior to 879
joining Aalto University in August 2006, he was 880
a Professor Pro Tem with the Department of 881

Computer Science, University of Vaasa, Vaasa, Finland. His research 882
interests include machine-type communications, disaggregated radio 883
access networks, backscatter communications, quantum communica- 884
tions, and radio frequency inference. 885

Dr. Jäntti is a Member of the Editorial Board of IEEE TRANSAC- 886
TIONS ON COGNITIVE COMMUNICATIONS AND NETWORKING. He is also a 887
Distinguished Lecturer (Class 2016) of the IEEE Vehicular Technology 888
Society. 889

890

This article has been accepted for inclusion in a future issue of this journal. Content is final as presented, with the exception of pagination. 

https://dx.doi.org/10.1109/TWC.2023.3292073


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 900
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.00111
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 1200
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.00083
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00063
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <FEFF005500740069006c006900730065007a00200063006500730020006f007000740069006f006e00730020006100660069006e00200064006500200063007200e900650072002000640065007300200064006f00630075006d0065006e00740073002000410064006f006200650020005000440046002000700072006f00660065007300730069006f006e006e0065006c007300200066006900610062006c0065007300200070006f007500720020006c0061002000760069007300750061006c00690073006100740069006f006e0020006500740020006c00270069006d007000720065007300730069006f006e002e0020004c0065007300200064006f00630075006d0065006e00740073002000500044004600200063007200e900e90073002000700065007500760065006e0074002000ea0074007200650020006f007500760065007200740073002000640061006e00730020004100630072006f006200610074002c002000610069006e00730069002000710075002700410064006f00620065002000520065006100640065007200200035002e0030002000650074002000760065007200730069006f006e007300200075006c007400e90072006900650075007200650073002e>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d002000650072002000650067006e0065007400200066006f00720020007000e5006c006900740065006c006900670020007600690073006e0069006e00670020006f00670020007500740073006b007200690066007400200061007600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002e>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


