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ABSTRACT This paper considers a single-input-multiple-output non-orthogonal multiple access enabled
vehicular communication system, and investigates its secrecy performance over time-selective fading and
channel estimation errors. We formulate two scenarios considering the decoding ability at eavesdropper, viz.,
1) Scenario I: when it has sufficient decoding capability, and 2) Scenario II: when its decoding capability can
be the same as the legitimate vehicles. Under such a realistic system setup, we derive the secrecy outage
probability (SOP) and ergodic secrecy capacity expressions for both legitimate vehicles and the overall
system under both Scenarios I and II over Nakagami-m fading channels. We then analyze the asymptotic
SOP limits of both legitimate vehicles under Scenarios I and II, by formulating cases based on the average
transmit signal-to-noise ratio and average channel gains associated with the main links and wiretap link.
From the asymptotic analysis under these cases, it is observed that both legitimate vehicles do not achieve
any secrecy diversity order even after leveraging the benefits of fading severity parameters and multiple
antennas. We also formulate several special cases of interest to reveal some more insightful information
about the system’s secrecy performance. Finally, we corroborate our analytical and theoretical findings via
simulation results.

INDEX TERMS Channel estimation errors, Nakagami-m fading channels, non-orthogonal multiple access
(NOMA), physical layer security, time-varying errors, vehicular communications.

I. INTRODUCTION
The rapid proliferation of autonomous vehicles enabled with
integrated communication and sensing capabilities has led to
a surge in lucrative intelligent transportation system (ITS)
applications [1], [2]. The ITS applications can offer better
on-road safety and traffic management, infotainment services,
vehicle platooning, and data services. Realizing the immense
potential of ITS applications, vehicle-to-vehicle (V2V) com-
munications form an integral part of fifth generation and be-
yond communication networks [3]. However, the dynamic and

decentralized communication framework, along with the mas-
sive connectivity requirements in V2V networks face various
challenges in the form of spectrum scarcity, estimating wire-
less channels, and security [4]. Recently, non-orthogonal mul-
tiple access (NOMA) technique has emerged as a potential so-
lution to achieve efficient spectrum utilization for V2V com-
munication networks [5], [6]. NOMA exploits power-domain
multiplexing at the transmitter side to superimpose multiple
user signals having power allocations in accordance to their
channel conditions, and transmit the resultant signal over the
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same time and frequency resources [7]. After that succes-
sive interference cancellation (SIC) technique is implemented
at the receiver side to decode the superimposed signal [8].
NOMA has been shown to outperform orthogonal multiple
access in terms of latency, data-rate, user fairness, and spec-
trum utilization [9]. However, the broadcast nature of wireless
channels make the transmitted information vulnerable to var-
ious security threats, such as jamming and eavesdropping.
The security concerns are further aggravated as the dynamic
and decentralized architecture of such networks bring several
challenges in implementing the traditional key-based cryptog-
raphy infrastructure at the upper layers [10], [11].

To this end, physical layer security (PLS) can be a promis-
ing solution to complement the existing cryptographic frame-
work. Operating independently of the existing key-based
security infrastructure, PLS exploits the inherent random be-
havior of the physical channel (multipath fading, interference,
propagation delay etc.) and uses various coding, signal de-
sign, and signal processing techniques to realize the key-less
secure transmissions [11], [12], [13]. Moreover, the wire-
less channels become time-varying due to vehicle’s mobility
(Doppler spread effect) and hence experience the time-varying
errors. Also, with time-varying channels, estimating the accu-
rate channel state information (CSI) becomes complex which
is an essential recipe to design reliable and secure commu-
nication schemes. However, the efforts to investigate PLS
performance of NOMA-enabled V2V communications con-
sidering the time-varying channel impairments, are scarce and
challenging. Accordingly, this paper investigates PLS per-
formance of a NOMA-enabled V2V communication system
under the joint impact of imperfect channel estimates and
nodes’ mobility.

A. RELATED WORKS
PLS performance for the power-domain NOMA-enabled
communication systems has been thoroughly investigated in
the literature [14], [15], [16], [17], [18], [19], [20], [21], [22],
[23], [24], [25], [26], [27], [28], [29], [30], [31], [32], [33],
[34], [35], [36], [37], [38], [39], [40]. Specifically, the au-
thors in [14] have investigated the ergodic secrecy capacity
(ESC) performance of NOMA systems over Rayleigh fading
channels. The authors in [15] have considered the outage
constraint to study the secrecy performance of a downlink
NOMA system under Rayleigh fading channels. Moreover,
the authors in [16] have studied the impact of imperfect
SIC on the security performance of NOMA systems. The
authors in [17] have studied the PLS performance of a large
scale network deployment scenario comprising randomly dis-
tributed users. Recently, the authors in [18] have analyzed the
security performance of NOMA-enabled Internet-of-Things
(IoT) network where the users have both delay-sensitive
and security requirements. The authors in [19] have stud-
ied the security performance of a NOMA network where a
trusted and an untrusted user are paired together. The au-
thors in [20] and [21] have considered the instantaneous
phase shifts associated with each user and Quality-of-Service

(QoS) constraints, respectively, to design a PLS scheme for
the NOMA systems. Furthermore, the authors in [22], [23],
[24] have proposed jamming based PLS schemes to enhance
the security of NOMA systems. Moreover, artificial noise
assisted PLS schemes were exploited to secure NOMA sys-
tems in [25], [26]. Moreover, the authors in [27], [28], [29],
[30] have exploited the benefits of antenna selection at the
base station to improve the secrecy performance of multiple-
input-single-output (MISO) NOMA-enabled communication
systems. Furthermore, the authors in [31] have proposed a
secure beamforming strategy for MISO NOMA systems. Re-
cently, the authors in [32] have designed a joint beamforming
and power allocation scheme under Rayleigh fading channels
to enhance the security of MISO NOMA system under multi-
ple eavesdroppers. Moreover, the authors in [33], [34], [35],
[36] have investigated the performance of MISO NOMA-
enabled wireless networks. Also, some efforts exist in the
literature to study the PLS performance of multiple-input-
multiple-output enabled NOMA systems [37], [38], [39]. The
authors in [40] have studied the secrecy performance of a
MISO-NOMA systems under cognitive radio framework.

Albeit, all the aforesaid works [14], [15], [16], [17], [18],
[19], [20], [21], [22], [23], [24], [25], [26], [27], [28], [29],
[30], [31], [32], [33], [34], [35], [36], [37], [38], [39], [40]
have considered non-vehicular scenario where the nodes are
stationary or fixed infrastructure. To take vehicular scenario
into account, the authors in [41], [42], [43], [44], [45], [46]
have put some positive efforts to investigate the performance
of NOMA-aided V2V systems but without considering PLS
framework. Also, these works did not adopt the time-varying
nature of V2V channels. Notably, the Doppler shift arising
from nodes’ mobility causes the channel to become time-
selective, and the estimation process of such time-selective
channels leads to channel estimation errors (CEE) in the
system. Therefore, it is important to consider these effects
while evaluating the performance of vehicular communica-
tion systems. Moreover, the authors in [47], [48], [49] have
analyzed the secrecy performance of NOMA-enabled V2V
systems but without taking the combined impact of nodes’
mobility and CEE. Recently, the authors in [44] and [50] have
considered the impact of CEE and the joint impact of nodes’
mobility and CEE, respectively, but they were restricted to
the non-security framework. In addition, the literature lacks
an evaluation of the secrecy performance of NOMA-enabled
V2V systems considering multi-antenna legitimate users and
eavesdropper. Thus, it is of great interest to consider the
impact of nodes’ mobility and CEE and benefits of multi-
antenna diversity while analyzing the PLS performance of
single-input-multiple-output (SIMO) NOMA-enabled V2V
communications.

B. MOTIVATION AND CHALLENGES
References [47] and [48] have studied PLS performance of
a full-duplex relay assisted NOMA V2V communication net-
works under Rayleigh and Nakagami-m fading channels, re-
spectively. Also, the authors in [49] have studied the intercept

VOLUME 4, 2023 73



JAISWAL ET AL.: PLS PERFORMANCE OF NOMA-AIDED VEHICULAR COMMUNICATIONS OVER NAKAGAMI-M TIME-SELECTIVE FADING CHANNELS

TABLE 1. Comparison of Proposed NOMA-Enabled V2V Communication System With the Related Works

probability performance of NOMA-enabled V2V systems un-
der cascaded Rayleigh channels. However, they executed their
analysis by considering time-invariant V2V links with perfect
CSI. On the contrary, V2V channels are time-selective and
experience imperfect channel estimates during the estima-
tion process. In addition, exploiting multiple antennas at the
end users can always aid in improving the signal reception
quality owing to the inherent multi-antenna diversity benefits.
Additionally, Table 1 presents the comparison between our
proposed work and the existing works to clearly highlight our
motivation and challenges toward conducting this important
and interesting study. Furthermore, Table 1 illustrates that
there is an absolute scarcity of literature putting efforts into
analyzing security performance of NOMA-enabled V2V com-
munications, which are briefly described as follows.
� Several works exist in the literature studying the per-

formance of NOMA-enabled vehicular communication
systems over cascaded fading channels, however, they
assumed the channel to be time-invariant.

� In addition, few works exist who have exploited the
benefits of multi-antenna diversity in NOMA-aided ve-
hicular communications, but they did not consider the
joint impact of nodes’ mobility and CEE under vehicular
scenario.

� Also, the PLS performance investigation in NOMA-
aided vehicular communications with multi-antenna di-
versity and combined effects of nodes’ mobility and CEE
is lacking.

In view of the aforementioned limitations, this work com-
prehensively develop an understanding of NOMA-aided V2V
communications by taking following into account; 1) physical
layer security aspects, 2) combined effects of nodes’ mobil-
ity and CEE, 3) multi-antenna legitimate and eavesdropper
vehicles, 4) different scenarios based on the eavesdropper de-
coding capability, and 5) Nakagami-m fading channels. Under
such a realistic system setup, it is to be emphasized that the
theoretical findings/insights of this paper are unique as they
are reported first time in the literature to examine PLS perfor-
mance for such NOMA-enabled V2V systems. Additionally,
the presented contributions lay the foundation for analyzing
PLS for the more generalized V2V communication systems
employing NOMA technology.

However, at the same time, such a analysis brings several
mathematical challenges which has significantly deterred re-
searchers from thoroughly and comprehensively investigating
this work in the literature. Under vehicular communications,
the channels associated with V2V links lead to time-varying
errors and CEE because of their time-selective (i.e., rapidly
time-varying) behavior, and hence cannot be ignored while
analyzing the PLS performance of considered SIMO NOMA-
aided V2V communication systems. Such a consideration
alongwith Nakagami-m fading channels and different cases of
eavesdropper decoding capability impose several mathemat-
ical complications while deriving the analytical expressions
for the performance measures under investigation. The ana-
lytical complexity is further aggravated with the introduction
of multiple antennas at the user vehicles and eavesdropper. It
is also stressed that the analytical expressions employ some
numerical integration methods to simplify intractable integra-
tion, whose convergence depends upon the various involved
system/channel parameters. However, the proposed analytical
framework requires rigorous mathematical steps but they can
be easily applied to study the PLS performance of NOMA-
aided V2V systems in practical setup. Therefore, existing
analytical frameworks cannot be directly incorporated into the
considered system, and to the best of authors’ knowledge,
this is the first work which comprehensively and thoroughly
investigates the PLS performance of SIMO NOMA-enabled
V2V communication systems under the joint consideration of
nodes’ mobility and CEE over Nakagami-m fading channels.

C. CONTRIBUTIONS
From the above discussion and Table 1, we can conclude that
there is a lack of understanding in investigating the perfor-
mance of NOMA-enabled V2V communication networks by
taking 1) PLS aspects, 2) combined effects of nodes’ mobil-
ity and CEE, 3) multi-antenna legitimate and eavesdropper
vehicles, and 4) Nakagami-m fading channels, into account.
Therefore, the unique analytical findings of this work involves
a lot of mathematical challenges and complications and lays
the foundation for analyzing the PLS performance of SIMO
NOMA-assisted V2V communication systems over more gen-
eralized and practical scenarios. In addition, we extend our
theoretical analysis according to the decoding capabilities of
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TABLE 2. Comparison of Proposed Work With Other Related Works From Different Eavesdropping Scenarios Viewpoint

eavesdropper, which is unique in the literature for the con-
sidered system setup. Accordingly, this paper considers a
secure downlink SIMO NOMA-enabled V2V communication
system, wherein a single-antenna legitimate source vehicle
S (acts as an access point) exploits power-domain NOMA
approach to securely share the information with two multi-
antenna vehicles Vn (near vehicle) and V f (far vehicle) in
the presence of a multi-antenna eavesdropper vehicle E. We
specifically consider two cases for E based on its decoding
capability1, i.e., 1) Scenario I: E has sufficient decoding capa-
bility, and 2) Scenario II: E’s decoding capability is similar to
the decoding capability available at V f and Vn. For such a re-
alistic system setup, we deduce the secrecy outage probability
(SOP), asymptotic SOP, and ergodic secrecy capacity (ESC)
expressions in the presence of nodes’ mobility and CEE over
Nakagami-m fading. We also formulate some special cases
of interest to get some additional insights about the system’s
secrecy performance. The key contributions are summarized
as follows.

1) By modeling time-varying behavior of V2V channels
via first-order auto-regressive process and CSI via linear
minimum mean square error estimation method, we de-
duce the instantaneous end-to-end signal-to-noise ratios
(SNRs)/signal-to-interference-noise ratios (SINRs) by
employing maximum ratio combining (MRC) scheme
at both the legitimate vehicles and eavesdropper vehicle
under Scenarios I and II.

2) Based on the deduced instantaneous SNRs/SINRs under
joint modeling of nodes’ mobility and CEE and con-
sidering Nakagami-m fading distribution, we derive the
SOP expressions for the user vehicles V f , Vn, and over-
all system under both Scenarios I and II. Specifically,
the obtained SOP expressions can help in quantifying
PLS performance of the individual legitimate vehicles
and overall system, and also provides a direction to
understand the implications of various system/channel

1Note that in this work, we consider two scenarios for eavesdropper’s de-
coding capability, i.e., Scenario I: when E has sufficient decoding capability,
and Scenario II: when E’s decoding capability is same as the near and far user
vehicles, to comprehensively evaluate PLS performance of the considered
NOMA-enabled V2V systems. Moreover, in the context of eavesdropper
decoding capabilities, we present a Table 2 to clearly highlight the differences
between the proposed work and the other related works.

parameters on the system’s security performance
behavior.

3) For both Scenarios I and II, we also present the asymp-
totic SOP analysis for V f and Vn in the presence of
time-varying errors and CEE over Nakagami-m fading
channels. For the asymptotic SOP investigations, we
consider three different cases of interest; i.e., 1) Case
1: when the average transmit SNR goes to infinity, 2)
Case 2: when the average channel gains associated with
the legitimate links go to infinity, while the average
channel gain of the wiretap link is fixed, and 3) Case
3: when the average channel gains of both legitimate
and eavesdropper links approaches infinity. From this
analysis, we reveal some important observations into
the system’s secrecy diversity order. It is observed that
the secrecy diversity order is zero in all three cases,
which is mainly due to the negative impacts of CEE and
time-varying errors.

4) We also particularize some practical cases of interest;
viz., 1) when all the nodes are mobile with perfect
channel estimates (i.e., no CEE), 2) when all the nodes
are static with imperfect channel estimates, and 3) when
all the nodes are static with perfect channel estimates,
and analyze the SOP performance of the considered
system. The SOP analyses for V f and Vn under these
cases (except the analysis for Vn under static nodes
with perfect channel estimates scenario) show that the
nodes’ mobility and imperfect channel estimates have a
detrimental impact on the system’s secrecy performance
and degrade it by introducing a secrecy floor in the SOP
curves which results into a zero secrecy diversity order.
However, the asymptotic analysis for Vn for static nodes
with perfect channel estimates reports that a secrecy
diversity order of mnNn can be achieved, where mn is
the fading severity parameter for S → Vn link and Nn is
the number of antennas at Vn.

5) For both Scenarios I and II, we further deduce the novel
closed-form exact and approximate ESC expressions for
the legitimate user vehicles and the overall system under
the combined impact of nodes’ mobility and imperfect
channel estimates over Nakagami-m fading channels. It
is seen that the proposed approximate expressions are in
well agreement with the exact results.
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6) Lastly, we corroborate our analytical findings via nu-
merical and simulation results. We also reveal several
important conclusions on the system’s secrecy perfor-
mance by quantifying the impact of system/channel
parameters, such as, correlation parameters/relative
nodes’ speed, fading severity parameters, CEE, time-
varying errors, on the SOP and ESC performance for
the considered SIMO NOMA-enabled V2V communi-
cation systems, under Scenarios I and II.

D. ORGANIZATION
The remainder of this paper is organized as follows. Sec-
tion II describes our considered network setup alongwith the
statistical analysis of the SINRs/SNRs at the legitimate and
eavesdropper vehicles. Sections III and IV provide the exact
SOP and asymptotic SOP expressions, respectively, for both
V f and Vn under Scenarios I and II. We also provide some
practical cases of interest on the SOP analysis in Section V.
Further, the exact and approximate ESC expressions for both
V f and Vn under Scenarios I and II are derived in Section VI.
In Section VII, we present numerical and simulation results,
followed by conclusions in Section VIII.

Notations: E[·] denotes the expectation operator, [·]T

denotes transpose operation, and [·]H denotes conju-
gate transpose operation. | · | and || · || represent abso-
lute value and Frobenius norm, respectively. FX (x) and
fX (x) denote the cumulative distribution function (CDF)
and the probability density function (PDF) of a random
variable (RV) X . �(x) is the complete Gamma func-
tion [51, Eq. (8.310.1)], �(n, x) is the upper incom-
plete Gamma function [51, Eq. (8.350.2)], ϒ(n, x) is the
lower incomplete Gamma function [51, Eq. (8.350.1)], and
Gm,n

p,q (x
∣∣a1,...,ap

b1,...,bq
) is the Meijer-G function [51, Eq. (9.301)].

�(a, b; z) denotes the tricomi confluent hypergeometric
function [51].

II. SYSTEM AND CHANNEL MODELS
We consider a secure downlink SIMO NOMA-assisted
V2V communication system as depicted in Fig. 1, where a
legitimate source vehicle S (acts as a vehicular access
point) exploits power-domain NOMA principle for sharing
confidential information with two legitimate user vehicles,2

V f and Vn, simultaneously over the same time and frequency
resources. Specifically, on the basis of distances of both
user vehicles from S, we classify V f and Vn as far user
vehicle (i.e., weak user vehicle) and near user vehicle (i.e.,
strong user vehicle), respectively. Moreover, we assume the
presence of a passive malicious user vehicle E in the vicinity
of S to overhear the confidential information intended for
V f and Vn, which brings security and privacy concerns into

2In this work, we consider a two-user vehicle NOMA system where the
vehicles are embedded with multiple antennas. Such a system has a significant
practical relevance [40], [54], [55]. For instance, multiuser superposition
transmission (MUST), is such a two user SIMO NOMA system already been
proposed in the Third Generation Partnership Project Long Term Evolution
Advanced (3GPP-LTE-A) standard [54].

FIGURE 1. System model for secure SIMO NOMA-aided V2V
communications.

the network. Also, all the nodes are assumed to operate in
half-duplex mode. In addition, we consider that S is equipped
with a single-antenna, while both the legitimate vehicles,
V f and Vn, and eavesdropper vehicle E are equipped with
N f , Nn, and Ne antennas, respectively. We assume the
multiple antennas at V f , Vn, and E to be uncorrelated as the
antennas are having a separation greater than half wavelength
and also the multi-antenna receiver vehicles in system are
experiencing a high azimuthal spread [52], [53]. Accordingly,
the channels for S → V f , S → Vn and S → E links are
SIMO V2V links, therefore, the channel vectors for these
links are denoted as hV f = [hV f ,1, hV f ,2, . . . , hV f ,N f ]T,
hVn = [hVn,1, hVn,2, . . . , hVn,Nn ]T, and hE = [hE,1, hE,2,

. . . , hE,Ne]T, respectively. Since all the nodes are in motion,
we can model the channel coefficients for all the associated
V2V links as frequency-flat time-selective independent and
non-identically distributed (i.ni.d.) Nakagami-m fading.3

Further, the noise at each receiver node is modeled as additive
white Gaussian noise (AWGN) with mean zero and variance
N0.

Using power-domain multiplexing, S allocates its total
transmit power PS for the transmission of information sym-
bols to both legitimate user vehicles according to their channel
conditions, and as a consequence, V f gets more power than
Vn. Specifically, PV f = βPS and PVn = (1 − β )PS are the
transmit powers of V f and Vn, respectively, such that PV f +
PVn = PS, where β is the power allocation coefficient with
β > 0.5. Therefore, the received signal vector at ı-th vehicle,
for ı ∈ {V f , Vn, E}, can be given as

Yı = hı

(√
PV f xV f + √

PVn xVn

)
+ nı, (1)

where xV f and xVn denote the information symbol of V f

and Vn, respectively. Also, nı = [nı,1, nı,2, . . . , nı,j]T, for

3Notably, several experimental studies have found Nakagami-m fading to
be a good and versatile fading model to mimic the static and small-scale
fading channel behavior in V2V communications [56], [57], [58].
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(ı, j) ∈ {(V f , N f ), (Vn, Nn), (E, Ne)} represent the AWGN
noise vector at the ı-th vehicle, whose individual elements are
modeled as CN (0, N0).

A. MODELING OF NODES’ MOBILITY AND CEE
To model the time-selective nature of the wireless links, we
use the first-order auto-regressive (AR1) process [59], and
consequently we can represent hı, for ı ∈ {V f , Vn, E} as

hı = ρıh̄ı +
√

1 − ρ2
ı hεı , (2)

where hı and h̄ı denote the observed channel gains
corresponding to the current transmission and immedi-
ately previous transmission, respectively. The vector hεı ∼
CN (0, �εı Iεı ), for ı ∈ {V f , Vn, E}, is the time-varying error
component for S → ı link. ρı ∈ [0, 1], for ı ∈ {V f , Vn, E},
denotes the correlation coefficient between h̄ı and hı, which

can be represented using Jake’s model as ρı = J0

(
2π fcvı

Rc

)
,

where vı represents the relative speed between the nodes S
and ı, R is the code rate, fc is the carrier frequency, c denotes
the speed of light, and J0(·) is the zeroth-order Bessel function
of the first kind [51].

Additionally, assuming linear minimum mean square error
estimation process, the estimated channel gain vector ĥı, for
ı ∈ {V f , Vn, E}, can be written as

h̄ı = ĥı + hδı , (3)

where hδı ∼ CN (0,�δı Iδı ) represents the channel estimation
error vector. Furthermore, substituting (3) into (2), we can ex-
press the actual channel vector hı, for ı ∈ {V f , Vn, E}, under
the joint consideration of nodes’ mobility and CEE as

hı = ρı
(
ĥı + hδı

) +
√

1 − ρ2
ı hεı

= ρıĥı + qı, (4)

where qı = ρıhδı + √
1 − ρ2

ı hεı with variance �qı = ρ2
ı �δı +(

1 − ρ2
ı

)
�εı .

B. INSTANTANEOUS END-TO-END SINR/SNR AT Vf AND Vn

Utilizing (4) into (1), the received signal vector at the ı-th user
vehicle, for ı ∈ {V f , Vn, E}, under the joint impact of nodes’
mobility and CEE, can be expressed as

Yı = ρıĥı

(√
βPSxV f +

√
(1 − β ) PSxVn

)
︸ ︷︷ ︸

superimposed information signal component

+
√

1 − ρ2
ı hεı

(√
βPSxV f +

√
(1 − β ) PSxVn

)
︸ ︷︷ ︸
time−varying error component (due to nodes′ mobility)

+ ρıhδı

(√
βPSxV f +

√
(1 − β )PSxVn

)
︸ ︷︷ ︸

CEE component

+ nı︸︷︷︸
AWGN

. (5)

Furthermore, we apply MRC scheme at the receiver to com-
bine the incoming signal components arriving at the multiple

antennas. Accordingly, we can express (5) as

Rı = WH
ı Yı

= ρıWH
ı ĥı

(√
βPSxV f +

√
(1 − β ) PSxVn

)
+

√
1 − ρ2

ı WH
ı hεı

(√
βPSxV f +

√
(1 − β ) PSxVn

)
+ ρıWH

ı hδı

(√
βPSxV f +

√
(1 − β ) PSxVn

)
+ WH

ı nı,

(6)

for ı ∈ {V f , Vn, E}, where Wı = ĥı
||ĥı|| is j × 1, for j ∈

{N f , Nn, Ne}, received beamforming vector corresponding to
ı-th terminal. Moreover, we also assume that the noise samples
across the different antennas are independent and can be rep-
resented via the covariance matrix Rnı as Rnı = E{nı,un∗

ı,v} =
N0Ij, for (ı, j) ∈ {(V f , N f ), (Vn, Nn), (E, Ne)}.

Next, the far (weak) user vehicle directly decodes its own
signal without applying the successive interference cancel-
lation (SIC) technique and considers the signal associated
with near (strong) user vehicle as interference, and hence the
instantaneous end-to-end SINR at V f can be given as

�V f =
βρ2

V f
γ X̂

(1 − β ) ρ2
V f

γ X̂ + γ�qV f
+ 1

. (7)

Moreover, the near user vehicle first detects the signal
pertaining to the far user vehicle and then applies the SIC
technique to decode its own message, and consequently the
instantaneous end-to-end SNR at Vn can be expressed as

�Vn = (1 − β ) ρ2
Vn

γ Ŷ

(1 − β ) γ�qVn
+ 1

, (8)

where X̂ = ||ĥV f ||2 �
∑N f

l=1 |ĥV f ,l |2, Ŷ = ||ĥVn ||2 �
∑Nn

l=1

|ĥVn,l |2, and γ = PS
N0

.

C. INSTANTANEOUS END-TO-END SINRs/SNRs AT E
Here, we first formulate two scenarios by considering the
decoding capability at E; 1) Scenario I: E has sufficient decod-
ing capabilities,4 and 2) Scenario II: E’s decoding capability
is same as the decoding capability of V f and Vn, and then
evaluate the SINRs/SNRs at E, in what follows.

1) SCENARIO I (E HAS SUFFICIENT DECODING CAPABILITY)
Herein, E has the ability to completely overcome the interfer-
ence to V f from Vn. Consequently, the SNRs at E for V f ’s

4Note that the consideration of E has sufficient decoding capability in-
dicates that E is equipped with powerful multi-user decoding capability to
fully decode every user’s information by exploiting the multi-user detection
techniques. Also, since E’s capabilities are often unknown, therefore, it is
reasonable to overestimate E’s multi-user decodability. In the literature, many
works have focused on PLS performance of NOMA systems under such as-
sumption (see [17], [27], [31] and the references therein), which motivates us
to adopt this scenario for investigating the PLS performance in our considered
NOMA-aided V2V communications.
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and Vn’s signals can be given, respectively, as

�EI
f
= βρ2

Eγ Ẑ

βγ�qE + 1
, (9)

�EI
n

= (1 − β ) ρ2
Eγ Ẑ

(1 − β )γ�qE + 1
, (10)

where Ẑ = ||ĥE||2 �
∑Ne

l=1 |ĥEl |2.

2) SCENARIO II (E HAS SAME DECODING CAPABILITY AS Vf

AND Vn)
Herein, E applies SIC to decode Vn’s signal. Accordingly, the
SINR at E (for V f ’s signal) and the SNR at E (for Vn’s signal)
can be expressed, respectively, as

�EII
f

= βρ2
Eγ Ẑ

(1 − β ) ρ2
Eγ Ẑ + γ�qE + 1

, (11)

�EII
n

= (1 − β ) ρ2
Eγ Ẑ

(1 − β ) γ�qE + 1
. (12)

Moreover, the capacities of legitimate vehicles and eaves-
dropper vehicle under Scenarios I and II can be expressed as
Ci = log2(1 + �i ), for i ∈ {V f , Vn, EI

f , EI
n, EII

f , EII
n }. Conse-

quently, the instantaneous secrecy capacity for V f and Vn can

be defined as C j
sec,V f

= max[CV f − C
E j

f
, 0] and C j

sec,Vn
=

max[CVn − C
E j

n
, 0], respectively, for j ∈ {I, II}.

D. STATISTICAL ANALYSIS OF SINRs/SNRs AT Vf , Vn, AND E
For Nakagami-m fading channel5 (say h), the cumulative dis-
tribution function (CDF) and the probability density function
(PDF) of the channel gains, i.e., |h|2, follow Gamma distribu-
tion with shape and scale parameters as m and �, respectively.
Moreover, it is to be noted that the summation of a large num-
ber of Gamma distributed random variables, i.e.,

∑L

=1 |h
|2,

results into a Gamma distribution with shape and scale param-
eters as mL and �, respectively. Following the above state-

ment, the CDF and PDF of X̂ = ||ĥV f ||2 �
∑N f

l=1 |ĥV f ,l |2,

Ŷ = ||ĥVn ||2 �
∑Nn

l=1 |ĥVn,l |2, and Ẑ = ||ĥE||2 �
∑Ne

l=1 |ĥEl |2
can be expressed as

Fj(y) = 1

�(mκNκ )
ϒ

(
mκNκ ,

mκ

�κ

y

)
, y > 0, (13)

fj(y) = 1

�(mκNκ )

(
mκ

�κ

)mκ Nκ

ymκ Nκ−1e− mκ
�κ

y
, y > 0, (14)

5Note that parameter m can take both integer and non-integer values.
When m is integer, the associated lower incomplete Gamma function can
easily be expanded into a finite summation of the exponential function and
power function, which then helps in obtaining the closed-form expressions for
performance metrics under investigation. However, integer m may limit the
application of Nakagami-m fading channel, but this is not a major restriction
as indicated in [60], [61]. Moreover, when parameter m takes a non-integer
value [62], [63], the associated lower incomplete Gamma function can be
realized in terms of infinite series summation, and hence the system per-
formance depends on the convergence of infinite series summation under
different parameters setting. In the context of this work, we only consider
positive integer values of parameter m.

respectively, where (j, κ ) ∈ {(X̂ , f ), (Ŷ , n), (Ẑ, e)}. Now,
with the aid of (13) and (14), we evaluate the CDFs corre-
sponding to the instantaneous SINRs/SNRs given in (7)–(12).
As such, we first deduce the CDFs of �V f and �Vn given in
(7) and (8), respectively, as per the below proposition.

Proposition 1: The CDFs of �V f and �Vn can be given,
respectively, as

F�V f
(y) =

⎧⎪⎪⎪⎨⎪⎪⎪⎩
ϒ

⎛⎜⎝m f N f ,
m f
� f

(
�qV f

+ 1
γ

)
y

ρ2
V f

(β−(1−β )y)

⎞⎟⎠
�(m f N f ) , y <

β
1−β

1, y ≥ β
1−β

,

(15)

F�Vn
(y)=

ϒ

(
mnNn,

mn
�n

(
(1−β )γ�qVn

+1
)

y

ρ2
Vn

(1−β )γ

)
�(mnNn)

, y > 0. (16)

Proof: With the aid of (7), the CDF of �V f can be ex-

pressed as F�V f
(y) = Pr

[
X̂ <

(�qV f
+ 1

γ )y

ρ2
V f

(β−(1−β )y)

]
. Now, simplifying

with the help of the CDF of X̂ presented in (13), we can easily
obtain (15). Likewise, we can get the CDF F�Vn

(y), as shown
in (16). �

Similar to Proposition 1, we can also derive the CDFs of
�EI

f
, �EII

f
, �EI

n
, and �EII

n
as per Proposition 2.

Proposition 2: The CDFs of �EI
f
, �EII

f
, �EI

n
, and �EII

n

under Nakagami-m fading channels can be expressed as

F�
EI

f
(y) =

ϒ
(

meNe,
me
�e

(βγ�qE +1)y

ρ2
Eβγ

)
�(meNe)

, y > 0, (17)

F�
EII

f
(y) =

⎧⎪⎨⎪⎩
ϒ

(
meNe,

me
�e

(
�qE + 1

γ

)
y

ρ2
E(β−(1−β )y)

)
�(meNe ) , y <

β
1−β

1, y ≥ β
1−β

,

(18)

F�
E j

n
(y)=

ϒ

(
meNe,

me
�e

(
(1−β )γ�qE +1

)
y

ρ2
E(1−β )γ

)
�(meNe)

, y > 0, (19)

where j ∈ {I, II}. The deduced CDFs in (15)–(19) will be ex-
ploited for analytical investigation of the considered system,
in what follows.

III. SECRECY OUTAGE PROBABILITY (SOP) ANALYSIS
This section analyzes the SOP performance for the considered
SIMO NOMA-enabled V2V communication system under
both Scenarios I and II by taking joint impact of nodes’ mobil-
ity and CEE into account over Nakagami-m fading channels.
The SOP quantifies the event probability when the instan-
taneous capacity difference between the ı-th legitimate user
vehicle, for ı ∈ {V f , Vn}, and eavesdropper vehicle E falls
below a predetermined secrecy target rate Rı. Accordingly,
we can mathematically express the SOP, for ı ∈ {V f , Vn} and
j ∈ {I, II}, as

P j
sec,ı = Pr

[
C j

sec,ı < Rı
]
. (20)
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Next, we deduce the analytical expressions of SOP for user
vehicles V f and Vn under Scenarios I and II.

A. SOP ANALYSIS UNDER SCENARIO I
Herein, we analytically derive the SOP expressions for V f ,
Vn, and overall system under Scenario I.

1) SOP OF Vf

Using (20), we can express the SOP of V f under Scenario I as

P I
sec,V f

(ηV f ) = Pr
[

1 + �V f

1 + �EI
f

< ηV f

]

= Pr
[
�V f < ηV f �EI

f
+ ηV f − 1

]
, (21)

where ηV f = 2
RV f denotes the preset secrecy threshold at V f .

Further, the SOP expression for V f can be evaluated as per the
below theorem.

Theorem 1: For Scenario I, the SOP expression of V f in
the presence of joint impact of nodes mobility and CEE over
Nakagami-m fading channels can be expressed as

P I
sec,V f

(
ηV f

)
=1−

N f m f −1∑
k=0

N∑
u=1

1

k!

π

N

(
ξ
2

)Neme

� (Neme)
e
−B1

(
ηV f

)

×
⎛⎝m f

(
�qV f

+ 1
γ

)
� f ρ

2
V f

⎞⎠k⎛⎝me

(
β�qE + 1

γ

)
�eβρ2

E

⎞⎠Neme

Au

(
ηV f

)
,

(22)

where ξ = 1
ηV f

(1−β ) − 1, tu = cos
(

(2u−1)π
2N

)
, ξu = ξ

2 (tu +
1), N denotes the number of summation terms,

Au(ηV f )=
√

1−t2
u (ηV f ξu + ηV f − 1)k (tu +1)Neme−1

(β − (1 − β )(ηV f ξu + ηV f −1))k
,

and B1(ηV f ) = m f

� f

⎛⎝ (�qV f
+ 1

γ
)(ηV f ξu+ηV f −1)

ρ2
V f

(β−(1−β )(ηV f ξu+ηV f −1))

⎞⎠
+

me(β�qE + 1
γ

)ξu

�eβρ2
E

.

Proof: See Appendix A for the detailed derivation. �
Remark 1: Following important remarks can be summa-

rized from this analysis.
1) The SOP expression presented in (22) mainly consists

of finite summation and elementary functions, which
can easily be evaluated by the help of Mathemat-
ica/Matlab computational software for various involved
channel/system parameters. In addition, the expression
consists of N order Gauss-Chebyshev quadrature series
expansion which converges quickly and rapidly, and
hence makes it for practical use. The convergence is
shown numerically in Section VII.

2) Under this analysis, the SOP depends on the trans-
mit SNR in terms of power functions and nega-

tive exponential function, i.e.,
(
�qV f

+ 1
γ

)k
(β�qE +

1
γ

)Neme e−B1(ξu ). When γ is small, the power terms
increase with varying k = 0 to N f m f − 1 and Neme,
while exponential term decreases with γ , and hence
results into a lower SOP. On the other hand, as γ grows
large, the terms may have the negligible impact of γ and
hence the SOP exhibits a saturation floor. This behavior
is further analytically elaborated in Section IV, and nu-
merically demonstrated in Section VII.

3) We can also observe that the SOP is significantly de-
pendent on � f , from which large � f results in lower
SOP because of the dominance of exponential term

e
−B1(ηV f

)
compared to

(
1

� f

)k
with varying k = 0 to

N f m f − 1. This behavior is also reported numerically
in Section VII. Similarly, we can analytically show the
impact of various other involved parameters, such as,
number of antennas, fading severity parameters, CEE,
time-varying errors, wiretap link’s channel quality, and
secrecy target rate, on the SOP performance.

2) SOP OF Vn

From (20), the SOP expression for the near user vehicle Vn

under Scenario I can be expressed as

PI
sec,Vn

(ηVn ) = Pr
[
�Vn < (ηVn�EI

n
+ ηVn − 1)

]
, (23)

where ηVn = 2RVn is the predefined secrecy threshold at Vn.
We can derive the novel analytical SOP expression for Vn in
accordance to the following theorem.

Theorem 2: The SOP expression of Vn for Scenario I under
both nodes’ mobility and CEE in the presence of Nakagami-m
fading channels can be expressed as

P I
sec,Vn

(ηVn ) = 1 −
Nnmn−1∑

r=0

r∑
p=0

1

r!

(
r

p

)(
mn

�nBVn

)r

× (ηVn )p (ηVn − 1)r−p

�(Neme)

(
me

�eBE

)Neme

× �(Neme + p)(
me

�eBE
+ mnηVn

�nBVn

)Neme+p e
− mn (ηVn −1)

�nBVn ,

(24)

where BVn = (1−β )ρ2
Vn

γ

1+(1−β )γ�qVn
and BE = (1−β )ρ2

Eγ

1+(1−β )γ�qE
.

Proof: See Appendix B for the detailed derivation. �
Remark 2: We can have the following key observations.
1) The SOP expression for the near user vehicle con-

sists of finite summation and can be evaluated easily
for involved channel/system parameters using Mathe-
matica software, and hence makes it for practical use.
Moreover, it can be observed that the SOP expression
is strongly dependent on transmit SNR γ in terms of
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power functions ( 1
γ

+ (1 − β )�qVn
)r with varying r =

0 to Nnmn − 1, ( 1
γ

+ (1 − β )�qE )Neme , and ( me
�eBE

+
mnηVn
�nBVn

)−Neme−p with varying p = 0 to r, and exponen-

tial function e
− mn (ηVn −1)

�nBVn . We can see that the impact
of γ on these terms will be negligible in the higher
regime of γ , and hence SOP saturates, as also reported
in Section VII.

2) Also, the SOP decays fast as �n increases because of the
dominance of the term ( 1

�n
)r ( me

�eBE
+ mnηVn

�nBVn
)−Neme−p,

with varying p = 0 to r and r = 0 to Nnmn − 1, as also
shown numerically in Section VII. In addition, SOP is
the function of (ηVn )p(ηVn − 1)r−p with ηVn = 2RVn

and varying p = 0 to r where r varies 0 to Nnmn − 1,
which implies that SOP increases as RVn increases.

3) The effects of other associated parameters, like, number
of antennas, fading severity parameters, CEE, time-
varying errors, and quality of eavesdropper link, on the
SOP performance can be obtained in a similar way.

3) OVERALL SOP
The overall SOP expression of the considered SIMO NOMA-
enabled V2V communication system under Scenario I can be
expressed as [17], [46]

P I
sec,System = 1 −(1− P I

sec,V f
(ηV f ))(1− P I

sec,Vn
(ηVn )), (25)

where P I
sec,V f

(ηV f ) and P I
sec,Vn

(ηVn ) are given in (22) and
(24), respectively.

B. SOP ANALYSIS UNDER SCENARIO II
Here, we derive the analytical SOP expressions for V f , Vn,
and the overall system under Scenario II.

1) SOP OF Vf

Using (20), the SOP of V f is given by

P II
sec,V f

(ηV f ) = Pr
[
�V f < ηV f �EII

f
+ ηV f − 1

]
, (26)

which can be further evaluated over Nakagami-m fading chan-
nels according to Theorem 3.

Theorem 3: Under Scenario II, the SOP expression for the
legitimate user vehicle V f under combined effect of nodes’
mobility and CEE can be expressed as

P II
sec,V f

(ηV f ) = 1 −
N f m f −1∑

s=0

M∑
w=1

1

s!

π

M
β

�(Neme)

(
ξ

2

)Neme

×
⎛⎝m f

(
�qV f

+ 1
γ

)
� f ρ

2
V f

⎞⎠s⎛⎝me

(
�qE + 1

γ

)
�eρ

2
E

⎞⎠Neme

Aw(ηV f ),

(27)

where ξw = ξ
2 (tw + 1), tw = cos

(
(2w−1)π

2M
)

, M denotes the

number of summation terms,

Aw(ηV f )= (1 − t2
w )

1
2 (ηV f ξw + ηV f − 1)s

(β − (1 − β )(ηV f ξw + ηV f − 1))s

× (tw + 1)Neme−1

(β − (1 − β )ξw )Neme+1
e
−B2(ηV f

)
,

and B2(ηV f )= m f

� f

( (
�qV f

+ 1
γ

)
(ηV f ξw + ηV f − 1)

ρ2
V f

(β − (1 − β )(ηV f ξw + ηV f − 1))

)

+
me

(
�qE + 1

γ

)
ξw

�eρ
2
E

(
β − (1 − β )ξw

) .
Proof: See Appendix C for the detailed steps. �

2) SOP OF Vn

Notably, the SNR at E under Scenario II remains identical
to Scenario I, therefore, the SOP of near user vehicle Vn is
similar to the SOP expression deduced in (24), and can be
expressed as

P II
sec,Vn

(ηVn ) = 1 −
Nnmn−1∑

r=0

r∑
p=0

1

r!

(
r

p

)(
mn

�nBVn

)r

× (ηVn )p (ηVn − 1)r−p

�(Neme)

(
me

�eBE

)Neme

× �(Neme + p)(
me

�eBE
+ mnηVn

�nBVn

)Neme+p e
− mn (ηVn −1)

�nBVn . (28)

Remark 3: The SOP expressions of V f in (27) and Vn

in (28) under Scenario II are presented in closed-form, and
hence making them practically efficient and effective for use.
Moreover, the impact of various channel/system parameters,
such as, number of antennas at legitimate and eavesdropper
terminals, fading severity parameters, CEE, time-varying er-
rors, transmit SNR, and quality of eavesdropper and legitimate
links, on the SOP performance under Scenario II can be
formulated and justified in the same manner as reported in
Remarks 1 and 2 for Scenario I.

3) OVERALL SOP
The overall SOP expression of the considered SIMO NOMA-
enabled V2V communication system under Scenario II can be
given as

P II
sec,System = 1− (1− P II

sec,V f
(ηV f ))(1− P II

sec,Vn
(ηVn )), (29)

where P II
sec,V f

(ηV f ) and P II
sec,Vn

(ηVn ) given in (27) and (28),
respectively.

IV. ASYMPTOTIC SOP ANALYSIS
In this section, we perform the asymptotic SOP analysis of the
legitimate user vehicles V f and Vn to obtain further insights
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on the achievable secrecy diversity order under both Scenarios
I and II. For the considered study, we model the variance of
time-varying error component as �εı = �δı + �κ , for (ı, κ ) ∈
{(V f , f ), (Vn, n), (E, e)}. To investigate the asymptotic SOP
analysis and secrecy diversity order, we consider three possi-
ble cases of interest:

1) Case 1: when the transmit SNR for V f (Vn) goes to
infinity, i.e., γ → ∞, In this case, the SNR improves
simultaneously at both legitimate vehicles and eaves-
dropper vehicle.

2) Case 2: when the channel quality of legitimate vehicles
is better than the eavesdropper’s channel quality, i.e.,
� f → ∞,�n → ∞ with �e as a fixed finite value.
Such a situation arises practically when the eaves-
dropper vehicle is far away from S compared to the
legitimate user vehicles.

3) Case 3: when the legitimate and eavesdropper vehi-
cles have same channel strengths, i.e., � f → ∞,�n →
∞,�e → ∞. Such a condition resembles to a situa-
tion where the legitimate and eavesdropper vehicles are
moving near to the source vehicle.

Further, it is important to note that under Case 3, the le-
gitimate vehicles V f and Vn under Scenarios I and II will
never be able to extract any secrecy diversity benefits, be-
cause all the legitimate and wiretap links experience strong
channel conditions and thereby observing a perfect eavesdrop-
ping. As such, in what follows, we present the asymptotic
SOP analysis under Case 1 and Case 2 for both Scenarios
I and II.

Moreover, the secrecy diversity order of ı-th legitimate
user vehicle, for ı ∈ {V f , Vn}, can be extracted from the
asymptotic analysis under Scenarios I and II by exploiting

the definition D
j
sec,ı = − lim

X→∞
log P̃ j

sec,ı
logX , for X ∈ {γ ,� f ,�n},

ı ∈ {V f , Vn}, j ∈ {I, II}, and P̃ j
sec,ı denotes the asymptotic

SOP of legitimate vehicles.

A. ASYMPTOTIC SOP ANALYSIS UNDER SCENARIO I
1) ASYMPTOTIC SOP ANALYSIS OF Vf

Here, we present the asymptotic SOP analysis for far user
vehicle V f for Cases 1 and 2 under the joint impact of nodes’
mobility and CEE in the presence of Nakagami-m fading.

Case 1: When transmit SNR approaches infinity, i.e., γ →
∞, we can approximate the instantaneous SINR and SNR

in (7) and (9) as �V f ≈ βρ2
V f

X̂

(1−β )ρ2
V f

X̂+�qV f

and �
EI

f
≈ ρ2

EẐ
�qE

, respec-

tively. Now, invoking these approximated SINR and SNR into
(21) along with the distributions of X̂ and Ẑ , and after some
simplifications, we can express the asymptotic SOP of far user
vehicle V f as

P̃ I,Case 1
sec,V f

(ηV f ) = 1 −

(
me�qE
�eρ

2
E

)Neme

�(Neme)

N f m f −1∑
k=0

1

k!

(m f �qV f

� f ρ
2
V f

)k

×
∫ ξ

0

(ηV f x + ηV f − 1)kxNeme−1e−B3(x)

(β − (1 − β )(ηV f x + ηV f − 1))k
dx,

(30)

where B3(x) = m f
� f

( �qV f
(ηV f

x+ηV f
−1)

ρ2
V f

(β−(1−β )(ηV f
x+ηV f

−1))

)
+ me�qE

�eρ2
E

x and ξ =
1

ηV f
(1−β ) − 1. The integral in (30) seems intractable due to its

complicated form, therefore, it can be simplified by applying
the Gauss-Chebyshev quadrature [66, Eq. (25.4.38)] numeri-
cal method to express P̃ I,Case 1

sec,V f
(ηV f ) as

P̃ I,Case 1
sec,V f

(ηV f ) = 1 −

(
me�qE
�eρ

2
E

)Neme

�(Neme)

N f m f −1∑
k=0

N∑
u=1

1

k!

π

N

×
(m f �qV f

� f ρ
2
V f

)k (
ξ

2

)Neme

e−B3(ξu )Au(ηV f ),

(31)

where tu, ξu, and Au(ηV f ) are given in (22).
Remark 4: The following insights can be discussed from

the above analysis.
1) It can be seen from (31) that P̃ I,Case 1

sec,V f
(ηV f ) is inde-

pendent of transmit SNR, γ , which indicates that the
achievable secrecy diversity order for V f is zero un-
der the high SNR regime, γ → ∞. Such a behavior is
expected as the transmit SNR at legitimate vehicle and
eavesdropper vehicle improves by the same factor.

2) Also, one can easily observe that the SOP significantly
depends on the quality of the wiretap channel �e, and
hence because of the ( 1

�e
)Neme function, the SOP attains

its maximum when �e is very large. Mathematically,
P̃ I,Case 1

sec,V f
(ηV f ) = 1 for �e → ∞. This behavior is also

depicted numerically in Section VII.
Case 2: In this case, we consider � f → ∞ and �e has

some finite fixed value. To proceed, we first apply the well
known approximation ϒ(β, x) ≈

x→0

xβ

β
into (15) so as to ob-

tain the approximate CDF expression of the SINR at V f ,

i.e., F�V f
(y) ≈ 1

�(m f N f +1)

⎛⎜⎝ m f
� f

(
�qV f

+ 1
γ

)
y

ρ2
V f

(β−(1−β )y)

⎞⎟⎠
m f N f

. Then, invok-

ing this CDF along with the PDF of �EI
f

into (21) and

simplifying the integral via Gauss-Chebyshev quadrature nu-
merical method [66, Eq. (25.4.38)], and ignoring the higher
order infinitesimal terms for � f → ∞, we can express the
asymptotic SOP of V f as

P̃ I,Case 2
sec,V f

(ηV f ) = 1 −
ϒ

(
Neme,

me(β�qE + 1
γ )

β�eρ
2
E

ξ

)
�(Neme)

. (32)

Remark 5: From (32), we can have the following important
observations:

1) The expression presented in (32) is independent of � f ,
which indicates that the secrecy diversity order of V f
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under this case
(
� f → ∞ with fixed �e

)
is zero, as

also demonstrated in Section VII.
2) By applying the relation ϒ(n, x) = (n − 1)![1 −

e−x ∑n−1
k=0

xk

k! ] [51, Eq. (8.352.6)], we can rep-

resent (32) as P̃ II,Case 2
sec,V f

(ηV f ) = e
−

me(β�qE + 1
γ )

β�eρ
2
E

ξ

∑meNe−1
r=0

1
r!

(
me (β�qE + 1

γ )

β�eρ2
E

ξ

)r

. From which, we can see that

the SOP is directly proportional to (me )re
−

me (β�qE + 1
γ )

β�eρ2
E

ξ

,
but mainly dominated by the term (me)r with increasing
me parameter for varying r = 0 to meNe − 1, and hence
yields into a higher SOP. This is also shown numerically
in Section VII.

3) The SOP is also the direct function of

( 1
�e

)re
− me (β�qE + 1

γ )

β�eρ2
E

ξ

, which suggests that i) the

term ( 1
�e

)r decays with varying r = 0 to meNe − 1
as �e increases, and ii) the negative exponential

e
− me (β�qE + 1

γ )

β�eρ2
E

ξ

increases rapidly to a higher value with
increasing �e. Overall, the exponential term dominates
and hence the SOP increases as �e increases, also
reported numerically in Section VII.

4) Likewise, one can analytically observe the impact of
CEE, time-varying errors, number of eavesdropper an-
tennas, power allocation factor, threshold, and transmit
SNR on the SOP performance.

2) ASYMPTOTIC SOP ANALYSIS OF Vn

In what follows, we discuss the asymptotic SOP analysis
for near user vehicle Vn for Cases 1 and 2 under the com-
bined effect of nodes’ mobility and CEE in the presence of
Nakagami-m fading channels.

Case 1: Under the situation when γ → ∞, the SNRs at

Vn in (8) and E in (10) can be approximated as �Vn = ρ2
Vn

Ŷ
�qVn

and �EI
n

= ρ2
EẐ

�qE
, respectively. Further, invoking these into (23)

along with the CDF of Ŷ and the PDF of Ẑ , and carried out
the required integral by applying the identities ϒ(n, x) = (n −
1)![1 − e−x ∑n−1

k=0
xk

k! ] [51, Eq. (8.352.6)] and
∫ ∞

0 zne−μzdz =
�(n+1)
μn+1 [51, Eq. (3.351.3)], we can express the asymptotic SOP

expression of Vn for γ → ∞ as

P̃ I,Case 1
sec,Vn

(ηVn )= 1 −
Nnmn−1∑

r=0

r∑
p=0

1

r!

(
r

p

)(
mn�qVn

�nρ
2
Vn

)r

× (ηVn )p (ηVn − 1)r−p

�(Neme)

(
me�qE

�eρ
2
E

)Neme

× e
− mn�qVn

(ηVn −1)

�nρ2
Vn

× �(Neme + p)(
mn�qVn

ηVn

�nρ2
Vn

+ me�qE
�eρ

2
E

)Neme+p . (33)

Remark 6: From (33), we can see that the asymptotic SOP,
P I,asy

sec,Vn
(ηVn ), is independent of transmit SNR γ and hence Vn

achieves a zero secrecy diversity order. This behavior is due to
the improvement in SNR at both Vn and E by the same factor.
Moreover, because of the dominance of ( 1

�e
)Neme function,

the SOP reaches to its maximum when �e is very large,
and even can attain P̃ I,Case 1

sec,Vn
(ηVn ) = 1 when �e → ∞. This

deteriorating behavior of SOP is obvious because increasing
�e increases the eavesdropper’s chances of intercepting the
valid information.

Case 2: Under this case, we assume �n → ∞ with fixed
�e. Accordingly, we can have �εVn

= �δVn
+ �n ≈ �n and

consequently, we get �qVn
= ρ2

ı �δVn
+ (1 − ρ2

Vn
)�n. Fur-

ther, invoking these into (8) and simplifying for �n → ∞, we

can obtain the instantaneous SNR in (8) as �Vn ≈ ρ2
Vn

Ŷ

(1−ρ2
Vn

)�n
.

Then, invoking this into (23) along with the CDF of Ŷ with
the fact ϒ(β, x) ≈

x→0

xβ

β
and the PDF of �EI

n
, and then solving

the required integral via [51, Eq. (3.351.3)], we can obtain the
asymptotic SOP expression of Vn as

P̃ I,Case 2
sec,Vn

(ηVn )=

(
mn(1−ρ2

Vn
)

ρ2
Vn

)Nnmn

�(Nnmn + 1)�(Neme)

Nnmn∑
l=0

(
Nnmn

l

)
× (ηVn )l (ηVn − 1)Nnmn−l

× �(Neme + l )(
me
�e

(
(1−β )�qE + 1

γ

(1−β )ρ2
E

))l
. (34)

Remark 7: The following observations can be drawn from
this analysis.

1) We can see that (34) is independent of �n, which reflects
that Vn achieves a zero secrecy diversity order when
�n → ∞ with fixed �e.

2) The SOP expression is directly related to (ηVn )l (ηVn −
1)Nnmn−l for varying l = 0 to Nnmn, where ηVn = 2RVn ,
and hence the SOP increases as the target rate RVn in-
creases. This further implies that more power is required
to support the higher secrecy capacity.

3) In addition, the SOP expression is directly proportional
to (�e)l for varying l = 0 to mnNn, and hence the SOP
increases rapidly with increasing �e. This behavior is
expected because an improvement in the quality of the
wiretap channel strengthens the eavesdropper capability
to intercept the legitimate information and consequently
increases the SOP.

4) Likewise, the impact of other associated parameters,
such as, CEE, time-varying errors, number of antennas
at the near user vehicle and eavesdropper, fading sever-
ity parameters, and SNR, on the SOP performance.
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B. ASYMPTOTIC SOP ANALYSIS UNDER SCENARIO II
By following the similar approach as adopted in Scenario I
to evaluate the asymptotic SOP analysis for V f and Vn and
corresponding secrecy diversity orders, we can easily analyze
the asymptotic SOP and secrecy diversity orders for both le-
gitimate user vehicles, V f and Vn, under Cases 1 and 2. From
this analysis (the detailed derivations are skipped here for
brevity), we observe that both V f and Vn achieve zero secrecy
diversity order under formulated Cases 1 and 2, which is due
to the several factors, such as asymptotic SOP expressions
are not the function of average transmit SNR/average channel
gains of the legitimate links, CEE, and time varying errors.

V. SPECIAL CASES OF INTEREST
In this section, we present some important remarks by formu-
lating and elaborating some special cases of interest to reveal
further observations and insights upon the impact of different
channel/system parameters under the joint presence of nodes’
mobility and CEE on the system’s secrecy performance.

A. ALL MOBILE NODES WITH NO CEE
In this setting, we have ρı ∈ [0, 1] corresponding to nodes’
mobility and �δı = 0 (no CEE or perfect channel estimates),
for ı ∈ {V f , Vn, E}. Accordingly, we below present some key
remarks for both V f and Vn under Scenarios I and II.

1) Exact SOP expression: For all mobile nodes’
and assuming perfect channel estimates, we
can have �qı = (1 − ρ2

ı )�εı and �εı = �κ , for
(ı, κ ) ∈ {(V f , f ), (E, e)}, for the far user vehicle
V f . Now, invoking these into (22) for Scenario I
and into (27) for Scenario II, we can obtain the
analytical SOP expressions for the far user vehicle V f

under this setting. Likewise, we can get the analytical
SOP expressions for the near user vehicle Vn by
substituting �qı = (1 − ρ2

ı )�εı and �εı = �κ , for
(ı, κ ) ∈ {(Vn, n), (E, e)} into (24) for Scenario I and
into (28) for Scenario II.

2) Asymptotic SOP limit when γ → ∞: We can ex-
press the SOP asymptotic limit (when γ → ∞) for
the far user vehicle V f under Scenario I by in-
voking �qı = (1 − ρ2

ı )�εı and �εı = �κ , for (ı, κ ) ∈
{(V f , f ), (E, e)} into (31). Moreover, the SOP asymp-
totic limit for near user vehicle Vn under Scenario I can
be obtained by setting �qı = (1 − ρ2

ı )�εı and �εı =
�κ , for (ı, κ ) ∈ {(Vn, n), (E, e)}, into (33). Likewise,
one can also obtain the asymptotic SOP limit (when
γ → ∞) for V f and Vn under Scenario II.

Remark 8: Under this setting, we can note that the
SOP curves of both V f and Vn under Scenarios I and II
achieve a secrecy floor phenomenon, which is due to the
SOP expressions being independent of γ and the per-
formance is limited by time-varying errors introduced
by the nodes’ mobility, as also reported numerically in
Section VII.

3) Asymptotic SOP limit for � f ,�n→∞ with fixed �e:
The SOP asymptotic limits for V f and Vn when
� f ,�n → ∞ with fixed �e under Scenario I can be
expressed by substituting �qı = (1 − ρ2

ı )�εı and �εı =
�κ , for (ı, κ ) ∈ {(V f , f ), (Vn, n), (E, e)} into (32) and
(34), respectively. Similarly, we can obtain the SOP
asymptotic limits of V f and Vn for Scenario II under
this setting.

Remark 9: Notably, from this analysis, the SOP
curves for both legitimate user vehicles exhibit a satu-
ration floor even after they experience a better channel
quality than the wiretap channels. This is owing to
the dual impediments of time-varying errors and inter-
ference from the near user for V f , while due to the
impact of time-varying errors for Vn. Such a behavior
is demonstrated numerically in Section VII.

The analytical findings under this setting are further demon-
strated numerically in Section VII.

B. ALL STATIC NODES WITH CEE
In this setting, we have ρı = 1 (i.e., all nodes are station-
ary), and �δı 
= 0 (with CEE or imperfect channel esti-
mates), for ı ∈ {V f , Vn, E}. Under Scenarios I and II, we
can have the following observations for both legitimate user
vehicles.

1) Exact SOP expression: For all static nodes’ (i.e., ρı = 1)
with CEE, we can have �qı = �δı , for ı ∈ {V f , Vn, E}.
For far user vehicle V f , substituting �qı = �δı and ρı =
1, for ı ∈ {V f , E} into (22) for Scenario I and into (27)
for Scenario II, we can obtain the analytical SOP expres-
sions under this setting. Moreover, for near user vehicle
Vn, inserting �qı = �δı and ρı = 1, for ı ∈ {Vn, E} into
(24) for Scenario I and into (28) for Scenario II, we can
derive the SOP expressions.

Remark 10: From this analysis, we can conclude that
the SOP expressions of V f and Vn under both scenarios
become independent of time-varying errors and are lim-
ited by the CEEs. Hence, the SOP performance will be
negatively influenced by the CEE.

2) Asymptotic SOP limit when γ → ∞: For γ → ∞ under
Scenario I, substituting the modified relation �qı = �δı

and ρı = 1, for ı ∈ {V f , Vn, E}, into (31) and (33), we
can get the asymptotic SOP limits for V f and Vn, re-
spectively. Likewise, we can obtain the asymptotic SOP
limit (γ → ∞) for V f and Vn under Scenario II.

Remark 11: From these asymptotic limits, it is worth-
while to note that the SOP exhibits a saturation floor (no
diversity benefits) for V f and Vn under both Scenarios I
and II, even when they are independent of time-varying
errors. This saturation is because of the presence of
CEE.

3) Asymptotic SOP limit for � f ,�n→∞ with fixed �e:
The SOP asymptotic limit (when � f ,�n → ∞ with
fixed �e) under Scenario I for V f and Vn can be ob-
tained by substituting �qı = �δı and ρı = 1, for ı ∈
{V f , Vn, E}, into (32) and (34), respectively. Likewise,
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we can also get the SOP asymptotic limit for V f and Vn

under Scenario II.
Remark 12: We can reveal from this analysis that

the asymptotic limits for V f and Vn under both sce-
narios are independent of time-varying errors. However,
the system still achieves a zero secrecy diversity order,
which is owing to the presence of CEE and interference
for V f , and only CEE for Vn.

We also illustrate the theoretical findings under this setting
via numerical results in Section VII.

C. ALL STATIC NODES WITH NO CEE
Under this setting, we have ρı = 1 (i.e., static nodes) and
�δı = 0 (no CEE or perfect channel estimates), for ı ∈
{V f , Vn, E}. We next draw some key observations pertaining
to the SOP of V f and Vn for Scenarios I and II.

1) Exact SOP expression: By setting ρı = 1 and �qı = 0,
for ı ∈ {V f , Vn, E} into (22) and (24), we can easily
obtain the SOP expressions for V f and Vn, respectively,
for Scenario I. Likewise, invoking ρı = 1 and �qı = 0,
for ı ∈ {V f , Vn, E} into (27) and (28), we can also de-
duce the SOP expressions for V f and Vn, respectively,
under Scenario II.

2) Asymptotic SOP limit when γ → ∞:
� Utilizing ρı = 1 and �qı = 0, for ı ∈ {V f , E}, we

can express the instantaneous SNRs at V f in (7) and

E in (9) under Scenario I as �V f = βγ X̂
(1−β )γ X̂+1

and

�EI
f
= βγ Ẑ , respectively. Further, invoking these

into (21) along with the PDF of Ẑ and the CDF of
X̂ with the high SNR approximation (γ → ∞), i.e.,
ϒ(β, x) ≈

x→0

xβ

β
, and then simplifying the resultant

integral via Gauss-Chebyshev quadrature numerical
method [66, Eq. (25.4.38)], we can express the SOP
asymptotic limit (for γ → ∞) of V f as

P̃ I
sec,V f

(ηV f ) = 1 −
ϒ

(
Neme,

me
�eβγ

ξ
)

�(Neme)

+
(

meξ
2�eβγ

)Neme

�(Neme)

(
m f

γ� f

)N f m f

�(N f m f + 1)

π

N
N∑

u=1

e− meξu
�eβγ

×
√

1−t2
u (ηV f ξu+ηV f −1)N f m f (tu +1)Neme−1

(β−(1−β )(ηV f ξu + ηV f −1))N f m f
.

(35)

Following the same approach, we can also deduce the
SOP asymptotic limit of V f for Scenario II, which is
skipped here for brevity.

Remark 13: We can see from the SOP asymptotic
limit in (35) that the far user vehicle V f achieves zero
secrecy diversity order, even for the scenario where
all nodes are stationary and there is no CEE. This
is due to the reason that i) the improved benefits of

transmit SNR are equally exploited at V f and E, and
ii) the interference imposed on Vf from Vn.

� Furthermore, for the near user vehicle Vn with ρı = 1
and �qı = 0, for ı ∈ {Vn, E}, we can express the
instantaneous SNRs at Vn and E as �Vn = (1 −
β )γ Ŷ and �

E j
n

= (1 − β )γ Ẑ , respectively, for ı ∈
{Vn, E} and j ∈ {I, II}. Invoking these into the def-

inition of SOP, i.e., P̃sec,Vn (ηVn ) = Pr
[

1+�Vn
1+�

E j
n

<ηVn

]
,

and applying the high SNR (γ → ∞) approxima-
tion 1+x

1+y ≈ x
y , we can get P̃sec,Vn (ηVn ) ≈ Pr[ Ŷ

Ẑ
≤

ηVn ] = ∫ ∞
0 FŶ (ηVn z) fẐ (z)dz. Invoking the required

CDF and PDF and simplifying the integral, we can
express the SOP asymptotic limit (when γ → ∞) for
near user vehicle, Vn, under Scenarios I and II as

P̃sec,Vn (ηVn ) ≈
γ→∞ 1 −

(
me
�e

)Neme

�(Neme)

Nnmn−1∑
k=0

1

k!

×
(

mn

�n

)k

(ηVn )k �(Neme + k)(
mnηVn

�n
+ me

�e

)Neme+k
. (36)

Remark 14: From (36), some important obser-
vations are as follows: 1) we can see that the
SOP asymptotic limit of Vn is independent of γ .
This affirms the fact that Vn also fails to extract
any secrecy diversity benefits, and 2) for k = 0,
P̃sec,Vn (ηVn ) can be approximated as P̃sec,Vn (ηVn ) =
1 − 1

(1+ mn�eηVn
me�n

)Neme
≈ mnηVn Ne�e

�n
, from which we

can conclude that for fixed mn and ηVn ; i) SOP
increases with an increase in Ne and/or �e, as ex-
pected, and ii) SOP decays quickly as �n increases.

3) Asymptotic SOP limit for � f ,�n→∞ with fixed �e:
� By following the similar approach as adopted to ob-

tain the SOP asymptotic limit when γ → ∞, we can
get the asymptotic limit on the SOP performance of
V f when � f → ∞ with finite �e for Scenarios I and
II.

Remark 15: From this analysis, we can observe
that V f achieves a zero secrecy diversity order, even
when the associated average channel gain � f is bet-
ter than �e. This is due to the reason that the signal
received at V f is interfered by Vn.

� Furthermore, for Scenarios I and II, we can express
the SOP asymptotic limit of Vn when �n → ∞ for
fixed �e as

P̃sec,Vn (ηVn ) ≈
�n→∞

(
ηVn mn

�n

)Nnmn
(

me

�e

)Neme

× 1

�(Neme)(Nnmn)!

�(Nnmn + Neme)(
mnηVn

�n
+ me

�e

)Nnmn+Neme
.

(37)
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Remark 16: From (37), it is important to note that
1) the near user vehicle Vn can achieve a secrecy
diversity order of Nnmn for the case when �n → ∞
with fixed �e under the setting of static nodes and
perfect channel estimates, and 2) the SOP decaying
rate is mathematically fastened as �n increases be-

cause of the dominance of
(

1
�n

)Nnmn
function, as

also demonstrated in Section VII.
All the analytical findings obtained above are also corrobo-

rated via numerical results in Section VII.

VI. ERGODIC SECRECY CAPACITY (ESC) ANALYSIS
The secrecy capacity is the maximum rate below which legiti-
mate source and destination users can communicate securely.
The instantaneous secrecy capacity can be defined as the
difference between the channel capacities pertaining to the
legitimate link and the wiretap link, for κ ∈ { f , n} and j ∈
{I, II}, and can be expressed mathematically for the considered
system as [67]

C j
sec,Vκ

=
[
log2(1 + �Vκ ) − log2(1 + �

E j
κ
)
]+

, (38)

where [x]+ = max(x, 0). By averaging the instantaneous se-
crecy capacity over the distributions of the instantaneous
SNRs �Vκ and �

E j
κ
, we can express the ESC as

C
j
sec,Vκ

= E

[
C j

sec,Vκ
(�Vκ ,�E j

κ
)
]
. (39)

A. EXACT ESC ANALYSIS
Using (39), the ESC for both user vehicles under Scenarios I
and II can be expressed as

C
j,Exact
sec,Vκ

= 1

ln(2)

∫ ∞

0

F�
E j
κ

(y)

1 + y

(
1 − F�Vκ

(y)
)

dy, (40)

where κ ∈ { f , n} and j ∈ {I, II}.

1) EXACT ESC ANALYSIS UNDER SCENARIO I
Here, we provide the ESC analysis of both user vehicles V f

and Vn under Scenario I with joint impact of nodes’ mobility
and CEE over Nakagami-m fading channels.

a) ESC of V f : The ESC for V f under Scenario I using (40)
can be given as

C
I,Exact
sec,V f

= 1

ln(2)

∫ ∞

0

F�
EI

f
(y)

1 + y

(
1 − F�V f

(y)
)

dy. (41)

Invoking the CDF F�V f
(y) from (15) and the CDF F�

EI
f
(y)

from (17) into (41), we can express C
I,Exact
sec,V f

as

C
I,Exact
sec,V f

= 1

ln(2)

∫ β
1−β

0

1

1 + y

ϒ
(

meNe,
me
�e

(βγ�qE+1)y

ρ2
Eβγ

)
�(meNe)

×
⎛⎝1− 1

�(m f N f )
ϒ

⎛⎝m f N f ,
m f

� f

(
�qV f

+ 1
γ

)
y

ρ2
V f

(β − (1 − β )y)

⎞⎠⎞⎠ dy,

(42)

which can be further simplified by applying the transforma-
tion of variables y

β−(1−β )y = t and using the fact �(α) =
ϒ(α, x) + �(α, x), as

C
I,Exact
sec,V f

= 1

ln(2)

1

�(meNe)

1

�(m f N f )

∫ ∞

0

β

(1+t )(1+(1−β )t )

× ϒ

(
meNe,

me

�e

(βγ�qE + 1)

ρ2
Eβγ

βt

1 + (1 − β )t

)

× �

(
m f N f ,

m f

� f

(
�qV f

+ 1
γ

)
t

ρ2
V f

)
dt . (43)

The analysis of the above integral seems tedious
even after utilizing the series expansions ϒ(n, x) =
(n − 1)![1 − e−x ∑n−1

k=0
xk

k! ] [51, Eq. (8.352.6)] and

�(n, x) = (n − 1)!e−x ∑n−1
k=0

xk

k! [51, Eq. (8.352.7)], therefore,
we can simplify the required integral with respect to t by
applying the Gauss-Laguerre quadrature method [66], and

consequently the ESC C
I,Exact
sec,V f

can be expressed as

C
I,Exact
sec,V f

= 1

ln(2)

1

�(meNe)

1

�(m f N f )

U1∑
i=1

βwieti

(1 + (1 − β )ti )

× 1

(1 + ti )
ϒ

(
meNe,

me

�e

(βγ�qE + 1)

ρ2
Eβγ

× βti
1 + (1 − β )ti

)
�

(
m f N f ,

m f

� f

(
�qV f

+ 1
γ

)
ti

ρ2
V f

)
,

(44)

where ti is the i-th root of Gauss-Laguerre polynomial LU1 (t )
[66, Eq. (25.5.45)] and the weight wi is given by wi =

ti
(U1+1)2[LU1+1(ti )]2 .

Remark 17: From (44), we can have the following impor-
tant observations.

1) The ESC expression consists of elementary functions,
upper incomplete Gamma function, and lower incom-
plete function which can easily be evaluated for various
values of channel/system parameters with the aid of
Mathematica software package. In addition, the expres-
sion depends on the U1-order Gauss-Laguerre series
expansion that converges quickly, as shown numerically
in Section VII.

2) We can see that by applying the relation �(n, x) =
(n − 1)!e−x ∑n−1

k=0
xk

k! [51, Eq. (8.352.7)] into (44),
the ESC expression is directly related to the

(m f )re
− m f

� f

(
�qV f

+ 1
γ

)
ti

ρ2
V f , for r = 0 to m f Nf − 1, which

indicates that as m f increases the term (m f )r has more
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dominance than the exponential term, and hence results
into a better ESC performance. In addition, we can also
observe that when γ is very large, i.e., γ → ∞, the
ESC expression becomes independent of γ , and hence
achieve a saturation floor in the high regime of γ , as
also reported in Section VII.

3) Similarly, we can discuss several analytical observations
into the ESC performance against the various involved
system/channel parameters.

b) ESC of Vn: Utilizing the CDFs of �EI
n

from (16) and
�Vn from (19) into (40), the ESC of Vn under Scenario I can
be expressed as

C
I,Exact
sec,Vn

= 1

ln(2)

∫ ∞

0

1

1 + y

ϒ

(
meNe,

me
�e
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(1−β )γ�qE +1

)
y

ρ2
E(1−β )γ

)
�(meNe)

×
�
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y
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)
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dy. (45)

Now, by applying the series expansions ϒ(n, x) = (n −
1)![1 − e−x ∑n−1

k=0
xk

k! ] [51, Eq. (8.352.6)] and �(n, x) = (n −
1)!e−x ∑n−1

k=0
xk

k! [51, Eq. (8.352.7)], with some simplifica-

tions, we can express C
I,Exact
sec,Vn

as

C
I,Exact
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= 1

ln(2)
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(46)

where the integrations can be simplified by applying the
fact [64, Eq. (2.3.6.9)], and accordingly the ESC expression
for near user vehicle can be expressed as

C
I,Exact
sec,Vn

= 1

ln(2)
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(47)

Remark 18: From (47), we can see that the ESC expres-
sion include finite series terms with some elementary and
special functions, which can be evaluated for various set
of involved channel/system parameters by using Mathemat-
ica/Matlab computational software packages.

c) Overall ESC: We can express the overall exact ESC ex-
pression for the considered SIMO NOMA-assisted V2V com-
munication system under combined consideration of nodes’
mobility and CEE as

C
I,Exact
sec, overall = C

I,Exact
sec,V f

+ C
I,Exact
sec,Vn

, (48)

where C
I,Exact
sec,V f

and C
I,Exact
sec,Vn

are given in (44) and (47).

2) EXACT ESC ANALYSIS UNDER SCENARIO II
Here, we provide the ESC analysis of both user vehicles V f

and Vn under Scenario II in the presence of joint impact of
nodes’ mobility and CEE over Nakagami-m fading channels.

a) ESC of V f : By invoking the CDFs of �EII
f

from (18) and

�V f from (15) into (40), the ESC of V f under Scenario II can
be expressed as

C
II,Exact
sec,V f

= 1

ln(2)

∫ ∞
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⎞⎠ dy.

(49)

Now, following the similar approach as used to obtain the ESC
of the far user vehicle under Scenario I, we can obtain the ESC
expression for the far user vehicle V f under Scenario II as

C
II,Exact
sec,V f

= 1

ln(2)

1

�(meNe)

1

�(m f N f )

U2∑
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βwieti

(1 + ti )

× 1
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⎞⎠ . (50)
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TABLE 3. Difference Between Exact and Approximate Expressions for the Far User Vehicle Vf Under Scenario I

where ti is the i-th root of Gauss-Laguerre polynomial LU2 (t )
[66, Eq. (25.5.45)] and the weight wi is given by wi =

ti
(U2+1)2[LU2+1(ti )]2 .

Remark 19: The ESC expression can readily be evaluated
due to the involvement of finite summation imposed by Gauss-
Laguerre series expansion and the presence of lower and
upper incomplete Gamma functions.

b) ESC of Vn: As indicated by (19), the CDF of �E f under
Scenarios I and II are identical, therefore, the ESC expression
for the far near vehicle Vn under Scenario II is same as the
one derived for Scenario I. Accordingly, we can represent the
ESC expression of Vn for Scenario II as

C
II,Exact
sec,Vn

= 1

ln(2)
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�e
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(1 − β )γ�qE + 1

)
ρ2
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,

(51)

c) Overall ESC: We can express the overall exact ESC ex-
pression for the considered SIMO NOMA-assisted V2V com-
munication system under combined consideration of nodes’
mobility and CEE as

C
II,Exact
sec, overall = C

II,Exact
sec,V f

+ C
II,Exact
sec,Vn

, (52)

where C
II,Exact
sec,V f

and C
II,Exact
sec,Vn

are given in (50) and (51).
Remark 20: From the above exact ESC analysis performed

for both user vehicles under Scenarios I and II, it is observed
that the ESC expressions for V f under Scenarios I and II are
dependent on the Gauss-Laguerre series expansion, this is not
an issue since such series converges but require more compu-
tations to get the accurate results. In addition, the closed-form
ESC expressions for the near user vehicle Vn under Scenarios

I and II are heavily dependent on the finite summations and
tricomi confluent hypergeometric functions, which can easily
be evaluated but need more series computations as mnNn

and meNe increase. Next, we thus present approximate ESC
expressions for both user vehicles under Scenarios I and II,
which are quite tight with exact results for different set of
parameters, as also verified numerically in Fig. 9 and the
associated Tables 3–5 of Section VII.

B. APPROXIMATE ESC ANALYSIS
The approximate or conditional ESC can be given by averag-
ing the secrecy capacity C j

sec,Vκ
= log2(1 + �Vκ ) − log2(1 +

�
E j

κ
), if �Vκ > �

E j
κ
, over the distributions of �Vκ and �

E j
κ
,

for κ ∈ { f , n} and j ∈ {I, II}, as

C
j,Approx
sec,Vκ

= E
[
log2

(
1 + �Vκ

)] − E

[
log2

(
1 + �

E j
κ

)]
.

(53)

1) APPROXIMATE ESC ANALYSIS UNDER SCENARIO I
Herein, we present the approximate ESC expression for V f

and Vn under Scenario I for the considered system under the
joint impact of nodes’ mobility and CEE.

a) ESC of V f : The approximate ESC expression of V f un-
der Scenario I can be deduced in accordance to the following
theorem.

Theorem 4: The ESC expression of V f under nodes’ mo-
bility and CEE over Nakagami-m fading channels can be
given as

C
I,Approx
sec,V f

= CV f − CEI
f
, (54)

where

CV f = 1

ln(2)�(N f m f )

⎡⎣G1,3
3,2

⎛⎝ � f ρ
2
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m f

(
�qV f

+ 1
γ

)∣∣∣1−N f m f ,1,1

1,0
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−G1,3
3,2

⎛⎝ � f ρ
2
V f

(1 − β )

m f

(
�qV f

+ 1
γ

)∣∣∣∣1−N f m f ,1,1

1,0

⎞⎠⎤⎦ , (55)

CEI
f
= 1

ln(2)�(Neme)
G1,3

3,2

⎛⎝ �eβρ2
E

me

(
β�qE + 1

γ

)∣∣∣1−Neme,1,1

1,0

⎞⎠ .

(56)

Proof: See Appendix D for the detailed derivation. �
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b) ESC of Vn: The approximate ESC expression of near
user vehicle Vn is presented in Theorem 5.

Theorem 5: The analytical ESC expression of Vn in the
presence of nodes’ mobility and CEE over Nakagami-m fad-
ing channels can be expressed as

C
I,Approx
sec,Vn

= CVn − CEI
n
, (57)

where

CVn =
G1,3

3,2

(
�n(1−β )ρ2

Vn

mn

(
(1−β )�qVn

+ 1
γ

) ∣∣∣1−Nnmn,1,1

1,0

)
ln(2)�(Nnmn)

, (58)

CEI
n

=
G1,3

3,2

(
�e(1−β )ρ2

E

me

(
(1−β )�qE + 1

γ

) ∣∣∣1−Neme,1,1

1,0

)
ln(2)�(Neme)

. (59)

Proof: Using (53), we can express the ESC of Vn as

C
I,Approx
sec,Vn

= E
[
log2(1 + �Vn )

]︸ ︷︷ ︸
�CVn

−E

[
log2(1 + �EI

n
)
]

︸ ︷︷ ︸
�C

EI
n

. (60)

To evaluate CVn in (60), we first express it into its equiv-
alent integral form and then substituting the PDF of �Vn

along with the transformation ln(1 + z) = G1,2
2,2 (z|1,1

1,0) [65, Eq.
(01.04.26.0003.01)], and simplifying the resultant integral
via [51, (7.813.1)], we can obtain CVn as given in (58). Like-
wise, we can evaluate CEI

n
as shown in (59). �

Remark 21: Following important insights can be drawn
from above analysis.

1) It is seen from (54) and (57) that the ESC expressions
for V f and Vn under Scenario I consist two capacity
terms, which can be viewed as follows: i) CV f (CVn )
represents the contribution from source for far user vehi-
cle (near user vehicle), whereas 2) CEI

f
(CEI

n
) represents

the contribution from wiretapper for far user vehicle
(near user vehicle) under Scenario I.

2) Under high SNR regime, the ESC expressions become
independent of SNR, suggesting that the ESC perfor-
mance achieves an error floor for large SNR, as also
reported in Section VII. This behavior can also be vi-
sualized as the SNR at both eavesdropper and user
vehicles improve simultaneously. We further verified
this with the numerical analysis in Section VII.

c) Overall ESC: We can express the overall approximate
ESC expression for the considered SIMO NOMA-assisted
V2V communication system under the joint consideration of
nodes’ mobility and CEE as

C
I,Approx
sec, overall = C

I,Approx
sec,V f

+ C
I,Approx
sec,Vn

, (61)

where C
I,Approx
sec,V f

and C
I,Approx
sec,Vn

are given in (54) and (57).

C. APPROXIMATE ESC ANALYSIS UNDER SCENARIO II
This section presents the approximate ESC expressions for
V f and Vn under Scenario II by taking joint impact of nodes’
mobility and CEE into account over Nakagami-m fading.

a) ESC of V f : From (53), we can express the approximate
ESC expression for V f under Scenario II as

C
II,Approx
sec,V f

= E

[
log2(1 + �V f )

]
− E

[
log2(1 + �EII

f
)
]
.

(62)

Moreover, we can note that the first expectation term in (62)
is already derived and presented in (55). Whereas, the second
expectation term in (62) (say CEII

f
) can be given as

CEII
f

= 1

ln(2)

∫ ∞

0
ln(1 + y) f�

EII
f
(y)dy. (63)

Invoking the PDF of �EII
f

from (80) into (63) and solving

the resultant integral by following exactly the same steps as
used to deduce (55) in Theorem 4, we can obtain CEII

f
as

CEII
f
= 1

ln(2)�(Neme)
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2
E

me

(
�qE + 1
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1,0
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me

(
�qE + 1

γ

)∣∣∣∣1−Neme,1,1

1,0

⎞⎠⎤⎦ . (64)

Now, substituting the results obtained in (55) and (64) into
(62), the closed-form ESC for V f under Scenario II can be
presented as (65), shown at the bottom of the next page.

b) ESC of Vn: The ESC expression of Vn for Scenario II is
identical to the one deduced for Scenario I. Accordingly, we
can express the ESC for Vn under Scenario II as

C
II,Approx
sec,Vn

=
G1,3

3,2

(
�n(1−β )ρ2

Vn

mn

(
(1−β )�qVn

+ 1
γ

) ∣∣∣1−Nnmn,1,1

1,0

)
ln(2)� (Nnmn)

−
G1,3

3,2

(
�e(1−β )ρ2

E

me

(
(1−β )�qE + 1

γ

) ∣∣∣1−Neme,1,1

1,0

)
ln(2)� (Neme)

. (66)

Remark 22: Similar to Scenario I for the far and near user
vehicles, we can see from (65) and (66) that the ESC ex-
pressions for V f and Vn under Scenario II also consist two
capacity terms, which can be viewed as follows: i) CV f (CVn )
represents the contribution from source for far user vehi-
cle (near user vehicle), whereas 2) CEI

f
(CEI

n
) represents the

contribution from wiretapper for far user vehicle (near user
vehicle) under Scenario II. In addition, we can see as γ in-
creases, the ESC performances improve, but attain an error
floor in the high SNR regime because of the simultaneous
improvement in SNR at both both eavesdropper and user
vehicles, as also shown numerically in Section VII.
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c) Overall ESC: We can express the overall approximate
ESC expression for the considered system under the joint
impact of nodes’ mobility and CEE as

C
II,Approx
sec, overall = C

II,Approx
sec,V f

+ C
II,Approx
sec,Vn

, (67)

where C
II,Approx
sec,V f

and C
II,Approx
sec,Vn

are given in (65) and (66).
Remark 23: From the above approximate ESC analyses

carried out for V f and Vn under Scenario I and II, we can
observe that the ESC expressions mainly consist of Meijer-
G function which can efficiently be computed (with less
computational overhead than the exact ESC expressions) via
Mathematica computational software package. Furthermore,
it is clearly observed that the ESC performance is influ-
enced by various system/channel parameters and impacted
negatively by the nodes’ mobility and CEE. Moreover, it is
also important to mention that the deduced closed-form ESC
expressions presented for V f and Vn under Scenario I and
II under the joint impact of nodes’ mobility and CEE over
Nakagami-m fading channels are new.

VII. NUMERICAL RESULTS AND DISCUSSIONS
In this section, we verify our derived analytical findings for
the considered SIMO NOMA-assisted V2V communication
system with nodes’ mobility and CEE via MATLAB simula-
tions. For numerical investigations, we set N = M = 200 as
number of summation terms (beyond which there is no change
in the first three decimal places of the results) for Gauss-
Chebyshev series expansion to get accurate results. Also, we
model time-varying error variance as �εı = �δı + �κ , for
(ı, κ ) ∈ {(V f , f ), (Vn, n), (E, e)}, and assume (RV f ,RVn ) =
(0.1, 0.5) bps/Hz, β = 0.8, R = 9.6 kbps, fc = 1.9 × 109 Hz,
and c = 3 × 108 m/s, unless otherwise stated.

A. SECRECY OUTAGE PROBABILITY
Fig. 2 shows the SOP performance of V f and Vn as a function
of transmit SNR γ for different values of fading severity
parameters and number of antennas, under Scenarios I and II.
In particular, Fig. 2(a) and (b) illustrate the SOP performance
versus γ of V f and Vn, respectively, under various sets of
(m f , N f ) and (me, Ne) for V f and (mn, Nn) and (me, Ne)
for Vn. Here, we set �V f = 0 dB, �Vn = 10 dB, �e =
−5 dB, �δV f

= �δVn
= �δE = 0.01, and vV f = vVn = vE =

50 km/h.
Firstly, we can observe from these figures that the analytical

and simulation results match perfectly over the entire range

FIGURE 2. SOP performance versus γ (a) for Vf , and (b) for Vn, under
Scenarios I and II.

of γ , which validates the accuracy of our proposed analytical
study. Also, the asymptotic results match well with the exact
results in the medium-to-high SNR regime, and hence vali-
dating our derived asymptotic SOP expressions. In Fig. 2(a),
we can observe that the SOP performance of V f under both
scenarios first improves for low values of γ and then de-
grades in the low-to-medium regime of γ . This is owing to
the reason that as γ increases, the interference imposed by Vn

over V f increases which then dominates the SOP performance

C
II,Approx
sec,V f

= 1

ln(2)�(N f m f )

⎡⎣G1,3
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2
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⎞⎠−G1,3
3,2
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(
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×
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⎞⎠⎤⎦ . (65)
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FIGURE 3. SOP performance of the overall system by varying γ , under
Scenarios I and II.

of V f . Furthermore, we can also see that the SOP of V f

exhibits a secrecy floor in the medium-to-high SNR regime
owing to the involvement of the interference from Vn and
the presence of time-varying and channel estimation errors.
Also, from Fig. 2(a), it is observed that the SOP performance
of V f outperforms for Scenario II than that of Scenario I.
This is due to the reason that E under Scenario II has poorer
decoding capability than Scenario I. Further, in Fig. 2(b), the
SOP performance of near user vehicle Vn initially improves
as γ increases and then exhibits a saturation floor in the
medium-to-high regime of γ . This is due to the reason that the
reception capability of both Vn and E improve simultaneously
with the increase in γ . In addition, the time-varying error and
CEE also contribute in the secrecy floor phenomenon of the
SOP curves. Moreover, from Fig. 2(a) under both scenarios,
we can also see that as the value of m f and/or N f increases, the
SOP performance of far user vehicle V f enhances, however,
it degrades as me and/or Ne increases. This is because of the
reasons that; 1) as the value of fading severity parameter me

increases, the fading with the associated channel reduces, and
2) increasing number of antennas at E results into a better re-
ception quality. The similar observations can be made for near
user vehicle Vn. Additionally, we can see from both the figures
that the number of antennas has a more dominant impact on
the SOP performance than the fading severity parameters.

Fig. 3 depicts the overall system SOP performance versus
γ for various values of fading severity parameters and num-
ber of antennas for both Scenarios I and II, under the same
parameters setting adopted for Fig. 2. From Fig. 3, we can
see that the system SOP performance under both the scenarios
first improves for low values of γ and then degrades in low-
to-medium regime of γ . Further, the SOP performance of the
overall system achieves a saturation floor in medium-to-high
regime of γ . This is because of the reason that the SOP
performance of the considered system is bottleneck by the
far user vehicle V f . Moreover, the SOP performance of the
system improves as the fading severity parameters and/or the

FIGURE 4. SOP performance versus (a) �f for Vf , and (b) �n for Vn, under
Scenarios I and II.

number of antennas at the legitimate user vehicles increase.
On the contrary, this performance improvement degrades as
me and/or Ne increase. On the expected lines, the system
achieves better SOP performance under Scenario II compared
to Scenario I.

From Figs. 2 and 3, we can conclude that the SOP perfor-
mance of the user vehicles significantly deteriorated because
of i) the impact of CEE and time-varying errors, ii) the si-
multaneous improvement in γ at both user vehicles and E ,
and iii) the increase in fading parameter of E and/or number
of eavesdropper antennas at E . Also, SOP performance is
improved under Scenario II compared to Scenario I.

Fig. 4(a) and (b) demonstrate the impact of channel strength
of far user vehicle �V f and near user vehicle �Vn with fixed
�e, respectively, on their SOP performances for various val-
ues of fading severity parameters and number of antennas
under Scenarios I and II, when γ = 10 dB, �δV f

= �δVn
=

�δE = 0.01, and vV f = vVn = vE = 50 km/h. It can be seen
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FIGURE 5. SOP performance for the overall system versus �, under
Scenarios I and II.

from these figures that the exact results match perfectly with
the simulation results for entire range of �V f for V f and of
�Vn for Vn. Also, the asymptotic results are in well agreement
with the exact ones in medium-to-high �V f and �Vn regime.
As expected, the SOP performance of V f and Vn improve
as their associated fading severity parameters and number of
antennas increase. However, the SOP curves saturate in the
high �V f and �Vn regime, irrespective of m f , mn, N f , and
Nn. This is due to the joint impact of nodes’ mobility and
imperfect channel estimates, which force the SOP curves to
exhibit a saturation floor. Moreover, the SOP performance im-
provement observed for V f and Vn by increasing m f , mn, N f ,
and Nn can be further deteriorated when me and Ne increase.

From Fig. 4, we can conclude that the system does not
observe any secrecy diversity order even by varying � f (�n)
for fixed �e, which is generally achieved when the impact of
CEE and time-varying errors is ignored. This concludes that
the CEE and time-varying errors play key role in diminishing
the system’s secrecy diversity order.

In Fig. 5, we show the impact of legitimate channel strength
� (by setting �V f = 0.8 �, �Vn = �) on the SOP per-
formance of overall system under Scenarios I and II for
various fixed values of wiretap channel strength �e, when
γ = 10 dB, (m f , N f ) = (2, 1), (mn, Nn) = (2, 1), (me, Ne) =
(1, 1), �δV f

= �δVn
= �δE = 0.01, and vV f = vVn = vE =

50 km/h. We can observe from Fig. 5 that as the quality
of legitimate channel improves (i.e., � increases), the SOP
performance of overall NOMA-enabled V2V system for both
scenarios improves initially, and then achieves a saturation
floor in the medium-to-high regime of �, regardless of �e.
This is due to the negative effects of nodes’ mobility and
the presence of CEE. Moreover, the system performance is
also limited by the far user vehicle for whom the interference
from Vn increases with an increase in �. Furthermore, we can
observe that as �e increases the SOP performance of overall
system degrades, because an increase in �e improves the
wiretap channel quality significantly which in turn improves

FIGURE 6. SOP performance versus (a) �f for Vf , and (b) �n for Vn, for
various values of relative velocities.

the reception capability at E. As expected, the overall system
gives better SOP performance under Scenario II than Scenario
I due to the poorer decoding capabilities of E in Scenario II.

Fig. 5 concludes that �e (i.e., E’s channel quality) has
very serious impact on the system performance, even the SOP
performance deteriorates significantly irrespective of having
�ı >> �e, for ı ∈ { f , n}, with other fixed channel/system
parameters.

Fig. 6 depicts the impact of relative velocities of V f , Vn,
and E on the SOP performance. Specifically, we plot the
SOP curves for far user vehicle V f in Fig. 6(a) and for near
user vehicle Vn in Fig. 6(b), under various setting of relative
velocities (vV f for V f and vVn for Vn) by varying the average
channel strengths of V f and Vn. For this, we set �e = −5 dB,
γ = 20 dB, m f = mn = me = 1, N f = Nn = 2, Ne = 1, and
�δV f

= �δVn
= �δE = 0.1. From Fig. 6(a), we can observe

that as vV f increases the SOP performance of far user vehicle
V f decreases. Also, an increase in vE results in improving the
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FIGURE 7. Impact of channel estimation errors on the SOP performance
(a) for Vf , and (b) for Vn, under Scenarios I and II.

SOP performance of far user vehicle. Such a phenomenon can
be attributed to the fact that an increase in the relative velocity
causes the associated channel to becomes more time-selective.
Moreover, as also seen in the previous results, the SOP perfor-
mance of vehicle V f first improves in the low-to-medium � f

regime and then achieves a saturation floor in the high � f

regime. On the same lines, we can draw the similar conclu-
sions for the near user vehicle Vn. In addition, Fig. 6(a) shows
that V f achieves a better secrecy performance under Scenario
II than the Scenario I.

Fig. 6 concludes that a higher velocity of eavesdropper
vehicle is favorable for SOP improvement for legitimate user
vehicles, since E’s ability to intercept the legitimate informa-
tion is reduced as vE increases.

We demonstrate the impact of CEE, fading parameters,
and number of antennas on the SOP performance of V f in
Fig. 7(a) and Vn in Fig. 7(b), for both Scenarios I and II. We
set (RV f ,RVn ) = (0.5, 1) bps/Hz, γ = 10 dB, �V f = 0 dB,

FIGURE 8. SOP performance of Vf and Vn under the special scenario of all
static nodes with perfect channel estimates, when γ = 20 dB.

�Vn = 10 dB, �e = −5 dB, and vV f = vVn = vE = 50 km/h.
In Fig. 7(a) for both scenarios, we can see that as m f and/or Nf

increases for fixed values of me and Ne, the SOP performance
improves, however, as Ne increases the SOP performance re-
duces significantly, for all values of �δV f

. Moreover, as the
error variance �δV f

increases the SOP performance decreases,
irrespective of number of antennas and fading severity param-
eters. This shows that the CEE and channel/system parameters
associated with the wiretap link have detrimental impact of
the SOP performance. As expected, V f achieves a better SOP
performance under the Scenario II compared to Scenario I,
since E under Scenario II has poor decoding capability than
the Scenario I. Likewise, we can draw the similar observations
on the SOP performance for near user vehicle Vn in Fig. 7(b).

We can conclude from Fig. 7 that CEE has detrimental im-
pact on the SOP performance, even when the legitimate user
vehicles experience better fading conditions and/or exploit the
multiple antennas diversity.

In Fig. 8, we plot the SOP performance of far user vehi-
cle and near user vehicle by varying their average channel
strengths with fixed wiretap average channel gain under the
special scenario where all the nodes are static (i.e., vV f =
vVn = vE = 0 km/h, which results into ρV f = ρVn = ρE = 1)
with perfect channel estimates (i.e., �δV f

= �δVn
= �δE =

0). We can see from this figure that the SOP performance of
far user vehicle increases as m f and/or Nf increase, however
this performance improvement can be compromised when me

and/or Ne increase. Moreover, it is observed that the SOP
performance of V f saturates as � f increases for all sets of
{(m f , Nf ), (me, Ne)}, which is due to the impact of interfer-
ence imposed by Vn on V f . This is also analytically proved in
Section V-C. Furthermore, we can see from this figure that the
SOP performance of the near user vehicle Vn increases as �n

increases, irrespective of {(mn, Nn), (me, Ne)}. Interestingly,
we can verify the diversity order of mnNn for near user vehicle
Vn under various values of mn and Nn, as also analytically
reported in Section V-C.
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FIGURE 9. Exact and approximate ESC curves for both user vehicles under
Scenarios I and II.

It is to be concluded from Fig. 8 that under the scenario
when the system is free from time-varying errors and CEE
(i.e., nodes are static with perfect channel estimates), the
near user vehicle can achieve a full secrecy diversity order
of mnNn, as also proved analytically in (37). However, the far
user still fails to extract the secrecy diversity order owing to
the interference imposed by the near user vehicle.

B. ERGODIC SECRECY CAPACITY
Fig. 9 demonstrates the exact (represented by solid red line)
and approximate (represented by solid black line) ESC curves
for varying SNR for both near user and far user vehicles
under Scenarios I and II, by considering various values of
m f , N f , mn, Nn, me, and Ne, when �V f = 0 dB, �Vn = 10
dB, �e = −20 dB, �δV f

= �δVn
= �δE = 0.01, and vV f =

vVn = vE = 50 km/h. We also set U1 = U2 = 50 as number
of summation terms for the Gauss-Laguerre series expan-
sion in the exact ESC expressions to get the accurate results.
Specifically, Fig. 9(a) and (b) plot the exact and approximate
ESC curves for the far user vehicle under Scenario I and

Scenario II, respectively, whereas Fig. 9(c) shows the exact
and approximate ESC curves for near user vehicle under both
Scenarios I and II. We can observe from these figures that
our derived analytical approximate ESC results for both user
vehicles under Scenarios I and II are perfectly matched with
the derived analytical exact ESC results, which are further
validated by the simulation studies. This corroborates the
accuracy of the computationally efficient approximate ESC
expressions. In addition, we present Tables 3, 4, and 5 cor-
responding to Fig. 9(a), (b), and (c), respectively, for better
highlighting the difference between the exact ESC expression
and approximate ESC expression, which is very small for all
values of SNRs, under different sets of m f , N f , mn, Nn, me,
and Ne. In the subsequent figures, we show the impact of
various parameters on the ESC performances of far user and
near user vehicles under Scenarios I and II by utilizing the
derived analytical approximate expressions.

In Fig. 10, we investigate the ESC performance with respect
to γ for the legitimate user vehicles with different values
of fading severity parameters and number of antennas un-
der both Scenario I and II, when �V f = 0 dB, �Vn = 10
dB, �e = −20 dB, �δV f

= �δVn
= �δE = 0.01, and vV f =

vVn = vE = 50 km/h. Specifically, in Fig. 10(a), we show the
ESC of V f versus γ for different values of (m f , N f ) and
(me, Ne). From Fig. 10(a), we can see that the ESC of V f

under both scenarios first improves in low γ regime and then
degrades for low-to-medium γ . This is due to the reason that
as γ increases, the interfering signal component of Vn to V f

also increases. Further, we observe that the ESC curves under
both the scenarios saturate in the medium-to-high regime of
γ , because of the involved interference from Vn and the joint
impact of time-varying and channel estimation errors. We can
also make out that V f is able to achieve better ESC perfor-
mance under Scenario II than Scenario I as in the latter case E
has more powerful computational capability and can decode
the signals of both the legitimate user vehicles. Furthermore,
Fig. 10(b) plots the ESC of Vn versus γ for different values
of (mn, Nn) and (me, Ne). From the plots, it can be seen that
the ESC performance of Vn first improves as γ increases and
then exhibits a saturation behavior with γ . This is due to the
negative impact of nodes’ mobility and CEE.

Moreover, from Fig. 10(a) and (b) under both Scenarios I
and II, we can see that an increment in mı and/or Nı values
can yield into a better SOP performance of the ı-th vehicle Vı,
for ı ∈ { f , n}. This is owing to the reason that a higher value of
the fading severity parameter causes less severe fading and a
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TABLE 5. Difference Between Exact and Approximate Expressions for the Near User Vehicle Vn Under Scenarios I and II

FIGURE 10. ESC performance versus γ (a) for Vf , and (b) for Vn, under
Scenarios I and II.

better channel quality. Moreover, an increase in the number of
antennas at the receiver will generate better diversity coding
gains. On the same lines, the SOP performance degrades as
me and/or Ne increases for both the legitimate user vehicles
under both Scenarios I and II. It is also worth noticing that the
impact of number of antennas is more dominant on the SOP
performance than the fading severity parameters.

From Fig. 10, we can conclude that i) the joint negative
effects of nodes’ mobility and CEE, and ii) an improvement in
SNR at both user vehicles and E by same factor, force the ESC
to exhibit a saturation floor in the high SNR. Also, the increase

FIGURE 11. ESC performance versus (a) vVf
for Vf , and (b) vVn for Vn, under

Scenarios I and II.

in fading parameter and/or number of antennas pertaining to
E significantly affect the ESC performance.

In Fig. 11, we depict the ESC performance of V f and
Vn as a function of their respective relative velocities vV f

and vVn (in km/h) for different fixed values of eavesdrop-
per velocity vE, when γ = 10 dB, m f = mn = me = 1, N f =
Nn = Ne = 1, �V f = 0 dB, �Vn = 10 dB, �e = −10 dB,
and �δV f

= �δVn
= �δE = 0.01, for Scenario I and Scenario

II. Fig. 11(a) plots the ESC versus vV f performance of V f for
different values of vE, while Fig. 11(b) plots the ESC versus
vVn performance of Vn for different fixed vE. From both the
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FIGURE 12. Impact of CEE on the ESC performance of (a) Vf , and (b) Vn,
under Scenarios I and II.

figures, we can see that as the value of vV f (vVn ) increases, the
ESC performance of V f (Vn) degrades, under both Scenarios
I and II. This is because of the reason that an increasing
value of vV f (vVn ) also increases the time-selective nature of
the legitimate fading links. Moreover, we notice that as the
value of vE increases, the ESC performance of V f as well
as Vn improves. This is expected as with increasing vE, E’s
channel becomes more time-selective. Further, it can be seen
that the ESC performance of V f is better under Scenario II as
compared to Scenario I owing to poorer decoding capability
of E under Scenario II.

Fig. 12 illustrates the impact of CEE on the ESC perfor-
mance of legitimate user vehicles, when �V f = 0 dB, �Vn =
10 dB, �e = −20 dB, m f = mn = me = 1, N f = Nn = Ne =
1, and vV f = vVn = vE = 50 km/h. Specifically, Fig. 12(a)
and (b) plot the ESC versus γ performance over various fixed
values of �δV f

and �δVn
for legitimate user vehicles V f and

Vn, respectively. From both the figures, we can observe that as
the value of CEE increases, the ESC performance of both the
legitimate vehicles V f and Vn degrade, under both Scenario I
and II. Furthermore, from the plots in Fig. 12(a), we can see
that the ESC performance for V f under Scenario I underper-
forms than the Scenario II, because E ha sufficient decoding
capability in Scenario I.

From the above description, we can conclude that the ESC
performances of both user vehicles reduce with an increase in
i) velocity of the legitimate user vehicles in Fig. 11, and ii)
CEE associated with the legitimate user vehicles in Fig. 12,
irrespective of other system/channel parameters.

VIII. CONCLUSION
In this paper, we investigated the PLS performance of SIMO
NOMA-assisted vehicular communication system in the pres-
ence of nodes’ mobility and CEE over Nakagami-m fading
channels. Specifically, we derived the SOP and ESC expres-
sions for both legitimate vehicles and overall system under the
consideration of both Scenarios I and II formulated based on
the decoding capability of eavesdropper. We further evaluated
the asymptotic SOP expressions to report useful observations
into the system’s secrecy diversity order under three cases,
i.e., 1) Case 1: when γ → ∞, 2) Case 2: when � f ,�n → ∞
with fixed �e, and 3) Case 3: when � f ,�n,�e → ∞. It is
evident from this analysis that the secrecy diversity order of
the considered system becomes zero under Case 1 and Case
3, since these cases provide simultaneous improvement in
SNR (under Case 1) and average channel gain (under Case
3) at both legitimate user vehicles and eavesdropper vehicle,
irrespective of time-varying errors due to nodes’ mobility
and CEE. Whereas, the zero secrecy diversity order under
Case 2 is achieved due the impact of nodes’ mobility and
CEE. Moreover, we studied some important observations for
the exact SOP and its asymptotic limits under three special
cases of interest, i.e., 1) all mobile nodes with no CEE, 2) all
static nodes with CEE, and 3) all static nodes with no CEE.
It is observed from this analysis that the system’s secrecy
diversity order becomes zero for all cases, except under the
setting of all static nodes with no CEE for near user vehicle
where the secrecy diversity order of mnNn can be achieved.
Lastly, we verified our analytical and theoretical framework
via comprehensive numerical and simulation results, and
showed the impact of involved system/channel parameters on
the SOP and ESC performance of the considered network
setup.

APPENDIX A
PROOF OF THEOREM 1
We can express (21) into its equivalent integral form as

P I
sec,V f

(ηV f )=
∫ ∞

0
F�V f

(ηV f x + ηV f − 1) f�
EI

f
(x)dx, (68)
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which can further be expanded by invoking the CDF of �V f

from (15) as

P I
sec,V f

(ηV f )=
∫ ξ

0

ϒ

⎛⎝m f N f ,
m f
� f

(
�qV f

+ 1
γ

)
(ηV f

x+ηV f
−1)

ρ2
V f

(β−(1−β )(ηV f
x+ηV f

−1))

⎞⎠
�(m f N f )

× f�
EI

f
(x)dx +

∫ ∞

ξ

f�
EI

f
(x)dx, (69)

where the limit term ξ = 1
(1−β )ηV f

− 1 can be obtained

by simplifying ηV f x + ηV f − 1 ≶ β
1−β

. Then, by applying
the series expansion for lower incomplete Gamma function

ϒ(n, x), i.e., ϒ(n, x) = (n − 1)![1 − e−x ∑n−1
k=0

xk

k! ] [51, Eq.
(8.352.6)], and after some manipulations, we can express the
SOP, P I

sec,V f
(ηV f ), in (69) as

P I
sec,V f

(ηV f ) =
∫ ∞

0
f�

EI
f
(x)dx − J1, (70)

where J1 =
N f m f −1∑

k=0

1

k!

⎛⎝m f

(
�qV f

+ 1
γ

)
� f ρ

2
V f

⎞⎠k

×
∫ ξ

0

(ηV f x + ηV f − 1)k

(β − (1 − β )(ηV f x + ηV f − 1))k

× e

− m f
� f

⎛⎜⎝
(

�qV f
+ 1

γ

)(
ηV f

x+ηV f
−1

)
ρ2

V f
(β−(1−β )(ηV f

x+ηV f
−1))

⎞⎟⎠
f�

EI
f
(x)dx.

(71)

To simplify J1 in (71), we require the PDF of �EI
f
, which

can be obtained by differentiating (17) with respect to x and
can be given by

f�
EI

f
(x) =

(
me(β�qE + 1

γ )

�eβρ2
E

)Neme

�(Neme)
xNeme−1e

− me (β�qE + 1
γ )

�eβρ2
E

x
. (72)

Substituting (72) into (71), we can express J1 as

J1 =
N f m f −1∑

k=0

1

k!

⎛⎝m f

(
�qV f

+ 1
γ

)
� f ρ

2
V f

⎞⎠k

× 1

�(Neme)

(
me(β�qE + 1

γ
)

�eβρ2
E

)Neme

×
∫ ξ

0

(ηV f x + ηV f − 1)kxNeme−1

(β − (1 − β )(ηV f x + ηV f − 1))k
e−B1(x)dx,

(73)

where B1(x) = m f
� f

⎛⎜⎝
(

�qV f
+ 1

γ

)(
ηV f

x+ηV f
−1

)
ρ2

V f
(β−(1−β )(ηV f

x+ηV f
−1))

⎞⎟⎠+ me (β�qE + 1
γ )

�eβρ2
E

x. It

can be observed from (73) that the solution of the involved

integral in closed-form is very tedious and intractable to ob-
tain, therefore, we apply the Gauss-Chebyshev quadrature
numerical method [66, Eq. (25.4.38)] to evaluate a tractable
solution of J1 as

J1 =
N f m f −1∑

k=0

N∑
u=1

1

k!

π

N
(m f

(
�qV f

+ 1
γ

)
� f ρ

2
V f

)k (
ξ

2

)Neme

× 1

�(Neme)

(
me(β�qE + 1

γ
)

�eβρ2
E

)Neme

Au(ηV f ). (74)

Then, we substitute J1 from (74) along with the fact that∫ ∞
0 f�

EI
f
(x)dx = 1 into (70) to obtain the SOP, P I

sec,V f
(ηV f ),

as presented in (22).

APPENDIX B
PROOF OF THEOREM 2
We can express P I

sec,Vn
(ηVn ) in (23) into its equivalent integral

form as

P I
sec,Vn

(ηVn)=
∫ ∞

0
F�Vn

(ηVn x + ηVn − 1) f�
EI

n
(x) dx. (75)

To solve (75), we first substitute the CDF of �Vn from (16)

with the aid of relation ϒ(n, x) = (n − 1)![1 − e−x ∑n−1
k=0

xk

k! ]
[51, Eq. (8.352.6)] and the PDF of �EI

n
(can be obtained by

differentiating (19) with respect to x) into (75) with the use of
binomial expansion to obtain

P I
sec,Vn

(ηVn) = 1 −
Nnmn−1∑

r=0

r∑
p=0

1

r!

(
r

p

)(
mn

�nBVn

)r

× (ηVn − 1)r−p (ηVn )p

�(Neme)

(
me

�eBE

)Neme

× e
− mn (ηVn −1)

�nBVn

∫ ∞

0
x(Neme+p−1)

× e
−
(

me
�eBE

+ mnηVn
�nBVn

)
x

dx, (76)

and then with the help of the identity
∫ ∞

0 zne−μzdz = �(n+1)
μn+1 ,

we can simplify the integral in (76), and deduce the SOP
expression of Vn as presented in (24).

APPENDIX C
PROOF OF THEOREM 3
Expressing (26) into its equivalent integral form, we get

P II
sec,V f

(ηV f ) =
∫ ξ

0
F�V f

(ηV f x + ηV f − 1) f�
EII

f
(x)dx

+
∫ β

1−β

ξ

f�
EII

f
(x)dx. (77)

Further, by invoking the CDF of �V f from (15) with the
use of the identity [51, Eq. (8.352.6)], and applying the fact
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∫ β
1−β

0 f�
EII

f
(x)dx=1, we can express P II

sec,V f
(ηV f ) in (77) as

P II
sec,V f

(ηV f ) = 1 − J2, (78)

where J2 =
N f m f −1∑

s=0

1

s!

⎛⎝m f

(
�qV f

+ 1
γ

)
� f ρ

2
V f

⎞⎠s

×
∫ ξ

0

(ηV f x + ηV f − 1)s

(β − (1 − β )(ηV f x + ηV f − 1))s

× e

− m f
� f

⎛⎜⎝
(

�qV f
+ 1

γ

)
(ηV f

x+ηV f
−1)

ρ2
V f

(β−(1−β )(ηV f
x+ηV f

−1)

⎞⎟⎠x

f�
EII

f
(x)dx.

(79)

To simplify integral in J2, we first require to deduce the
PDF of �EII

f
which can be obtained by differentiating (18)

with respect to x as

f�
EII

f
(x) = 1

�(Neme)

⎛⎝me

(
�qE + 1

γ

)
�eρ

2
E

⎞⎠Neme

× βxNeme−1

(β − (1 − β )x)Neme+1
e
− me

(
�qE + 1

γ

)
�eρ2

E(β−(1−β )x)
x
. (80)

Invoking (80) into J2, we can obtain

J2 =
N f m f −1∑

s=0

1

s!

⎛⎝m f

(
�qV f

+ 1
γ

)
� f ρ

2
V f

⎞⎠s

β

�(Neme)

×
⎛⎝me

(
�qE + 1

γ

)
�eρ

2
E

⎞⎠Neme ∫ ξ

0

1

(β − (1 − β )x)Neme+1

× (ηV f x + ηV f − 1)sxNeme−1

(β − (1 − β )(ηV f x + ηV f − 1))s
e−B2(x)dx, (81)

where B2(x) = m f
� f

⎛⎜⎝
(

�qV f
+ 1

γ

)
(ηV f

x+ηV f
−1)

ρ2
V f

(β−(1−β )(ηV f
x+ηV f

−1))

⎞⎟⎠+ me
(
�qE + 1

γ

)
�eρ2

E(β−(1−β )x)
x.

Similar to (73), the closed-form expression of the integral
in (81) is intractable and tedious to obtain, therefore,
for tractability, we use the Gauss-Chebyshev quadrature
method [66, Eq. (25.4.38)] to simplify the integral in J2.
Then, substituting the result into (78), we get P II

sec,V f
(ηV f ) as

presented in (27).

APPENDIX D
PROOF OF THEOREM 4
From (53), we can express the ESC of V f as

C
I, Approx
sec,V f

= E

[
log2(1 + �V f )

]
︸ ︷︷ ︸

�CV f

−E

[
log2(1 + �EI

f
)
]

︸ ︷︷ ︸
�C

EI
f

.

(82)

where CV f can be expressed as

CV f = 1

ln(2)

∫ ∞

0
ln(1 + y) f�V f

(y)dy. (83)

To solve the integral in (83), we first evaluate the PDF of
�V f by differentiating (15) with respect to y as

f�V f
(y) = β

�(N f m f )

(
m f

� f

1

ρ2
V f

(
�qV f

+ 1

γ

))N f m f

× yN f m f −1

(β − (1 − β )y)N f m f +1 e
− m f

� f

(
�qV f

+ 1
γ

)
y

ρ2
V f

(β−(1−β )y)
.

(84)

Then, invoking f�V f
(y) from (84) into (83) followed by the

substitution y
β−(1−β )y = t and with some simplifications, we

can express (83) as

CV f = 1

ln(2)�(N f m f )

(
m f

� f

1

ρ2
V f

(
�qV f

+ 1

γ

))N f m f

×

⎡⎢⎣∫ ∞

0
ln(1 + t ) e

− m f

� f ρ2
V f

(
�qV f

+ 1
γ

)
t

tN f m f −1dt

−
∫ ∞

0
ln(1 + (1 − β )t ) e

− m f

� f ρ2
V f

(
�qV f

+ 1
γ

)
t

tN f m f −1dt

⎤⎥⎦ .

(85)

The above integrals can be evaluated by first ap-
plying the transformation ln(1 + z) = G1,2

2,2 (z|1,1
1,0) [65, Eq.

(01.04.26.0003.01)], and thereafter, simplifying the resultant
integrals with the aid of [51, Eq. (7.813.1)], to obtain CV f as
shown in (55).

Furthermore, we can express CEI
f

in (82) as

CEI
f
= 1

ln(2)

∫ ∞

0
ln(1 + y) f�

EI
f
(y)dy. (86)

By substituting the PDF of �EI
f

from (72) along with

the transformation [65, Eq. (01.04.26.0003.01)] into (86),
and simplifying the resultant integral with the help of [51,
Eq. (7.813.1)] to get CEI

f
as presented in (56).
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