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ABSTRACT The Metaverse envisions a future where immersive online interactions become the norm.
However, this vision can only be safely realized if user safety and privacy are prioritized. This review
critically evaluates existing user safety and security measures within the Metaverse. We have highlighted
the limited ability of existing solutions to protect against harassment, identity theft, and the misuse of
personal data collected in this environment. This research comprehensively analyzes user safety and
security dimensions within virtual worlds and presents a taxonomy to classify the unique threats and
vulnerabilities Metaverse users may encounter. This review reveals critical gaps, including the lack
of comprehensive security frameworks and balanced privacy-preserving models in virtual immersive
environments. In response, we propose a novel Metaverse Security Architecture designed with Zero-Trust
principles. This architecture prioritizes user control over data, identity, and experiences. It also emphasizes
proactive security measures to mitigate diverse potential harms in virtual worlds. Our research highlights
the critical importance of such robust, user-centric frameworks in enabling a Metaverse that is immersive,
safe, and secure for all its participants.

INDEX TERMS Data breaches and impersonation, identity theft, metaverse, privacy, user security, user
safety, user privacy, virtual worlds, zero-trust architecture.

I. INTRODUCTION

THE CONCEPT of the Metaverse offers an exciting
glimpse into the future of the Internet. It permits people

to engage in immersive virtual environments where they can
connect, socialize, collaborate, and have fun in creative and
unique ways. However, issues such as user safety, privacy,
and security can arise in these virtual worlds. Ball defines
the Metaverse as a “massively scaled and interoperable
network of real-time rendered 3D virtual worlds that can be
experienced synchronously and persistently by an effectively
unlimited number of users with an individual sense of pres-
ence, and with continuity of data, such as identity, history,
entitlements, objects, communications, and payments” [1].
The term ‘massively scaled’ refers to the massive reach and

connectivity of virtual worlds. These virtual worlds are not
restricted to individual virtual spaces. Instead, users can visit
different virtual worlds within a unified network. It is the
top priority to ensure user engagement and experiences in
virtual environments.
As users spend a lot of time in these digital environments,

a huge volume of private data might be created and
shared. This data contains information such as names and
locations of users. Apart from this, sensitive information
such as biometric data, behavior patterns, and even emotional
responses are collected by advanced sensors [2]. This
information becomes an easy target for malicious actors.
Problems such as identity theft, financial fraud, or social
exploitation can arise due to this [3].
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Moreover, the immersive nature of the Metaverse can
worsen the dangerous impact of issues such as harassment,
abuse, and cyberbullying. The Metaverse provides a degree
of anonymity to its users, which can reduce perceived social
constraints and encourage harmful behaviors. It amplifies
the psychological impact on victims despite the absence
of direct physical harm [4]. Additionally, the decentralized
structure of many Metaverse platforms complicates the task
of content moderation and law enforcement for users who
have suffered harm in these spaces. Since user adoption is
critical to the success of the Metaverse, ensuring that users
feel safe and secure within it is of paramount importance.
It is also important to safeguard assets and personal
information [5]. Metaverse users may face threats such as
viruses and cyber-attacks [6]. Instances of virtual property
theft and fraud involving assets are further complicating the
landscape. The absence of defined regulations for governing
the Metaverse is raising issues regarding user security and
legal frameworks [7].

Considering these challenges, user safety and security
are non-negotiable foundations upon which any successful
and sustainable Metaverse is built [8]. Users may rightfully
question their safety and privacy if robust safety and security
measures are not in place, which may limit the mainstream
adoption of these exciting technologies [9]. Therefore, a
critical analysis of the existing user privacy and security
issues is needed.
This review article aims to bridge this knowledge gap. A

taxonomy of risks and threats faced within virtual worlds
is presented, offering insight into the various ways users’
safety can be compromised. The effectiveness of existing
user security solutions is also critically evaluated. Areas have
been pinpointed where more robust and effective measures
are urgently needed. In response to the existing critical
gaps, we propose a novel Metaverse Security Architecture
designed with Zero-Trust principles, which emphasizes user-
centric control [10]. This paper aims to inspire researchers
and professionals to actively discover creative solutions to the
Metaverse’s emerging security challenges. The subsequent
sections will elaborate on these contributions in detail.

A. CONTRIBUTION
The main goal of this article is to focus on the security and
safety aspects concerning individual users in the Metaverse.
Towards this end, a detailed literature review has been carried
out, the state-of-the-art examined, and initial thoughts on the
creation of a robust security framework for the Metaverse
are articulated. Thus, the main contributions of this paper
are:

1) A taxonomy of security issues related to individual
users in the Metaverse is presented.

2) Existing work in the domain is consolidated, and open
issues concerning the security of individual users are
presented.

3) A Metaverse security framework based on Zero-Trust
Architecture (ZTA) principles is proposed to address
user safety and security within the Metaverse.

B. STRUCTURE OF THE PAPER
The remainder of the paper is organized as shown in
Figure 1: Section II discusses the motivation underlying the
need for research in user security and privacy, describing
real-world scenarios that highlight the existing threats.
Section III tackles security issues related to individual users
in the Metaverse, where the taxonomy for user security and
privacy is presented and discussed. Section IV highlights
existing research contributions on user security and privacy
issues in the Metaverse. Open challenges in securing users
in immersive virtual worlds are thoroughly discussed. In
Section V, a novel Metaverse security architecture based
on zero-trust principles is outlined. Finally, Section VI
concludes the paper and suggests future directions for
research in this important domain.

C. RESEARCH METHODOLOGY
We conducted this review following the PRISMA guide-
lines [11] by performing a thorough search to select research
articles from various electronic databases, including Web of
Science, Scopus, IEEE Xplore, and the ACM Digital Library.
This study includes articles published between 2012 and
2023, all of which are available through openly accessible
Web indexes that list the full content or metadata of academic
writings [12]. The articles were selected using the query:
((Metaverse) AND (security OR privacy OR safety OR
threat) AND (user safety OR user security OR cyberbullying
OR harassment)). The systematic selection of the research
studies is detailed in Figure 2.

II. BACKGROUND & MOTIVATION
The emergence of the Metaverse introduces security chal-
lenges that cannot be neglected. It is vital to address
these challenges to create a robust environment for users,
ensuring the Metaverse’s long-term success and widespread
acceptance. The prevalence of attacks on users in the early
iterations of the Metaverse has highlighted the need for
providing foolproof guarantees of user safety. These issues
are highlighted through several case studies below:

A. CASE STUDIES
The frequency of security issues in virtual worlds is not
yet fully understood. There is increasing evidence indicating
that these environments can indeed compromise user safety
and overall welfare [8]. Recent studies, discussed in news
articles about online gaming harassment, shed light on an
increasing pattern of online harassment and abuse in virtual
worlds. This shows the urgent need for implementing user-
centric security protocols in these virtual realms [13]. This
section provides insights into real-world security challenges
faced by users, conducting a comprehensive analysis based
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FIGURE 1. Structure of the paper.

on the numerous instances outlined in the articles [14], [15].
Details of these incidents are presented in Table 1. The high-
lighted incidents emphasize the importance of establishing a
virtual environment that is secure, respectful, and inclusive

for all users. Tracking incidents in virtual reality can be
challenging and often goes unreported due to the nature
of real-time interactions. The absence of efficient report-
ing mechanisms delays the timely resolution of incidents,
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FIGURE 2. Systematic selection of research studies for user safety and security analysis in the Metaverse.

thereby allowing the unchecked continuation of toxic
behavior.
The case studies analyzed in [13] and [14] reveal a

troubling pattern of harassment, toxic behavior, and a lack
of accountability within virtual environments. Incidents of
virtual groping and sexually suggestive gestures, alongside
offenders dismissing their responsibilities, are profoundly
disturbing. These incidents highlight the urgent need for
clearly defined norms of conduct and a greater emphasis
on user safety and privacy. The widespread occurrence
of abuse and threats within VRChat, especially those
targeting minors, further depicts the severe risks posed by
inadequate moderation and insufficient protective measures.
The necessity for strong content filtering and age-specific
protection is demonstrated by incidents involving minors
being exposed to explicit content. In such incidents, improv-
ing the reporting mechanisms and enforcing stringent content
regulation should be pursued as means of fostering safety,
responsibility, fairness, and inclusiveness in the virtual
environment.
Users can buy virtual goods in the virtual worlds which

are increasingly becoming prime targets for cybercrime.
Scammers use phishing attacks to mimic real Metaverse
platforms and trick users into giving up their login details,
resulting in the theft of property and cryptocurrency. There
was a reported incident involving a nurse and a fitness trainer

who spent their assets on platforms such as The Sandbox
and Decentraland [15]. Unfortunately, they were tricked
by phishing links and, upon entering their information on
these fraudulent websites, lost access to their digital wallets
and saw their virtual investments vanish. This situation
highlights the dangers of phishing in the Metaverse. The
unfamiliarity of this environment makes it harder for users to
spot malicious behavior. Moreover, the existing setup of the
Metaverse complicates efforts to regain stolen assets, leaving
victims exposed to risk.
The threat of sexual exploitation and sexual abuse of

children, both offline and online, is a serious challenge
for global society. Online grooming activities on social
media and online gaming platforms have seen a steep
increase, as well as the production of self-generated material
displaying younger children. The Metaverse, a concept of
the Internet where the physical and digital worlds blend
together, has caught the attention of individuals who engage
in the exploitation of children. This has led to an increase
in victimization. The development of technologies such as
virtual reality (VR) and augmented reality (AR) has brought
the Metaverse closer to reality, posing a potential risk of
online child sexual exploitation and abuse adopting similar
technologies. More research and actions are necessary to
prevent and address the issue of exploitation and abuse of
children within the realm of emerging technologies [16].
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TABLE 1. Analyzing incidents from case studies.

In a report by Pluto VR and The Extended Mind, it
was found that 36% male users and 49% female users
have faced instances of sexual harassment while engaging in
virtual reality (VR) environments. This issue of misconduct
within VR is not recent but has been an ongoing concern
since VR technologies became commercially available. The
immersive quality of VR, which can engage the senses,
intensifies the impact of these assaults on victims. The
anonymity and ability of users to deny responsibility in
the realm may embolden some male users to express
hostility towards women. Determining the boundaries of
these offenses is complex as they blur the distinction between
“real” assault and harassment. Typically, developers only
implement measures post-incident rather than proactively
creating secure virtual spaces [17].
The interconnected nature of the Metaverse highlights

numerous security breaches that can affect users both
emotionally (by causing distress) and financially (through
theft of assets). Thus, addressing these emerging challenges
is crucial. The following sections will explore these security
issues and highlight the collaborative efforts required to
protect users within the Metaverse. Figure 3 explains the
various types of security issues that exist in present virtual
environments.

III. SECURITY ISSUES RELATED TO INDIVIDUAL USERS
IN THE METAVERSE
The Metaverse faces numerous user safety and security
challenges, including identity theft, data privacy concerns,

FIGURE 3. Security issues related to individual users.

the spread of malware and viruses, theft of virtual property,
lack of regulation, instances of cyberbullying, and the
presence of inappropriate content, as illustrated in Figure 3.
Each of these issues poses distinct risks to users and to the
integrity of the virtual space.

1) USER’S IDENTITY THEFT

In the Metaverse, digital identities are crucial for interaction
and access, making identity theft a significant threat. Hackers
can exploit the anonymity and lack of centralized regulation
by impersonating users and stealing usernames, passwords,
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TABLE 2. Data privacy factors in the metaverse.

and other sensitive data, ultimately compromising their digi-
tal assets and virtual presence [18]. This form of cybercrime
introduces several unique challenges in the Metaverse:
1) Challenges in verifying user identities.
2) Risk of impersonation and spoofing.
3) Lack of comprehensive legal frameworks and enforce-

ment mechanisms [19].
Verifying a person’s true identity within a purely vir-

tual realm poses unique challenges compared to the real
world, where physical forms of identification exist. This
makes it easier for malicious entities to operate under
false identities. The Metaverse often encourages a degree
of anonymity [5], disconnecting real-world identities from
digital avatars. This makes traditional Know Your Customer
(KYC) processes (used in banking and other sectors) difficult
to implement [20]. Moreover, while biometric identification
(facial recognition, fingerprints, etc.) could offer a solution,
it faces threats from deepfakes and other spoofing technolo-
gies. Finding the right balance between user privacy and
verification is crucial, as strict identity verification could
clash with the desire for some user anonymity [21].
Impersonating others for the sake of manipulative rela-

tionships or to gain trust and extract information is a
common social engineering tactic online. This technique has
also extended to virtual worlds. Here, deepfakes and AI-
generated videos and audio can convincingly mimic real
people, making it harder for users to identify fraudulent
profiles or content. In cases where verification becomes
standard on some virtual platforms but not others, attackers
could target those with weaker systems. Attackers can use
those ‘verified’ fake profiles to gain trust elsewhere [22].

2) USER’S DATA PRIVACY

The evolution of avatars, social connections, and immersive
encounters in the Metaverse necessitates the collection of
extensive user data, which may include potentially sensitive
information such as biometric traces, location data, and

behavioral patterns. Failure to handle this data with care
could expose users to significant privacy threats. Such data
exposure could potentially lead to privacy risks such as
targeted marketing, unauthorized profiling, and even the
threat of extortion. It is essential to prioritize addressing these
privacy concerns in order to protect data confidentiality in
this evolving environment, as outlined in the accompanying
Table 2.

3) MALWARE AND VIRUSES

Malware and viruses can damage virtual spaces and steal
sensitive information. These malicious entities can spread
easily within the Metaverse and negatively impact user
experiences in these virtual worlds. Malicious files, links,
phishing scams, and other social engineering strategies are
common methods for gaining access to the Metaverse [22].
Attackers can steal NFTs (Non-Fungible Tokens) or in-
game items, which can represent real-world money or
hold sentimental value. They can also manipulate virtual
currencies and disrupt economies within the Metaverse [29].

4) VIRTUAL PROPERTY THEFT

In the Metaverse, digital avatars possess virtual currency
and other digital assets. These assets also have real value,
making them targets for cyber attackers since they can be
exchanged, purchased, and sold. Thus, to safeguard against
the theft of these digital possessions in the Metaverse, it is
vital to consider the following:
Authentication: Enforcing robust authentication measures

is essential to stop virtual property theft. Platforms must
require users to use passwords and multi-factor authentica-
tion to prevent unauthorized access to their accounts [30].
Secure Transactions: To prevent the theft of assets, it is

crucial to ensure that networks are secure. Platforms must
prioritize the security and encryption of all connections and
enable users to verify these connections as part of their
requirements [31].
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User Education: Educating users is necessary in preventing
virtual property theft. Platforms should offer training and
support to empower users in recognizing risks such as phish-
ing schemes and social manipulation tactics [32], [33], [34].
Digital Asset Management: Proper management of assets

is essential for ensuring their security. Platforms should equip
users with tools for backing up, storing, and accessing their
assets to ensure management and protection [35], [36].

5) CYBERBULLYING IN THE METAVERSE

Cyberbullying is a serious problem that can result in
both psychological and physical harm. It refers to the use
of technology to harass or embarrass someone [37]. In
Metaverse bullying situations, the impact can become even
more transformative than in traditional online bullying [20].
People can experience a stronger sense of presence and
potential real-world harassment situations in which they
might find themselves physically unsafe.
Here are some examples of how cyberbullying happens in

the virtual world:

1) Verbal Abuse: Derogatory comments, threats, and
hateful language may come through voice chat or typed
messages [38].

2) Immersive Harassment: Avatars may intimidate indi-
viduals by stalking or surrounding them with harmful
virtual objects. Users’ deepfake videos in compromis-
ing positions may be created [39].

3) Exclusion and Social Isolation: Groups can form
to exclude others and then create a hostile virtual
environment [40].

4) Identity Theft and Impersonation: This involves mali-
cious acts such as stealing identities or impersonating
others [41].

In the Metaverse, the ease of creating multiple avatars allows
bullies to harass others anonymously and evade detection.
The Metaverse’s sensory capabilities can be utilized to target
victims in new ways. This involves bombarding users with
virtual objects, loud noises, or creating disturbing virtual
scenarios. If the Metaverse connects with actual user data
then bullies could use this information to target individuals
in a more personalized manner. It is relatively easy to gather
data on a user’s location, appearance, or interests to carry
out a more powerful attack [38].

6) EXPOSURE TO INAPPROPRIATE CONTENT

The Metaverse’s vast and expanding virtual landscape
offers freedom that comes with the risk of encountering
inappropriate content. Specific concerns are as follows:

1) Virtual worlds feature content from numerous creators,
making it difficult to enforce content guidelines [42].

2) The immersive nature of the Metaverse can amplify
the emotional effects of inappropriate content, par-
ticularly affecting younger users in virtual physical
settings [43].

TABLE 3. Regulation types and their impact.

3) Effective age verification methods are often absent
in virtual worlds, increasing exposure risks for
minors [44].

4) Some creators may be motivated to produce or share
inappropriate content to attract attention and generate
revenue, negatively impacting the community [45].

7) LACK OF REGULATION

The accelerating growth of the Metaverse has triggered
many issues regarding the lack of regulation in virtual
worlds. Currently, there is no clear regulatory framework
in place, which may lead to the dissemination of unethical
content, cyberbullying, and other inappropriate behaviors.
These issues can have lasting effects on children’s mental
health [46] and may leave individuals emotionally and
physically harmed, with the responsible person remaining
unaccountable [47]. The Metaverse without regulation could
lead to a place that would have an immense number of
negative impacts on users at psychological levels. It can
also raise ethical issues in virtual worlds. This can be
illustrated with the example in which the user participates
in actions that would certainly violate copyright laws,
intellectual property rights, and various legal matters. Table 3
presents the impact of different regulation types in virtual
worlds.
The section on types of user security issues in the

Metaverse has addressed emerging concerns regarding user
safety in virtual worlds. Among the types discussed, user
identity theft and decentralized identity management have
particularly gained significant attention within the research
community.
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FIGURE 4. Interplay of Decentralized Identity Management (DIDM), user security and
privacy.

A. INTERPLAY OF DIDM, USER SECURITY AND PRIVACY
IN THE METAVERSE
Figure 4 explains the relationships and interplay between dif-
ferent components in a Decentralized Identity Management
(DIDM) system. The key concepts in decentralized iden-
tity management are Security, Privacy, Accountability, and
Anonymity. These concepts are closely interrelated and have
a significant influence on each other.
The DIDM module represents the management of iden-

tities in a decentralized manner. It ensures a secure and
private exchange of information within a virtual environment.
We require security measures to protect the integrity,
confidentiality, and availability of data and resources in
virtual worlds. The privacy aspect involves protecting users’
personal information and address how user data is collected,
used, and shared in the Metaverse.
The security and accountability module combines security

measures with accountability mechanisms, such as audit
trails or logging. With this module, Metaverse users can be
held responsible for their actions. This module represents
the need to balance security measures with appropriate
levels of accountability, ensuring responsible management of
identities. This concept is influenced by the Security aspect.
The privacy and anonymity module augments the privacy

measures while simultaneously providing anonymity as a
user interacts with other entities and objects. It highlights the

importance of preserving user anonymity alongside privacy
protections.
Security measures impact the aspects of privacy and

anonymity. These privacy measures can also compromise
Security and Accountability. We can clearly observe the
trade-offs when users try to prioritize one aspect (security
or privacy) over the other.
Figure 4 showcases the challenges involved in ascertaining

identities and holding users accountable when using third-
party identity and avatar management systems. If user
privacy is prioritized, then accountability declines; con-
versely, if accountability is prioritized, then user privacy is
impacted. Users seek freedom and prefer that the platform
does not snoop on their activities within the Metaverse.
Hence, building a privacy-preserving system that reins in
violations of platform usage and conduct is non-trivial.

B. TAXONOMY FOR USER SECURITY AND PRIVACY IN
THE METAVERSE
Figure 5 presents a comprehensive taxonomy for the key
aspects of user security and privacy within the Metaverse.
This taxonomy combines critical elements of user privacy
and also integrates the principles of Zero Trust Architecture
(ZTA). It sets up a system to safeguard the user’s interactions
within virtual environments. Within these realms, it is essen-
tial to have methods for confirming the identities of users
through biometrics and multi-factor authentication (MFA). It
is key to ensure that only approved individuals can enter [18].
Role-based authorization models help us to fine-tune access
control. If we want to protect devices from threats, then
endpoint security measures must be incorporated, which
include antivirus and anti-malware solutions [25]. It is also
important to patch security vulnerabilities. In order to ensure
the trustworthiness of devices, we can conduct continuous
assessments. Health checking and compliance status are also
done repeatedly [47], [48].
Data security is enhanced when employing end-to-end

encryption mechanisms for information, whether it is stored
or in transit. Precautions are taken to prevent access and
data breaches [49] and it is advisable to classify data based
on its sensitivity level in order to implement context-based
access controls [50]. Data loss prevention (DLP) tools are
also utilized to classify and safeguard data [51].
Securing the Metaverse network involves dividing it into

segments to boost security. Various methods like setting up
firewall solutions and intrusion detection are used for this
purpose [52]. These tools help us to monitor and control
network traffic well by identifying any unauthorized access
attempts.
Security protocols such as access control lists (ACLs)

and firewalls will help in imposing security guidelines.
Policy enforcement points (PEPs) are also significant to
safeguard these policies. This framework requires threat
detection and incident response capabilities [53]. The use of
machine learning and artificial intelligence (AI) techniques
can further enhance real-time threat detection capabilities.
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FIGURE 5. Taxonomy for user privacy and security in the metaverse.

Security orchestration, automation and response (SOAR)
systems aids in automating incident responses [54] by
coordinating actions and automating workflows.

Interoperability between virtual worlds can be achieved
using application programming interfaces (APIs) and
authentication protocols [23]. In this taxonomy, secure
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integration depends on rate-limiting practices and API
security measures. Further compliance with data protec-
tion regulations such as GDPR (General Data Protection
Regulation) and industry-specific standards such as HIPAA
(Healthcare Insurance Portability and Accountability Act)
and PCI DSS (Payment Card Industry Data Security
Standard) is maintained through regular security audits and
vulnerability scanning [55].

IV. CURRENT STATE OF ART IN USER SECURITY AND
PRIVACY
The Metaverse incorporates everything from virtual reality to
augmented reality and immersive Internet experiences [56].
It has become the subject of interest for many professionals,
thinkers, and researchers from various fields. Through their
efforts, they have highlighted various challenges related to
user safety and security in virtual worlds.
The compiled literature review outlined in the subsequent

section discusses various articles published from 2020 to
2024 on user safety and security issues in virtual worlds.
Researchers have examined various technological advance-
ments in the Metaverse [57] and scrutinized emerging
concerns regarding user security [49]. Significant attention
has also been given to user authentication, the detection
and mitigation of Distributed Denial of Service (DDoS)
attacks [41], user identity management, digital trust frame-
works, identification processes, accessibility considerations,
and the types of immersive interactions within the social
Virtual Reality (VR) landscape [31].
One key area of investigation has been the exploration of

distributed Metaverse architectures, where researchers have
focused on designing systems that can operate seamlessly
across distributed networks [51]. Moreover, the integration
of emerging technologies, such as blockchain into the
Metaverse ecosystem, is a subject of keen interest that offers
potential solutions to enhance user security and privacy
protocols [25], [58].
A cross-chain transaction model for digital content and

asset interaction in the Metaverse has been implemented [59].
It enhances security through cryptographic methods and
employs a notary mechanism based on HTLC. However,
these security measures still need to be further enhanced
for cost-effectiveness. The design and analysis of the TCID
framework, developed in collaboration with the Dutch
government, satisfies seven functional requirements [60].
It ensures desirable properties of control, credibility, and
network-level anonymity for users’ identity data.
Many researchers have also assessed the effectiveness

and meaningfulness of the prevalent “Notice and Consent”
approach, especially in the emerging virtual world [61].
They have explored and proposed enhancements to the
traditional “Notice and Consent” approach and suggested
alternative frameworks to traditional “Terms and conditions”
that aligned with evolving regulatory environments [62].

The Metaverse is constantly evolving due to advancements
in technology and shifts in user behavior. This research aims

to understand the challenges within the Metaverse, improving
our capabilities and paving the way for a more secure digital
future [12], [54]. The interdisciplinary nature of these studies
acknowledges that addressing the complexities of this realm
requires a multifaceted approach.
Table 4 provides a comprehensive overview of research

contributions concerning user security and privacy in the
Metaverse. It summarizes the authors, years of publication,
methodologies employed, research objectives, limitations
addressed, and potential future directions within this domain.
User safety concerns in various fields have been analyzed
in this research contribution table.

A. DIMENSIONS OF USER SECURITY AND PRIVACY IN
VIRTUAL WORLDS
In the growing world of the Metaverse, user security and
privacy have become focal points. Within these aspects,
‘Data’ stands as an element covering components essential
for protecting user data and creating a safe virtual space [41].
Figure 6 depicts the 5 major dimensions of user security and
privacy in virtual worlds. These dimensions are types of data,
personal space, transaction types, types of user interactions,
and user experience. These dimensions have an impact on
all entities involved in virtual worlds.
The personal space dimension explores privacy controls,

spatial interactions, and types of virtual environments. The
transaction dimension is very crucial, as it deals with
all types of financial and commerce-based activities in
virtual worlds. User preference, custom user experiences,
and consent for interactions also play significant roles in
implementing the best security policies for the Metaverse.
User Preferences, Activities, and Personal Information:

User preferences play a role in shaping the Metaverse.
They involve a variety of options and settings that enhance
the user’s experience. These preferences include tasks such
as choosing avatars, selecting virtual environment themes,
and managing communication preferences. Safeguarding
user preferences is vital for upholding privacy. It ensures
that individuals retain authority over their identities and
interactions. Privacy controls empower users to specify
who can view their preferences, allowing for personalized
experiences while safeguarding choices from scrutiny [39].
User engagement within the Metaverse involves a range of
activities such as browsing, interacting with objects, and
taking part in events. As users engage in these activities, they
generate data known as ‘user activity data.’ Safeguarding
this data is crucial for maintaining privacy and ensuring
security. By employing encryption techniques to protect
this data, Metaverse platforms can assure users that their
actions within the realm remain confidential and well-
protected against unauthorized access [5]. User profile
information includes names, ages, genders, locations, and
other identifiable specifics. In the virtual world, people often
exchange data to personalize their personas. However, it is
crucial to prioritize safeguarding this data. Strong encryption
techniques help keep user information private and out of
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TABLE 4. Research contributions on user security and privacy.

(Continued)

reach for unauthorized individuals [72]. Moreover, it is
important to incorporate consent tools that enable users to
manage how their details are shared with others.
User-Generated Content: In the Metaverse, users can

freely showcase their creativity through crafting avatars, vir-
tual objects, and environments. This user-generated content

(UGC) contributes to enriching the realm [73]. To safeguard
UGC, it is crucial to set up data management guidelines [6].
These guidelines include organizing content based on its
sensitivity and enforcing access restrictions. Moreover, estab-
lishing ownership rights enables users to retain authority over
their creations [18].
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TABLE 4. (Continued.) Research contributions on user security and privacy.

(Continued)

User-Owned Assets: In the Metaverse, users own assets
such as Non-Fungible Tokens (NFTs) and digital tokens,
which hold real-world value and need protection measures
in place [6]. Advanced cryptographic techniques are used
to secure wallets and transactions to ensure the safety of

user-owned assets. The use of technology in the Metaverse
allows for ownership records that enable users to monitor
and authenticate their assets effectively [7], [61], [74]. By
focusing on user preferences, activities, personal information,
user-generated content, and asset ownership, Metaverse
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TABLE 4. (Continued.) Research contributions on user security and privacy.

(Continued)

platforms create an environment where individuals have
control over their data, ensuring an experience for all
users [41]. In this realm, individuals often find peace and

opportunities for self-expression within their personalized
‘Personal Space’ tailored to meet their individual needs and
preferences.
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TABLE 4. (Continued.) Research contributions on user security and privacy.

Virtual Environment: The core of personal space lies
within the world itself, a realm where individuals shape
their personas. This aspect encompasses elements such as
avatars, which represent users in the Metaverse, serving
as their alter egos [27]. Beyond appearances, avatars often
embody user preferences, personal style, and unique abilities.
Within these abodes, users find solace and privacy. These
spaces can be personalized with decorations, furniture, and
interactive features to allow users to express themselves

fully. In the Metaverse, users have the freedom to create,
possess, and interact with objects that reflect their tastes and
preferences—from art collections to functional items [21].
Privacy Controls: Privacy controls act as safeguards

for personal space, giving users the authority to decide
who can enter their domain and what activities they are
allowed to engage in [41]. Regarding access privileges, users
can specify who is permitted to enter their residences or
areas, varying from completely public to invitation-only. In
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FIGURE 6. Dimensions of user security and privacy in virtual worlds.

terms of interaction limitations, users have the flexibility to
define what actions others are allowed or restricted from
performing within their designated space [23]. For instance,
they can restrict object manipulation or impose constraints
on activities. Additionally, privacy controls encompass user-
generated content as well, allowing users the freedom to
select individuals who can view, comment on, or interact
with their works [75].
Spatial Privacy: Spatial privacy concerns emerge in the

Metaverse as a result of proximity and location-dependent
interactions among users [52]. Users may choose to conceal
or limit their virtual whereabouts to a specific group of

individuals. Utilizing spatial privacy settings can be bene-
ficial in addressing this matter, enabling users to establish
limits on how close others can come within their personal
space. This holds particular significance in virtual social
gatherings and activities, where proximity control is a
coveted attribute [68].
Spatial Interactions: Personal Space encompasses more

than just stationary settings. The topic concerns how people
engage with their virtual environment and objects [6]. Users
can interact with digital entities, manipulate their positions,
make alterations to them, and even create new ones. Privacy
settings can dictate which individuals have the authority
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to manipulate these objects [7]. Spatial interactions often
include gestures or movements such as virtual handshakes,
embraces, or nods [73].
The ‘Transactions’ dimension significantly influences the

user experience [27]. This dimension includes a range of
digital interactions, from financial transactions to smart
contracts [19].
Financial Transactions: Individuals engage in buying and

selling monetary tokens such as NFTs and virtual belongings
in the transactional world of the Metaverse. To secure these
transactions from fraud and theft, robust security measures
are implemented [73]. Maintaining security involves crucial
steps such as validating the identity of users participating
in transactions. Moreover, encryption is used to protect data
during the transmission process [42].
Commerce Security: Achieving commerce security in the

Metaverse is challenging [27]. Users engage in transactions
involving goods and services similar to those in the real
world. To protect users’ financial credentials, secure pay-
ment gateways are essential [5]. Additionally, monitoring
transactions helps in the detection and prevention of fraud.
Transaction verification processes check the authenticity
of transactions by verifying the identities of the involved
parties [73].
Transaction History: Every time a transaction occurs in

the Metaverse whether it involves money or virtual items
a record is generated to track that exchange. This record
plays a role, in upholding transparency and security by
monitoring transactions and asset movements. Managing and
documenting these transaction histories is key to providing
users with information about their actions. Establishing audit
trails for transactions is crucial, for ensuring responsibility
and traceability [73].
Smart Contracts: Smart contracts establish a model in

which decentralized applications can operate in Metaverse
ecosystems and across blockchains [76]. Smart contract
conditions might include a wide range of characteristics.
These capabilities enable greater interactivity and use-case
situations within the Metaverse architecture [19]. Within this
dynamic environment, ensuring user security and privacy
during interactions is paramount [27].
Social Interactions: Social interactions are the heart of

Metaverse. Users are busy in conversations, making friends,
and building communities [22]. Maintaining privacy in
interactions is essential. It’s important to make sure that
conversations, whether they’re, through text or voice are
safeguarded against listening and unauthorized intrusion.
Managing friend requests securely and allowing users to
control who can connect with them is also important in
virtual worlds. Inclusive tools for social gestures such as
hugs, handshakes, and high-fives should be used while
respecting personal boundaries [77].
Content Sharing: Creating and sharing content plays an

important role in the Metaverse [60]. Privacy concerns in this
area pay attention to giving users the ability to determine
who can view and edit their shared content by allowing

them control over their creations. Implementing systems, for
reporting and managing content as well as upholding a secure
environment is also a key aspect to consider [50].
Reporting and Moderation: Users often encounter inap-

propriate content and unwanted behavior in virtual worlds.
Thus, reporting and moderation mechanisms must be
integrated. This will allow users to report violations
and ensure prompt responses to their concerns in these
environments [41]. The use of artificial intelligence for
content moderation can efficiently identify and address
rule violations, making this aspect crucial from the user’s
perspective [68].
Consent for Interactions: User consent is most significant

in upholding privacy and security throughout interactions in
the Metaverse. This involves implementing transparent and
user-friendly procedures that allow users to grant or revoke
consent during interactions and data exchanges. Users should
be informed about the types of data collected under different
consent options, how this data will be used [50], and be able
to easily change their consent preferences as life situations
and comfort levels evolve. Preferred communication channels
should also be shareable with other users, who should have
the choice of interaction types, such as voice chat, text, or
in-world proximity. The experience component contains a
range of factors that contribute to a secure, enjoyable, and
personalized journey in the Metaverse [54].
User Experience Customization: In the Metaverse, users

have the power to personalize their avatars, surroundings,
and interfaces to match their tastes and identity. One aspect
of customization involves tracking user behavior and actions
to provide tailored content and recommendations [57]. The
second aspect involves employing AI-driven algorithms
to predict user preferences and enhance their Metaverse
adventure [54].
Quality of Service: Ensuring optimal performance of

Metaverse systems is crucial, necessitating the reduction of
lag and latency to achieve seamless and efficient opera-
tions [14]. Protecting user actions, such as transactions or
interactions, against potential risks and vulnerabilities is of
utmost importance [39].
Performance and Latency: Performance and latency are

key factors that influence a user’s experience in the
Metaverse [28]. Recommending or providing hardware spec-
ifications that enhance the Metaverse experience, such as
VR headsets or high-performance GPUs, is critical [2], [78].
Minimizing the time delay between user actions and their
consequences within the Metaverse is another vital aspect,
creating a more immersive atmosphere [28].

B. THE ROLE OF THE METAVERSE STANDARDS FORUM
The Metaverse has presented unique challenges for user
security due to its interoperable nature. It has the potential for
fragmented identity management across various platforms.
The Metaverse Standards Forum (MSF) is working to address
these challenges [40] and create a secure future for Metaverse
users:
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1) The MSF has emphasized the importance of open stan-
dards to build secure virtual environments. Fragmented
standards will lead to security vulnerabilities and
they will hinder the user experience. The forum has
brought together industry leaders to collaborate on
interoperable security solutions [79].

2) The MSF has a dedicated working group on
Privacy, Cybersecurity & Identity (PCI). This
group focuses on user authentication, data pri-
vacy, and ownership across the Metaverse. Their
efforts are centered on building user-centric security
solutions [80].

3) The MSF is working on projects such as 3D
Asset Interoperability, demonstrating their focus on
developing practical solutions. The MSF is actively
addressing technical challenges related to security in
the Metaverse [81].

4) The MSF has also collaborated with organizations such
as X Reality Safety Intelligence (XRSI), a leader in
promoting privacy, safety, and security in immersive
technologies [82].

The future of the MSF involves the creation and
evolution of standards across areas relevant to security,
such as identity management, and fostering user-centric
security solutions. The forum has also stressed the signif-
icance of decentralized identity (DID) and blockchain as
potential solutions for secure identity management in the
Metaverse [83].

However, the MSF has yet to address issues concerning
users’ control over their own privacy and security, or the
roles and responsibilities of Metaverse platforms in ensuring
minimum viable security guarantees. Additionally, the role
of national governments and their growing impatience with
social media platforms, which demand greater accountability
and comprehensive tracking of user activities, is not currently
factored into the active considerations of the MSF and the
research community.

C. OPEN CHALLENGES
After reviewing the existing research contributions, signifi-
cant challenges remain in ensuring user security and privacy
within the Metaverse. Here are some key areas requiring
further exploration:

1) There is a lack of a comprehensive security framework
that provides security guarantees and safe navigational
experiences for individual users in the Metaverse.

2) Balanced privacy-preserving frameworks are scarce;
users either operate in a completely anonymous fashion
within the Metaverse, or the platform fully knows the
real identity of the users and their activities.

3) Cross-platform solutions that address user identity and
data protection challenges in the Metaverse are also
limited.

These research gaps need urgent attention to ensure a
secure and safe experience for all Metaverse users.

V. METAVERSE USER SECURITY ARCHITECTURE WITH
ZERO TRUST PRINCIPLES
The security structure of the Metaverse consists of
several levels, including Metaverse Users, Metaverse
Applications, Metaverse Infrastructure, Metaverse Platforms,
and Metaverse Ecosystem. These tiers are built upon the
principles of Zero Trust, as illustrated in Figure 7.
Metaverse Users: This layer promotes strong authenti-

cation mechanisms and is dedicated to addressing issues
such as identity management, credentials, and access man-
agement. User identities will be confirmed for those who
interact with the Metaverse. In this layer, multi-factor
authentication (MFA), biometric verification, and one-time
passwords (OTP) are utilized as methods to enhance identity
verification [41]. Once a user’s identity is confirmed, this
layer supervises the implementation of granular access
controls within the Metaverse.
Implementation of Zero Trust means adhering to the

principle of least privilege in this layer. Metaverse users will
be assigned the minimum privileges needed to perform their
intended tasks. Consequently, fine-grained access controls
based on user roles, attributes, and context will be imple-
mented. This approach helps reduce the attack surface within
the Metaverse. The authorization component in this layer
will enforce Policy Enforcement Points (PEP) [18], ensuring
that resources and data are accessed strictly according to
assigned user roles.
User behavior is continuously monitored in this layer with

the help of advanced analytics. These analytics help establish
baselines of normal activity. Any minimal deviations, such
as changes in location or interaction patterns, will trigger
flags [49]. Proactive measures against account takeovers,
malicious actors posing as legitimate users, and other
evolving threats will be initiated. User access privileges will
be temporarily restricted in such events [19].
Metaverse Applications: This layer emphasizes secure

application development, device health, and real-time
network monitoring to protect the applications powering
Metaverse experiences [3]. Applications are developed
according to secure coding principles aimed at mitigating
vulnerabilities such as injection attacks. Measures include
strict input validation, regular vulnerability assessments, and
penetration testing. Devices accessing the virtual worlds
undergo regular health checks to verify system integrity,
update security patches, and ensure the absence of known
malware. Devices showing compromised postures will be
isolated immediately to prevent risks to the ecosystem.
Additionally, network traffic is continuously analyzed using
AI-powered tools, enabling the detection of anomalies,
potential malware communication patterns, or unauthorized
data movements. Swift incident responses triggered by these
tools are crucial to minimize the impact of breaches [76].
Metaverse Infrastructure: This layer secures the core

infrastructure with a focus on network segmentation,
secure configurations, and automated remediation in case
of compromise. Following the Zero Trust principle, the

VOLUME 5, 2024 5483



SHARMA et al.: USER SAFETY AND SECURITY IN THE METAVERSE: A CRITICAL REVIEW

FIGURE 7. Metaverse security architecture with Zero Trust principles.

Metaverse network will be segmented into smaller, isolated
zones [39]. This segmentation prevents the lateral movement
of attackers in case of a breach and reduces potential

damage. Configuration baselines will be imposed to ensure
that systems are securely hardened. Updates and patches will
be applied carefully to minimize vulnerability windows for
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attackers. In the event of a compromise, automatic processes
will kick in, involving the isolation of affected devices,
targeted patching, or segmenting portions of the network.
Human intervention is minimized, making breach control
swift and efficient.
Metaverse Platforms: This layer enhances security for

Metaverse platforms through network traffic analysis and
the implementation of the principle of least privilege and
micro-segmentation [2]. Network traffic is first analyzed
for malicious patterns and anomalies, including attempts
to exploit vulnerabilities or unauthorized activities. Access
rights within Metaverse platforms are strictly controlled,
adhering to the principle of least privilege to limit the
damage potentially caused by compromised credentials
or lateral movements. Fine-grained network segmentation
within individual platforms prevents attackers from moving
freely or scanning for other targets, making large-scale
compromises much harder to execute [15].
Metaverse Ecosystem: The ecosystem layer ensures robust

data protection, regulatory compliance, automation, and
orchestration across all other layers of this architecture [58].
It secures sensitive information, both at rest and in tran-
sit, using strong encryption algorithms. Privacy-preserving
techniques such as differential privacy or homomorphic
encryption are employed to enable computations on data
without exposing the raw data [3]. Data classification
and tagging practices aid in complying with data privacy
regulations such as GDPR or CCPA (California Consumer
Privacy Act). Automated policy enforcement ensures that
compliance is maintained without hindering innovation.
Security workflows from threat detection to response are
automated [50], centralizing security information for timely
alerting with necessary context for prompt decision-making.
User behavior analytics detect anomalies, and threat intelli-
gence feeds protect the ecosystem from known and emerging
threats [58].
The Metaverse Security Architecture proposed, incorpo-

rating the principles of Zero Trust, offers a forward-looking
strategy for safeguarding the expanding Metaverse. This
architectural framework, rooted in Zero Trust principles,
aims to establish a privacy-centric environment that is
future-ready. By adopting this approach to security, we can
effectively shield users and their data and ensure the integrity
of the ever-growing and evolving virtual realm.

VI. CONCLUSION
The Metaverse offers many exciting opportunities for its
users, but ensuring robust safety and security measures is
crucial to protect all stakeholders. Current security methods
in virtual worlds are insufficient, leaving users at risk of
harassment, identity theft, and misuse of their data. Drawing
from real-life examples and highlighting the importance
of user interactions in virtual environments, this article
highlights the pressing need for enhanced user security and
privacy.

This paper proposes an early Zero-Trust User Security
Architecture to address some of these challenges surrounding
user security. It grants users clear control over their data,
identity, and interactions. This architecture integrates strong
authentication mechanisms, including multi-factor authen-
tication and biometrics, in response to emerging privacy
concerns. Building a safe Metaverse is an ongoing task
that requires the collaborative efforts of all parties in the
ecosystem.
Future studies should focus on the effective imple-

mentation of user security models, ranging from
platform-guaranteed security to user-controlled security pro-
visions. Such solutions must ensure user privacy, provided
the users do not engage in malicious activities.
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