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Abstract—Compliance of lone equipment with the
electromagnetic compatibility (EMC) standards does not
directly result in proper operation when used on the system
level, especially in large and complex structures. A more
robust way to incorporate possible unwanted behaviors and
unpredicted scenarios is to expand the EMC testing by adopting
the risk-based EMC approach. This letter addresses an elec-
tromagnetic interference (EMI) case caused by a differential
mode voltage excitation on a cable harness of an electric scooter
focusing on the first step of an EMC assessment procedure,
which is the EMI vulnerability investigation. The objective of
this research is to detect and expose the vulnerability of a real
case study caused by an uncommon cause. This is done by a
vector network analyzer measurement and the direct power
injection method. The goal of this research is to demonstrate
the importance of adopting a risk-based EMC approach while
performing EMC testing.

Index Terms—Differential mode voltage (DM), direct power
injection (DPI), electric scooter, vector network analyzer (VNA).

I. INTRODUCTION

ELECTROMAGNETIC compatibility (EMC) compliance
testing is usually performed in laboratories in accordance

with governing standards. These regulations aim to establish
proper EMC operation of any electronic component, device,
or system in its intended operational environment [1]. Even
though such methodologies are used in all types of apparatus,
they fall short when it comes to large and complex installa-
tions, such as ships [2] and vehicles [3]. Over the last few
years, more discussion has taken place regarding incorporat-
ing risk management procedures into EMC testing [4] and
references on a risk-based EMC approach are already made
in the Blue guide [5], Red Guide [6], and Guide for the EMC
directive (EMCD) [7]. More specifically, EMCD proposes the
application of an EMC assessment, which “is considered to
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be an adequate analysis and assessment of the risk(s)” [7]. It
also proposes that the manufacturer “is fully responsible for
applying the appropriate method of assessment,” which “shall
include an adequate analysis and assessment of the risk(s)” [7].
A risk-based EMC approach has already been applied in the
navy as shown in [8], in contrast to the conventional way of
rule/standard-based EMC testing. Therefore, so far, risk-based
EMC has been proven to be a key tool when it comes to
assessing systems in their real intended environment [9] and
it proposes methods for exploratory and iterative testing [10].

To understand, evaluate, and foresee the behavior of a
complex structure in a real dynamic complex electromag-
netic environment (EME), EMC assessment should be applied
beforehand as proposed by the EMCD. It can be beneficial
in exposing potential susceptible behaviors [11]—that might
have not been detected with traditional EMC testing—as it will
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also be shown in this letter. In terms of risk management [12],
the first step of an EMC assessment within the risk-based
EMC approach is the risk identification. Before identifying
the risk(s), though the vulnerability of the equipment under
test (EUT) needs to be investigated. As discussed in [13],
differential mode voltages (DM) seem to cause a malfunc-
tion in the real case of an electric scooter. In this letter, the
same case study as in [13] is further investigated by follow-
ing a series of steps for exposing its vulnerability. Scooters as
well as wheelchairs have already been proven to be vulnerable
to electromagnetic interference (EMI) as shown in [14]. The
applied case here has fulfilled the EMC standards. However,
as it will be shown, that does not conclude to complete robust-
ness of the system. In this case, the controller of the scooter
is operating based on the received dc voltage from the poten-
tiometer. However, a high-frequency field that might couple on
to the wires from an external illuminating field, can be recti-
fied and seen as an input dc voltage at the site of the controller,
causing unforeseen operation [13]. Usually, the expected cou-
pling of an external field onto the vulnerable components of
a scooter concerns common mode (CM). However, here, the
uncommon differential coupling is tested, based on the con-
troller’s susceptibility. Since full analytical EMC tests are time
consuming and costly, there is a need for a risk-based EMC
approach that can narrow down the potential occurring issues.
In the context of EMC assessment proposed by the EMCD
and risk management as stated in [12], this can be achieved
by first investigating the vulnerability of the EUT.

In this letter, a vulnerability investigation on an electric
scooter is performed. This investigation can serve as the “first
step” in an EMC assessment procedure, which can later be
used for identifying, analyzing, evaluating, monitoring, and
controlling the risk(s). After a theoretical study based on the
transmission line (TL) theory, a quick measurement using
a vector network analyzer (VNA) extends the investigation
and hypothesis with a practical measurement and hints the
potential susceptible-to-EMI frequencies for the applied case
study. Afterward, following the setup of the MIL-STD 461C
CS02 [15] method for testing the DM coupling directly and
controllably, DM voltages are directly injected to the input
of the controller of the scooter at the suspicious frequency
band(s) obtained from the VNA measurement for improved
susceptibility tests. This is called direct power injection (DPI).
Based on the vulnerability profile of the scooter, a correlation
between the DPI method and the VNA prescan measurement
is indicated, validating the vulnerability investigation. It is
also proven that the robustness of the system is not ensured,
even though the scooter has satisfied the respective EMC stan-
dards. Finally, the necessity of incorporating a risk-based EMC
approach in EMC testing is shown.

II. CASE STUDY

The EUT investigated in this letter is an electric scooter.
Scooters can be easily characterized as complex structures tak-
ing into consideration their complicated chassis geometry as
well as the interactions between their electronic components.
Even though their design, materials, and overall architecture

might vary, they usually seem to follow a similar hardware
configuration. In the case examined in this letter, there are
three main sensitive electronic parts of the EUT that are
directly related to the scooter’s fundamental functionality—
movement of the wheels. These are: a 5-k� potentiometer, a
long cable harness, and a controller. The potentiometer is an
adjustable resistive voltage divider that is directly connected to
the steering wheel of the scooter. Due to its variable resistance
between its outputs (wiper output to low/high output), it can
change the dc voltage levels seen across an unshielded cable
harness reaching the controller. The cable harness, in this case,
consists of a bundle of wires supplying various functions of
the scooter, such as braking, reverse gear, horn, etc. The wires
follow a loose configuration, which makes it possible for loops
to be created as it is shown also later in this letter.

III. VULNERABILITY INVESTIGATION

Before investigating the vulnerability of the scooter in
practice—as it would have been performed by a typical EMC
test plan procedure and by following the existing standards—
an EMC assessment of the scooter needs to be performed
based on simple observations of its structure and general con-
figuration. The case study applied in this letter follows a loose
cable configuration over its structure, the controller is placed
inside a nonshielded box, and there are no filters protecting
the controller from a potentially crucial dc signal component.
According to the documentation of the controller, the prod-
uct has been tested according to ISO 7176-21 [16] concerning
EMC compliance, ensuring therefore proper operation of the
product. However, as it will be shown later in this letter, EMC
compliance is not necessarily confirmed, and the vulnerability
investigation can play a significant role in that.

Taking into account the lack of a protective filter at the
input of the controller as well as its potential vulnerability
to unwanted significant dc voltages caused by an illuminat-
ing field, it is of interest to perform a brief vulnerability
investigation with some basic rule-of-thumb considerations.
Therefore, an investigation of a potential incident plane wave
on the scooter—which can cause significant voltage levels—at
the site of the controller is performed following TL the-
ory. Modeling procedures of cable harnesses in avionics have
also proposed solutions by applying numerical models fol-
lowing the field-to-TL models [17]. Therefore, to address the
occurrence of significant levels of voltages across the wires
between the potentiometer and the controller of the scooter,
the three types of incident field illumination (endfire, sidefire,
and broadside) onto the wires are investigated [18]. Both the
potentiometer as well as the controller are modeled as resis-
tive loads. The potentiometer is known to be ZL = 5 k� and
the impedance of the controller is ZS = 10 k�, as indicated
by the manufacturer. The remaining parameters are set based
on the physical dimensions of the scooter. Thus, l = 1.3 m,
r = 0.001 m, and d = 0.1 m, where l is the length of the
cable harness, r is the radius of the wires, and d is the wire
separation distance.

In Fig. 1, the induced voltages at the input of the con-
troller are calculated in MATLAB for the three cases of a
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30-V/m incident field. As it can be observed, especially in the
case of sidefire illumination above 100 MHz, there are strong
voltage peaks, hinting potential vulnerable points. The model
here follows an ideal case of perfect geometry. It is important
to mention that the real case is different, and deviations are
expected from the results. However, the occurrence of voltage
peaks in this simplified case already hints about the existence
of multiple critical frequency points that require further inves-
tigation for possible detection of the scooter vulnerability, as it
will be shown in the following sections. Note that this analysis
is a pure DM case, which is nearly not covered in standards
nor is it considered in basic rule-of-thumb analyses, as these
assume CM only.

IV. MEASUREMENT PROCEDURE FOR DETECTING

POTENTIAL VULNERABILITY

A. Verification Measurement Using a VNA

After performing the vulnerability investigation using the
TL theory as explained in Section III, a VNA measurement
is performed to create a link to the theoretical study. The
aim of this VNA measurement is to describe the behavior
of the EUT with respect to the system input impedance and,
thus, identify the suspicious frequency points that can cause
an unwanted behavior of the scooter, as hinted in the vulner-
ability investigation. The hypothesis of this measurement is
that the significant voltage magnitudes received at the site of
the controller can be detected based on the high impedance
values measured with the VNA. This information can be later
used as described in [19] to correlate the injected power to
the external field. The connection between the potentiometer
and the controller of the scooter according to the latter doc-
umentation is to be seen along with the equipment used for
the VNA measurement in Fig. 2. To perform the prescan mea-
surement and address the resonant frequencies and, thus, the
significant voltages, a VNA is connected between two cables
coming from the potentiometer (wiper out, high out) close to
the controller. Then, an S11 sweep is performed in the broad
frequency range of 1 MHz–1 GHz. The measurement is per-
formed for a set, constant speed of the scooter, related to the
potentiometer resistance used in Section III, measured with a
speed sensor.

B. Vulnerability Profile of the EUT Using the DPI Method

After detecting the potential vulnerable frequency bands
with the VNA measurement, the DPI method is applied for the
validation of the vulnerability profile of the scooter by imple-
menting a DM signal directly to the input of the controller.
Fig. 2 also shows the measurement setup used to perform the
injection measurements emphasizing that the two setups were
placed at the same position one after the other. To detect the
vulnerability of the scooter, the injection method is applied fol-
lowing the setup of MIL-STD 461C CS02. As can also be seen
from Fig. 2, a signal generator along with a high-pass filter are
directly connected to the two ends of the potentiometer cable
harness (wiper output, high output) of the EUT. The high-pass
filter is the same as that used for the CS02 testing proce-
dure. A continuous wave (CW) signal is generated around the

Fig. 1. Induced voltages on the cable harness at the side of the controller for
the three incident field orientations based on the TL theory (endside, sidefire,
and broadside).

Fig. 2. Schematic of the configuration of the scooter in the two measurement
procedures. The prescan measurement using a VNA: Connecting a VNA to
two wires between the potentiometer and the controller of the scooter, and
the DPI method: Connecting a generator with a high-pass filter at the same
position as the VNA measurement. It should be noted that the two measure-
ment procedures are not taken at the same time, but at the same point, a few
centimeters from the controller, i.e., as short as possible. First, the prescan
measurement using a VNA takes place, and then the DPI method is performed.

frequency bands indicated by the VNA measurement to val-
idate the hypothesis that an EMI issue lies there. The wheel
speed was tracked down by a speed sensor placed on one of
the wheels counting the revolutions per minute (RPMs).

V. RESULT AND DISCUSSION

Following the measuring procedures as described in
Section IV for both the VNA and DPI measurements, both
of the results can be seen in Fig. 3. The impedance mea-
sured with two different VNAs is depicted along with two
cases of EMI caused by applying the DPI method. The two
VNAs are from different manufacturers to observe if there
is any difference in their response regarding the measured
impedance. From the figure, it can be easily noticed that for
both VNAs, the highest input impedance values are detected
around the frequency range of 50–300 MHz while the scooter
is running at that certain speed. Therefore, applying the DPI
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method in the frequency range of 50–300 MHz, alterations to
the speed of the scooter take place as can be seen in Fig. 4. The
power level of the DPI, where a malfunction was detected, was
between 22 and 25 dBm from the signal generator. The fig-
ure shows the changes of RPMs of the scooter measured with
a speed sensor. As it can be observed, a small acceleration
and deceleration is detected at around 140 MHz and a more
significant change of speed is detected at around 180 MHz,
where the scooter is almost stopped. During the measurement
campaign, various abnormal behaviors of the scooter speed
were detected as, e.g., kicking of the wheel, going in reverse,
complete stop, etc.

Combining the results from the two procedures in Fig. 3, it
is easily shown that the vulnerability of the scooter occurs
indeed in the suspicious frequency band detected with the
VNA. By following a step-by-step vulnerability investigation
based on the basic TL theory and simple measurements, the
vulnerability of the scooter can easily be exposed as demon-
strated here. It is proven that even though the components
of the EUT have separately satisfied the EMC standards and
have been applied to the final product that reached the market,
the complete robustness of the system is not ensured, espe-
cially when placed in real dynamic complex environments.
In the case applied, the product is vulnerable to the usually
less-tested DM sources. This behavior is also indicating that
exposure to outside fields can be crucial, and the DM com-
ponents of a plane-wave coupling to the wiring of the scooter
can cause a significant voltage at the side of the controller
and consecutively change the speed resulting in unforeseen
dangerous scenarios. The correlation between the DPI and the
field that is coupled to the scooter is to be investigated in a
future publication. In this letter, as it is shown from the TL
theory, an illuminating field of 30 V/m can cause a significant
voltage on the line (Fig. 1), already indicating the need for
investigating the field coupling mechanism and the potential
vulnerability of the scooter.

Vulnerability investigation applied beforehand, as shown,
can hint at such abnormal behaviors. Therefore, assessing the
EUT for its lack of proper EMC measures—which might
be associated with high risk—before following attentively
the EMC standardized procedures, is strongly recommended.
Following a risk-based EMC investigation before following
strict fixed laboratory requirements can help to avoid poten-
tially unforeseen EMI issues and further make it easier to
understand these complex systems and the interactions with
their operational environment. Finally, EMC testing can be
more robust and reliable covering more eventual scenarios.

VI. CONCLUSION

The aim of this letter is to demonstrate the importance
of adopting a risk-based EMC approach into EMC testing.
This is achieved with a vulnerability investigation acting as
a “first step” toward EMC assessment, as proposed by the
EMCD. The brief investigation performed here assesses a
real case and easily exposes its vulnerability with no time-
consuming measuring procedures while also setting the field
for further research in the implementation of risk management

Fig. 3. Input impedance measured a few centimeters, i.e., as short as possible
away from the controller of an electrical scooter in the frequency range of
1 MHz–1 GHz.

Fig. 4. Speed alteration of the scooter while applying the DPI method.
Significant changes are detected at around 140 and 180 MHz.

procedures in the so-far applied EMC standardized techniques.
Future work aims at assessing the behavior of the scooter in
field illumination inside a semianechoic chamber (SAC) as
well as inside a reverberation chamber (RC) and creating a
link between the induced values from the DPI method to the
field illumination.

ACKNOWLEDGMENT

This publication reflects only the authors’ view, exempt-
ing the European Union from any liability. Project website:
http://etn-peter.eu/.

REFERENCES

[1] “Directive 2007/46/EC of The European Parliament and of the Council
of 5 September 2007 establishing a framework for the approval of motor
vehicles and their trailers, and of systems, components and separate
technical units intended for such vehicles (framework directive) (text
with EEA relevance),” Off. J. Eur. Union, Brussels, Belgium, document
32007L0046, Oct. 2007.

[2] F. Leferink, J.-K. van der Ven, H. Bergsma, and B. van Leersum, “Risk
based EMC for complex systems,” in Proc. 33rd General Assembly
Sci. Symp. Int. Union Radio Sci. (URSI GASS), Montreal, QC, Canada,
Aug. 2017, pp. 1–4.



86 LETTERS ON ELECTROMAGNETIC COMPATIBILITY PRACTICE AND APPLICATIONS, VOL. 5, NO. 3, SEPTEMBER 2023

[3] K. Pliakostathis, M. Zanni, G. Trentadue, and H. Scholz, “Assessment of
a vehicle’s electromagnetic emissions under dynamic drive conditions,”
IEEE Trans. Electromagn. Compat., vol. 62, no. 6, pp. 2411–2422,
Dec. 2020.

[4] F. Leferink, “Risk-based vs rule-based electromagnetic compatibility
in large installations,” in Proc. IEEE 4th Global Electromagn.
Compat. Conf. (GEMCCON), Stellenbosch, South Africa, Nov. 2018,
pp. 1–4.

[5] “The ‘blue guide’ on the implementation of EU products rules 2016,”
Off. J. Eur. Union, Brussels, Belgium, Doc. 2016/C 272/01 Commission
Notice, Jul. 2016.

[6] “The RED guide.” 2018. [Online]. Available: https://ec.europa.eu/
docsroom/documents/29782

[7] “Guide for the EMC directive.” 2019. [Online]. Available: https://ec.
europa.eu/docsroom/documents/28323

[8] J.-K. van der Ven, B. van Leersum, M. van Rij, and F. Leferink, “Cost-
effective electromagnetic compatible installation on ships using a risk
based approach,” in Proc. Int. Symp. Electromagn. Compat. (EMC Eur.),
Angers, France, Sep. 2017, pp. 1–6.

[9] V. Gkatsi, R. Vogt-Ardatjew, and F. Leferink, “On-site automotive
environment measurements for a risk-based EMC approach,” in Proc.
IEEE Int. Symp. Electromagn. Compat. Signal Power Integrity (EMCSI),
Spokane, WA, USA, Aug. 2022, pp. 443–448.

[10] P. T. Jensen, “Using EMC HALT for risk-and fault assessment: Using
accelerated EMC tests for unveiling and identification of failure mech-
anisms in electronics provides a useful tool for risk assessment,” in
Proc. Int. Symp. Electromagn. Compat., Brugge, Belgium, Sep. 2013,
pp. 6–9.

[11] V. Gkatsi, R. Vogt-Ardatjew, and F. Leferink, “Risk-based EMC system
analysis platform of automotive environments,” in Proc. IEEE Int.
Joint EMC/SI/PI EMC Eur. Symp., Raleigh, NC, USA, Jul./Aug. 2021,
pp. 749–754.

[12] Risk Management—Guidelines, ISO Standard 31000:2018, 2018.
[13] V. Gkatsi, R. Vogt-Ardatjew, and F. Leferink, “Detection of EMI issues

caused by differential-mode voltages on an electric scooter,” in Proc.
7th IEEE Global EMC Conf. (GEMCCon), Bali, Indonesia, Jan. 2023,
pp. 44–45.

[14] D. M. Witters and P. S. Ruggera, “Electromagnetic compatibility
(EMC) of powered wheelchairs and scooters,” in Proc. 16th Annu. Int.
Conf. IEEE Eng. Med. Biol. Soc., Baltimore, MD, USA, Nov. 1994,
pp. 894–895.

[15] Electromagnetic Emission and Susceptibility Requirements for the
Control of Electromagnetic Interference, Standard MIL-STD-461C
CS02, Aug. 1986.

[16] Wheelchairs—Part 21: Requirements and Test Methods for
Electromagnetic Compatibility of Electrically Powered Wheelchairs and
Scooters, and Battery Chargers, ISO Standard 7176-21:2009, 2009.

[17] S. Arianos et al., “Evaluation of the modeling of an EM illumination on
an aircraft cable harness,” IEEE Trans. Electromagn. Compat., vol. 56,
no. 4, pp. 844–853, Aug. 2014.

[18] C. R. Paul, Analysis of Multiconductor Transmission Lines, 2nd ed.
Hoboken, NJ, USA: Wiley, 2007, pp. 602–610.

[19] V. Gkatsi, I. Struzhko, R. Vogt-Ardatjew, and F. Leferink, “Study of
random field coupling onto a scooter following the risk-based EMC
approach,” in Proc. Int. Symp. Electromagn. Compat. (EMC Europe),
Gothenburg, Sweden, Sep. 2022, pp. 799–804.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Helvetica
    /Helvetica-Bold
    /HelveticaBolditalic-BoldOblique
    /Helvetica-BoldOblique
    /Helvetica-Condensed-Bold
    /Helvetica-LightOblique
    /HelveticaNeue-Bold
    /HelveticaNeue-BoldItalic
    /HelveticaNeue-Condensed
    /HelveticaNeue-CondensedObl
    /HelveticaNeue-Italic
    /HelveticaNeueLightcon-LightCond
    /HelveticaNeue-MediumCond
    /HelveticaNeue-MediumCondObl
    /HelveticaNeue-Roman
    /HelveticaNeue-ThinCond
    /Helvetica-Oblique
    /HelvetisADF-Bold
    /HelvetisADF-BoldItalic
    /HelvetisADFCd-Bold
    /HelvetisADFCd-BoldItalic
    /HelvetisADFCd-Italic
    /HelvetisADFCd-Regular
    /HelvetisADFEx-Bold
    /HelvetisADFEx-BoldItalic
    /HelvetisADFEx-Italic
    /HelvetisADFEx-Regular
    /HelvetisADF-Italic
    /HelvetisADF-Regular
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /Times-Bold
    /Times-BoldItalic
    /Times-Italic
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryITCbyBT-MediumItal
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Average
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Average
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Recommended"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


