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Maritime Traffic Networks:
From Historical Positioning Data to Unsupervised

Maritime Traffic Monitoring
Virginia Fernandez Arguedas, Giuliana Pallotta, and Michele Vespe

Abstract— The large maritime traffic volume and its impli-
cations in economy, environment, safety, and security require
an unsupervised system to monitor maritime traffic. In this
paper, a method is proposed to automatically produce synthetic
maritime traffic representations from historical self-reporting
positioning data, more specifically from automatic identification
system data. The method builds a two-layer network that
represents the maritime traffic in the monitored area, where the
external layer presents the network’s basic structure and the
inner layer provides precision and granularity to the representa-
tion. The method is tested in a specific scenario with high traffic
density, the Baltic Sea. Experimental results reveal a decrease of
over 99% storage data with a negligible precision drop. Finally,
the novel method presents a light and structured representation
of the maritime traffic, which sets the foundations to real-time
automatic maritime traffic monitoring, anomaly detection, and
situation prediction.

Index Terms— Maritime traffic representation, maritime
surveillance, anomaly detection, traffic monitoring, AIS.

I. INTRODUCTION

OCEANS cover a 71 % of the Earth surface, their great
extension hinders their monitoring and surveillance,

implying the supervision of coastal and open sea areas. Such
enormous playground is also scenario of numerous activities
which have a high impact on security, safety, economy and
environment. Maritime surveillance represents a challenging
research field due to the broadness of the coverage area and
the variety of monitoring activities, e.g. irregular migration,
piracy, fisheries control or traffic monitoring.

The main target in maritime surveillance is to enable the
automatic monitoring, analysis and understanding of activities
at sea, typically named Martime Situational Awareness (MSA).
In 2009, European Commission defined Maritime Situational
Awareness as “the effective understanding of activity associ-
ated with the maritime domain that could impact the security,
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safety, economy, or environment of the European Union and its
Member States.” [3]. For the maritime surveillance enhance-
ment, diverse technologies have been deployed, such as ves-
sel positioning systems or meteorological and oceanographic
sensors. As a result, a large amount of heterogeneous data
sources feed the maritime surveillance systems. The fusion of
such data sources enables the creation of a real-time picture
of the situation at sea and enlarges the available knowledge.

Working towards MSA, a maritime knowledge acquisition,
discovery, representation and understanding system is required
to provide a universal framework capable to (1) acquire, aggre-
gate and represent heterogeneous data; (2) analyse data either
from individual sensors or from combined and heterogeneous
sources of information; (3) contextualise results, offering a
complete view of the situation at sea, and so, offering new
possibilities to tackle challenging scenarios such as irregular
migration, piracy, smuggling or illegal fishing. The aim is
to automatise the data acquisition, aggregation and knowl-
edge discovery process, offering the users (e.g. operational
authorities) the possibility to monitor large and remote marine
areas with minimum or null human supervision.

In this paper, we propose to analyse, model and represent
big maritime traffic data to enhance the MSA, to generate an
efficient representation, capable to sustain real-time maritime
traffic monitoring and early anomaly detection at sea. We pro-
pose a method that analyses historical self-reporting position-
ing data to create a maritime traffic representation based on
networks. The proposed method is built up from the system
presented in [14]. Two novelties are presented. First, the dis-
tinction and separation between semantic routes and routes,
separating maritime traffic sharing the same origin and desti-
nation but presenting different behaviours in order to improve
the representation precision. Second, a new method to detect
vessel behavioural changes is proposed. The new method,
based on Douglas and Peucker [10], simplifies the maritime
traffic network, increasing the representation precision and
the data storage compression. Both novelties tackle a unique
challenge, to automatically generate data-driven representation
of real navigation routes. The data-driven algorithm ensures
the adaptation to the navigation peculiarities of the scenario,
marine characteristics, bathimetry of the area and areas with
special navigation requirements (i.e. marine protected areas).
The consideration and adaptation to real navigation charac-
teristics will enable the creation of a realistic and adaptive
maritime traffic network capable to support and assist real-
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time monitoring of the activity at sea, early anomaly detection
and navigation aid in difficult meteorological situations.

The remainder of the paper is organised as follows.
Section II presents the scenario under analysis. Section III
reviews the literature on maritime traffic representation.
In Section IV, the proposed Maritime Traffic Knowl-
edge Discovery and Representation System is detailed.
Sections V to VII will introduce each stage of the process and
the intermediate results. Section VIII presents and analyses the
experimental results. In Section IX, the paper ends drawing
some conclusions, remaining challenges and future lines of
exploitation.

II. MARITIME TRAFFIC ANALYSIS IN THE BALTIC SEA

The Baltic Sea is one of the most densely trafficked sea
regions in the world [25]. Its total sea area covers 404.354km2

and it is confined by nine countries populated by around
90 million people. Since the mid-90s, maritime transportation
has suffered an enormous increment [23] and a forecast
predicts a huge growth in the incoming years [20]. Such
increment is mainly related to three factors: (i) the expan-
sion and construction of oil terminals on the shores of the
Gulf of Finland, (ii) the regional economic growth [25] and
(iii) the increment of cruise ships in the area [5]. The increas-
ing ship-presence enlarges the risk of accidents, threatening
the Baltic Sea ecosystem and its population safety, security
and economy.

In the attempt to increase the security, maritime traffic in the
Baltic must be monitored. Currently, there is a great variety of
sensors that enable maritime traffic monitoring [4]. Amongst
them, self-reporting positioning sensors enable constant access
and update to vessel positioning data. The main ship self-
reporting systems currently used are Automatic Identifica-
tion System (AIS), Long Range Identification and Track-
ing (LRIT), and Vessel Monitoring System (VMS). These
systems were designed for different purposes and, hence,
have different technical specifications, related to the coverage,
latency or the controlling agency. The technical specifications
of such systems are regulated at international level and the
relevant tracking capabilities are characterised by refresh rate,
spatial coverage, data latency between transmission and avail-
ability of the information, quantity and types of compliant
vessels [4]. Among the existing self-reporting positioning
systems, AIS demonstrated to be a reliable source of infor-
mation for maritime traffic monitoring purposes in terms of
spatial coverage, vessels coverage and message transmission
frequency. Two types of AIS systems are currently deployed,
terrestrial- and satellite-AIS. Their main differences reside in
their spatial coverage and probability of detection. Terrestrial-
AIS offers good tracking capabilities in the sensors’ line
of sight areas. However, satellite-AIS offers virtually global
spatial coverage to detriment of the probability of detection
in busy areas due to message collision. Moreover, satellite-
AIS depends on the number of satellites in the constellation
and data latency is affected on the visibility of ground station.
Finally, terrestrial and satellite-AIS complementarity improves
the spatial coverage, despite arising issues related to data
persistence.

Fig. 1. Two months of AIS messages within the monitored area.

The complexity of the maritime traffic in the Baltic Sea,
with more than 200 commercial ports and managing more than
800 million tonnes of cargo and 91 million passengers [25],
represents a complex and challenging scenario for the analysis
of maritime traffic. In this paper, the area under analysis
covers latitude from 53 to 63 degrees and longitude from
13 to 29 degrees. The study includes the largest shipping lanes
connecting cities such as Stockholm or Tallinn; it reveals the
impact of gas and oil extraction and shipping in the Baltic
Sea or it locates the marine protected areas via data analy-
sis. The processed historical self-reporting data comprises
two months of terrestrial-AIS messages, from 15/06/2014 to
15/08/2014. Figure 1 depicts all AIS messages in the Baltic
Sea for time of analysis. Such data constitutes the input to our
analysis.

III. LITERATURE REVIEW

In the literature, several methods have tackled maritime
traffic representation from self-reporting data. Such techniques
can be classified into two main categories, named spatial-
grid techniques and spatio-temporal techniques. On the one
hand, spatial grid techniques typically partition the monitored
area in a spatial grid whose cells are characterised by the
motion properties of the crossing vessels [6], [17]. Spatial grid
techniques are a fast approach to detect and visualise low-level
maritime intelligence layers. However, such techniques present
two main drawbacks. First, they suffer from computational
burden when increasing scale of the monitored area, hindering
maritime traffic analysis on global scale. Second, the aggre-
gation and manipulation makes the detection of structured
anomalies (e.g. track birth/deaths or start/stop sailing) difficult
to be implemented. On the other hand, several techniques
have been proposed to detect and model motion patterns and
vessel behaviours inherent in the maritime traffic raw data
based on spatio-temporal data mining techniques. Su and
Chang [24] presented a method to monitor fishing vessels,
clustering vessels based on the spatial information provided
in the VMS data. An extension of this work was presented
in [16]. Chang [8] investigated methods to extract vessel
traffic patterns that could support high-risk spot identification
analysing coastal AIS data. Their proposed method extracted
routes using density-based clustering and generalised tracks
detecting turns using angle thresholding. Later, a method
based on an adapted version of the Shared Nearest Neighbour
algorithm was presented to cluster vessels moving towards the
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Fig. 2. Maritime Traffic Knowledge Discovery and Representation System.

same direction. The clustering process analysed the vessels
position and direction to identify maritime traffic routes [22].
In [21], a vectorial approach was presented, where trajectories
were envisaged as a set of lines connecting nodes. The authors
proposed a method to automatically detect trajectories and
cluster them together into routes based on their spatio-temporal
information. In [14], this method was used to detect routes and
waypoints as initial structures of the maritime traffic, then,
the authors proposed a method to synthesise and combine the
routes to build networks capable to represent maritime traffic.
The preliminary results based on the analysis of the maritime
traffic in the Dover Strait revealed a precise representation
based on a light structure. Chen et al. [9] proposed a method
to extract principal fairways in western Taiwan Strait based
on the route extraction method described in [21]. The main
advantage of such approaches resides on the capacity to
perform global maritime traffic analysis, detect route-based
anomalies and perform vessel route prediction. However, these
techniques were not conceived to detect anomalies related to
vessels interactions, which still are an open challenge. Finally,
IALA [1] created the “IALA Waterway Risk Assessment
Program” (IWRAP) [2] whose main objective was to provide
users with tools to quantify the risks of a ship transiting in
specific geographical areas. IWRAP provides a supervised
approach to assists analysts on the risks in terms of groundings
and collisions from manually selected routes, where AIS data
is analysed and information is provided to analysts that eval-
uate the risks.

In this paper, we present an unsupervised approach
to generate maritime traffic representation from historical
self-reporting positioning data based on spatio-temporal data
analysis techniques. The proposed representation, based on
networks, provides a light, structured and precise represen-
tation. The interest in network analysis has had an inter-
disciplinary impact on diverse fields and the maritime domain
is one of the most recent application areas. In the book [11],
the concept of maritime networks and the connectivity of
maritime nodes like ports and terminals is discussed. To our
best knowledge, this is the most recent example in the litera-
ture where the analysis of maritime networks is extensively
analysed. They represent the traffic flows between a pre-
defined set of nodes in a graph-based fashion and the networks
are derived as a topographical map of the shipping connec-

tions. In [7], the analysis of shipping networks is analysed
via a network representation, where the main indicators of
network connectivity are derived. The strategy presented in the
present paper first derives the points of interest using a learning
approach; then it estimates the average intermediate paths
between them by using the actual in-between vessel tracks
which connect the points. The advantage is the reduction of
the storage requirements for the maritime routes, but without
loosing the real geographical mapping of the connections
between the nodes.

IV. MARITIME TRAFFIC KNOWLEDGE DISCOVERY

AND REPRESENTATION SYSTEM

The proposed Maritime Traffic Knowledge Discovery
and Representation System aims at the analysis of vessels
historical self-reporting positioning data to extract and model
navigation patterns in order to synthetically represent mar-
itime traffic, offering a simple but precise representation. The
proposed method detects vessel behavioural changes as the
first step towards discovering the de facto routes followed
by vessels. The approach is fully automatic and data-driven,
building models over real navigation data.

The proposed approach bases its analysis in AIS self-
reporting positioning data. The fusion of AIS data provides
a real-time MSP, revealing vessels location at a current
time. However, historical AIS positioning data requires a
sophisticated knowledge discovery process based on pattern
recognition and spatio-temporal data mining to reveal the
underlying patterns of navigation in the Baltic Sea. Our goal
is to automatically derive a maritime traffic network from real
maritime data which synthetically represents the navigational
patterns in the Baltic Sea. Three are the future application
areas of our maritime traffic network. First, to offer operational
authorities the means to automatically monitor maritime traffic
at the Baltic Sea and to support early anomaly detection
capabilities. Second, to offer ships up-to-date knowledge of
navigational routes and current traffic, minimising the risk of
collisions and groundings (one of the main risks in the Baltic).
Third, to offer policy makers fundamental tools for the ex-post
evaluation of policies impact on maritime traffic.

Figure 2 presents the Maritime Traffic Knowledge Dis-
covery and Representation System. Our system consists of a
sequential process of four stages. First, the waypoints (entries/
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TABLE I

PARAMETERS ADOPTED IN THE ANALYSED SCENARIO

exits and ports) within the area of interest must be detected,
revealing the first nodes of our maritime traffic network.
Second, semantic route detection is proposed to cluster all
vessels sharing same origin and destination. Third, the detected
semantic routes are decomposed. Vessels travelling from the
same origin and to the same destination often follow very
diverse itineraries to perform the same percourse/semantic
route. Different itineraries are separated into different routes
to add precision to the maritime traffic modelling. Finally,
the maritime traffic network is created based on the analysis
of waypoints and routes, by extrapolating behaviour patterns
inherent to the spatio-temporal information.

The Baltic Sea presents a great AIS coverage feeding
maritime monitoring systems with large amount of data. The
data is typically stored in databases, requiring of a pre-
processing stage to eliminate redundant information. The pre-
processing eliminates duplicated messages, appearing due to
the existence of multiple AIS receptors storing the vessel’s
reporting messages; and it discards messages from the same
vessel that are too close both in time and space to each other.
The advantages of the pre-processing are the elimination of
duplicated messages arriving with different delays due to their
platform and the reduction of the data to process.

In the following Sections, each stage of the Maritime Traffic
Knowledge Discovery and Representation System is detailed.
The pseudocode of the system is presented in Algorithm 1.

V. WAYPOINTS DETECTION AND ROUTE EXTRACTION

Considering our area of interest, defined in Section II,
the first stage to create the maritime traffic network is to
determine the waypoints, including Entry, Exit and Port areas.
Entry and Exit waypoints define the gates to the monitored
area, so they depend on its geographical definition. On the
other hand, Ports identify local ports, offshore platforms and
stationary areas, hence, they are reference points, invariant
with respect to the monitored area. The waypoint detection
method is based on TREAD [21]. In this method, entry/exit
gates are created and dynamically updated, when a vessel
enters/leaves the area of interest, generating “birth”/“death”
events (corresponding to the transition of the vessel status from
“transmitting” to “lost” and vice versa). In contrast, Ports are
detected by speed gating.

Maritime traffic changes over time implying the need to
create evolutionary waypoints. Thus, Ports and Entry/Exit
gates are created, expanded and merged progressively using an
incremental Density-Based Spatial Clustering procedure (refer
to [13] and [12]), where the clustering parameters are set based
on specific traffic density, intensity and regularity in the area
of interest (refer to Table I). Density-based clustering methods

Algorithm 1 Maritime Traffic Knowledge Discovery and
Representation System
Require: AIS messages containing static and dynamic

information
[waypoints] ⇐ Waypoint_Detection(AI S_messages)
[semantic_routes] ⇐ Route_Detection(AI S_messages)
for semantic_route ∈ [semantic_routes] do
[routes] ⇐ Route_Decomposi tion(semantic_route)

end for
for route ∈ [routes] do

To compute the distance between the two waypoints
defining the route
distanceW P = Distance(waypoint1, waypoint2)
Travelled_distance is the distance percoursed by the route
and indicated in its AIS data. If it is outside those limits,
it is an anomaly, i.e. uncomplete routes or detours
condi tion1⇐ travelled_distance > distanceW P
condi tion2⇐ travelled_distance < 3 ∗ distanceW P
if condition1 & condition2 then
[R̂] ⇐ Synthetic_Route_Computation(route)
[R̄] ⇐ Route_T emporally_Un f olding(R̂)
[breakpoints] ⇐ Breakpoint_Detection(R̄)
segment ⇐ [breakpoints]
[segments] ⇐ segment
A maritime lane is built by a concatenation of
segments
mari time_lane = [segments]
[mari time_lanes] ⇐ mari time_lane

end if
end for
Start of the External Layer algorithm
for mari time_lane ∈ [mari time_lanes] do
[all_segments] ⇐ mari time_lane{segments}

end for
MT N ⇐ Ini tiali sation([all_segments])
Comparison between each segment in [all_segments] and
all the segments stored in the Maritime Traffic Network
for segment ∈ [all_segments] do

ans = Compare(segment, MT N{segments})
if ans == TRUE then

new_seg = Merge(segment, MT N{segmenti })
[MT N] ⇐ new_seg
[updated_segments] ⇐ U pdate_Route(new_seg)

end if
end for
MT N_optimised ⇐ Ini tiali sation
([updated_segments])
for segment ∈ [updated_segments] do

ans = Compare(segment, MT N{segments})
if ans == TRUE then

new_seg = Merge(segment, MT N{segmenti })
[MT N_optimised] ⇐ new_seg
[optimised_segments] ⇐ U pdate_Route(new_seg)

end if
end for
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Fig. 3. Points belong to a cluster when they are density-reachable or density-
connected. N points are density-reachable, when the number of points in
a neighbourhood exceeds a minimum threshold. Two points p and q are
density-connected when both are density-reachable from a third point o. The
parameters used are described in Table I.

Fig. 4. All semantic routes detected in the monitored area.

have shown to be particularly convenient in the maritime
applications since the number of clusters does not need to
be pre-set and clusters of arbitrary shapes can be detected.

The semantic routes are derived thereafter, once we obtain
some active waypoints and we start seeing vessel trips for one
waypoint to another. A semantic route becomes active once
a minimum number of trips is observed along it. Moreover,
the management of the semantic routes is dynamic since they
follow the evolution of waypoints. More specifically, semantic
route objects get updated if Ports and Entry/Exit gates are
created, expanded and merged. DBSCAN is used on the routes
as well, as a post-processing tool to filter out outliers and noise
points from the route detections. Given a specific point p,
if the cardinality of the neighbourhood of a given radius eps
is greater than a certain minimum threshold for the number
of point in the neighbourhood, then such points are density-
reachable from p and belong to the same cluster. Moreover,
two points p and q are density-connected if there is a third
point o such that p and q are density-reachable from o. Points
that are density-connected to each other belong to the same
cluster, and points that are density-connected to any point of
the cluster are also part of the cluster. All the points in a cluster
define a semantic route. At the end of the process, those points
that are not density-connected to other points do not belong to
any cluster and, hence, they are considered as noise. A graphic
definition of the clustering process is presented in Figure 3.
The route detection method is based on TREAD [21].

Finally, the detected waypoints will be used as the main
nodes in the Maritime Traffic Network Generation (refer to
Section VII). Within the area under analysis, 1, 315 waypoints
have been detected, distinguishing between entries, exits and
ports areas. Figure 4 presents the maritime traffic amongst such
ports defined by 5, 827 semantic routes, which connect the

existing waypoints and come determined by their directionality
(a.k.a. a route from port X to port Y is different from a route
from port Y to port X). Such distinction is relevant to avoid
collisions and to respect existing traffic separation schemes.

Considering the large amount of semantic routes co-existing
in the area of interest, the longest and most densely populated
semantic routes have been selected to evaluate every stage
of the system. The 10 selected semantic routes comprise
7 waypoints representing entry points, including 2 entries and
5 ports; whilst the subset presents 6 waypoints acting as exits,
including 5 exit points and 1 port. At the end of the paper,
in Section VIII, all the semantic routes and ports are analysed
to provide the final maritime traffic network in the Baltic Sea.

At this point, the maritime traffic in the Baltic Sea
is represented by waypoints and semantic routes, where
(1) waypoints are elements providing information such as
vessels entrying/exiting/stopping, vessels’ kinematic informa-
tion and geographical area belonging to the waypoint; whilst
(2) semantic routes are complex elements including these
attributes:
• Time (t): vector determining the timestamp when certain

vessels entered and exited the area of interest.
• Route ID (Rid ).
• Number of vessels associated to the route during the

analysed period of time (V ).
• MMSI list (M M SI ): list of the MMSI numbers of the

vessels associated to the route.1

• Ship type code (ST C) list: each vessel in the MMSI list
is categorised with a STC, ranging from 20 to 99.

• Way in/out (E Ei, j ): associates the i−th route with one of
the Entry/Exit/Port areas detected in the monitored area.

• Points (P): each route contains a set of coordinates and
attributes that define its spatio-temporal evolution. Thus,
the i − th route contains M attribute vectors describing
the AIS messages, as Pi = (pi, j )

M
j=1. Each message,

pi, j , is defined with the following elements: latitude
and longitude coordinates (x, y), Course Over Ground
(C OG), Speed Over Ground (SOG), MMSI number and
timestamp (t) as derived by the AIS data standard [19].
A few other attributes associated to the route are also part
of pi, j , including ST C and E E . Formally, the j−th point
associated to i − th route is thus defined as:

pi,j =(xi,j ,yi,j ,C OGi,j ,SOGi,j ,M M SIi,j , ti,j ,ST Ci,j ,E Ei,j ).

(1)

VI. ROUTE DECOMPOSITION

Real maritime traffic presents complex scenarios where
semantic routes can present different itineraries. Figure 5 (Top)
shows a real semantic route where vessels follow differ-
ent itineraries, implying large geographical deviations. Thus,
to accurately estimate vessels behaviour, a prior step must
differentiate between different itineraries, decomposing each
semantic route into different sub-routes.

The Route Decomposition process proposes an aggrega-
tion technique to cluster together similar vessel behaviours

1The Maritime Mobile Service Identity (MMSI) is used by AIS to identify
vessels, assigning a unique number to each vessel.



FERNANDEZ ARGUEDAS et al.: MARITIME TRAFFIC NETWORKS FROM HISTORICAL POSITIONING DATA 727

Fig. 5. Route Decomposition. (Top) Semantic route including all vessels
following different itineraries. (Down) Semantic route decomposed into three
itineraries (from now onwards referred as “routes”).

present in a semantic route. The process analyses each vessel
itinerary as an individual entity with a unique behaviour.
Then, the distance between all vessels traversing the semantic
route is compared. Hausdorff distance is proposed as metric
to compute the distance between two sub-sets within the
same metric space and enabling different set size comparison.
Hausdorff distance or H (A, B) “measures the degree of mis-
match between two sets by measuring the distance of the point
of A that is furthest from any point of B and viceversa” [18].
Moreover, the Hausdorff distance computes the maximum
distance between points of different sets without establishing a
specific pairing of points between sets. The Route Decomposi-
tion process computes the Hausdorff distance in an all-against-
all system, calculating the maximum distance between all
vessels traversing the semantic route. Finally, vessels are clus-
tered based on their Hausdorff distances, associating vessels
whose itineraries present a similar behaviour. The sequential
algorithm analyses each individual vessels itinerary, compares
it with the other vessels and associates the vessel trajectory
with the closest itineraries to form a cluster or “route”.
The association process thresholds the computed Hausdorff
distances, associating vessels whose itineraries distances is
less than 0.6 km.2

Figure 5 (Down) reveals the three different itineraries
detected within the semantic route presented in Figure 5 (Top).
The existence of different de-facto trajectories that share the
same origin and destination can be due to different reasons,
from geographical (i.e. bathymetric characteristics of the area
under analysis) to logistic reasons (i.e. fuel consumption opti-

2This threshold has been empirically determined and it is tailored to the
scenario under analysis

misation). Considering the different vessel behaviour, distance
and characteristics of all the itineraries within a semantic
route, from this point onwards, the process will analyse each
itinerary separately, named “route”, rather than the semantic
route, as such entity reveals similar vessel behavioural
patterns.

VII. MARITIME TRAFFIC NETWORK GENERATION

The Maritime Traffic Network Generation proposes an algo-
rithm to analyse the decomposed routes, towards the discovery
of vessels behavioural patterns in an attempt to synthetically
and accurately represent the maritime traffic in the monitored
area. The proposed algorithm consists in an unsupervised
hierarchical approach extrapolating vessels behaviours from
AIS historical data and using such patterns to build the
maritime synthetic representation, offering a synthetic view
of the activities in the area. The maritime traffic representa-
tion is envisaged as a directed-graph or a directed-network,
composed of a set of nodes and tracklets. Despite a single
layer network could represent maritime traffic, such simplistic
approach would neglect real-world situations, including high
traffic density areas, confined waterways or no-crossing points,
amongst others. Hence, the proposed hierarchical maritime
traffic network is built upon two layers: external and internal.

A. Internal Layer
In the internal layer, each route is individually analysed,

detecting the changes in the vessels behaviour associated to
restrictions in navigation in order to synthetically represent
each route. Despite the oceans surface provides an enor-
mous playground for maritime traffic, navigation is typically
constrained to certain areas, delineated by economic, legal,
logistic, security or safety reasons. These factors can be
classified depending on their regulatory or optional character.
Some regulatory limitations include maritime protected areas
(where maritime traffic is forbidden or restricted), country-
restricted maritime traffic, preserved fishing areas or areas
regulated by traffic separation schemes. The limitations of
optional character are related to economic, logistic or security
reasons, including fuel-efficiency, risk and exposition to piracy
attacks, exploitation of strategic ports positioning (efficient
maritime transport, fuel refilling stations, etc.), amongst others.
Whilst the regulatory limitations are clearly established in
border definitions and traffic separation schemes, the optional
limitations are reflected in de facto maritime routes.

The internal layer is composed by nodes named breakpoints,
which reflect the vessels constant and stable changes of
behaviour; and edges named tracklets, which represent the
trajectory followed by the vessel. The internal layer is meant
to add granularity to the graph, adding detail and accuracy to
the representation, while maintaining its synthetic character.

A recursive algorithm is proposed to construct the internal
layer, analysing each route individually, and based on two
steps: route temporal unfolding and breakpoint detection.

1) Route Temporal Unfolding: All points associated to a
route are originally organised in the AIS databases by their
latitude/longitude, neglecting the temporal character inherent
in the route. Thus, it is necessary to unfold the route on the
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temporal dimension. The developed algorithm is based on [15].
Initially, all route points are used to compute the route skeleton
of the route, named synthetic route. The synthetic route is
computed through a recursive algorithm based on two steps,
(1) latitude/longitude computation and (2) position prediction.

The algorithm is initialised, assigning one of the way-
points delimiting the route as the initial point, pini . In (1),
the algorithm searches for all points within a circular search
cell centered in pini and with radius of 0.02 degrees.
Once the neighbouring points are found, their mean is com-
puted ( psynth) and assigned to the synthetic route, together
with the estimated bearing. In (2), the next position (pnext )
is predicted based on the mean computed in (1), psynth, and
the estimated bearing. Then pini is updated with pnext and
the algorithm returns to step (1), continuing until reaching the
other route waypoint. The algorithm constructs the synthetic
route, formally defined as R̂ = (psynthm)X

m=1, where X is
the number of points in the synthetic route and each psynthm

represents the mean computed from the neighbouring points.
The synthetic route is then used as guideline to unfold

the route on the temporal axis. Considering that the syn-
thetic route reveals the route temporal evolution, an aggre-
gation algorithm is proposed to unfold all the points of
the route over the synthetic route. The algorithm estab-
lishes a search area in the route for each of the X points
building the synthetic route, R̂. All the points belonging to
the m − th searching area are aggregated to psynthm . Thus,
each point of the synthetic route has associated L points,
psynthm ← (p j , C OG j , t j )

L
j=1, where each point comes

defined by a set of attributes including latitude and longitude
coordinates, (p j = (x j , y j )), Course Over Ground (C OG j )
and timestamp (t j ). Then the L points associated to psynthm are
organised by their timestamp, (t j )

L
j=1. Finally, all the points

associated to each psynthm are concatenated, resulting on the
temporally unfolded route, R̄:

R̄ = ((p j , C OG j , t j )
L
j=1)

X
m=1 (2)

where t j < t j+1∀ jε{1, ..., L} and where the sum of the points
associated to each psynthm is equal to the total number of
points of the route under analysis, M , hence M =∑X

m=1 Lm .
1) Breakpoint Detection: Vessels perform constant changes

in their heading in an attempt to maintain a final direc-
tion, however, vessels rarely present large C OG variations.
Observations on the vessels percourses and coordinates
revealed that, vessels perform small C OG variations to main-
tain a direction, addressing meteorological, oceanographic and
other external factors; whilst vessels perform constant and
stable C OG variations when a different direction must be
followed. Thus, a vessel route can be primarily identified
by their initial and final port/waypoint and later based on
the intermediate changes in its direction. The intermediate
changes of direction, or breakpoints (BP), determine the geo-
graphical points where the vessel changed its spatio-temporal
behaviour. The proposed breakpoint detection process relies on
the Douglas-Peucker algorithm [10]. The algorithm proposes
to optimise a curve representation, given that a curve is
formed by linear segments, by reducing the points or segments
composing the curve, selecting only the most representative.

Fig. 6. Analysis of a real route and the resulting network representation.
The network representation is composed of the external nodes (entry/exit/port),
inner nodes (or breakpoints) and tracklets connecting them.

The algorithm has a recursive character, dividing the curve
into segments and computing the most approximated line to
the curve segment. Douglas-Peucker algorithm requires the
setting of a parameter limiting the maximal distance allowed
between the line and the vertex, named tolerance, in our
implementation, tolerance is set to 0.04 km. Figure 6 shows
the Breakpoint Detection process results on a single route.

B. External Layer
The external layer presents the visible elements of the mar-

itime traffic network, including the previously detected routes
and waypoints. Based on graph-theory, the waypoints are
represented by nodes/vertices, while the routes are represented
by edges/lines. The external layer depicts the main character-
istics of the route, such origin, destination or directionality,
width and precision, as well as the relationship among various
routes or the total maritime traffic. A three stages algorithm is
proposed to construct the external layer, providing with access
to the maritime traffic network and its façade. First, Maritime
Traffic Network Initialisation, all the segments from one
semantic route are archived in the Maritime Traffic Network,
shaped as a list of segments and storing uniquely the geograph-
ical coordinates delimiting each segment, e.g. {x1, y1, x2, y2}.
Each route, then, is represented by the route’s synthetic
representation. Such representation is composed by a list of
segments which sequentially ordered form the maritime lane.
Second, Maritime Traffic Network Construction, each segment
of a route is compared with the segments stored in the Mar-
itime Traffic Network. If the distance between the segments is
under a threshold, both segments are considered to be the same
one (in different routes) and so to simplify the graph, both
segments are merged. In our implementation, the maximum
distance allowed between segments is 10 km. Then, the route
and the Maritime Traffic Network are updated. Otherwise,
the segment from the route is unique and so it is included in
the Maritime Traffic Network. Third, Maritime Traffic Network
Update, considering that in the previous step, similar segments
were merged to optimise the traffic representation, the network
should be updated. The second step is repeated to address the
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Fig. 7. Maritime Traffic Network automatically obtained analysing the
reduced dataset of the Baltic Sea.

route content modification. The process ends when all routes
and segments have been merged or added to the Maritime
Traffic Network. The resulting Maritime Traffic Network is
externally composed by waypoints and routes, while each
route is detailed by the fields: (1) Route ID, (2) Route parent
is the semantic route that originated the route, (3) Segments
represent the tracklets that concatenated compose the route,
each segment is represented by [xi , yi ; xi+1, yi+1], (4) average
COG of the route, (5) Route width and (6) Route precision.

C. Performance Evaluation

In this Section, we evaluate the performance of the Mar-
itime Traffic Network Generation over a reduced dataset
presenting the longest and most active routes in the Baltic Sea.
The dataset is composed of 10 semantic routes equivalent
to 106, 281 geographical points.

In previous sections, the concrete analysis of a semantic
route was presented. Figure 6 presents a route (blue), its
network representation (red) and the detected breakpoints
(red asterisks) obtained during the Inner Layer algorithm.
While the semantic route includes 13, 459 geographic points,
the computed Maritime Lane stores uniquely the external
waypoints (entry/port and exit/port), the detected breakpoints
and the tracklets/segments together with their corresponding
attributes. Thus, 13, 459 geographic points are substituted
by 2 waypoints and 17 segments, implying a decrease of
the 99.75% of stored data to represent that specific route.

Figure 7 presents the obtained Maritime Traffic Network.
The dataset, composed of 106, 281 geographical points, was
clustered in 10 semantic routes and initially decomposed into
13 routes. The analysis of each route in the Inner Layer and the
routes association in the External Layer resulted in a Maritime
Traffic Network composed of 180 segments. Each segment
is defined as two coordinate points, resulting in 360 points,
a 0.34% of the previously required data storage for the original
data. Our maritime traffic representation method decreases in
a 99.66% the data required to represent the maritime traffic,
offering a solution to palliate the exponential increase of
storage for maritime traffic data. Nevertheless, the greatest
advantage is to provide light, structured and fast access to

maritime traffic data, supporting MSA capabilities such as
real-time maritime monitoring and anomaly detection.

VIII. EXPERIMENTAL RESULTS

The Baltic Sea is considered one of the most densely traf-
ficked sea regions in the world. Additionally, its geographical
position, its large extension, the presence of oil extraction plat-
forms and marine protected areas and its delicate ecosystem
expose it as a highly sophisticated scenario. Section II intro-
duced the monitored area statistics and key factors affecting
the maritime traffic, its density and distribution.

The Maritime Traffic Knowledge Discovery and Represen-
tation System proposed an in-built hierarchical algorithm to
analyse self-reporting positioning data, detect vessels patterns
and model vessels behaviours. The aim was to automatically
create a network representation of the maritime traffic in
the monitored area, to support automatic maritime traffic
monitoring, situation prediction and anomaly detection. Our
system was divided into four algorithms. The impact and
results of each stage were partially presented along with the
algorithms. In this Section, experimental results are detailed
on the complete monitored area, in order to demonstrate the
systems performance and to present its benefits.

In the Waypoint and Route Detection algorithms, 1, 315
waypoints were detected (1, 284 ports, 15 entries, 16 exits)
and 5, 827 semantic routes (from which 1, 754 Active and
4, 073 Inactive). Figure 1 presents all points of the 5, 827
semantic routes, active and inactive, in the monitored area.
Inactive routes depict semantic routes that are not currently
in use, hence, revealing non-representative traffic. Our system
only considers Active routes, as they represent the current
navigation lanes, limiting the analysis to 1, 754 semantic
routes. During the learning phase, all the points which do not
comply with the routes, incrementally derived, are discarded,
i.e. kept in a separate list of noise points and not contributing
to build the traffic normalcy. Although this might seem a
waste of data, the massive amount of data on one side, and
the risks of contamination from noise in the data in the
subsequent knowledge exploitation phase, make this choice
reasonable. For a theoretical standpoint, the choice is justified
by the classical two-phase approach adopted in the statistical
process control practice, where during the learning phase only
the points compatible with the normal control limits derived
are kept in the system. All the points falling outside the
normalcy bounds are discarded and the control limits are
recursively computed. These limits are used in the action
phase to perform the classification of newly seen points.
In the same way, we incrementally build a system of routes
discarding the noise points during the learning phase, and use
that system of routes to perform route classification of new
points. Following the same rationale, an additional requirement
was set, semantic routes should be traversed by 10 or more
different vessels, limiting our analysis to 886 semantic routes,
depicted in Figure 8. The routes not fulfilling such minimum
are discarded in the learning phase to build the maritime traffic
network, being stored in a outliers route list considering their
behaviour deviates from majority.
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Fig. 8. Complete dataset under analysis. 886 active semantic routes were
analysed to build the Maritime Traffic Network.

In order to envision the data storage and handling capa-
bilities required to monitor the Baltic Sea, the whole active
traffic must be considered and processed, implying the analysis
of 1, 842, 928 geographical points defining the 886 selected
semantic routes. Each route not only provides geographical
information but also static information such as vessel list,
distance travelled, etc. Such big data requires a large storage
space and processing time to retrieve any information, hin-
dering maritime traffic monitoring and detection of anomalies.
Hence, our method proposed to synthetically represent all mar-
itime traffic to alleviate maritime traffic monitoring systems.

Later, the selected semantic routes were analysed in order
to model their inherent behaviour. To ensure the represen-
tation accuracy, the semantic routes were decomposed into
routes. All the routes belonging to the same semantic route
shared origin and destination but followed different per-
courses. As a result, the 886 semantic routes were decom-
posed in 1, 136 routes. The route decomposition lead to a
numerous amount of routes. However, some presented partial
itineraries or outliers. In order to maintain the representativity
in the system, only routes with more than 250 geographical
points were considered, such measure reduced the dataset
to 454 routes.

The final stage of our system was the Maritime Traffic
Network Generation algorithm, where all routes were analysed
to model the maritime traffic and present a synthetic rep-
resentation, which drastically reduced the amount of data
representing the traffic, reducing the data storage and, most
importantly, providing a structured and light representation
capable to support real-time maritime traffic monitoring and
anomaly detection at sea. The proposed Maritime Traffic Net-
work Generation algorithm was divided into two algorithms.
First, to model the external network layer, providing the
network skeleton and giving a rough approximation of the
maritime traffic. Second, to model the internal network layer,
providing granularity and precision to the analysis, subdividing
the routes into tracklets/segments by detecting the vessels
behavioural changes. The resulting network was composed of
454 routes defined by a total of 2, 095 segments (equivalent
to 4, 190 points). Therefore, the proposed maritime traffic
representation decreases the data volume in a 99.77%.

TABLE II

INDIVIDUAL ROUTES PRECISION ANALYSIS

Maximising the data compression consists on reducing
the amount of stored data, which in our case translates
into representing routes in a simpler way while maintaining
the equilibrium between compression and goodness of fit.
Two measures can be proposed to account the proposed
approach performance: (i) Root Mean Square Error (RMSE)
and (ii) complexity of the obtained maritime traffic network.

The RMSE intends to measure approximation provided
by the maritime traffic network representation by evaluating
the average point standard deviation between the computed
representation and the real route points. RMSE is computed
applying Equation 3. The distance between the route point
Xr

i = (xi , yi ), and the r − th segment representing the route
can be represented as the distance between the point, Xr

i , and
the closest set of points from the discretised segments, X̂r

t ,
where X̂r

t = {Xr
t }. The RMSE is then computed for all the

points of each route, nr , and combined for all detected routes
within the system, L.

RM SE =
√
√
√
√

L∑

r=1

1

nr

nr∑

i=1

(Xr
i − X̂r

t )
2 (3)

The complexity of the maritime traffic network is directly
related to the number of tracklets/segments.

The 886 active routes comprise 1, 842, 928 points. Applying
our method to model and represent maritime traffic over
the whole Baltic Sea scenario resulted in a Maritime Traffic
Network composed of 2, 095 tracklets. Figure 9 presents the
obtained maritime traffic network which compared with the
original data presents a RMSE of 19.35 km. The error is
reversely represented by the 99.77% decrease in the required
storage space to represent the maritime traffic.

To further evaluate the system performance, the RMSE of
each route in the reduced dataset is presented in Table II.
The results reveal an average error below 30 m per point,
in the best cases below 1 m and in one case up to 380 m.
Figure 10 shows the approximation of a single route to its
network representation, revealing the network goodness of fit.

Figure 9 shows the automatically computed maritime traffic
network representing the Baltic Sea maritime traffic extracted
from AIS historical data. The resulting maritime traffic net-
work is composed of 454 maritime lanes composed of 2, 095
tracklets/segments and presents an RMSE of 19.35 km. Such
error can be neglected in an area as large as the Baltic Sea.
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Fig. 9. Maritime Traffic Network obtained from the analysis of the complete
Baltic Sea maritime traffic dataset.

Fig. 10. Route precision. Qualitative comparison between an individual route
and its computed network representation. (Top) Overall view of the network
representation adaptation to the route. (Bottom) Close-up view of the network
representation adaptation to the real maritime traffic data.

Figure 9 demonstrates that the Maritime Traffic Network
provides a good trade-off between precision and goodness
of fit. Moreover, a light and structured maritime traffic rep-
resentation is provided, enabling visualisation capabilities as
well as further supporting applications such as real-time
maritime traffic monitoring, on-the-fly anomaly detection or
situation prediction. To enlighten the use of the provided
Maritime Traffic Networks for unsupervised traffic monitoring
and anomaly detection, Figure 11 presents an example of how
the provided network can monitor maritime traffic on-the-fly
and detect abnormal behaviours. In Figure 11 a vessel, whose
declared origin and destination implied that it would follow
the de-facto route represented by the network representation
(black), during the first part of its trajectory, the vessel follows
such itinerary (blue), however, short after, the vessel deviates
from the declared route (red). The provided Maritime Traffic

Fig. 11. Example of maritime traffic monitoring and anomaly detection based
on the use of the provided Maritime Traffic Network.

Network was used to automatically detect deviations from
normality as a first step towards the development of a fully
unsupervised maritime traffic monitoring system.

IX. CONCLUSIONS & FUTURE WORK

The proposed approach analysed a representative portion
of the Baltic Sea maritime traffic to detect de-facto routes and
more specifically to model the traffic on this heavily-transitted
area, resulting in a highly-compressed representation, capable
to visualise the maritime traffic and to provide the necessary
knowledge for real-time maritime traffic monitoring, anomaly
detection and situation prediction, enhancing the MSA.

The resulting maritime traffic network provides synthetic
representation of the Baltic Sea maritime traffic, reducing
the storage space for each route in more than a 99%, while
maintaining the representation accuracy. The proposed method
tackles maritime traffic representation in the Baltic Sea and
reduces 1, 842, 298 geographical points to 2, 095 tracklets.

Nowadays, most maritime applications rely on systems
built over end-user knowledge rather than on derived mar-
itime traffic knowledge. Despite end-users provide incompa-
rable knowledge, maritime traffic applications could benefit
from more precise and numerical knowledge as the one
derived from real maritime traffic data, e.g. the presented
maritime traffic networks, to support unsupervised maritime
traffic monitoring or anomaly detection activities. However,
the knowledge and benefits provided by the Maritime Traf-
fic Networks could be exponentially enlarged if combined
with other heterogeneous sources of information. The fusion
of maritime traffic knowledge with weather forecasts, ship
characteristics, ocean currents or special cargo requirements
could expand the maritime traffic network applications scope
to new fields. Two examples would include: grounding avoid-
ance and weather routing. In the one hand, maritime traf-
fic networks, if combined with bathimetric maps and ship
characteristics, could avoid groundings and tailor routes to
vessels considering their specific characteristics. On the other
hand, if maritime traffic networks were to be combined with
continuously updated weather forecasts, vessels would be able
to optimally recompute their routes in real-time, not only to
avoid weather-related risk situations but also to control fuel
consumption or to maintain vessel scheduling. Thus, future
work should focus on the combination and exploitation of



732 IEEE TRANSACTIONS ON INTELLIGENT TRANSPORTATION SYSTEMS, VOL. 19, NO. 3, MARCH 2018

derived maritime traffic knowledge and heterogeneous sources
of information to enhance the maritime situational picture and
to provide additional tools and applications to the end-users.
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