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Abstract—Nonorthogonal multiple access (NOMA) assisted
semi-grant-free transmission admits grant-free users to access
the channels otherwise solely occupied by grant-based users,
and has been recently attracting considerable attention in terms
of accommodating massive connectivity and reducing access
delay in Internet of Things (IoT). In this work, we investi-
gate the security of semi-grant-free NOMA transmission in the
presence of passive and active eavesdropping attacks. In partic-
ular, for the scenario-I with strong grant-based user and weak
grant-free users, the scenario-I-based maximal user scheduling
(IbMUS) and scenario-I-based optimal user scheduling (IbOUS)
schemes are proposed to combat the passive and active eaves-
dropping, respectively. For the scenario-II with weak grant-based
user and strong grant-free users, two parallel schemes, namely,
the scenario-II-based maximal user scheduling (IIbMUS) and
scenario-II-based optimal user scheduling (IIbOUS) schemes,
are proposed to combat the passive and active eavesdropping,
respectively. These proposed schemes enhance the security by
scheduling a grant-free user with maximal main channel capac-
ity/maximal secrecy capacity to access the NOMA channel on
the premise of ensuring the grant-based user’s Quality of Service.
Based on these proposed schemes, the exact secrecy outage prob-
ability (SOP) are analyzed to evaluate the system performance.
The simulation results validates the theoretic analysis and the
superiority of the proposed schemes. The IbOUS and IIbOUS
schemes can achieve better performance than the IbMUS and
IIbMUS schemes owing to the use of active eavesdropper’s chan-
nel state information (CSI). The SOP achieved by theproposed

Manuscript received 25 April 2022; accepted 18 July 2022. Date of pub-
lication 22 July 2022; date of current version 7 December 2022. This work
was supported in part by the National Natural Science Foundation of China
under Grant 62101560, Grant 61871387, and Grant 61901313; in part by the
Natural Science Basic Research Program of Shaanxi under Grant 2022JQ-
619; in part by the National University of Defense Technology Research Fund
under Grant ZK21-44; in part by the Open Research Fund of the State Key
Laboratory of ISN, Xidian University under Grant ISN23-04; and in part
by the China Postdoctoral Science Foundation under Grant BX20190264 and
Grant 2019M650258. (Corresponding authors: Haiyang Ding; Buhong Wang.)

Kunrui Cao is with the School of Information and Communications,
National University of Defense Technology, Wuhan 430035, China, and
also with the State Key Laboratory of Integrated Services Networks, Xidian
University, Xi’an 710071, China (e-mail: krcao@nudt.edu.cn).

Haiyang Ding is with the School of Information and Communications,
National University of Defense Technology, Wuhan 430035, China, and also
with the Youth Innovation Team of Shaanxi Universities, Xi’an, China (e-mail:
dinghy2003@hotmail.com).

Buhong Wang, Jiwei Tian, and Qingmei Wei are with the School
of Information and Navigation, Air Force Engineering University, Xi’an
710077, China (e-mail: bhwangaf@sina.com; tianjiwei2016@163.com;
marry143@sohu.com).

Lu Lv and Fengkui Gong are with the State Key Laboratory of
Integrated Services Networks, Xidian University, Xi’an 710071, China
(e-mail: lulv@xidian.edu.cn; fkgong@xidian.edu.cn).

Digital Object Identifier 10.1109/JIOT.2022.3193189

schemes can be further improved with the increasing number
of grant-free users and decreasing target rate (or target secrecy
rate).

Index Terms—Nonorthogonal multiple access (NOMA),
physical-layer security, secrecy outage probability (SOP), semi-
grant-free transmission, user scheduling.

I. INTRODUCTION

THE NEXT generation of Internet of Things (IoT) is
envisioned to provide a support for all kinds of impor-

tant applications, such as wireless health-care, smart home,
environment monitoring, intelligent transportation, etc. The
key step to achieve the next generation IoT is to guaran-
tee the connection of a massive number of IoT devices in
the specific spectral resource [1]. However, it is challenging
for conventional orthogonal multiple access (OMA) to sup-
port massive connectivity due to the scarceness of available
bandwidth resources for wireless communications. Recently,
non-OMA (NOMA), encouraging spectrum sharing among
wireless devices, has emerged as a spectrally efficient solution
to implement the massive connectivity for the IoT [2].

In typical IoT scenarios with uplink OMA transmission,
each device is allocated with a dedicated orthogonal resource
block for the transmission of signal, which causes a low spec-
tral efficiency. Unlike OMA, NOMA utilizes the successive
interference cancelation (SIC) at the access point to enable
multiple devices to be served simultaneously in the same spec-
tral resource blocks [3]–[12]. It is worth pointing out that many
research works on NOMA [3]–[12] are based on traditional
grant-based transmission with uplink scheduling requests and
dynamic scheduling grants, i.e., multiple grant-based users are
admitted with NOMA to access the joint resource blocks con-
sisting of the granted resource block of each user, as shown in
Fig. 1. Very recently, the uplink NOMA assisted semi-grant-
free transmission scheme was proposed in [13]–[18] to further
enhance the spectral efficiency and reduce the access delay for
supporting a massive number of IoT users, each of which has
a small amount of data to send only. Specifically, the delay-
sensitive user in the system is allowed to occupy a specific
bandwidth resource block as the grant-based user, while the
delay-tolerant user is regraded as the grant-free user without
scheduling grants of base station (BS) and opportunistically
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Fig. 1. Schematic diagram of different transmission schemes.

access the resource block, that is, solely occupied by the grant-
based user in OMA, by using uplink NOMA. A crucial task
is to ensure the grant-based user’s Quality of Service (QoS)
experience when the grant-free user is admitted to access the
same resource block. As a further advance, Ding et al. [18]
proposed a new semi-grant-free NOMA transmission scheme
to ensure that the grant-free users can be transparent to the
grant-based user, and the grant-based user’s QoS is the same
as when it solely occupies the resource block.

On the other hand, owing to various applications of the
communication technology and the openness of wireless chan-
nels, the information security of wireless transmission is facing
great challenges. Physical-layer security is an efficient solution
to enhance the information security by exploiting the inher-
ent characteristics of the wireless channel, such as fading,
interference, and noise, to ensure that a malicious eavesdropper
can not acquire any confidential information about the trans-
mitted legitimate signals from the physical layer [19]–[24].
Recently, physical-layer security for NOMA transmission has
been attracting considerable attention from the research com-
munity [25]–[41]. Particularly, Zhang et al. [25] studied a
single-input single-output system with NOMA and proposed
an optimal power allocation strategy to maximize the sum
secrecy rate of the users. In [26], an NOMA transmission
strategy to maximize the minimum confidential information
was designed under the constraints of transmission power
and secrecy outage probability (SOP). In order to achieve a
secrecy massive NOMA, the interuser interference was used
in [27] to confuse the malicious eavesdroppers. Liu et al. [28]
considered a practical large-scale NOMA network with ran-
domly deployed legitimate users and malicious eavesdroppers,
and presented an artificial noise (AN) aided secrecy beam-
forming scheme to protect the transmission of the useful
information for legitimate users. Further, Lv et al. [29]
proposed a new security beamforming strategy with AN to
strengthen the information security of the multiantenna down-
link NOMA systems, and indicated the significant superiority
of the proposed scheme compared to [28] in terms of com-
bating the eavesdropping attack. Unlike [29], Feng et al. [30]
presented a joint power allocation and AN aided beamforming
scheme, which can achieve a tradeoff of the strength between
the transmitted signal and interference to gain an enhancement
of the secrecy in the downlink NOMA systems. In particular,

the information security of a dual-user system was studied
in [31] where the strong user acts as a friendly relay for
weak user given the inherent cooperative feature of NOMA,
and the exact closed-from expression of SOP for the system
were obtained. Lei et al. [32] studied the secrecy performance
for a multiple relays aided NOMA system in the presence
of an external eavesdropping attack under the condition of
Nakagami-m fading channels. In [33], a new jamming and
relaying strategy with the NOMA principle was proposed to
improve the secrecy for the untrusted relay system. Different
from the above works, we investigated the physical-layer secu-
rity of uplink NOMA systems with the help of friendly jammer
in [34], according to the type of eavesdropping attack, and
proposed the random jammer scheduling aided uplink NOMA
transmission scheme and optimal jammer scheduling aided
uplink NOMA transmission scheme to, respectively, combat
the passive and active eavesdroppers for improving the security
of the system. With the proposed two schemes, we analyzed
the secrecy performance of the system to verify the effective-
ness of the proposal. Furthermore, in [35], given the power
constraints and selfishness of nodes in practical networks,
we further studied the uplink NOMA with energy harvest-
ing (EH) jammers, and correspondingly proposed the random
EH jammer scheduling scheme without the requirement of
any channel state information (CSI), the maximal EH jam-
mer scheduling scheme with the CSI between BS and each
EH receivers, and the optimal EH jammer scheduling scheme
where both the CSIs from BS to EH receivers and from EH
receivers to the eavesdropper need to be known. Owing to the
distinctive merits, NOMA has been utilized in unmanned aerial
vehicle (UAV)-enabled IoT to enhance the communication of
terrestrial nodes. In particular, in [36], a UAV-aided NOMA
network with simultaneous wireless information and power
transfer (SWIPT) was proposed to guarantee the secure trans-
mission for ground passive receivers, which can implement a
practical nonlinear EH scheme and secure massive connectiv-
ity for future IoT. Moreover, Zhao et al. [37] proposed two
schemes to enhance the security of NOMA-UAV networks
with one security-required user and multiple security-required
users, respectively, and analyzed the effectiveness of the
proposed two schemes in terms of guaranteeing the secure
transmission.

As mentioned above, physical-layer security of NOMA has
been recently investigated in various scenarios. However, there
is still a lack of research contributions on the security issue
of semi-grant-free NOMA transmission in the presence of
eavesdropping attack in the literature, and the corresponding
security transmission criteria and the secrecy performance are
still far from being understood, which motivates this work.
In this work, we focus our attention on studying the secure
communications of two semi-grant-free NOMA scenarios, i.e.,
scenario-I with strong grant-based user and weak grant-free
users and scenario-II with strong grant-free users and weak
grant-based user. Particularly, following the same protocol of
semi-grant-free transmission in [13]–[18], the grant-free users
utilize the NOMA to access the channel that is occupied
by the grant-based user for uplink transmission. The main
contributions of this work can be summarized as follows.



CAO et al.: ENHANCING PHYSICAL-LAYER SECURITY FOR IoT 24671

1) In view of two types of the eavesdropping attacks, we
propose the scenario-I-based maximal user scheduling
(IbMUS) and scenario-I-based optimal user scheduling
(IbOUS) schemes to enhance the security of scenario-I
in the presence of the passive and active eavesdropping,
respectively. Also, we propose the scenario-II-based
maximal user scheduling (IIbMUS) and scenario-II-
based optimal user scheduling (IIbOUS) schemes for the
scenario-II to combat the passive and active eavesdrop-
ping, respectively. Compared with the user scheduling
schemes used in traditional grant-based NOMA, such
as [24], [32], [34], and [35], the proposed schemes
can guarantee the QoS of a grant-based user to be
the same as for OMA and simultaneously enhance the
security of grant-free user by scheduling one user with
maximal main channel capacity/maximal secrecy capac-
ity to access the NOMA channel, which is preferable
for semi-grant-free NOMA where the grant-free users
access resource blocks of the grant-based users and
hence interfere with the grant-based users.

2) We analyze the system performance achieved by the
IbMUS, IbOUS, IIbMUS, and IIbOUS schemes, respec-
tively, and derive exact closed-form expressions of SOP
to quantify the impact of the proposed schemes. These
new expressions would provide an efficient approach to
evaluate the total performance of the considered systems
without carrying out extensive Monte Carlo calculation.

3) Fruitful insights are obtained from analytical and numer-
ical results: a) in terms of the performance of the semi-
grant-free NOMA, the proposed schemes outperform the
user scheduling schemes used in traditional grant-based
NOMA; b) the IbOUS and IIbOUS schemes can ful-
fill better performance than the IbMUS and IIbMUS
schemes owing to the use of active eavesdropper’s CSI;
c) the SOP achieved by the proposed schemes can be
further improved with the increasing number of grant-
free users and decreasing target rate (or secrecy rate);
and d) an increase of transmission power at the grant-
based user is beneficial to the performance of scenario-I
but deteriorates the performance of scenario-II.

The remainder of this article is organized as follows. In
Section II, the system model is presented and corresponding
schemes are proposed. In Section III, the secrecy perfor-
mances of the scenario-I with the proposed IbMUS and IbOUS
schemes are analyzed, and the exact closed-form expressions
for SOP are derived, respectively. In Section IV, the secrecy
performances of the scenario-II with the proposed IIbMUS
and IIbOUS schemes are analyzed, and the exact closed-form
expressions for SOP are given. Then, numerical results are
shown to demonstrate our theoretical analysis in Section V.
This article is concluded in Section VI.

II. SYSTEM MODEL AND PROPOSED SCHEMES

As shown in Fig. 2, we consider an IoT uplink communi-
cation system with semi-grant-free transmission consisting of
a BS, a malicious eavesdropper (E), (N + 1) users denoted by
{U0, . . . , UN}. Assume that U0 is a delay-sensitive user and

(a) (b)

Fig. 2. System model. (a) Scenario-I. (b) Scenario-II.

allowed to solely occupy a resource block in OMA, i.e., a
grant-based user.1 The grant-free users {Un|n = 1, 2, . . . , N}
compete with each other and one of them is granted to access
the resource block of U0 by NOMA for improving the spectral
efficiency twofold. It is detailed later that which user is granted
access. It is noteworthy that massive connectivity can be still
supported even though a single grant-free user is scheduled
at each time. Assume that U0 is scheduled for T time slot.
During each T/m time slot, one grant-free user is served and
then can be removed from the competing user set due to the
short packet transmission feature of IoT, which means that m
grant-free users can be served without consuming any extra
bandwidth resources.

Considering the spatial distributions of the users, two
scenarios are investigated, i.e., scenario-I in Fig. 2(a) and
scenario-II in Fig. 2(b). In particular, U0 is a strong user with
the better channel condition than Un in the scenario-I, while U0
is a weak user with the worse channel condition than Un in the
scenario-II. In the two scenarios, each node is equipped with
a single antenna, and all the channels are subject to the inde-
pendent quasi-static Rayleigh fading, where hxy ∼ CN (0, λxy)

is denoted as the channel coefficient between node x and
node y.

Following the principle of uplink NOMA, the BS first
decodes the signal of the strong user with the interference
of the weak user, and then decodes the signal of the weak
user with the aid of SIC. Hence, in the scenario-I, the instan-
taneous signal-to-noise ratios (SNRs) to decode the signals of
U0 and Un at BS can be, respectively, given by

γ I
u0b = ρ0|hu0b|2

ρs|hunb|2 + 1
(1)

γ I
unb = ρs|hunb|2 (2)

where ρ0 = (P0/N0) and ρs = (Ps/N0) are the transmission
SNRs of U0 and Un, P0 and Ps are the transmission pow-
ers of U0 and Un, respectively, and N0 is the variance of the
additive white Gaussian noise. In the scenario-II, the instan-
taneous SNRs to decode the signals of Un and U0 at BS can

1For the scenario with multiple grant-based users, these grant-based users
would be divided into different orthogonal resource block in OMA, which is
the same as the conventional OMA scenario.
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be, respectively, given by

γ II
unb = ρs|hunb|2

ρ0|hu0b|2 + 1
(3)

γ II
u0b = ρ0|hu0b|2. (4)

Note that γ I
unb in (2) and γ II

u0b in (4) are obtained just under
the condition of the successful SIC.

On the other hand, owing to the broadcast nature of wire-
less communication, the malicious eavesdropper in the system
attempts to intercept the confidential information between the
NOMA users and BS. Similar to [29], [34], and [39], this work
focuses on a worst-case eavesdropping scenario for the legit-
imate users, where the eavesdropper has powerful multiuser
detection capacity (e.g., parallel interference cancelation) such
that the received data stream is distinguished and the individ-
ual signal can be detected by the eavesdropper. This worst-case
eavesdropping scenario may overestimate the malicious eaves-
dropper’s detection capability, but it makes the analysis and
design in this work robust for the practical scenario, which
is meaningful and desirable from the perspective of security.
Accordingly, the instantaneous SNRs to decode the signals of
U0 and Un at the malicious eavesdropper can be, respectively,
given by

γu0e = ρ0|hu0e|2 (5)

γune = ρs|hune|2. (6)

In view of two types of the eavesdropping attacks, four
transmission schemes are proposed to ensure the QoS of U0
to be the same as for OMA, and simultaneously enhance
the security of Un in two scenarios, which are, respectively,
introduced as follows.

A. Scenario-I

In this section, we present the IbMUS and IbOUS schemes
to combat the passive and active eavesdroppers, respectively,
for achieving the reliable and secure transmission in the
scenario-I.

1) IbMUS Scheme for Passive Eavesdropping: Passive
eavesdropper is also named as external eavesdropper, which
only overhears but does not transmit. In general, the CSI of
the eavesdropper is not known by the system. In this case,
the IbMUS scheme is proposed to ensure the QoS of U0 and
simultaneously enhance the security of Un.2 Specifically, prior
to transmission, the BS broadcasts a threshold denoted by τ ,
that needs to meet

log2

(
1 + ρ0|hu0b|2

τ + 1

)
≥ R0 (7)

where R0 is the target rate of U0. As a result, τ can be
expressed as follows:

τ = max

{
0,

ρ0|hu0b|2
2R0 − 1

− 1

}
. (8)

2It is guaranteed by using the proposed schemes that the grant-free user is
completely transparent to the grant-based user and the experience of the grant-
based user is the same as with conventional OMA. Hence, the security of the
grant-based user can be improved by using some conventional methods in the
OMA system. This work primarily focuses on the security of the grant-free
user.

Based on the above threshold, each grant-free user would
individually compares its channel condition with the thresh-
old, i.e., ρs|hunb|2 ≤ τ . In the scenario-I, there may exist
multiple grant-free users whose channel conditions are below
the threshold owing to the weak channel conditions of the
grant-free users. It is assumed that the grant-free users whose
channel conditions are below the threshold are expressed as the
set Su. In order to enhance the secrecy performance, one grant-
free user with maximal main channel capacity is scheduled
from Su to access the resource block of U0 to perform uplink
NOMA transmission. Mathematically, the IbMUS scheme can
be given by

UI
MUS = argmax

ui∈Su

{
log2

(
1 + ρs|huib|2

)}
. (9)

It is worth pointing out that a pure grant-free protocol can
not guarantee the QoS of the grant-based user in NOMA.
Hence, in the proposed schemes, a low-overhead distributed
contention protocol [17] is used for the semi-grant-free pro-
cedure to guarantee the QoS of the grant-based user and
simultaneously enhance the security of the grant-free user.3

Specifically, prior to transmission, the BS broadcasts the chan-
nel threshold in (8). Once the contention time window starts,
each grant-free user whose channel condition is below the
threshold would choose a backoff time ti, which is a strictly
decreasing function of the user’s channel condition. A user
immediately transmits a beacon to the BS after ti expires. As
such, one user with maximal channel condition/capacity waits
for the shortest time and hence transmits to the BS first. As a
result, the proposed scheme is implemented.

According to the definition of secrecy capacity and the-
ory of Wyner’s wiretap code [19], the secrecy capacity of the
grant-free user is enhanced as its main channel capacity is
maximized by using the IbMUS scheme. It is noteworthy that
the AN [34], [35] can be exploited on the basis of the proposed
user scheduling schemes to further enhance the secrecy capac-
ity of the system, but it increases the complexity of the system
design and performance analysis, which is set aside for our
future work.

2) IbOUS Scheme for Active Eavesdropping: Active eaves-
dropper is a transceiver operating with known proto-
cols in the system but having a low-security clearance,
which is also known as internal eavesdropper or untrusted
node [20], [33], [42]–[44].4 The CSI of an active eavesdropper
can be computed and acquired by monitoring the eavesdrop-
per’s communication or exploiting some channel estimation
approaches.

For the active eavesdropping, the IbOUS scheme is
proposed to ensure the QoS of U0 and simultaneously

3The low-overhead distributed contention protocol is not a conventional
connection handshaking protocol with BS in grant-based transmission, and
the selected grant-free user does not perform any connection handshaking
protocol compared to the grant-based user with at least a pair of connection
handshakes.

4In fact, the active eavesdropper has two types in the literature. One is a
powerful adversary that can not only eavesdrop but also jam the legitimate
communication. Differently, the other one does not transmit the malicious
jamming and can be regarded as an untrusted communication node in the
considered system. This article mainly focuses on the latter, and the former
is beyond the scope of this article.



CAO et al.: ENHANCING PHYSICAL-LAYER SECURITY FOR IoT 24673

maximize the security of Un. Similar to the IbMUS scheme,
the BS broadcasts a threshold τ in (8) prior to transmis-
sion, and the grant-free users whose channel conditions are
below the threshold are expressed as the set Su. By using
the active eavesdropper’s CSI, one grant-free user with max-
imal secrecy capacity can be scheduled from Su to perform
uplink NOMA transmission with U0 for achieving an optimal
secrecy performance. Mathematically, the IbOUS scheme can
be given by

UI
OUS = argmax

ui∈Su

{
log2

(
1 + ρs|huib|2
1 + ρs|huie|2

)}
. (10)

Similar to the IbMUS scheme, the proposed IbOUS scheme
can be implemented with the aid of distributed contention
protocols [17].

B. Scenario-II

In this section, we present the IIbMUS and IIbOUS schemes
to combat the passive and active eavesdroppers for the
scenario-II, respectively.

1) IIbMUS Scheme for Passive Eavesdropping: In the
scenario-II, the BS first decodes the signal of Un with the
interference of U0, and then decodes the signal of U0 by using
the SIC. In the IIbMUS scheme, the practical transmission rate
of data at Un is set as log2(1 + ([ρs|hunb|2]/[ρ0|hu0b|2 + 1])).
In this case, the successful SIC can be ensured and hence Un

does not cause any performance degradation to U0. Due to the
fact that the passive eavesdropper’s CSI is unknown, the grant-
free user with maximal main channel capacity is scheduled to
perform the uplink NOMA transmission with U0. Accordingly,
the IIbMUS scheme can be written as follows:

UII
MUS = argmax

ui∈U

{
log2

(
1 + ρs|huib|2

ρ0|hu0b|2 + 1

)}
(11)

where U = {U1, U2, . . . , UN} denotes the set of all grant-
free users. Based on the proposed IIbMUS scheme, the
maximization of the main channel capacity enhances the
secrecy capacity of the grant-free user.

2) IIbOUS Scheme for Active Eavesdropping: Similar to
the IIbMUS scheme, the practical transmission rate of data
at Un is set as its channel capacity to ensure the successful
SIC. In particular, by using the active eavesdropper’s CSI, one
grant-free user with maximal secrecy capacity is scheduled to
achieve an optimal secrecy performance for the uplink NOMA.
Mathematically, the IIbOUS scheme can be given by

UII
OUS = argmax

ui∈U

⎧⎪⎨
⎪⎩log2

⎛
⎜⎝

1 + ρs|huib|2
ρ0|hu0b|2+1

1 + ρs|huie|2

⎞
⎟⎠
⎫⎪⎬
⎪⎭. (12)

It is worth pointing out that from the perspective of an
eavesdropper’s CSI, the implementations of the proposed
IbMUS and IIbMUS schemes do not need the CSI of the
eavesdropper, while the proposed IbOUS and IIbOUS schemes
exploit the CSI of the eavesdropper to achieve an optimal
secrecy performance.

III. PERFORMANCE ANALYSIS FOR SCENARIO-I

In this section, we analyze the performance achieved by the
IbMUS and IbOUS schemes for the scenario-I, and derive the
exact closed-form expressions of SOP to quantify the impact
of the proposed schemes. It is observed from the above section
that the proposed schemes can guarantee that the grant-free
user Un is completely transparent to the grant-based user
U0, and the experience of U0 is the same as with OMA.
In this sense, the SOP of U0 can be obtained from existing
OMA works. Therefore, this work mainly focuses on the SOP
analysis of Un.

A. SOP of IbMUS Scheme

The SOP is the probability of event that secrecy capacity is
smaller than target secrecy rate. In particular, for the semi-
grant-free NOMA transmission, the SOP also includes the
probability of the event that any grant-free user can not guaran-
tee the QoS of a grant-based user. Accordingly, the following
lemma can be obtained.

Lemma 1: The SOP of Un in the scenario-I can be written
as follows:

PSOP = Pr(|Su| = 0) + Pr(Cs < Rs, |Su| > 0) (13)

where |Su| denotes the cardinality of the set Su, Pr(|Su| =
0) denotes the probability of the event that any of the
grant-free users Un can not guarantee the QoS of U0, and
Rs denotes the target secrecy rate of Un. Moreover, Cs

denotes the secrecy capacity given by Cs = log2(1 +
ρsmaxui∈Su{|huib|2})−log2(1+ρs|huve|2) in the IbMUS scheme
or Cs = maxui∈Su{log2(1 + ρs|huib|2) − log2(1 + ρs|huie|2)} in
the IbOUS scheme, where Uv denotes the scheduled user from
the set Su.

To proceed forward, we first derive Pr(|Su| = 0) in
Lemma 1. As the channels in the system are subject to the
Rayleigh fading (i.e., the statistic of channel gain is subject to
an exponential distribution), the probability of the event that
no grant-free users can guarantee the QoS of a grant-based
user U0 is given by

Pr(|Su|=0) = Pr

⎛
⎝log2

⎛
⎝1+ ρ0|hu0b|2

ρsmin
ui∈U

{|huib|2
}+ 1

⎞
⎠ < R0

⎞
⎠

= Pr

⎛
⎝ ρ0|hu0b|2

ρsmin
ui∈U

{|huib|2
}+ 1

< ε0

⎞
⎠

= Pr

(
ρ0|hu0b|2 − ε0

ε0ρs
< min

ui∈U

{
|huib|2

})

=
∫ ∞

ε0
ρ0

1

λu0b
e
− x

λu0b

[
Pr

(
ρ0x − ε0

ε0ρs
< |huib|2

)]N

dx

+
∫ ε0

ρ0

0

1

λu0b
e
− x

λu0b dx

=
∫ ∞

ε0
ρ0

1

λu0b
e
− N(ρ0x−ε0)

λunbρsε0
− x

λu0b dx
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+
∫ ε0

ρ0

0

1

λu0b
e
− x

λu0b dx

= 1 − λu0bNρ0e
− ε0

ρ0λu0b

λu0bNρ0 + λunsρsε0
(14)

where ε0 = 2R0 − 1.
Then, we derive the probability Pr(Cs < Rs, |Su| > 0) in

Lemma 1. The key idea of the derivation is the transition of
|Su| > 0. Recall the definition of the set Su, any user in the
set Su can ensure the QoS of U0 (i.e., the channel capacity of
U0 is above the target rate R0 under the interference of the
strongest user in Su), while any user in the set U \ Su can not
meet the QoS of U0 (i.e., the channel capacity of U0 drops
below the target rate R0 under the interference of the weakest
user in U \Su). Furthermore, the permutation and combination
of selecting l from N can be given by

(N
l

)
. Based on the above

analysis, we have

Pr(Cs < Rs, |Su| > 0)

=
N∑

l=1

Pr(Cs < Rs, |Su| = l)

=
N∑

l=1

l∑
v=1

(
N

l

)
Pr(ScheduledUser = Uv)

× Pr

⎛
⎝1 + ρsmax

ui∈Su

{|huib|2
}

1 + ρs|huve|2 < εs,
ρ0|hu0b|2

1 + ρs min
ui∈U\Su

{|huib|2
}

< ε0,
ρ0|hu0b|2

1 + ρsmax
ui∈Su

{|huib|2
} > ε0

⎞
⎠ (15)

where εs = 2Rs , Pr(ScheduledUser = Uv) denotes the proba-
bility of the event that Uv is scheduled from Su, and U \ Su

denotes the set difference between U and Su. By substituting
(14) and (15) into Lemma 1, the SOP of the IbMUS scheme
can be derived as follows.

Theorem 1: The SOP of Un in the IbMUS
scheme is given by (16), shown at the bottom of
the page, where θ1 = ((kεsλune + λunb)/(λunbλune)),

θ2 = ((λu0bρ0(N − l) + λunbε0ρs)/(λunbλu0bε0ρs)), and
θ3 = ((λu0bρ0(N + k − l) + λunbε0ρs)/(λunbλu0bε0ρs)).

Proof: See Appendix A.
The new closed-form expression in (16) gives an effi-

cient way for system designers to compute the performance
achieved by the proposed scheme, without implementing
extensive computer simulations.

B. SOP of IbOUS Scheme

For the IbOUS scheme, Pr(|Su| = 0) is equal to the result
in (14). Similar to the analysis of the IbMUS scheme in (15),
Pr(Cs < Rs, |Su| > 0) of the IbOUS scheme can be expressed
as follows:

Pr(Cs < Rs, |Su| > 0)

=
N∑

l=1

Pr(Cs < Rs, |Su| = l)

=
N∑

l=1

(
N

l

)
Pr

(
max
ui∈Su

{
1 + ρs|huib|2
1 + ρs|huie|2

}
< εs,

ρ0|hu0b|2
1 + ρs min

ui∈U\Su

{|huib|2
} < ε0,

ρ0|hu0b|2
1 + ρsmax

ui∈Su

{|huib|2
} > ε0

⎞
⎠.

(17)

By substituting (14) and (17) into Lemma 1, the SOP achieved
by the IbOUS scheme can be derived as follows.

Theorem 2: The SOP of Un achieved by the IbOUS
scheme is given by (18), shown at the bottom of the
page, where η1 = ([kρ0(λunb + λuneεs)]/[λuneλunbε0εsρs]) +
([ρ0(N − l)]/λunbε0ρs)+ (1/λu0b) and η2 = (kρ0/λunbε0ρs)+
(ρ0(N − l)/λunbε0ρs) + (1/λu0b).

Proof: See Appendix B.
Remark 1: It is observed from Theorems 1 and 2 that the

SOPs are related to the target rate of a grant-based user R0.
This means that the SOPs achieved by the proposed schemes
characterize both the security and reliability of the system,
and the security of grant-free users can be enhanced with

PIbMUS = 1 − λu0bNρ0e
− ε0

ρ0λu0b

λu0bNρ0 + λunsρsε0
+

N∑
l=1

l∑
k=0

(
N

l

)(
l

k

)
(−1)k

×
⎡
⎣e

ε0(N−l)
ε0ρsλunb

− k(εs−1)
ρsλunb

− ε0εsθ2
ρ0

λuneλu0bθ1

(
1

θ2
− ε0εsρs

ρ0θ1 + ε0εsρsθ2

)
+ e

N+k−l
ρsλunb

λu0bθ3

⎛
⎝e

− ε0θ3
ρ0 − ρ0e

− ε0εsθ3
ρ0

ρ0 + ε0εsλuneρsθ3

⎞
⎠
⎤
⎦ (16)

PIbOUS = 1 − λu0bNρ0e
− ε0

ρ0λu0b

λu0bNρ0 + λunsρsε0
+

N∑
l=1

l∑
k=0

(
N

l

)(
l

k

)
(−1)k

×
⎡
⎢⎣ 1

λu0bη1

(
εsλune

εsλune + λunb

)k
⎛
⎝1 − λunbe

− εs−1
ρsλunb

εsλune + λunb

⎞
⎠

l−k

e
k(λune+λunb)+λune(N−l)

ρsλunbλune
− ε0εsη1

ρ0 + e
N+k−l
ρsλunb

λu0bη2

(
e
− ε0η2

ρ0 − e
− ε0εsη2

ρ0

)⎤⎥⎦ (18)
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the decrease of the target rate R0 or increase of the channel
condition λu0b.

Remark 2: The IbMUS and IbOUS schemes can not only
improve the security of grant-free user Un but also guarantee
the QoS of a grant-based user U0, which are preferable for
semi-grant-free NOMA where the grant-free user access the
resource block of the grant-based user and hence interfere with
the grant-based user.

IV. PERFORMANCE ANALYSIS FOR SCENARIO-II

In this section, we analyze the secrecy performance achieved
by the IIbMUS and IIbOUS schemes for the scenario-II, and
derive the exact closed-form expressions of SOP to quantify
the impact of the proposed schemes.

A. SOP of IIbMUS Scheme

The SOP of Un achieved by the IIbMUS scheme can be
expressed as follows:

PIIbMUS =
N∑

v=1

Pr(ScheduledUser = Uv)

× Pr

⎛
⎝log2

⎛
⎝1 +

ρsmax
ui∈U

{|huib|2
}

1 + ρ0|hu0b|2

⎞
⎠

− log2

(
1 + ρs|huve|2

)
< Rs

)
. (19)

To proceed forward, we first derive the cumulative distribution
function (CDF) of X = ((ρsmaxui∈U{|huib|2})/(1 + ρ0|hu0b|2))
in (19). As the channels are subject to the Rayleigh fading,
the CDF of X is given by

FX(x) = Pr

⎛
⎝ρsmax

ui∈U

{|huib|2
}

1 + ρ0|hu0b|2 < x

⎞
⎠

= Pr

(
ρsmax

ui∈U

{
|huib|2

}
< ρ0x|hu0b|2 + x

)

=
∫ ∞

0

e
− y

λu0b

λu0b

(
Pr
(
ρs|huib|2 < ρ0xy + x

))N
dy

=
∫ ∞

0

e
− y

λu0b

λu0b

(
1 − e

− ρ0xy+x
λunbρs

)N

dy

=
N∑

k=0

(
N

k

)
(−1)k ρsλunbe

− kx
ρsλunb

kρ0λu0bx + ρsλunb
(20)

where the last step of derivation is with the aid of the binomial
theorem (a + b)N = ∑N

k=0

(N
k

)
aN−kbk.

On the basis of (20), the SOP achieved by the IIbMUS
scheme is shown as follows.

Theorem 3: The SOP of Un in the IIbMUS scheme can be
given by

PIIbMUS = 1 +
N∑

k=1

(−1)k+1
(

N

k

)
λunb

kεsρ0λuneλu0b

×e
μβ− k(εs−1)

ρsλunb Ei(−μβ) (21)

where μ = ((kεsλune + λunb)/(λunbλune)), β =
([kρ0λu0b(εs − 1) + ρsλunb]/kεsρ0ρsλu0b), and Ei(·) is
the exponential integral function [45, eq. (8.21)].

Proof: See Appendix C.

B. SOP of IIbOUS Scheme

The SOP of Un with the IIbOUS scheme can be written as
follows:

PIIbOUS = Pr

⎛
⎜⎝max

ui∈U

⎧⎪⎨
⎪⎩log2

⎛
⎜⎝

1 + ρs|huib|2
1+ρ0|hu0b|2

1 + ρs|huie|2

⎞
⎟⎠
⎫⎪⎬
⎪⎭ < Rs

⎞
⎟⎠. (22)

Then, the following theorem can be given.
Theorem 4: The SOP of Un achieved by the IIbOUS scheme

can be expressed as follows:

PIIbOUS = 1 + λunbN

λu0bλuneεsρ0
e
αβ1− εs−1

λunbρs Ei(−αβ1)

+
N∑

k=2

(−1)k
(

N

k

)
λk

unbe
−k(εs−1)
λunbρs

λu0bλk
uneε

k
s ρ

k
0

� (23)

where � = (1/(k − 1)!)
∑k−1

j=1 (j − 1)!(−μ1)
k−j−1β

−j
1 −

([(−μ1)
k−1]/[(k − 1)!eμ1β1 ])Ei(−μ1β1), α = ([ρ0λu0b(εs −

1) + ρsλunb]/ρsλu0bλunb), β1 = ((εsλune + λunb)/λuneεsρ0),
and μ1 = ([kρ0λu0b(εs − 1) + ρsλunb]/ρsλu0bλunb).

Proof: See Appendix D.
Remark 3: Different from the SOPs of scenario-I that are

dependent on the target rate R0 and reduced with the increase
of the channel condition λu0b, the SOPs of scenario-II are
independent from R0 and reduced with the decrease of λu0b.

Remark 4: It is concluded from (15), (17), (19), and (22)
that the IbOUS and IIbOUS schemes can achieve better
performance than the IbMUS and IIbMUS schemes due to
the use of active eavesdropper’s CSI.

V. SIMULATION RESULTS AND DISCUSSION

This section shows numerical results about the IbMUS,
IbOUS, IIbMUS, and IIbOUS schemes to validate the theoret-
ical analysis. In order to better demonstrate the performance
enhancement of the proposed schemes, the traditional ran-
dom user scheduling (TRUS) scheme [34] is used into the
semi-grant-free NOMA transmission as a benchmark. For the
scenario-I, the traditional maximal user scheduling (TMUS)
and traditional optimal user scheduling (TOUS) schemes used
in grant-based NOMA [32], [34] are also considered for the
semi-grant-free NOMA transmission, where a grant-free user
with maximal main channel capacity or maximal secrecy
capacity is directly scheduled from all the grant-free users
to access the NOMA channel without considering the QoS
of the grant-based user. It is noteworthy that due to different
configuration of key parameters, e.g., different locations of
the grant-based user and grant-free users, the considered two
scenarios are verified separately. Moreover, as one of grant-
free users Un is granted to access the resource block of U0
by NOMA, the spectral efficiency of the system is enhanced
twofold compared to the traditional grant-based NOMA using
joint resource blocks consisting of U0 and Un. This is not
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Fig. 3. SOP versus transmission power P in the scenario-I with different
transmission schemes, where du0b = 10 m, dunb = dune = 20 m, R0 = 0.8
BPCU, and Rs = 0.5 BPCU.

shown in the simulation results due to its obviousness. Without
loss of generality, the average channel conditions are expressed
as λxy = d−δ

xy , where dxy denotes the distance between node
x and node y, and δ denotes path loss exponent. We set that
δ = 2.7, N0 = −28 dBm, P0 = Ps = P, and ρ = P/N0.
Moreover, some related parameters would be stated in (below)
the figures. The simulated performance is obtained by per-
forming Monte Carlo simulations over 105 different channel
realizations.

Fig. 3 shows the SOP versus transmission power P in
the scenario-I based on different transmission schemes. It is
observed from the figure that the theoretical analysis for SOP
of the IbMUS and IbOUS schemes accurately matches the
simulation results throughout the whole power region, which
verifies the correctness of the derived exact expressions. In
particular, both the IbMUS and IbOUS schemes can signif-
icantly decrease the SOP compared with the TRUS, TMUS,
and TOUS schemes, indicating the superiority of the proposed
schemes. The mechanism behind the superiority is that the
TRUS, TMUS, and TOUS schemes can not guarantee a suc-
cessful SIC, but the proposed schemes can achieve a perfect
SIC. Moreover, although the successful SIC can be guarantee
with the proposed schemes, the performance still converges
to the floors. This is because that the channel of eavesdrop-
per is also enhanced with the increase of transmission power
at users. Furthermore, owing to the use of eavesdropper’s
CSI, the IbOUS scheme outperforms the IbMUS scheme. The
increasing number of users N is beneficial to the improvement
in performance of the proposed schemes, but has no effect on
the TRUS scheme.

Fig. 4 shows the impact of distance from Un to the eaves-
dropper dune on SOP in the scenario-I. It is observed from the
figure that when the eavesdropper is close to Un, the increase
of transmission power P can not improve the performance.
When the eavesdropper is far away from Un, the performance
is improved with the increase of P. This is because that the

Fig. 4. Impact of distance from Un to the eavesdropper dune on the SOP in
the scenario-I, where N = 16, du0b = 10 m, dunb = 20 m, and R0 = Rs = 0.5
BPCU.

Fig. 5. Impact of distance from Un to BS dunb on the SOP in the scenario-I,
where N = 16, du0b = 10 m, dune = 30 m, Rs = 0.5 BPCU, and P = 20 dBm.

increase of P is beneficial to the eavesdropper with a small
dune, while the increasing P can enhance the QoS of U0 that
has a dominant impact on the performance compared to eaves-
dropping in the case of a large dune. In particular, when the
eavesdropper is far away from Un, the IbMUS and IbOUS
schemes achieve the same performance.

Fig. 5 shows the impact of distance from Un to BS dunb on
SOP in the scenario-I. It is obtained from the figure that as
dunb increases, the SOP is first decreased and then increased.
This is because that a strong channel condition of Un is not
beneficial to the implementation of successful SIC, but a weak
channel condition of Un deteriorates the secrecy performance.
Moreover, the reduction of R0 will improve the performance.

Fig. 6 shows the impact of distance from U0 to BS du0b

on SOP in the scenario-I. It is concluded from the figure that
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Fig. 6. Impact of distance from U0 to BS du0b on the SOP in the scenario-I,
where N = 16, dunb = 20 m, dune = 30 m, R0 = 1 BPCU, and P = 20 dBm.

Fig. 7. SOP versus transmission power Ps in the scenario-II with different
transmission schemes, where N = 16, du0b = dune = 20 m, dunb = 10 m,
Rs = 0.5 BPCU, and P0 = 10 dBm.

the SOP is a monotonically increasing function of du0b and
reduced with the decrease of Rs.

Fig. 7 shows the SOP versus transmission power Ps in the
scenario-II based on different transmission schemes. The cor-
rectness of our theoretic analysis is validated in the figure. In
particular, both the proposed IIbMUS and IIbOUS schemes
observably outperform the TRUS scheme, while the IIbOUS
scheme can achieve better performance than the IIbMUS
scheme. Moreover, the SOP is reduced with the decrease of
the target secrecy rate Rs. This indicates that the eavesdropper
would be more difficult to wiretap the confidential information
as the secrecy rate increases.

Fig. 8 shows the SOP versus transmission power P0 in
the scenario-II based on different transmission schemes. It is
observed from the figure that the secrecy performance can be

Fig. 8. SOP versus transmission power P0 in the scenario-II with different
transmission schemes, where dunb = 10 m, du0b = dune = 20 m, Rs = 0.5
BPCU, and Ps = 40 dBm.

significantly improved with the decrease of P0, which is differ-
ent from the scenario-I. In addition, similar to the scenario-I,
the increasing N can enhance the performance of the proposed
schemes, but has no impact on the TRUS scheme.

VI. CONCLUSION

In this article, we studied the security of semi-grant-free
NOMA transmission for IoT. Particularly, the IbMUS and
IbOUS schemes were proposed to combat the passive and
active eavesdropping attacks for the scenario-I with a strong
grant-based user and weak grant-free users, while the IIbMUS
and IIbOUS schemes were proposed to enhance the secrecy
under the passive and active eavesdropping attacks for the
scenario-II with weak grant-based user and strong grant-free
users. Then, the exact closed-form expressions of SOP were
obtained to evaluate the performance for the system with the
proposed schemes. Theoretical and simulation results indi-
cate that the proposed schemes outperform the traditional user
scheduling schemes used in grant-based NOMA in terms of the
performance enhancement of semi-grant-free NOMA trans-
mission, while the IbOUS and IIbOUS schemes can achieve
better performance than the IbMUS and IIbMUS schemes
owing to the use of active eavesdropper’s CSI. The SOP
achieved by the proposed schemes can be further improved
with the increased number of grant-free users and decreasing
target rate (or target secrecy rate).

APPENDIX A
PROOF OF THEOREM 1

Since the fading coefficients hunb are identically and inde-
pendently distributed, we have Pr(ScheduledUser = Uv) =
1/l. With the identically and independently distributed fading
coefficients hune, Pr(Cs < Rs, |Su| > 0) in (15) can be further
expressed as (24), shown at the bottom of the next page.
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In (24), the first probability term P1 can be derived as
follows:

P1 =
∫ ∞

ε0εs
ρ0

∫ ρ0x−ε0εs
ε0εsρs

0
Pr

(
max
ui∈Su

{
|huib|2

}
<

εsρsy + εs − 1

ρs

)

× Pr

(
ρ0x − ε0

ε0ρs
< min

ui∈U\Su

{
|huib|2

}) 1

λuneλu0b

×e
− y

λune e
− x

λu0b dydx

=
∫ ∞

ε0εs
ρ0

∫ ρ0x−ε0εs
ε0εsρs

0

(
1 − e

− εsρsy+εs−1
λunbρs

)l

e
− (ρ0x−ε0)(N−l)

λunbε0ρs

×e
− y

λune e
− x

λu0b

λuneλu0b
dydx. (25)

By using binomial theorem and after some mathematical
manipulations, P1 in (25) can be further calculated as follows:

P1 =
l∑

k=0

(
l

k

)
(−1)k e

ε0(N−l)
λunbε0ρs

− k(εs−1)
λunbρs

− ε0εsθ2
ρ0

λuneλu0bθ1

×
(

1

θ2
− ε0εsρs

ρ0θ1 + ε0εsρsθ2

)
(26)

where θ1 = ((kεsλune + λunb)/λunbλune) and θ2 =
([λu0bρ0(N − l) + λunbε0ρs]/λunbλu0bε0ρs).

In (24), the second probability term P2 can be given by

P2 =
∫ ∞

0

∫ ε0εsρsx+ε0εs
ρ0

ε0
ρ0

(
1 − e

− ρ0y−ε0
λunbε0ρs

)l

e
− (ρ0y−ε0)(N−l)

λunbε0ρs

×e
− y

λu0b e
− x

λune

λu0bλune
dydx

=
l∑

k=0

(
l

k

)
(−1)k e

N+k−l
λunbρs

λu0bθ3

⎛
⎝e

− ε0θ3
ρ0 − ρ0e

− ε0εsθ3
ρ0

ρ0 + ε0εsλuneρsθ3

⎞
⎠

(27)

where θ3 = ([λu0bρ0(N + k − l) + λunbε0ρs]/λunbλu0bε0ρs).
By substituting (26) and (27) into (24), the solution of

Pr(Cs < Rs, |Su| > 0) can be obtained. Combining with the
result in (14), the theorem is proved.

APPENDIX B
PROOF OF THEOREM 2

The probability Pr(Cs < Rs, |Su| > 0) in (17) can be
calculated as (28), shown at the bottom of the next page.

In (28), the first integral term I1 can be derived as follows:

I1 =
l∑

k=0

(
l

k

)
(−1)k 1

λu0bη1

(
εsλune

εsλune + λunb

)k

×
⎛
⎝1 − λunbe

− εs−1
λunbρs

εsλune + λunb

⎞
⎠

l−k

e
k(λune+λunb)+λune(N−l)

λunbλuneρs
− ε0εsη1

ρ0

(29)

where η1 = ([kρ0(λunb + λuneεs)]/λuneλunbε0εsρs) +
([ρ0(N − l)]/[λunbε0ρs]) + (1/λu0b). In (28), the second
integral term I2 can be given by

Pr(Cs < Rs, |Su| > 0)

=
N∑

l=1

(
N

l

)
Pr

⎛
⎝1 + ρsmax

ui∈Su

{|huib|2
}

1 + ρs|hune|2 < εs,
ρ0|hu0b|2

1 + ρs min
ui∈U\Su

{|huib|2
} < ε0,

ρ0|hu0b|2
1 + ρsmax

ui∈Su

{|huib|2
} > ε0

⎞
⎠

=
N∑

l=1

(
N

l

)
Pr

(
max
ui∈Su

{
|huib|2

}
<

εsρs|hune|2 + εs − 1

ρs
,
ρ0|hu0b|2 − ε0

ε0ρs
< min

ui∈U\Su

{
|huib|2

}
,

ρ0|hu0b|2 − ε0

ε0ρs
> max

ui∈Su

{
|huib|2

})

=
N∑

l=1

(
N

l

)
⎡
⎢⎢⎢⎣Pr

(
ρ0|hu0b|2 − ε0

ε0
> εsρs|hune|2 + εs − 1, |hu0b|2 >

ε0

ρ0
,

︸ ︷︷ ︸
P1

max
ui∈Su

{
|huib|2

}
<

εsρs|hune|2 + εs − 1

ρs
,
ρ0|hu0b|2 − ε0

ε0ρs
< min

ui∈U\Su

{
|huib|2

})
︸ ︷︷ ︸

P1

+ Pr

(
ρ0|hu0b|2 − ε0

ε0
< εsρs|hune|2 + εs − 1, |hu0b|2 >

ε0

ρ0
, max

ui∈Su

{
|huib|2

}
<

ρ0|hu0b|2 − ε0

ε0ρs︸ ︷︷ ︸
P2

,

ρ0|hu0b|2 − ε0

ε0ρs
< min

ui∈U\Su

{
|huib|2

})
︸ ︷︷ ︸

P2

⎤
⎥⎥⎥⎦ (24)
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I2 =
l∑

k=0

(
l

k

)
(−1)k e

N+k−l
λunbρs

λu0bη2

(
e
− ε0η2

ρ0 − e
− ε0εsη2

ρ0

)
(30)

where η2 = (kρ0/λunbε0ρs) + ([ρ0(N − l)]/λunbε0ρs) +
(1/λu0b).

By substituting (29) and (30) into (28), the solution of
Pr(Cs < Rs, |Su| > 0) can be obtained. Combining with the
result in (14), the theorem is proved.

APPENDIX C
PROOF OF THEOREM 3

Similar to the proof of Theorem 1, PIIbMUS in (19) can be
rewritten as follows:

PIIbMUS = Pr

⎛
⎝1 +

ρsmax
ui∈U

{|huib|2
}

1 + ρ0|hu0b|2 < εsρs|hune|2 + εs

⎞
⎠. (31)

With the helps of (20) and [45, eq. (3.352.4)], PIIbMUS is
further derived as follows:

PIIbMUS =
∫ ∞

0
FX(εsρsy + εs − 1)

e
− y

λune

λune
dy

= 1 +
N∑

k=1

(
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)
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×
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×e
μβ− k(εs−1)

λunbρs Ei(−μβ) (32)

where μ = ((kεsλune + λunb)/λunbλune), β =
([kλu0bρ0(εs − 1) + λunbρs]/kεsλu0bρ0ρs), and Ei(·) is
the exponential integral function [45, eq. (8.21)].

Hence, the proof is completed.

APPENDIX D
PROOF OF THEOREM 4

The SOP PIIbOUS in (22) can be derived as follows:

PIIbOUS =
∫ ∞
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With the aid of [45, eq. (3.353.2)], PIIbOUS in (33) can be
further calculated as follows:

PIIbOUS = 1 + λunbN

λu0bλuneεsρ0
e
αβ1− εs−1

λunbρs Ei(−αβ1)

+
N∑

k=2
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k
s ρ
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where � = (1/(k − 1)!)
∑k−1

j=1 (j − 1)!(−μ1)
k−j−1β

−j
1

−((−μ1)
k−1/(k − 1)!)eμ1β1 Ei(−μ1β1), α = ([λu0bρ0(εs − 1)

+λunbρs]/λu0bλunbρs), β1 = ((εsλune + λunb)/λuneεsρ0), and
μ1 = ([kλu0bρ0(εs − 1) + λunbρs]/λu0bλunbρs).

Therefore, the proof is completed.
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