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Abstract—This article presents a novel framework for inte-
grating low-Earth orbit satellites (LEOSs) with terrestrial-wired
networks to improve coverage, throughput, and transmission reli-
ability of sixth generation (6G) Internet of Things (IoT) networks.
The proposed framework utilizes the synergy of nonorthogonal
multiple access (NOMA), automatic repeat request (ARQ), and
cooperative communications to maximize the data downloaded
from a LEOS to multiple terrestrial users. More specifically,
we propose a novel offline packets repair and recovery (PRR)
technique to reduce the number of dropped packets, where the
wired-terrestrial connection is used to enable efficient bidirec-
tional cooperation, to improve the reliability of the received
data by reducing the multiuser interference inherent to NOMA.
Moreover, by exchanging the acknowledgment messages used
with ARQ, efficient chase combining (CC) is applied to improve
the signal to noise ratio (SNR) of the received packets. Extensive
Monte Carlo simulation experiments are used to evaluate and
quantify the advantages of the proposed system. The results
obtained show that the proposed system can repair a significant
number of dropped packets, which reduces the packet drop rate
and improves the network throughput. In several scenarios, the
proposed PRR managed to repair and recover more than 90%
of the dropped packets.

Index Terms—Automatic repeat request (ARQ), chase com-
bining (CC), maximum ratio combining (MRC), nonorthogonal
multiple access (NOMA), packet drop rate (PDR), sixth genera-
tion (6G), throughput.

I. INTRODUCTION

THE ADVENT of revolutionary wireless applications in
the past decade has outlined the need for ubiquitous

connectivity and computing for cutting-edge technologies.
These novel technologies include holographic applications,
telemedicine, massive machine-type communications, and
autonomous systems [1], [2], where Internet of Things (IoT)
is the core of these applications [2]. The increasing number of
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new subscribers, high-data rate systems, and IoT applications
have significantly increased the demand for data access during
the recent past. According to the Ericsson Mobility Report [3],
mobile network data traffic increased by 44% in a single
year between 2020 and 2021. This data traffic volume has
surpassed 72 exabyte and is generated by approximately 8
billion subscribers. Furthermore, CISCO indicated that, by
2023, half of IoT devices will be incorporated into existing
cellular networks [4]. Consequently, it is expected that wireless
networks will need to accommodate 15 billion IoT devices in
addition to the 8 billion existing mobile users.

Although fifth generation (5G) networks offer signifi-
cant improvements over fourth generation (4G), its capacity
enhancement still lags behind the 1000-fold increase predicted
by the international mobile telecommunications (IMT)-2020
vision. Therefore, the wireless communications ecosystem
foresees that satellite communications will be pivotal for
beyond 5G and sixth generation (6G) wireless networks.
Moreover, Third Generation Partnership Project (3GPP) has
already started to discuss integrating satellite communications
with 5G networks, which is denoted as nonterrestrial network
(NTN) [5]. Releases 14 to 16 consider various NTN basic
issues and potential use cases such as IoT. The IoT-NTN
integration was approved in Release 17. Furthermore, new
radio (NR) will be supported by regenerative and transparent
satellites in Releases 17 to 19 while 6G NTN will start in
Release 20. NTN with a highly dense low-Earth orbit satellite
(LEOS) constellation is expected to be an essential element in
6G networks [5]. It is worth noting that the 6G IoT networks
still do not have a unique system design, however LEOSs
and unmanned aerial vehicles (UAVs) are visioned to be
fundamental elements in such networks [6].

Nonorthogonal multiple access (NOMA) has gained
huge attention in recent years as a potential technique
for future mobile networks due to its intrinsic ability
to provide high-spectral efficiency, massive connectivity,
and low latency [7], [8], [9], [10], [11], [12]. Furthermore,
the performance gains of integrating NOMA with vari-
ous applications, such as IoT, short packet communication
(SPC), satellite communications, UAV communications,
visible light communication (VLC), underwater communi-
cations, intelligent reflecting surface (IRS) communications,
and cooperative communications, are being widely investi-
gated [13], [14], [15], [16], [17]. Power domain (PD) or code
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domain (CD) NOMA enable data transfer to multiple users
simultaneously. The total available power is shared among
users in the PD-NOMA, where the user with the weakest
channel is assigned the maximum power and the user with the
best channel is assigned the least power. Although the ultimate
performance of NOMA can be obtained using adaptive power
assignment [18], fixed power assignment is adopted to reduce
the complexity of the system and signaling overhead. The
transmitter uses the superposition coding (SC) technique to
generate the NOMA signal. Each user receives the NOMA
signal and applies the successive interference cancellation
(SIC) process to detect its own signal, except for the user
with the highest power, who can detect its own signal directly.
Although NOMA is a spectrum-efficient technology capable of
meeting some of the requirements of ubiquitous connectivity,
power sharing between users can harm each user’s reliable
data delivery.

Automatic repeat request (ARQ) is considered one of the
main technologies to provide guaranteed Quality of Service
(QoS) for wireless systems. Therefore, it has been adopted
in most commercial wireless communications standards. For
example, it has been adopted for long term evolution (LTE)
networks [19]. The Radio Link Control sublayer [20] uses
ARQ while hybrid-ARQ (HARQ) is used by the medium
access control (MAC) [21] and Physical [22] layers. ARQ
is also used in 5G networks, but it is an improved and
more flexible version of ARQ in LTE. More specifically,
the ARQ in 5G is adaptive and asynchronous for both
the downlink and the uplink. A user equipment (UE) can
support up to 16 HARQ processes if needed. Other stan-
dards that integrate ARQ include the Wireless Regional Area
Networks standard (IEEE 802.22), the Wireless Local Area
Networks standard (IEEE 802.11) [23], Wireless Personal
Area Networks (Bluetooth) [24], IEEE 802.15.4 standard for
Low-Rate Wireless Personal Area Networks [25], and many
others. ARQ is also used by several nonstandardized systems,
such as the NASA nano-LEOS project [26]. Standardization
of NOMA is not as mature as ARQ, however, enormous
attention is devoted to the inclusion of NOMA in the main
standardization activities of 3GPP. A detailed discussion of
the NOMA standardization efforts is given in [27].

In orthogonal multiple access (OMA), the benefit of ARQ
is mainly related to the time diversity caused by multiple
transmissions of the same packet at different times. If
the time elapsed between multiple transmissions is longer
than the channel coherence time, the channel fading gains
over the multiple retransmitted packets become independent
and the achieved diversity order becomes equal to the number
of retransmissions performed per packet [28]. When NOMA
and ARQ are integrated, the diversity advantage of ARQ is
diluted because not all retransmissions can be combined [28].
Consequently, alternative techniques are required to improve
the reliability of the packet detection process.

A. Related Work

Numerous research works have investigated cooperative
satellite communications. For example, Zhang et al. [29]

described a hybrid satellite-terrestrial IoT network. An
auction-based optimization problem is proposed to maximize
the sum rate of all primary receivers with the optimal sec-
ondary network selection and radio resource allocation profile
while fulfilling the QoS of secondary receivers. In [30], a
hybrid satellite-terrestrial spectrum sharing system is proposed
where a secondary terrestrial network (TN) cooperates with a
primary satellite network to increase spectral efficiency. For
massive connection design, NOMA is used to establish a
cognitive radio-based satellite-terrestrial system that relies on
NOMA to gain even more benefits than conventional schemes.
An integrated satellite/terrestrial cache-enabled radio access
network (RAN) is presented in [31], in which several access
points (APs) and a LEOS network serve users cooperatively.
Nguyen et al. [32] investigated a hybrid satellite-terrestrial
relay network that uses a number of secondary terrestrial
users to share spectrum with a main satellite network to
increase spectrum efficiency. In [33], the performance of
a NOMA-assisted underlay cognitive hybrid satellite-TN is
investigated, which consists of a primary satellite source
with numerous terrestrial primary receivers and a secondary
transmitter with prepaired users placed on the ground. An
integrated NOMA and network-coding scheme is proposed and
incorporated into a hybrid satellite-TN in [34]. The network
consists of a LEOS belonging to a LEOS constellation, a
base station (BS), and several mobile terminals on the ground.
Yan et al. [35] investigated the outage probability and ergodic
capacity of a downlink hybrid satellite-terrestrial relay network
with cooperative NOMA (C-NOMA), in which the user with
the strongest channel conditions serves as a relay node and
forwards information to other users.

The integrated satellite-TN with C-NOMA has been widely
considered in the literature. For example, the work in [36]
proposed a network with a single relay, and due to its
position, the near user may act as another relay that for-
wards satellite-sent data to the weak user. The work in [37]
generally considers the same configuration [36] in but with
multiple relays. The work in [38] considers that the relay
performs amplify-and-forward (AF) using multiple antennas.
The impact of hardware impairments is considered in [39].
The system presented in [40] analyses the outage of a network
where one user can directly receive the signal from the LEOS
while the other can only receive it through a demodulated-
and-forward (DF) multiantenna relay. Outage probability of an
AF single-antenna relay with NOMA is considered where the
users are equipped with multiple antennas [41].

Li et al. [42] investigated the outage of a satellite-assisted
NOMA with coordinated direct and relay transmission. In [43],
an uplink Internet of remote things-focused satellite-terrestrial
relay network is proposed where the far user communicates
with the satellite through relays, where the relays establish
communications of multiple users using the PD NOMA.
In [44], a space-air-ground downlink relay system is discussed,
in which the UAV serves as a relay and transmits the
information acquired from satellites to ground users using
NOMA. A NOMA-based satellite-TN with optimum relay
selection is studied in [45] and [46] with imperfect SIC
assumption and in a spectrum sharing scenario, respectively.
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In [47], the performance of a NOMA-based overlay cognitive
integrated satellite-terrestrial relay network is investigated
with secondary network selection, where the selected sec-
ondary network accesses the licensed spectrum by assisting
the primary network communication with the AF protocol.
Nguyen et al. [48] investigated a satellite-terrestrial relay
system that uses small-cell transmission under interference
constraints with macrocell users. Furthermore, NOMA is used
to enhance the spectrum efficiency. In [49], a notion of cache-
enabled relays is introduced, in which the satellite pushes
popular content to the relays using the NOMA protocol.
Users can obtain data from relays rather than from the
satellite, substantially reducing the satellite traffic. In [50], a
hybrid satellite-terrestrial relay network is proposed where a
satellite relays information to terrestrial users. To establish
communication, a dedicated half duplex (HD)-AF relay is
utilized.

An et al. [51] proposed a secured transmission scheme
for an integrated LEOS and TN. By considering the mutual
interference between the two networks, an optimization
problem is formulated to maximize the instantaneous rate of
the terrestrial user while meeting the interference constraint
of the satellite user. The performance is evaluated in terms
of the average secrecy rate and secrecy outage probability.
Lin et al. [52] examined joint beamforming design and
optimization for hybrid satellite-terrestrial relay networks in
which the links between the satellite and a macro base station
(MBS) to multiple users are blocked. To enhance the desired
satellite signal strength at the blocked users, a refracting IRS
is employed in cooperation with a MBS that functions as a
decode and forward relay. The primary objective of the work
is to reduce the total transmit power of both the satellite
and MBS while ensuring that the rate requirements are met.
Lin et al. [53] investigated hybrid beamforming schemes that
are secrecy-energy efficient for a satellite-terrestrial integrated
network. In this system, a multibeam satellite and a cellular
network share the same spectrum. Taking into account system
imperfections, the hybrid beamformer at the BS and the
beamformers at the satellite were jointly designed to maximize
the achievable efficiency of secrecy-energy while still meeting
the signal to interference plus noise ratio (SINR) requirements
of the users of both networks. Lin et al. [54] investigated the
multicast communication of a satellite and aerial-integrated
network with rate-splitting multiple access (RSMA). The
satellite and UAV transmit at the same frequency. The UAV
adopts the RSMA to provide access to the IoT and achieve
the desired performance in terms of interference suppression,
spectral efficiency, and hardware complexity. As can be noted
from [51], [52], [53], and [54], the cooperation between ter-
restrial users is not considered. Furthermore, while ARQ is
widely adopted in many wireless standards, its functionality
and full potential with NOMA have yet to be thoroughly
investigated.

B. Motivation

Ground-based BSs are often incapable of transmitting data
to distant and remote users, as in the case of rural areas.

To serve such unreachable users, several researchers have
explored various solutions where LEOSs are considered the
most viable. The effectiveness of LEOSs is due to their ability
to have a line-of-sight signal component with ground users.
Furthermore, due to their mobility, LEOSs can provide data
access services to a large number of ground users at different
geographical locations [55]. Despite the advantages of LEOSs,
they have limited onboard processing capabilities, data rates,
and short-time connectivity with ground users, usually only a
few minutes per orbital pass. Combining NOMA, ARQ, and
TNs has been proposed to improve link coverage, reliability,
and throughput, but these technologies have not been used
to their full potential. For instance, ARQ is only used to
enhance the signal to noise ratio (SNR) during the satellite’s
brief flyover, without taking into account the correlation of
NOMA packets caused by ARQ, or the difficulty of combining
NOMA packets when the data of one user changes over the
retransmissions of the other user. To address these issues, this
work proposes a novel approach, called packets repair and
recovery (PRR), to make use of the packet correlation inherent
in the integrated ARQ, NOMA, LEOS, and TN architecture.
This approach is based on three new concepts: 1) efficient
NOMA combining; 2) local retroactive SIC (L-RSIC) and
cooperative retroactive SIC (C-RSIC); and 3) bidirectional
C-NOMA. The PRR is used to repair and recover dropped
packets after they reach their maximum retransmission limit.
The proposed C-NOMA is distinct from C-NOMA in that it
is bidirectional and can be in the form of acknowledgment
(ACK)/negative acknowledgment (NACK) messages, or the
hard bits of a particular user, which are sent only when
necessary to increase system efficiency.

C. Contributions

The following are the main contributions of this work.
1) Proposes a novel framework for PRR in integrated

LEOSs, NOMA, ARQ, and TNs. The proposed PRR
scheme allows efficient application of chase combin-
ing (CC) to NOMA by exchanging the ACK/NACK
messages of both users. Therefore, the cooperation is
bidirectional and limited to one bit per message.

2) Exploits the packets’ correlation due to ARQ to apply
retroactive SIC (RSIC) to repair and recover dropped
packets offline after the satellite flyover is completed.
Therefore, the satellite link throughput can be improved
without the need for excessive retransmissions or coop-
eration with other users. The RSIC can be performed
using data stored locally at each user, and hence it is
termed L-RSIC.

3) In the event that CC and L-RSIC fail, the decoded bits
for each user can be forwarded to the other user to enable
interference cancelation, and hence enable more reliable
SIC and CC. The SIC in this case is termed C-RSIC.

4) The performance of the proposed framework is evaluated
in terms of packet drop rate (PDR), number of packets
successfully recovered, and the throughput achieved by
both users. The results show that the proposed technique
can significantly reduce the PDR.
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Fig. 1. Illustrative example for the DL NOMA from LEOS to ground users
(solid right arrows), cooperative data between ground users (double-sided
double-line arrows), uplink for IoT devices to LEOS (left dotted arrows), and
bidirectional ACK/NACK (right/left dashed arrows).

5) The proposed framework is compared with the conven-
tional C-NOMA in which the near-user (NU) decodes
and forwards the far-user (FU) packet during each
transmission slot (TS). The FU then combines the packet
received from the LEOS and NU. The comparison
results show that the proposed scheme outperforms
C-NOMA using fewer packet exchanges.

D. Paper Organization

The system architecture and channel model are described
in Section II. An overview of the NOMA receiver design
is provided in Section III. The proposed PRR is detailed in
Section IV, which includes the components of the proposed
system and the practical considerations of the proposed
model. Numerical results and the corresponding discussion
are outlined in Section V. Finally, this work is concluded in
Section VI.

II. SYSTEM ARCHITECTURE AND CHANNEL MODEL

This work considers an IoT network similar to the one
shown in Fig. 1, which consists of a LEOS, two ground users,
and multiple IoT nodes. The LEOS may collect data from
the distributed IoT nodes, and can also generate data itself
by capturing images and videos of certain phenomena, and
then the LEOS downloads the collected data to the ground
users. The LEOS and IoT nodes communicate through wireless
links, while ground users are assumed to be separated by a
large distance and therefore cannot have a direct wireless link.
Consequently, they can communicate with each other only
through a terrestrial wired wide area network (WAN). Wired
links can provide guaranteed QoS beyond the ultra reliable
low-latency communicationss (URLLCs) specifications of the
5G, particularly when the link is dedicated to the ground users
as in the case of fiber leased-lines [56]. Future 6G networks

might be able to support the desired QoS as they are expected
to provide one tenth of the 5G latency and support dedicated
links [57]. The type of data that ground users communicate
is described in the following sections. The main objective of
this configuration is to improve the LEOS downlink during the
satellite flyover using the powerful communications resources
of the TN-WAN. Therefore, in the context of this work, the
satellite link utilizes TN to improve its performance while the
TN does not use the LEOS link as part of its transmission
links. In this work we consider a sparse LEOS constellation,
and hence the ground users connect to only one satellite during
its flyover period [58], [59].

A. LEOS Transmitter Model

In the considered system model, the LEOS transmits data
to two ground users, using NOMA as shown in Fig. 1. The
two users are denoted as NU for the NU and FU for the FU.
To provide reliable data transmission, Type-I ARQ is used
where erroneous packets for both users can be retransmitted.
The LEOS sends M packets to each user sequentially through
a wireless link using T TSs, TS1, TS2, . . . , TST , and uses the
truncated stop-and-wait (SW) protocol with a maximum of
L transmissions for each user packet [28], and hence M ≤
T ≤ LM. Therefore, the LEOS should buffer the last packet
for each user until the two packets are received correctly
or dropped. In conventional ARQ systems, once a packet is
dropped at the receiver, no further effort is made to recover
such packets. Therefore, ARQ is useful only before a packet
is dropped. To enable packet error detection, we assume that
cyclic redundancy check (CRC) bits are appended to each
transmitted packet. A packet is considered dropped if it fails
CRC after L transmissions. The CRC bits for all packets are
assumed to be accessible by both users.

Given that the LEOS and the ground users are equipped
with a single antenna each, the transmitted two-user NOMA
packet during current transmission is expressed as

s(�N ,�F)
i,j =

√
p(�N )

N,i a(�N )
i +

√
p(�F)

F,j b(�F)
j (1)

where �N and �F , respectively, are the transmission counters
of both packets, i.e., packets for the NU and the FU, p(�N )

N,i

and p(�F)
F,j are the transmission powers for the ith and jth

packets for the NU and FU, respectively, during their �N th
and �Fth transmission session. The total power of all users
is normalized so that p(�N )

N,i + p(�F)
F,j = 1 and the power for

each user should satisfy the constraints described in [18]. The
sequences {a(�N)

i , b(�F)
j } are the ith and jth transmitted data

packets for the NU and FU, and each packet consists of K
data symbols. The total number of bits transmitted per packet
is Bu = K log2(Mu), u ∈ {N, F}, where Mu is the modulation
order. Although the proposed system can be applied using
dynamic power allocation, a fixed power allocation is adopted
in this work for design tractability. Therefore, the powers of
NU and FU can be written as pN = p(�N )

N,i and pF = p(�F)
F,j .

B. Channel Model

The amplitude of a LEOS channel is affected by several fac-
tors, such as beam gain, rain, and fog attenuation, atmospheric
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absorption, and small-scale fading due to multipath reflection,
and large-scale fading. The amplitude variation due to these
factors is generally slow, even at relatively high-Doppler shifts,
and therefore the channel envelope can be considered constant
over the intervals of interest [60]. Unlike the amplitude, the
channel phase is more sensitive to channel variations caused
by satellite mobility. Consequently, tight phase tracking is
needed to avoid performance degradation due to imperfect
phase estimation and compensation [61], [62], [63]. In this
work, the channel between the LEOS and NU is indicated
by h, whereas the channel for FU is indicated by g. Because
the distance between the two users is very large, the channels’
coefficients h and g are considered to be independent and
identically distributed (i.i.d.). Therefore, the channels for the
near and far users are given, respectively, by: h = |hR|ejθR +
|hD|ejθD and g = |gR|ejφR+|gD|ejφD [64]. The combined effect
of the scattering components between each ground user and
the LEOS is characterized by a Rayleigh distributed amplitude
|hR|∼R(d−η

N ) and |gR|∼R(d−η
F ), where dN and dF denote the

distances between the satellite and the NU and FU, respec-
tively, and η is the pathloss exponent. The phase is considered
random with uniform distribution {θR, φR}∼U [−π, π ]. The
second part of the channels, that is |hD| and |gD| represents the
line of sight (LOS) component of the channel, which typically
has a deterministic amplitude and phase. To capture the various
impairments of the channel and imperfections of the system,
the LOS component is suppressed, which corresponds to
a severe fading scenario. In LEOS systems, the distances
between the satellite and the ground users vary based on the
position of the satellite in orbit. Therefore, the designation
of near- and FUs is considered for a given realization over a
short time period. Over long time periods, the power allocation
factors should be based on the position of the satellite in orbit
to take into account the distances to the ground users.

Based on the given transmitted packets and channel model,
the received sequences at the NU and FU can be written,
respectively, as

r(�N ,�F)
N,i,j = h(�N )

i s(�N ,�F)
i,j + n(�N )

i,j (2)

r(�N ,�F)
F,i,j = g(�F)

j s(�N ,�F)
i,j + w(�F)

i,j (3)

where n(�N )
i,j and w(�F)

i,j are the additive white Gaussian noise
(AWGN) vectors where each element in these vectors is
represented as CN (0, σ 2). Furthermore, all AWGN samples
are mutually independent for all i, j, �N , and �F .

III. OVERVIEW OF NOMA RECEIVER DESIGN

This section presents an overview of various NOMA
receiver designs and the mathematical formulation that will be
used throughout this article.

A. Near-User Receiver Without Combining

Because the NU packet is multiplexed with low power, the
NU should detect the FU packet first and then use SIC to
cancel the interference caused by the FU, and then it can detect

its own packet. Therefore, the detection of the FU packet is
denoted as

b̂j = DF

{
r(�N ,�F)

N,i,j

}
(4)

where DF{·} represents the single-user maximum likelihood
detection (MLD) operation because the NU signal at this
stage is considered as unknown additive noise. The NU packet
is detected by applying SIC to eliminate the impact of b̂j.
Therefore, the received signal after SIC can be expressed as

ř(�N ,�F)
N,i,j = r(�N ,�F)

N,i,j − ĥ(�N)
i
√

pF b̂j (5)

where ĥ is the estimated channel coefficient. Then, a single-
user MLD, denoted as DN{·}, is used

âi = DN

{
ř(�N ,�F)

N,i,j

}
. (6)

Generally speaking, the MLD for the two users can be
different, and thus they were given different notations. The
MLD of the FU, SIC, and MLD of the NU at the NU receiver
are denoted as {

b̂j, âi

}
= D̃N

{
r(�N ,�F)

N,i,j

}
. (7)

It is worth noting that the detection process of the FU
symbols affects the detection process of the NU symbols. That
is, if b̂j �= bj, then the SIC process will fail and most likely
we obtain âi �= ai. Therefore, given that the NU has access to
the CRC bits of the FU, detection of ai using DN is carried
out when bj successfully passes the CRC process. Otherwise,
a NACK is sent to the LEOS to indicate that ai was received
incorrectly. If the number of transmissions for ai is equal to L,
i.e., if �N = L, and âi fails the CRC, then ai is declared
dropped.

B. Near-User Receiver With Combining

In the event that ai is not received correctly, it will be
retransmitted up to L times. With sequence combining, the
receiver buffers the retransmitted sequences, however, because
the buffered sequences consist of packet for two different
users, we may obtain the following two possible scenarios.

1) Both receivers send a NACK for packets i and j.
Consequently, all received sequences will correspond to
the same transmitted NOMA packet s(�N ,�F)

i,j . Therefore,
the NU should buffer

r(1,1)
N,i,j , r(2,2)

N,i,j , . . . , r(l,l)
N,i,j, 1 < l ≤ L. (8)

In this case, the receiver combines all sequences using
CC [28] to produce the sequence yN,i,j

yN,i,j =
∑l

k=1 �̂
(k)
i r(k,k)

N,i,j

∑l
k=1

∣∣∣ĥ(k)
i

∣∣∣
2

� C
{

r(1,1)
N,i,j , . . . , r(l,l)

N,i,j

}
(9)

where �̂ is the complex conjugate of ĥ. Then the receiver
computes {

b̂j, âi

}
= D̃N

{
yN,i,j

}
. (10)

If l = L and âi �= ai, then packet ai is dropped by both
the LEOS and corresponding receiver.
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2) The NU sends a NACK while the FU sends an ACK.
Consequently, the received FU sequences will have
different values of j. For example, given that the NU
sends l NACKs while the FU sends l ACKs, thus the
buffered sequences would be

r(1,1)
N,i,j , r(2,1)

N,i,j+1, . . . , r(l,1)
N,i,j+l, 1 < l ≤ L. (11)

In this case, sequence combining is not straightforward. The
conventional system solution is to link both users such that
the LEOS sends two new packets, ai+1 and bj+1, only when
both users send ACKs for ai and bj or when the maximum
number of transmissions is reached, and thus i = j for all
transmissions [65]. Although such a configuration can simplify
the system design, it also deteriorates the system throughput
because correctly received packets can be retransmitted several
times.

C. Far-User Receiver Without and With Combining

Without sequence combining, the FU receiver is similar to
the detection in the first stage of the NU. Therefore, a single
user MLD is applied to the received NOMA sequence to detect
bj, that is, b̂j = DF{r(�N ,�F)

F,i,j }.
With sequence combining and using the system model

in [65], the combining process is similar to the one at the NU.
Therefore, the receiver buffers the corresponding sequences
and then combines them using CC [28] to produce the
sequence yF,i,j = C{r(1,1)

F,i,j , . . . , r(l,l)
F,i,j}, and then computes

b̂j = DF
{
yF,i,j

}
. (12)

D. C-NOMA

In a two-user C-NOMA system, the LEOS transmits the
NOMA sequence to both users. The NU implements the
protocols described in Section IV-A1 to extract the NU and
FU packets from the received NOMA sequence, then the NU
forwards the decoded FU packet to the FU. It is assumed
that the packet is transmitted through the core TN. Therefore,
the FU can have two versions of its own packet, one NOMA
sequence received from the LEOS and the other is received
from the NU. The FU employs CC to combine both signals
before decoding. Consequently, on the �th retransmission, the
FU combines 2� copies of the same packet, and thus increasing
the received SNR and the probability of successful decoding.

IV. PROPOSED PACKET REPAIR AND RECOVERY

The proposed scheme is composed of three main compo-
nents, which are A) NOMA combining with asynchronous
transmission, B) L-RSIC, and C) C-RSIC.

A. NOMA Combining With Asynchronous Transmission
(Online)

As can be seen from the discussion in Section III-B, the
sequence that merges in NU is not efficient due to the need
to synchronize the retransmissions of the packet sequence
numbers of both users, which can cause severe degradation
of throughput. Therefore, this work considers the case where

sequence combining can be applied without synchronizing
the sequence number of the two users, i.e., each user may
transmit a new packet regardless of the result of the other
user’s detection process.

1) NU Receiver: In the case that the received sequences
follow the example in (11), then the receiver should first
identify the indices of the FU packets to verify if the FU
has transmitted the same packet multiple times or not, and
thus decide whether direct sequence combining is feasible or
not. Toward this goal, we consider that both users share their
ACK/NACK through the TN. It is worth noting that the NU
can determine whether multiple transmissions have the same
or different versions of b by comparing b̂ with subsequent
transmissions, and comparing the difference with a particular
threshold.

To simplify the discussion, we consider the initial transmis-
sion session where i = j = �N = �F = 1. Therefore, the NU
receiver design is as follows.

1) Given that r(1,1)
N,1,1 is received in the first TS, the receiver

first computes b̂1 using (4), and verifies the CRC bits.
If b̂1 passes the CRC verification, i.e., b̂1 = b1, the
receiver proceeds to compute ř(1,1)

N,1,1 using (5) and â1 is

detected by computing DNL
{

ř(1,1)
N,1,1

}
. If â1 passes the

CRC verification process, an ACK is sent to the LEOS
and the detection process for a1 is terminated. However,
if b̂1 passes the CRC verification but â1 does not, the
receiver buffers b1 and ř(1,1)

N,1,1.
2) Given that the NU has sent a NACK, the received

sequence in the next TS can be either r(2,2)
N,1,1 or r(2,1)

N,1,2,
which depends on the detection outcome of b1 at the
FU. The case of r(2,2)

N,1,1 implies that the combining
and detection operations can be performed directly as
described in (9) and (10). However, in the case of
r(2,1)

N,1,2, the receiver cannot combine directly. Therefore,

it computes b̂2 = DF{r(2,1)
N,1,2} and verifies the CRC bits.

If b̂2 passes the CRC verification, the receiver computes
ř(2,1)

N,1,2, yN = C
{

ř(1,1)
N,1,1, ř(2,1)

N,1,2

}
, and â1 = DN{yN}. If b̂2

fails the CRC, then the combining is infeasible and a
NACK is sent to require the retransmission of a1.

3) The same approach can be applied to all subsequent
transmissions. By noting that the FU packets have much
higher power than the NU packets, they most likely
will be detected correctly at the NU, which implies
that combining is feasible even if different packets are
transmitted in each TS.

2) FU Receiver: The FU receiver is generally unchanged
with and without user synchronization. Therefore, we consider
in this work that the FU always combines all transmissions
that correspond to a particular b.

B. Local RSIC (Offline)

If the packet detection process at the near and/or far
users fails for L consecutive times after applying the NOMA
combining, then the packet is dropped and the receiver should
apply the L-RSIC to try repairing and recovering the dropped
packet. The proposed L-RSIC is designed to avoid discarding
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Fig. 2. NU buffers (a) AN to store decoded FU packets and other related
information at the NU. (b) BN to store the whole received signals and the
related information if the NU packet does not pass CRC check.

Algorithm 1: Near (Far) User Tracking Far (Near) User’s
Indices

1 U ∈ {Near-user, Far-user}
2 x ∈ U, y ∈ U \ x

Input: L, Ay, �y, Īy

Output: Iy ∈ {i, j} � Index of y
3 if {Ay = 0} and {�y < L} then
4 Iy ← Īy

5 �y ← �y + 1
6 else
7 Iy ← Īy + 1
8 �y ← 1

information that may be used for further processing by the user
itself or by the other user. Therefore, each user will have four
buffers, where each buffer is used to store certain information.
The buffers are denoted as A, B, C, and D, and a subscript, N
or F, is added to denote the near and far users, respectively. As
an example, Fig. 2 shows buffers for the NU where AN stores
bj ∀j, which are the FU packets that were detected correctly
at the NU receiver, as well as the corresponding channel
coefficients and packets’ indices. Buffer BN stores the received
NOMA sequence, the corresponding channel coefficients, and
indices of the NU and FU packets. Buffer CN only stores
r(L,�F)

N,i,j for the dropped packets in addition to the estimated

channel coefficient ĥ(L)
i . The buffer DN is used to store

successfully detected packets of NU and their index i, which
is known at the NU. Furthermore, the receiver determines the
FU packet index j through the ACK/NACK received from the
FU as described in Algorithm 1. Because the ACKs/NACKs
have a low-data rate, it is reasonable to consider that they are
shared through an error-free TN. Although the NU receiver
detects the FU packets, it only returns the ACK/NACK for its
own packets. The symbols used in Algorithm 1 are defined in
Table I.

In summary, if the detection of a certain packet that belongs
to a certain user fails, the received NOMA sequence, its
corresponding ĥ and index, i or j, are saved in buffer B,
and a NACK is returned. If � = L, the packet is considered
dropped, and the current received NOMA sequence is stored
in the dropped packets buffer C. If the packet is detected
successfully, an ACK is returned, and the decoded packet is
stored in D. In all scenarios, the ACK/NACK sent by a given
user is received by both the LEOS and other user.

Fig. 3. Example of offline L-RSIC at the NU receiver, L = 3.

TABLE I
LIST OF SYMBOLS USED IN ALGORITHM 1

To simply the presentation, a specific reception scenario
is presented in Fig. 3. The figure shows the L-RSIC at the
NU receiver. In this example, it is assumed that transmission
is carried out over 4 time intervals and L = 3 for both
users. It is shown that packet a1 is dropped after 3rd time-
slot, i.e., when �N > 3. During the first transmission of a1,
�N = 1, the FU packet is b1, whereas during the second and
third transmissions of a1, the FU has b2 in both intervals.
This is because the FU has decoded b(1)

1 correctly while b(1)
2

and b(2)
2 failed. Furthermore, the figure shows that the NU

successfully decodes b(1)
1 during TS1. Therefore, a correctly

decoded version of b(1)
1 is stored in the local buffer AN . In TS4,

the NU receives r(1,3)
N,2,2 NOMA sequence, which is composed

of a(1)
2 and b(3)

2 , and both packets are correctly decoded.
Because a1 is dropped and the satellite flyover is completed,

the offline L-RSIC is launched by the NU receiver to recover
the dropped a1. It should be noted that b2 shares the second
and third TSs with a1, and creates significant interference for
a1 due to its incorrect detection in both slots, leading to a SIC
failure. By noting that b2 was detected correctly in TS4, then
RSIC can be applied by subtracting the effect of b2 from r(2,1)

N,1,2

and r(3,2)
N,1,2 to get ř(2,1)

N,1,2 and ř(3,2)
N,1,2. Similarly, the correctly

decoded b(1)
1 is used to remove the interference from r(1,1)

N,1,1 to

get ř(1,1)
N,1,1. The three resultant sequences are then combined as

C
{

ř(2,1)
N,1,2, ř(3,2)

N,1,2, ř(1,1)
N,1,1

}
, and a decoding attempt is applied to

the combined realization.
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Fig. 4. Example of offline C-RSIC and L-RSIC at the NU receiver, L = 3.

C. Cooperative RSIC (Offline)

1) Near User: The example used to describe the C-RSIC
is shown in Fig. 4. For this scenario, the first three detection
processes for a1 have failed, and thus the packet is dropped.
The associated FU packets, b1 in TS1 and b2 in TS2 and TS3,
also were not detected correctly at the NU. However, b2 is
correctly detected in TS4. Based on the proposed protocol,
the first action step in this case is to apply the L-RSIC
using the correctly detected version of b2. Assuming that
the L-RSIC has failed, the C-RSIC can be applied because
b1 was detected correctly by the FU. Therefore, the NU
receiver requests the FU to share b1, which is eventually
used to eliminate the interference from r(1,1)

N,1,1 to obtain

ř(1,1)
N,1,1. Consequently, the L-RSIC and C-RSIC produce the

interference-free sequences ř(2,1)
N,1,2, ř(3,2)

N,1,2, and ř(1,1)
N,1,1, which

correspond to a1. Therefore, â1 can be obtained by applying
CC to the three sequences and then applying MLD.

The offline packet recovery process at the NU receiver is
described in Algorithm 2. The algorithm iterates over the
dropped packets in CN buffer in an attempt to recover them.
The NU retrieves L versions of the most recently dropped
packet from buffer BN . Starting with the most recent version,
NU packets are extracted from each realization. The indices i
and j of the NU and FU are extracted from the dropped packet.
Subsequently, the jth FU packet, if present in the buffer AN ,
is used to compute the SIC and detect the ith NU packet. If
the jth FU packet is available only in AF , the FU will send
it to the NU. If the jth FU packet is not present in either AN

or AF , the corresponding NU packet will not be applied to
the detector. The currently stored versions of NU sequences
after SIC are combined using CC, and an attempt is made to
detect the combined packets. If the detected NU packet passes
the CRC process, it is stored in the decoded buffer DN , along

Algorithm 2: Offline Packet Recovery at NU
Input: nD ← No. of dropped packets in NOMA phase

1 foreach packet in CN do
2 X ← ∅
3 M← extract L versions of last dropped packet from BN
4 for k ∈ {1, 2, . . . , L} do
5 m← kth row from M
6

[
i, j

]← extract NU and FU indices from m
7 if bj ∈ AN then
8 fetch bj from An � L-RSIC
9 else if b̂j = bj at FU then

10 fetch bj from FU � C-RSIC
11 else
12 continue

13 compute ř(k,�F)
N,i,j using bj and (5)

14 X ← X ∪ {ř(k,�F)
N,i,j }

15 d1 ← C{X }, âi ← DN{d1}
16 if âi = ai then
17 remove the realization of packet with index i from

CN
18 add ai to DN
19 nD ← nD − 1
20 break

with the NU index i. Furthermore, the correctly detected ith
packet is removed from the drop buffer CN .

2) Far User: The offline recovery process of the FU
receiver is described in Algorithm 3. The algorithm traverses
the CF buffer, which contains the dropped packets. The L
versions of the most recent dropped packet are retrieved from
buffer BF . Subsequently, the indices of the NU and FU packets
are extracted, beginning with the Lth realization. If the NU
packet is available in the NU buffer DN , indicating that the
NU correctly detected the ith packet, it is shared with the
FU. To obtain the required FU received sequences without
interference, the FU receiver applies SIC using the shared
NU packet to the corresponding NOMA sequence and then
detects its own packet. However, if the ith NU packet is not
available in the NU buffer DN , the FU asks for the (i + 1)th
NU packet if it is different from the ith packet and it is part
of the NOMA sequence that corresponds to bj. If none of
the NU packets can be shared, the FU packet is permanently
dropped. Otherwise, the FU combines all realizations after a
full or partial interference cancelation to get b(�F)

j . If b(�F)
j

passes the CRC, the jth dropped packet is removed from the
buffer CF , while the correctly recovered packet b(�F)

j is added
in the decoded buffer DF . The offline packet recovery process
is executed iteratively by both users, allowing them to retrieve
additional dropped packets that were not repaired or recovered
during the initial phases.

D. Practical Considerations

To investigate the feasibility of integrating the proposed
solution into practical LEOS systems, this section evaluates
the various practical aspects of the proposed system, namely,
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Algorithm 3: Offline Packet Recovery at FU
Input: fD ← No. of dropped packets in NOMA phase

1 f1×L ← [0, 0, . . . , 0]
2 foreach packet in CF do
3 X ← ∅
4 M← extract L versions of last dropped packet from BF
5 for k ∈ {1, 2, . . . , L} do
6 if f (k) = 0 then
7 m← kth row from M
8

[
i, j

]← extract NU and FU indices from m
9 if âi = ai at NU then

10 fetch ai from NU � C-RSIC

11 apply SIC to compute ř(�N ,k)
F,i,j using ai

12 X ← X ∪ {ř(�N ,k)
N,i,j }

13 f (k)← 1
14 else
15 c← no. of identical {ai, bj} packets in M
16 for q ∈ {k, . . . , k + c− 1} do

17 r(�N ,q)
F,i,j ← qth row from M

18 X ← X ∪ {r(�N ,q)
F,i,j }

19 f (q)← 1

20 d1 ← C{X }, b̂j ← DF{d1}
21 if b̂j = bj then
22 remove the realization of packet with index j from

CF
23 add bj to DF
24 fD ← fD − 1
25 break

the system configuration, computational complexity, storage
requirements and delay, energy and computational power.

1) System Configuration: The proposed system can be
seamlessly integrated with existing LEOS systems because it
mostly affects the receivers of the ground users. Specifically,
ARQ is typically part of all flow control protocols, and
the proposed system does not require any modification to
the conventional ARQ. At the LEOS transmitter, NOMA
should be integrated to combine the data of both users,
and transmission power assignment can be performed based
on the distance from each ground user. Therefore, the total
modifications at the LEOS are generally insignificant. For the
TN, the two ground users should be connected via a wired
low-latency connection. Therefore, the main elements of the
proposed system are implemented at the ground users.

2) Computational Complexity: In this section, we examine
the computational complexity, in the worst case, of the
proposed offline RSIC algorithm for both NU and FU scenar-
ios. The complexity is expressed using the big O notation. The
RSIC system includes fixed-cost operations, such as sequence
extraction, C{·} operation, SIC, and MLD.

For the C{·} operation in (9), the numerator is computed
by adding a maximum of L sequences of size K where each
sequence is multiplied by a complex number. The denominator
is the sum of a maximum of L scalars, each calculated as
the squared magnitude of a complex number. Therefore, the
overall complexity of the C{·} operation is O(LK). Without

TABLE II
L-RSIC AND C-RSIC SIMULATION TIME (S) PER MB FOR γTN = 0 DB

loss of generality, and for this analysis, we assume MN =
MF = M. For MLD (4), the complexity is O(M). The
complexity of the SIC operation (5) is O(K).

a) NU complexity: The worst case complexity corre-
sponds to the case where all NU packets are dropped, and
thus, buffer CN has a total of M entries. Therefore, the foreach
loop spanning Line 2 to Line 20 of Algorithm 2 will iterate
M times. The for loop at Line 4 will be executed L times.
This loop includes operations, such as extracting the indices
of the sequences, C{·} operation, SIC, and MLD. As a result,
the overall complexity of the proposed RSIC algorithm for the
NU is O(LM × (LK +M + K)) ≈ O(MK), where L 
 M
and L usually has small values. Therefore, the complexity is
linear in nature.

b) FU complexity: Following a similar analysis, it is
found that the overall computational complexity of the RSIC
at the FU is equivalent to that of NU.

3) Storage Requirements and Delay: Unlike traditional
NOMA, the proposed system requires the inclusion of addi-
tional buffers A, B, C, and D. The buffer A stores M × Bu

bits, while the size of B depends on the desired quantization
errors, which is assumed to be 8 bits for each received sample
and another 8 bits for the corresponding channel coefficient.
Therefore, the size of B is equal to 16K × L ×M. Similarly,
the size of C is 16K × M. The size of buffer D is similar
to that of A. For example, assuming that the satellite will
transmit two images, each of which has a size of 10 MB
modulated using binary phase shift keying (BPSK) with L = 3,
thus the storage requirements are {10, 480, 160, 10} MB for
buffers A, B, C, and D, respectively. Consequently, the total
storage required for the two images is 660 MB for each ground
user. Therefore, the total storage depends on the number of
images transmitted per flyover. For LEOS, the flyover time is
typically in the order of a few minutes, which implies that the
number of images transmitted per flyover is very small, and
hence the storage requirements are within the capacity of any
ground user. The processing time for each image depends on
the SNR, i.e., the number of packets dropped. Tables II and III
show the simulation time, sec. per MB, of the offline packet
repair and recovery process. As can be seen from the results,
the processing times may range from a few minutes to a
fraction of a second. Therefore, all images can be processed,
and buffers can be cleared prior to the next flyover. The time
complexity is evaluated using MATLAB on a system with an
Intel Core i7-9750H CPU @ 2.60 GHz with 16 GB RAM. The
total number of packets transmitted to each user during the
NOMA phase is M = 105, and each packet contains K = 128
symbols.
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TABLE III
L-RSIC AND C-RSIC SIMULATION TIME (S) PER MB FOR γTN = 50 DB

Fig. 5. PDR for γTN = 0 dB with L = 2.

4) Energy and Computational Power: The total energy and
computational power required are generally comparable to
those of conventional systems to perform basic computations,
such as detection and combining. And hence it should not be
considered a burden for the ground users processing machines.

V. NUMERICAL RESULTS AND DISCUSSIONS

This section presents the performance evaluation of the
proposed PRR with and without offline RSIC, and compares
it with the C-NOMA. The performance is evaluated in terms
of PDR, number of packets dropped, number of packets
recovered using the offline RSIC, and throughput achieved by
both users. The results are obtained for SNR values ranging
from 0 to 30 dB, the maximum number of transmissions
permitted per packet L ∈ {2, 3} for both users. The normalized
transmission powers {pN, pF} ∈ {{0.1, 0.9}, {0.2, 0.8}}, and
the information bits are modulated using BPSK. The channel
between terrestrial users is modeled as a Rayleigh fading
channel to capture the various impairments that may exist in
the TN, and the SNR between the two users during packet
exchange for offline RSIC is considered to be γTN ∈ {0, 50}
dB. The packet length for each user is considered to have
B = 128 bits. Each Monte Carlo simulation point is obtained
using M = 105 NOMA transmissions. The performance
improvement is measured at PDR= 10−3. The distances
between the LEOS and ground users are selected such that
dF = 2dN and the path loss exponent η = −2.

The simulation results for the PDR of NU and FU are
shown in Figs. 5–8. For the OMA simulation, results for
NU are obtained by transmitting OMA packets using pN =

Fig. 6. PDR for γTN = 50 dB with L = 2.

Fig. 7. PDR for γTN = 0 dB with L = 3.

{0.1, 0.2}. Similarly, results for FU are achieved by sending
OMA packets to FU with pF = {0.8, 0.9}. All other simulation
parameters in the OMA simulation are to NOMA simulations.
Fig. 5 shows the PDR for γTN = 0 dB and L = 2. As can be
seen from the figure, the NU PDR improves by about 1.8 dB
when pN increases from 0.1 to 0.2. The impact of RSIC on
the NU PDR is marginal because the FU packets have high
power and will most of the time be detected correctly, leading
to successful interference cancelation. Comparing OMA and
NOMA shows that OMA outperforms the PRR because the
interference in the NOMA case was not successfully canceled
in several cases. For the FU, the figure shows a significant
improvement in terms of PDR when its transmission power
increases from pF = 0.8 to pF = 0.9. Moreover, it can be
noted that an additional significant improvement is observed
using the proposed PRR. The PRR in this case performs well
because its packets are the ones that determine the outcome
of the detection process. Therefore, interference cancelation in
this case can be very efficient in terms of packet repair and
recovery. It is interesting to note that for pN = 0.1, the OMA
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Fig. 8. PDR for γTN = 50 dB with L = 3.

and NOMA offer comparable performance. The C-NOMA has
the worst performance because the FU combines the packets
received from the NU over the extremely noisy TN channel
where γTN = 0 dB in this case. As a result, the probability
of correctly detecting the FU packet decreases drastically.
It is worth mentioning that changing pN from 0.1 to 0.2
improves the OMA performance at the NU by 3 dB while the
improvement is 0.5 dB for the FU.

Fig. 6 shows the PDR of both users for γTN = 50 dB. As
can be seen from the figure, the NU PDR slightly improves
when the SNR between the users increases from 0 to 50 dB.
This scenario is similar to Fig. 5 where interference has a
limited impact. For the FU, the proposed PRR outperforms the
no PRR scenario by approximately 6 dB. This performance
is obtained due to the high γTN, which improves the quality
of the packets sent from the NU to the FU. The effectiveness
of the PRR can be observed from the equivalent PDR for the
cases of pN = 0.1, 0.2, and OMA, because it implies that most
of the packets dropped due to interference were recovered. The
impact of increasing γTN is also significant for the C-NOMA
case where its performance improves significantly. For such a
high γTN, the FU packets decoded and forwarded by the NU
are highly reliable, and therefore, when FU combines them
with the packets received from the LEOS, their overall SNR
improves considerably.

Fig. 7 shows the PDR for the NU and FU for L = 3 and
γTN = 0 dB. Compared to L = 2 in Fig. 5, a significant
improvement is realized for all cases due to the additional
transmission allowed. Generally speaking, all schemes bene-
fited by about 6 dB, except for C-NOMA due to the error
floor caused by combining the nonreliable packets forwarded
by the NU. The relative performance gain with and without
PRR is more than the case of L = 2, particularly for the FU
where the gain is about 4.25 dB for pN = 0.2 and 4.4 dB for
pN = 0.1.

Fig. 8 evaluates the case of L = 3 and γTN = 50 dB
while keeping all other parameters unchanged. Compared to
Fig. 7, it can be seen that the NU achieves about 5 dB gain
with pN = 0.1 and the FU achieves around 4.4 dB gain

Fig. 9. Number of dropped and recovered packets for γTN = 0 dB at the
NU receiver with pN = 0.1.

with pN = 0.2 and 7.3 dB with pN = 0.1. The C-NOMA
outperforms the proposed PRR for the FU at low-SNR range.
This is because the channel between the ground users is
strong and FU combines 2� packets instead of � packets
with the PRR. However, during the PRR phase, the FU gets
the NU packets over the same strong channel. This, in turn,
improves its performance compared to C-NOMA under good
SNR conditions.

Figs. 9–16 show the number of packets dropped with and
without offline RSIC, left y axis. The right y-axis is associated
with the line graphs and represents the number of recovered
packets. The general trends that can be seen in all scenarios
are as follows.

1) The number of initial drops at the NU and FU is
generally comparable, which is due to the fact the
product of the average channel gain and transmission
power are close. For example, the ratio of the initially
dropped packets for the NU in Fig. 9 and FU in Fig. 11
ranges between 1.1% and 7.3%.

2) For both users, increasing the value of L improves the
performance of RSIC where the number of recovered
packets increases. This performance is obtained because
increasing L also increases the number of correlated
dropped packets. Consequently, using the RSIC becomes
more impactful. The number of initially dropped packets
would definitely decrease as L increases due to the
additional diversity gain introduced. For the results in
Fig. 9, the ratios of the initially dropped packets with
L = 3 to that of L = 2 for SNR = 0, 2, . . . , 16
are, respectively, given by [97.7, 90.6, 77.8, 62.6, 48.3,
37.0, 26.2, 18.3, 11.7]%. At low SNRs, the improvement
is small because the performance is dominated by
the AWGN, while at high SNRs the improvement is
significant because the performance is dominated by
fading.

3) For the FU, increasing pN from 0.1 to 0.2 increases
interference, and thus the number of packets initially
dropped increases, and the impact of RSIC also increases
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Fig. 10. Number of dropped and recovered packets for γTN = 50 dB at the
NU receiver with pN = 0.1.

Fig. 11. Number of dropped and recovered packets for γTN = 0 dB at the
FU receiver with pN = 0.1.

due to its ability to mitigate interference. For example,
comparing Figs. 11 and 15 for L = 2 shows that the
number of packets initially dropped at SNR of 6 dB is
57 270 with pN = 0.1 while it is 76 650 for pN = 0.2.
The number of recovered packets is 18 080 and 23 720
for pN = 0.1 and pN = 0.2, respectively.

4) The impact of the RSIC at the NU is generally smaller
than that at the FU. This behavior is obtained because the
FU packets at the NU can be detected mostly correctly
due to their high power and strong channel of the
NU. Therefore, canceling the interference from the FU
would provide a marginal advantage. For example, when
pN = 0.1, SNR = 6 dB, and L = 3 in Fig. 10, the
maximum number of recovered packets is 4 420, which
corresponds to about 11.8% of dropped packets without
RSIC. For the same settings, but with pN = 0.2 as
in Fig. 14, the RSIC managed to recover 8 190 packets
out of 21 850 dropped packets, i.e., 37.4%. Comparing
such results to those of the FU in Table IV shows the
significant difference between the two users.

Fig. 12. Number of dropped and recovered packets for γTN = 50 dB at the
FU receiver with pN = 0.1.

Fig. 13. Number of dropped and recovered packets for γTN = 0 dB at the
NU receiver with pN = 0.2.

5) For the NU, increasing pN from 0.1 to 0.2 reduces the
number of packets dropped due to the increased power.
However, the increased NU power also increases the
interference, which emphasizes the impact of RSIC. For
example, considering Figs. 9 and 13 at SNR = 6 dB and
L = 3 shows that the number of packets recovered with
pN = 0.1 is 1 817 while it is 3 770, that is, 207.4%.
The same trend can be observed for γTN = 50 dB in
Figs. 10 and 14.

6) The quality of the TN channel, indicated by γTN, con-
sistently improves the number of packets recovered for
both users. This is due to the recoveries obtained using
C-RSIC. For example, it can be seen from Figs. 9 and 10
that the number of recovered packets for L = 2 at SNR
of 4 dB is 501 packets with γTN = 0 dB, while it is
1170 packets with γTN = 50 dB. Therefore, increasing
γTN resulted in an improvement in packet recovery by
233.5%.

Table IV presents the ratio of the recovered packets to
the dropped packets at the FU without RSIC for γTN ∈
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Fig. 14. Number of dropped and recovered packets for γTN = 50 dB at the
NU receiver with pN = 0.2.

Fig. 15. Number of dropped and recovered packets for γTN = 0 dB at the
FU receiver with pN = 0.2.

{0, 50} dB and pN ∈ {0.1, 0.2} with L = 3. As can be seen
from the table, the RSIC has limited recovery capability at
low SNRs because the performance is dominated by AWGN
rather than interference. At high SNRs, the RSIC efficiency
increases substantially. The improvement when γTN = 0 dB
is achieved primarily using L-RSIC. Interestingly, the results
using γTN = 0 and 50 dB are equivalent, while for pN = 0.2
the improvement is significant when γTN = 50 dB where the
C-RSIC contributes to the recovery process.

The proposed system is further evaluated in terms of
throughput attained by both users. The throughput is defined
as the ratio of correctly delivered packets N̄ to the total number
of transmitted/retransmitted packets T , i.e., Throughput =
(N̄/T). Fig. 17 shows the results of the throughput achieved
for γTN = 50 dB, pN = 0.2, and L = 3. As can be seen in the
figure, the throughput at high SNRs approaches one, which
implies that no packets were dropped and no retransmissions
were made. When the offline recovery process is activated
after the asynchronous NOMA, no (re)transmissions occur.
This means that T remains constant during the offline recovery

Fig. 16. Number of dropped and recovered packets for γTN = 50 dB at the
FU receiver with pN = 0.2.

TABLE IV
RECOVERED PACKETS RATIO (%) FOR THE FU, L = 3

Fig. 17. Throughput achieved by the proposed asynchronous transmission
compared to [65] for pN = 0.2, γTN = 50 dB, and L = 3.

process. The proposed scheme repairs and recovers packets
dropped during asynchronous NOMA transmissions, thereby
increasing N̄. Consequently, N̄ will either increase or remain
the same after the start of the offline repair and recovery
process. The throughput for NU is nearly the same for both
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Fig. 18. Number of exchanged packets in the proposed NOMA with PRR
and conventional C-NOMA for γTN = 50 dB.

cases. This is because the NU is recovering a few packets. The
FU experiences a significant improvement in throughput up to
12 dB SNR. After 12 dB, both the PRR and no RSIC show
nearly the same performance. In general, the NU outperforms
FU in terms of throughput.

To evaluate the impact of the proposed asynchronous
NOMA on throughput, it is compared to synchronous
NOMA [65]. In synchronous NOMA, the LEOS sends new
packets to the near- and FU only if it receives positive
acknowledgments from both users, or when the current packets
avail the maximum allowable transmissions. This approach
ensures that the indices of both supercoded packets are always
identical. It is evident that the proposed system substantially
outperforms synchronous NOMA. The degradation of syn-
chronous NOMA is due to the fact that even when one of the
users correctly detects its own packet, it will still receive the
same packet if the other user packet detection fails.

The overhead due to bidirectional cooperation in the
proposed scheme is reported in terms of the number of packets
exchanged between users, and it is compared to C-NOMA as
shown in Fig. 18. Overhead results are presented for γTN = 50
dB. In C-NOMA, the NU detects and forwards the FU packet
in each TS regardless of SNR. Therefore, the total number of
exchanged packets is lower bounded by M and upper bounded
by LM. Unlike C-NOMA, the RSIC overhead is significantly
smaller, lower bounded by 0, and upper bounded by M.
Such performance is achieved because the exchange process
is dynamic, where it depends on the packet detection status at
both users. At low SNRs, the number of exchanged packets
is very small because both users will not be able to detect
their own packets and hence will not request the exchange of
any packet. In the mid range of SNRs, the number of packets
exchanged peaks for both users ∀pN . In this range, both users
would have a sufficient number of correctly detected packets,
and hence mutual cooperation would be beneficial for both
users. At high SNRs, the number of exchanged packets is

negligible because the recovery process is mostly carried out
by the L-RSIC. It is also worth noting that the NU requests
packets less frequently than the FU because the FU packets
will be detected mostly correctly and stored in AN .

VI. CONCLUSION

In this article, we proposed a new PRR scheme for ARQ
assisted NOMA communications in the context of IoT-LEOS
networks. The proposed PRR is composed of three main ele-
ments, asynchronous ARQ-NOMA, bidirectional cooperative
communications between the ground users, and offline packet
repair using RSIC. The proposed schemes aims at maximizing
the data that can be downloaded from the LEOS to the ground
users during each flyover. The obtained results showed that
asynchronous transmission can improve the throughput by
decoupling the transmission of data packets from the two
users. Moreover, the RSIC, local and cooperative, managed to
reduce the mutual interference between the users and hence
allow the recovery of several dropped packets. In certain
scenarios, the proposed PRR managed to recover more than
90% of the packets that were initially dropped.
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