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Abstract—The study presents a novel edge computing (EC)
method based on a discrete wavelet transform (DWT) and fuzzy
logic controller suitable for application with energy harvesting
Internet of Things (IoT) sensors. The authors propose a new
solution to address information latency in an IoT device when
compressed data with high-information density are transmitted
to the cloud with high priority or detailed information is added to
the cloud when the energy state in the IoT device is sufficient. The
solution potentially delivers a completely lossless scenario for low-
power sensors, a significant benefit that state-of-the-art methods
do not provide. This article describes the hardware model for an
IoT device, input and predicted energy data, and a methodology
for designing the parameters of DWT and fuzzy logic controllers.
The results of the study indicate that the proposed EC method
achieved full data transmission in contrast to the reference solu-
tion which had the worst case parameters of maximum outage
and penalties caused by delayed data. The average delay in
uploading approximate data was 0.51 days with the proposed
fuzzy controller EC method compared to reference methods,
which have an average delay of at least 0.91 days. The results also
highlighted the importance of the tradeoff between information
latency and reliable functionality. The results are discussed in
terms of an innovative approach which features an IoT sensor
that maximizes its own energy consumption according to the data
measured from specific parameters.

Index Terms—Data compression, edge computing (EC), energy
harvesting, information latency, Internet of Things (IoT), wavelet
transform.

I. INTRODUCTION

THE SIGNIFICANCE of edge computing (EC) methods
in the Internet of Things (IoT) is growing, especially in

relation to transmission capacity limitations in low-power wide
area network (LPWAN) technology. Modern IoT devices that
harvest energy can be improved by adapting data transmis-
sion according to the importance of the data and the energy
available in the transmitting device. The study extends an
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experiment which compared neural networks and wavelet-
based EC methods presented at the 2022 IEEE Symposium
Series on Computational Intelligence and describes the appli-
cation of wavelet compression methods developed for an
energy harvesting device driven by a fuzzy logic controller [1].
This article discusses the achieved data accuracy and suitabil-
ity of wavelet-based EC for adaptive operation in a model
which uses four years of historical data.

The motivation for the study is developing an EC method
which is effective in managing the low capacity of a transmis-
sion channel, limited computational resources in IoT sensors,
and variability of incoming harvested energy. The study
presents a design for a computationally lightweight solution
which addresses these energy constraints and transmission
channel limitations. This novel solution ensures maximum data
availability in the cloud with acceptable data loss and is capa-
ble of refining cloud data after an acceptable delay. The IoT
sensor is also capable of prioritizing the transmission of nonde-
tailed data and subsequently enhancing these data with details
according to importance and the quantity of available energy.

The main objectives of the study include identifying the
functional parameters, for example energy consumption and
performance, in an IoT sensor which is powered by a thermo-
electric generator (TEG) energy harvesting device and describ-
ing and measuring the transmission channel capacity and
power consumption to model the sensor’s data transmission
requirements. The objectives further involve selecting a suit-
able compression method with the ability to vary compression
level and designing a control algorithm that enables adjustment
of the compression level with minimal information loss while
ensuring early transmission of approximated data. Finally, the
study evaluates the proposed solution using an environmental
data set and discusses its features and deployment possibilities.

The principle of the wavelet-based EC method is illustrated
in Fig. 1. An IoT device uses sensors to measure parame-
ters in its environment and applies wavelet compression to
decompose the data obtained. Data decomposed into both
approximate and detailed coefficients are stored in memory
alongside compression quality information measured accord-
ing to Goodness-of-Fit (GoF). A fuzzy controller selects the
data for transmission to the cloud. The fuzzy controller inputs
are based on node energy state, predicted energy data for future
energy harvesting, and data volume stored after compression
according to GoF. The aim of this approach is to first transmit
approximate coefficients with high-information density when
the IoT device is low on energy; detailed coefficients are then
later transmitted according to their informational value when
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Fig. 1. Principle of the wavelet-based EC method: input data are compressed
to wavelet coefficients which contain various information densities. The fuzzy
controller drives a transmission module which selects data according to
specific criteria for transmission to the cloud.

the device has sufficient energy or the possibility arises to
obtain a fresh supply of energy in the near future.

The proposed approach introduces an EC method that pri-
oritizes data with high-information density over insignificant
details, thus introducing information latency. Unlike state-of-
the-art methods, it combines an adaptive compression rate with
a follow-up data update when sufficient energy is harvested
by the IoT device and thus attempts to minimize information
loss. The application is not domain specific since it employs
a discrete wavelet transform (DWT) and does not depend
on supervised learning or location-specific parameters. It is
therefore versatile and can be applied in various domains.
The proposed approach is also suitable for resource-limited
embedded IoT devices since the DWT can be efficiently
processed using hardware instructions executed in modern
microcontrollers.

The novelty and the contribution of this article is summa-
rized below.

1) This article presents the design principles for a compres-
sion method which permits changes in the compression
level while maintaining a deterministic output. The
design also allows gradual refinement of the measured
data in the cloud.

2) This article proposes a data priority engine which
enables the selection of appropriate data clusters while
checking the immediacy and importance of the data.

3) This article introduces the concept of a rule-based
controller suitable for embedded devices. This con-
troller permits transmission control which supports the
dynamic nature of harvested energy.

This article is organized into seven sections. Section I intro-
duces the motivation, core objectives, and novelty of the
present study. Section II summarizes the state-of-the-art related
works. Section III provides details of the proposed novel EC

TABLE I
OVERVIEW OF EC METHODS SUITABLE FOR LOW-POWER IOT DEVICES

method, data decomposition, data priority engine, fuzzy logic
controller, and data transmission module. Section IV describes
the experiment and its hardware model, input data, and pre-
dicted energy data set, along with evaluation criteria. Section V
reports the results of the experiment, discussing both the
time domain and data availability. Section VI discusses and
evaluates the results within the context of the study’s novel
contribution. Finally, Section VII concludes this article and
outlines potential future work.

II. RELATED WORKS

Various environmental EC algorithms can be used in combi-
nation with IoT devices. Based on the specific parameters of
interest, the algorithms can be classified according to lossy
(or lossless) compression or data volume reduction. Other
parameters, such as computational complexity and communi-
cations interface type, are also important [2]. In principle, data
compression methods can be applied to significantly reduce
the energy requirements for data transmission [3]. Table I
summarizes the state-of-the-art EC methods according to con-
ventional mathematical approaches [4], soft-computing, and
data reduction methods [5].

When data are compressed using the DWT, very efficient
compression can be achieved if the wavelet type is appro-
priately selected [6], [7]. The shape of the mother wavelet
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should match the shape of the input signal as closely as possi-
ble. The algorithm’s benefit is that training on historical data
is not required. To achieve even more efficient compression,
this method is often used in conjunction with other com-
pression algorithms, such as Huffman coding or a discrete
cosine transform [8]. This approach is not suitable, however,
in deployments that use floating point variables, which com-
plicate direct application to IoT sensor measurements. Another
useful mathematically based compression method is the Walsh
transform, which is very suitable for application to biosignals,
but its applicability to smart cities or environmental data has
not yet been demonstrated [10].

Many applications use soft-computing methods for data
compression. Artificial neural networks are typical soft-
computing compression methods, but their disadvantage is the
need to use large volumes of specific historical data for train-
ing [11]. For example, a neural network trained on seismic data
will unlikely function correctly with other types of variable, for
example temperature data [12]. Another disadvantage is that
the neural network always produces lossy compression [13] as
a result of its characteristics.

Data volume reduction is a method for reducing the number
of data records for transmission according to the importance
of the information contained within that data. This type of
approach generally is not considered a compression method.
The algorithms for reducing data volume can be executed as
time-correlated predictive models to estimate trends, and when
these trends differ, the data are transmitted [14]. Data volume
reduction based on a predictive model is often used in conjunc-
tion with compressed sensing [15]. A predictive model decides
whether data are either sent or eliminated using a compression
method based on adaptive piecewise constant approximation,
symbolic aggregate approximation, or a fixed code dictionary
using Huffman encoding [16].

III. METHODS

This section describes the proposed EC method, which
involves four parts: 1) the data decomposition and composi-
tion procedure; 2) the data priority engine; 3) the fuzzy logic
controller; and 4) the transmission module.

A detailed scheme of the EC is illustrated in Fig. 2. The ver-
tical dotted lines in the scheme separate the IoT device, whose
components are depicted on the left, and the cloud, which is
at the right. Measured data (32 samples) are decomposed by
the DWT and stored in a memory table as A3, D3, D2, and
D1 clusters. This procedure is detailed in Section III-A.

The principle behind the presented method is in driving data
transmission according to the importance of the information
contained within the data. To achieve this, the solution uses
the data priority engine described in Section III-B. The
engine applies various level data compositions to determine
information loss according to GoF, and the GoF values are
then stored in a GoF table which corresponds to the A3, D3,
D2, and D1 clusters.

Since the design solution is applied to energy harvesting IoT
sensors, data transmission must be controlled dynamically. The
firmware of embedded devices is commonly implemented as

Fig. 2. Detailed block diagram of an EC method based on a discrete wavelet
transformation driven by a fuzzy logic controller.

a finite state machine which applies a duty cycle scenario. A
rule based controller is therefore a suitable option for the tran-
sition function. A fuzzy-based solution expands the options of
the dynamic energy management strategy and permits future
optimization of fuzzy set and rule settings. These are useful
features which are exploited in the fuzzy-rule-based solu-
tion detailed in Section III-C to control the data transmission
module described in Section III-D.

A. Data Decomposition

This section describes data decomposition method which
applies a DWT for lossy compression. The DWT provides
deterministic decomposition and composition at target level
which is fully aligned with IoT transmission technology prin-
ciples. The aim behind using this method is to transmit
approximate data and minor details as soon possible according
to the device’s available energy.

The DWT decomposes according to the vector
{am, dm, dm−1, . . . , d1}, forming a wavelet spectrum which
describes the time-frequency localization of the input signal.
The vector coefficients are obtained by applying a convolution
of the input signal through a low-pass filter for approximate
coefficients and a high-pass filter for detailed coefficients.
The aforementioned decomposition can be reapplied to the
approximation coefficients [17].

The decomposition scheme is shown in Fig. 3. For this par-
ticular EC method implementation, during data compression,
the output vector is formed by approximate coefficients at the
third decomposition level and detailed coefficients at the third,
second, and first decomposition levels. Generally, depth of the
decomposition level can be adjusted according to the targeted
granularity of the measured data details and options available
to the communications channel payload. In the presented solu-
tion, the decomposition level is selected as a tradeoff between
the minimum transmission period (quantity of collected data to
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(a) (b)

Fig. 3. Decomposition of the measured data by a DWT. (a) Decomposition.
(b) Lengths.

compress) and the compression granularity (available options
to transmit data at various compression levels).

Decomposition is dependent on the type of mother wavelet
used. Selecting a mother wavelet which matches the wave-
form of an input signal as closely as possible can increase the
importance of the information in the approximate coefficients
and decrease the importance in detailed coefficients. This
results in a better approximation of the signal when detailed
coefficients are not transmitted [18]. The Haar wavelet is used
in the proposed solution since it represents a general data
compression approach.

B. Data Priority Engine

The aim of the EC method is to gradually refine the mea-
sured data in the cloud. The approximation coefficients at the
third decomposition level are transmitted with the highest pri-
ority, and the reconstructed data are then gradually refined by
transmitting the detailed coefficients. This procedure results
in approximated data being available in the cloud sooner than
detailed data.

Generally, a full vector of decomposed coefficients contains
the original information without any data loss. If any of the
detailed coefficients are not transmitted, they are substituted
with a zero during reconstruction, causing data loss at that
particular level. The benefit of this approach is that detailed
coefficients can to be added at any time to increase the data
precision.

The proposed EC method clusters the measured data with
the 32 samples decomposed by the DWT at the third level.
The decomposed clusters form a memory buffer (Fig. 2), and
a GoF table is created to determine which memory buffer clus-
ter is important to transmit. A GoF value is defined by the
following:

GoF = 1 −
√∑N

i=1

∣∣xi − x̂i
∣∣2

√∑N
i=1 |xi − mean(x)|2

(1)

where GoF is the goodness of fit (1 is a best fit), x is the
original signal, and x̂ is the decompressed signal.

The GoF table contains information about the transmission
importance stored in the related memory buffer cluster. The
calculation procedure for the GoF table is illustrated in Fig. 4.
The first column in the GoF table always contains negative
infinity, because if an approximate coefficient is not transmit-
ted, the measured data cannot be reconstructed. The second

Fig. 4. Block diagram of GoF table calculations.

(a)

(b)

(c)

(d)

Fig. 5. Input and output fuzzy sets: (a) SoES fuzzy input, (b) EP fuzzy
input, (c) approximation coefficient buffer size fuzzy input, and (d) AP fuzzy
output.

column contains the GoF for the measured data reconstructed
by DWT composition from the approximate coefficients A3
only. The third and fourth columns contains the GoF for
reconstructed measured data from A3, D3 and A3, D3, D2,
respectively. If all coefficients are transmitted (A3, D3, D2,
and D1), the GoF is always 1.

C. Fuzzy Logic Controller

The fuzzy logic controller was designed to manage an adapt-
able transmission rate. The controller selects whether data
transmission is required and how large the payload should be
during a single transmission.

Fig. 5 describes three input sets and one fuzzy output set.
All input fuzzy sets are represented by three functions (low,
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Fig. 6. Summary of fuzzy rules applied by the fuzzy logic controller.

mid, and high), with various shapes designed according to
the settings created by an expert. The shape of the State-of-
Energy-Storage (SoES) fuzzy sets represents the preference
for higher SoES values. The middle fuzzy set corresponds to
a 90% charge level, and the high and low-fuzzy sets are dis-
tributed across the rest of the interval. These settings prefer a
conservative behavior as the IoT sensor accumulates energy.
The energy prediction (EP) fuzzy sets use a paradigm simi-
lar to SoES fuzzy sets when a progressive strategy is applied.
The middle fuzzy set corresponds to 15 % of the maximum
predicted energy. The aim of the low-EP preference is to
dynamically use energy when the EP input indicates incom-
ing energy in the near future. The final input set represents the
size of the buffer which contains untransmitted A3 coefficients
and is calculated from memory status. This input is denoted
A3BS and represents the A3 coefficient buffer size. The mid-
dle fuzzy set is set to 75 %, which results in the preference to
use most of the available memory.

The fuzzy output available payload (AP) represents the max-
imum permitted payload in a single transmission. There are
five fuzzy sets, representing very low, low, mid, high, and very
high-transmission intensity. The low, middle, and high-fuzzy
sets are extended by the minimum and maximum opera-
tional settings of the LoRaWAN communications interface
with fuzzy functions (very low and very high). The positions
of the output fuzzy sets are developed asymmetrically when
the low and mid fuzzy functions are set in a low interval for
the AP, resulting in the preference for early transmission.

Fig. 6 depicts the expert-defined fuzzy logic rules. Several
principles are applied to designing rules. The first principle
establishes the preference for the SoES. The AP is set to maxi-
mum when the SoES fuzzy set is high. The second principle is
determined by EP, where higher energy states generally lead to
a higher AP. The final principle sets the untransmitted approx-
imate coefficients represented by A3BS. When A3BS reaches
higher values, information latency carries a significant weight,
and therefore the AP is set to higher values.

D. Data Transmission Module

The transmission module decides which data are transmit-
ted. The transmission module’s input is the maximum AP
permitted for the current period. The AP is obtained from the
fuzzy controller and may be blocked by a power down flag
which signals no available energy.

Fig. 7. Structure of the input data and hardware model with data, model,
and interface layers.

The transmission module selects data clusters of a total size
less than or equal to the AP with the highest importance (i.e.,
data clusters with the least GoF are selected). The data length
in the cluster is defined by wavelet decomposition. Metadata
should also be transmitted with each cluster. The required
payload for cluster transmission is calculated from

Payload = 5 + 4 · Cluster size. (2)

The payload required for a specific cluster is calculated as
the sum of the metadata length (5 bytes) and the cluster size
multiplied by the size of the floating point datatype (4 bytes).
The transmission module than calculates the payload.

The clusters contain a timestamp value and a column iden-
tity. The cloud gradually reconstructs the measured data,
applying refinements each time new data are received from
the IoT sensor.

IV. EXPERIMENT

The experimental setup uses a hardware model to simulate
an IoT device and EP model. The models presented in this sec-
tion were used as plug-in modules for a simulation designed to
evaluate wavelet-based EC driven by a fuzzy logic controller.

The structure of the hardware model and input data (Fig. 7)
contains three layers. The first layer provides the input data
for calculating the quantities of harvested energy and predicted
harvested energy. The input data layer also provides measure-
ment data for the sensors on the IoT device. The model layer
contains three blocks, representing a harvesting model, an EP



18914 IEEE INTERNET OF THINGS JOURNAL, VOL. 10, NO. 21, 1 NOVEMBER 2023

model, and a consumption model. The harvesting model cal-
culates the harvested energy according to the input conditions
and outputs a quantity in joules. The EP model processes and
prepares the harvested energy data for use in predicting future
harvested energy, and the consumption model simulates the
behavior of the IoT device and total power consumption of its
components, which includes a microcontroller, sensors, and
a transmission module. Finally, the third layer provides an
interface to the behavior simulated by the EC method.

The interface layer contains components that link the hard-
ware and EP model to the rest of simulation. The SoES
describes the remaining energy as a percentage of the max-
imum energy stored, indicated as a value in the range 0–1.
Energy consumption is calculated by the consumption model
according to the data designated for transmission. The value is
normalized to the 0–1 range and corresponds to 0–240 bytes.
A power down flag signals transmission failure due to a lack
of energy. The predicted energy value is normalized to the
0–1 range and indicates the estimated available energy for the
next seven days. In this simulation, 10-min historical air tem-
perature measurement data provided the input for a sensor’s
operation.

A. Hardware Model

As mentioned above, the hardware model contains a har-
vesting model and consumption model. The harvesting model
incorporates a TEG and a DC/DC converter, and its input is
the difference in temperature between each side of the TEG.
Another integral part of the harvesting model is a superca-
pacitor with a capacity of 22 J to store energy for the IoT
device. The consumption model calculates the IoT device’s
power consumption. All the hardware model’s parameters are
measured experimentally on the assembled hardware setup.
Power consumption is measured in the following components.

1) Microcontroller during sleep and run modes.
2) Device sensor.
3) Wireless transmission module.
The microcontroller’s standby power consumption is

3.63 µW, which fully complies with modern low-power micro-
controllers in sleep or stop mode. The required energy for
measurement and the microcontroller in run mode is 9.5 mJ.
The power consumption of the transmission module varies
according to the size of the transmitted payload. The param-
eters of a SemTECH LoRaWAN module were measured for
this purpose and used to establish a linear approximation for
transmission, defined by

ET = k · Payload + q (3)

where ET is the required energy in joules for a payload of
21–240 bytes, k = 2.4 · 10−3 mJ/B is required energy for
transmitting one byte via LoRaWAN, and q = 168 · 10−3 mJ
is the static power consumption involving overheads, such as
establishing a connection and acknowledging receipt.

Final consumption is consistent with the static consump-
tion of establishing a connection. The remaining dynamic
consumption is dependent on the volume of data transmitted
during the transmission window. For parameter estimation, the
LoRaWAN module was set to a data rate of 0 and TX-power 0.

B. Input Data and Estimated Energy Data

The input data were originally collected at the Churanov
Station, part of the Czech Hydro-Meteorological Institute’s
extensive network of meteorological stations. Churanov
Station is located at coordinates 49.0683◦ latitude, 13.615◦
longitude and 1117.8-m elevation.

10-min air temperature data from 2016–2019 were used as
measurement data for the IoT sensor. For energy harvesting
purposes, the simulated TEG used a soil temperature profile
with 10-min intervals. A detailed description of temperature
difference estimation on the TEG and the total energy obtained
is given in this article [19].

The transmission management controller used weekly EPs
to estimate the amount of available energy in the near future.
The estimated energy value was normalized to the interval 0–1
and derived from harvested energy calculated by the harvest-
ing model. These data simulated real EPs provided by local
sensors or from the cloud.

C. Evaluation Criteria

Several assessment criteria were defined for evaluation
purposes: maximum outage between two transmissions, per-
centage of transmitted data, penalty, percentage time with no
energy, and data availability parameters.

The maximum outage between two transmissions relates
to the data availability requirement. Because the data trans-
mission module’s power consumption is relatively high, data
transmission can be delayed and transmitted when sufficient
energy is available. However, this outage should be brief since
the cloud stores no online data; the first aim therefore is to
maintain as brief as possible outages.

The second aim is to transmit the most detailed data as pos-
sible. Using the advantages of wavelet-based compression, it is
possible to first transmit approximate coefficients while delay-
ing or not transmitting detailed coefficients, but the eventual
target is to transmit all data as best as possible. The third aim
is to minimize the number of power downs or failures due to
lack of energy.

To assess data availability, a penalty is defined. The
penalty is the sum of each untransmitted block (approximate
coefficients and details), weighted according to a coeffi-
cient and accumulated in each simulation step. The weight
coefficients are 1, 2, 4, and 16; 1 for D3 details (minor details)
and 16 for approximation parameters.

V. RESULTS

This section presents the results of the experiment and sim-
ulated fuzzy-controlled wavelet-based EC method, from two
perspectives. First, the method is evaluated according to a time
domain analysis of the reliability and amount of transmitted
data and the maximum transmission delay. A data availability
analysis is then discussed in terms of the delay parameters of
the approximate and detailed coefficients.

For evaluation purposes, two different reference control
algorithms were implemented and compared to the proposed
fuzzy logic controller which managed the EC policy.
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TABLE II
OVERALL COMPARISON OF RESULTS ACHIEVED BY THE REFERENCE

ALGORITHMS AND FUZZY CONTROL ALGORITHM

1) The first reference algorithm applied a fixed transmis-
sion period with a maximum transmission payload. This
solution was tested with seven different fixed-period
controllers.

2) The second reference was based on the maximum SoES
strategy, where the controller transmitted data only when
the SoES indicated a full charge.

A. Time Domain Analysis

This section presents a time domain analysis which com-
pares the dynamic behaviors of the fuzzy controlled EC
method to the reference solutions.

Table II compares the results for the reference control
algorithms and the fuzzy controller used with the EC method.

Regarding the total transmitted data, only fixed periods of
240 and 360 min were applied the detailed coefficient. The
reference controllers with fixed periods greater than 360 min
were unable to transmit all the data because of the payload
limitation. The fixed algorithm with a period of 1440 min had
the shortest maximum outage (approximately 10 days).

The maximum SoES strategy controller was able to transmit
all the data. This algorithm also achieved the best results in
the percentage of total uptime and the time with an empty
SoES without failure. Its maximum outage, however, was the
longest of all the controllers (approximately 26 days).

The fuzzy-controlled EC method provides the best trade-
off between the presented evaluation criteria. The controller
was able to transmit all data, with a maximum outage of
13.49 days; this result is one of the best, and even the best
among the controllers able to transmit complete data without
compression loss. The uptime ratio ranked fourth best, which
is also acceptable.

Fig. 8 displays the behavior of the fuzzy-controlled EC
method over a 60-day interval. AP indicates the fuzzy con-
troller’s output, transmitted refers to the volume of transmitted
bytes, SoES represents the amount of available energy, A3BS is
the buffer size storage of approximate coefficients, EP contains
normalized data on predicted incoming energy, and details
buffer size represents the detailed coefficients storage. It is
interesting that when the SoES level fell, the fuzzy controller
applied a conservative strategy and reduced transmission to

Fig. 8. Fuzzy controlled EC method, where AP indicates the fuzzy con-
troller’s output, transmitted refers to the volume of transmitted bytes, SoES
represents the amount of available energy, A3BS is the buffer size storage of
approximate coefficients, EP refers to the predicted energy for seven days,
and details buffer size represents the detailed coefficients storage.

prevent device failure. However, as a result, details buffer stor-
age increased. When the SoES level increased again, the fuzzy
controller first transmitted mainly approximate coefficients,
followed by details.

B. Data Availability Analysis

This section presents an analysis of the data availability in
the IoT device at particular times. The data availability analysis
evaluated only the three the best performing algorithms (i.e.,
360 min, maximum SoES strategy, and the fuzzy controller).
The aim of this analysis was to determine the accuracy of the
total information value of the transmitted data at a certain time
in the cloud.

Table III summarizes the average transmission delays
for the DWT coefficients of decomposed measured data. Using
the fuzzy controller, the A3 approximate coefficient produced
the shortest delay, with an average of 0.51 days and median of
0.01 days. This is a very interesting result, because the approx-
imate values are available in the cloud very quickly as a result
of using the DWT compression method. We can also observe
that the most significant detailed coefficients were transmit-
ted with a maximum delay of three days. In the case of the
D3 coefficients, the average upload time was approximately
one week. Fig. 9 indicates the average transmission delay
for the DWT-based compression coefficients. The maximum
SoES strategy transmitted only when the SoES indicated a full
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TABLE III
AVERAGE TRANSMISSION DELAY FOR SPECIFIC COEFFICIENTS OF

DECOMPOSED MEASURED DATA

Fig. 9. Average transmission delay for wavelet-based compression
coefficients.

charge, and at this moment, all the DWT coefficients were
uploaded simultaneously. This behavior did not achieve the
objective of to DWT compression, which includes consecutive
transmission of approximated and detailed coefficients.

As described in Section III, the controller examines the
data set and transmits mainly the data with the highest pri-
ority. Approximate coefficients are prioritized, and detailed
coefficients are weighted according to GoF without any evalua-
tion of their depth. The average GoF value for the approximate
coefficients was 0.52; for D3 it was 0.68; and for D2 it was
0.80.

Table IV and Fig. 10 indicate the delay in data availability
in the cloud for various GoF values in the best performing
controllers. Data availability with the maximum SoES strategy
controller was not dependent on a GoF value, corresponding
to the results presented in the previous section. The controller
with a 360-min fixed period produced the shortest delay with
a GoF of 0.1, but the delay increased with higher GoF values.
The fuzzy controller produced the shortest delay of 0.55–1.42
days with a GoF in the interval 0.1–0.5. More precise data
became available in the cloud after a delay of 2.1–7.35 days.

TABLE IV
AVERAGE DELAY OF TRANSMITTED COMPRESSED DATA

ACCORDING TO GOF

Fig. 10. Average delay for transmitted compressed data according to GoF.

VI. DISCUSSION

This section discusses SoA-related studies and compares
their methods with the proposed EC method. The limitations
and implications of the proposed solution are also reviewed.

A. Comparison With SoA Approaches

Table V summarizes the key parameters of the related stud-
ies listed in Section II and compares the mathematical, neural
network, data reduction, and wavelet-based EC methods. The
EC methods are compared according to their capabilities for
lossless transmission, lightweight implementation, compres-
sion level variability, gradual data refinement, and suitability
for IoT sensors. None of the presented EC methods are capa-
ble of transmitting approximate data and subsequently refining
the data after details are transmitted. The methods based on
neural networks exhibit high-computational complexity and
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TABLE V
COMPARISON OF THE FEATURES IN STATE-OF-THE-ART METHODS WITH THE PROPOSED EC METHOD

are therefore unsuitable for lightweight implementation in
low-power IoT devices. The data reduction techniques offer
lossless compression with variable compression levels and
lightweight implementation, but they do not support gradual
data refinement.

The current study identified the functional parameters for
energy consumption and the transmission parameters for an
IoT sensor powered by a TEG. The proposed approach
addresses challenges, such as limited bandwidth and limited
computational resources, linked to data transmission in IoT
systems. A suitable compression method capable of varying
the compression level and a fuzzy-based control algorithm
enabling early transmission of approximated data and subse-
quent enhancement with detailed data were also presented. The
proposed solution ensures efficient data transmission while
observing the limited resources and energy constraints of the
sensors. By using a variable compression level and a fuzzy
control algorithm, the solution optimizes data transmission
while maintaining an acceptable level of detail.

The fuzzy controller is well-suited to the specific require-
ments of energy harvesting IoT sensors and the need for
dynamic control of transmission. Firmware implementations
in embedded devices commonly follow a finite state machine
approach and employ duty cycle scenarios. In such cases,
a rule-based controller is a suitable solution, acting as a
transition function in the implemented finite state machine.
However, by incorporating a fuzzy-based solution, the options
for dynamic energy management strategies are expanded and
allow future optimization of fuzzy set and rule settings. The
fuzzy controller provides a flexible and adaptable approach for
controlling the data transmission modules of energy harvest-
ing IoT sensors and enables efficient use of available energy
resources, thereby enhancing overall system performance.

B. Implications and Limitations

The data compression process is limited by its require-
ment for a sufficiently long data input data vector to achieve
worthwhile compression. Consequently, this leads to a delay
in data transmission since the measurement of a data vec-
tor of the same length is necessary. Longer data vectors,
however, enable deeper decomposition and a more extensive
compression process.

Another limitation arises from the impact of the compres-
sion level on computational complexity. As the compression
level increases, the method becomes more computationally
demanding. This should be factored in when implementing
compression techniques, especially in lightweight low-power
IoT devices.

The length of the input data vector and the selected com-
pression level represent a compromise between computational
complexity, the delay caused by measuring the complete input
data vector, and the compression variability. Balancing these
factors is crucial to achieving an optimal tradeoff between
efficiency and effectiveness of the compression process.

The proposed solution applied compression to reduce the
volume of transmitted data. Compression was lossy to improve
data availability and decrease information latency. The results
of the experiment demonstrate that the proposed EC method
and fuzzy controller prioritized the A3 coefficients, which
represent data with high-information density.

A significant contribution from this study is a method for
sequentially refining data and reducing data volume during
transmission when an IoT device lacks sufficient energy. In
optimal cases, this approach leads to a minimum loss of
information with all detailed coefficients being transmitted.
The results indicate that the proposed EC method was able to
transmit a complete input data set.

The fuzzy logic controller inputs were normalized to a range
of values, which means that the fuzzy set configuration and
fuzzy rules can be applied to other application areas with dif-
ferent energy inputs or harvesting sources and exhibit similar
behavior. The DWT compression method is also completely
independent of domain. Although different measured param-
eters can produce variability in the GoF values, this behavior
does not affect transmission priority.

The DWT compression method is suitable for execu-
tion in microcontrollers, especially digital signal proces-
sors which implement MAC (multiply–accumulate operation)
instructions. DWTs can also be deployed as multiplica-
tion arrays. To decompose 32 samples into the third level,
1344 MAC instructions are required, but this number can
be reduced by using a compressed sparse matrix technique.
This feature allows the application of EC methods in low-
power IoT devices characterized by limited computational
power.
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VII. CONCLUSION

The study presented a wavelet-based fuzzy logic EC method
applied in an IoT hardware model consisting of modules for
energy harvesting, energy consumption, and EP. The study also
presented an experiment to simulate the behavior of the EC
method and to test the IoT hardware model.

The results of the experiment demonstrated that the
proposed EC solution significantly improved the information
latency in the cloud produced by an energy harvesting IoT
device. With the proposed fuzzy controller EC method, the
average delay in uploading approximated data was 0.51 days;
the reference methods had an average delay of at least
0.91 days. The novelty of the proposed EC solution was dis-
cussed in relation to the state-of-the-art methods applied in the
proposed solution.

Future work will test the hypothesis that the EC method
works independently in a range of scenarios by evaluating
the its transfer principle and comparing it to other measured
parameters and hardware models that function with different
harvesting sources.
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