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In the above article [1], the following corrections are
necessary: Section II, preliminaries, subsection E Adversary
Model – This model is based on [2], suppose the proposed
protocol is denoted by

∏
, entities involved are Mobile-

Device (M), Drone (D), ground-control-station (GCS) and
many instances are π means an ith instance of

∏
. GCS

has a confidential key s; suppose the drone has its identity
IDD, nonce, ND, and public key RD; mobile-device (M) has
IDM, nonce NM, publicly known key RM. Drone (D) stores
(RD, SD, PKD, SKD), and Mobile-Device (M) stores (RM,
SM, PKM, SKM) parameters in their memories. Adversary
interacts with

∏
to represent themselves as a malicious drone

with D, M, or GCS in the following manner.

Similarly, in [1], Section IV, subsection C, Authentication
Phase, duplicate occurrence of MODULE II(c) must be
removed. It should be kept once instead of two times in the
paper.
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