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ABSTRACT Currently, the physical layer security is considered as one of the most suitable security
techniques in Diffusive Molecular Communication (DMC) because of ease to implement. A recent piece
of literature has presented the Secrecy Capacity (SC) of DMC system under the rectangular deployment.
To evaluate the information capacity (IC) and thereby SC using the Concentration Greens Function (CGF)
in the molecular communication depends on the biological structures of tissues. In this paper, we have
investigated the analytical expressions of IC under both the Biological Cylindrical Deployment (BCD) and
Biological Spherical Deployment (BSD). Therefore, the analytical expressions of IC have been employed
to derive the mathematical expressions of SC under the BCD and BSD environment. Further, the SC
is analyzed as a function of distance/radius considering the power and/or bandwidth as the parameter.
In addition, the effect of distance of authentic receiver on SC is also explored. It is observed that irrespective
of the deployments, the distance of the authentic receiver illustrates predominant effect on the value of
SC. The proposed analysis is useful in the implementation of DMC under different tissues structures. The
numerically simulated results show close agreement with the theoretical background.

INDEX TERMS Secrecy capacity, biological spherical deployment, biological cylindrical deployment,

concentration greens function, molecular communication.

I. INTRODUCTION

In the last decade, various Nanoscale devices have been
designed and engineered to facilitate the exchange of infor-
mation through diffusion in the fluidic biological medium [1]
which leads to a new paradigm of modern communication
system known as diffusive molecular communication (DMC)
that is bio-compatible and energy-efficient. It is important
to mention that the DMC in diffusion is a mechanism
used for the propagation of information from transmitter
to receiver, where molecules are the carriers [2], [3]. Fur-
ther, it is noteworthy to mention that DMC has profound
applications in the field of medical such as in targeted drug
delivery, detection and monitoring of disease, and regen-
erative medicines [4]-[6] among the others. The diffusion
in DMC could be bounded or unbounded but the DMC
in the unbounded environment has a very limited range
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of communication which is not appropriate to fulfill the
requirements of healthcare applications. However, several
researchers have suggested that the DMC over bounded
microfluidic channels are suitable for long-range commu-
nications due to confining nature of information propaga-
tion in a guided manner [7]. These are the following three
types of possible bounded microfluidic diffusion channels
namely, rectangular, cylindrical, and spherical deployments
are proposed in the literature. In the case of the rectangular
microfluidic channel, the operational frequencies for commu-
nication are limited as an increase in frequency results in a
very high attenuation [8]. On the other hand, the bounded
cylindrical deployment is a more suitable model for the
microfluidic channel [9]. The modeling of the complex shape
of blood vessels as cylinders is widely accepted as proposed
by Fournier [10] for the design and implementation of a DMC
system inside the blood vessels for healthcare applications.
Further, the cylindrical deployment with a smaller radius
improves the system performance by increasing the strength
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of the received signal. Moreover, the biological spherical
structure of the human body such as stomach, lungs, kidneys
bounded spherical deployment is proposed in [11], which
is useful in predicting the drug concentration profile in tar-
geted drug delivery applications. In addition, the authors
in [12], [13] have presented DMC in which virus parti-
cles have been considered as information carriers. Walsh et.
al. [12] have suggested the control of pro viral genes for
selection of payload, it’s packing, and addressing of viruses
in a different cell. However, controlled interaction and degra-
dation of a drug under different biological deployments are
explored in [13]. Further, the DMC under drift is presented
in [14], [15] for drug delivery via the cardiovascular system
in which the blood cell collisions have been included. Further,
the authors in [16]-[18] and [19], [20] have employed the
DMC system for Oncological and Optogenetics respectively.

As aforementioned, various reported pieces of literature
have suggested the use of DMC systems in the detection,
monitoring, and treatment of different diseases under dif-
ferent deployments. In sequence, authors in [1], [8], [9],
[21]-[28] have considered different deployments in the ana-
lytical modeling of the DMC system. In [8], a rectangular
micro-fluidic deployment is modeled and analyzed for flow-
induced DMC. The structure of particular entities in the
body has motivated us to explore the spherical and cylindri-
cal diffusion channels for DMC systems [1], [9], [21]-[25].
Yeh et.al. in [1] have considered a tunnel-like environment
without flow for DMC where the receiver partly covers the
cross-section of the reflective cylinder. Further, the distribu-
tion of hitting locations is computed based on the simulation
results, which in fact does not reflect an exact distribu-
tion. In [9], the authors have proposed the concentration
Green’s Function (CGF) in a cylindrical environment with
uniform flow. Further, the boundary is covered with receptor
proteins and information carriers are affected by both the
flow and chemical degradation. However, the impact of a
reversible receptor with the reactive receiver also needs to
explore. In [21], a cylindrical DMC system is modeled with-
out flow and absorbing walls, whereas in [22] a cylindrical
environment in a DMC is presented with reflective receiver
and non-uniform fluid flow. Further, the spherical biologi-
cal structures of the body such as stomach, lungs, kidneys,
cells, etc. have motivated us to consider a bounded spherical
environment [23]-[25]. Al-Zu’bi and Mohan [23] have con-
sidered a DMC system in a bounded spherical environment
with completely absorbing walls where the transmitter is a
point source and receiver covered with ligand-receptor which
is placed at the center of the sphere. However, the authors
in [24] have considered a completely reflective wall with the
receiver at the center of the spherical deployment. Finally,
Bao et.al. [25] have presented a point source transmitter at
the center of the boundary and compute the molecule con-
centration of the DMC system with a fully closed reflective
and absorptive spherical boundary.

Due to the presence of eavesdroppers in the network,
it is imperative to say that security is the utmost issue for
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any wireless communication system. Therefore, the physical
layer security, being easy to implement, is regarded as one
of the most suitable security techniques. Furthermore, the
secrecy capacity (SC) is the most important parameter in
the implementation of physical layer security of any com-
munication system however, it depends on the information
capacity (IC). Again, pieces of literature in the field of IC,
which includes different biological deployments are very
limited [26]-[28]. In [26], [27], the authors have presented
the IC of the DMC system under the binary coding scheme in
absence of molecular noise. Further, Pierobon and Akyildiz
in [28] have exploited the IC of the DMC system in closed
form without any coding scheme but in presence of molecular
noise.

As per the author’s best knowledge, no reported literature
includes cylindrical and spherical deployment for the analysis
of SC in the DMC system. In [29], the authors have proposed
the SC of the DMC system under rectangular deployment.
Though, some partial results have been presented by the
authors in [30], [31] to analyze IC and SC for the DMC
system. However, these results are primary and are presented
in the Conferences. Therefore, in this manuscript, we have
extended the work reported in [29]-[31] by presenting vari-
ous analytical expressions of IC and SC under the Biologi-
cal Spherical Deployment (BSD) and Biological Cylindrical
Deployment (BCD) of the DMC system. The author’s contri-
butions to this manuscript are summarized as follows

o For the first time, BSD and BCD schemes are used to
present secrecy analysis of DMC system

« Presents analytical expressions of information capacity
of DMC system under both BCD and BSD schemes.

« Presents analytical expressions of secrecy capacity of
DMC system under both BCD and BSD schemes.

« Analyzes the effect of various parameters such as; Eve’s
distance, Eve’s radius, the distance of authentic receiver,
transmitted power, and BW, on secrecy capacity of the
DMC system under BSD and BCD schemes.

Further, the manuscript is organized as follows. Section II
presents a detailed description of the proposed system model.
The mathematical expressions of the capacity for both the
deployments are derived in Section III which is used to
present secrecy capacity under BSD and BCD environments
in Section I'V. Section V presents numerical results. Finally,
Section VI concludes the manuscript and recommends future
directions.

Il. SYSTEM MODEL

A DMC system employed for the evaluation of information-
theoretical security, which provides the exact amount of
the information received by ‘Eve’ during faithful commu-
nication link, under both the BSD and BCD schemes as
shown in Fig. 1(a) and Fig. 1(b), respectively. In each of
the cases, ‘Alice’ and ‘Bob’ are the transmitter bio-nano
machine (T-BNM) and intended receiver BNM (R-BNM),
respectively. Although the ‘Eve’ is an unintended or eaves-
dropping receiver, may be termed as ‘Eves’ BNM (E-BNM).
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The amount of information received by ‘Eve’ is due to the
leakage in the channel between ‘Alice’ and ‘Bob’, and hence
termed as stolen information. ‘Alice’ is a point source located
at an arbitrary point within the biological tissue irrespective
of the deployment of either BCD or BSD. Alice releases
information BNM (I-BNM) over the channel under a given
deployment. During propagation, these [-BNMs are exposed
to the degradation reaction, which is characterized by Brow-
nian motion and mathematically given by Langevin equa-
tion [32]. Further, - BNM binds with Bob upon reaching it
and form receptor proteins. The amount of the information
is proportional to the concentration of the incoming I-BNM.
Finally, information is decoded by the Bob. Symbolically,
X is defined as the number of particles emitted by Alice
over the channel as a function of the time (denoted by n;).
Whereas, Y represents the number of particles, as a function
of time, received at the Bob. And the number of particles
received at Eve is denoted by Z. Also, the distance of Eve and
Bob from the Alice are dg and dp, respectively. For notational
distinctness in the derivation, dp is taken as ‘r’ and ‘d’ in case
of BSD and BCD schemes respectively.

Furthermore, in Fig. 1(a), a spherical tissue of radius R,
azimuthally range (0 < ¢ < 2m) and elevation range
(0 < 6 < m) is considered. Arbitrary coordinates of
Alice, Bob, and Eve are A (1, O, ¢n), B (Trx, Oy @rx)
and E (tex, Oex, @ex) respectively. Vg is a spherical volume
center at the receiver location with a radius Ryr < dg.
Whereas, in Fig. 1(b), a cylindrical tissue of radius p,
azimuthally range, (—oo < z < +o00) and infinite height
(—00 < z < 400) is considered. Also, arbitrary coordinates
of Alice, Bob and Eve are A (04, @rx> Zix)> B (0rxs @rxs Zrx)
and E (pex, Qex, Zex) respectively. Vp is a spherical volume
center at the receiver location with a radius py, << dg, for
clarity, we have used py ,—g,, in the derivation. Finally, it is
assumed that va, m/s is velocity of the flow. Where, a, is a
unit vector in the axial direction.

As mentioned, the CGF that is used to evaluate the IC
and thereby SC depends on the biological structures of
tissues.Therefore, in order to present the IC and in turn,
SC under BSD and BCD as shown in Fig. 1(a) and Fig. 1(b),
respectively [9], [11]. The CGF of diffusion for the system
presented in Fig. 1(a), which follow asymmetry in all three
dimensions and the reciprocity property (interchanging the
location of transmitter and receiver does not change the infor-
mation channel), can be given as [11],

00
32Dt
Csph (r,t) = Z Jo (Akr) e MD(t=to) 1)
K=1

where, ¢, (T, t) represents the concentration of molecules and
D(@m?s~1) is the diffusion coefficient. Further, it is assumed
that the I-BNMs are released from the T-BNM at time
and received by R-BNM at time t. Symbol J,,(.) represent the
Bessel function of n* order and first type for every positive
value A,. Where, A, is the positive root of characteristic
equation [11]. In case of BSD, X, represents the k™ root of
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diffusion equation. However, for notational simplicity Aqy is
denoted as Ay.
Now, taking Fourier Transform (FT) of Eq. (1)

o0 .
Copn () = /O Jo (ugr) e~ D=t g =iy, 2)

where, Cypp(f) represents FT of cgpp(r,0).
Eq. (2) can be solved using [11] which gives:

Jo Ouer) €M D(t—t0)
MWD +jo
In the preceding sections FT of Green’s function, (Cspp (1)),
is used to derive the expression of the IC and hence the SC
under BSD. Further, the CGF of diffusion for the system pre-

sented in Fig. 1(b) follow asymmetry in all radial, azimuthal
and axial coordinates for the p,x = 0 and given as [9]:

1 ~([d—v(-1))?

Csph = 3)

ko (t—
Ceyl (rx, o) = me aD(1—19) 4(t—1)
— 10
0
Jo (homprx) Jo omp) 0 24—
X Z m ;)\C/Om mE e=vom™ tO)l/l(t—t()). )
m=1

where, kg (s~1) is the reaction constant and p is the par-
ticle density. Also, for BCD defining the m™ root of dif-
fusion equation as A, and Np, = ’%2]112 (Apmpe) —
Jn—1 Qumpe) Jns1 Apmpe).
Further, the FT of ¢y, (r, t) can be given as:
e(~Dd*—ka=i) 10 Jo (36, 00) Jo (homp)

21 Nom

Ccyl H =

e—V0m2l0
X ———.  (5)
Yom? + jo
Again, in the preceding sections FT of Green’s function,
(Ceyi()), is used to derive expression of the information
capacity and hence the secrecy capacity under BCD scheme.

IIl. CAPACITY UNDER DIFFERENT DEPLOYMENTS
In this section, the closed-form expressions of IC under BSD
and BCD schemes have been derived.

A. CAPACITY UNDER BIOLOGICAL

SPHERICAL DEPLOYMENT

In the case of BSD, the transmitted signal X is defined as
the number of particles emitted into the space as a function
of the time and is denoted by n;. The received signal Y is
a time-varying number of particles that are present inside a
spherical volume Vg with center at the receiver location and
with radius Ryg << r.

The capacity of the diffusion-based MC system in bits per
second is calculated by maximizing the mutual information
between the transmitted signal X and the received signal
Y. Now, using the well-known expression of information
capacity from Shannon [33].

C = I(X; Y)max
=I(X; p) +1(Y; p) —H(p). (6)
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FIGURE 1. Diffusive molecular communication under (a) BSD and (b) BCD.

Now to obtain the mutual information I(X,Y) of the trans-
mitted signal X and the received signal Y [28], we have
to first find the mutual information I(X; p) (which includes
Fick’s diffusion) of the transmitted signal X given the particle
distribution p.

I(X;p) =HX) -HX]p). )

where, H(X) = 2.W.H(n;) is the entropy per second of the
transmitted signal X. Whereas, H (X | p) is the conditional
entropy per second of the transmitted signal X given the
particle distribution p.

After that, we have to find the mutual information 7 (Y; p)
of the received signal Y given the particle distribution p such
that

1(Y; p) =H(p) —H(p[Y). ®)

where, H (p) is the conditional entropy per second of the
particle distribution p given the received signal Y.

Now, in order to calculate I (X;p) expression of
H (X|p) is required. Stepwise derivation for H (X|p) is
given in Appendix A. Now, substituting the value of
H(X|p) in Eq. (7) and after some mathematical steps we
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O: Information

BNM

get I (X;p) as:
1 2 27 \2
L(X: p) = 2WH () — —log(1’D) = ) < )

)ukz.D
(_1)i+l W 2i+1
X ——. | —

Qi+ i \2x
+log (2) + 2log, (Jo ) .ekkz-DlO). ©)

i=1

Further, using the CGF of spherical environment from Eq. (3)
and following [33], the entropy per second of the particle
distribution H (p) is given as:

H(p) =HX)+H(IX)-HX | p)
= 2W.H 11 kzDz
= 2W.H (1) — -log(D)

“~\n2D/) Qi+1).i\27

+1log (2) + 2log, (Jo (i) eAkZ-D%). (10)

In Eq. (10), H(p|X) is the conditional entropy per second
of the particle distribution given the transmitted signal X. For
given transmitted signal X, as the input of the Fick’s diffusion,
the output particle distribution p is completely known and
hence H (p|X) = 0.
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Further, in order to calculate I (Y; p) expression of H (p|X)
is required. Stepwise derivation for H (p|X) is given in
Appendix B. Now, substituting the value of H (p|X) and
Eq. (10) into Eq. (8) we get [ (Y; p) as:

) 1 . 5\ 2 s o2 \2
I(Y;p) =2W.H(n) — W 0g<)‘k D) - Z <)\.k2.D)

(_1)i+1 W 2i+1

+ 2log, (Jo (A1) e)‘kz'DtO)

27 E [n,] RyrJo(rpr)e Pt—10)

3 W)»kz
—2Win (2er)
2p(t—
o [t (5 E[nt]RVRJo(Ak;)ekk Pt
3 Wk

27 E [n,] RyrJo(Ayr)e D—10)
2w 1—-=—
3 W2

27 E [n,] RyrJo(hicr)es D-0)
< 27 E [n;] RvrJo( k;’)e S an
3 Wik

Here, Ryr is the radius of spherical receiver with volume
Vg, p is the particle distribution, W is the bandwidth and v (.)
is the Digamma function. Substituting Eq. (9), Eq. (10), and
Eq. (11) into Eq. (6) we get:

Cspn = 2W.H (n) L (,\ 2D)2 > < 2m >Zi
= . — —lo - —_—
sph T 0Bk ~\ 12D

W 2i+1
<§> + log (2)

(_ 1)i+l
X =

2i+1) .1
+ 2log, (Jo (A1) e)‘kz'DtO)

27 E [n,] RyrJo(hyr)etk’ D=1

—2W

3 W2
—2WIn (2W1p)

2
—2Win | T 2_7[ E[n] RVRJO(Xkr)e)Lk D(t—tg)
3 W)\.k2
2
—2W 1l — 2_7T E [n/] RVRJO()»k;’)e)‘k D(t—to)
Wk

2nE RvrJo(A M 2D(t—tg)
XY _” [72: 1 RvrJo( k;’)e | )

3 Wik

Further, we have average number of emitted particles, E(;)
= (Py)/3.W.K;,.T with Py as the average thermodynamic
power spent. Also, entropy of the number of emitted particles
per time sample is, H(n;) = 1 + logy E[n;] [11]. Substituting
these values in Eq. (12) the final expression of the capacity
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of DMC under BSD can be given as:

Coon =2W. (1 +1 P 1 1 (A 2D>2
; . 0 0
svh £2 3WK, T W g\ Mk

s 27\ (_1)i+1 W 2it
_Z<xk2.D> X(2i+1).i'<g> +log (2)

i=1
+2log, (Jo (Akr) e)‘kz'Dt")

w27 Pu RyrJo(Agr)etk’Di—to)
9 W2K,T W2
—2WiIn (2th)

27 Py RyrJo(rpr)ets Dt
—owin [ (ZE P vrIo(Axr)e
9 W2K,T W2

—2W (1 — 2_7[ Py RVRJo(kkr)e?»kzD(tto)>

9 W2K,T W2
2t Py Ryg Jo(yr)els D0
xy [ = — d .(13)
9 W-KyT Wik

B. CAPACITY UNDER BIOLOGICAL

CYLINDRICAL DEPLOYMENT

Capacity under biological cylindrical deployment can be
evaluated using very similar steps as used in case of biological
spherical deployment.

Once again, in case of biological cylindrical deploy-
ment, in order to calculate I (X;p), expression of H (X|p)
is required. However, derivation for H (X|p) is given in
Appendix C. Further, substituting the value of H (X|p) in
Eq. (7) and after some mathematical steps we get H (X; p) as:

1 2 & 2\
10X p) = 2WH () — log(yom®) = Y (=5
’ W " )»kz.D

i=1

(_1)i+1 2i+1

27
% Jo (ompwx) Jo (Aomp) e—(Dd2+kd+Vomz)lo
27 Nom '
(14)

Further, in order to calculate  (Y;p) expression of H (p|Y)
is required which has been derived in Appendix D. Also,
expression for H(p) has been presented in Appendix C.
Now, substituting H(p) and H (p|Y) from Appendix C and
Appendix D respectively into Eq. (8) we get I (Y;p) as:

1 2
1(Y:p) = 2W.H () — log (yon?)

= MED) Qi+ 1Di\2x

+log (2) + 2log,
y (Jo (Aompix) Jo (Aomp) e_(pd2+kd+y0m2);0>

27 Nom
_ 2WDRer (71 Jo Aomperx) Jo (Aomp)
3‘/V)/Om2 NOm
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« (=D —kq=jdv—y0,%) (t—t0)

—2Wln (Zer)

—2Win (F (DRer [’;f] Jo (AomPix) Jo (Aomp)
3W yom Nom

« e(—Ddz—kd—jdV—VOmz)(t—to)))

DR E [1:] Jo (AompPrx) Jo (Aomp)
—2W{(1-— )
3VVJ/()m NOm

" e(—Ddz—kd—jdV—VOmz)(t—tO))

X (DRer (7] Jo Aomperx) Jo (Aomp)
3‘/VVOmz NOm

x e(—DdZ—kd_jdV_)’Omz)(t_tO)> . (15)
Here, R, is the radius of cylindrical receiver. Now, substitut-

ing Eq. (14), Eq. (15) and value of H(p) (Refer Appendix C)
into Eq. (6) we get the expression of capacity as:

1 2
Cot = 2WH () — tlog(yon?)

00 2L+l w2
_Z<,\k2D> ‘(2i+1)i'(E>

+log (2) + 2log,
y (Jo (hompex) Jo (omp) e_(Dd2+kd+y0mz),0>

27t Nom
_ 2WDR”‘E (1] Jo (AompPex) Jo (Aomp)
3W yom? Nom
« e(=D&—ka—jdv—yon*)(t—to)
—2Win (2er) —2Wlin
(I‘ (DRer (1] Jo (Romprx) Jo (lomp)
3W yom? Nom

X e(_Ddz—kd—./dV—)’Omz)(t—to)>)

DR E [1:] Jo (AompPrx) Jo (Aomp)
—2W{(1-— 3
3VVVOm NOm

« e(—Ddz—kd_jdV_VOmZ)(t_t0)>

3‘/VVOm2 Nom
x e(—Ddz—kd _jdV_VOmz)(t_t0)> . (16)

(DRer (1] Jo (AompPrx) Jo (Aomp)

With the suitable substitution, we get the final expression of
the capacity of DMC under the BCD as:

P 1 2
Ccyl =2W. <1 + logzﬁ) - Wlog(VOmz)

e e} 2i (_l)i—i-l W 2i+1
_Z<xk D) '(21+1)i‘(§>

+log (2) + 2log,
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y <Jo (Rompex) Jo (homp) e(Dd2+kd+y0,,12),o>

27 Nom
_ow DR, Pu  Jo (Rompn) Jo (Aomp)
:’aW)/()m2 3WK,T Nom

x oD —ka = dv=yon*) =10) _oW In (2W,) —2W In

< (T DR, Py Jo (hompn) Jo (Aomp)
3W)/0m2 3WK,T Nom

“ e(DdzkdjdVVOmz)(ttO)))

_ow(1— DR, Pu  Jo (Aompw) Jo (lomp)
3WJ/()m2 3WK,T Nom

x e(—Dd2 —ka—jdv—yom?) (t—to) )

X DR, Pu  Jo (Aomper) Jo (Momp)
?)W)/()m2 3WKT Nom

" e(—Ddz—kd—./dV—VOnlz)(t—tO)) _ (17

IV. SECRECY CAPACITY UNDER DIFFERENT
DEPLOYMENTS

In this section analytical expressions of SC under BSD and
BCD schemes have been derived. The secrecy capacity of
the diffusion-based channel is derived as the maximum of
the difference between the mutual information of the authen-
tic communication link and the information leakage (the
amount of information “stolen” by Eve). Thus, the secrecy
capacity [29] is

Cs =max [(X;Y) —1(X;Z)] = Cp — Cg. (18)

where, Cp and Cf, are the capacity of authentic channel (Bob)
and Eve’s channel respectively and Z is the signal observed
by Eve (eavesdropper). From [29], SC cannot be less than 0,
Cs can be given as:

Cy=max[0,(X;Y)—-I1(X;Z)] =Cp — Ckg. (19)

A. SECRECY CAPACITY UNDER BIOLOGICAL
SPHERICAL ENVIRONMENT
Furthermore, Eq. (13) can also be rewritten as:

1 2
Copn = 2W.H (n) — o log (14D)

— x .| — 0
i=1 D 2 ¢

+2log, (JO () eAkZ.Dt()) —2Wp
—2WiIn (2W‘L'p) —2Win (T (n))
—2WA -y @m. (20)

2i (_1)i+1
Qi+ 1)

2
27 Eln/JRyrJgQr)e’k P(t-t0) _ Ryg?
where, n = 5 Wi and 7, = 5 , 1s the
time interval in which we consider a quasi-constant particle

distribution.
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This leads to:
Cop =2W (141 Pu L ()\ZD)2
sph = B23wr,T) ~ wooe\k

o 21( 1)it! W\ 2t
B Z(xk D) Qi+1).i (271)

+log2 + 2log, (Jo (Agr) e -DtO) 2wy

2
—2WIn ( VR ) —2WIn (T (i)

—2Wd-my@m. 2D

Both Cp and Cg can be calculated by using Eq. (21). Now,
the capacity of the authentic receiver is:

Py 1 2 \2
Cp = 2W (1 +logy s ) - Wlog(kk D)

i 27 \2 (—1)i+! W 2i+]
P MED/) QRi+1).i\2n

+log2 + 2log, (Jo (Ax7B) e)‘kz‘D[()) —2Wnp

R 2
—2Wn <2w VII;B ) —2WIn (T (13))

—2W (1 —np) ¥ (n) . (22)
A D(l f )
where, np = %T ngbT RVRBJO(}»k;i)e k 0

Similarly, Cg can also be obtained. Finally, the secrecy
capacity of the system is:

Jo(Ax7B)
Jo(rE)

Ryrg? <F(77E)>
2Win | —— 2Win | ———
* " (RVRB2> * "\r (nB)
+2W [A=ne) ¥y me)—A—-n) ¥ (p)].  (23)

It is noteworthy to mention that Eq. (23) represent
the secrecy capacity of DMC system under biological
spherical environment. Also, Eq. (23) can be treated
as modification over secrecy expression presented by
Lorenzo Muchhi et. al. in [29].

Cslsph = 2log, ( ) +2W (ng — nB)

B. SECRECY CAPACITY UNDER BIOLOGICAL
CYLINDRICAL ENVIRONMENT

Moreover, Eq. (17) can also be rewritten as:

1 2)2
Cot = 2W.H () = 751og(yon?)

_ Z( )Zi (—Di*!
)\k .D

W 2i+1
(== log2
Qi+ 1) <2n> +log

+2log, (Jo (Rompex) Jo (omp) e(Dd2+kd+y0m2)tO>

27 Nom
—2Wn —2Win (2er) —2WiIn (T" (n))
—2W A=y . (24)
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TABLE 1. Parameters used in analytical results.

Parameter Variable Value
System temperature | T 298.15°K
Diffusion D 107 9m?2s~ T
coefficient
Boltzmann constant | K 1.380650424 x 10~23
J/IK
Radius of the spher- | Ry g 10 nm
ical receiver volume
Average thermody- | Pp 1-4 pW
namic power
Bandwidth W 10-60 Hz
Roots of Diffusion | A,g or Apm 0.1x 10712 -1 x
Equation 10712 m
Time t—to 10us
Cylinder radius Pe 5,10,15 pm
Point source Tx lo- | (ptz, zta, Pta) (3m,0,0)
cation for cylindri-
cal
Degradation kq 0,20s 1
reaction constant in
cylinder
Radius of the Cylin- | Rys 1.5 pm
drical receiver vol-
ume
— DR E[n;] Jo(lomPex)Jo(romp)
where, 7 = W0, No X
e(—Ddz—kd —jdv—yom?) (t—to)
These yields,

Py ! N2
Con = 2W (1 +logy 3= | ~ Wlog("‘)m )

— X A — (0]
)»kz D 2 g

Qi+ 1)

Jo (A Jo (A
i 210g2 ( o ( Omgjt;r])vo() (Aomp) e_(Dd2+kd+V0m2)f0>
m

5)
—2Wn —2Win D 2Win (T (1))
—2Wd-mym. (25)

Now, the capacity of authentic receiver is:

Py 1 2\2
Cp =2W |1+ log, SWKT — V—vlog(y()m )

— Z . [ — + log2
—~\n2D/ Qi+1).i\27

+ 210g2 <]0 (Aom o) Jo (Aomp) e(DdB2+kd+V0m2)f0>

27 Nom
2w 2W1 Rec”
- - n
nB D
—2WIn (T (ng)) — 2W (1 — ng) ¥ (1) - (26)
DRip _ Py Jo(ompu)JoCom
where, 1np = 5 yomBz WZI?bT 020 p]tvgmo( mp)

e~ (Dd32+kd+y0m2)to
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FIGURE 2. The response of Eve’s distance over secrecy capacity for different values of BW and transmit power equal to 1012 W

under (a) BCD and (b) BSD.
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FIGURE 3. The response of Eve’s distance over secrecy capacity for different values of transmit power and BW equal to 10 Hz under

(a) BCD and (b) BSD.

Similarly, Cg can also be obtained. Finally, the secrecy
capacity of the BCD is:

Cileyt = 2log, (™)) +-2W (g — np)

Ry r
+oWin [ =2E +2W1n<ﬂ>

pr2 I (ng)

+2W A —ne) ¥ e)—1 —np) ¥ (p)]. (27)

It is noteworthy to mention that Eq. (27) represent the
secrecy capacity of DMC system under biological cylindrical
environment. Also, Eq. (27) is novel and never represented in
the available literatures.

V. NUMERICAL RESULTS

In this section, the proposed secrecy capacity under different
biological structures, namely biological cylindrical and bio-
logical spherical structures have been presented numerically.

VOLUME 10, 2022

SC has been analyzed against Eve’s distance and Eve’s radius
for different values of the power and/or bandwidth. Different
parameters used in the analysis along with respective values
have been listed in Table 1.

Fig. 2(a) and Fig. 2(b), represents SC for BCD and BSD,
respectively, as a function of Eve’s distance for different val-
ues of the transmitted bandwidth (BW). The distance of the
authentic receiver is equal to 10 um and 150 pm for BCD and
BSD respectively. Though, the values of both Eve’s and Bob’s
radius is 10 nm. Irrespective of biological structures, as the
value of Eve’s distance increases the value of SC increases.
Also, as the value of BW is increased for given value of
Eve’s distance, SC again increases irrespective of biological
structures. Though, the nature of the curve ensemble with
each other but the magnitude of the SC is more in case of
BCD than in case of BSD. This is justified, as apart from
different parameters in two deployments, the distance of the
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FIGURE 4. The response of Eve’s distance over secrecy capacity for different values of transmit power and BW under (a) BCD and (b) BSD.
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FIGURE 5. The response of Eve's radius over secrecy capacity for different values of BW and transmit power equal to 1012 W under

(a) BCD and (b) BSD.

authentic receiver in case of BCD is much lesser than that
in case of BSD. In particular, SC is more than 3500 bit/Sec
and around 550 bit/Sec for BCD and BSD respectively for
BW equal to 10 Hz and Eve’s distance equal to 10 x 10™% m.
Also, as the BW is increased from 10 Hz to 40 Hz the SC
is more than 6000 bit/Sec and around 1300 bit/Sec for BCD
and BSD respectively for same values of eve distance. So, it
can be concluded that for given set of respective physical
parameters, the SC of BCD is always much more than that
of the BSD.

Fig. 3(a) and Fig. 3(b) represents SC of BCD and BSD
respectively, as a function of Eve’s distance for different
values of the transmitted power for BW of 10 Hz. Again,
distance of the authentic receiver is equal to 10 um and
150 um for BCD and BSD respectively, whereas Eve’/ Bob’s
radius is 10 nm in either case. Once again, it is observed that
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as the value of transmitted power increases the value of SC
increases. It is observed that for given set of respective param-
eters and distance of authentic receivers in two deployments,
SC of BCD is always much more than that of the BSD.

Fig. 4(a) and Fig. 4(b) represents the SC as a function of
Eve’s distance for BCD and BSD, respectively for different
values of both the BW and transmit power. In both the cases,
Eve’s/Bob’s radius is taken as 10 nm. However, distance of
the authentic receiver is equal to 10 um and 150 um for
BCD and BSD structure respectively. Fig. 4a and Fig. 4b
represent combined effect of the parameters shown Fig. 2 and
Fig. 3 respectively. However, the observations made with
Fig. 4(a) and Fig. 4(b) are same as drawn from Fig. 2 and
Fig. 3, respectively.

Fig. 5(a) and Fig. 5(b) represents SC for BCD and BSD
respectively, as a function of Eve’s radius for different values
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FIGURE 6. The response of Eve’s radius over secrecy capacity for different values of transmit power and BW equal to 10 Hz under

(a) BCD and (b) BSD.
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FIGURE 7. The response of Eve’s radius over secrecy capacity for different values of transmit power and BW under (a) BCD and (b) BSD.

of the transmitted BW for radius of Bob’s equal to 10nm.
The distance of the authentic receiver is equal to 10 um
and 150 um for BCD and BSD respectively. Although the
distance of Eve is 15 um and 1500 um for BCD and BSD
respectively. Irrespective of biological structures, as the value
of Eve’s radius increases the value of SC increases. Also,
as the value of BW is increased from 10 Hz to 40 Hz for
given value of Eve’s radius, SC again increases irrespective
of biological structures. Most important observation drawn
from Fig. 5(a) and Fig. 5(b) is that for same values of the
distance of the authentic receiver (10 um and 150 um for
BCD and BSD respectively, which was taken for Fig. 2(a)
and Fig. 2(b) to Fig. 4(a) and Fig. 4(b)) if