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ABSTRACT The radar jamming technology has been studied in this paper mainly, which uses the antenna
synthetic wave to generate phase distortion at the signal reception to carry out anglemeasuring jamming, such
as traditional cross-eye jamming. However, cross-eye jamming has strict parameter tolerance. To improve the
tolerance range of the phase parameters, a multiple antennas synthetic false target electromagnetic jamming
technique is proposed in this paper, which has a wider phase parameter tolerance and jamming range. The
jamming method can be regarded as an improved cross eye jamming method. We can conclude that this
method can generate a ‘‘false target’’ in space and far away from the carrier which has jamming system,
which mislead the radar to point to ‘‘false target’’ rather than to real targets. A jamming system with three
jamming antennas was considered as the research object. The position of ‘‘false target’’ can be controlled
casually by adjusting the feed amplitude and phase of the three antennas simultaneously. The jamming
mathematical model of synthetic false target with three antenna emitters is constructed under the sum and
difference channel transceiver mechanism of radar in this paper. The error angle and synthetic gain of the
three jamming antennas were derived. The phase parameter tolerance of the proposed method was obtained-
and compared with cross-eye jamming. A rigorous mathematical derivation is proposed in this paper, and
the superiority of the multiple antennas synthetic false target jamming method is verified.

INDEX TERMS Antenna, jamming, radar, tolerance analysis.

I. INTRODUCTION
The angle-measurement deception jamming method was
investigated, and we found that cross-eye jamming is an
angle-measurement jamming method based on the principle
of angular scintillation [1], [2]; Which uses two antennas fed
with the same amplitude but a phase difference of 180◦ The
principle of cross-eye jamming is that two signals produce
wavefront phase distortion at the receiving terminal, which
offsets the normal direction of the radar angle measurement.
At this time, the radar still searches according to the normal
direction of the wavefront, and then deviates from the true tar-
get direction, resulting angle measurement error [3], [4]. The
mechanism of cross-eye jamming determines that the suc-
cessful implementation of interference has strict tolerance of
antenna feed phase parameters. In practice, perfect feed infor-
mation is too harsh for hardware. The antenna platform of
the cross-eye is sensitive to the rotation angle. Subsequently,
improved cross-eye jamming such as reverse cross-eye and
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multi-source reverse cross-eye have been developed, and
disadvantages such as harsh parameter tolerance and low
degrees of freedom have been improved [5]–[9]. In 2010,
W. Du Plessis [12] conducted a rigorous theoretical analysis
and mathematical model derivation of the two-point source
reverse cross-eye jamming model. A general conclusion of
the two-source reverse cross-eye jamming is formed. The
introduction of the reverse antenna structure eliminates the
phase difference between the two interference signals caused
by the path difference, and reduces the hardware requirements
compared to the traditional cross-eye. However, cross-eye
jamming from two point sources still faces the problem of
low degrees of freedom. From 2011 to 2012, Du Plessis
[5], [10], [11] continued the parameter tolerance and platform
echo analyses of the previously proposed reverse cross-eye.
The results show that the larger the angle factor of the cross-
eye jamming, the more severe the tolerance of the amplitude
and phase parameters. Therefore, it is necessary to improve
the parameter tolerance of the two-point source reverse cross-
eye. From 2016 to 2019, Du Plessis [9], [13], and [14]
proposed a multi-loop reverse cross eye interference model.
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Adding a reverse cross-eye loop and controlling each loop to
have the same phase center proves that the multi-jamming
loop cross-eye with a high degree of freedom is helpful
in improving the interference angle of traditional cross-eye
jamming. An increase in the number of interference loops
is helpful for improving the parameter tolerance of cross-
eye interference for the same angle factor. However, it also
points out that the improvement of the interference effect
is at the cost of increasing the system complexity, and the
difference between interference loops will worsen the inter-
ference effect of the multi-source reverse cross-eye. In the
worst case, the interference system makes the carrier beacon
machine. In 2019, Du Plessis [15] proposed two methods for
static and dynamic compensation of loop differences between
different loops in a multi-loop reverse cross-eye. In 2020,
Du Plessis [16] proposed a cross-eye jammer based on a
phase-conjugating (PC) retrodirective array. Such PC cross-
eye jammers eliminate the delay inherent in traditional Van
Atta (VA) cross-eye jammers and induce errors in radars that
use the same antenna beam for transmission and reception,
whereas VA cross-eye jammers do not. Validated simulations
were performed to confirm the effectiveness and retrodi-
rective properties of the PC cross-eye jammers. In 2020,
Liu et al. [17] proposed a novel four-point source reverse
cross eye interference technique based on direction of
arrival (DOA). The antenna layout of the interference loop
was optimized using DOA information, and the influence
of the amplitude and phase parameters on the cross-eye
jamming effect was analyzed. The results show that this
method is superior to traditional and orthogonal four-point
source reverse cross eye interference technology in terms
of the interference effect and parameter tolerance. In 2020,
Kim et al. [18] proposed a phased-array reverse cross-eye
interference structure composed of a multi-channel phased-
array antenna based on two-source reverse cross-eye jam-
ming. The multichannel characteristics of phased arrays
increase the freedom of the system channel matching. The
implementation and testing of a retrodirective cross-eye jam-
mer against a phase-comparison radar was described in
2021 by Pieterse and Du Plessis [19]. Both the radar and jam-
mer were implemented using software-defined ratios (SDRs)
and power dividers. Calibration of the cross-eye jammer
based on minimization of the sum channel radar return is
described. The presented results show that the system is a true
retrodirective cross-eye jammer and that cross-eye jamming
can indeed induce large angular errors in radar, with condi-
tions corresponding to a break-lock condition being achieved.
This represents the latest progress in the study of cross-eye
interference. However, the focus of these studies is to repair
some defects of the cross-eye using methods or to verify
the effectiveness of cross-eye interference by other means.
However, the tolerance of strict phase parameters has not been
solved well by current cross-eye studies.

To ameliorate the strict phase parameter tolerance perfor-
mance of existing interference technology when a jamming
system is applied. A false target electromagnetic interference

method based on multiple antennas synthetic is proposed
in this paper. Three antennas were used as the basic model
for the theoretical research. A false target can be generated
in space when three radiation elements in the array anten-
nas radiate the same frequency signals simultaneously. The
position of the composite center angle can be changed when
the feed amplitude and phase of each emitter are adjusted
to simulate the real target echo information. False target
electromagnetic interference was successfully realized on
the two-dimensional plane instead of the one-dimensional
interference of the cross-eye.Multiple-antenna synthetic jam-
ming can effectively improve the performance of harsh phase
parameter tolerance. Further research will be conducted in
this paper. Multiple antenna synthetic false target technology
has been proposed, which combines the sum and difference
channel transceiver principle of radar. The echo signal and
jamming signal received by radar antenna beams are ana-
lyzed, a scientific mathematical model of the jamming error
angle for multiple antennas jamming is established; The tol-
erance range of multi antenna interference phase parameters
is analyzed. It is proven that the false target position has
been controlled effectively by adjustingmultiple antenna feed
parameters, and the superiority of the proposed method in
terms of phase parameter tolerance to cross-eye jamming has
been proven.

II. BASIC THEORY OF RADAR AMPLITUDE AND PHASE
COMPARISON ANGLE MEASUREMENT
A. THE FIRST ANGLE MEASUREMENT METHOD,
AMPLITUDE- COMPARISON
The basic theory of the two different angle measurement
methods of radar was introduced before introducing the
jamming method we proposed in detail. Radar angle mea-
surement methods can be divided into amplitude and phase-
comparison angle measurement methods [12], [20]–[22].

In the amplitude-comparison angular method, two (or mul-
tiple) partially overlapping beams receive the echo signal
simultaneously and then process the sum and difference chan-
nels according to the returns received by the two beams. The
two echo signals have different amplitudes and equal phases.
The sum channel signal is obtained by adding process, and the
difference channel signal is obtained by subtracting process.
Therefore, the sum channel signal amplitude is the sum of
the two echo signal amplitudes, which has nothing to do with
the angle at which the target deviates from the radar Los. The
amplitude of the difference channel signal is the difference
between the amplitudes of the two echo signals; the size of
the value represents the angle of the target from the radar Los,
and the positive and negative symbols represent the direction
of the target from the radar Los. Angular information can be
obtained by normalizing the two-channel signals.

The specific basic theoretical part will be described below.
Basic information is shown in Fig.1(a). The two radar beam

pattern functions are obtained as follows. F(θ ) is a radar-
antenna pattern [22].
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FIGURE 1. Schematic diagram of amplitude comparison radar (a);
Jamming scene of cross eye system to phase comparison radar (b).

Then

F1(θ ) = F(θ0 + θ )

F2(θ ) = F(θ0 − θ ) (1)

Two radar beams will receive the signals like that

µ1(θ ) = KF(θ0 + θ )

µ2(θ ) = KF(θ0 − θ ) (2)

where K is the echo amplitude coefficient, and the sum
and difference channel signals of the two beams can be
obtained as:

µ6(θ ) = µ1(θ )+ µ2(θ ) = K (F(θ0 + θ )+ F(θ0 − θ ))

µ1(θ ) = µ1(θ )− µ2(θ ) = K (F(θ0 + θ )− F(θ0 − θ )) (3)

The results of the next step can be obtained by Taylor
expansion.

F(θ0 + θ ) = F(θ0)+ F(θ0)′θ + o(θ2)

F(θ0 − θ ) = F(θ0)− F(θ0)′θ + o(θ2) (4)

Ignoring minimum value and normalizing the sum and
difference channel signals. And the target angle measure-
ment information can be obtained by amplitude comparison
method. The results can be obtained by combined (3) and (4).

µ1(θ )
µ6(θ )

=
F(θ0)′

F(θ0)
θ = µθ (5)

θ =
1
µ

µ1(θ )
µ6(θ )

(6)

where µ is the normalized slope of the radar antenna pattern
on θ0 and θ is the angle offset from the radar LOS.

B. THE SECOND ANGLE MEASUREMENT METHOD,
PHASE- COMPARISON
Here, is the second angle measurement method. The phase
comparison angle measurement radar sum channel and differ-
ence channel were used to receive the echoes. The difference
channel was normalized to the sum channel echoes to obtain
the error angle signal [12], [21].

An example is the cross-eye system jam phase comparison
angle-measuring radar shown in Fig.1 (b). The black dot
represents the receiving radar and the grey dot represents the
jammer. Two antennas exist in a jamming system. One is the
top antenna and the other is the bottom antenna. The angular
information is shown in Fig.1(b). According to [12], the gain
of the sum and difference channel of the phase comparison
radar in the direction of the top and bottom jamming antennas
can be written as follows:

S1,2 = cos
[
β
dr
2
sin (θr ± θe)

]
Pr (θr ± θe)

D1,2 = j sin
[
β
dr
2
sin (θr ± θe)

]
Pr (θr ± θe) (7)

where Si and Di(i = 1, 2) represent the sum and difference
in channel gains in the direction of the nth jamming antenna,
respectively (1 represents the top antenna and 2 represents
the bottom antenna). Then the sum channel signal SJ and
difference channel signal DJ signal received by the radar are
obtained, as in reference [12].

MJ = =

(
DJ
SJ

)
→ θ (8)

where = denotes the imaginary part. The sum channel and
difference channel received signal by the radar will be used
calculate the angle information. The angle signals θ will
be obtained by deducing MJ (In order to make the article
more concise, arrow symbols are used instead of deriva-
tion process). More accurate and detailed process has been
proposed in [12].

The following section presents the theoretical modeling
and mathematical derivation of the multi antenna synthetic
false target interference proposed in this paper.

III. MULTIPLE ANTENNA SYNTHETIC FALSE TARGET
MATHEMATICAL MODEL
A. THE FIRST ERROR ANGLE DERIVATION
METHOD, AMPLITUDE
A mathematical model was established using two differ-
ent methods of angle measurement. The jamming scene for
the first method is shown in Fig.2(a). where a1, a2, a3 is
the jamming antenna. T represents the center position of the
jamming platform plane. The radar- receiving beams were
F1, F2, F3, and F4. The beams are symmetrically distributed
about the radar LOS axis and partially overlap. The signals
received by the four radar beams are denoted as E1, E2, E3,
and E4. A more detailed image of the jamming radar scene
is shown in Fig.2(b). It is worth mentioning that the three
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FIGURE 2. Illustration of four radar beams and three jamming antennas
(a) Jamming scene of three antennas to the radar (b). Relationship
between the jamming antenna and F1and F2 azimuths of the radar
beam (c).

jamming antennas are at different baselines. For example,
antenna a3 is not on the same baseline as antenna a1, a2.

The coordinates of a1, a2, a3 are (ϕ1, θ1) , (ϕ2, θ2) ,

(ϕ3, θ3), which has only two elements in this jamming scene.
It is defined as ϕi = di/r ; θi = di/r , whose dimension is
rad. The variable di(i = 1, 2, 3) is the distance between the
jamming antenna ai(i = 1, 2, 3) and T, which is marked in
Fig.2(b). r represents the jamming distance. Taking azimuth
as an example, a more detailed explanation of the angular
relationship is proposed in Fig.2(c). The angle between the
direction of the main lobe of the radar beam and radar LOS is
(ϕ0, θ0). The plane angle of the jamming antenna is

(
ϕj, θj

)
.

All the information on the relationship between the angles can
be provided as follows:

The relationship of Azimuth angle between radar beam F1
and jamming a1, a2, a3 can be obtained.

ϕF1−a1 = ϕ0 − ϕ − ϕ1

ϕF1−a2 = ϕ0 − ϕ + ϕ2

ϕF1−a3 = ϕ0 − ϕ − ϕ3

(9)

Similarly, the relationship of the azimuth angle between
radar beam F2 and jamming a1, a2, a3 can be obtained.

ϕF2−a1 = ϕ0 + ϕ + ϕ1

ϕF2−a2 = ϕ0 + ϕ − ϕ2

ϕF2−a3 = ϕ0 + ϕ + ϕ3

(10)

Equation (9) and (10) can be obtained by observing thee
geometric relationship in Fig.2(c), which can be used to write
the following formula.

Similarly, all angular relations in Fig.2(b) can be obtained
after expansion. The relationship between the radar beam and
jamming antenna angle is analyzed as follows.When the jam-
ming system faces the receiving radar, the jamming system
conducts angle measurement jamming on the receiving radar,
in which the four beams of one pulse of the receiving radar
receive a signal. This signal contains the jamming informa-
tion applied by the jamming system, and the four signals are
E1, E2, E3, and E4, respectively. Each radar beam receives
its own signal from three jamming antennas; therefore, the
signal obtained by the radar beam can be written as three
items. The received signals E1, E2, E3, and E4 of the four
radar beams can be expressed as (to ensure the formula has a
clearer meaning, we use more specific indexes (15) to replace
the conclusions of (9) and (10)).

E1 = e1Fr
(
ϕp1 − ϕ1, θp1 + θ1

)
+ e2Fr

(
ϕp1+ϕ2, θp1+θ2

)
+ e3Fr

(
ϕp1 − ϕ3, θp1 − θ3

)
(11)

E2 = e1Fr
(
ϕp2+ϕ1, θp1 + θ1

)
+e2Fr

(
ϕp2 − ϕ2, θp1 + θ2

)
+ e3Fr

(
ϕp2 + ϕ3, θp1 − θ3

)
(12)

E3 = e1Fr
(
ϕp1−ϕ1, θp2−θ1

)
+e2Fr

(
ϕp1+ϕ2, θp2 − θ2

)
+ e3Fr

(
ϕp1 − ϕ3, θp2 + θ3

)
(13)

E4 = e1Fr
(
ϕp2+ϕ1, θp2−θ1

)
+e2Fr

(
ϕp2−ϕ2, θp2−θ2

)
+ e3Fr

(
ϕp2 + ϕ3, θp2 + θ3

)
(14)

where
e1 = A1Fr (ϕ, θ)Fj

(
ϕj − ϕ1, θj + θ1

)
ejωt

e2 = A2Fr (ϕ, θ)Fj
(
ϕj + ϕ2, θj + θ2

)
ej(ωt+δ12)

e3 = A3Fr (ϕ, θ)Fj
(
ϕj − ϕ3, θj − θ3

)
ej(ωt+δ13)

ϕp1 = ϕ0 − ϕ, θp1 = θ0 − θ, θp2 = θ0 + θ,

ϕp2 = ϕ0 + ϕ, (15)

ei are indexes that have no special meaning, where
Ai, i = (1, 2, 3) is the feed amplitude of the jamming
antennas, Fr (ϕ, θ) is the radar antenna beam function,
Fr (ϕ0 − ϕ1 + ϕ, θ0 + θ1 − θ) is the radar antenna receive
beam function, ejwz, ej(wz+δ12), ej(wz+δ13) is the time harmonic
function of jamming antennas at radar receiver, and Fj(ϕ, θ)
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is the jamming antenna beam function. The formula above
explains the digital expression of the signal received by
the four beams of the radar receiver. The jamming antenna
starts jamming only when the detection radar continuously
transmits the detection signal and is approaching or already
approaching jamming platform, ϕ and θ is very small when
interference is applied. Because the jamming distance is far
greater than the distance between the jamming antenna and
center T, then ϕ1, θ1, ϕ2, θ2, ϕ3, θ3 and ϕ′1, ϕ

′

2, ϕ
′

3, θ
′

1, θ
′

2, θ
′

3
can be ignored. We expand and simplify the derivation
of (11), (12), (13), and (14) according to the binary Taylor
expansion formula (16). The results were as follows.

Fr
(
ϕ0 ± ϕ

′
n, θ0 ± θ

′
m
)

= Fr (ϕ0, θ0)± ϕ′nFrϕ (ϕ0, θ0)

± θ ′mFrθ (ϕ0, θ0)+ o
(
ϕ20 , θ

2
0

)
(16)

In the all of the formulas, Frϕ , Frθ are the first derivative of
Fr that based on ϕ and θ ; δ12 and δ13 are the phase difference
of jamming antennas a2 and a3 relative to a1. Combining the
above prerequisites and ignoring the minimum, E1, E2, E3,
and E4 can be further obtained as

E1 = e1
[
Fr − ϕ′1Frϕ + θ

′

1Frθ
]
+ e2

[
Fr + ϕ′2Frϕ + θ

′

2Frθ
]

+ e3
[
Fr − ϕ′3Frϕ − θ

′

3Frθ
]

(17)
E2 = e1

[
Fr + ϕ′1Frϕ + θ

′

1Frθ
]
+ e2

[
Fr − ϕ′2Frϕ + θ

′

2Frθ
]

+ e3
[
Fr + ϕ′3Frϕ − θ

′

3Frθ
]

(18)
E3 = e1

[
Fr − ϕ′1Frϕ − θ

′

1Frθ
]
+ e2

[
Fr + ϕ′2Frϕ − θ

′

2Frθ
]

+ e3
[
Fr − ϕ′3Frϕ + θ

′

3Frθ
]

(19)
E4 = e1

[
Fr + ϕ′1Frϕ − θ

′

1Frθ
]
+ e2

[
Fr − ϕ′2Frϕ − θ

′

2Frθ
]

+ e3
[
Fr + ϕ′3Frϕ + θ

′

3Frθ
]

(20)

where{
ϕ′1 = ϕ1 + ϕ, ϕ′2 = ϕ2 − ϕ, ϕ

′

3 = ϕ3 + ϕ

θ ′1 = θ1 − θ, θ ′2 = θ2 − θ, θ
′

3 = θ3 + θ
(21)

Fr ,Frϕ andFrθ areFr (ϕ0, θ0) ,Frϕ (ϕ0, θ0) andFrθ (ϕ0, θ0).
According to the angle measurement principle of radar.

Sum channel signal S and the difference channel signal Dϕ
are represented as

S = E1 + E2 + E3 + E4 = 4Fr (e1 + e2 + e3) (22)

Dϕ = E2 + E4 − E1 − E3 = 4Frϕ
(
ϕ′1e1 − ϕ

′

2e2 + ϕ
′

3e3
)

(23)

The channel signal ratio is

Mϕ = <

(
Dϕ
S

)
= krϕϕ + krϕ<

[
ϕ1−αϕ2ejδ12 + βϕ3ejδ13

1+ αejδ12 + βejδ13

]
(24)

where 
A′1 = A1Fj

(
ϕj − ϕ1, θj + θ1

)
A′2 = A2Fj

(
ϕj + ϕ2, θj + θ2

)
A′3 = A3Fj

(
ϕj − ϕ3, θj − θ3

) (25)

where R stands for the real part.

krϕ = Frϕ (ϕ0, θ0) /Fr (ϕ0, θ0) ;α = A′2/A
′

1 and β =
A′3/A

′

1 are the jamming signal amplitude ratio of jamming
antennas a2 and a3 to a1. The formula of angle measurement
is obtained as

ϕi =
Mϕ

krϕ
= ϕ +<

(
ϕ1 − αϕ2ejδ12 + βϕ3ejδ13

1+ αejδ12 + βejδ13

)
(26)

The first term in the above formula is the true target angle
information. The second item is the angle measurement error
introduced by jamming. It is obviously that the radar will
obtain a wrong angle information, we can name this wrong
angle ‘‘false target,’’ it isn’t means jamming result can gener-
ate an actual target but angle error to radar receiver. Equa-
tion (26) perfectly explains the generation of false targets.
The second term can be controlled by adjusting the feed
of jamming antenna then we can get the ‘‘false target’’ in
anywhere position on a two-dimension plane. The conclu-
sion is that the jamming method we proposed has a wider
jamming range in space, which was obtained by comparing
the proposed method other single-baseline jamming methods
such as cross-eye jamming.

Using the second term of (26), the azimuth gain of the
jamming antenna can be defined as:

Gϕ = <
(
ϕ1 − αϕ2ejδ12 + βϕ3ejδ13

1+ αejδ12 + βejδ13

)
(27)

Similarly, the pitch angle gain of the jamming antenna can
be obtained as follows:

Gθ = <
(
θ1 + αθ2ejδ12 − βθ3ejδ13

1+ αejδ12 + βejδ13

)
(28)

B. THE SECOND ERROR ANGLE DERIVATION
METHOD, PHASE
The second method was the radar phase comparison method,
as shown in Fig.3.

FIGURE 3. Schematic diagram of azimuth relationship between radar and
three jamming antennas.

The most accurate angular relationship is shown in Fig.3.
It is noted that the position of three antennas in second way
is same as the first way, Fig.3 just shows that the angle
relationship between radar and three jamming antennas. The
second way was derived by using phase element, and the time
harmonic function factor was replaced by phase factor phi.
The specific derivation process will be described below.

The gain of radar sum channel in target T direction is
expressed as [12]

S0 = cos
[
k
da
2

sin (ϕ)
]
Fr (ϕ) (29)
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The coordinate of a1, a2, a3 are (ϕ1, θ1) , (ϕ2, θ2) ,
(ϕ3, θ3). where k is the free-space phase constant, ϕ is the
offset angle of target T from radar Los, ϕj is the jamming
platform deflection angle, da is the spacing between the two
antennas of radar, and Fr (ϕ, θ) is the Radar antenna beam
function. The gains of the sum and difference channels in the
three jamming antennas can be obtained as follows:

ϕa1 = ϕ + ϕ

ϕa2 = ϕ − ϕ2

ϕa3 = ϕ + ϕ3

(30)

Si = cos
[
k
da
2

sin (ϕai)
]
Fr (ϕai)

Di = j sin
[
k
da
2

sin (ϕai)
]
Fr (ϕai) (31)

where Si and Di (i = 1, 2, 3) are represent the sum and
difference channel gains in the direction of the nth jamming
antenna, respectively.

Sum channel signal S and the difference channel D signal
are represented as

S = S0
3∑
i=1

AiSiFj (ϕai) ej(ωt+δ1i) (32)

D = S0
3∑
i=1

AiDiFj (ϕai) ej(ωt+δ1i) (33)

δ1i, (i = 1, 2, 3) is the phase difference of jamming antennas
ai relative to a1. The channel signal ratio can be expressed as
(34), shown at the bottom of the page, where I denotes the
imaginary part. We convert the imaginary part of the formula
to the real part in this step. This is conducive to suture work.
And there are

si = cos
[
k
da
2

sin (ϕai)
]
, di = sin

[
k
da
2

sin (ϕai)
]

(35)

where A′i = AiFj (ϕai) , i = 1, 2, 3, α = A′2/A
′

1, and β =
A′3/A

′

1 are the jamming signal amplitude ratios of the jam-
ming antennas a2 and a3 to a1; ϕ1, ϕ2, and ϕ3 are very

small when jamming is performed. Because the radar and
jamming antenna are almost aligned, and the spacing of
the jamming antenna is too small relative to the jamming
distance, ϕ1, ϕ2, and ϕ3 can be ignored. The radar antenna
beam function is approximated as follows:

Fr (ϕ ± ϕi) ≈ Fr (ϕ) (36)

where (34) can be obtained as follow

M̃ ′ϕ = <
(
d1 + αd2ejδ12 + βd3ejδ13

s1 + αs2ejδ12 + βs3ejδ13

)
(37)

To explain the derivation process more clearly, a detailed
formula of the conversion process is given as (38), shown at
the bottom of the page, where

mi = k
da
2

sinϕ cosϕi, ni = k
da
2

cosϕ sinϕi, i = 1, 2, 3

(39)

For the same reason, ϕ1, ϕ2, ϕ3 is very small and can be
ignored when jamming is applied. So

lim
ϕn→0

cos (ϕn) = 1, lim
ϕn→0

sin (ϕn) = ϕn (40)

Then (39) can be simplified like this.

mi = k
da
2

sinϕ, ni = k
da
2
ϕi cosϕ, i = 1, 2, 3 (41)

Setting mi = m, we will further derive formula (38) and
replace the complex part with index (43). Result can be
obtained as follow:

M̃ ′ϕ = <
[
V sinm+W cosm
V cosm−W sinm

]
= <

[
K
(
tanm+

W
V

)]
= tanm · < (K )+<

(
K ·

W
V

)
(42)

where V ,W are indexes and can be written as

V = cos n1 + αeδ12 cos n2 + βeδ13 cos n3
W = sin n1 − αeδ12 sin n2 + βeδ13 sin n3 (43)

M̃ ′ϕ = =
(
D
S

)
= =


3∑
i=1

AiSiFj (ϕai) ej(ωt+δ1i)

3∑
i=1

AiDiFj (ϕai) ej(ωt+δ1i)


= =

[
A′1D1ejωt + A′2D2ej(ωt+δ12) + A′3D3ej(ωt+δ13)

A′1S1e
jωt + A′2S2e

j(ωt+δ12) + A′3S3e
j(ωt+δ13)

]

= <

[
d1Fr (ϕ + ϕ1)+ αd2Fr (ϕ − ϕ2) ejδ12 + βd3Fr (ϕ + ϕ3) ejδ13

s1Fr (ϕ + ϕ1)+ αs2Fr (ϕ − ϕ2) ejδ12 + βs3Fr (ϕ + ϕ3) ejδ13

]
(34)

M̃ ′ϕ = <
[
sin (m1 + n1)+ α sin (m2 − n2) ejδ12 + β sin (m3 + n3) ejδ13

cos (m1 + n1)+ α cos (m2 − n2) ejδ12 + β cos (m3 + n3) ejδ13

]
(38)

VOLUME 10, 2022 16183



Y. Ning, M. Yu: Performance Analysis of Multiple Antennas Synthetic False Target Jamming

Index K was used in the simplification of (42). There are

K =
V · cosm

V · cosm−W · sinm
(44)

Radar and jamming antennas will be almost aligned when
the jamming antennas begin to implement jamming, which
makes ϕ become small and K ≈ 1, ϕ can be ignored in the
process of derivation. We continue to deduce formula (42)
in conjunction with index (43). The following results were
obtained.

M̃ ′ϕ = tanm+<
(
W
V

)
= tanm+<

(
sin n1 − αeδ12 sin n2 + βeδ13 sin n3
cos n1 + αeδ12 cos n2 + βeδ13 cos n3

)
(45)

It is obvious that formula (45) includes the feed parameter
of jamming antennas, which means the received signals M̃ ′ϕ
including the jamming information.

When jamming does not exist, the result can be obtained by
deriving (29) in the same way from (30) to (34). According to
the received echo, the channel signal ratio without jamming
generated by the radar can be expressed as

M ′ϕ = =
(
S0D0

S0S0

)

= =

 j sin
[
k da2 sin (ϕ)

]
Fr (ϕ)

cos
[
k da2 sin (ϕ)

]
Fr (ϕ)

 = tan
[
k
da
2

sin (ϕ)
]

(46)

The jamming antenna starts jamming only when the detec-
tion radar continuously transmits the detection signal and is
approaching or already approaching jamming platform, ϕ and
θ is very small when interference is applied. Because the
jamming distance is far greater than the distance between the
jamming antenna and center T, m1, n1,m2, n2,m3, n3 is very
small. Refer to ‘‘(40),’’ we can facilitate the formula (45) and
(46) like this.

M ′ϕ = tan
[
k
da
2

sin (ϕ)
]
≈ k

da
2

sin (ϕ) (47)

M̃ ′ϕ = tanm+<
(

sin n1 − αeδ12 sin n2 + βeδ13 sin n3
cos n1 + αeδ12 cos n2 + βeδ13 cos n3

)
= tanm+<

(
n1 − αn2ejδ12 + βn3ejδ13

1+ αejδ12 + βejδ13

)
= k

da
2

sin (ϕ)+<
(
ϕ1 − αϕ2ejδ12 + βϕ3ejδ13

1+ αejδ12 + βejδ13

)
(48)

The expression error angle gain can be obtained by com-
bining equations (47) and (48), one of which includes the
jamming angle information, and the other is the angle infor-
mation without jamming. The second complex expression
term in (48) is introduced by the jamming antennas.

Then the error angle gain formula can be obtained as follow

Gϕ = <
(
ϕ1 − αϕ2ejδ12 + βϕ3ejδ13

1+ αejδ12 + βejδ13

)
(49)

Similarly, the pitch angle gain of the jamming antenna
can be obtained. The error angle gain formula expresses the
error term of the angle measurement. Finally, the error angle
formulas for two measurement methods were compared. It is
found that the result of angle measurement error gain of two
methods is the same, refer to ‘‘(27) and (49).’’ The mathe-
matical model verifies the feasibility of the multiple-antenna
synthetic jamming method.

IV. PHASE PARAMETER TOLERANCE ANALYSIS
A. CROSS-EYE JAMMING
W. P. du Plessis analyzed the phase comparison radar sum and
difference echo signals. A rigorous mathematical model for
inverse cross-eye interference is derived. The cross-eye gain
is defined as follows [12].

GC =
1− α2

1+ α2 + 2α cos δ
(50)

This is shown in the Fig.4(a). When the phase difference
between the two antennas is 180◦ the amplitude ratio between
the two jamming antennas is 0dB. The absolute value of the
cross-eye gain reaches infinity (to ensure the visibility of the
image, only finite value of the cross-eye gain is given). This
is the reason why cross-eye jamming requires two jamming
antennas to have equal amplitude and a 180◦ phase difference.

FIGURE 4. Relationship between cross-eye gain and amplitude ratio and
phase difference of jamming antenna (a). Cross-eye gain tolerance
contour map (b). Phase diagram tolerance of cross-eye gain when
amplitude ratio is 0dB, 0.2dB and 0.5dB respectively (c).

This can be concluded from Figs.4(b) and (c). The cross-
eye gain decreases sharply when the parameter (α, δ) deviates
from the extreme point (0dB, 180◦). This shows that the
cross-eye gain is very strict for the feed-parameter tolerance
of the jamming antenna. As shown in the figure above, a con-
tour map of the absolute value of the cross-eye gain within
a certain parameter tolerance is provided. This part of the
diagram was used for the subsequent comparisons.
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TABLE 1. The feeding parameters of jamming antenna and the maximum
value of the synthrtic gain of three antennas.

B. MULTIPLE ANTENNAS SYNTHETIC FALSE
TARGET JAMMING
The formula and mechanism of synthetic false target interfer-
ence from multiple antennas have been studied extensively in
this chapter. We can conclude that the larger the combined
gain of three antennas, the larger is the angle measurement
error. Therefore, it is necessary to solve the feed parameter
results of the jamming antennas to maximize the combined
gain of the three antennas.

To investigate what kind of parameters that affect the value
of Gϕ , it is necessary to expand its expression of Gϕ .The
derived jamming gain expressions (27) and (28) can be
expanded as follows (only the expression of Gϕ has been
proposed to make the article more concise, because Gθ and
Gϕ are similar)

Gϕ = [ϕ1 − α2ϕ2 + β2ϕ3 + α (ϕ1 − ϕ2) cos δ12
+β (ϕ1 + ϕ3) cos δ13 + αβ (ϕ3 − ϕ2) cos (δ12 − δ13)]

÷ [1+ α2 + β2 + 2α cos δ12 + 2β cos δ13
+ 2αβ cos (δ12 − δ13)] (51)

Equation (51) shows that the amplitude ratio, phase dif-
ference, and coordinates of the three jamming antennas can
significantly influence the gain value. All factors affecting
the jamming gain will be investigated. First, we defined
the coordinates of the three antennas as follows: a1, a2, a3
(−15m, 0m, 0m), (15m, 0m, 0m) and (0m, 13m, 0m). The
given coordinates are not a special situation in this example;
they can be given casually whether it is an equilateral triangle
or an isosceles triangle. Letting the r equal 1000(units of
meters), the result can be obtained as

ϕ1 = 0.015 rad, θ1 = 0.000 rad
ϕ2 = 0.015 rad, θ2 = 0.000 rad
ϕ3 = 0.000 rad, θ3 = 0.013 rad

(52)

Combining the above values (52) and formula (51), the
calculation results are obtained and shown in the table below
(To facilitate the calculation and analysis process, the antenna
coordinates are initially assigned according to the existing
simple model. More accurate coordinates of the jamming
antenna are determined by the model of the catual carrier).

The gain of the multi-antenna interference is maximized
only when the data meet the conditions in the table above.
The concept of angle factor (AF) was introduced. The angle
factor AF is defined as the absolute value of the ratio of the

combined gain of the three antennas to the maximum angle
of the jamming antenna. AFϕ is the azimuth gain angle factor,
AFθ is the pitch angle gain angle factor, and AFT is the total
gain angle factor of the three antennas. The expression is as
follows:

AFϕ =

∣∣∣∣ Gϕ
max (ϕi)

∣∣∣∣ , AFθ =

∣∣∣∣ Gθ
max (θi)

∣∣∣∣
AFT =

∣∣∣∣ Gtotal

max (ϕi, θi)

∣∣∣∣ , (i = 1, 2, 3)
(53)

The same principle defines the angle factor of the cross-
eye jamming gain AFC . When the angle factor AF is greater
than 1, it means that the position of the false target is appar-
ently outside the jamming system carrier. The significance of
parameter tolerance analysis is in obtaining the angle factor
that ensures that the carrier is not detected by radar, and the
allowable error range of the jamming antenna feed parameters
is given below. There are two groups of the jamming antenna
feed parameters (α, δ12) and (β, δ13),and, when the plane
angle of the jamming antenna is ϕj = 0, θj = 0. Setting
β = 0, δ13 = 240◦,the contour map of AFϕ and AFθ are
given in the Fig.5 (In order to ensure the refinement of this
article, only the results under the above limited conditions are
provided, which does not mean that a good conclusion can be
drawn only under these conditions. This method had a stable
tolerance range under all limiting conditions).

Because the parameters were set at the beginning of the
calculation, the azimuth angles of the three antennas were
set to be larger. Comparing the results of the contour maps
in Fig.5, it can be concluded that AFϕ has a wider phase
parameter tolerance than AFθ because the jamming antenna
coordinates in azimuth are wider, it can be seen from the
calculation results of equation (52). Although AFT and AFC
has the same parameter tolerance range in the below figures.
It’s worth noting that three antennas synthetic jamming has a
wider phase parameter tolerance when the amplitude ratio α
is close to the ideal value of 0dB. This is the superiority of the
jamming method proposed in this paper. There will be more
specific explanations later.

In practice, the actual feed parameters obtained by the
interfering antenna are unlikely to be theoretical feed values.
We know that the inaccuracy of feeding cannot guarantee a
very accurate amplitude ratio relationship between jamming
antennas owing to the assembly of mechanical devices and
the influencing factors of the external field environment.
Thus, it is necessary to conduct a parameter tolerance analysis
for the jamming method. As shown in the Fig.6. Both AFC
and AFT have good phase tolerance results at α = 0.5dB.
The tolerance of the phase-difference parameter AFC is get
smaller, when the amplitude ratio α is closer to the ideal value
of 0dB. A small phase error results a sharp decline in the
interference gain of the cross-eye jamming method. AFC will
be below 1 or even 0 when α = 0 dB especially. On the con-
trary, the phase error tolerance of the three antennas synthetic
false target jamming is always stable at ±10◦ above when
AFT equals 5, which means that the angle error caused by
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FIGURE 5. Parameter tolerance contour map of AFϕ (a) AFθ (b) AFT (c), and AFC (d).

FIGURE 6. Tolerance of phase difference parameters with the same amplitude ratio; (a) α = 0.5dB; (b) α = 0.2dB; (c) α = 0dB.

the jamming system is very large, and the false target will
fall approximately five times farther from the carrier than the
maximum spacing of the jamming antennas. Thus, it can be
seen that the three antennas synthetic false target jamming
has a higher phase-difference tolerance than the cross-eye
jamming method under the same mathematical conditions.
A wider parameter tolerance means that the jamming method
proposed in this paper has a higher possibility and a more
stable interference effect in real applications. Even if it is
affected by many factors, the jamming antenna cannot obtain
an accurate feed, and the method we proposed in this paper
can still complete the interference owing to the wide phase
parameter tolerance, which is the advantage of the method
proposed in this paper.

V. CONCLUSION
The main contribution of this study is a new jamming method
for angle measurement errors that has a wider phase parame-
ter tolerance to ensure successful jamming with a high prob-
ability in practical applications. The main objective of this
study is to establish a strict scientific mathematical model
for a multiple antennas synthetic false target jamming scene
and derive a mathematical formula for the jamming error
angle. The following results were derived for the multiple
antennas synthetic false target jamming, the angle measure-
ment error formula of two different methods under three
antennas synthetic jamming is obtained; The gain of jamming

antenna in azimuth and pitch angle is obtained. We can
see that multiple-antenna synthetic false target jamming can
effectively jam radar with two different angle-measurement
methods by comparing the error angle gain formula with
two different angle-measurement methods. It can be found
that the jamming method proposed in this paper has two-
dimensional plane jamming range by observing the result
of mathematical derivation. Overall, the jamming method
proposed in this study has two advantages. First the range
of interference was wider. The ‘‘false target’’ can be obtained
on two-dimensional plane rather than on the one-dimensional
range, the other one is that the phase parameter tolerance of
multiple antennas synthetic false target jamming is broader
than that of cross-eye jamming intuitively. The advantages
and reliability of the proposed jamming method are visual-
ized by charts, contour maps, and three-dimensional curves in
this study through the establishment, derivation, calculation,
and analysis of the multiple antennas synthetic false target
jamming model. The final result shows that the multiple-
antenna synthetic false target jamming proposed in this paper
makes the jamming range wider and more stable.
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