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ABSTRACT Under finite precision implementation, one dimensional (1D) chaotic maps suffer from limited
number of control parameters and converged periodicity, making them unsuitable for hardware based
ciphering systems despite their simple implementation and low hardware cost. This paper first discusses the
limited periodicity of 1Dmaps under fixed point precision representation, then, presents an image encryption
algorithm based onDNA encoding and two specially configured binarized chaotic cores. The function of both
cores is to perform the confusion and diffusion stages of the image by generating pseudo random numbers
with excellent cryptographic properties. DNA encoding adds an extra layer of security to the algorithm by
converting both the image and the chaotic stream to DNA sequences using specific DNA encoding rule.
Initial values of both chaotic cores are image dependent based on a calculated hamming distance. These
initial condition and the utilized DNA rules composes the overall secret key of the system with a total
length of 336 bits. On the condition that all calculations involved in the scheme are based on binary integer
arithmetic, all performed security analysis subjected to the scheme proved that the system could withstand
known attacks with excellent encryption properties.

INDEX TERMS Chaos, DNA computing, DNA encoding, image encryption, cyber security, entropy, NPCR,
UACI.

I. INTRODUCTION
In the current era, reliance on technology has become an
essential component in our daily routines [1]. This reliance
has led to more handling of sensitive information through
communication networks and cloud storage services. Accord-
ingly, Cryptographers became aware of the importance of
advancing the security measures to protect these informa-
tion from unauthorized access and cyber attacks [2]–[5].
Commonly, ciphering data requires an encryption scheme,
a communication channel for data transmission, a decryp-
tion scheme, and a key to encrypt/decrypt the ciphered
data [6] (Fig.1)

Properties of the key, like its secrecy, difficulty to guess
and resistance to exhaustive search (brute force attack) are the
major factors in characterizing the strength of an encryption
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FIGURE 1. Fundamental elements of a ciphering system.

system. Shannon [7] defined the features of a key in an
‘‘unbreakable’’ scheme to: i) have the same length as the
message, ii) to be truly random and iii) to be used only once
(also known as one time pad (OTP)). Nevertheless, some of
these properties later proved to be disadvantageous as if there
exist a secure link to share a key that long, then, it is more
logical to transmit the message itself through it. Also, if the
same key is used twice, an attacker could gain information
about the messages using simple XOR or frequency analysis
resulting in a simple running key cipher [8].
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The impracticality of the OTP opened the door to use
stream generators that produce long random sequences
using relatively short seeds. These random number gener-
ators (RNG) can be classified into true (TRNG) or pseudo
(PRNG) [9], the latter in which is deterministic and based on
algorithms that produces a sequence with properties mimick-
ing that of true random numbers [10], [11]. Currently, chaos
based PRNG are widely used because of their sensitivity to
initial conditions, uniformly distributed output and uncorre-
lated long sequences. Furthermore, discrete chaotic functions
are hardware friendly and easy to implement on currently
available modules. References [12]–[14].

Interest in the art of cryptography and cryptanalysis
[15]–[18] has followed an upward trend in the past few
decades, this is mainly due-to the rapid development in
electronic technology and the exponential increase in the
computational power of modern computers. Nevertheless,
when it comes to hardware implementation, factors such as:
space utilization, power consumption, high throughput and
low latency are of prime importance. As such, the way of
representing numbers and performing mathematical opera-
tions -especially fraction numbers- significantly affects these
factors. Two forms of precision are widely implemented,
namely, floating point precision and fixed point precision.
From hardware perspective, floating point implementation
requires more space on the module, which in turn leads to
slow data transfer and high latency. On the other hand, fixed
point precision has the advantage of integer like arithmetic
which is considered to be hardware friendly.

This paper tackles the two main issues of utilizing low
dimensional maps in cryptosystems, namely, i) convergence
to periodic orbit due-to finite precision, and ii) limited num-
ber of control parameters [19]–[25]. Accordingly, a novel
image encryption schemes based on a binarized chaotic cores
is presented. Both issues are tackled by implementing a
chaotic core comprised of two cross-coupled skew-tent maps
as reported in [26]. it was proved that utilizing the cross cou-
pled scheme ensures increasing the aperiodicity of the output
stream while increasing the control factors of the generator to
four parameters.

This paper is organized as follows: In section II related
work and novel curves correlating periodicity to precision
length are introduced. The proposed algorithm including the
underlying chaotic cores, DNA computing and the encryption
scheme is presented in section III. By passing all statisti-
cal and security analysis listed in section IV, the proposed
algorithm proved to be robust and with excellent confusion-
discussion properties.

II. RELATED WORK
The random like behavior of chaotic systems alongside
their deterministic properties made them one of the major
source of RRN in most of the recently proposed ciphering
schemes [27]–[29]. However, regenerating the same sequence
in both ends of the channel requires identical mathematical
representation or hardware implementation of these chaotic

FIGURE 2. Fixed point representation of binary numbers.

cores. Recent detailed studies [26], [30], [31] revealed the
effect of finite precision on the periodic properties of cer-
tain 1D chaotic systems. Elmanfaloty and Abou-Bakr [26]
presented -within the hardware perspective- the efficiency of
fixed point representation in terms of hardware resources and
latency.

A. BINARIZATION OF 1D CHAOTIC MAPS
Binarization of 1D chaotic maps is the process of performing
all arithmetic operations under the base-2 representation.
These operations includes binary addition, subtraction, mul-
tiplication, and division. From hardware perspective, sub-
traction, multiplication and division are implemented using
combination of addition, shifting and negation. This section
of the paper briefly revisits the effect of implementing some
of the 1D chaotic maps, namely; the logistic map, the tent
map and the skew-tent map using fixed point representation.
As shown in Fig.2, binary numbers can be represented as
t−bit integer part, and q−bit fraction part. To test the effect
of q bits length on the periodicity of the output sequence,
throughout this work, all mathematical operations of these
maps are performed with t = 4 bits and q with variable
size. For the sake of speeding up the testing while extracting
results mimicking hardware implementation, all previously
mentioned binary operations were implemented on PC and
Matlab. Results of multiplication and division follows the
truncation rule mentioned in [26].

1) LYAPUNOV EXPONENT
A chaotic system is mostly characterized by its sensitivity to
initial condition, topological transitivity and dense periodic
orbits. One commonmethod for determining the sensitivity to
initial condition is to calculate the Lyapunov exponent (LE) of
the system and check for convergence or divergence between
two slightly perturbed trajectories as follows:

λ = lim
n→∞

1
n

n−1∑
i=0

ln
|δ1|

|δo|
(1)

where, λ denote the LE, δ1 and δ2 are the spacing between
the two trajectories. If all other conditions implied, λ > 0
normally indicate chaos [32].
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TABLE 1. Parameters used to generate the graphs in Fig.4.

2) LOGISTIC MAP, TENT MAP AND SKEW-TENT MAP
The logistic map is the typical example of a simple discrete
equation that possesses unique chaotic properties. The map
was first introduced by the biologist RobertMay in 1976 [33].
it is a second-degree equation given by:

xn+1 = rxn(1− xn) (2)

Figure.3 depict the bifurcation diagram of the logistic map
along with its LE curve. It is obvious that the map exhibits full
chaos and LE > 0 in the overall state space at r = 4. If the
map in (2) is binarized and implemented using fixed point
notation, same visual results could be obtained for both the
bifurcation diagram and LE. However, when implementing
the logistic map using q = {4, 8, 16, 32} bits and the param-
eters listed in Table.1, inaccurate results of LE and limited
periodicity in the bifurcation diagram are illustrated as in
Fig.4. It should be noted that LE alone is not an indication
to chaos, it is merely an indication to the sensitivity of the
system to initial conditions. However, for a topologically
mixed system, LE is the common test for checking the chaotic
behavior of the system. On the other hand, the periodicity of
the system strongly depends on the underlying finite preci-
sion. This is clearly depicted in Fig.5, where the periodicity
of the logistic map (2), tent map (3)and skew-tent map (4)
are plotted against q, the fraction part bit length. It is obvious
from the figure that the periodicity increases with the increase
of q, however, these sequences were proved to be have low
cryptographic properties and unsuitable for usage in secure
ciphering systems [30]. Table.1 lists the parameters used to
generate the graphs in Fig.4.

xn+1 =

{
µxn x ∈ R : x ∈ [0, 0.5]
µ(1− xn) x ∈ R : x ∈ (0.5, 1]

(3)

xn+1 =


xn
p x ∈ R : x ∈ (0, p]

1−xn
1−p x ∈ R : x ∈ (p, 1)

(4)

where p ∈ (0, 1).

B. DNA COMPUTING
Confusion and dissuasion of the image pixels are the com-
mon features that must exist in any robust image encryption
algorithm. To satisfy these features, the proposed algorithm
relies onDNA encoding alongwith two chaotic systems cores
to generate a ciphered image capable of withstanding known
attacks.

Leonard Adleman initiated this field in 1994 by solv-
ing a seven-point Hamiltonian path problem using DNA

FIGURE 3. Bifurcation diagram (blue) and LE (dashed red) for different
values of r in the logistic map.

TABLE 2. DNA encoding rules.

sequences as a form of computationmachine [34]. Since then,
DNA computing has proved advantageous to the traditional
methods given its large storage capacity, parallel processing
capabilities and low power consumption. Biologically speak-
ing, Deoxyribonucleic acid (DNA) consists of two helical
strands called polynucleotides, in which each is composed
of a simpler monomeric units called nucleotides [35]. The
constructions of any one of these nucleotides are one of four
nitrogen containing nucleobases, namely; ‘‘C’’ cytosine, ‘‘G’’
guanine, ‘‘A’’ adenine and ‘‘T’’ thymine. These nucleotides
are characterized by their complementary pairing, i.e. ‘‘A’’
is the complement of ‘‘T’’, ‘‘C’’ is the complement of ‘‘G’’
and vice versa. DNA computing relies on representing each
nucleotides by two bits while adhering to the complementary
rule. For example, if ‘‘A = 00’’ then ‘‘T = 11’’, if ‘‘C =
10’’ then ‘‘G = 01’’. According to this, there are only 8 out
of 24 DNA rules that satisfy this complementary pairing as
represented in Table.2.

Using DNA computing requires subjecting the sequence
to some logical and algebraic equations, Table.3 list some
of these operation for DNA sequences under the first rule.
As such, the rest of the 8 rules have also their own unique
tables for logical and algebraic operations. Since each pixel
in an image is represented by 8 bits, then, each pixel can
be transformed to a 4-character DNA sequence according to
any one of the DNA encoding rules. For example, under the
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FIGURE 4. Effect of fixed point precision (binary fraction) on the bifurcation diagram and LE of the logistic
map, (a) 4-bit fraction, (b) 8-bit fraction, (c) 16-bit fraction and (d) 32-bit fraction.

FIGURE 5. Effect of precision on the periodicity of some 1D maps, (a) Logistic map, (b) tent map and (c) skew-tent map.

first rule, a pixel with a value of 224 (‘11110100b’) would be
encoded to ‘‘TTCA’’ in DNA form.

C. HAMMING DISTANCE
In general, hamming distance finds the number of positions
of different symbols in two equally length strings. This paper
utilizes this property to calculate bit wise position differences
in equally sized blocks of the image by using the following
equation: 

H (x, y) =
n∑
1
h(xi, yi)

h(xi, yi) =

{
0, xi = yi
1, xi 6= yi

(5)

Throughout the encryption process, the hamming distance
is used in both the confusion and diffusion stages by altering

the initial values and parameters of the two chaotic systems
making them dependent on the plain image.

III. PROPOSED ALGORITHM
The proposed algorithm depicted in Fig.6 consists of two
chaotic cores, one for pixels confusion and the other for
the permutation process. Each core is implemented using
chaotic systems previously proposed in [26] as shown in
Fig.7. The PRNG consists of two crossed coupled skew
tent maps that are fully binarized and relies on fixed point
representation in all of its logical and algebraic processes.
The output is a stream of n-bit that was subjected to various
statistical tests and proved its randomness and cryptographic
properties. In this paper, the output of the system is inten-
tionally designed to produce a stream of 8-bits, this makes
it suitable for direct implementation in image encryption
schemes.
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FIGURE 6. Block diagram of the proposed algorithm.

TABLE 3. DNA operations.

A. KEY STRUCTURE
Each core requires four initial parameter to operate, namely,
{p, xo} for the first skew-tent map and {a, yo} for the second.
For each map, these parameters are represented by binary
sequence of 168 bits and forms the main secret keys {K1,K2}.
Moreover, to make these keys dependent on the plain image
in the encryption side, the hamming distance is calculated
for the plain image and converted to 168 bit stream. Another
layer of security is also added to {K1,K2} stream by XORing
the 168 bit calculated hamming distance with another secret

keys {k1, k2}. the overall length of the transmitted secret key
comprising from {K1,K2} will be 336 bits.

B. ENCRYPTION PROCEDURE
The following procedures are followed through the encryp-
tion process:
First: the Confusion stage

1) Read plain image.
2) Calculate the hamming distance.
3) Convert the calculated hamming distance to 168-bit.
4) XOR the 168-bit hamming code with a secret Sub-key

k1 and generate K1 for the first chaotic core.
5) Run the first Chaotic core to generate an m× n matrix

of 8-bits.
6) Encode the plain image with a DNA encoding rule.
7) Encode thematrix of first chaotic Systemwith the same

DNA encoding rule.
8) Perform a DNA algebraic operation (Addition).

Second: the permutation stage

9) Use the Hamming code with a secret sub-key k2 to
generate K1 of 168 bits.

10) Use K1 to extract an m× n long sequence from one of
the generator state variable x or y.

11) Permute the output result of stage (7) using the
extracted sequence.

12) Perform a DNA decoding using the selected DNA-rule.
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FIGURE 7. PRNG proposed in [26].

The choice for using two cores is made to eliminate any
correlation between the sequences for both the confusion and
diffusion stages. the decryption process is the inverse of the
encryption process.

IV. SECURITY ANALYSIS
A. HISTOGRAM ANALYSIS
Uniformly distributed histogram for ciphered image - even
for images containing weak color intensity distribution- is an
indication of the capability of the encryption scheme to resist
statistical attacks. The histogram of three images (boat, white,
black) and their ciphered images are shown in Fig.8. For
the original images, unique histograms are displayed, while
those of the ciphered results exhibit a uniform distribution.
This again proves the proposed system capability towithstand
statistical attacks.

B. CORRELATION ANALYSIS
A ciphered image is most vulnerable to statistical attacks
when there are high correlation in the vertical(V), horizon-
tal(H) and diagonal(D) direction of its adjacent pixels. If the
encryption scheme can severely diminish this correlation,
then this system is most likely to resist statistical attacks.
Calculation can be performed by computing a coefficient rxy
using random pairs of adjacent pixels and substituting the
values in the following equations:

D(x) =
1
S

S∑
i=1

(xi − E(x))2 (6)

D(y) =
1
S

S∑
i=1

(yi − E(y))2 (7)

E(x) =
1
S

S∑
i=1

xi (8)

E(y) =
1
S

S∑
i=1

yi (9)

cov(x, y) =
1
S

S∑
i=1

(xi − E(x))(yi − E(y)) (10)

rxy =
cov(x, y)
√
D(x)D(y)

(11)

The result of subjecting a plain grayscale image (512) and
its ciphered one to the correlation analysis is depicted in Fig.9
(4000 pixels). For the original image, strong and compact
correlation between pixels in all direction is visibly clear.
However, for the ciphered output, scattered and no visible
compact correlation is shown. Table.4 lists the results of per-
forming the correlation analysis test on several images with
different sizes. All the results for the encrypted images show
weak correlation and robustness against statistical attacks.

C. ENTROPY ANALYSIS
Shannon, in 1949, [7] started the field of information the-
ory by measuring the ‘‘uncertainty’’ reduced by the mes-
sage. Subsequently, in any robust encryption algorithm, using
‘‘entropy’’ to quantify the amount of information contained
in a variable means that; the less information successfully
retrieved from the ciphered text, the more secure the algo-
rithm is to entropy attacks. For Image Encryption, Shannon
equation for information entropy is as follows:

H (m) = −
2n∑
i=1

P(mi)log2 (P(mi)) (12)

In the above equation, mi represents one of the
256 grayscale levels from 0 to 255 (or even one of the color
intensities levels in colored images), n is the number of
bits representing each pixel color intensity, and P(mi) is the
probability of a color intensity mi in the image. The equation
will result in a maximum of 8 for an evenly distributed color
intensity in the image. However, this number can only be
attained for an ideal system, and results close to 8 could be
accepted as an indication of difficulty to extract information.
In addition, and relating to subsection.IV-A, it is clear that
both histograms (visual) and entropy (mathematical) can
be used to quantify the amount of information that can be
extracted from the ciphered image. In Table.5, ‘‘27’’ ciphered
images with different gray level distribution were subjected
to the entropy test. All results listed ‘‘globally’’ confirms the
uniform distribution of gray levels and the algorithm ability
to withstand entropy attacks.

Shannon entropy, also called global Shannon
entropy -since it acts on the whole image- proved to have
many weaknesses [40]; namely, its inaccuracy in detecting
the true randomness of an image, its inconsistency since the
probability of the grayscale level depends on the size of the
image, and its variable performance efficiency depending
on the images size. The local Shannon (LSE) entropy [40]
overcame these downsides by measuring the mean entropy of
same sized non-overlapping blocks from the whole image by:

Hk,TB (I ) =
k∑
i=1

H (IBi )
k

(13)

where, H (IBi ) is the local Shannon entropy, k is the number
of same sized blocks and TB is the number of pixels in
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FIGURE 8. Histogram analysis of different images with different intensity levels, (a), (b) and
(c) are the original image, (d), (e) and (f) are their histogram, (g), (h) and (i) are the encryption
of encryption of (a), (b) and (c) respectively, (j), (k) and (l) are their histogram.

TABLE 4. Vertical (V), horizontal (H) and diagonal (D) correlation of grayscale images and their ciphered ones (original images source, [36]).

each block. Derived hypothesis 〈∗Left and 〈∗Righ are used to
convert the quantitative results of the LSE into qualitative
ones, namely, reject or fail to reject the randomness of an

image. Since the measurement is dependent on the number
of blocks and their sizes rather than the whole image size,
constant values of 〈∗Left and 〈∗Righ can be derived accordingly.
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FIGURE 9. Correlation analysis of 4000 adjacent pixels, a) original Image, b) V correlation, c) H correlation, d) D correlation, e) ciphered image,
f) V correlation, g) H correlation, h) D correlation.

TABLE 5. Entropy analysis of sample grayscale images.

In this paper, the number of blocks k was selected to be 30,
the significance level α = 0.05 and the number of pixels

in each block TB = 1936. According to these parameters,
The appropriate values for both hypothesis listed in [40] are
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TABLE 6. MSE and PNSR values of the ciphered images with slightly change in the key.

FIGURE 10. Key sensitivity analysis of the proposed Algorithm., (a), (e), (i) are the original images, (b), (f), (j) are the
encrypted images, (c), (g), (k) are the encrypted images by flipping the LSb of K1, (d) is the absolute difference between
(c) and (b), (h) is the absolute difference between (g) and (f), (l) is the absolute difference between (k) and (j).

h∗Left = 7.901901305 and h∗Righ = 7.903037329. Complete
list of calculated LSE for 27 grayscale images are listed in
Table. 5 along with a comparison to results of other algo-
rithms. All displayed results fall within the critical values, for
different image sizes. This further confirms the ability of the
system to withstand entropy attacks.

D. KEY ANALYSIS
1) KEY-SPACE ANALYSIS
A large keyspace is crucial for a robust ciphering scheme to
resist brute force attacks. In the proposed scheme, K1 and K2
for the confusion and diffusion stages requires the input
of four parameters each, namely: xo, p, yo, a. Although the
system design is capable of varying the fixed-point precision
(binary point) size, a 42 bit binary point size was selected for
the sake of simulation based on the data previously deducted
in [26].

2) KEY SENSITIVITY ANALYSIS
Sensitivity of the system to key change is achieved by produc-
ing two different encrypted - or decrypted- images with two
slightly different keys. For the proposed algorithm, a main
key consisting of {K1,K2} was used to encrypt an image I ,
and produce an output ciphered image C . Then, the same
image was encrypted again twice to produce C1 and C2 with
slightly different keys. For maximum sensitivity test, C1 was
produced by flipping the least significant bit (LSb) of K1.
While for C2, the LSb of K2 was flipped. The results are
illustrated in In Fig.10, where three images underwent this
test; a grayscale image in Figure.10a, a white and a black
images in Figures (10e and 10i). The encrypted images are
shown in Figures (10b, 10f, 10j, 10c, 10g and 10k). A pixel by
pixel subtraction between C1 and C was performed and the
results are shown in Figures (10d, 10h and 10l). The noisy
like output displayed is a proof of the mismatch between
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TABLE 7. NPCR and UACI score results for 26 images with different sizes.

the two ciphered images which relates to the robustness of
the proposed system for the diffusion and confusion process.
Same results were obtained when conducting the same test on
the decryption process.

To further empathize on the results obtained, the mean
square error (MSE) and peak signal to noise (PSNR) between
C and both C1 and C2 were conducted according to:

MSE =
M∑
i=1

N∑
j=1

[E1(i, j)− E2(i, j)]2

M × N
(14)

PSNR = 20log10
255
√
MSE

(15)

The listed results in Table.6 confirms the sensitivity of the
proposed scheme to any small change in the key.

E. RESISTANCE TO DIFFERENTIAL ATTACK
To resist differential attacks, the system should be sensitive
to any errors in the plain image, that is; while using the same

key, any small change in the plain image, should produce
a completely different ciphered image with good discussion
properties. The most standard methods for measuring the
system sensitivity to this type of errors are the number of
pixels’ change rate (NPCR) and unified average changing
intensity (UACI).
NPCR is the rate of change of pixel locations from the

plain image to the ciphered image, the closer the result of
NPCR result to ‘‘unity’’, the higher the system ability to resist
differential attacks. Using the same key, the NPCR of a plain
image I and slightly altered image I ′ with their ciphered
image C and C ′ can be calculated using:

NPCR(C,C ′) =
∑
i,j

D(i,j)
T

D(i, j) =

{
0 when C(i, j) = C ′(i, j)
1 when C(i, j) 6= C ′(i, j)

(16)

where T is the number of pixels. Since a ‘‘unity’’ NPCR = 1
is difficult to attain, values very close to could be accepted
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FIGURE 11. Results of analyzing occlusion attack. (a) 1/8 occlusion, (e) decryption result, (b) 1/4 occlusion, (f) decryption result, (c) 1/2
occlusion, (g) decryption result, (d) 3/4 occlusion, (h) decryption result.

under the criterion of one-sided hypothesesN and its signif-
icance level α, namely, when the value of NPCR ≥ N , and
N is given by [41]:

N ∗α =
L +8−1(α)

√
L/T

L + 1
(17)

In the above equation, 8(.)−1 is the inverse Cumula-
tive distribution function (CDF) of the standard Normal
distribution N(0, 1).
On the other hand, UACI finds the difference in average

intensity between two ciphered images C and C ′ using:

UACI (C,C ′) =
∑
i,j

|C(i, j)− C(i, j)|
T × L

(18)

where L is the maximum level of color intensity. The result
of UACI is considered a ‘‘Pass’’, if its value falls in between
the interval [U∗−α , U∗+α ]:{

U∗−α = µU −8
−1(α/2)σU

U∗+α = µU +8
−1(α/2)σU

(19)

(20)

µU =
L + 2
3L + 3

(21)

σU =
(L + 2)(L2 + 2L + 3)

18(L + 1)2LT
(22)

Table.7 list the results of subjecting 27 grayscale images
with different sizes and intensities to the NPCR and UACI
tests with (α = 0.05). All obtained scores passed the tests
taking into consideration the criterion for success. These
results are valid indication that the proposed system has
good confusion and diffusion properties, and can withstand
differential attacks.

F. OCCLUSION ATTACK
It is possible that some of the data could be altered while
being transmitted. This altering could be due-to an intentional
or unintentional intervene. A good ciphering system should
be able to recover recognizable image from this type of attack.
This test relies on completely occluding a portion of the
encrypted image then decrypting it. The system should be
able to scatter and scramble this occlusion though the whole
image. For visual verification, Fig.11 depict the effect of
multiple percentage of data loss in the encrypted image on the
decrypted one. All results show fairly recognized decrypted
image, specially when 3/4 of the image was blocked. This
proves that the proposed scheme posses excellent confusion
and diffusion properties and can withstand brute occlusion
attacks.

G. EXECUTION SPEED
The work in this paper was conducted and simulated
using MATLAB R2020a installed on an Intel(R) Core(TM)
i7-10510U CPU@ 1.80GHz 2.30 GHz computer with 16GB
of RAM and windows 10 as operating system. To mimic
actual hardware implementation, the binary logic and alge-
braic operations are coded using arrays, that significantly
decreased the execution time, especially when generating
sequences form the chaotic cores. Hence, a test for the execu-
tion speed would be inaccurate for real time implementation.
For example, the time required from a core to generate a
sequence of 65536 × 8 sequence (which is the size of a
256× 256 image) is about 120 seconds. This slow execution
is mainly because of the continuous conversion of the binary
sequences format from character array to double and vice
versa. The authors expect that future hardware implemen-
tation of this scheme would lead to a fast execution. This
assumption is based on the results in [26] showing that this
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core configuration requires one clock cycle for each output.
In addition, both cores can operate simultaneously in parallel
processing environment.

V. CONCLUSION
By thoroughly studying the effect of finite precision on the
periodicity of 1D chaotic maps, a robust hardware friendly
image encryption schemes can be designed. This paper
presents a novel image encryption scheme based on DNA
and binarized chaotic cores, that is, implementing these cores
under fixed point precision. The scheme was subjected to
multiple statistical and security analysis, all of which proved
its robustness and ability to withstand known attacks. How-
ever, since the system was implemented via MATLAB pro-
gramming, an accurate -real time- execution speed analysis
could not be applied to the work in this paper.
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