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ABSTRACT In recent years, attacks on network environments continue to rapidly advance and are increas-
ingly intelligent. Accordingly, it is evident that there are limitations in existing signature-based intrusion
detection systems. In particular, for novel attacks such as Advanced Persistent Threat (APT), signature
patterns have problemswith poor generalization performance. Furthermore, in a network environment, attack
samples are rarely collected compared to normal samples, creating the problem of imbalanced data. Anomaly
detection using an autoencoder has been widely studied in this environment, and learning is through semi-
supervised learning methods to overcome these problems. This approach is based on the assumption that
reconstruction errors for samples that are not used for training will be large, but an autoencoder is often
over-generalized and this assumption is often broken. In this paper, we propose a network intrusion detection
method using a memory-augmented deep auto-encoder (MemAE) that can solve the over-generalization
problem of autoencoders. TheMemAEmodel is trained to reconstruct the input of an abnormal sample that is
close to a normal sample, which solves the generalization problem for such abnormal samples. Experiments
were conducted on the NSL-KDD, UNSW-NB15, and CICIDS 2017 datasets, and it was confirmed that the
proposed method is better than other one-class models.

INDEX TERMS Network intrusion detection, autoencoder, anomaly detection, memory-augmented
autoencoder.

I. INTRODUCTION
Recently, as information and communication technologies
advance, the network environment has also expanded very
rapidly, and cyber threats to the network environment are
increasing. In order to detect cyber threats to a network,
many companies operate a network-based intrusion detection
system (NIDS) [1]. When various attacks on the network
occur, the aim is to report them to the security manager. Most
existing network intrusion detection systems utilize misuse
detection methods [2] and are sometimes called signature-
based methods or knowledge-based methods. These methods
detect an attack through pattern matching after defining a
pattern for attacks that already occur frequently as identi-
fied by security experts. However, intelligent and intelligent
threats, such as Advanced Persistent Threat (APT) attacks,
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have recently emerged, bringing to the forefront limitations in
existing signature-based detection methods. Moreover, there
are issues of time and cost to continuously generate signature
patterns.

The anomaly detection method [3] is a method of detect-
ing abnormal behavior by modeling normal behavior, unlike
the misuse detection method, and can also detect zero-day
attacks. However, since modeling for normal behavior is
not a simple problem, many studies have recently been
conducted to solve this problem using machine learning
techniques [3]–[7]. Machine learning (ML) is suitable for
anomaly detection because it canmodel data and infer predic-
tion results. In machine learning, the problem of classifying
normal and abnormal, such as detecting network attacks,
is defined as a binary classification problem. However, most
of the data collected in the real world are imbalanced data,
which means that the data in the minority class consists of
much less data than the data in the majority class. As such,
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we fall into the problem of having to train machine learning
models with such imbalanced data. Furthermore, applying
commonly-used supervised learning models to imbalanced
datasets can result in poor classification performance [4].
In particular, the detection rate of minority classes decreases
noticeably because the decision boundary of the model is
trained to be biased toward the majority class [5].

Many studies have turned to one-class learning based
on Support Vector Machine (SVM) and Autoencoder (AE)
to solve the anomaly detection problem from such imbal-
anced data. One-class learning trains a model through sam-
ples of only one specific class and is considered a form
of semi-supervised learning [6]. This method is very suit-
able for a network intrusion detection environment where
most of the samples are normal. In this study, we con-
duct a study on an AE-based anomaly detection method
and point out the over-generalization problem based on an
autoencoder. This method trains AE through only normal
samples and assumes that it has a high reconstruction error
for attack samples that are not used for training. However,
AE often reconstructs some attack samples very well, making
these assumptions suspicious. In conclusion, this problem
degrades the performance of the AE-based anomaly detection
method.

In this paper, we propose an anomaly detection method
using the MemAE [7] that can solve the over-generalization
problem of the AE. The MemAE model consists of an
encoder, a decoder, and a memory module, and the purpose
of the memory module is to learn prototypical patterns for
the normal inputs used in training. Through this method,
the reconstruction results of the abnormal samples received
tend to be close to those of normal samples. This is a method
of replacing the encoder output for the abnormal input with
a new decoder input that is aggregated into similar normal
samples from the memory learned only with normal samples.
We measure the performance of various network intrusion
detection datasets using the MemAE model and compare the
performancewith other widely used one-classmodels. Exper-
iments were conducted on the open network intrusion detec-
tion datasets NSL-KDD [8], UNSW-NB15 [9], and CICIDS
2017 [10], and the results were compared with an AE and a
one-class SVM (OCSVM) [11].

The main contributions of the study are summarized as
follow:
• This study concentrates on the over-generalization prob-
lem that can occur in the AE-based anomaly detection
model that is commonly used in network intrusion detec-
tion and describes the reasons for these problems.

• These problems occur relatively often, but there is not
much discussion. In this paper, we apply the MemAE
model that can solve these problems to confirm the
effectiveness in the network intrusion detection domain.

• We used various datasets to evaluate the model and
report the actual classification results using ROC curves
and thresholds in detail.

II. REALATED STUDIES
A. MACHINE LEARNING-BASED NETWORK INTRUSION
DETECTION
Recently, studies on various intrusion detection methods
using machine learning have been proposed. Leevy and
Khoshgoftaar [12] presented a machine learning study survey
on the CICIDS 2018 dataset for network intrusion detection.
They pointed out that although the results reported in the
entire study are generally high, the bias in the results should
be questioned because the entire study did not take into
account the imbalanced data problem.

Yang et al. [13] proposed a generative model, the
Improved Conditional Variational Autoencoder (ICVAE)
model, to solve the imbalanced data problem. Unlike CVAE,
ICVAE has the advantage of can reusing the weights of the
learned Encoder network because class labels are used only
as extra inputs to the decoder. They initiated Deep Neural
Network (DNN) classifier initial weights through the weights
of the encoder network of trained ICVAE. The experimental
results were compared with other oversampling techniques,
and it is reported that ICVAE showed the best performance.

Kim et al. [14] conducted a study to detect denial of
service (DoS) attacks using a Convolutional Neural Net-
work. They converted the preprocessed network data into
a two-dimensional image format, and composed a total
of 18 scenarios considering the number of convolution layers,
kernel size, and RGB or grayscale. Through this, a CNN
model was trained and its performance was compared with
a Recurrent Neural Network (RNN) model.

Research on the one-class classification technique based
on the SVM model is also actively being conducted, and
OCSVM [11] is representative. The OCSVM model is an
unsupervised learning model that uses only normal sam-
ples for training and aims to learn a discriminal hyperplane
surrounding the normal samples. Extensions of this study
include Deep Support Vector Data Description (SVDD) [15]
and Deep SVDD [16]. Tian et al. [17] pointed out that
OCSVM is vulnerable to outliers and noise, and proposed
Ramp-OCSVM to overcome this. They reported experimen-
tal results on the UNSW-NB15 dataset and the NSL-KDD
dataset.

Aygun and Yavuz [18] conducted a study on a network
intrusion detection model using a Denoising Autoencoder
(DAE), and conducted experiments on theNSL-KDDdataset.
DAE is a model that learns how to receive input with added
noise from the original data and reconstruct it into the original
data. They reported that there was no significant difference
when comparing the performance of the proposed method
and other hybrid models.

Tang et al. [19] conducted a study on a DDoS detec-
tion model combining the AE model and the OCSVM
model. They first trained the AE model, then converted
the input into a low-dimensional feature vector using an
encoder, and then combined the two models by training
the OCSVM model again. The experimental results were
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compared with the OCSVMmodel and the model combining
CNN and LSTM, and the proposed model showed the best
performance.

Zavrak and İskefiyeli [20] proposed a study on network
anomaly detection through a Variational Autoencoder (VAE).
They used the reconstruction probability as an outlier score
and conducted experiments on the CICIDS2017 dataset. The
Receiver Operating Characteristics (ROC) curve was used for
model evaluation, and the results were compared with the AE
model and OCSVM.

TABLE 1. Previous studies on machine learning-based network intrusion
detection.

Table 1. shows the comparison and contribution tomachine
learning-based intrusion detection studies. However, while
their studies contribute a lot, there are some problems. The
contribution of several previous studies [14], [18]–[20] is
meaningful but has been experimented on only one dataset.
In addition, since traces of intrusion occur very little in the
actual network environment, the supervised learning-based
studies in [13], [14] have limitations in their practical appli-
cation. Therefore, we conduct an experiment using multiple
data sets mentioned in these previous studies and conduct an
anomaly detection study using only normal flow data that is
relatively easy to obtain by conducting one-class learning-
based studies.

B. AUTOENCODER
Autoencoder (AE) is a type of unsupervised learning neural
network model used to learn efficient data coding. As shown
in Fig. 1, the autoencoder is composed of an encoder net-
work and a decoder network. In general, the encoder network
and the decoder network have a symmetrical structure from
the center bottleneck. The encoder network in equation (1)
maps the original data x onto a low-dimensional feature
space, while the decoder network in equation (2) attempts
to recover x̂ from the projected low-dimensional space. The
autoencoder aims to learn to encode that preserves as much
important information as possible for input reconstruction.
The parameters of these two networks are learned with a

FIGURE 1. Autoencoder structure.

reconstruction loss function.

z = σ (Wex + be) (1)

x̂ = σ (Wd z+ bd ) (2)

An autoencoder with a single hidden layer has an encoder
and decoder as in equation (1) and equation (2), respectively.
WhereW and b are the weight and bias and σ is the activation
function. The activation function σ can use nonlinear func-
tions and linear functions, and when using linear functions,
it works similarly to Principal Component Analysis (PCA).
z is the hidden presentation called the latent vector or code.
The decoder network in equation (2) uses z as the input to
output the reconstructed x̂. A stacked Auto Encoder is a
model in which the autoencoders havemultiple hidden layers.
Stacked Autoencoder is an autoencoder model with multiple
hidden layers.

C. MEMORY-AUGMENTED DEEP AUTOENCODER
Memory-augmented deep Autoencoder (MemAE) [7] con-
sists of an encoder network, a decoder network, and amemory
module as shown in Fig. 2. The purpose of the memory
module is to learn and record a finite number of prototypical
patterns of the input data. The memory module is located
between the encoder network and the decoder network as
shown in Fig. 3, and it receives the output z of the encoder as
an input and outputs the item ẑ for delivery to the decoder. So,
unlike AE, MemAE does not feed the output z of the encoder
directly to the decoder. Internally, the latent vector z is used
as a query to retrieve the most relevant item in memory. Then
those items are aggregated and passed to the decoder. As a
result, this internal process of the memory module makes it
possible to induce an output close to a normal sample because
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FIGURE 2. Memory module.

even if the latent vector of abnormal input becomes an input,
it is aggregated and reconstructed from the normal prototyp-
ical patterns learned in memory. Therefore, it is possible to
solve the problem of over-generalization in which abnormal
samples are well reconstructed.

zi = wM =
∑N

i=1
wimi (3)

wi =
exp(d (z,mi))∑N
j=1 exp(d

(
z,mj

)
)

(4)

The memory is matrix M ∈ RN×C containing N real-
valued vectors of fixed dimension C, as shown in Fig. 2.
C is of the same dimension as z. As shown in equation
(3), aggregated item ẑ is obtained through soft addressing of
vector w and memoryM .MemoryM reflects items to record
various prototypical patterns of normal data. The weight vec-
tor w is obtained from z and is computed through a softmax
operation as shown in equation (4). Where d is a similarity
measurement and is defined as cosine similarity.

In addition, as shown in equation (5), memory modules
can increase sparsity through hard shrinkage operations on
soft addressing vector w. The sparse addressing encourages
the model to represent an example using fewer, but more
relevant memory items, leading to learning more informative
representations in memory. However, since it is difficult to
directly calculate backward the discontinuous function, they
use the continuous ReLU activation function to override it in
the same form as equation (6), considering that not all input
values are negative. The value of λ is the shrinkage threshold,
which uses the value of interval [1/N, 3/N].

ŵi = h (wi; λ) =

{
wi, if wi > λ

0, otherwise
(5)

ŵi =
max(wi − λ, 0) · wi
|wi − λ| + ε

(6)

After the hard shrinkage operation, re-normalization is per-
formed with ŵ = ŵ/

∥∥ŵ∥∥1. There are two types of memory

modules: sparsememory (SM) and non-sparsememory. Sam-
ples reconstructed through memory modules tend to be close
to the normal samples used for learning. Therefore, the abnor-
mal sample is reconstructed close to the normal sample,
which means that the reconstruction error value for the abnor-
mal inputs increases.

III. NETWORK ANOMALY DETECTION BASED ON
MEMORY-AUGMENTED AUTOENCODER
To minimize the overall reconstruction error, the retained
information is required to be as relevant as possible to the
dominant instances [3]. Therefore, AE is trained to minimize
reconstruction errors using only normal class data that can
be easily collected. As a result, the encoder network learns
only hidden representations for normal samples, and thus it is
difficult to adequately reconstruct abnormal behaviors such
as attacks. Therefore, the data reconstruction error can be
used directly as an anomaly score. Nevertheless, in the AE
model, some attack samples are reconstructed very well. The
reason for this problem is that the auto-encoder is trained
to be over-generalized, or in a latent vector compressed for
reconstruction, where the attack sample and the normal sam-
ple share some common construction patterns

To solve this problem, we propose a Network Anomaly
Detection study using MemAE, as shown in Fig. 3. The study
aims to improve performance by reducing the reconstruction
performance of attack instances. After training, the mem-
ory module transforms the latent vector of the attack input
through the most relevant normal memory items so that the
reconstruction of the decoder is closer to the normal instance.
Fig. 3 shows that the latent vector of the attack sample, which
is expressed in red, passes through the memory module and
then switches to output close to the normal sample, which
is expressed in yellow so that the decoder can only receive
inputs related to the normal sample. The result is an increased
anomaly score for attack instances, making classification
easier.

After that, the next goal is to find an appropriate threshold
that can separate the two classes. It is not desirable to obtain
the thresholds directly for the test set, so the thresholds were
calculated from the validation set and used in the test phase.
If MemAE is well-trained, the threshold value obtained from
the validation set will show good results in the testing process
as well.

A. DATASET PREPROCESSING
The open network intrusion detection datasets for training the
model contain symbol data that cannot be used as input. These
datasets also contain missing and infinite values. The process
of pre-processing NIDS datasets containing these flaws is as
follows:

1) Drop missing values: removed all instances of data
containing missing values by confirming that the
ratio of the missing values was not large in each
dataset.
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FIGURE 3. Network anomaly detection using memory-augmented autoencoder.

2) Replace infinite values: replace with the maximum
value for the columns containing the infinity values of
that label class.

3) Remove single-value columns: if all the values in the
columns are the same, it will not affect the learning,
but it will be removed as the input data dimension
increases. (e.g., The column ’num_outbound_cmds’ in
nsl-kdd consists of all zero values)

4) One-hot encoding: the symbol data were represented
through one-hot encoding because all of the symbol
data had to be changed to a real vector.

5) Minmax normalization: the numeric data scaled all data
to [0, 1] with min-max normalization.

Through the above pre-process, the NSL-KDD dataset,
the UNSW-NB15 dataset, and the CICIDS2017 dataset were
finally transformed into features of 121 dimensions, 196
dimensions, and 70 dimensions.

B. TRAINING MEMAE
MemAE Loss consists of reconstruction loss and entropy
loss. Given the training set D ={xi|i = 1, 2, 3 · · · ,T} con-
taining T samples, reconstruction loss is the distance between
a given input xi and its reconstructed x̂i. The reconstruction
error on each sample is minimized as follows:

Lrec(x, x̂) =
∥∥x − x̂∥∥22 (7)

where the ` 2 -norm is used to measure the reconstruction
error. Entropy loss is used to promote the sparsity of the
generated addressing weights during training. Entropy loss
minimizes a sparsity regularizer with a shrinkage operation
during the training phase, and is as follows:

Lentropy(ŵ) =
∑T

i=1
ŵi · log (ŵi) (8)

Finally, the loss function to train the MemAE model is a
combination of construction loss and entropy loss, as follows:

L =
1
T

∑T

i=1
(Lrec

(
x, x̂

)
+ αLentropy(ŵ)) (9)

where the α is a hyper-parameter that determines the impor-
tance between two different losses. During the training phase,
MemAE is trained using only the normal dataset of the train-
ing dataset and memory M records the prototypical patterns
of normal data used in the learning through gradient descents
and backpropagation.

C. DETECTING ATTACKS
During the testing phase, the trained MemAE with a normal
dataset uses the learnedmemory that was fixedwithout updat-
ing it. MemAE models have low reconstruction errors for
new data (normal) similar to the inputs used in training and
expect high reconstruction errors if non-similar data (attacks)
are used as inputs, thus defining ` 2-norm as an anomaly
score. Subsequently, a threshold θ is required to detect normal
patterns and attacks from the anomaly score. The threshold
is determined as the n-th percentile from the reconstruction
error values of the normal sample. Therefore, it is considered
normal if the anomaly score is small based on the threshold,
or an attack if it is large.

The threshold is determined by exploring the values with
the best F1-Score among the reconstruction loss percentiles
of normal samples in the validation set. However, even based
on the F1 score, it was found that when the difference in
ratio between the two classes was very large, the obtained
threshold value was biased toward many classes. Therefore,
the threshold to detect an attack properly is calculated by
sampling the same number of samples from both classes from
the validation set. Fig. 4 shows the anomaly score distribution
of the MemAE models trained on NSL-KDD datasets, with
threshold values found through percentiles and shows that the
two classes are very separated.

IV. EXPERIMENTS
In this section, we confirm the validity of the MemAE
model in network intrusion detection environments. Experi-
ments were conducted on three datasets, and the results were
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FIGURE 4. Histogram of the NSL-KDD dataset anomaly score in the MemAE model.

compared with the AE and OCSVMmodels. The two models
used for comparison are unsupervised learning models that
are trained only using normal data, the same as MemAE, and
thus correspond to the same One-class Anomaly Detection
methodology. There are two types of MemAEmodels used in
the experiment: the non-sparseMemAEmodel and the sparse
MemAE model. The two types of models are compared to
ensure that sparse encoding works effectively in network
intrusion detection problems. All of the deep learning models
used in the experiment were implemented via Keras, and the
parameters used in the learning are shown in Table 2. The
memory size N was determined through a grid search, and
the values used are shown in Table 2.

TABLE 2. Parameters used in IHE experiments.

The model used in the experiments is composed of an
encoder and a decoder in a symmetrical structure based on a
latent vector. Hidden layers of the encoder and decoder were
composed of fully-connected layers, and the Leaky-ReLU
function was used for the activation function. Configuration
of the hidden layer is constructed by increasing in multiples
from the dimension of latent vector to 512. The output layer

uses a linear function as an activation function. The latent vec-
tor dimension was 64 in the NSL-KDDUNSW-NB15 dataset
and 32 in the CICIDS 2017 dataset.

A. DATASETS
Although there are currently many open datasets for network
intrusion detection, in this paper, we conducted the experi-
ments with the NSL-KDD dataset, the UNSW-NB15 dataset,
and the CICIDS2017 dataset. The NSL-KDD dataset is a
proposed dataset by M. Tavallaee et al. [8] that improves the
KDD CUP 99 dataset created through the Defense Advanced
Research Projects Agency (DARPA) intrusion detection eval-
uation program, which includes four types of simulated
attacks: denial of service (DoS), user-to-user root (U2R),
remote local-to-local (R2L), and probe. The NSL-KDD
dataset is more suitable for the evaluation of intrusion detec-
tion models as it removes duplication and redundant records
from the KDD Cup 99. The NSL-KDD dataset has been
used by many researchers for network intrusion detection,
but it has a problem with not reflecting modern network
traffic and footprints of intrusion because the dataset is out-
dated. For this reason, we additionally used the more mod-
ern UNSW-NB15 dataset and the CICIDS 2017 dataset in
the experiments. The UNSW-NB15 dataset was created by
the IXIA PerfectStorm tool in the Cyber Range Lab of the
Australian Centre for Cyber Security (ACCS), which contains
nine attacks: Fuzzers, Analysis, Backdoors, DoS, Exploits,
Generic, Reconnaissance, Shellcode, and Worms. Relatively,
the CICIDS2017 dataset is the most recent compared to the
two datasets introduced above. The CICIDS 2017 dataset is
a five-day collection of normal and attacks traffic data from
the Canadian Institute of Cybersecurity. The collected data is
divided into a total of 8, and the attacks made over the five
days differ in types for each day of the week.

The NSL-KDD dataset and the UNSW-NB15 dataset pro-
vided a training set and testing set in pairs, so they were
used as they are as shown in Table 3. CICIDS 2017 data was
used by combining all data provided by day of the week.
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FIGURE 5. t-SNE visualization for NSL-KDD.

TABLE 3. Configuration of dataset used in experiments.

30% of the training dataset was used as a validation set,
which was used to find the threshold. In the remaining 70%,
only normal data were extracted and used for training. Since
the CICIDS 2017 dataset has a dominant number of normal
samples, 300,000 instances are sampled and used for training.
Additionally, the CICIDS 2017 dataset used only DoS attacks
for evaluation.

Network traffic data is represented by high-dimensional
vectors and can be visualized thru various techniques, such
as t-distributed Stochastic Neighbor Embedded (t-SNE). The
t-SNE techniques can embed in a low dimension while pre-
serving the ‘‘neighbor structure’’ between data represented
by a high-dimensional vector. Figs. 5 and 6 show a visualiza-
tion of the NSL-KDD dataset and the UNSW-NB15 dataset
through t-SNE techniques, which shows that normal samples
and attack samples share some of the same feature spaces,
making linear separation impossible. This shows the diffi-
culty of anomaly detection problems in network traffic.

B. PERFORMANCE EVALUATION
The network traffic anomaly detection problem can be
defined as a binary classification problem. In binary classifi-
cation problems, the Receiver Operator Characteristic (ROC)
Curve is commonly used to evaluate the model. The ROC
curve is a graph showing the performance of the classification

TABLE 4. Confusion matrix.

FIGURE 6. t-SNE visualization for UNSW-NB15.

model at all classification thresholds, by plotting the true
positive rate (TPR) against the false positive rate (FPR). Area
Under Curve (AUC) can be used as a way to quantitatively
evaluate the ROC Curve. AUC is an indicator of the area
under the curve, and the closer it is to one, the more likely it
is to be judged as a perfect classifier. When this is applied to
the ROC curve, it is called Area Under the Receiver Operator
Characteristic (AUROC).

In addition, the F1 score is used as an evaluation metric and
is used to evaluate the classification performance in the acqui-
sition of the threshold and the testing phase of the model.
The F1 Score means the harmonized average of precision and
recall and is a metric mainly used for accurate evaluation in
imbalanced data. These metrics are calculated based on the
confusion matrix in Table 4, and are as follows:

TPR =
TP

TP+ FN
(10)

FPR =
FP

FP+ TN
(11)

Accuracy =
TP+ TN

TP+ TN + FP+ FN
(12)

Precision =
TP

TP+ FP
(13)

Recall =
TP

TP+ FN
(14)

F1 − Score = 2
Precision× Recall
Precision+ Recall

(15)
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FIGURE 7. Evaluation value of the ROC curve of each model for the NSL-KDD test set.

FIGURE 8. Evaluation value of the ROC curve of each model for the UNSW-NB15 test set.

C. EXPERIMENT RESULTS
The experiments measure classification performance results
over thresholds determined by a validation set of each data
and check the AUROCmetric to see if each model is sensitive
to changes in thresholds. In addition, by analyzing the perfor-
mance metrics for each attack, we also confirmed attacks that
were difficult for the model to detect. Finally, we also verified
that sparse encoding works efficiently.

Table 5 shows the AUROC performance of each model
for the entire set of network traffic data used in the exper-
iment. The SparseMemAE model is an autoencoder using
the sparse memory module, which shows good performance
compared to the OCSVM model and the AE model but
does not show better performance compared to the MemAE
model. These results are thought to use a network consisting
of fully-connected layers and are expected to show good
results only when used with models capable of extracting var-
ious features, such as convolutional networks. In all experi-
ments, OCSVM showed the lowest performance for the entire
dataset, and theMemAEmodel showed the best performance.

Figs. 7, 8, and 9 show the ROC Curve and AUROC values
for each attack for each dataset, which can be used to identify
which attack techniques are difficult to detect. These results
show that the attacks that each model finds difficult to detect

TABLE 5. AUROC performance for NIDS datasets.

are similar. The closer the ROC curve is to the upper left,
the better the model, and the maximum value is one when
calculating the AUC value. The MemAE model generally
shows an AUROC value of 0.9 for all attacks, indicating that
the distribution of normal and attack reconstruction errors are
very far apart. It also means that the performance does not
react sensitively to small changes in the determined threshold.
Therefore, the thresholds determined from the validation set
will also operate as good decision boundaries during testing.
Tables 6, 7, and 8 show the classification results of the model
according to these decision boundaries.
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FIGURE 9. Evaluation value of the ROC curve of each model for the CICIDS 2017 test set.

TABLE 6. Attack detection result in NSL-KDD.

Table 6 shows the results of the classification performance
in the test phase of MemAE, using the thresholds determined
in the validation set for the NSL-KDD dataset. Thresholds
were explored for the entire attack and were not individually
calculated for each attack. In the test phase, the average
reconstruction error of the normal samples was about 0.92,
and the standard deviation was about 1.01. In comparison,
the average of the attack samples was about 10.28 and the
standard deviation was about 3.46, confirming that there was
quite a difference between the two groups. The threshold
obtained from the validation set is about 1.79, corresponding
to the 96th percentile of the reconstruction error value of
the normal samples. If the normal and attack reconstruction
errors were completely separated, the 100th percentile would
be optimal. This means that the closer that determined thresh-
olds are to the 100th percentile, the better the model can
separate the two groups. Fig. 4 is a graph that visualizes these
results and shows that the reconstruction errors of normal and
abnormal classes are easy to visualize separately. From the
results in Table 6, the proposed MemAEmodel can generally
detect all attacks well in NSL-KDD and ensured that the
threshold is valid.

Table 7 shows the results of the classification performance
in the test phase of MemAE, using the thresholds determined
in the validation set for the UNSW-NB15 dataset. In the test
phase, the average reconstruction error of the normal samples
was about 0.72, and the standard deviation was about 0.62.
In comparison, the average of the attack samples was about
4.79 and the standard deviation was about 2.69, confirming
that the two groups were not well separated compared to
NSL-KDD. The threshold used for the test is about 1.79,

TABLE 7. Attack detection result in UNSW-NB15.

corresponding to the 96th percentile threshold for the nor-
mal reconstruction error. We confirmed that Fuzzers and
Reconnaissance attacks showed relatively low performance
compared to other attacks, and the AUROC values for both
attacks were 0.7 and 0.64, as shown in Fig. 7. However, while
the shellcode attack also has a low AUROC value, the actual
detection performance is high. This is because the number
of two class samples is very different from 27900 to 59,
so the detection performance is biased as the normal class.
The proposed model detects all of the above three attacks
well. In addition, as shown in Table 5, when the model was
evaluated with AUROC, it was confirmed that it is about
0.15 better than OCSVM.

Table 8 shows experimental results for the CICIDS
2017 dataset and shows the detection performance for each
dos technique. In the test phase, the average reconstruction
error of the normal samples was about 0.18, and the standard
deviation was about 0.22. On the other hand, the average of
the attack samples was about 2.83 and the standard deviation
was about 2.47, confirming that the two groups were not well
separated compared to NSL-KDD. The threshold obtained
from the validation set is about 0.41, corresponding to the
92th percentile of the reconstruction error value of the normal
samples. We confirmed that the proposed model has high
performance against all dos attacks. Fig. 8 shows that the
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TABLE 8. Attack detection result in CICIDS 2017.

TABLE 9. Comparison of experimental results with other existing studies
on the NSL-KDD dataset.

OCSVM model shows low AUROC performance against
DDoS attacks, but the AE-based models show high overall
performance. This shows that AE-based models work well in
the network anomaly detection problem.

Tables 9 and 10 show the results compared to other exist-
ing studies in the NSL-KDD and UNSW-NB15 datasets.
CICIDS2017 dataset was excluded because the results were
confirmed only for DOS attacks. In the NSL-KDD dataset,
it was found that the proposed method showed the best
performance when evaluated based on accuracy, and it was
confirmed that the Sparse AE and MLP model showed better
performance when evaluated based on the F1 score. In addi-
tion, it was confirmed from Table 9 that the proposed model
is better even for the AE and DAE methods. Both models
are AE-based studies conducted in other previous studies.
In the UNSW-NB15 data, compared with previous studies,
the VLSTMmodel showed the best performance when evalu-
ated based on the F1 score. Since accuracy was not provided,
the comparison was not possible, and it was confirmed that
the proposed model shows high performance compared to the
rest of the models. In addition, we confirmed that most of the
existing models have precision and recall metrics skewed to
one side, whereas the proposed model sets a threshold based

TABLE 10. Comparison of experimental results with other existing
studies on the UNSW-NB15 dataset.

TABLE 11. Comparison of time spent on learning the AE and MemAE
parameters.

on the f1 score, so there is no significant difference between
the two metrics.

In deep learning, most architectures use similar computa-
tional elements (e.g., convolutional layers and linear layers).
Thus, it is a convention to use the number of parameters as
a stand-in for complexity. Table 11 shows the time spent
for the AE model and MemAE model to train 47140 nor-
mal samples of the NSL-KDD train set and the number
of parameters used for model training. The difference in
time spent on large learning according to the memory size
is not large, and this is the same as the memory trainable
parameter multiplied by the memory size and the embedding
dimension.

V. CONCLUSION
In this study, we pointed out that over-generalization prob-
lems may occur in AE-based models commonly used in net-
work anomaly detection domains, and to solve this problem,
we proposed a method using the Memory-augmented Deep
Autoencoder (MemAE) method. The reason for this problem
is that the auto-encoder is trained to be over-generalized,
or in a latent vector compressed for reconstruction, where the
attack sample and the normal sample share some common
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reconstruction patterns. MemAE solves this problem by
bringing the reconstruction of the attack inputs closer to the
normal sample through the memory module. Experiments
were conducted using the NSL-KDD dataset, which has been
widely used in the past, and the UNSW-NB15 and CICIDS
2017 datasets to reflect recent attack environments. First,
we evaluated the model based on the AUROC values of all
models, and the results confirmed that the MemAE model
performed better for all datasets. In addition, it was con-
firmed that the SparseMemAEmodel using sparse addressing
showed better performance than the OCSVM and AE-based
models, but did not show better performance than the basic
MemAE model. We analyzed the result as the cause of the
narrow feature extraction ability of the fully-connected layer.
Overall, it was confirmed that the proposed model has an
AUROC value of at least 0.9 for attacks of all datasets.
Second, we evaluated the classification performance of the
test set through the threshold value. The threshold value is
obtained through the validation set, and the classification
performance evaluated through this is related to the pre-
viously evaluated AUROC score. This is because a model
with an AUROC value close to 1 is not sensitive to subtle
changes in the threshold value, so the obtained threshold
value acts as a valid decision boundary even during the test.
Unlike the NSL-KDD test set, the UNSW-NB15 and CICIDS
2017 test sets are unbalanced data. Therefore, we evaluated
the classification results for each data based on F1-Score,
which can be usefully used when evaluating unbalanced data.
The classification result was about 95% for the NSL-KDD
dataset, about 83% for the UNSW-NB15 dataset, and about
88% for the CICIDS 2017 dataset.
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