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ABSTRACT An innovative financial risk early warning model based on the Internet of Things (IoT) big data
technology is proposed to maintain the long-term stable development of Internet finance. The Internet credit
finance is introduced, a financial risk identification method based on the big data technology is proposed,
and a risk assessment method for Internet finance based on back propagation neural network (BPNN) is
put forwarded in this study. The actual Internet financial data is selected for verification and analysis. The
results reveal that the identification and prediction model of Internet credit finance risk based on big data
technology can realize risk analysis of online credit in the Internet credit finance, and can give corresponding
credit ratings to new customers on credit platforms. The training error is the lowest when the number of
hidden layer nodes is 14; and the training error is the smallest when the learning rate is 0.06; Based on the
BPNN, it can accurately assess the financial risks of the Internet credit platform, and the accuracy of its risk
level prediction has reached 100%. This study can provide a theoretical basis for the application of IoT big
data technology and neural network models in the financial field, and also give an important reference for
the risk management of Internet finance.

INDEX TERMS Big data technology, risk early warning, Internet credit and finance, risk assessment,
Internet of Things.

I. INTRODUCTION
With the continuous development of the third technological
revolution, the Internet has gradually integrated into various
fields. The emergence of Internet finance has brought about
tremendous changes in the boundaries of the financial indus-
try [1], [2]. In recent years, the network credit finance has
developed rapidly, which reflects that the financial industry
has great potential in combination with the Internet, can break
the traditional time and geographical constraints, and shows
the freedom of finance [3]. However, its risk early warn-
ing mechanism is not perfect, and there are many problems
caused by credit risk [4], [5]. Thus, the risk early warning
and evaluation of Internet credit finance has also become a
hot topic, aiming to solve above problems.

In recent years, with the in-depth integration of new tech-
nologies such as the Internet, big data, blockchain, and the
Internet of Things (IoT) with the supply chain finance model,
the shortcomings of the traditional supply chain finance
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model have been compensated, and the applicability of the
supply chain finance model in providing financing for small
and micro enterprises has been further improved. The IoT
is defined by the International Telecommunication Union
defines the as information sensing equipment such as quick
response (QR) code reading equipment, radio frequency iden-
tification devices, infrared sensors, global positioning sys-
tems, and laser scanners. It connects various items to the
Internet according to an agreed protocol, so it is a network that
exchanges information and communicates to realize intel-
ligent identification, positioning, tracking, monitoring, and
management. With the continuous maturity of applications
such as radio frequency identification devices and sensor
technologies, the reliability of the IoT continues to increase,
and the cost is greatly reduced. The application of IoT tech-
nology in the supply chain finance can effectively promote the
business innovation. For example, it can assist various mate-
rials to realize the whole-process systematic management and
automatic monitoring. In terms of credit risk prevention and
control, the IoT technology can help financial institutions
to dynamically track related companies in the supply chain,
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grasp corporate information in a timely manner, and deal
with it in a timely manner when a company may have a
credit default to avoid risk spread. Some domestic and foreign
scholars have conducted many studies on the risk manage-
ment of Internet finance. Lyu and Zhao [6] explored the appli-
cation of compressed sensing in risk assessment of Internet
finance in a big data environment. Yang et al. [7] constructed
an Internet supply chain financial risk management model
based on data science. Kou et al. [8] applied the machine
learning methods in the system risk analysis of the financial
sector. Du et al. [9] proposed an innovative risk early warning
model based on big data technology and applied it to the
evaluation of Internet credit financial risk. The development
of big data technology and machine learning has greatly
improved the efficiency of data processing. The combina-
tion of big data technology and the innovative correlation
analysis of various algorithms has made risk management
more digitized and informationalized [10]. Zhang [11] estab-
lished a financial investment risk model based on intelligent
fuzzy neural network. Teles et al. [12] explored the credit
risk prediction based on artificial neural network (ANN) and
Bayesian network models. Xu et al. [13] applied information
entropy and BPNN to identify and classify bank branch risks.
The neural network can fit nonlinear issues without relying
on the function setting to get a more accurate simulation
effect, so it can evaluate the prediction effect of the risk early
warning model more accurately.

In summary, the Internet credit financial risks are iden-
tified and analyzed based on the IoT technology, and a
BPNN-based financial risk early warning model is con-
structed in this study. Then, the risk early warning research
on the emerging online credit financial model in recent years
is collected and analyzed, and the actual Internet credit plat-
forms are selected for analysis. This study aims to provide
an important reference for the stable development of online
credit finance.

II. MATERIALS AND METHODS
A. CONCEPTS OF INTERNET CREDIT FINANCIAL RISK
Internet finance is formed by the financial industry combined
with Internet, IoT big data, and other technologies [14]. Com-
pared with traditional financial methods, Internet finance has
greatly changed in terms of management concepts, methods,
and technologies. Currently, Internet credit finance has grad-
ually become the fastest growing model in Internet finance.
Online credit refers to the behavior of borrowing and lending
among persons and between persons and enterprises on the
Internet platform. This is a borrowing method that breaks
away from traditional finance. It is based on information
technology and has a relatively low cost but a relatively high
rate of return, so it has been favored by people [15]. There
are generally three modes of online credit, and the online
transaction mode is shown in Figure 1.

Figure 1 shows that the online transaction model can
complete all credit financing processes through the Internet
credit platform combined with the IoT technology, but it can

FIGURE 1. The online transaction mode of internet credit.

FIGURE 2. The offline transaction mode of internet credit.

generate a relatively high default rate, so it must bear the cor-
responding credit risk [16]. The second mode that combines
online and offline transaction can raise funds online, but the
‘‘looking for borrower’’ and audits are done offline. Although
this can increase the reliability of information, it will generate
more operating costs. Another is the offline mode, and the
corresponding process is shown in Figure 2.

As shown in Figure 2, the Internet credit platform is
adopted to collect information on borrowers, but audits are all
performed offline. These three models have different charac-
teristics, however, no matter which model they are, they will
generate some credit risks.

Credit risk mainly refers to the inability or unwillingness
of the borrower to repay the loan after the loan expires, which
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FIGURE 3. Composition of credit risk.

causes the Internet credit platform to be unable to recover
the corresponding loan and suffer some loss [17]. Therefore,
it is necessary to provide early warning of credit risk, that
is, to monitor the development of credit risk after the loan,
to identify and evaluate the early credit risk in time, and to
take corresponding measures to prevent and control [18].

The credit risk is analyzed from both the macro and micro
aspects, and the risk composition is shown in Figure 3.

B. DATA RECOGNITION AND MINING METHOD OF
INTERNET FINANCE BASED ON BIG DATA TECHNOLOGY
Big data technology was proposed and applied in 1890s, and
the initial big data technology mainly referred to data mining
technology. By the 21st century, the main research content
of big data technology has been transferred to some unstruc-
tured data, including pictures and audios. The advancement
of storage technology has led to the rapid growth of such
unstructured data. In this era of IoT, the emergence of parallel
computing and distributed systems has caused the research
direction of big data technology to shift to cloud computing
and distributed system architecture [19]. Today, the contin-
uous popularization of smart phones and the exponential
growth of information in social networks have given mobile
data the characteristics of distribution and fragmentation.
These characteristics make the storage and processing of
mobile data becomes a difficulty. Figure 4 shows the process
of processing large amounts of mobile data with big data
technology.

According to Figure 4, the processing and analysis of
various types of data and information transmission involve
some key technologies included in big data and the IoT.
RapidMiner, as a relatively advanced data mining solution,
can provide some help for big data analysis in the form of a
graphical interface. RapidMiner has a tree structure similar
to the Microsoft system, and nodes on this structure can be
labeled with corresponding operations [20]. RapidMiner con-
tains multiple operators such as data change, data modeling,
data exploration, data evaluation, and data processing. It has
powerful data mining capabilities, rich algorithm functions,
and outstanding analysis capabilities, so it has been widely
used [21].

The big data technology is adopted to identify the risks
of Internet credit finance. The data usually used are logistic
regression and random forest. When RapidMiner is used for

FIGURE 4. The process of processing large amounts of data with big data
technology.

risk modeling and analysis of Internet credit finance, crawler
technology is firstly adopted to obtain data, and correspond-
ing preprocessing is performed in RapidMiner to acquire the
corresponding data module, so that the big data technology
can be utilized for processing and analysis. The specific
process is given in Figure 5.

Figure 5 illustrates that data mining and identification of
Internet credit financial risk are generally divided into the
following steps. Firstly, the corresponding historical data and
incremental data are select from the data extracted by the
crawler. Then, the data set is analyzed and pre-processed for
analysis of data outliers and missing values, its attributes are
specified, and the data transformation and cleaning are per-
formed. The processed data is undertaken as modeling data to
analyze the random forest algorithm and logistic regression
model in the big data technology to identify and analyze the
Internet credit risks, so as to obtain the analysis results.

The realization of the random forest algorithm requires to
construct multiple data sets. The classification decision tree
can be obtained after the data sets are trained. During the data
extraction, the data that is not extracted will constitute an out-
of-bag data set [22]. These decision trees have to be classified
based on their classification capabilities during the feature
selection, and finally the entire classification decision tree can
be obtained in a recursive manner. The decision tree can grow
to maximize without any intervention, which can minimize
the error, so that a large number of decision trees that grow
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FIGURE 5. Risk identification of internet credit finance based on the big
data technology.

FIGURE 6. Curve of sigmoid function.

can form a random forest. The classification of a new sample
can be predicted with the voting method for judgment [23].

Logistic regression model to classify data requires mas-
tering the Sigmoid function [24], which can be expressed as
equation (1).

L (x) =
1

1+ e−x
(1)

The corresponding function curve is given in Figure 6
below:

Above figure illustrates that the Sigmoid function is an
s-shaped curve, and its value is between [0,1], and the value
of the function will quickly approach 0/1 when it is far away
from 0.

A machine learning model actually limits the decision
function to a certain set of conditions, which determines the
hypothesis space of the model. As a s function, Sigmoid func-
tion fluctuates between 0 and 1, its two ends can approach

0 and 1, respectively. The closer it is to the end, the faster
it approaches [25]. The hypothetical function is looking
for on the basis of the Sigmoid function, as shown in
equations (2)∼(4).

Lθ (x) =
1

1+ e−θT
(2)

Lθ (x) = P (Y = 1| x, θ) (3)

P (Y = 1| x, θ)+ P (Y = 0| x, θ) = 1 (4)

In the equations above, θ represents the parameters of the
model, P represents the probability of the data, s refers to the
likelihood of the data in the model, and T is the regular term
of the optimization target in the model. After the hypothesis
function of the model is determined, the parameters of the
model can be determined using the maximum likelihood
estimation [26]. The parameter expression of the likelihood
function is shown in equation (5).

S (θ) =
∏

P (Y | θ, x) =
∏

g
(
θT x

)y(
1− g

(
θT x

))1−y
(5)

In the equation (5) above, g (∗) is the above-mentioned
Sigmoid function, s represents the likelihood of the data in
the model, and T refers to the regular term of the optimization
objective in themodel. Solving the logarithm of the likelihood
function can obtain the corresponding model parameters,
as shown in equation (6).

s (θ) =
∑

y log g
(
θT x

)
+ (1− y) log

(
1− g

(
θT x

))
(6)

C. RISK EARLY WARNING MODEL OF INTERNET FINANCE
BASED ON BPNN
BPNN is a network system designed with the human brain
as a model, and the connection among its neuron nodes is
similar to the way of transmission among human brain neural
networks [27]. BPNN is a non-linear mapping network, and
its transmission path is from low to high. In this study, BPNN
is a three-layer network model including input layer, hidden
layer, and output layer.

There is no complete theoretical guidance to confirm
the structural parameters of BPNN, but the corresponding
settlement can be made through related experiments and
experience [28]. Neural networks have very high accuracy
requirements, and have to reduce the error between the target
values of the calculation results, so it is necessary to set a
relatively reasonable accuracy. It is necessary to adopt the
algorithms to optimize the learning efficiency of BPNN.
The trailingdx optimization method can improve the gradient
learning method, so that it can adapt to the learning method
of the subject as soon as possible, thereby increasing the
learning speed of the subject and obtaining better Learning
effect [29].

BPNN has to control the correction error of the weight. The
error signal will be transmitted backwards from the output
layer, and the data will be corrected accordingly along the
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signal transmission route to determine a more appropriate
weight [30].

The input and output of the ith node in the hidden layer of
BPNN are shown in equations (7) and (8), respectively.

net i =
∑
j

wijxj − αi (7)

yi = f

∑
j

wijxj − αi

 (8)

In the above two equations, wij refers to the weight from
the i-th node in the hidden layer to the j-th node in the input
layer, and f refers to the activation function of the hidden
layer. The threshold of the i-th node in the hidden layer is
represented by yi, and the input of the j-th node of the input
layer is represented by xj.

The output of the hidden layer node is the input of the
output layer node, and the output and output of the output
node are shown in equations (9) and (10), respectively.

netk =
∑
j

mikyi − βk (9)

zk = f

∑
j

mikyi − βk

 (10)

In equations (9) and (10) above, the output of the output
layer is represented by zk, the threshold value at the k-th
node of the output layer is represented by zk, and the weight
between the hidden layer and the output layer is represented
by m.

The error between the final output of the output layer and
the target value can be written as equation (11).

E =
1
2

∑
k=1

(tk − zk)2 (11)

In the above equation (11), z refers to the output target
value.

The total error of the neural network training P samples is
shown in equation (12).

E =
1
2

∑
p=1

∑
k=1

(
tpk − z

p
k

)2 (12)

The error gradient descent method is adopted for correc-
tion. The correction amount of the hidden layer weight and
that of the threshold can be expressed in equation (13) and
equation (14), respectively.

1wij = −η
∂E
∂wij

(13)

1αi = −η
∂E
∂αi

(14)

The correction amount of the weight of the output layer
and that of the threshold are shown in equation (15) and
equation (16), respectively.

1wik = −η
∂E
∂wik

(15)

1βk = −η
∂E
∂βk

(16)

In the above two equations, η represents the step size of the
gradient descent.

Therefore, the weight correction of the hidden layer can be
obtained, as shown in equation (17).

1wij = −η
∂E
∂net i

∂net i
∂wij

= −η
∂E
∂yi

∂yi
∂net i

∂net i
∂wij

(17)

The threshold correction equation of the hidden layer is
shown as follows.

1αi = −η
∂E
∂net i

∂net i
∂αi
= −η

∂E
∂yi

∂yi
∂net i

∂net i
∂αi

(18)

The weight correction equation of the output layer is given
as follows.

1wik = −η
∂E
∂netk

∂netk
∂wik

= −η
∂E
∂zk

∂zk
∂netk

∂netk
∂wik

(19)

The threshold correction of the output layer is given in
equation (20).

1βk = −η
∂E
∂netk

∂netk
∂βk

= −η
∂E
∂zk

∂zk
∂netk

∂netk
∂βk

(20)

Then, the following equations (21) ∼ (26) are true.

∂E
∂zk
= −

∑
p=1

∑
k=1

(
tpk − z

p
k

)
(21)

∂netk
∂wik

= yi (22)

∂netk
∂βk

= 1 (23)

∂net i
∂wij

= xj (24)

∂net i
∂αi
= 1 (25)

∂E
∂yi
= −

∑
p=1

∑
k=1

(
tpk − z

p
k

)
· f ′ (net i) · wki (26)

The corresponding weight and threshold correction equa-
tions can be obtained, as shown in equations (27)∼(30).

1wki = η
∑
p=1

∑
k=1

(
tpk − z

p
k

)
· f ′ (netk) · yi (27)

1βk = η
∑
p=1

∑
k=1

(
tpk − z

p
k

)
· f ′ (netk) (28)

1wij = η
∑
p=1

∑
k=1

(
tpk − z

p
k

)
· f ′ (netk) · wki · f ′ (net i) · xj

(29)

1αi = η
∑
p=1

∑
k=1

(
tpk − z

p
k

)
· f ′ (netk) · wki · f ′ (net i) (30)

The generations of new weights and thresholds are shown
in equations (31)∼(34).

wki (k + 1) = wki (k)+1wki (k) (31)

wij (k + 1) = wij (k)+1wij (k) (32)
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FIGURE 7. The specific process for running of BPNN.

αi (k + 1) = αi (k)+1αi (k) (33)

βk (k + 1) = βk (k)+1βk (k) (34)

After the weights and thresholds among the layers of the
neural network are adjusted, the error of the neural network
is reduced to achieve an output close to the target value. The
specific process is shown in Figure 7.

III. RESULTS
A. APPLICATION OF BIG DATA TECHNOLOGY IN RISK
IDENTIFICATION OF INTERNET FINANCE
In the era of the IoT, big data technology is used to identify
and analyze the risks of Internet credit finance. The default
risk assessment is not enough for some fraud or defaulters
after their credit ends in the Internet credit industry, and it
is essential to judge the possibility of default before their
credit. Under normal circumstances, the risk evaluation of
the Internet finance credit usually refers to the relevant infor-
mation of the borrower, and judges the possibility of default
based on the consumption philosophy and creditworthiness of
the credit officers. Relevant information can be obtained by
using big data technology. Therefore, the crawler technology
is applied in this study to capture and store the data. The
time range of observation and analysis is two years, and
the data appearing in the observation window is randomly
selected to form historical data. The latest time of the newly
added information can be regarded as the end time, and then
sampling processing can be performed to obtain incremental
historical data.

TABLE 1. Credit ratings of some data samples.

FIGURE 8. Calculation results for credit ratings of training set. Note: A, B,
C, D, and E in the figure refer to Very safe, Safe, Warning, Dangerous, and
Very dangerous, respectively.

The data transformation, cleaning, and protocol processing
methods are applied in this study. In RapidMiner, Mittere
Examples is used to filter data that meets the corresponding
cleaning conditions, and then clean and change the data.

20% of the data samples are selected as the test set of the
sample data, and the rest are the training set. SplitData in
RapidMiner is adopted to complete the credit scoring and
rating operations on the sample test set and training set.
In addition, 1,000 data samples are selected, and some of the
credit ratings results are shown in Table 1.

80% of the sample data are selected and included in the
training set. Using the credit rating calculation method based
on the IoT and big data technology can obtain the sample size
and default rate of each level. The credit rating results of the
training set are shown in Figure 8 below.

Similarly, the remaining 200 samples in the sample data are
included in the test set for comprehensive calculation, and the
credit ratings of the test set are shown in Figure 8.

Figure 9 reveals that the overall default rate in the sample
data of the test set is about 9%. The lower the credit ratings,
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FIGURE 9. Calculation results for credit ratings of test set. Note: A, B, C, D,
and E in the figure refer to Very safe, Safe, Warning, Dangerous, and Very
dangerous, respectively.

FIGURE 10. Comparison between predicted default rate and actual
default rate at different credit ratings. Note: A, B, C, D, and E in the
figure refer to Very safe, Safe, Warning, Dangerous, and Very dangerous,
respectively.

the higher the default rate, and the default rate for credit
ratings of samples in level E reaches 33.3%.

The actual default rate and predicted default rate of differ-
ent sample data are calculated to verify the feasibility of the
IoT and big data technology in identifying the Internet credit
financial risks. The actual default rate refers to the ratio of the
number of defaulters to the number of samples in the sample
data. The predicted default rate is the average value after pre-
dicting the default rate in the sample set. The corresponding
sample data set is to classify the samples according to credit
ratings to get 5 subsets, which are measured and analyzed
separately (as given in Figure 10).

Figure 9 reveals that the actual default rate and the pre-
dicted default rate both increase with the decrease of credit
ratings, showing positive correlation between the two.

B. APPLICATION OF RISK ASSESSMENT MODEL OF
INTERNET FINANCE BASED ON BPNN
With rapid development of the IoT, Internet credit has been
gradually integrated into people’s lives, but there are still
many risk factors. In addition, the current Internet financial
system is not perfect and is still in the initial stage of devel-
opment. Therefore, a more complete early warning system

FIGURE 11. The risk early warning indicator system for Internet credit
finance.

TABLE 2. The early warning signs of KLR signal analysis method.

is constructed in this study to supervise the financial risk
of Internet credit, which analyzes the risk factors of Internet
credit according to specific risk indicators. The risk estima-
tion model for Internet credit finance based on the BPNN is
adopted to assess the risks of credit finance of the Internet
credit platforms.

The possibility and controllability of Internet credit
finance risks are analyzed through official platforms, official
accounts, related certification groups, and other platforms,
and the degree of damage that will be brought after the risks
is analyzed comprehensively. Querying different references
can divide the risk evaluation of Internet credit finance into
different directions and establish corresponding risk early
warning indicator system (as shown in Figure 11).

Figure 10 discloses that the early warning indicator sys-
tem for Internet credit finance used in this study contains 9
indicators (A1∼A9).
In this study, Kernalised logistic regression (KLR) sig-

nal analysis method is applied to classify the risk levels of
Internet credit finance. The early warning signs are shown
in Table 2.

20 Internet credit platforms are selected as samples for
example analysis, which are relatively representative and
highly active. According to the comprehensive evaluation
of these platforms by Wangdai Tianyan and Wangdaizhijia
and the credit data of the past two years, the calculation is
performed based on the risk early warning indicator system
of Internet credit finance. Excel is utilized for statistical
analysis to calculate the weighted average of the relevant
data, and then get the corresponding indicator data, which are
illustrated in Figure 12.

The risk values of Internet credit platforms are calculated
statistically using Excel, and the risk level obtained by KLR
signal analysis method is given in Table 3 below.
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FIGURE 12. Indicator data of some internet credit platforms.

TABLE 3. The risk level obtained by KLR signal analysis method.

According to Table 3, the higher the comprehensive score,
the stronger the ability of risk prevention and control.

The risks of Internet credit finance are assessed under the
BPNN and verified based on the actual credit platforms. The
risk early warning indicators for Internet credit finance are
undertaken as the inputs of the neural network, and the risk
levels are taken as the outputs of the neural network. is The
data set is trained using Matlab to obtain a BPNN. The output
of the neural network can reflect the risk evaluation level of
Internet credit finance, which can also provide a critical basis
for the management and control of Internet financial risk.

BPNN is simulated and trained usingMatlab, and the learn-
ing rate and the number of hidden layer nodes are changed
to find the smallest error, thereby determining the model
parameters, as shown in Figure 13.

Figure 12(A) illustrates that the training error is the
smallest when the number of hidden layer nodes is 14.
Figure 12(B) discloses that the training error is the smallest
when the learning rate is 0.06. To ensure the performance

FIGURE 13. Determinations of model parameters of BPNN and predicted
error of training.

of BPNN-based risk early warning model of Internet credit
finance, the orthogonal design method should be used to
rationally design the parameters of BPNN. The BPNNmodel
structure used in this study includes 9 nodes in the output
layer, 14 nodes in the hidden layer, and 1 node in the out-
put layer. Figure 12(C) shows that when the neural network
model is iterated to the 6th generation, the optimal solution
can be obtained. In addition, Figure 12 (D) and the above
analysis of risk levels suggest that the accuracy of the neu-
ral network model to predict the risk of the Internet credit
platform can reach 100%.

IV. DISCUSSION
In this study, a method for identifying risks in online credit
finance based on the IoT and big data technology is proposed
and applied to the innovative risk early warning model of
online credit finance. Then, a BPNN-based risk early warn-
ing model of Internet credit finance is established, which is
proved to show higher accuracy in predicting the default rate
of Internet credit personnel and identifying and classifying
their credit risks. Such results are similar to Du et al. (2021).
It proves that comparedwith traditional credit assessment, big
data technology can not only reduce the workload, rationally
allocate resources, and improve work efficiency, but it can
also reduce human errors in traditional methods. According
to the credit ratings model based on big data, Internet credit
platforms can calculate their credit scores of new customers,
and give corresponding processing responses based on their
credit ratings. In the actual credit behavior, if the credit rating
of customer is A, it means that there is no default behavior,
no risk, and the review process can be passed directly. When
its credit rating is relatively low, it may cause corresponding
risks and can be rejected directly. In this way, quantifying
the credit of new customers can also save the cost of manual
review. The application results of the risk early warning
model based on BPNN show that this model can achieve a
prediction success rate of 100%. Qi et al. (2020) also applied
the neural network model to the prediction of Internet finance
and achieved good prediction results. BPNN is applied in
this study to evaluate the risks of Internet credit finance so
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as to predict the risks in advance and take essential preven-
tive measures. The application of neural network makes the
risk management of Internet finance more perfect, and has
important reference value for related online credit platforms.
Big data technology is adopted to identify the risks of Inter-
net credit finance, and neural network models are used for
evaluation and prediction, making this innovative risk early
warning mode has been improved, thereby guaranteeing the
stable development of Internet finance.

V. CONCLUSION
The IoT big data technology and neural network model are
applied to Internet financial risk management, aiming to
make a more accurate assessment of Internet financial risks.
The risks of Internet credit finance are identified based on big
data technology, and they are assessed and predicted based
on the BPNN model. The results reveal that the application
of big data technology can reduce the cost of credit review of
online credit officers, and the application of neural network
can accurately assess and predict the risks of Internet credit
finance. The research in this study provides a crucial refer-
ence for the application of big data technology and neural
network methods in the financial field. However, there are
still some limitations for this study. It mainly focuses on the
risk management of the emerging Internet credit platform
in recent years, which is not enough for Internet finance.
Therefore, it has to unify some representative industries to
make the research results more convincing in future.

REFERENCES
[1] R. Chen, H. Chen, C. Jin, B. Wei, and L. Yu, ‘‘Linkages and

spillovers between internet finance and traditional finance: Evidence from
China,’’ Emerg. Markets Finance Trade, vol. 56, no. 6, pp. 1196–1210,
May 2020.

[2] R. Chen, J. Yu, C. Jin, and W. Bao, ‘‘Internet finance investor sentiment
and return comovement,’’ Pacific-Basin Finance J., vol. 56, pp. 151–161,
Sep. 2019.

[3] R. Xu, C.Mi, R.Mierzwiak, andR.Meng, ‘‘Complex network construction
of internet finance risk,’’ Phys. A, Stat. Mech. Appl., vol. 540, Feb. 2020,
Art. no. 122930.

[4] D. Yang, P. Chen, F. Shi, and C. Wen, ‘‘Internet finance: Its uncertain legal
foundations and the role of big data in its development,’’ Emerg. Markets
Finance Trade, vol. 54, no. 4, pp. 721–732, Mar. 2018.

[5] M. M. Hasan, J. Popp, and J. Oláh, ‘‘Current landscape and influ-
ence of big data on finance,’’ J. Big Data, vol. 7, no. 1, pp. 1–17,
Dec. 2020.

[6] X. Lyu and J. Zhao, ‘‘Compressed sensing and its applications in risk
assessment for internet supply chain finance under big data,’’ IEEE Access,
vol. 7, pp. 53182–53187, 2019.

[7] Q. Yang, Y. Wang, and Y. Ren, ‘‘Research on financial risk management
model of internet supply chain based on data science,’’ Cogn. Syst. Res.,
vol. 56, pp. 50–55, Aug. 2019.

[8] G. Kou, X. Chao, Y. Peng, F. E. Alsaadi, and E. Herrera-Viedma,
‘‘Machine learning methods for systemic risk analysis in financial sec-
tors,’’ Technol. Econ. Develop. Economy, vol. 25, no. 5, pp. 716–742,
2019.

[9] G. Du, Z. Liu, and H. Lu, ‘‘Application of innovative risk early warning
mode under big data technology in internet credit financial risk assess-
ment,’’ J. Comput. Appl. Math., vol. 386, Apr. 2021, Art. no. 113260.

[10] M. P. Bach, Ž. Krstić, S. Seljan, and L. Turulja, ‘‘Text mining for big data
analysis in financial sector: A literature review,’’ Sustainability, vol. 11,
no. 5, p. 1277, Feb. 2019.

[11] J. Zhang, ‘‘Investment riskmodel based on intelligent fuzzy neural network
and VaR,’’ J. Comput. Appl. Math., vol. 371, Jun. 2020, Art. no. 112707.

[12] G. Teles, J. J. P. C. Rodrigues, R. A. L. Rabê, and S. A. Kozlov, ‘‘Artificial
neural network and Bayesian network models for credit risk prediction,’’
J. Artif. Intell. Syst., vol. 2, no. 1, pp. 118–132, 2020.

[13] M. Xu, D. Xiong, and M. Yang, ‘‘Risk recognition and risk classification
diagnosis of bank outlets based on information entropy and BP neural
network,’’ J. Intell. Fuzzy Syst., vol. 38, no. 2, pp. 1531–1538, Feb. 2020.

[14] C. Luo, M. Li, P. Peng, and S. Fan, ‘‘How does internet finance influence
the interest rate? Evidence from chinese financial markets,’’ Dutch J.
Finance Manage., vol. 2, no. 1, p. 1, Apr. 2018.

[15] D. Xu, S. Tang, and D. Guttman, ‘‘China’s campaign-style inter-
net finance governance: Causes, effects, and lessons learned for new
information-based approaches to governance,’’ Comput. Law Secur. Rev.,
vol. 35, no. 1, pp. 3–14, Feb. 2019.

[16] X. Liu, ‘‘A visualization analysis on researches of internet finance credit
risk in coastal area,’’ J. Coastal Res., vol. 103, no. SI, pp. 85–89, 2020.

[17] Y. Chen, J. Pang, and W. Zhang, ‘‘A study of volatility and externality
compensative return of internet financial products in the case of Yuebao,’’
Emerg. Markets Finance Trade, vol. 54, no. 4, pp. 761–773, Mar. 2018.

[18] Z. Song and W. Xiong, ‘‘Risks in China’s financial system,’’ Annu. Rev.
Financial Econ., vol. 10, no. 1, pp. 261–286, Nov. 2018.

[19] L. T. Wright, R. Robin, M. Stone, and D. E. Aravopoulou, ‘‘Adoption
of big data technology for innovation in B2B marketing,’’ J. Bus.-to-Bus.
Marketing, vol. 26, nos. 3–4, pp. 281–293, Oct. 2019.

[20] I. Garcia-Magarino, G. Gray, R. Lacuesta, and J. Lloret, ‘‘Survivability
strategies for emerging wireless networks with data mining techniques:
A case study with NetLogo and RapidMiner,’’ IEEE Access, vol. 6,
pp. 27958–27970, 2018.

[21] V. Pynam, R. R. Spanadna, and K. Srikanth, ‘‘An extensive study of data
analysis tools (Rapid Miner, Weka, R tool, KNIME, Orange),’’ Int. J.
Comput. Sci. Eng., vol. 5, no. 9, pp. 4–11, Sep. 2018.

[22] C. Iwendi, A. K. Bashir, A. Peshkar, R. Sujatha, J. M. Chatterjee,
S. Pasupuleti, R. Mishra, S. Pillai, and O. Jo, ‘‘COVID-19 patient health
prediction using boosted random forest algorithm,’’ Frontiers Public
Health, vol. 8, p. 357, Jul. 2020.

[23] S. Amini, S. Homayouni, A. Safari, and A. A. Darvishsefat, ‘‘Object-based
classification of hyperspectral data using random forest algorithm,’’
Geo-Spatial Inf. Sci., vol. 21, no. 2, pp. 127–138, 2018.

[24] K. Valaskova, T. Kliestik, and M. Kovacova, ‘‘Management of financial
risks in Slovak enterprises using regression analysis,’’ Oeconomia Coper-
nicana, vol. 9, no. 1, pp. 105–121, Mar. 2018.

[25] H. Jiang and Y. Dong, ‘‘Structural regularization in quadratic logistic
regression model,’’ Knowl.-Based Syst., vol. 163, pp. 842–857, Jan. 2019.

[26] E. C. Norton, B. E. Dowd, and M. L. Maciejewski, ‘‘Marginal effects—
Quantifying the effect of changes in risk factors in logistic regression
models,’’ J. Amer. Med. Assoc., vol. 321, no. 13, pp. 1304–1305, 2019.

[27] J. Wang and S. Xie, ‘‘Application of BP neural network in early-warning
analysis of investment financial risk in coastal areas,’’ J. Coastal Res.,
vol. 106, no. SI, pp. 259–262, 2020.

[28] S. Zhao, ‘‘Financial risk assessment and pre-warning of port enterprises
based on neural network model,’’ J. Coastal Res., vol. 110, no. 1,
pp. 243–246, Sep. 2020.

[29] S. Qi, K. Jin, B. Li, and Y. Qian, ‘‘The exploration of internet finance
by using neural network,’’ J. Comput. Appl. Math., vol. 369, May 2020,
Art. no. 112630.

[30] W. Junmei, Q. Zhang,W. Chen, andM. Chen, ‘‘Economic crisis risk model
based on KLR signal analysis method,’’ Sci. Technol. Inf., vol. 13, no. 21,
pp. 75–106, 2013.

100614 VOLUME 9, 2021


