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In above article [1], reference [11] is incorrect as the con-
ference article had not been published in full until 2019. The
correct reference is cited here as [2]. Therefore, the sentences
in the article [1] with reference [11] should be cited [2] in this
article as ‘‘When the data are stored in a centralized location
and are transmitted by applying symmetric data encryption
techniques, the deployment and maintenance costs will go
beyond cost tolerance thresholds [2],’’ ‘‘Since cloud comput-
ing signifies a comparatively novel computing representation
at every level, like applications, hosts, network, and data, that
in turn raises the issue of the application safety to shift toward
cloud computing [2] and [3],’’ and ‘‘However, this definition
is not accurate in the sense that, if the normal operation is sus-
ceptible to eavesdropping, in this case, the normal operation
of the organization must be restricted [2].’’
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