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ABSTRACT This paper investigates the secrecy performance of a single-inputmultiple-output (SIMO) based
underlay cognitive radio networks. In particular, a single-antenna secondary transmitter transmits its secret
message to a multi-antenna equipped secondary node in the presence of a multi-antenna equipped passive
eavesdropper under a peak interference constraint at the single-antenna primary receiver. We proficiently
derive the expressions for secrecy outage probability (SOP), intercept probability, and ergodic secrecy
capacity (ESC) for the considered system over α − µ fading channels. Further, we carry out the asymptotic
analysis of SOP and intercept probability under two cases of interest; 1) when the average signal-to-noise
ratio (SNR) of the main link, i.e., between the secondary source and secondary destination, goes to infinity
with a fixed average SNR of wiretap link between the secondary source and secondary eavesdropper, and
2) when the SNRs of both the main and wiretap links tend to infinity. We can infer that a secrecy diversity
order of αDNDµD

2 can be achieved under case 1, where αD and µD are the main link fading parameters,
and ND denotes the number of antennas at the destination. Whereas, under case 2, the system’s secrecy
diversity order becomes zero. Moreover, we also present some interesting findings for the ESC when
the interference constrained secondary transmitter power is considerably high. Further, we validate our
analytical framework through extensive simulation and numerical results, and demonstrate the effects of
system/channel parameters on the secrecy performance of the considered system. Our results reveal that
the higher number of eavesdropper antennas can have a more deleterious impact on the system’s secrecy
performance.

INDEX TERMS Physical layer security, cognitive radio networks, fading channels, secrecy performance.

I. INTRODUCTION
A. BACKGROUND
In the recent years, the demand of various wireless com-
munication services has been exponentially increased, which
has exhausted the available spectrum resources and setup
a strong demand for new technologies to solve radio spec-
trum scarcity. Therefore, to meet such an unprecedented
requirement, cognitive radio technology has been advanced
as a potential solution that can improve spectrum utilization
owing to its spectrum sensing capability and adaptability
to operate opportunistically in the licensed and unlicensed
bands [1], [4]. In the cognitive radio networks (CRNs), all
the secondary users (unlicensed users) can share the licensed
band with the primary users (licensed users) in different
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modes, namely, underlay, overlay, and interweave, by guar-
anteeing the quality-of-service of the primary users. Our
particular interest in this paper is the underlay mode of oper-
ation, where the secondary users are allowed to utilize the
licensed spectrum with a strict constraint that the secondary
users maintain the transmit power within a tolerable interfer-
ence limit of the primary nodes. Good amount of literature
on investigating the performance of CRNs is available (see
[5], [11] and the references therein). However, the security
against jamming and eavesdropping attacks in CRNs is of
prime concern, which occurs due to its highly adaptive nature
and functionality in open wireless communication medium
[12], [13]. Traditionally, the security in wireless communi-
cations mainly depends on the encryption based techniques
applicable in upper layers, e.g., advanced encryption stan-
dard and data encryption standard algorithms that require a
powerful computational processing. Therefore, information

62616 This work is licensed under a Creative Commons Attribution 4.0 License. For more information, see https://creativecommons.org/licenses/by/4.0/ VOLUME 9, 2021

https://orcid.org/0000-0001-8734-3791
https://orcid.org/0000-0002-9674-5378
https://orcid.org/0000-0002-3759-4805


S. Yadav, D. S. Gurjar: Secrecy Performance of SIMO Underlay Cognitive Radio Networks Over α − µ Fading Channels

security in wireless communications is a challenging task.
Recently, with the proliferation of cooperative communi-
cations, multi-antennas, and coding technologies, physical
layer security (PHY-security) has envisioned as an effec-
tive method to secure wireless communications. Different
from the traditional encryption techniques, there is no need
of employing encryption key in PHY-security technologies,
since it exploits the properties of wireless channels, e.g.,
fading, interference, and path-loss [13], to realize secure
communications.

B. RELATED WORKS
The secrecy performance of underlay CRNs over differ-
ent fading channels under PHY-security aspects has been
studied in [14], [28]. The authors in [14] and [15] have
comprehensively discussed various PHY-security aspects in
CRNs. The authors in [16] have evaluated the secrecy perfor-
mance of single-input single-output (SISO) CRNs under the
impact of nodes’ mobility and imperfect channel estimates
over Rayleigh fading channels. Moreover, the secrecy perfor-
mance of SISO cooperative cognitive relay networks has been
evaluated in [17] over Rayleigh fading channels. The authors
in [18] have investigated the secrecy performance of relay
assisted CRNs in the presence of primary transceiver net-
work over Rayleigh fading channels. Recently, PHY-security
in SISO cooperative cognitive vehicular relay networks has
been studied in [19], [20] over mixed Rayleigh and double-
Rayleigh fading channels. The authors in [21] have evalu-
ated the secrecy outage analysis of SISO underlay CRNs
over Nakagami-m fading channels. Furthermore, the secrecy
outage performance of an underlay cognitive decode-and-
forward relay network over Nakagami-m fading channels is
investigated in [22]. Moreover, the secrecy performance of
single-input multiple-output (SIMO) based CRNs has been
widely analyzed for Rayleigh fading channels in [23], [24]
and for Nakagami-m fading channels in [25]. PHY-security
in multiple-input multiple-output (MIMO) supported cogni-
tive radio wiretap channels has been examined by consider-
ing Rayleigh fading scenario in [26], [27] and Nakagami-m
fading scenario in [28].

In particular, the works mentioned earlier [14], [28] on
PHY-security in CRNs have adopted an impractical postu-
late related to homogeneous diffuse scattering scenario to
model the small-scale fading. As a consequence, the α − µ
distribution has drawn significant consideration as it has the
ability to characterize non-homogeneous fading situations
encountered in practical wireless communications systems.
It can also be applied to model both the fading scenarios,
i.e., small-scale fading and large-scale fading [29], [30].
Herein, the parameter α defines the non-linearity of the
propagation environment, and µ characterizes the clustering
of multipath waves. Therefore, the α − µ distribution can
be utilized to model a wide range of fading distributions,
such as, exponential, Rayleigh, Nakagami-m, Gamma, and
Weibull. Further, PHY-security for wireless networks by con-
sidering single-antenna/multiple-antennas scenario has been

studied over α−µ fading in [31], [35], however these works
were carried out over non-cognitive framework. Recently,
the secrecy performance of SISO underlay CRNs over α−µ
fading channels has been investigated in terms of secrecy
outage probability (SOP) in [36], and in terms of intercept
probability and ergodic secrecy capacity (ESC) in [37]. To the
best of our knowledge, the benefits of considering multiple
antennas in the considered underlay CRN and comprehen-
sively investigation of the secrecy performance over α − µ
fading channels have not been done so far. Therefore, our aim
in this paper is to fill this critical gap.

C. MOTIVATION AND CONTRIBUTIONS
Motivated by the above studies, this paper analyzes the
secrecy performance of SIMO underlay CRNs over α − µ
fading channels. Specifically, we consider a secure under-
lay CRN which consists a single-antenna primary receiver,
a single-antenna secondary transmitter, a multi-antenna sec-
ondary destination, and a multi-antenna passive eavesdrop-
per. We employ a peak interference constraint at the primary
receiver. For the considered setup, we derive the SOP, inter-
cept probability, and ESC expressions over α − µ fading
channels. The main contributions of this paper are listed as
follows.

1) Compared to [36] and [37], in which the destination
and eavesdropper receivers were deployedwith a single
antenna devices, a more generalized system model is
considered in this paper, as both the destination and
eavesdropper are equipped with multi-antenna devices.

2) We derive the exact expression for the SOP of the
considered system under the α − µ fading scenario.
Besides, we perform the asymptotic SOP analysis
for two cases of interest; 1) when the average trans-
mit signal-to-noise ratio (SNR) of the main channel,
i.e., between the secondary source and secondary des-
tination goes to infinity with fixed average SNR at the
eavesdropper, and 2) when the SNRs of both the main
channel and wiretap channel (i.e., between secondary
source and secondary eavesdropper) go to infinity.
Further, we note that a secrecy diversity order of
αDNDµD

2 (αD and µD are the fading parameters of the
main link, and ND denotes the number of antennas
at the legitimate destination) can be achieved under
case 1.

3) We also derive the intercept probability and asymp-
totic intercept probability expressions for the consid-
ered system. From the asymptotic intercept probability
analysis in the high transmit average SNR regime,
we show that a secrecy diversity order of αDNDµD2 can
be achieved.

4) We deduce the exact ESC expression for the considered
system by taking the α−µ fading scenario into account.
We also depict some critical observations related to sys-
tem performance in terms of ESC. For instance, when
secondary source power with interference constraint
is kept very high, two phenomena can be observed;
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1) there exists a ceiling of ESC, and 2) the ESC fol-
lows a scaling law of 2

(
ln
(
�D
�E

))
, where �E and �D

represent the average channel gains of wiretap link and
main link.

5) Finally, we verify our analytical and theoretical find-
ings via simulations studies. Our results show the
impact of various channel/system parameters on the
system’s secrecy performance. It is also revealed that
the system’s secrecy performance increases signifi-
cantly with the increased number of destination anten-
nas, and reduces as number of eavesdropper antennas
increases.

D. ORGANIZATION
The remainder of this paper is organized as follows. The
description of the considered system model is given in
Section II. Section III presents the expressions for the exact
SOP followed by its asymptotic form, intercept probability,
and ESC. In section IV, we show the convergence of infinite
summations. In Section V, we perform the numerical and
simulation experiments to validate our analysis, and finally,
Section VI summarizes the contributions of this work.
Notations: ϒ(·, ·) and 0(·) are used to denote the lower

incomplete gamma function and complete gamma function,
respectively, [38, eq. (8.350)]. Gm,np,q (x|

a1,··· ,ap
b1,··· ,bq

) is the Meijer-
G function [38, eq. (9.301)]. IN denotes the N × N identity
matrix, H and T are the hermitian transpose and transpose,
respectively, and || · || and | · | are the Frobenius norm and
absolute value, respectively. Z+ denotes the set of positive
integers.

FIGURE 1. System model for the secure SIMO underlay CRNs.

II. SYSTEM AND CHANNEL MODELS
A secure CRN as depicted in Fig. 1 has been consid-
ered in this work that utilizes an underlay spectrum shar-
ing technique, where a secondary user pair makes use
of the same licensed band assigned to the primary sys-
tem for its communication in a specified propagation
medium. In particular, a single-antenna equipped secondary
source (ST) realizes its communication with an ND-antenna
equipped secondary destination (SR) in the presence of an
NE -antenna equipped secondary passive eavesdropper (E) in

the secondary network and a primary receiver (PR) in the
primary network. Furthermore, the transmit power at the sec-
ondary source power is compelled to have the interference on
PR below a certain maximum level of tolerable interference
Q due to the inability of detecting the interference at PR
imposed by ST. Thereby, the transmit power of ST is given
as Ps =

Q
|hP|2

. Such a peak interference type of power control
strategy is popularly used in the literature [16], [17], [19],
[20]. Furthermore, it is assumed that all the participating
nodes communicate in a half-duplex mode. Because of the
availability of multiple antennas at SR and E, hD and hE can
be denoted as the channel vectors for the links ST → SR
and ST → E, and can be expressed, respectively, as hD =
[hD,1 hD,2 · · · hD,ND ]

T and hE = [hE,1 hE,2 · · · hE,NE ]
T .

Whereas, hP denotes the channel coefficients for ST →
PR link. In addition, we assume the perfect channel state
information (CSI)1 for all the links. We also assume that all
the channels are quasi-static and modeled as independent and
identically distributed (i.i.d.) α − µ flat-fading, where µ and
α represent the number of multipath clusters and nonlinearity
of the propagation medium, respectively. The α − µ flat-
fading is a generalized fading distribution that can charac-
terize different small-scale fading models [29], viz., Weibull
(µ = 1), Rayleigh (α = 2, µ = 1), One-sided Gaussian
(α = 2, µ = 1/2), Nakagami-m (α = 2, µ = m), and
Negative Exponential (α = 1, µ = 1). The noise at each
node is modeled as additive white Gaussian noise (AWGN),
which is defined as CN (0, σ 2

n ).
In the information transmission process, ST sends its con-

fidential information to the destination node SR over themain
link. Thereby, the received signal at SR can be given as

yD,1
yD,2
·

·

·

yD,ND


︸ ︷︷ ︸

YD

=
√
Ps


hD,1
hD,2
·

·

·

hD,ND


︸ ︷︷ ︸

hD

xs +


nD,1
nD,2
·

·

·

nD,ND


︸ ︷︷ ︸

nD

, (1)

where nD = [nD,1 nD,2 · · · nD,ND ]
T is the noise vector at SR,

whose entries nD,i, for i ∈ {1, 2, · · · ,ND} can be modeled as
CN (0, σ 2

n ). Furthermore, we can compactly represent (1) as

YD =
√
PshDxs + nD. (2)

Since, E overhears the confidential message transmitted by
ST via the wiretap channel, therefore, the signal received at E

1It should be noted that i) the statistical CSI corresponding to ST → SR
link is available at ST, ii) under passive eavesdropping, the eavesdropper
is generally not cooperative and not willing to feedback its instantaneous
CSI to the legitimate node, therefore, the instantaneous CSI between ST
and E is not available at ST and only statistical CSI of the eavesdropper is
considered to be known at ST [39], and iii) the PR is capable to feedback its
instantaneous CSI to ST, so that ST can adjust its transmit power to satisfy
the interference constraint [40]. This can be achieved via a spectrum band
manager that mediates between the primary and secondary users.
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can be expressed as
yE,1
yE,2
·

·

·

yE,NE


︸ ︷︷ ︸

YE

=
√
Ps


hE,1
hE,2
·

·

·

hE,NE


︸ ︷︷ ︸

hE

xs +


nE,1
nE,2
·

·

·

nE,NE


︸ ︷︷ ︸

nE

, (3)

where nE = [nE,1 nE,2 · · · nE,NE ]
T is the noise vector at E,

whose entries nE,j, for j ∈ {1, 2, · · · ,NE } are modeled as
CN (0, σ 2

n ). Also, (3) can be shown in the compact form as

YE =
√
PshExs + nE . (4)

Now, by applying the maximal ratio combining (MRC)
scheme at SR and E, we can express (2) and (4) as

RD = WH
D YD

=

√
PsWH

D hDxs +WH
D nD, (5)

RE = WH
E YE

=

√
PsWH

E hExs +WH
E nE , (6)

respectively, whereWD =
hD
||hD||

is the ND×1 receive weight

vector at SR and WE =
hE
||hE ||

is the NE × 1 receive weight
vector at E. In addition, we make the reasonable assumption
that the noise samples across the different antennas are inde-
pendent, i.e., E{n,un∗,v} = 0 for u 6= v and  ∈ {D,E}. This
can also be expressed using the covariance matrix Rn of the
noise vector n , for  ∈ {D,E}, as Rn = E{n,un∗,v} =
σ 2
n IN .
Furthermore, after some simplifications, the instantaneous

end-to-end SNRs at SR and E can be expressed as

zD =
Ps||hD||2

σ 2
n

and zE =
Ps||hE ||2

σ 2
n

, (7)

respectively, where ||hD||2 =
∑ND

i=1 |hD,i|
2 and ||hE ||2 =∑NE

j=1 |hE,j|
2. Note that we adopt the peak interference

power control mechanism to satisfy the required constraint,
i.e., Ps =

Q
|hP|2

, the instantaneous end-to-end SNRs

zD and zE in (7) can be expressed, respectively, as

zD =
γD

|hP|2
and zE =

γE

|hP|2
, (8)

where γD =
Q
σ 2n
||hD||2 and γE =

Q
σ 2n
||hE ||2. Also, γD =

Q
σ 2n
�D and γ E =

Q
σ 2n
�E represent the average transmit SNRs

of main and wiretap links, respectively.
The achievable rates for the main and the wiretap links

are given as CD = log2(1 + zD) and CE = log2(1 + zE ),
respectively. With the help of achievable rates, the secrecy
capacity can be formulated as

Csec = max{CD − CE , 0}. (9)

III. PERFORMANCE ANALYSIS
In this section, we first derive the cumulative distribution
function (CDF) and the probability density function (PDF)
of γ =

Q
σ 2n
||h ||2, where  ∈ {D,E}, under α − µ fading

channels. Using these, we evaluate some key performance
measures, viz., SOP, asymptotic SOP, intercept probability
alongwith its asymptotic form, and ESC, for the SIMO under-
lay CRNs by employing MRC at both SR and E.

A. CDFs AND PDFs OF γD AND γE
Under i.i.d. α − µ fading channels, the CDF and PDF
of the channel gain |hı |

2, for {ı} ∈
(
{D, i}, {E, j}, {P}

)
,

i ∈ {1, 2, · · · ,ND} and j ∈ {1, 2, · · · ,NE }, can be given,
respectively, by [29]

F|hı |2
(x) =

1
0(µκ )

ϒ
(
µκ , µκ

( x
�κ

) ακ
2
)
, (10)

f|hı |2
(x) =

ακµ
µκ
κ

20(µκ )
x
µκακ

2 −1

�
µκακ

2
κ

e−µκ
(

x
�κ

) ακ
2
, (11)

where {κ} ∈ ({D}, {E}, and {P}) correspond to {ı} ∈(
{D, i}, {E, j}, and {P}

)
, respectively.

Furthermore, based on the properties of MRC, the CDF
and PDF of γ =

Q
σ 2n
||h ||2, for  ∈ {D,E}, under i.i.d. α−µ

fading channels can be given, respectively, as [31]

Fγ (x) =
1

0(Nµ )
ϒ
(
Nµ ,Nµ

( x
Nγ 

) α
2
)
, (12)

fγ (x) =
α (Nµ )Nµ

20(Nµ )
x
N µ α

2 −1

(Nγ  )
N µ α

2

e
−

N µ

(N γ  )
α
2
x
α
2

,(13)

These CDFs and PDFs will help us to evaluate the perfor-
mance measures under consideration.

B. EXACT SOP ANALYSIS
A secrecy outage event happens when Csec falls below a
certain target secrecy rateRs (bps/Hz), and therefore the SOP
can be formulated as

Psec
out = Pr[max{CD − CE , 0} < Rs]. (14)

However, it is important to observe that when CD ≤ CE ,
the SOP is compromised, i.e., Psec

out = 1. Therefore, we can
evaluate the SOP for the case when CD > CE as

Psec
out = Pr[CD − CE < Rs]

= Pr
[1+ γD

|hP|2

1+ γE
|hP|2

< η

]
=

∫
∞

0

[ ∫
∞

0
FγD

(
(η − 1)w+ ηy

)
fγE (y)dy︸ ︷︷ ︸

, I1

]

× f|hP|2 (w)dw, (15)

where η = 2Rs is the secrecy target threshold. For solving
(15), we first need to simplify the inner integral I1 according
to Theorem 1.
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Theorem 1: The integral term I1 in (15) can be
expressed as

I1 =
2−αE ξE

παE−
1
2 η

αENEµE
2 0(NDµD)

∞∑
n=0

(−1)n

n!
λ
NDµD+n
D

NDµD + n

×
(η − 1)

αD(NDµD+n)
2 +

αENEµE
2

0
(
−

αD(NDµD+n)
2

)
α
αD(NDµD+n)

2
E

w
αD(NDµD+n)

2 +
αENEµE

2

×GαE+2,αEαE ,αE+2

(
λ2E (η − 1)αEwαE

4ηαE∣∣∣∣1
(
αE ,1−

αENEµE
2

)
1(2,0),1

(
αE ,−

αD(NDµD+n)
2 −

αENEµE
2

)), (16)

where1(a, b) = b
a ,

b+1
a , · · · ,

b+a−1
a , λD =

NDµD

(NDγD)
αD
2
, λE =

NEµE

(NEγ E )
αE
2
, and ξE =

(NEµE )NEµE

0(NEµE )(NEγ E )
αENEµE

2

.

Proof: Please see Appendix A.
Then, invoking (16) alongwith the PDF f|hP|2 (w) into (15),

the SOP, Psec
out(η), can be given by

Psec
out(η)=

2−αE ξEξP

παE−
1
2 η

αENEµE
2 0(NDµD)

∞∑
n=0

(−1)n

n!
λ
NDµD+n
D

NDµD + n

×
1

0
(
−

αD(NDµD+n)
2

) (η − 1)
αD(NDµD+n)

2 +
αENEµE

2

α
αD(NDµD+n)

2
E

×

[ ∫
∞

0
w
αD(NDµD+n)

2 +
αENEµE

2 +
αPµP

2 −1

× e−λPw
αP
2 GαE+2,αEαE ,αE+2

(
λ2E (η − 1)αEwαE

4ηαE∣∣∣∣1
(
αE ,1−

αENEµE
2

)
1(2,0),1

(
αE ,−

αD(NDµD+n)
2 −

αEµE
2

))dw], (17)

where ξP =
αPµ

µP
P

20(µP)�
αPµP

2
P

and λP =
µP

�

αP
2
P

. Now, applying

e−x = G1,0
0,1(x|

−

0 ) [41] into (17) alongwith the change of
variables wαE = t , and simplifying further by utilizing the
fact [42, eq. (2.24.1.1)], the exact expression of SOP is given
by (18), as mentioned at the bottom of the page, where
φ1(n) = 1

αE

(
αD(µDND+n)

2 +
αPµP
2

)
and φ2(n) = φ1(n)+

NEµE
2 .

Remark 1: It can be seen from (18) that the SOP expression
mainly consists of powers and Meijer-G function containing
channel/system parameters, such as, number of antennas
(ND,NE ), fading parameters (µD, αD, µE , αE , µP, αP), max-
imum tolerable interference level (Q), average channel gains
(�D, �E , �P), and secrecy target rate (Rs), which can read-
ily be evaluated for the various involved parameters via
Mathematica software, as shown numerically in Section V.
Furthermore, it should also be noted that the infinite sum-
mation that appears in (18) can be avoided by assuming that
µ ∈ Z+, where  ∈ {D,E}.

C. ASYMPTOTIC SOP ANALYSIS
In this section, we evaluate the asymptotic SOP expressions
under two cases of interest, i.e., 1) when γD→∞ and fixed
γ E , and 2) when γD → ∞ and γ E → ∞. By doing so,
we present the impact of key system/channel parameters on
the secrecy diversity order of the considered system.

1) WHEN γD →∞ AND FIXED γ E

By applying the approximation ϒ(β, x) ≈
x→0

xβ
β

in

the high γD regime, the CDF FγD (x) in (12) can be
given by

FγD (x) ≈
γD→∞

(NDµD)NDµD−1

0(NDµD)

( x
NDγD

)NDµDαD
2

. (19)

To reveal the asymptotic SOP behavior under γD →
∞ with fixed γ E , we need to simplify the inner inte-
gral I1 of (15) in the high γD region, according to
Theorem 2.
Theorem 2: The integral I1 in (15) can be expressed for

γD→∞ with fixed γ E , as

I1 ≈
γD→∞

2−αE αE ξE (NDµD)NDµD−1

π
αE−

1
2 0(NDµD)

((η − 1)w)
αDNDµD

2

×
((η−1)w)

αENEµE
2

(NDγD)
αDNDµD

2 η
αENEµE

2

GαE+2,αEαE ,αE+2

(
λ2E ((η−1)w)

αE

4ηαE

×

∣∣∣∣1
(
αE ,1−

αENEµE
2

)
1(2,0),1

(
αE ,−

αDNDµD
2 −

αENEµE
2

)), (20)

Proof: By invoking the CDFFγD (x) from (19) alongwith
the PDF of γE into the inner integral I1 of (15), and by
using the transformations (1 + x)β = 1

0(−β)G
1,1
1,1(x|

β+1
0 ) and

Psec
out(η) =

22−αE−αP(αE+1)ξEξP
παE+αP(αE+1)−20(NDµD)

∞∑
n=0

(−1)n

n!
λ
NDµD+n
D

NDµD + n
ηαEφ1(n)(η − 1)

αPµP
2

0
(
−

αD(NDµD+n)
2

)
α
αD(NDµD+n)

2 +
1
2

E

×

(
λ2E

4

)−φ2(n)
α
2φ2(n)−

αD(NDµD+n)
2 −

3
2

P GαE (αP+2),αP(αE+2)αP(αE+2),αE (αP+2)

((
λ2E (η − 1)αE

4ηαE

)−αP λ2αEP α
2αP
P

(2αE )2αE

×

∣∣∣∣1(αP,1−φ2(n)),1(αP, 12−φ2(n)),1(αP,1−
αPµP
2αE

),1(αP,1− 1
αE
−
αPµP
2αE

),1(αP,1− 2
αE
−
αPµP
2αE

),··· ,1(αP,1−
αE−1
αE
−
αPµP
2αE

)

1(2αE ,0),1(αP,1− 1
αE
−φ1(n)),1(αP,1− 2

αE
−φ1(n)),··· ,1(αP,1−

αE−1
αE
−φ1(n)),1(αP,−φ1(n))

)
, (18)
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e−x = G1,0
0,1(x|

−

0 ) [41], and then simplifying the resultant
integral I1 via [42, eq. (2.24.1.1)], I1 for the case γD → ∞
with fixed γ E can be obtained, as presented in (20).

Furthermore, invoking (20) alongwith the PDF of |hP|2

into (15), and then by the use of the fact that e−x = G1,0
0,1

(x|−0 ) [41] and the change of variables wαE = t , and simpli-
fying the required integral via [42, eq. (2.24.1.1)], the asymp-
totic SOP in this case can be expressed as

Psec
out, asy(η) '

γD→∞
GCγ

−
αDNDµD

2
D , (21)

where GC denotes the secrecy array gain, as shown in (22) at
the bottom of the page, where φ3(n) = 1

αE

(
αDNDµD

2 +
αPµP
2

)
and φ4(n) = φ3(n)+

NEµE
2 .

Remark 2: It is evident from (21) that the system’s achiev-
able secrecy diversity order is αDNDµD2 , which is independent
of fading parameters of E (i.e., αE , µE ) and PR (i.e., αP, µP),
and number of E’s antennas (i.e.,NE ).

2) WHEN γD →∞ AND γ E →∞

For the case when γD → ∞ and γ E → ∞ with fixed ratio
of SNRs (i.e., γD

γ E
), Psec

out, asy(η) can be expressed as

Psec
out, asy(η) = Pr

[1+ γD
|hP|2

1+ γE
|hP|2

< η

]
≈

γD,γ E→∞
Pr
[γD
γE

< η
]

=

∫
∞

0
FγD (ηy)fγE (y)dy. (23)

On inserting the CDF of γD after applying the well known
relationϒ(β, x) = 0(β)[1−e−x

∑β−1
r=0

xr
r ! ] [38, eq. (8.352.6)]

and the PDF fγE (x) into (23), we can express Psec
out, asy(η) as

Psec
out, asy(η) =

αEξE

2

∫
∞

0
y
αENEµE

2 −1e−λE y
αE
2 dy

−
αEξE

2

NDµD−1∑
r=0

1
r !

(
λDη

αD
2
)r

×

∫
∞

0
y
rαD
2 +

αENEµE
2 −1e−λD(ηy)

αD
2 e−λE y

αE
2 dy.

(24)

The first integral in (24) can be obtained by using the change
of variables λEy

αE
2 = t and [38, eq. (8.310.1)]. Whereas,

the second integral in (24) can be evaluated by first utilizing
the relation e−x = G1,0

0,1(x|
−

0 ) [41] and then performing the

change of variables y
αD
2 = t and using [42, eq. (2.24.1.1)].

Subsequently, the asymptotic SOP can be expressed as

Psec
out, asy(η)

≈
γD,γ E→∞

1−
(NEµE )NEµE

0(NEµE )α
1
2
D

α

αENEµE
αD

+
1
2

E

(2π )
αE+αD

2 −1

×
η−

αENEµE
2

(NDµD)
αENEµE

αD

(ND
NE

) αENEµE
2

(γD
γ E

) αENEµE
2

×

NDµD−1∑
r=0

αrE

r !
GαD,αEαE ,αD

(
(NEµE )αD

(NDµD)αE
α
αE
E

α
αD
D

×

( NDγD
ηNEγ E

) αENEµE
2

∣∣∣∣1(αE ,1−r−
αENEµE

αD
)

1(αD,0)

)
.

(25)

Remark 3:Wecan clearly reveal from (25) that the system’s
secrecy performance for fixed γD

γ E
turns to a constant, and

hence the secrecy diversity order in this case becomes zero.
Also, the expression in (25) is valid for µD ∈ Z+.

D. INTERCEPT PROBABILITY ANALYSIS
When the capacity of the main link becomes lower than that
of the wiretap link’s capacity, the eavesdropper can have the
ability to intercept the signal transmitted by the transmit-
ter, and therefore an intercept event happens. By contrast,
the SOP is defined as the probability that the difference
between the capacity of the main channel and that of the
wiretap channel becomes less than a predefined secrecy rate.
Therefore, It can be observed that the intercept probability is a
special case of SOP with the secrecy target rateRs = 0 (such
that η = 1). Now, substitutingRs = 0 into (15), the intercept
probability can be expressed as

Pint = Pr[CD < CE ]
= Pr[zD < zE ]

=

∫
∞

0
FγD (y)fγE (y)dy. (26)

Furthermore, the intercept probability in (26) can be evalu-
ated as per the below theorem.

GC =
22−αE−αP(αE+1)

√
αEξEξP(NDµD)NDµD−1

παE+αP(αE+1)−20(NDµD)
(η − 1)

αDNDµD
2 +

αENEµE
2

η
αENEµE

2

α
2φ4(n)−

αDNDµD
2 −

3
2

P

×N
−
αDNDµD

2
D

(λ2E (η − 1)αE

4ηαE

)−φ4(n)
GαE (αP+2),αP(αE+2)αP(αE+2),αE (αP+2)

(
λ
2αE
P α

2αP
P

(2αE )2αE

(
λ2E (η − 1)αE

4ηαE

)−αP
×

∣∣∣∣1(αP,1−φ4(n)),1(αP, 12−φ4(n)),1(αP,1−
αPµP
2αE

),1(αP,1− 1
αE
−
αPµP
2αE

),1(αP,1− 2
αE
−
αPµP
2αE

),··· ,1(αP,1−
αE−1
αE
−
αPµP
2αE

)

1(2αE ,0),1(αP,1− 1
αE
−φ3(n)),1(αP,1− 2

αE
−φ3(n)),··· ,1(αP,1−

αE−1
αE
−φ3(n)),1(αP,−φ3(n))

)
, (22)
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Theorem 3: The intercept probability for the considered
system over α − µ fading channels can be expressed as

Pint = 1−
(NEµE )NEµE

0(NEµE )α
1
2
D

(NDµD)
−
αENEµE

αD

(2π )
αE+αD

2 −1

×α

αENEµE
αD

+
1
2

E

(NDγD
NEγ E

) αENEµE
2

NDµD−1∑
r=0

αrE

r !

×GαD,αEαE ,αD

(
(NEµE )αD

(NDµD)αE
α
αE
E

α
αD
D

(NDγD
NEγ E

) αENEµE
2

×

∣∣∣∣1
(
αE ,1−r−

αENEµE
αD

)
1(αD,0)

)
. (27)

Proof: See Appendix B for the detailed proof.
Remark 4: The expression of intercept probability given

by (27) comprises the Meijer-G function with the finite sum-
mation that can simply be solved for different values of the
system/channel parameters with the help of the Mathemat-
ica computational software package. Moreover, it should be
noted that (27) is valid for µD ∈ Z+.

E. ASYMPTOTIC INTERCEPT PROBABILITY ANALYSIS
This section examines the achievable secrecy diversity order
and reveals some critical insights for the considered system
in the α − µ fading scenario, which has not been done so
far in the literature to the best of the authors’ knowledge.
Specifically, we obtain the secrecy diversity order by deriving
the asymptotic intercept probability expression for the case
when γD→∞ and γ E is fixed.
Now, on inserting the CDF expression given in (19) for

high γD region and the PDF expression of γE into (26),
we can get the expression of asymptotic intercept probability
with fixed γ E , considering high γD regime, as

Pasy
int '

γD→∞

αEξE (NDµD)NDµD−1

20(NDµD)(NDγD)
NDµDαD

2

×

∫
∞

0
y
NDµDαD

2 +
αENEµE

2 −1e−λE y
αE
2 dy. (28)

Furthermore, on applying the change of variables λEy
αE
2 = t ,

we can get

Pasy
int '

γD→∞

ξE (NDµD)NDµD−1

0(NDµD)(NDγD)
NDµDαD

2

1

λ

αDNDµD+αENEµE
αE

E

×

∫
∞

0
y
αDNDµD+αENEµE

αE
−1e−tdt. (29)

Now, on utilizing [38, eq. (8.310.1)] to solve the integral in
(29) and applying some mathematical formulations, one can
get Pasy

int in the high γD region with fixed γ E as

Pasy
int '

γD→∞

(NDµD)NDµD−1(NEµE )
−
αDNDµD

αE

0(NDµD)0(NEµE )

×
(NEγ E )

αDNDµD
2

(NDγD)
αDNDµD

2

0
(αDNDµD + αENEµE

αE

)
.

(30)

Remark 5:With the help of (30), we unveil two important
insights: 1) the system can achieve a secrecy diversity order of
αDNDµD

2 , and 2) if both the average SNRs of main and wiretap
links tend to infinity, i.e., γD → ∞ and γ E → ∞, while
maintaining the ratio γ E

γD
in (30) as finite constant, then the

systemwill become exposed to the perfect eavesdropping that
yields into a zero system secrecy diversity order.

F. EXACT ESC ANALYSIS
The expression for the instantaneous secrecy capacity for the
considered system can be formulated as

Csec = max{CD − CE , 0}
= max{log2(1+zD)− log2(1+zE ), 0}. (31)

Further, by considering the case γD > γE and averaging (31)
over the distributions of zD and zE , one can get the ESC
expression as

Csec = E
[
log2(1+zD)− log2(1+zE )

]
= E{|hp|2,γD,γE }

[
log2

(
1+

γD

|hP|2

)
−log2

(
1+

γE

|hP|2

)]
,

(32)

that can be expanded in the integral form as

Csec =
1

ln(2)

∫
∞

0

[ ∫
∞

0
y ln(1+ x)fγD (xy)FγE (xy)dx︸ ︷︷ ︸

, J1

+

∫
∞

0
y ln(1+ x)fγE (xy)FγD (xy)dx︸ ︷︷ ︸

, J2

−

∫
∞

0
y ln(1+ x)fγE (xy)dx︸ ︷︷ ︸

, J3

]
f|hP|2 (y)dy. (33)

J1 =
2−αDξD

παD−
1
20(NEµE )

∞∑
n=0

(−1)n

n
λ
NEµE+n
E yφ5(n)G2αD+2,αD

2αD,2αD+2

(λ2DyαD
4

∣∣1(αD,−φ5(n)),1(αD,1−φ5(n))
1(2,0),1(αD,−φ5(n)),1(αD,−φ5(n))

)
, (34)

J2 =
2−αE ξE

παE−
1
20(NDµD)

∞∑
n=0

(−1)n

n!
λ
NDµD+n
D yφ6(n)G2αE+2,αE

2αE ,2αE+2

(λ2EyαE
4

∣∣1(αE ,−φ6(n)),1(αE ,1−φ6(n))
1(2,0),1(αE ,−φ6(n)),1(αE ,−φ6(n))

)
, (35)

J3 =
2−αE ξE

παE−
1
2

y
NEµEαE

2 G2αD+2,αD
2αD,2αD+2

(λ2EyαE
4

∣∣1(αE ,−
NEµEαE

2 ),1(αE ,1−
NEµEαE

2 )

1(2,0),1(αD,−
NEµEαE

2 ),1(αD,−
NEµEαE

2 )

)
, (36)
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For evaluating Csec in (33), the integrals J1, J2, and J3 are
first simplified as per Theorem 4.
Theorem 4: The integrals J1, J2, and J3 in (33) can be

expressed in (34), (35), and (36), respectively, as shown
at the bottom of the previous page, where ξD =
(NDµD)NDµD
0(NDµD)

1

(NDγD)
αDNDµD

2

, φ5(n) =
NDµDαD

2 +
(NEµE+n)αE

2 ,

and φ6(n) =
NEµEαE

2 +
(NDµD+n)αD

2 .
Proof: Please see Appendix C.

On invoking (34), (35), and (36) alongwith the PDF of
|hP|2 into (33), and applying the change of variables y

αP
2 = t

and then using [42, eq. (2.24.3.1)], Csec can be obtained as

Csec =
1

ln(2)

[
ξDξP

παD+αP(αD+1)−20(NEµE )

∞∑
n=0

(−1)n

n!

× 2φ7(n)−αD2−αP(αD+1)−2α
−

3
2

P α
φ7(n)− 1

2
D λ

NEµE+n
E

×S(αD, λD, φ7(n), φ5(n))+
ξEξP

0(NDµD)

∞∑
n=0

(−1)n

n!

×
2φ8(n)−αE−αP(αE+1)−2

παE+αP(αE+1)−2
α
−

3
2

P α
φ8(n)− 1

2
E λ

NDµD+n
D

×S(αE , λE , φ8(n), φ6(n))
2π−αE ξEξP
παP(αE+1)−2

α
−

3
2

P α
φ9−

1
2

E

− 2φ9−αE−αP(αE+1)S
(
αE , λE , φ5,

NEµEαE
2

)]
,

(37)

where φ7(n) = 2
αP

(
αPµP
2 + φ5(n)

)
, φ8(n) = 2

αP

(
αPµP
2 +

φ6(n)
)
, φ9 =

2
αP

(
αPµP
2 +

αENEµE
2

)
, and S(a, b, c, d) is shown

in (38) at the bottom of the next page.
Remark 6: The ESC in (32) for γD ≥ γE can be given by

Csec =
1

ln(2)

∫
∞

0
fγE (γE )

∫
∞

γE

ln
(1+ γD

|hP|2

1+ γE
|hP|2

)
× fγD (γD)dγDdγE . (39)

On inserting γD =
Q
σ 2n
�Dx and γE =

Q
σ 2n
�Ey in (39) and

performing some simple mathematical formulations, we can
get (39) in the high Q

σ 2n
regime (i.e., Q

σ 2n
→∞) as

Csec '
Q
σ2n
→∞

1
ln(2)

∫
∞

0

∫
∞

�E
�D

y
ln
(
�Dx
�Ey

)
9(x, y)dxdy,

(40)

where 9(x, y) = αDαE (NDµD)NDµD (NEµE )NEµE
40(NDµD)0(NEµE )

x
NDµDαD

2 −1
×

y
NEµEαE

2 −1e−NDµDx
αD
2 e−NEµE y

αE
2 . On utilizing

[38, eq. (3.351.1)] and [38, eq. (3.351.2)], and performing
some algebraic formulations, we can obtain the ESC expres-
sion in (40) at high Q

σ 2n
regime, which is not derived here

for brevity. From (40), one can note that the ESC improves
with the increase in Q

σ 2n
, indicating an improvement in the

source transmitting power. But, an error floor exists for ESC
at high Q

σ 2n
regime due to the concurrent rise in the SNRs at

both SR and E. This behavior is also depicted numerically in
Section V.
Remark 7: Note that (40) can also be expressed as

Csec =
1

ln(2)

[ ∫
∞

0

∫
∞

�E
�D

y
ln
(x
y

)
9(x, y)dxdy

+ ln
(�D

�E

) ∫ ∞
0

∫
∞

�E
�D

y
9(x, y)dxdy

]
. (41)

Herein, ESC follows the scaling law of 2
(
ln
(
�D
�E

))
as �D

�E
increases due the fact that both integrals in (41) are consistent.

IV. CONVERGENCE FOR INFINITE SUMMATIONS
We can observe that the SOP analysis in Section III-B and
ESC analysis in Section III-F rely on infinite summations.
As a result, convergence of the infinite summations becomes
important to obtain tractability, as given in Lemma 1.
Lemma 1:Considering a finite number of termsM, we can

have lim
M→∞

ε = 0, where ε represents the truncation error.

Proof: Assuming that the infinite summation under I1
in (16) converges for a finite M number of terms, therefore
the corresponding truncation error can be given by

ε =
2−αE ξE

παE−
1
20(NDµD)

(η − 1)
αDNDµD

2 +
αENEµE

2

×
λ
NDµD
D α

αDNDµD
2

E

η
αENEµE

2

w
αDNDµD

2 +
αENEµE

2

×

∞∑
n=M

(−1)n

n!

(
λD(η − 1)

αD
2

α
αD
2
E

)n w
nαD
2

NDµD + n

×
1

0
(
−

αD(NDµD+n)
2

)GαE+2,αEαE ,αE+2

(
λ2E (η − 1)αEwαE

4ηαE

×

∣∣∣∣1
(
αE ,1−

αENEµE
2

)
1(2,0),1

(
αE ,−

αD(NDµD+n)
2 −

αENEµE
2

)), (42)

from which it is clear that because

(
λD(η−1)

αD
2 α

−αD
2

E

)n
n!(NDµD+n)

→ 0
for M → ∞, n = M, · · · ,∞, the truncation error
approaches to zero, which proves the infinite summation
convergence under I1. This proof can also be applica-
ble for the other findings under Sections III-B and III-F
to show the convergence behavior of the relevant infinite
summations.

V. NUMERICAL RESULTS AND DISCUSSION
In this section, we provide numerical and simulation results
using the software tools like Mathematica and Matlab to val-
idate our analytical findings. As the infinite series is involved
in the SOP and ESC expressions, therefore, we show that the
accurate results can be obtained by considering a few terms
(n = 5) and after that, it converges.
Fig. 2 illustrates the SOP performance for the considered

system versus γD for different values of αD, µD, and ND,
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FIGURE 2. SOP performance with different values of αD, µD, and ND.

when Rs = 1 bps/Hz, αE = µE = 1, αP = µP = 1,
NE = 1, and γ E = �P = 0 dB. It can be observed from this
figure that the analytical results in (18) are matched perfectly
with the simulation results over the entire range of γD. Also,
the asymptotic results in (21) are in good agreement with the
exact results in the medium-to-high γD regime. This verifies
the correctness of our derived theoretical results. As expected,
the SOP performance increases as αD and/or µD increases,
irrespective of number of antennas ND. This is due to the fact
that the legitimate channel is lees faded and less vulnerable
to the variations with the increased αD and µD. In addition,
the SOP performance increases significantly as number of
antennas at the legitimated destination,ND, increases, regard-
less of αD and µD. Moreover, a secrecy diversity order of
αDµDND

2 (as proved analytically in Section III-C) can also be
verified from the slope of the curves for different values of
involved parameters.

In Fig. 3, we demonstrate the impact of wiretap chan-
nel/system parameters on the SOP performance, when when
Rs = 1 bps/Hz, αP = µP = 1, ND = 1, and γ E = �P =

0 dB. We can infer from this figure that the analytical results
are in perfect consonance with the simulation results. From
Fig. 3, it can be observed that the SOP decreases when the
channel parameters of wiretap link (αE and µE ) are lower
than the channel parameters of legitimated link (αD and µD)
(or in other words, when the fading severity of legitimate link
is lower than the fading severity of wiretap link). Moreover,
the SOP performance considerably deteriorates as the num-
ber of eavesdropper antennas NE increases, irrespective of
αE , µE , αD, and µD.

In Fig. 4, we show the SOP performance when γD and
γ E improve simultaneously, for different values of αD, µD,
ND, and NE . We set Rs = 1 bps/Hz, αE = 1, µE = 2,

FIGURE 3. Effect of wiretap channel/system parameters on the SOP
performance.

FIGURE 4. SOP performance of the considered system with simultaneous
improvement in γD and γ E .

αP = µP = 1, and �P = 0 dB. It can be seen from
this figure that the SOP performance improves slightly in
the low-to-medium SNR regime, however saturates in the
high SNR regime, regardless of αD, µD, ND, and NE . This is
owing to the simultaneous improvement in both γD and γ E .
Furthermore, as expected, the SOP performance improves as
αD andµD strengthen, irrespective of γD and γ E . In addition,
for fixed values of αD and µD, we can also observed that
the SOP performance enhances as ND increases (i.e., from
ND = 1 to ND = 2 for fixed value of NE = 1), however this
SOP performance deteriorates significantly as NE increases
(i.e., from NE = 2 to NE = 3 for fixed value of ND = 2).

Fig. 5 demonstrates the impact of �P on the SOP perfor-
mance for various values of αD, µD, αE , µE , ND, and NE ,

S(a, b, c, d) = G2αP(a+1),a(αP+2)
2a(αP+1),2αP(a+1)

(( b
2αP

)2αP( 2a
λP

)2a∣∣∣1(2a,1−c),1(αP,1(αE ,−d)),1(αP,1(αE ,1−d))

1(αP,1(2,0)),1(αP,1(αE ,−d)),1(αP,1(αE ,−d))

)
. (38)
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FIGURE 5. Effect of primary receiver on SOP performance.

FIGURE 6. Intercept probability versus γD for various values of αD, µD,
αE , and µE .

when Rs = 1 bps/Hz, αP = µP = 1, and γD = 10 dB,
γ E = 5 dB. It can be observed from this figure that the
SOP performance reduces significantly with the increase in
�P, irrespective of different values of αD, µD, αE , µE , ND,
and NE . This is due to the fact that the transmit power
at ST decreases as �P increases, and hence less power
is available at ST for transmitting the desired information
successfully.

Fig. 6 depicts the intercept probability curves versus γD
for different values of αD, µD, αE , and µE , when γ E = 5 dB,
and ND = NE = 2. From this figure, one can perceive that all
the analytical results based on (27) are in good consonance
with the simulation results for the complete range of γD.
Moreover, the asymptotic results based on (30) are also in
accordance with the exact ones in the medium-to-high γD.
Further, one can also note from Fig. 6 that as αD and/or µD
increases, the intercept probability decreases for fixed values
of αE and µE . This behavior is evinced because the channel
is less faded and less vulnerable to the changes in higher

FIGURE 7. Impact of ND and NE on the Intercept probability performance.

values of αD and µD. Also, for fixed values of αD and µD,
the intercept probability performance enhances significantly
with the improvement in αE and/orµE . This indicates that the
higher values of αE and µE will strengthen the wiretap link,
and hence results into the high probability of eavesdropping.
Also, the system’s secrecy diversity order is αDNDµD2 (as given
analytically in Section III-E), which is consistent with the
slope of the asymptotic curves in Fig. 6.

In Fig. 7, we demonstrate the impact of number of antennas
(ND and NE ) on the intercept probability, when γ E = 5 dB,
αD = 1, µD = 2, and αE = 1, µE = 2. It can be observed
from this figure that the intercept probability increases when
ND is increased for fixed value of NE and vice-versa, for
all values of γD. This implies that the higher values of ND
strengthen the main channel quality, which results into a low
probability of eavesdropping. On the other hand, the higher
values of NE improve the wiretap channel quality, which
results into a high probability of successful eavesdropping.
Also, from the plots in Fig. 7, the secrecy diversity order
of αDNDµD2 is proved by the slope of the curves for different
values of system/channel parameters.

In Fig. 8, we show the ESC performance versus γD curves
for different values of γ E , αD, µD, αE , and µE , when ND =
NE = 2, αP = µP = 1, and�P = 0 dB. From this figure, one
can manifestly see the accuracy of our derived ESC expres-
sion given in (37) by the close consonance between the simu-
lation results and analytical results for the entire range of γD.
One can also note that the ESC performance degrades as γ E
increases, despite the values of αD, µD, αE , and µE . This is
due to the fact that the increase in γ E value improves the
quality of wiretap link, and therefore enhances the capacity
of wiretap channel. Further, the ESC performance becomes
better for the case when the quality of main channel (i.e., αD
andµD) is superior than thewiretap channel (i.e., αE andµE ).
In Fig. 9, we demonstrate the impact of number of antennas

(ND and NE ) on the ESC performance, when αD = µD = 1,
αE = µE = 1, αP = µP = 1, γ E = 5 dB, and
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FIGURE 8. ESC performance versus γD for various γ E , αD, µD, αE , and µE .

FIGURE 9. Impact of ND and NE on the ESC performance.

�P = 0 dB. We can easily observe from this figure that
the ESC performance significantly improves as the number
of antennas at the legitimated destination, ND, increases, for
all values of γD. Whereas, the ESC performance deteriorates
with the increase in number of antennas at the eavesdropper
terminal NE , over the entire range of γD.

Fig. 10 depicts the effect of�P on the system performance
in terms of ESC with γ E = 5 dB, αD = µD = 1,
αE = µE = 1, αP = µP = 1, ND = 1, and NE =
{1, 2}. For fixed values of ND and NE , one can infer that the
system’s ESC performance is better with a lower value of�P.
Alternatively, we can say that the ESC performance degrades
as �P increases. This is because the transmit power at ST
increases as the value of �P decreases.

In Fig. 11, we demonstrate the ESC versus Q
σ 2n

for various
values of �D, �E , ND, and NE , when αD = µD = 1,
αE = µE = 1, αP = µP = 1, and �P = 0 dB. For fixed
values of �D and �E , it can be observed from Fig. 11 that
the ESC performance improves as ND increases, and reduces
with the increased in NE . In addition, the ESC performance
enhances when the value of Q

σ 2n
increases in low region of Q

σ 2n
,

FIGURE 10. Impact of �P on the ESC performance.

FIGURE 11. ESC versus Q
σ2
n

for various values of �D, �E , ND, and NE .

whereas it starts saturating in the high Q
σ 2n

region, regardless

of �D, �E , ND, and NE . This is due to the fact that the ESC
behaves independently from Q

σ 2n
in the high Q

σ 2n
region, which

is theoretically specified in the Remark 6 of Section III-F.

VI. CONCLUSION
This paper examined the secrecy performance of a secure
SIMO underlay CRN with peak interference type of power
control for the α − µ fading scenario. The exact expres-
sions for the SOP, intercept probability, and ESC were
derived and validated through Monte-Carlo simulations.
Also, we obtained the asymptotic SOP expressions under
two cases of interest; 1) when the main link SNR tends to
infinity with fixed eavesdropper average SNR, and 2) when
both the main link and eavesdropper link average SNRs go
to infinity. From case 1, it is revealed that the system can
achieve a secrecy diversity order of αDNDµD

2 , whereas the
diversity order reduces to zero under case 2. Moreover, we
derived the asymptotic intercept probability expression in
the high SNR regime (main link) with fixed eavesdropper

62626 VOLUME 9, 2021



S. Yadav, D. S. Gurjar: Secrecy Performance of SIMO Underlay Cognitive Radio Networks Over α − µ Fading Channels

average SNR, fromwhich a secrecy diversity order of αDNDµD2
can also be obtained. Furthermore, based on the ESC anal-
ysis, we demonstrated that the ESC obeys a scaling law of
2
(
ln
(
�D
�E

))
and converges when secondary source power

with interference constraint is immense. We verified our ana-
lytical framework via numerical and simulation results and
revealed the effect of different channel/system parameters on
the secrecy performance.

APPENDIX A
PROOF OF THEOREM 1
On inserting the expressions of the CDF of γD and the PDF
of γE into I1 of (15), we can express I1 as

I1 =
αEξE

20(NDµD)

∫
∞

0
y
αENEµE

2 −1e−λE y
αE
2

×ϒ
(
NDµD, λD((η − 1)w+ ηy)

αD
2

)
dy. (43)

After that, on invoking the series expansion of lower incom-
plete gamma function, i.e., ϒ(β, x) =

∑
∞

n=0
(−1)n
n!

xβ+n
β+n

[38, eq. (8.354.1)] into (43), and making the transformations
as (1 + x)β = 1

0(−β)G
1,1
1,1(x|

β+1
0 ) and e−x = G1,0

0,1(x|
−

0 ) [41],
(43) is given as

I1 =
αEξE

20(NDµD)

∞∑
n=0

(−1)n

n!
λ
NDµD+n
D

NDµD + n
w
αD(NDµD+n)

2

×
(η − 1)

αD(NDµD+n)
2

0
(
−

αD(NDµD+n)
2

) ∫ ∞
0

y
αENEµE

2 −1G1,0
0,1

(
λEy

αE
2

∣∣∣∣−
0

)

×G1,1
1,1

(
ηy

(η − 1)w

∣∣∣∣
αD(NDµD+n)

2 +1

0

)
dy. (44)

Further, the integral in (44) can be solved by using
[42, eq. (2.24.1.1)], as shown at the bottom of the page, where
β̃ = 1−β, b∗ = s+t− u+v

2 , c∗ = m+n− p+q
2 , ρ =

∑v
j=1 dj−∑u

j=1 cj+
u−v
2 +1, and χ =

∑q
j=1 bj−

∑p
j=1 aj+

p−q
2 +1, and

after some involved simplifications, I1 in (44) can be given
by (16).

APPENDIX B
PROOF OF THEOREM 3
By invoking the CDF of γD with the fact that ϒ(β, z) =
0(β)[1−e−z

∑β−1
n=0

zn
n! ] [38, eq. (8.352.6)] alongwith the PDF

of γE into (26), Pint in (26) can be expressed as

Pint =
αEξE

2

∫
∞

0
y
αENEµE

2 −1e−λE y
αE
2 dy−

αEξE

2

×

NDµD−1∑
r=0

λrD

r !

∫
∞

0
y
rαD
2 +

αENEµE
2 −1e−λDy

αD
2 e−λE y

αE
2 dy.

(46)

The first integral (say I1) of (46) can be solved by using
change of variables λEy

αE
2 = t , and via [38, eq. (8.310.1)] as

I1 =
2
αE

0(NEµE )

λ
NEµE
E

. (47)

Moreover, the second integral (say I2) in (46) can be
expressed by making the change of variables y

αD
2 = t as

I2 =
2
αD

∫
∞

0
t
rαD+αENEµE

αE
−1e−λDte−λE t

αE
αD dt. (48)

Furthermore, with the help of the representation of the expo-
nential function in terms of the Meijer-G function, i.e.,
e−x = G1,0

0,1(x|
−

0 ) [41, eq. (11)], we can re-express (48) as

I2 =
2
αD

∫
∞

0
t
rαD+αENEµE

αE
−1G1,0

0,1

(
λDt

∣∣∣−
0

)
×G1,0

0,1

(
λE t

αE
αD

∣∣∣−
0

)
dt, (49)

which can be then evaluated by using [42, eq. (2.24.1.1)] as

I2 =
2

α
1
2
D

α
r+ αENEµE

αD
−

1
2

E

(2π )
αE+αD

2 −1
λ
−r− αENEµE

αD
D

×GαD,αEαE ,αD

(
λ
αD
E

λ
αE
D

α
αE
E

α
αD
D

∣∣∣∣1(αE ,1−r−
αENEµE

αD
)

1(αD,0)

)
. (50)

Finally, invoking (47) and into (46), and after some
involved simplifications, the intercept probability can be
given as (27).

APPENDIX C
PROOF OF THEOREM 4
By invoking the PDF of γD and the CDF of γE with the
identity ϒ(β, x) =

∑
∞

n=0
(−1)n
n!

xβ+n
β+n [38, eq. (8.354.1)],

and invoking the following transformations ln(1 + x) =
G1,2
2,2(x|

1,1
1,0) and e

−x
= G1,0

0,1(x|
−

0 ) [41, eq. (11)] into J1 of (33),
to get

J1 =
αDξD

20(NEµE )

∞∑
n=0

(−1)n

n!
λ
NEµE+n
E y

αDNDµD
2

×

∫
∞

0
y
αE (NEµE+n)

2 x
αDNDµD

2 x
αE (NEµE+n)

2 −1

×G1,2
2,2

(
x
∣∣∣1,1
1,0

)
G1,0
0,1

(
λD(xy)

αD
2

∣∣∣−
0

)
dx, (51)

which can be further simplified via identity
[42, eq. (2.24.1.1)], as given in (34).

On adopting the same steps as adopted to get J1 in (34),
we can evaluate J2 by interchanging αD with αE and NDµD

∫
∞

0
τβ−1Gs,tu,v(στ |

c1,··· ,cu
d1,··· ,dv

)Gm,np,q ($τ
l/k
|
a1,··· ,ap
b1,··· ,bq

)dτ = σ−β
kχ l(v−u)β+ρ−1

(2π )(l−1)b∗+(k−1)c∗

×Gkm+lt,kn+lskp+lv,kq+lu

($ kkk(p−q)

σ l l l(u−v)

∣∣∣1(k,a1),··· ,1(k,an),1(l,β̃−d1),··· ,1(l,β̃−dv),1(k,an+1),··· ,1(k,ap)

1(k,b1),··· ,1(k,bm),1(l,β̃−c1),··· ,1(l,β̃−cu),1(k,bm+1),··· ,1(k,bq)

)
, (45)
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with NEµE in (34), as given in (35). Further, the third integral
J3 of (33) can be written by inserting the PDF fγE (x) as

J3 =
αEξE

2
y
αENEµE

2

∫
∞

0
ln(1+ x)x

αENEµE
2 −1e−λE (xy)

αE
2 dx.

(52)

On applying the transformations ln(1 + x) = G1,2
2,2(x|

1,1
1,0)

and e−x = G1,0
0,1(x|

−

0 ) [41, eq. (11)], and then utilizing
[42, eq. (2.24.1.1)], J3 can be obtained as in (36).
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