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ABSTRACT With the continuous development of 5G network technology, the amount of data has surged.
Network data transmission technology needs improvement. To ensure the reliable transmission of data,
reduce network congestion and network energy consumption, the paper proposed an effective edge cache
collaboration routing strategy of opportunistic social networks in the trust community, namely the edge
collaboration cache trust community routing algorithm (ECTC). The algorithm proposes that the nodes
are used to carry information through the cache. Based on the node trust degree, the efficient trust relay
node is identified. Build a trusted network based on the trust degree of nodes. Divide local trust community
modules into clusters to realize efficient community retrieval. Under the concept of edge nodes, trust nodes
are found in the trust community. Edge caches cooperate to share transmitted data, reducing backbone
network congestion. The data update efficiency is greatly improved. Through edge nodes in trust community
cooperation and communication, efficient data packet delivery is realized, thereby improving the community
trust network’s routing performance. The simulation experiment results show that the edge collaboration
cache trust community routing algorithm (ECTC) can significantly improve delivery effectiveness and reduce

network overhead.

INDEX TERMS Community routing, trust community, edge node, cache collaboration.

I. INTRODUCTION

With the continuous development of 5G network technol-
ogy, mobile network equipment has proliferated in recent
years. In the future, the 5G network technology industry will
gradually develop to improve mobile communications qual-
ity, reduce operating costs [1] and provide a foundation for
large-scale data transmission. 5G derivatives, such as mobile
devices (mobile phones, tablets, and other human-computer
interaction devices), sensing devices (applications for trans-
mission and collection), vehicle networks (autonomous driv-
ing, vehicle equipment) [2]-[4] continue to spread. Various
wireless communication networks have penetrated our daily
lives, such as handheld device networks and communica-
tion networks in remote areas. The continuous expansion
of the application scale of 5G derivatives and wireless data
transmission networks, such as knowledge networks, protein
molecules, military communications [5], medical fields [6]
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field tracking [7], and disaster rescue [8] have increased the
demand for data transmission.

In the context of human activities, complex interpersonal
relationships will change the evolution direction of social
groups. Due to human social behavior and activities’ char-
acteristics, the device has specific community attributes and
dynamic features, thereby forming an opportunistic social
network [9], [10]. Opportunistic network nodes have typical
mobility, openness, and sparseness [11]. It selects neigh-
boring mobile devices dynamically as neighbor nodes to
construct a communication path based on the “storage-save-
forward”” mechanism [12]. The widespread use of oppor-
tunistic networks and the rapid increase in information
requires us to pay attention to the control of Fraud Informa-
tion [13], [14] and the spread of negative news [15].

At the same time, further research on opportunistic net-
work data caching and transmission is needed. The ““storage-
save-forward” mechanism in opportunistic networks makes
waiting for information stored in the device. It makes there
is long-term storage, but there is no user acceptance and
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response problem. As a result, the node cache space is insuffi-
cient, and it is difficult for the node to update data. Considered
the mobility and sociality of the communication network user,
data transmission has the characteristics of small data packets
and high connection volume. The massive amount of data
makes the data transmission volume of the communication
node become very large. The node calculation task is com-
plicated. What is worse is the use of flooding technology for
data transmission [16], and multi-copy transmission strategy.
It is easy to cause node death, communication network block-
age, and data transmission delay [17]. There will also be a
problem of packet loss, which significantly limits network
performance. Edge computing, a new computing paradigm
that pushes computing and storage resources to the edge of
cloud computing [18], [19]. Also, in the network information,
the edge node cache information is used. These nodes are
close to the central information node, and through collab-
oration, the pressure on the central node can be relieved.
Simultaneously, in remote areas or at the edge of the device
network, it is often impossible to access the Internet. So, the
communication connection is unstable and the data delivery
rate is low in these situations [20]. In addition, the pervasive
edge of the global communication cost is high, but the effec-
tiveness is low [21].

Users pay attention to obtaining information, hoping to
obtain data in a short time. To achieve comprehensive and
stable communication and support forward-looking decision-
making. Edge collaboration community opportunity rout-
ing communication can effectively improve data transmis-
sion efficiency and reduce transmission energy consumption.
To this end, we choose community communication methods
and apply efficient transmission paths and edge collabora-
tion cache routing strategies to optimize message delivery
efficiency and alleviate traffic congestion on the backbone
network. Thereby, the communication network’s data trans-
mission efficiency is further improved, and central node stor-
age pressure is relieved. The final network service quality and
user experience quality are improved [21].

In response to the problems mentioned above, this paper
proposes a complex social network trust routing algorithm.
The contributions of this research are as follows:

(1) Propose the concept of edge nodes based on data
transmission characteristics, define the measurement method
of node trust, and further propose clustering to form a local
trust module community. Divide the community based on the
trust relationship, obtain the community module with high
structural strength accurately and clearly, and realize efficient
community retrieval.

(2) Join the trust community relationship and propose an
edge node cache cooperative transmission routing algorithm
based on community division. Make information transmis-
sion more in the community, improve delivery efficiency,
relieve communication node congestion, and reduce network
overhead.

(3) The node data transmission network’s simulation
experiment proves that the edge cache collaboration trust
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community routing algorithm can significantly improve
delivery efficiency and reduce network overhead.

The rest of the paper is arranged as follows: Section II
reviews the latest research work and opportunistic net-
work results. Section III of this paper proposes edge cache
collaboration trust community routing algorithm (ECTC).
In Section IV, we conducted simulation comparison experi-
ments of 5 routing algorithms ECTC, EMPIDEMIC, ICTM,
BSW, ETNS to evaluate the algorithms’ performance.
Section V summarizes the full text and expounds on potential
research directions in the future.

Il. OVERVIEW OF COMMUNITY OPPORTUNISTIC
NETWORKS

At present, academic circles at home and abroad have many
research methods on opportunistic community networks,
which mainly focusing on community division and routing
strategies. The proposed different algorithms can effectively
improve the existing network communication and data trans-
mission. The following will focus on the existing oppor-
tunistic network community division and routing strategy
algorithm.

Nodes in the same community are relatively similar,
and nodes communicate more within the community than
between them [22]. Community trust consensus communi-
cation can effectively reduce the search space of information
transmission and improve transmission efficiency [23]. Com-
prehensive trust evaluation is better than a single trust [24].
The literature [25] proposed node similarity as an implicit
trust index, which improves prediction and recommenda-
tion effectively, but time information is not considered. The
research [26] proposed a time series to predict the future
similarity and used the network changes over time to bet-
ter complete the prediction. Node similarity link prediction
is useful in community division, such as fuzzy communi-
ties [27], which provides new ideas for community division.

In addition to the trust relationship between nodes, com-
munity trust relationship should also be considered. Start-
ing from the trust relationship, integrating edge fitness and
community fitness detection in non-overlapping communi-
ties [27], [28]. However, it is not suitable for existing social
networks with considerable overlap. Users are clustered in
the research [29] before trusting, so that trust can be spread
in the user-specific community. The redundant transmission
of information is reduced. The research [30] reorganized
the community according to the degree of relevance of the
node, and the new community assists the source node in
transmitting information. The literature [31] proposed max-
imum and minimum modularity, uses hierarchical clustering
to fuse connectivity rules, mines, detects communities, real-
izing community mining and division efficiently and straight-
forward.

Flood routing [16] sends a message to every node encoun-
tered, resulting in multiple copies, quickly causing node
death, data packet loss, and reducing the delivery rate.
It can be used based on social networks, which make certain
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improvements. The proposal of edge nodes can effectively
solve the problem of node congestion. Data caching in the
edge computing environment [32]-[35] have focused on how
to cache data across edge to achieve different optimiza-
tion objectives, to minimize caching cost [35], to minimize
latency [36], to guarantee the quality of transmissions [33],
etc. The research [37] reorganize the community, duplicate
filter nodes, and improve the delivery rate of the opportu-
nity network through node contribution evaluation and com-
munity reconstruction. SAW [38], [39] broadcast a certain
number of copies to the relay node, and then wait until one
of them reaches the destination node, and further control
the routing and forwarding volume by receiving feedback.
Gao et al. proposed a novel scheme to support cooperative
caching in social opportunistic networks. Wu et al. [40] pro-
pose a hierarchical cooperative caching scheme in mobile
opportunistic social networks. In terms of cache cooperative
data transmission, it performs well to relieve node congestion
and speed up data updates. The literature [17] proposed an
adaptive spray waiting for routing algorithm based on node
quality QON. The relationship between nodes allocates the
number of message copies, avoiding the blindness of for-
warding relay selection, but still only considers relay nodes
Quality, ignore the connection of source node, relay node, and
destination node.

Based on the research of the above methods and problems,
we propose a more effective method to solve data transmis-
sion during the edge collaboration cache trust community in
complex networks.

Ill. TRUST COMMUNITY ROUTING ALGORITHM

In this section, the research will introduce the proposed the
edge collaboration cache trust community in detail. The algo-
rithm includes three main steps: (1) node trust measurement;
(2) trust community division; (3) Cooperative cache routing.
Specifically, first, the node used in this study carries infor-
mation through the cache. It is proposed to directly mark
explicit factors and predict that possible future links will be
implicitly trusted, thereby gaining complete node trust. Then
build a trusted network based on the node trust, calculate
the module’s trust value, and divide the trust community
through clustering. Finally, under the concept of edge nodes,
trust nodes are found in trust community, and edge caches
cooperate to share the transmitted data. Network congestion
is reduced. Data update efficiency is significantly improved.
That is an Efficient cooperative transmission strategy based
on the cache of the edge in trust community opportunistic
social network.

Computing node trust is the basis for the division of trust
communities. Information dissemination is more spread in
trusting communities. Choosing a collaborative cache at the
edge of a trusted community for data transmission can further
reduce network congestion and speed up information dissem-
ination. Node trust measurement, trust community division,
trust cooperative cache three algorithms are progressively
coordinated to achieve efficient data transmission.
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A. NODE TRUST DEGREE MEASUREMENT

Information dissemination under the condition of an unclear
path will consume much time, causing node death and net-
work congestion. Calculating with node trust degree and
constructing a node trust network is the basis for efficient
information transmission. For this reason, this paper proposes
to use link prediction to quantify the calculation index of
node trust to obtain the user information transmission path.
In data transmission, the source node information cannot
directly reach the destination node. The trusted relay node
is selected to assist in the transmission of information. The
cache space of trusted nodes is limited. The article proposes a
collaborative trust cache of edge nodes. As shown in FIGURE
1. Node trust trust comprehensively considers the explicit
and implicit direct trust of nodes. Explicit trust s can be
directly marked while implicit trust means that the link may
be obtained in the future.

Definition 1 Node Trust:

This project defines the relationship between the possibil-
ity of information transfer between a node and its neighbors.
For the graph G(V, E), V is the vertex set, and E is the edge
set. The trust between nodes is shown in formula (1).

+
l‘VI/tSl(u’v

trust(;’v) = sim(u, v)

) = as + (1 — a)sim(u, v)

ey

among them, trust(;v) represents the comprehensive trust

when there is explicit trust between nodes, s is the direct label
of the trusted node. If there is explicit trust s = 1, « is the
weighting factor. trust, ,, means that there is only implicit
trust between nodes.

Definition 2 Node Similarity:

In the study, the local similarity index AA and the global
index LP is comprehensively considered to find. The user’s
comprehensive trust index is calculated. Considering all
nodes with fixed communication cost, the proposed similarity
index sim(u, v) is defined as follows:

sim(u, v) = Z

among them, B is the damping factor for the distribution of
weights, so that the weight decreases with the increase of the
number of hops. d represents the shortest path between (i, v),
L is the longest reachable distance.

Through formula (2) to get node sim(j 2) and node 1 to
2 directly trust, s = 1, we can get trust( 2).

According to the above definition, the trust value between
node (u, v) is related to s and sim, .. The larger the value, the
more likely the node will transmit data. Algorithm 1 details
the process of calculating the path between nodes.

The graph G (V, E) takes the adjacency matrix as input and
also accepts the parameter hop count attenuation coefficient
and (the longest path) as the threshold.

Stepl: Calculate the shortest path d between all pairs of
nodes in the network.

d=56(z2)+68v2) 3)

u,v)

zeV\{u,v} ﬁ (2)
1<d=6(u,z)+8(v,z)<L log [T'(2)]
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FIGURE 1. Information transmission process based on trust node and edge node.

TABLE 1. Algorithm node relay.

Algorithm 1: node,

1. Input  Network G (V, E), the value L and damping parameters B, S
2. Output  similarity score trust A7
3. Trust <— 0
4. o « SHORTPATHS (G)
5. for (u,v)eE\ET d
6. for z €V \{u,v} d
7. d= o(u,z)+0o(v,2)
8. if < L then
) . d-2 -1
9. sim(u, v) < sim(u,v)+ f (log|z|)
10. end if
11. end for
12. if s=0
13. trust(u, v) < sim(u,v)
14. Else
15. trust(u,v) < as, ,+ (11— a)sim(u,v)
16. end if

17.  TRUST.NORMALIZON
18.  return A/
19. end for

Step2: Traverse all pairs of unconnected nodes. Consider
the paths of all nodes in the network (only consider the
paths with connection value less than L), and calculate the
similarity score.

Step3: Finally, add direct trust, and normalize to get the
total node trust value trust.

See TABLE 1 for specific steps.

B. NODE COMMUNITY DIVISION
The community is further divided based on node trust so that
more information is transmitted within the community, which
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can reduce transmission energy consumption to a certain
extent. The trust degree clustering method is further used to
divide the overlapping community network, and the partial
module trust degree is used as the basis for division.

1
Trust, = p— Z trust j “4)

c i
ijec

among them Trust. is the module trust degree, m is the
number of module nodes, and (i, j) is the current measured
node pair.

A vast community will weaken the effectiveness of com-
munity division. Set the module size threshold M the subor-
dinate value b. The range of the number of communities is
[1, n], where n is the maximum number of communities that
the set user can have b < n.

Stepl: From the community network to be divided, a vir-
tual node with a larger node degree k(i) is selected, the initial
core community [41]. Starting from the core node, use for-
mula (3) to calculate the node trust. Calculate the trust degree
of the module when there is a core node, m = 1.

M
1
Trust, = P Xm: [asij + (1 —a)

<D

ijem,zeV\{ij}
1<d=68(i,2)+8(j,z)<L

ﬂd72

_ 5
10g|F(Z)|] ©)

Step2: In the current community’s reachable nodes, choose
to add a node. Increase the clustering module for this node’s
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TABLE 2. Algorithm community relay.

Algorithm 2 Community

I. Input Network G(V, E) trust matrix, the value of M, n

2. Output Community C=(c,,c,,¢;.....c,)
3. Cc& ¢

4. foreach ; e G do

5. get k(i)

6. end for

7. for 1 = ~Null do

8. C<«i,m<«1

9. Trustc

10.  for G, DeENE ,m<M do

11. b« 0,P<gi «0

12. for b<n do

13. P«

14. Trust;_ <« Trust,

15. if 77 rust; > Trust, then

16. VeV-j,CeCHjbe b+l
17. P« ¢

18. else

19. goto label 12

20. end if

21. end for

22. // all nodes are assigned to the community
23. end for

24, return Community C=(c,,c,, ¢, ..., )

25.  end for

community affiliation value.
| M
Trust,. = — Z [asj) + (1 — o)
m—+1

m+
‘Bd—Z
x Z log IF(Z)I] ©

i,jem,zeV\{ij}
1<d=4(i,2)+8(,z)<L

Step3: Determine the degree of trust in the local mod-
ule. When the local modularity starts to decrease, Tmsté’. <
Trust,, stop clustering. The division of the community c is
completed. Return to Step 1, and start to divide the next
community ¢ + 1.

When the local trust modularity increases, Tmsté > Trust,,
return to Step2 to find the next node. Until the local modu-
larity value Trust) of the executed x word becomes smaller,
return to Step2.

Step4: When the local module exceeds the huge commu-
nity threshold M or all node V in the network, stops the
algorithm.

FIGURE 2 shows clustering community|, community,,
communitys represents the three communities after
clustering.
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C. EDGE COOPERATIVE CACHE TRANSMISSION

Nodes in the community have high trust, stable information
transmission and high frequency. In the transmission process,
with the trusted node’s high transfer rate, the node’s cache
may overflow due to excessive information. The traditional
caching strategy releases the cache space by directly deleting
the message, which is easy to cause the information delivery
ratio drop. In the research, we proposed the edge cooperative
cache trust transmission to reduce buffer overflow. As shown
in the FIGURE 2, when the nodes in the cache of the trusted
relay node are complete, the neighbor nodes (edge nodes) that
have excess cache space should be transmitted.

There are two communities community, community, in
the community network. Nodes will move between commu-
nity communication networks to transfer information. When
the trusted node cache is full, the edge node cache will
delete or schedule the information. and the According to the
current network conditions, the messages’ importance in the
node buffer space is distinguished. The appropriate messages
are selected for priority storage to avoid network congestion.

The article proposes a trusted network cache cooperative
transmission strategy when nodes meet. This strategy adjusts
the order of messages according to the priority of message
forwarding. If the buffer is saturated during the forward-
ing process, the strategy can discard the message queue to
improve efficiency. Simultaneously, the strategy will be that
the node periodically deletes expired messages to ensure that
it has enough cache space. FIGURE 3 shows the routing
process of information. The routing algorithm between com-
munities is further described below.

When two nodes meet, messages are sent in order of the
practical level. Priority forwarding of messages with a small
percentage of cache. The trust value frust with the destination
node reflects the node’s ability to deliver messages to the
destination node. The higher the node’s intimacy is, the more
chance the message will be delivered to the destination node.

Definition 3 Messagetr Life Ratio:

The message’s life ratio is the ratio of the existence time of
the message to the total lifetime of the message. The greater
the life-to-life ratio of a message, the closer it is to die.
It needs to be forwarded as soon as possible.

TR — Tcurrent - Tcreate (7)
TTL

Definition 4 Message Cache:

The message cache space ratio to the total cache space of
the node. The smaller the proportion of cached messages,
the smaller the time required for forwarding.

MR =" 8)
=

Definition 5 Message Priority:
The utility function of message priority is:

TL,, = atrust + BTR + y(1 — MR) )
Among them, ¢ + 4+ y = 1.
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FIGURE 2. Community module trust cluster division and edge cache.

irrelevant node
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Based on the above method, we propose a method for
collaborative node caches in trusted social networks. The
process is as follows:

Step 1: In each simulation period 7, the nodes in the
network check their own message list ML and delete expired
message m.

Step 2: If the destination node D is directly connected to
the source node S, it will be passed directly to exchange each
other’s message lists. That is, i, j nodes directly exchange
information.

Step 3: If the destination node D and the source node S
are not directly connected, and the trusted node has enough
buffer space. Then the trusted node path is selected for trans-
mission. Choose suitable marginal neighbors in the trusted
community.

Step 4: If the edge node has enough buffer space, accept all
the SL messages of i. If space is saturated, the messages are
sorted. According to the messages’ importance, the messages
with the SL priority more significant than the ML threshold
are received first.

Step 5: If the trusted node’s cache space is full, i preferen-
tially copy important message information to the edge node
ML and deletes the information m in the trusted communica-
tion node.

Step 6: If the node does not find a suitable cooperative node
within the communication range, sort the cached messages.
Then, according to the importance of the message priority,
the node with the low level of essential messages in the local
buffer is deleted.

Step 7: After all node messages are transmitted, the con-
nection is disconnected.

See TABLE 3 for specific algorithms.
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community?2

community relay path

TABLE 3. Algorithm community routing with edge cache collaboration.

Algorithm 3 edge cooperative cache transmission

1 input: source node S, destination node D, node list ¥
2 output: ML

3 if §,D are in common community
4 for each node in V'

5. for message m in ML

6 if TTL =0

7 delete m

8. end for

9. end for

10.  end for

11. node i meet j return H.forwardlist
12. i, j exchange ML

13. for message m in ML

14. if m existsin ML

15. delete m

16. end if

17. end for

18. i send SL to j and receive SL from i

19.  sort ML and SL with TL
20. insertion sort SL to ML
21.  interrupt connection

This section defines node trust and edge node as first,
and explicit trust is added based on considering local and
global similarities. Further clustering is based on the node
trust degree and the local modules with high trust degrees are
divided into the same community. Finally, under the concept
of edge nodes, trust nodes are found in Trust Community.
Edge caches cooperate to share the transmitted data. Network
congestion is reduced. Data update efficiency is significantly
improved. That is an Efficient cooperative transmission
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FIGURE 3. Community routing with edge collaboration community routing with edge collaboration.
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FIGURE 4. Simulation map in Helsinki.

strategy based on the cache of the edge in trust community
opportunistic social network. In the following, the real map in
Helsinki will be selected to conduct simulation experiments
on the above edge cooperative cache trust community routing
strategy.

IV. TCR ALGORITHM PERFORMANCE ANALYSIS RESULTS
This paper uses simulation THE ONE SIMULATOR exper-
iments on the algorithm to evaluate the edge cooperative
cache trust community routing (ECTC) understudy from
three aspects: delivery rate, transmission delay, and net-
work overhead. In this research, traditional routing algo-
rithms are selected: EPIDEMIC (epidemic algorithm), BSW
(two-hop spray waiting for routing algorithm), ICMT (infor-
mation cache management and data transmission algo-
rithm), and routing algorithm suitable for communities
ETNS(community reconstruction routing algorithm). Com-
pare and analyze with (ECTC)the edge cooperative cache
trust community routing. Considering the data information
required by the algorithm, select an open street map to edit
city maps. Different parks, streets, and shops are established
in the map. They can exhibit a real environment. As shown in
FIGURE 4. It adopts real map in Helsinki, which suitable for
node trust information transmission activities.

The experimental environment is i7-7700K 3.5-GHz 8§
(CPU), TITAN 12GB (GPU), 16GB x 4 memory (DDR4),
and Ubuntu 16.04 (OS). The simulation parameters set in the
experiment are summarized in TABLE 4. The simulation time
is 1 h to 6 h, and the simulation area is 4500 m x 3400 m
in the map. The involved nodes are 1000. The transmission
pattern is broadcast. The node motion model is SHOREST-
PATHMAPBASEDMOVEMENT. The movement speed is
0.8 - 1.8 m/s. The message categories are 12. The maximum
transmission range 10 m. The packet sending interval range
from 25 to 35 s. The packet sending Speed is 250 kb /s.
The message size is 200 k - 1M. The node initial energy
is 100 J. According to the data collected in the simulation
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TABLE 4. Simulation parameters.

simulation parameters parameter range
lh-6h
SHORESTPATHMAPBASEDMOVEMENT

4500 m X 3400 m

simulation time
node motion model

simulation area

nodes numbers 1000
movement speed 0.8 m/s - 1.8 m/s
message categories 12
maximum
S 10 m
transmission range
pacl_(et sending 2535 s
interval
packet sending Speed 250 kb /s
message size 200 k-1M
node initial energy 1007

report, the specific correlation analysis between time and
three measurement parameters.

In THE ONE SIMILAR simulation experiment focus on
the ECTC and EPIDEMIC, BSW, ICTM, ETNS five rout-
ing algorithms. For each algorithm, Delivery ratio, Network
overhead, Average delay and five algorithms for analysis are
compared.

Delivery ratio: It also known as transmission success rate.
This parameter refers to the ratio of successfully delivered
messages to the total messages sent in the network during
transmission.

message el

deliveryratio = x 100% (10)

messageqj

Average delay: This parameter refers to the average time
elapsed between when a message is sent to the target node is
received. Where is the total number of messages.

1 n
latency_avg = — delivered; (11
&

Network overhead: This parameter reflects the average
overhead of a successful message routing or forwarding
between a pair of mobile nodes, that is, the average of energy
consumption and storage overhead.

FIGURE 5 shows the relationship between delivery rate
and simulation time with ETCT, EPIDEMIC, BSW, ICTM
and ETNS. e. The algorithm ECTC and ETNS similar both
divide the structure of the community. Each pair of nodes
with high similarity in the community can frequently com-
municate with each other, eliminate inefficient and increase
the delivery rate. Algorithms ETCT and ICTM use cache col-
laboration strategies to reduce node data packet congestion,
speed up the update of trusted node information, and increase
the delivery ratio. Furthermore, compared to the late delivery
ratio, the advantage of ECTC is obvious. The division and
cooperative cache effect are good. The post-delivery rate
reaches about 68%. The EPIDEMIC algorithm has many
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FIGURE 6. Average delay and simulation time.

copies of messages. It uses flooding methods will cause a
large amount of information to be lost. Therefore, compared
with other algorithms, the delivery rate is the lowest, 33%-
39%. The number of forwarding relay copies of BSW is
limited. The delivery rate is much improved compared to
EPIDEMIC.

FIGURE 6 shows the Average delay of EPIDEMIC, BSW,
ICTM, ETNS and ETCT routing transmission. The exper-
imental results show that the community’s division takes
up many network resources, causing delays. Therefore, the
transmission delay of ETNS and ECTC are slightly higher
than that of EPIDEMIC, BSW, ICTM routing algorithm,
about 206-267 s. Since EPIDEMIC and BSW are direct
broadcast replicas, they have strong diffusion capabilities
and low transmission delay. The ICTM algorithm distributed
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FIGURE 7. Network overhead and simulation time.

cache management strategy and node encounter probability
effectively reduce the transmission delay, and the average
delay is lower than BSW, reaching 104-138 s. The ECTC
algorithm effectively combines community division and spe-
cific edge node cache cooperation, and the transmission delay
is 167-173 s.

It can be seen from FIGURE 7 that the network overhead
of EPIDEMIC and BSW routing algorithms have been at
a relatively high level. BSW routing algorithm controls the
number of relay nodes, which is slightly lower than EPI-
DEMIC. However, due to the higher algorithm complexity
of BSW, the consumption of network storage and computing
resources is also relatively high. The ECTC and ETNS algo-
rithms use community optimization methods to eliminate the
most unreliable irrelevant nodes and save network resource
overhead. ECTC algorithm, except for simulation time at
2 h the average network overhead is below 120 MB. In the
later stage of the simulation experiment, the transmission
was stable. The ECTC network overhead was more evident
than other advantages, only about 43.2% of the EPIDEMIC
network overhead.

In social networks, node caching is an important parameter,
which affects transmission performance. So the simulation
compares cache parameters.

The FIGURE 8 shows the relationship between the delivery
ratio and the node cache. In this figure, as the cache increases,
the delivery rate of each algorithm increases. The community
division can increase the delivery rate. The ECTC, ICTM
and ETNS has the higher delivery rate. Especially for ECTC,
when the cache is 60MB, the delivery rate is about 84%. The
BSW routing algorithm and EPIDEMIC have the worst per-
formance because when data packets are transmitted between
nodes, many data packets will be lost in transmission. The
Delivery ratio reaches 32%-63%.

The FIGURE 9 shows the overhead and cache. The
cache will affect the network overhead in the simulation
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FIGURE 9. Network overhead and cache.

experiment. Increase the cache, and the network overhead
will soon decrease. In EPDIMEMIC, the network overhead
dropped from 226 to 84 MB. In the BSW algorithm, the over-
head dropped from 163 to 83 MB. In the ECTC algo-
rithm, the overhead minimum reached 23 MB. In summary,
the ECTC algorithm is better than other algorithms.

FIGURE 10 explains the average overhead and cache. The
average delay decreases as the cache increases. As the cache
increases, the epidemic algorithm has the lowest latency.
ECTC, ICTM delay is kept between 130-50 s. In the ETMS
algorithm, the community is divided, and the relay node
needs to receive all the copy information, and node conges-
tion may consume the opportunistic network’s overhead. The
prediction results show that ECTC has better reduced the
transmission delay caused by communities’ division and node
congestion.
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In summary, the algorithm ECTC is superior to other
routing algorithms in terms of delivery ratio and network
overhead. Due to the division of communities, the delay
is longer, and the delay overhead is longer than the BSW
and EPIDEMIC algorithms. However, edge cache is used so
that the transmission delay is much lower than the ETNS
algorithm. As the cache increases, the algorithms ECTC,
EPIDEMIC, BSW, ICTM, ETMS delivery ratio all increases
the network overhead and average delay decrease. Overall.
ECTC is superior to other routing algorithms. Combining the
three indicators: delivery ratio, network overhead and average
delay, within 48 - 93s of time delay, the delivery rate increases
about 173% than EPIDEMIC. The network cost is reduced by
about 73.6%., which is significantly improved compared to
other algorithms. When the node cache is 60 MB, the delivery
rate is up to 89.7%. The results show that the ECTC algorithm
performs well in improving the information delivery rate
and reducing network overhead. It can effectively reduce the
redundant replication of messages, alleviate the backbone
network’s congestion, and improve routing performance.

V. CONCLUSION

This paper designed an effective edge cache collaboration
routing strategy of opportunistic social networks in the trust
community The Edge Collaborative Cache Trusted Commu-
nity Routing Algorithm (ECTC). The algorithm proposes that
the nodes are used to carry information through the cache.
Based on the node trust degree, the efficient trust relay node
is identified. Build a trusted network based on the trust degree
of nodes. Divide local trust community modules into clusters
to realize efficient community retrieval. Under the concept
of edge nodes, trust nodes are found in the trust community.
Edge caches cooperate to share transmitted data, reducing
backbone network congestion. Combining the three indica-
tors: delivery ratio, network overhead and average delay. The
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simulation results show that The Edge Collaborative Cache
Trusted Community Routing Algorithm, within 48 - 93s of
time delay, the delivery rate is increased about 173% than
EPIDEMIC, and the network cost is reduced by about 73.6%.
When the node cache is 60 MB, the delivery rate is up to
89.7%. The ECTC algorithm effectively reduce the redundant
replication of messages, alleviate the backbone network’s
congestion, and improve routing performance.

In the community, the edge collaborative Cache improve
the efficiency of data transmission. Reducing energy con-
sumption will be the focus of future work. It is necessary
to explore node relationships, reduce network energy con-
sumption, transmission strategies further and further explore
routing strategies with low latency, low energy consumption,
and high efficiency.
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