
Received June 18, 2020, accepted June 29, 2020, date of publication July 2, 2020, date of current version July 16, 2020.

Digital Object Identifier 10.1109/ACCESS.2020.3006513

An Efficient and Secure Image Encryption
Algorithm Based on Non- Adjacent Coupled Maps
HAO ZHANG 1, (Member, IEEE), XIAOQING WANG1, HONGWEI XIE2,
CHUNPENG WANG 3, (Member, IEEE), AND XINGYUAN WANG 4
1College of Information and Computer, Taiyuan University of Technology, Taiyuan 030024, China
2College of Software, Taiyuan University of Technology, Taiyuan 030024, China
3School of Cyber Security, Qilu University of Technology (Shandong Academy of Sciences), Jinan 250353, China
4School of Information Science and Technology, Dalian Maritime University, Dalian 116026, China

Corresponding author: Hao Zhang (zhangh545@126.com)

This work was supported in part by the National Natural Science Foundation of China under Grant 61702356, Grant 61802212, Grant
61672124, and Grant 61503375, in part by the Natural Science Foundation of Shanxi Province under Grant 201801D121143, and in part
by the Password Theory Project of the 13th Five-Year Plan National Cryptography Development Fund under Grant MMJJ20170203.

ABSTRACT In this paper, an image encryption algorithm based on non-adjacent coupled map lattices
is designed. Compared with coupled map lattices, non-adjacent coupled map lattices have few periodic
windows in bifurcation, and larger parameter range in chaos dynamics. Combined with the proposed chaotic
system, a new alternative encryption structure between permutation, diffusion and substitution is proposed
to improve the security and encryption efficiency of the algorithm. In the diffusion process, multiplication
operation in GF (257) and addition operation in GF (28) based on look-up table are adopted, which improves
the encryption efficiency and enhances the permutation effect by choosing pixel value in Latin Square during
the diffusion process. Moreover, based on the good cryptographic characteristics of the s-box, a dynamic s-
box related to plaintext is constructed to substitute plaintext pixels. Experimental results and security analysis
show that the proposed encryption scheme can resist all types of typical attacks and has good encryption
effect.

INDEX TERMS SHA-256, non adjacent coupled map lattices, dynastic s-box, Latin square, 3D Arnold
GF (257), GF (28).

I. INTRODUCTION
With the rapid development of Internet communication tech-
nology, more and more images are transmitted through the
Internet. Therefore, image storage and transmission become
more and more important. Because the image data has
the characteristics of high redundancy and strong correla-
tion between adjacent pixels. Therefore, the traditional text
encryption method (DES, AES, RSA) is not suitable for
efficient, real-time encryption of images. Therefore, special
encryption schemes are proposed by combining with dif-
ferent technologies, such as chaotic system [1]–[4], cellular
automata [5], DNA operation [6], CS [7], [8].

As a pseudo-random generator, chaos system is widely
used in image encryption because of its sensitivity to initial
values and parameters, pseudo randomness, aperiodicity and
other characteristics [1], [2], [9]–[11]. However, due to the
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limited computing accuracy of the computer [12], any chaos
system has periodicity, which reduces the security of the
cryptosystem. Therefore, in order to improve the security of
cryptosystem, many scholars use spatiotemporal chaos sys-
tem to generate key sequence. Compared with single chaotic
mapping, spatiotemporal chaotic system has a wider parame-
ter range and chaotic properties. As a typical spatiotemporal
chaotic system, coupled map lattices (CML) has been widely
used in image encryption [6], [13]. However, some lattices
do not have chaotic behavior since CML coupling adjacent
lattices [14], which is proved to be unsafe. In order to solve
these problems, some scholars have proposed non-adjacent
coupled mapping lattice [15]–[17].

Since Fridrich first proposed the scheme of image encryp-
tion based on chaos in 1998 [18], most image encryp-
tion methods adopt permutation-diffusion encryption model,
which has been proved to have good performance [19]–[23].
since permutation and diffusion operations are carried out
separately and independently, and in order to achieve good
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diffusion effect, permutation and diffusion operations for
the same pixel value are usually performed in multiple
rounds, which will undoubtedly increase the complexity of
the algorithm and reduce the encryption efficiency. Such as,
Alireza et al. propose an image encryption method based on
chaos system and AES algorithm [19], which improves the
security throughmultiple rounds of permutation and diffusion
encryption. In order to extend the effect of changing one
pixel of the plaintext image to all pixels, a second round
of exclusive or operation is added in ref. [20]. In ref. [21],
the diffusion layer and the substitution layer are repeatedly
executed three times to improve the security of the algo-
rithm. Chen et al. proposed an improved image encryption
algorithm based on chaotic mapping [22]. The same pixel
performs two encryption operations, namely row encryption
and column encryption. Dua, M. et al. proposed a color
image encryption method based on bit level permutation
and alternating logistic mapping [23]. The scrambling and
diffusion of the three channels are carried out separately.
Based on the above problems, some scholars improve the
plaintext sensitivity by combining the hash function with the
initial value and parameters of the chaotic system [24]–[26],
so that the permutation and diffusion operations can only be
performed once on the overall image, and achieve efficient
and secure encryption.

As a non-linear component, S-box is widely used in
AES and DES algorithm to enhance the effect of confu-
sion. This encryption technology is widely used in image
encryption because of its simple implementation and easy
embedding [27]–[29]. Such as, Ben Farah et al. [27] proposed
an image encryption scheme based on mixed chaotic map
and optimized s-box. This encryption scheme uses Jaya algo-
rithm to optimize the s-box generated from chaotic sequence.
The nonlinear criterion test and output bit independent cri-
terion test of the optimized s-box have better performance.
In ref. [28], the s-box is constructed by using the spatial
position of Hilbert curve, and the value of the plaintext pixel
is substituted by the S-box.

Based on the above analysis, an efficient and secure image
encryption algorithm based on non- adjacent coupled map is
proposed in this paper. Firstly, the CML is combined with
3D Arnold transformation, and a non-adjacent coupled map
model is proposed to improve the chaotic range and secu-
rity of the system. Secondly, the structure of permutation,
diffusion and substitution alternately execution is adopted
and each pixel value is encrypted only once, which reduces
the complexity of the algorithm and improves the security.
Finally, in the process of constructing the s-box, the irre-
ducible polynomials are chosen dynamically by the hash
values related to the plaintext, and then the plaintext pixel
values are replaced by dynamic s-box.

The rest of this paper is organized as follows.
Section 2 introduces the no-adjacent coupled map lattices and
Latin squares. Section 3 includes the proposed encryption
algorithm. Section 4 analyzes the security performance of
proposed scheme. A conclusion is drawn in Section 5

II. RELATED WORK
A. NON-ADJACENT COUPLED MAP LATTICES (NACML)
1) COUPLED MAP LATTICES
The CML is a spatiotemporal chaos system, which has a
larger key space. The finite computing precision makes any
chaotic system periodic, but the period of CML system is long
enough to ensure the security of key information, which is
defined in Eq. (1).

xn+1(i) = (1− ε)f (xn(i))+
ε

2
[ f (xn(i− 1))

+ f (xn(i+ 1))]

f (x) = µx(1− x)

(1)

where i=1,2,. . . ,L. is the ith lattice, i-1, i+1, which are two
adjacent lattices. N is the time index. ε ∈ (0, 1) is the coupling
parameter and µ ∈ (3.57, 4] is the control parameter. For
the traditional CML, each lattice is only coupled into chaos
state by two adjacent lattices. The diffusion effect is weak,
and the energy distribution among the lattice is unevenly.
Therefore, for this reason, we propose a non adjacent coupled
mapping model. 3D Arnold cat mapping is used to establish
the relationship between i-1, i, and i + 1.

2) 3D ARNOLD MAP
The 3D Arnold map is a discrete high-dimensional Arnold
map. Compared with 2D Arnold map, it has more key space.
It is described as follow: xn+1_yn+1

zn+1

 = A

 xnyn
zn

(mod2L) . (2)

where A is a 3×3 matrix, providing chaotic behavior. Specif-
ically,

A=

 1 ax+aybz axaz+ay(1+azbz)
bx 1+axbx+bxaybz (1+axbx) az+bxay(1+azbz)
by (1+ayby)bz (1+aybz)(1+azbz)

,
the inverse matrix is:

A−1=

 1+ayby+axbx(1+ayby) −ax−axayby −ay
−bx−bxazbz+byaz(1+axbx) 1+azbz−byaxaz −az

bxbz−by−byaxbx −bz+byax 1

.
The ax , ay, az, bx , by, bz is positive integers, and they are all
set to 1. In this paper, 3D Arnold map is used to couple
adjacent lattice i-1, i, i + 1 to eliminate the energy diffusion
inhomogeneity caused by local coupling, as shown in Eq. (3). ab

c

 = A

 (i− 1)
i
(i+ 1)

 (mod i) . (3)

Fig. 1 shows the NACML of 3D Arnold map coupled with
CML with L=500, ε = 0.3, µ = 3.99. It can be seen
that the proposed system has complex spatiotemporal chaos
behavior, and the generated pseudo-random sequences are
evenly distributed in the whole space. Therefore, the system
has very good chaotic properties.
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FIGURE 1. Spatiotemporal chaos.

B. NIST SP800-22 TEST OF CHAOTIC SEQUENCES
In order to evaluate the randomness of chaotic sequences,
NIST SP800-22 test, which include 15 groups test methods,
is used to test the randomness of bit sequences. Supposed
the value P is greater than 0.01, then the tested sequence is
random. In this paper, we set the initial values of six sets of
sequences as: x1 (1) = 0.8147, x2 (1) = 0.9058, x3 (1) =
0.1270, x4 (1) = 0.9134, x5 (1) = 0.6324, x6 (1) = 0.0975,
parameters ε0= 0.1365,µ0= 3.9938 and iterate the chaotic
system 106 times, and then choose a set of chaotic sequences
to convert into 0-1 bit sequences to test the randomness.
As shown in Table 1, all test results of P value are greater
than 0.01, so the chaotic sequence has randomness.

C. LATIN SQUARES
N -order Latin square is a square matrix of n × n composed
of N element sets S= 0, 1, . . . ,n−1}, in which each element
occurs once in each row and column. In this paper, we set
n = M = N , and use L(i, j) to represent the elements of row i
and column j in Latin square L. In order to construct a matrix
LS that can traverse all pixels of image, we construct a Latin
square L at first, and subsequently, we use the Latin square L
to construct the matrix LS for the image scrambling phase of
encryption algorithm. The specific construction process is as
follows:

First of all, we construct Latin square L with size n= 2×m,
where n is a positive even number greater than 2. The first
element of matrix L is 0, 1, 2m − 1, 2, 2m − 2, 3, 2m −
3, . . . ,m−1,m+1,m. Following, the other elements in each
row are obtained by adding 1 (MODn) to the element in the
previous row. At last, the matrix LS is constituted by element
pairs of adjacent row elements in matrix L. For example

L(6×6) =


0 1 5 2 4 3
1 2 0 3 5 4
2 3 1 4 0 5
3 4 2 5 1 0
4 5 3 0 2 1
5 0 4 1 3 2



TABLE 1. NIST SP800-22 test results of binary sequences generated using
NACML.

H⇒ LS =


(0, 1) (1, 5) (5, 2) (2, 4) (4, 3) (3, 3)
(1, 2) (2, 0) (0, 3) (3, 5) (5, 4) (4, 4)
(2, 3) (3, 1) (1, 4) (4, 0) (0, 5) (5, 5)
(3, 4) (4, 2) (2, 5) (5, 1) (1, 0) (0, 0)
(4, 5) (5, 3) (3, 0) (0, 2) (2, 1) (1, 1)
(5, 0) (0, 4) (4, 1) (1, 3) (3, 2) (2, 2)


D. MULTIPLICATION AND ADDITION IN GALOIS FIELD
Finite field plays an important role in cryptography. The
order of finite field, that is, the number of elements must
be a power of prime number. The finite field of order pn is
generally recorded as GF(pn), GF represents Galois field, p
is a prime number, n is a positive integer. In order to speed
up the operation in Galois Fine, a multiplication look-up
table and an addition look-up table are constructed before
encryption. The addition table AT which is constructed by
using the default irreducible polynomial m (x) = x8 + x4 +
x3 + x + 1 and addition operation on GF(28) is shown
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Algorithm 1 The Construction of Addition Table at and
Multiplication Table MT

1: for i←0 to 28 − 1 do
2: for j←1 to 8 do
3: a(j)←mod (

⌊
i

2(8−j)

⌋
, 2)

4: end for
5: for j←0 to 28 − 1 do
6: for k←1 to 8 do
7: b(k)←mod (

⌊
j

2(8−k)

⌋
, 2)

8: end for
9: t←mod(a+b,2);
10: AT(i+ 1, j+ 1)←sum(t.×2(−7to1)));
11: end for
12: end for
13: MT←mod (transpose(0 to 256) ×(0 to 256),257);

in algorithm 1. However, in order to prevent data loss dur-
ing decryption, multiplication operation defined onGF(257)
field is used, the constructed multiplication table MT on
GF(257) and addition table AT on GF(28) are shown in
Algorithm 1.

III. THE PROPOSED ENCRYPTION SCHEME
A. INITIALIZATIONS OF SYSTEM PARAMETERS AND
INITIAL VALUES
In this paper, in order to improve the plaintext sensitivity of
the algorithm, The SHA-256 hash function of plain image
is used to generate 256-bit external key, and then use the
external key to initialize the system parameters and initial
values. The 256-bit external key K is divided into 32 floating-
point numbers with 8 bits as a block k1, k2,. . . , k32. The
initialization system parameters and initial values can be
calculated by Eq. (4).

t ′i = ti +
(ki ⊕ ki+8 ⊕ ki+16)+ t (i)

(k + t)× 103

t =
sum

(
mod

(
ti × 1014

)
, 256

)
8

,

(4)

where k = k1 ⊕ k2 ⊕ · · ·k32. ti(i= 1, 2, .., 8) denotes the
given parameter ε0, µ0 and initial value x1 (1) , x2 (1) , x3 (1),
x4 (1) , x5 (1) , x6 (1) respectively. t

′

i represents the system
parameter and initial value initialized by the given parameter,
initial value and hash value K.

B. THE CONSTRUCTION OF S-BOX
As a nonlinear component, S-box is widely used in cryp-
tography. The traditional encryption algorithm usually uses
fixed irreducible polynomials to construct the S-box. In this
paper, a dynamic method is used to construct the S-box,
namely, SHA-256 hash value is used to select the polyno-
mials of the S-box, so as to dynamically generate the S-box
related to plaintext, all the primitive irreducible polynomi-
als with degree 8 are shown in Table 2. The construction
flow of the Sbox_r of R-channel is shown in Fig. 2(a).

TABLE 2. Irreducible polynomials of degree 8.

Similarly, the Sbox_g, Sbox_b is generated using poly_g,
poly_b based on flow chart of Fig. 2(a), respectively. Fig. 2(b)
is the construction flow of the inverse S-box Inv_sbox_r
of R-channel, which is used in decryption. Similarly, the
Inv_Sbox_g, Inv_Sbox_b is generated according to flow chart
of Fig. 2(b) by using poly_g, poly_b, respectively. The
‘‘inversion in GF(28)’’ represents the inverse operation on
GF(28) on Fig. 2(b), which is calculated by the Extended
Euclidean algorithm [30]. In the construction process, the
construction of S-box and inverse S-box is based on con-
stant binary key matrix, so that the construction of inverse
S-box is independent of S-box, thus reducing the waste of
storage space caused by saving S-box to construct inverse
S-box.

Here, we use the hash values k25, k26,. . . , k32 of
SHA-256 to calculate the irreducible polynomials of three
channels, poly_r , poly_g, poly_b, as follows in Eq. (5),
Eq.(6).

Tr= bin2dec(stract(dec2bin(k25),dec2bin(k26),
dec2bin(k27)))

Tg= bin2dec(stract(dec2bin(k28),dec2bin(k29),
dec2bin(k30)))

Tb= bin2dec(stract(dec2bin(k31),dec2bin(k32),
dec2bin(k33))),

(5)


poly_r = mod (Tr , 30)+ 1
poly_g = mod

(
Tg, 30

)
+ 1.

poly_b = mod (Tb, 30)+ 1
(6)

where function stract is to concatenate 0-1 bit.

C. THE ENCRYPTION ALGORITHM
In this section, the proposed algorithm uses the struc-
ture of alternating between scrambling, diffusion and sub-
stitution to improve the effectiveness of the algorithm.
Simultaneously, SHA-256 hash function is used to initial-
ize the key and construct the S-box to improve the plain
sensitivity, so as to enhance the ability of the algorithm
to resist chosen plaintext attacks. Fig. 3 shows the flow
chart of encryption algorithm. The detailed steps are as
follows:

1) QUANTIZATION OF PSEUDO-RANDOM SEQUENCE
Before encryption, the key stream (S1, S2, S3, S4, S5, S6) gen-
erated by chaotic system is quantizedKdiff andKcomp and then
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FIGURE 2. The construction of S-box and inverse S-box in R-channel: (a) S-box, (b) Inverse S-box.

used for diffusion and permutation. The detailed process is
shown in Algorithm 2.

2) ENCRYPTION PROCESS
In order to improve the security of the algorithm, the structure
encryption of diffusion, permutation and substitution alter-
nate transform is adopted. Each pixel is encrypted only once,
so the complexity of the algorithm is reduced. Themultiplica-
tion and addition operations in the finite field involved in the
diffusion operation are realized by look-up the table, so as to
speed up the encryption speed. The specific encryption steps
are as follows.

Step 1: Initialize Latin square matrix LS=zeros (M, N);
LS (1,1) = 0; LS (1,2) = 1; LS (1,3) =M-1.
Step 2: The pixel P (i, j) (i=1, j=1 to N) of the image P is

encrypted as follows:

1) For the fourth to N-1 pixels in the first row, calculate
the Latin square according to Eq. (9)

{
LS (i, j+ 1) = LS (i, j− 1)+ 1 (j+ 1) /2= 0
LS (i, j+ 1) = LS (i, j− 1)− 1 (j+ 1) /2 6= 0

. (9)

1) The first-row pixels of R, G, B component performs the
following diffusion operation.



CR
i,j = PRLS(i,j)+1,LS(i,j+1)+1×C

R
M ,N + Kdiff (M,N, 1)

i= 1,j = 1
CR
i,j = PRLS(i,j)+1,LS(i,j+1)+1×C

R
i,j−1 + Kdiff (i, j, 1)

j 6= 1
CR
i,j = PRLS(i,j)+1,LS(i,j)+1×C

R
i−1,j + Kdiff (i, j, 1)

j = N ,
(10)

CG
i,j = PGLS(i,j)+1,LS(i,j+1)+1×C

G
M ,N + Kdiff (M,N, 2)

i= 1,j = 1
CG
i,j = PGLS(i,j)+1,LS(i,j+1)+1×C

G
i,j−1 + Kdiff (i, j, 2)

j 6= 1
CG
i,j = PGLS(i,j)+1,LS(i,j)+1×C

G
i−1,j + Kdiff (i, j, 2)

j = N ,
(11)

CB
i,j = PBLS(i,j)+1,LS(i,j+1)+1×C

R
M ,N + Kdiff (M,N, 3)

i= 1,j = 1
CB
i,j = PBLS(i,j)+1,LS(i,j+1)+1×C

B
i,j−1 + Kdiff (i, j, 3)

j 6= 1
CB
i,j = PBLS(i,j)+1,LS(i,j)+1×C

B
i−1,j + Kdiff (i, j, 3)

j = N .
(12)
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FIGURE 3. Flow chart of encryption algorithm.

where the symbols ‘‘+’’ and ‘‘×’’ denotes addition over
GF(28) and multiplication operations over GF(257), respec-
tively. Such as, ‘‘a+b’’ and ‘‘a×b’’ can be calculated
by looking up tables AT, MT, respectively. Namely,
a+ b = AT(a+ 1, b+ 1), a× b = MT(A+ 2,B+ 2)− 1.
1) Connect three components of R, G and B into a

three-dimensional matrix, namely, C (:, :, 1) = CR,

C (:, :, 2)
= CG,C (:, :, 3) = CB.Then, perform the permutation
operation as shown in Algorithm 3.

2) Perform the substitution operation by using the
Eq. (13), then assign the replaced value C (i, j, 1) to
CR
i,j,C (i, j, 2) to C

G
i,j,C (i, j, 3) to C

B
i,j.C (i, j, 1) = Sbox_r(C (i, j, 1)+1)

C (i, j, 2) = Sbox_g(C (i, j, 2)+1)
C (i, j, 3) = Sbox_b(C (i, j, 3)+1).

(13)

Step 3: For the pixels P (i, j) (i=2 to N, j=1 to N) of the plain
image P, perform the following encryption operation:

1) Calculate the Latin square according to Eq. (14).

{
LS(i, j) = mod(LS(i−1,j)+1,M );
LS(i, j+ 1) = mod(LS(i−1,j+ 1)+1,M ); j 6= N .

(14)

2) Perform the diffusion operation as described in
Eq. (15).



CR
i,j = PRLS(i,j)+1,LS(i,j+1)+1×C

R
i−1,N + Kdiff (i, j, 1)

j = 1
CR
i,j = PRLS(i,j)+1,LS(i,j+1)+1×C

R
i,j−1 + Kdiff (i, j, 1)

j 6= 1
CR
i,j = PRLS(i,j)+1,LS(i,j)+1×C

R
i−1,j + Kdiff (i, j, 1)

j = N ,
(15)
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Algorithm 2 The Quantization of Pseudo-Random Sequence
1: SHA-256 hash function input plain image to get 256-bit

hash value K
2: Divided K into subkeys (k1, k2,. . . , k32), Turn these sub-

keys and ti into parameters and initial values of NACML
as shown in Eq. (2).

3: Bring t
′

i into NACML and iterate NACML
1000+d(M×N)/2e times. Choose the last d(M×N)/2e
values of each group to form pseudo-random sequence
S1, S2, S3, S4, S5, S6.

4: Concatenate pseudo-random sequence.
SR = concatenate(S1, S3), SG = concatenate(S2, S4),
SB = concatenate(S5, S6)

5: Reshape the sequence SR, SG, SB of size [1×MN] into
[M, N]
SR = reshape (SR, [M ,N ]) , SG =

reshape(SG, [M ,N ]), SB = reshape(SB, [M ,N ])
6: Thematrix SR, SG, SG perform quantization operation as

shown in Eq. (7) and Eq. (8) to obtain matrix which is
used for permutation and diffusion.
Kdiff (:, :, 1) = mod(floor(mod(SR, 10−3)× 1012), 256)
Kdiff (:, :, 2) = mod(floor(mod(SG, 10−3)× 1012), 256)
Kdiff (:, :, 3) = mod(floor(mod(SB, 10−3)× 1012), 256),

(7)
Kcomp(:, :, 1) = mod(floor(SR × 103), 3)
Kcomp(:, :, 2) = mod(floor(SG × 103), 3)
Kcomp(:, :, 3) = mod(floor(SB × 103), 3)

(8)



CG
i,j = PGLS(i,j)+1,LS(i,j+1)+1×C

G
i−1,N + Kdiff (i, j, 2)

j = 1
CG
i,j = PGLS(i,j)+1,LS(i,j+1)+1×C

G
i,j−1 + Kdiff (i, j, 2)

j 6= 1
CG
i,j = PGLS(i,j)+1,LS(i,j)+1×C

G
i−1,j + Kdiff (i, j, 2)

j = N ,
(16)

CB
i,j = PBLS(i,j)+1,LS(i,j+1)+1×C

B
i−1,N + Kdiff (i, j, 3)

j = 1
CB
i,j = PBLS(i,j)+1,LS(i,j+1)+1×C

B
i,j−1 + Kdiff (i, j, 3)

j 6= 1
CB
i,j = PBLS(i,j)+1,LS(i,j)+1×C

B
i−1,j + Kdiff (i, j, 3)

j = N .
(17)

3) Repeat (3) of step 2 to permute among channels R,
G and B.

4) Repeat (4) of step 2 to replace the pixels of channels
R, G and B with boxes Sbox_r , Sbox_g and Sbox_b
respectively.

Algorithm 3 Permutation
Input: imageC(i, j, 1),C(i, j, 2),C(i, j, 3),Kcomp, SR, SG, SB.
Output: permutated image C(i, j, 1),C(i, j, 2),C(i, j, 3).

1: Initialize KT (:,:,:1)= SR; KT (:,:,:2)= SG;
KT (:,:,:3)= SB

2: for k←1 to 3 do
3: if (k+Kcomp(i, j, k))≥ 4 then
4:

ti← mod(floor
(
KT(i, j, k)×106

)
, i)+ 1; (18)

5:

tj← mod(floor
(
KT(i, j, k)×106

)
, j)+ 1; (19)

5: exchange (C (i, j, k), C (ti, tj,mod(k+Kcomp (i, j, k),
3) +1));

6: else
7: exchange (C (i, j, k), C (ti, tj, k+Kcomp (i, j, k)));
8: end if
9: end for

Step 4: Choose the next pixel value from left to right and
from top to bottom, if i ≤ M , j ≤ N , perform Step 3, else
perform step 5.

Step 5: Cipher image C is obtained. Where C (i, j, 1) =
CR, C (i, j, 2) = CG, C (i, j, 3) = CB.

IV. SIMULATION RESULTS
Our algorithm is implemented on MATLAB R2014a plat-
form on a PC with an Intel (R) Core (TM) i5-6500 CPU
3.2GHz, 8GB RAM, 1TB hard disk and Windows 7 64-bit
operating system. The color plain-images ‘‘Lena’’, ‘‘Pep-
pers’’, ‘‘Baboon’’, ‘‘Boats’’ with size 512× 512×3 are used
for encryption. In our encryption algorithm, the keys used
include: initial values x1 (1) , x2 (1) , x3 (1) , x4 (1) , x5 (1) ,
x6 (1) and parameters ε0, µ0 of chaotic system. The 256-bit
hash value K.

A. KEY SPACE ANALYSIS
In order to ensure that the cryptosystem can withstand
brute force attack, the key space of the cryptosystem
should not be less than 2100(≈1030). In our image encryp-
tion algorithm, the key is a 256-bit hash value K, and
x1 (1) , x2 (1) , x3 (1) , x4 (1) , x5 (1) , x6 (1), ε0, µ0. If the
accuracy of the computer is 10−14. The key space will be
Skey = 1014×8 × 2256≈2656.So the key space size is greater
than 2100. Therefore, the key space is large enough to resist
brute force attacks.

B. HISTOGRAM ANALYSIS
Histogram describes the distribution of image pixel values.
If the distribution is not uniform, the attacker can be pre-
vented from obtaining the statistical information of cipher
image through statistical analysis, so histogram is often used
to evaluate the performance of cryptosystem. Fig. 4 is the
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FIGURE 4. Histograms of plain image and cipher image: (a) Histogram of plain image ‘‘Lena’’, (b) Histogram of cipher image
‘‘Lena’’, (c) Histogram of plain image ‘‘Peppers’’, (d) Histogram of cipher image ‘‘Peppers’’.

results of plain image and cipher image. It can be seen that
compared with plain image, histogram of cipher image is
evenly distributed and can resist statistical attack.

In order to further evaluate the uniformity of ciphertext his-
togram, the variance defined in Eq. (20) is used to evaluate the
uniformity of histogram. The smaller the variance, the higher
the uniformity.

Var =
1
n2
∑n

i=1

∑n

j=1

(
xi − xj

)2
2

. (20)

where n is the number of gray levels, xi and xj is the number of
pixels with corresponding gray values of i and j, respectively.
For Lena (512 × 512 × 3), the variance of histogram of
plain image and cipher image is shown in Table 3. It can
be seen from the calculation results that compared with the
corresponding values of plain images, the variance of the

algorithm in this paper is greatly reduced and smaller than
that of the existing algorithm, which is effective.

C. INFORMATION ENTROPY ANALYSIS
Information entropy is a measure of information randomness,
which can be calculated by follows:

H (m) = −
∑255

i=0
P (mi) log2P (mi), (21)

For a source image with 256 gray levels, each gray level
has 8 bits. When the probability of each gray level is equal,
the encrypted image can reach the ideal entropy of 8, namely,
each gray level of the encrypted image is evenly distributed.
The larger the entropy, and the less information it contains,
the more chaotic the image.
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TABLE 3. The variance analysis of R, G, B components and the variance comparison results of ‘‘Lena’’ images.

TABLE 4. Entropies of plain images and cipher images.

TABLE 5. The comparison of correlation coefficients of plain image and cipher image.

Table 4 shows the information entropy of plain images
and cipher images. It can be seen from the table
that the information entropy of cipher images is close

to 8. Therefore, cipher images have a better random
distribution and the possibility of information leakage
is 0.
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FIGURE 5. Correlation of adjacent pixels of R, G, B channels of plain image Lena: (a)-(c) Correlation in horizontal, vertical and
diagonal directions of R channel, (d)-(f) Correlation in horizontal, vertical and diagonal directions of G channel,
(g)-(i) Correlation in horizontal, vertical and diagonal directions of B channel.

D. CORRELATION ANALYSIS
The adjacent pixels of plain image have a strong correlation,
and a good encryption algorithm should be able to greatly
reduce this correlation. The correlation of adjacent pixels is
calculated by Eq. (22)-(25)

rxy =
|cov (x, y)|
√
D (x)
√
D (y)

, (22)

D (x) =
1
N

N∑
i=1

(xi − E (x))2 , (23)

cov (x, y) =
1
N

∑N

i=1
(xi − E (x)) (yi − E (y)), (24)

E (x) =
1
N

∑N

i=1
xi. (25)

where x and y are the pixel values of two neighboring pixels in
the image, rxy is the correlation coefficient of two variables.
rxy ≤ 1 means that adjacent pixels have strong correlation.
The smaller rxy is, the lower the correlation coefficient of
encrypted image is, so hackers can’t get the useful encrypted
information. In order to analyze the correlation between adja-
cent pixels of plaintext and ciphertext, 8000 pairs of adjacent

pixels are selected from horizontal, vertical and diagonal
directions to draw the distribution diagram. It can be seen
from Fig. 5 that in all directions, the correlation coefficient
of plain image is higher, which is close to 1, whereas that of
cipher image is lower as shown in Fig. 6.

Table 5 lists the quantitative analysis of the correlation of
different channels. It can be seen that the correlation coeffi-
cients of different channels in different directions are close
to 0. Moreover, compared with some existing algorithms,
the proposed algorithm has better correlation. Therefore,
the proposed algorithm can better resist statistical attacks.

E. DIFFERENTIAL ATTACK ANALYSIS
Attackers usuallymake small changes to the plain image, then
use the same encryption algorithm to encrypt the plain image
and the modified plain image, and compare the two cipher
images to further find out the relationship between the plain
image and the cipher image. In order to test the effect of
slightly change of plain image on the corresponding cipher
image, number of pixels change rate (NPCR) and unified
average change intensity (UACI) are proposed to measure the
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FIGURE 6. Correlation of adjacent pixels of R, G, B channels of cipher image Lena: (a)-(c) Correlation in horizontal, vertical
and diagonal directions of R channel, (d)-(f) Correlation in horizontal, vertical and diagonal directions of G channel,
(g)-(i) Correlation in horizontal, vertical and diagonal directions of B channel.

TABLE 6. The results of NPCRs and UACIs of various image in the proposed scheme.

anti-differential attack performance of the encryption algo-
rithm, the calculation for NPCR and UACI are as follows:

NPCR =

∑M
i=1

∑N
j=1D (i, j)

M × N
× 100%

D (i, j) =

{
1,C1 (i, j) 6= C2 (i, j)
0,C1 (i, j) = C2 (i, j) ,

(26)

UACI =

∑M
i=1

∑N
j=1 |C1 (i, j)− C2 (i, j)|

M × N
× 100%. (27)

where M and N are the height and width of the cipher image,
C1,C2 are two cipher images with one-bit difference on

responding plain images. As stated in Ref. [41], the expected
values ofNPCR andUACI for a true color image isNPCRR =
NPCRG = NPCRB= 99.6094% and UACIR = UACIG =
UACIB= 33.4635%.
In the simulation, we randomly choose a pixel to mod-

ify its value, then encrypt the image before and after the
change to get two cipher images, and calculate the NPCR
and UACI of R, G and B channel by using Eq. (25), Eq. (26)
and calculate their respective mean values. The results of
NPCRs and UACIs are shown in Table 6. From Table 6, it can
be concluded that the average NPCRR,G,B of the encrypted
image is more than 99.6094% and averageUACIR,G,B is more

122114 VOLUME 8, 2020



H. Zhang et al.: Efficient and Secure Image Encryption Algorithm Based on Non- Adjacent Coupled Maps

FIGURE 7. Decrypted image with wrong key: (a) Decrypted image with ε0 + 1014, (b) Decrypted image
with µ0 + 1014, (c) Decrypted image with x1

(
1
)
, (d) Decrypted image with x2

(
1
)
, (e) Decrypted image

with x3
(
1
)
, (f) Decrypted image with x4

(
1
)
, (g) Decrypted image with x5

(
1
)
, (h) Decrypted image with

x6
(
1
)
.

TABLE 7. The comparison of NPCR and UACI values of Lena.

than 33.4635%, which is very close to the expected value.
Therefore, the encryption algorithm is plaintext sensitive and
can resist differential attacks. Table 7 shows the comparison
between the proposed encryption algorithm and some exist-
ing algorithms, which shows that the proposed algorithm is
more effective.

F. KEY SENSITIVITY ANALYSIS
1) KEY SENSITIVITY ANALYSIS OF ENCRYPTION PROCESS
In order to test the key sensitivity of the encryption process,
the Lena image with the size of 256× 256× 3 was chosen
as the test image. Change a key in the process of encryption
and remain other key unchanged. For sake of testing the

sensitivity of the hash value K , K is modified to K
′

, K and
K
′

are as follows:

K

=

[
73 30 39 73 13 69 253 241 149 7 135 241 109 0146 193
53 75 210 176 162 199 80 19 7 0 93 77 11 188 64 126

]
↓

K ′

=

[
74 30 39 73 13 69 253 241 149 7 135 241 109 0146 193
53 75 210 176 162 199 80 19 7 0 93 77 11 188 64 126

]
Table 8 is the result of quantitative analysis of key sensitivity.
It can be seen fromTable 8 that when the key changes slightly,
the encrypted image is completely different. The difference
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FIGURE 8. MSE curves: (a) ε0, (b) µ0, (c) x1
(
1
)
, (d) x2

(
1
)
, (e) x3

(
1
)
, (f) x4

(
1
)
, (g) x5

(
1
)
, (h) x6

(
1
)
.

TABLE 8. Analysis results of key sensitivity in the encryption process of Lena.

rate between the encrypted image with the correct key and the
encrypted image with the wrong key is greater than 99.60%,
which reflects the high sensitivity of the proposed algorithm
in the encryption process.

Fig. 7 is the decryption results decrypted with the wrong
key. It can be seen from Fig. 7 that when the key is
slightly changed, the decrypted image is like noise, and no
useful information can be obtained. Fig. 8(a) - (c) shows
an MSE curve of plain image and decrypted image with
an incorrect key. Fig. 8 (a) abscissa indicates that the key

ε0 changes 10−13, and the other keys remain unchanged.
Fig. 8 (b) abscissa indicates that the key µ0 changes 10−13,
and the other keys remain unchanged. Fig. 8 (c)-(h) abscissa
indicates that the key x1 (1), x1 (2), x1 (3), x1 (4), x1 (5),
x1 (6) changes 10−13, and the other keys remain unchanged.
Fig. 8 (d) is the MSE curve obtained when the ith bit of
key K is reversed, the other keys remain unchanged. It is
obvious that theMSE value is very large when one key for the
decryption process has a tiny deviation and the others remain
unchanged.
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TABLE 9. The contrast analysis of binary images and corresponding cipher images.

FIGURE 9. Cipher and decryption of SPN noise with different densities: (a) Encrypted image with noise density 0.01,
(b) Encrypted image with noise density 0.05, (c) Encrypted image with noise density 0.1, (d) Encrypted image with noise
density 0.2, (e) decrypted image from (a), (f) decrypted image from (b), (g) decrypted image from (c), (h) decrypted image
from (d).

TABLE 10. Comparision of time complxity of different algorithms.

G. ROBUSTNESS ANALYSIS
Image will inevitably be perturbated by various kinds of noise
during the network transmission, such as salt and pepper
noise, Gaussian noise and so on. Therefore, a good encryption
algorithm should have good robustness to a certain extent.

1) NOISE ATTACK
In this simulation, we add salt and pepper noise (SPN) and
Gaussian noise (GN) of different density to the Lena cipher

image with the size of 512× 512× 3. Fig. 9 (a)-(d) are the
cipher images with the SPN noise density of 0.01, 0.05,
0.1 and 0.2, respectively. Fig. 9 (e)-(h) are corresponding
decrypted images. Fig. 10(a)-(d) are cipher images with GN
noise density of 10−6, 2×10−6, 3×10−6 and 5×10−6, respec-
tively, and Fig. 10(e)-(h) are corresponding decrypted image.
It can be seen from the image that with the increase of noise
density, more noise points will be found in the decrypted
image.When the SPN density reaches 0.2 and the GN reaches
5×10−6, the decrypted image can still be distinguishable,
which shows that the proposed algorithm can resist the noise
attack.

2) CROPPING ATTACK
When digital images are transmitted on the Internet, some
information will be lost due to network congestion or mali-
cious damage of attackers. Therefore, it is necessary for the
encryption scheme to resist the cropping attack. In this simu-
lation, as shown in Fig. 11 (a)-(d), we occlude 1 / 4, 16 / 1 and
1 / 2 of Lena encrypted image with the size of 512× 512× 3,

VOLUME 8, 2020 122117



H. Zhang et al.: Efficient and Secure Image Encryption Algorithm Based on Non- Adjacent Coupled Maps

FIGURE 10. Cipher and decryption of GN noise with different densities: (a) Encrypted image with noise density 10−6,
(b) Encrypted image with noise density 2× 10−6, (c) Encrypted image with noise density 3× 10−6, (d) Encrypted image
with noise density 5× 10−6, (e) decrypted image from (a), decrypted image from (b), (f) decrypted image from (c),
(g) decrypted image from (c), (h) decrypted image from (d).

FIGURE 11. Cipher and decryption of cropping attack with percentages data loss: (a) Encrypted image with 1/64 data
loss, (b) Encrypted image with noise density 1/16 data loss, (c) Encrypted image with noise density 1/4 data loss,
(d) Encrypted image with noise density 1/2 data loss, (e) decrypted image from (a), (f) decrypted image from (b),
(g) decrypted image from (c), (h) decrypted image from (d).

respectively. It can be seen from the Fig. 11(e)-(h) that with
the increase of occlusion size, the quality of image restoration
is decreasing, but the main information of the image can still
be distinguished. Therefore, the proposed encryption scheme
can resist cropping attack.

H. CONTRAST ANALYSIS
The intensity difference between pixels and their neighboring
pixels in the whole image can be calculated by contrast analy-
sis. High contrast indicates that the texture is not homogenous

and the encryption effect is better. [23], [45]. The contrast is
defined by Eq. (28)

C =
N∑

i,j=1

|i-j|2 p (i, j), (28)

where p (i, j) is the number of gray-level co-occurrencematri-
ces (GLCM), N is the number of rows and columns. The con-
trast analysis results of cipher images are shown in Table 9,
which indicated that the proposed scheme has good contrast
levels.

122118 VOLUME 8, 2020



H. Zhang et al.: Efficient and Secure Image Encryption Algorithm Based on Non- Adjacent Coupled Maps

I. TIME COMPLEXITY ANALYSIS
In order to analyze the time cost of proposed encryption
algorithm, we analyze the time complexity of the algorithm.
In this paper, the time-consuming of the algorithm includes
the generation of the key stream and the process of alter-
native encryption structure between permutation, diffusion
and substitution. In the encryption process, NACML gen-
erates a chaotic sequence with a length of 3×M× N and
the time complexity is 2(3×M× N). In the encryption
process, each pixel is encrypted only once. Namely, per-
mutation, diffusion and substitution are carried out at the
same time. So, the time complexity of the encryption process
is 2(3×M× N). Therefore, the total time complexity is
2(6×M× N). It can be seen from Table 10 that the time
complexity of the proposed algorithm is lower than that of
some existing encryption algorithms. Therefore, it can be
proved that our encryption algorithm is more effective.

V. CONCIUSION
In this paper, an alternative encryption structure between
permutation, diffusion and substitution is proposed, which
only encrypt every pixel once. Compared with the traditional
encryption structure, which is implemented separately by
permutation and diffusion, the proposed mechanism avoids
the high algorithm complexity caused by multiple rounds of
encryption, reduces the complexity and improves the secu-
rity performance. Moreover, the combination of 3D Arnold
transform and CML enlarges the key space, and NIST SP800-
22 test shows that the generated random sequence has good
randomness. Simulation results show that the algorithm can
resist typical attacks and has good robustness and security.
Simultaneously, the binary image can be encrypted only by
making small changes to the algorithm. Themodification is as
follows: the original permutation between multiple channels
is changed to that in a single channel. In the substitution
process, only one S-box is constructed to substitute pixels,
but due to the limited space, the experiment only encrypts
and analyzes the encryption effect of the color image.
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