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ABSTRACT Main-lobe interrupted-sampling repeater jamming is a coherent type of interference. As this
interference is injected through the main lobe of the antenna into a radar system, the interference heavily
degrades the performance of the radar system. In this paper, we propose an anti-jamming method based
on minimum variance distortionless response (MVDR) that estimates a covariance matrix by obtaining
small-sample pure jamming signals through jamming recognition. Time–frequency analysis is performed
in the one-dimensional range profile of the pulse-compressed radar echo, and the snapshot sampling of
pure jamming is achieved by searching the range gates for the target and the jamming in a two-dimensional
range–frequency graph considering the time–frequency differences between the target and jamming signals.
Assuming that the available data of snapshot sampling are insufficient, a covariance matrix for pure jamming
is reconstructed through an iterative adaptive approach (IAA) and used as the training sample for the MVDR
beamformer to suppress main-lobe interrupted-sampling repeater jamming. Finally, the method is validated
by comparing the simulation results with the measured results.

INDEX TERMS Main-lobe interrupted-sampling repeater jamming time–frequency analysis, MVDR
beamformer.

I. INTRODUCTION
With the growing application of high-speed digital circuit
and signal processing in the field of electronic warfare,
interrupted-sampling repeater jamming (ISRJ) are becom-
ing important a device. In principle, interrupted-sampling
repeater jamming based on DRFM is a process which radar
signal is sampled without distortion, the sampled signal is
processed properly, and finally reverted to the corresponding
simulate signal [1]. A method capable of generating decep-
tive images from a series of intercepted bistatic chirp pulse
is presented [2]. ISRJ based on the digital radio frequency
memory (DRFM) technology is a new kind of smart jam-
ming, which aims especially at the linear frequency modu-
lation (LFM) signals with large time bandwidth product [3].
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As the ISRJ signals possess the features of radar signals, these
signals can obtain the pulse compression gains from radar,
which will cause the performance of the radar system to be
heavily degraded.

Traditional anti-jamming procedures do not work well
when jamming signals are injected into a receiver through the
main lobe of a radar antenna. These problems have attracted
extensive interest from scientific researchers [4]–[6].

In order to solve the problems caused by interference, some
methods of interference suppression have been proposed.
First, an active cancelling method using interrupted-sampling
and convolution modulation is proposed [7]. Second, accord-
ing to the differences in the time-frequency-energy domain
between the jamming signal and the target echo signal, one
method based on the energy function detection and band-pass
filtering is proposed [3]. However, these methods rely only
on time and frequency resources, resulting that main lobe
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interference problem couldn’t be completely solved. Because
distributed radar can use resources in multiple domains, this
article mainly uses it to conduct research.

For distributed array radars which has achieved time-
frequency Synchronization [8], main-lobe jamming suppres-
sion can be achieved in airspace, time-frequency domain and
polarization domain. These methods can only be effective
under certain circumstances [9]–[11].

The spatial jamming suppression method is an effective
strategy. A null can be formed in the direction of the jam-
ming [12]. The radar cannot obtain pure jamming in the silent
state [13]. The jamming suppression method in frequency
domain can be divided into two aspects [14]. On the one
hands, the radar can have multiple working frequencies to
avoid the effects of jamming, on the other hands, the radar can
reduce the peak power by using a large time-width bandwidth
product signal, reducing the probability of the signal being
intercepted by the jammer [15]. At the same time, the energy
of the jammer is distributed over a wider frequency band,
effectively reducing the jamming distance [16].

In terms of waveform design, anti-jamming can be
achieved by designing special waveforms to destroy the
output continuity of the Doppler frequency of jamm-
ing [17]. In addition, polarization discrimination technol-
ogy has also become an important method to suppress
interrupted-sampling repeater jamming [18].

Apart from passive jamming suppression algorithms
described above, jamming recognition can be seen as a
proactive approach. Jamming recognition is proactive in
anti-jamming efforts by pre-estimating certain jamming
parameters for a DRFM jammer, which provides supporting
information for method selection, parameter settings, filter-
ing and improvement associated with radar anti-jamming.
Thus far, studies of this subject can be separated into two
fields: jamming recognition and feature extraction [20].

In the beginning, errors were inevitable in the internal
components of a jammer; jamming signals could be effec-
tively identified using the differences between the jamming
echo and the target echo in terms of time–frequency domain
features. However, as electronic techniques improve, this
method is becoming less applicable [19], [20]. For DRFM
jamming suppression, a fairly traditional recognition algo-
rithm was used to identify jamming in the time and frequency
dimensions through fractional Fourier transform (FRFT) and
short-time Fourier transform (STFT) [21]. Jamming signals
were distinguished by using the entropy features of the sig-
nal when the jammer-to-noise ratio was low [22]. Similarly,
inspired by differences in entropy features, the fractal prop-
erties of jamming were used to distinguish repeater jam-
ming, and better recognition results were obtained at higher
jammer-to-noise ratios [23]. Overall, jamming suppression
methods based on jamming recognition are mostly in the
initial stage of research, pending a range of further efforts.

In the present study, we try to suppress main-lobe
interrupted-sampling repeater jamming by combining a jam-
ming recognition method based on time–frequency features

with a space-domain anti jamming algorithm based on large-
aperture distributed radar. First, main-lobe jamming suffered
by individual radar is transformed into side-lobe jamming
for distributed radar through distributed-array radar. Then,
the jamming is identified in a one-dimensional range profile
through time–frequency feature analysis of the echo signals,
and the data of the corresponding range gates can be used
as snapshots for pure jamming. For cases where the snap-
shots for jamming are insufficient, a covariance matrix is
reconstructed through an iterative adaptive approach (IAA).
Finally, the resulting covariance matrix is applied to the min-
imum variance distortionless response (MVDR) beamformer
to suppress the jamming.

The text is organized as follows. Part I gives a brief out-
line of the background and current research of main-lobe
jamming and interrupted-sampling repeater jamming, along
with the overall theme and arrangement of the study; part II
describes linearly distributed radar systems, the mathematic
modeling of radar signals and interrupted-sampling repeater
jamming, and the deficiencies of the traditional space-domain
anti-jammingMVDRbeamformer; part III elaborates on jam-
ming recognition, beamforming, and the algorithmic princi-
ple of IAA; part IV validates the effectiveness of the proposed
method by comparing the simulation results and measure-
ment results and examines the anti-jamming performance of
the proposed method; part V makes general conclusions.

FIGURE 1. Schematic of a distributed radar system.

II. SIGNAL MODEL AND PROBLEM DESCRIPTION
A. SYSTEM
A one-dimensional distributed radar system is composed of
one master radar and N number of auxiliary radars, as illus-
trated by Figure 1. The radar at the phase center at the origin
M0 is the master radar, andM1−MN are the auxiliary radars.

139256 VOLUME 8, 2020



J. Chen et al.: Suppression Method for Main-Lobe Interrupted Sampling Repeater Jamming in Distributed Radar

Among the auxiliary radars, M1 −Mm are on the left side of
the master radar, and Mm+1 − MN are on the right side of
the master radar. It is assumed that the master radar transmits
signals to illuminate the target, and the target-reflected signals
and the jammer sampling repeater signals are distributed
to the individual radars. When master radar operates alone,
the beam width is relatively large. The jammer is mounted
inside the main lobe, generating main-lobe jamming. A dis-
tributed array is produced by adding auxiliary radars. The
main lobe then narrows on the synthetic pattern, as illustrated
by the dashed line in Figure 1. At this time, the jammer is
outside themain lobe in the synthetic pattern of the distributed
array, generating side-lobe jamming.

B. SIGNAL MODELING
We assume that the signal transmitted by the radar satisfies
Equation (1):

s(t) = p(t) exp(j2π f0t) exp(jkπ t2) (1)

where, t is the time variable, p(t) is the envelope of the
transmitted signal, and f0 is the carrier frequency. When the
target or the jammer is far field relative to the distributed
array, the steering vectors can be expressed as Equations (2)
and (3), respectively:

a0 = [. . . , exp{−j2π f0
id sin(θ0)

c
}, . . .]T (2)

ai = [. . . , exp{−j2π f0
id sin(θ1)

c
}, . . .]T (3)

In the equations (2) and (3), i = 0 : N − 1, d is the
spacing between the distributed radars, and θ0 and θ1 are the
spatial angles of the target and the jammer respectively. From
Equations (1) and (2), after the target echo is received by the
distributed array, the receiving matrix for the baseband signal
after frequency conversion can be expressed as Equation (4).

X (t) = a0p
(
t −

2R0
c

)
exp(−j2π f0

2R0
c

)

exp

(
jkπ

(
t −

2R0
c

)2
)

(4)

The target echo signal received by radar Mican be
expressed as Equation (5).

xi (t) = p
(
t −

2R0
c

)
exp(−j2π f0

2R0
c

)

exp

(
jkπ

(
t −

2R0
c

)2
)
exp{−j2π f0

id sin(θs)
c
}

(5)

In the equation (4) and (5), R0 is the spacing between the
target and the master radar.

Additionally, the DRFM jammer alternately acquires and
repeats a sequence of radar signals. This repeating is normally
achieved by means such as direct repeating and repetitive
repeating. Ignoring the time intervals between the sampling

FIGURE 2. Working principle of interrupted sampling repeater jamming.

and repeating, the process can be illustrated by the diagrams
below.

As shown in these diagrams, the envelope of a direct
repeater jamming signal can be expressed by Equation(6).

Sdir (t) =
Nc−1∑
n=0

rect

(
t − TJ

2 − (2n+ 1)TJ
TJ

)
ST (t − TJ ) (6)

In the equation, TJ is the width of the slice, Nc is the
number of slices, and ST (t) is the envelope of the radar signal
intercepted by the jammer [23]. Similarly, the envelope of
a repetitive repeater jamming signal can be expressed by
Equation(7).

Srpt (t) =
M∑
m=1

Nc−1∑
n=0

rect

(
t − TJ

2 − nTu − mTJ
TJ

)
ST (t − TJ )

(7)

In the equation,M is the number of repetitions by each slice
and Tu = (m + 1)TJ is the sampling interval. For repetitive
repeater jamming, after the jamming echo is received by
the distributed array, the receiving matrix for the baseband
signal after the frequency conversion can be expressed by
Equation (8)

Y (t) = aiSrpt

(
t −

2R′

c

)
(8)

The jamming signal received by radarMi can be expressed
as Equation(9).

yi (t) = Srpt

(
t −

2R′

c

)
exp{−j2π f0

id sin(θi)
c
} (9)

In the equation, R′ is the spacing between the master radar
and the jammer and θi is the direction of the jammer.
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C. PROBLEM DESCRIPTION
The interrupted-sampling repeater jamming is generated by
the DRFM jammer, which first intercepts the signals trans-
mitted by the radar, samples one segment and repeats the seg-
ment, then samples the next segment and repeats the segment
until the end of the radar pulse. As the interrupted-sampling
repeater jamming signals possess the features of radar signals,
these signals can obtain the pulse compression gains from
radar such that the target signals are submerged in a dense
decoy target group.

Traditional space-domain anti-jamming procedures use the
spatial dispersion of the target and the jammer to provide
gains for the signals along the target direction and suppress
the signals along the direction of the jammer. However,
as a DRFM jammer stops sampling after the radar stops
working, it is impossible for radar to obtain pure jamming
signals in a passive way. The target information is contained
in the training data for anti-jamming treatment. In space-
domain adaptive signal processing, when the direction of
arrival (DOA) is established, the jamming signals can be
suppressed, and the target signals can be retained regardless
of whether the target signals are contained in the training
data. Unfortunately, in practical applications, it is gener-
ally impossible to obtain the exact DOA. When there is an
estimation error in the DOA, if the target signals are not
contained in the training data, the jamming signals can be
suppressed by anti-jamming procedures with minimal losses
in the target signal; if the target signals are contained in the
training data, the jamming signals can still be suppressed by
anti-jamming procedures but with considerable losses in the
target signal. The higher the intensity of the target signal is,
the greater the loss of the target signal is. Hence, when there
is an estimation error in the DOA, traditional space-domain
adaptive anti-jamming approaches are challenged by serious
signal cancellation [24], [25].

III. JAMMING SUPPRESSION METHOD BASED ON
JAMMING RECOGNITION
A. JAMMING RECOGNITION METHOD BASED ON
TIME-FREQUENCY ANALYSIS OF ONE-DIMENSIONAL
RANGE PROFILES
Weassume that direct interrupted-sampling repeater jamming
is generated by the jammer. The signal received by radar Mi
in the distributed radar system can be expressed as:

si(t)

= Axxi + Ayyi + n0(t)

= Axrect

(
t − T

2 − τx

T

)
exp(jkπ (t − τx)2)

exp(−j2π f0τx)+Ay
Nc−1∑
n=0

rect

(
t− TJ

2 −(2n+1)TJ−τy
TJ

)
exp(jkπ (t − TJ − τy)2) exp

[
−j2π f0(TJ + τy)

]
+ n0(t)

(10)

In Equation(10), Axxi is the target component received by
the radar, Ayyi is the jamming component received by the
radar, n0(t) is the receiver noise of the radar; T is the pulse
width of the linear frequency modulation (LFM) signal trans-
mitted by the radar, Ax and Ay are the amplitudes of the target
and jamming signals before pulse compression, respectively,
and τx and τy are the round-trip delays of the target and
the jammer relative to radar Mi, respectively, expressed by
Equations (11) and(12).

τx =
2R0
c
+
id sin(θ0)

c
(11)

τy =
2Ri
c
+
id sin(θi)

c
(12)

The one-dimensional range profile from pulse compres-
sion of the received signal can be expressed as Equation (13).

Spc(t) = A′x sin c[kT (t − τx)]exp[−jkπ (t − τx)
2]

+A′x sin c
[
kTJ (t − TJ − τy)

]
exp[−jkπ (t − Ty − τy)2]

1− exp(2jNyφ)
1− exp(2jφ)

+ n1(t)

(13)

In the equation, φ = 2πkTJ (t−TJ −τy), Ax and Ay are the
amplitudes of the target and the jamming signals after pulse
compression, respectively, the first term represents the pulse
compression result for the target echo, the second term rep-
resents the pulse compression result of the jamming signal,
and n1(t) represents the pulse compression result of the noise
term. The amplitude response of the pulse compression result
of the jamming is described by Equation(14).∣∣SPC_Y ∣∣ = ∣∣∣∣A′y sin c [kTJ (t − TJ − τy)] sin(Ncφ)sin(φ)

∣∣∣∣ (14)

From this equation, on the one-dimensional range pro-
file, the jamming comprises one primary decoy target and a
number of symmetrically distributed secondary decoy targets,
which as a whole conform to the sinc envelope [26]. Given
that the envelope term is sinc[kTJ (t − TJ − τy)], the width
of the main lobe is 2

/
kTJ . If each slice repeats M times,

the interval between adjacent targets is 1t = 1
/
(M + 1)TJ .

Then, the number of jamming peaks in the main lobe of the
jamming after pulse compression is:

Num =
2
/
kTJ
1t

− 1 = 2M + 1 (15)

Time–frequency analysis is performed on the pulse-
compressed one-dimensional range profile:

TF(τ, f ) =

∞∫
−∞

rect
(
t − τ
Tw

)
Spc(t) exp(−j2π ft)dt (16)

In this way, the two-dimensional range–frequency graph
is obtained. In the range dimension, the target and the jam-
mer are located in different range gates; in the frequency
dimension, as the envelope of the target signal is a standard
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sinc function after pulse compression, and the main-lobe
width of this sinc function is the reciprocal of the bandwidth,
after fast Fourier transform (FFT), the spectrum of this main
lobe, which corresponds to the bandwidth of the LFM sig-
nal, appears on the time–frequency graph as a line on the
frequency dimension, and the length of this line represents
the bandwidth of the signal. The pulse compression result
of the jamming signal, on the other side, is composed of
a number of slices stacked together. As the slices are very
limited in width, in the time–frequency graph, the width
of the signal is obviously smaller than that of the target in
the frequency dimension. Additionally, as different inception
points result in different initial phases, the time-frequency
analysis results of the jamming correspond to different bands
in the frequency domain. Using this feature difference, it is
possible to recognize the target from the jamming and dis-
criminate the time-domain range gates for the target and the
jammer [27], [28].

The following target–jamming recognition procedure is
used:
Step 1: In the initialization stage, we establish a

two-dimensional range–frequency window. The window
length of the range profile is the main-lobe width of the target
after pulse compression and remains constant, and that of the
starting frequency profile is 1; the starting position of the
range profile is 0m, and the starting point of the frequency
profile is −B

/
2Hz;

Step 2:We determine the distance range between the target
and the interference. First, we fix the frequency dimension so
that the window glides in the range dimension and record the
mean amplitude in the window at the same time. When the
mean amplitude increases or decreases progressively, we can
determine whether there is a target or jammer in this range
gate.
Step 3: We judge the signal in the frequency dimension.

After completing Step 2, we fix the range dimension, extend
the length of the frequency window and record the maximum
amplitude of the frequency dimension. If the variation ampli-
tude is smaller than η1 within −B

/
2Hz ∼ B

/
2Hz, the fre-

quency dimension is assumed to be continuous, and this range
gate is the target; if the variation amplitude at certain fre-
quency points is greater than η2 within −B

/
2Hz ∼ B

/
2Hz,

the frequency dimension is assumed to be discontinuous, and
this range gate is the jamming. We record the range gate
information for the target and the jammer.

We perform Steps 1 through 3 on the two-dimensional
time–frequency analysis graphs of the echoes from individual
channels. Among the jamming data from these channels,
the data of jamming that share the same or similar jamming
range gates can be used as the same group of sampling snap-
shots, whereas the data of those with significantly different
jamming range gates are discarded. If the jamming range
gates for the channels are significantly different, Steps 1
through 3 may be performed again until a group of sampling
snapshots is obtained.

B. JAMMING SUPPRESSION BASED ON IAA
According to the jamming recognition and range gate dis-
crimination results, a set of data corresponding to high
effective peaks in the main lobe of the jamming in the
one-dimensional range profile is extracted to constitute train-
ing data X, which represents an estimate of pure jamming
signals and does not contain the target signal. Theoretically,
the use of this training data helps avoid the signal cancella-
tion problems challenging traditional adaptive filter regimes.
Using the training data, the covariance matrix can be esti-
mated by Equation(17).

RX = (XXH)/L (17)

In the equation, insufficient sampling points are yielded by
jamming recognition, the resulting covariancematrixmay not
be very accurate, and the anti-jamming performance may not
be sufficient as a consequence. Traditionally, a covariance
matrix is reconstructed by DOA estimation using a Capon
spatial spectrum [29]–[31].When IAA is used for reconstruc-
tion, DOA estimation is omitted, and the estimation is more
stable in the presence of coherent interference and estimation
errors for the desired signal directions [32]–[34].

We define A(θ ) , [a1 a2 . . . ak ], where ak represents the
steering vector of thekth space angle; the envelope of each
angle is s(n) , [s1(n) s2(n) . . . sK (n)]T . The IAA procedure
is performed as follows:

ŝk (n) = aHk y(n)/M , n = 1, . . . ,N , k = 1, . . . ,K (18)

Pk =
1
N

N∑
n=1

∣∣ŝk (n)∣∣2, k = 1, . . . ,K (19)

R = A(θ)PAH(θ ) (20)

The iteration process can be expressed as follows:wk =
R−1ak
aHk R

−1ak
Pk = wH

k Rwk

(21)

where k = 1, . . . ,K is the number of iterations.

The iteration endswhen the relative variation
∣∣∣ŝ(i)k − ŝ(i−1)k

∣∣∣2
of the ith iteration is smaller than the prescribed error limit.

The covariance matrix for jamming plus noise can be
expressed as:

Ri+n =
∫
2

Pcapon(θ )a(θ )aH(θ )dθ (22)

Here, P(θ ) is the estimate by the Capon spatial spectrum.
2 is the desired angle for the signal, which can be determined
by the IAA spatial spectrum. Hence, the covariance matrix
reconstructed for jamming plus noise can be expressed as:

Ri+n =
∑
θk∈2

Pka(θk )aH(θk ) (23)
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For the MVDR beamformer, under constant gains in the
target azimuth and the minimal total output power, the opti-
mal weight vector can be expressed by Equation(24).

Wopt = Pout,maxR−1X a0 (24)

In the equation, Pout,max =

[
aH0 R

−1
X a0

]−1
is the minimal

output power corresponding to the optimal weight vector, and
a0 is the steering vector of the target direction. The jamming
can be suppressed by using the weight vector in this equation
against the received signals [35].

IV. SIMULATION
This section verifies the proposed algorithm through three
parts. Part A illustrates that the algorithm is effective for the
two DRFMs mentioned in Section II.B. Part B illustrates the
effect of changes in scene parameters (such as INR, SNR,
estimation error of the DOA, direction of the jammer) on the
algorithm performance. Besides these results of simulation
experiments in both Part A and Part B, we use the real data
received by radar to illustrate the feasibility of the method in
Part C.

Simulation conditions: A ‘‘one master radar, four auxil-
iary radars’’ linear distributed radar array is established with
radars evenly distributed at 10m intervals among the radars.
The beams are oriented in the normal direction. The radar
signal parameters are listed below:

TABLE 1. This is a table. Tables should be placed in the main text near to
the first time they are cited.

A. VALIDATION OF THE PROPOSED METHOD
As the signals are instantaneous narrowband signals, and the
target and jamming satisfy far-field conditions relative to the
distributed array, based on the wave plane model, there are
the following groups of simulations:
Simulation 1: We assume that the target is in the normal

direction, the angle between the direction of the jammer and
the direction of the target is 0.5◦, and the estimation error of
the DOA is 0.2◦; the jamming is a direct interrupted-sampling
repeater jamming type with slice width of 2.5µs and involves
four slices, each repeating one time; the signal-to-noise
ratio (SNR) is 0dB, and the interference-to-noise ratio (INR)
is 40dB. Three sampling snapshots are obtained through jam-
ming recognition. On this basis, the jamming is suppressed
through IAA.
Simulation 2: We assume that the target is in the normal

direction, the angle between the direction of the jammer and
the direction of the target is 0.5◦, and the estimation error of
the DOA is 0.2◦; the jamming is a repetitive repeater jamming

with a slice width of 2.5µs and involves two slices, each
repeating three times; the SNR is 0dB, and the INR is 40dB.
Three sampling snapshots are obtained through jamming
recognition. On this basis, the jamming is suppressed through
IAA.

When evaluating the anti-jamming performance, the loss of
SNR is defined as the difference between the echo SNR after
anti-jamming treatment and that before treatment. The signal
to interference-plus-noise ratio (SINR) improvement repre-
sents the improvement of the SINR after anti-jamming treat-
ment relative to that before this treatment; SNR = σ 2

s /σ
2
n , and

SINR = σ 2
s /(σ

2
i + σ

2
n ), where σ

2
s , σ

2
i , and σ

2
n are the powers

of the target, jamming, and noise, respectively.

FIGURE 3. One-dimensional range profiles of the target and the direct
repeater jamming.

FIGURE 4. Results of target and jamming recognition based on
two-dimensional range–frequency graph.

Figure 3(a) shows the one-dimensional range profile of the
target echo after pulse compression. Figure 3(b) shows
the pulse-compressed one-dimensional range profile of the
target-plus-jamming echo. The time–frequency analysis of
these profiles is given in Figure 4. According to the discus-
sions in section III.B, in the two-dimensional time–frequency
graphs of the one-dimensional range profiles, the target and
the jamming are in different range gates; the target is contin-
uously distributed in the frequency dimension, and its length
approximates the bandwidth; the jamming is discontinuously
distributed in the frequency dimension. In a two-dimensional
range–frequency window, it is possible to recognize the target
and the jamming by gliding along the range dimension to
observe the variation in the amplitude of the range dimension
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and examining the frequency dimension. An enlarged view
of the range gate for the target is shown in Figure 4(a).
An enlarged view of the range gate for the jamming decoy
target group is shown in Figure 4(b).

FIGURE 5. Pulse compression results after the anti-jamming treatment.

Figure 5(a) shows the pulse-compressed one-dimensional
range profile after anti-jamming treatment by the traditional
method. When there is estimation error in the DOA, the tra-
ditional method suffers a loss in the target signal, although
this method does suppress the jamming. A closer analy-
sis reveals a loss of 12.5dB in the SNR and a jamming
residual of 0.55dB. Figure 5(b) shows the pulse-compressed
one-dimensional range profile after anti-jamming treatment
by the proposed method. When the covariance matrix is
estimated with three or more jamming sampling snapshots
obtained through jamming recognition, it is possible to sup-
press direct repeater jamming and retain the target signals
well. A closer analysis reveals a loss of 1.4dB in the SNR
and a jamming residual of 0.75dB.

FIGURE 6. One-dimensional range profiles of the target and the
repetitive repeater jamming.

Figure 6(a) shows the one-dimensional range profile of
the target echo after pulse compression. Figure 6(b) shows
the one-dimensional range profile of the target-plus-jamming
echo after pulse compression. The time–frequency analysis
of these graphs is given in Figure 4. Figure 7(a) shows
the results of the target recognition. Figure 7(b) shows the
results of the jamming recognition. An enlarged view of the
range gate of the target is given in Figure 7(a). An enlarged

FIGURE 7. Results of target and jamming recognition based on
two-dimensional range–frequency graphs.

FIGURE 8. Pulse compression results after anti-jamming treatment.

view of the range gate of the jamming decoy target group is
given in Figure 7(b). Figure 8(a) shows the pulse-compressed
one-dimensional range profile after anti-jamming treatment
by the traditional method. When there is estimation error
in the DOA, the traditional method suffers a loss in the
target signal, although this method does suppress the jam-
ming. A closer analysis reveals a loss of 14.1dB in the
SNR and a jamming residual of 0.42dB. Figure 8(b) shows
the pulse-compressed one-dimensional range profile after
anti-jamming treatment by the proposed method. When the
covariance matrix is estimated with three or more jamming
sampling snapshots obtained through jamming recognition,
it is possible to suppress direct repeater jamming and retain
the target signals well. A closer analysis reveals a loss
of 1.0dB in the SNR and a jamming residual of 0.67dB.
Simulation 3: We assume that the target is in the normal

direction, the angle between the direction of the jammer and
the direction of the target is 0.5◦, and the jamming pattern
and parameters are the same as those in Simulation 1 the
angle between the estimated desired signal direction and the
real target direction is 0.2◦; the INR is 40dB; one sampling
snapshot is obtained through jamming recognition. On this
basis, the jamming is suppressed through IAA.

As illustrated in Figure 9(a), when only one jamming sam-
pling snapshot is available, it is impossible to effectively can-
cel the jamming. However, with this same sampling snapshot,
when IAA is used to reconstruct the covariance matrix and
anti-jamming treatment is performed, the result is as given
in Figure 9(b). A closer analysis reveals a loss of 0.93dB in
the SNR and a jamming residual of 1.35dB.
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FIGURE 9. Pulse compression results after anti-jamming treatment.

B. ANTI-JAMMING PERFORMANCE OF
THE PROPOSED METHOD
Simulation 4: effect of INR on the rate of recognition

We assume that the target is in the normal direction,
the angle between the direction of the jammer and the direc-
tion of the target is 0.5◦, and the jamming pattern and param-
eters are the same as those in Simulation 1.

FIGURE 10. INR versus the rate of jamming recognition.

As illustrated by Figure 10, when the INR before pulse
compression is low, the jamming signal is lower than the
noise level, and the rate of jamming recognition is almost
zero. As the INR increases, so does the rate of recognition;
at INR = −10dB, the rate of recognition is 50%, and at
INR = −4dB, the rate of recognition is as high as 90%.
Simulation 5: effect of SNR and INR on loss of SNR
We assume that the target is in the normal direction,

the angle between the direction of the jammer and the direc-
tion of the target is 0.5◦, the jamming pattern and parameters
are the same as those in Simulation 1, and the SNR is 0dB.
The angle between the estimated desired signal direction
and the real target direction is 0.2◦. The loss of SNR as
a function of the INR of the jamming signal obtained by
the proposed method is quantitatively compared with that
obtained by the traditional method. We assume that only one
sampling snapshot is obtained through jamming recognition.

FIGURE 11. Anti-jamming performance of the proposed method versus
that of the traditional method.

Adaptive jamming cancellation is performed by reconstruct-
ing a covariance matrix through IAA.

As illustrated by Figure 11(a), when there is estimation
error in the DOA, the traditional anti-jammingmethod suffers
a considerable loss of SNR since the training samples of this
method contain target information, and this loss increases
with the radar signal SNR. The proposed method displays
a smaller loss of SNR since the samples of this method do
not contain target information, and this method is particularly
effective in cases of high SNR. As illustrated by Figure 11(b),
under a fixed SNR and a fixed deviation in the estimated
desired signal direction, as INR varies, the loss of SNR after
anti-jamming treatment by the traditional method is greater
than that by the proposed method.
Simulation 6: effect of estimation error of DOA on loss of

SNR and improvement of SINR
We assume that the target is in the normal direction,

the angle between the direction of the jammer and the direc-
tion of the target is 0.5◦; the direct repeater jamming is gener-
ated by the jammer, and the jamming pattern and parameters
are the same as those in Simulation 1; the SNR is 0dB, and
the INR is 40dB; the estimation error of the DOA varies from
−5◦ to 5◦. The loss in the SNR and the improvement in the
SINR as functions of the estimation error of DOA obtained by
the proposed method are quantitatively compared with those
obtained by the traditional method. We assume that only one
sampling snapshot is obtained. The anti-jamming treatment
is performed by reconstructing a covariance matrix through
IAA.

As illustrated by Figure 12(a), when there is no estimation
error in the DOA, the loss of SNR is close to 0 dB for both the
traditional method and the proposed method. As the estima-
tion error in the DOA increases, the traditional method suffers
a considerable loss of SNR for almost all deviated angles
except for certain particular angles, whereas the proposed
method has only a very small loss in the SNR when there
is estimation error in the DOA. Similarly, as illustrated by
Figure 12(b), when there is estimation error in the DOA,
the traditional method provides minimal improvement in the
SINR, whereas the proposed method is able to provide a level
of improvement in the SINR.
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FIGURE 12. Anti-jamming performances by the proposed method versus
the traditional method.

Simulation 7: effect of the direction of the jammer on loss
of SNR

We assume that the target is in the normal direction,
the direction of the jammer traverses from −5◦ to 5◦, the
jamming pattern and parameters are the same as those in
Simulation 1, the SNR is 0dB, and the INR is 40dB; the angle
between the estimated desired signal direction and the real
target direction is 0.2◦. The loss of SNR as a function of the
INR of the jamming signal obtained by the proposed method
is compared with that obtained by the traditional method.

FIGURE 13. Loss of SNR versus the direction of the jammer.

A large number of grating lobes exist in the direction
pattern of the large-aperture distributed radar. If the jamming
is located at the grating lobe, when adaptive anti-jamming
treatment is performed, the presence of grating zeros results
in energy damage to the target. According to the array
parameters, the grating lobe angles are −1.71◦, 0◦, 1.71◦,
and 3.42◦. As illustrated by Figure 13, when the jamming is
at a nongrating lobe angle, the loss of SNR from the proposed
method is much smaller than that by the traditional method;
however, when the jamming is at a grating lobe angle, both the
proposed method and the traditional method suffer great loss
of SNR. The same phenomenon occurs when the direction
of the jammer coincides with the estimated desired signal
angle.

C. MEASUREMENT RESULTS
A ‘‘one master, two Auxiliary radars’’ one-dimensional
nonuniform sparse array is constructed. The system works
in the S waveband; the aperture of the unit array is 0.5m,
and the array baseline is 3.5m. Consequently, the unit array
beam width is approximately 10.4◦, and the synthetic beam
width of the distributed array is approximately 1.46◦; the
angle between the jammer and the target is 3.2◦; the jamming
is a repetitive repeater jamming, with each slice repeating
two times. The pulse compression results of the raw echo are
given in the graphs below.

FIGURE 14. Pulse compression results of the raw signal echo.

When the traditional MVDR adaptive anti-jamming
method is used, adaptive treatment is performed using a
covariance matrix estimated with the target-plus-jamming
echo data. Cases where the steering vector is correctly esti-
mated and where this vector is incorrectly estimated are
considered. In the latter case, the estimation error in the DOA
is 0.4◦. The results are given in the graphs below.

FIGURE 15. Pulse compression results by the traditional time-domain
MVDR beamforming method.

Figure 15(a) shows the anti-jamming results when the
steering vector of the target direction is correct, where the loss
in the SNR is 1.32dB. Figure 15(b) shows the anti-jamming
results when the steering vector of the target direction is
incorrect, where the loss of SNR is 10.53dB. Greater energy
losses occur in the target signal when the steering vector of
the target direction is incorrectly estimated.

Assuming that the steering vector of the target direction
is incorrect, the proposed anti-jamming method is used.
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Data from one of the jamming sampling points shown in
Figure 14(b) are taken and treated in two different proce-
dures. In the first procedure, adaptive treatment is performed
by directly estimating a covar iance matrix on the basis of one
jamming sampling point. In the second procedure, adaptive
treatment is performed by reconstructing a covariance matrix
with data from one jamming point after IAA treatment. The
results are given in the graphs below.

FIGURE 16. Pulse compression results by the proposed time-domain
MVDR anti-jamming method.

Figure 16(a) shows the pulse compression results by
directly estimating a covariance with data from one single
jamming sampling point and performing IAA. From these
graphs, if samples are trained with a covariance estimated
with the data from a single jamming sampling point, it is
impossible to effectively suppress the jamming; if the sam-
ples are trained with a covariance reconstructed through IAA,
it is possible to suppress the jammingwhen the steering vector
of the target is incorrect, with a loss of 1.74dB in the SNR,
which is better than that obtained by the traditional method.

Figure 17 compares the loss in the SNR obtained by the
traditional method and that obtained by the proposed method
in cases where the steering vector is incorrectly estimated and
the deviated angle traverses from −0.75◦ to 0.75◦.

FIGURE 17. Loss of SNR versus estimation error of DOA.

From this graph, when the steering vector of the target is
incorrect, the traditional time-domain MVDR beamforming

method suffers a considerable loss of SNR, and the proposed
method is subject to a lower loss of SNR.

V. CONCLUSIONS
Main-lobe jamming and interrupted-sampling repeater
jamming are potential threats to the normal operation
of monostatic radar systems. When a large-aperture dis-
tributed radar system is constructed, while space-domain
adaptive anti-jamming procedures can suppress main-lobe
interrupted-sampling repeater jamming, these method are
inevitably challenged by signal cancellation resulting from
the estimation error of the DOA. In the present study, we try to
obtain jamming sampling snapshots by recognizing jamming
decoy targets in a one-dimensional range profile by using
a method that compounds the jamming recognition method
based on time–frequency analysis of one-dimensional range
profiles with the distributed space-domain anti-jamming
method. As insufficient snapshots for jamming are obtained,
a covariance matrix is reconstructed through IAA on the
basis of these snapshots for jamming, and the adaptive
anti-jamming treatment is performed thereafter. The results
demonstrate that in addition to effectively suppressing the
jamming, the proposed method is able to limit signal losses
to a certain extent. Comparison between simulation results
and measurements confirms that the proposed method out-
performs the traditional method for both interrupted sampling
and direct repeater jamming and interrupted sampling and
repetitive repeater jamming; when there is estimation error in
the DOA, this method suffers a lower loss in the SNR and pro-
vides a greater improvement in the SINR after anti-jamming
treatment.
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