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ABSTRACT Robot swarms, which constitute typical multi-user systems, have played more and more
important roles in many areas. In this paper, a directional modulation (DM) scheme for frequency diverse
array (FDA) based on the leakage power minimization criterion is proposed, which can be used in a robot
swarm system as well as other multi-user scenarios. Based on this scheme, location-dependent secure
transmission can be obtained in the multi-user downlink channels under certain circumstances, where
independent data streams can be sent to different legitimate users safely. Meanwhile, the difficulty for
perfect eavesdropping is significantly increased compared with phased-array-based DM. We also use the
block successive upper-bound minimization algorithm to optimize the frequency offsets of the array, and
the algorithm can be effectively performed. This scheme utilizes the baseband model of the FDA, which
is another contribution of this paper. It solves the problems brought by the time-varying nature of the
FDA and reveals the distance-angle correlation of the FDA more fundamentally. Based on that, besides
the proposed FDA-DM scheme, a novel multiple access technique, named as link division multiple access,
is also preliminarily proposed. It allows the transmitter to distinguish multiple users in the same or proximal
locations without the help of time division, frequency division, or code division. At last, numerical results
are presented to verify the superiorities of LDMA and the proposed FDA-DM scheme.

INDEX TERMS Robot swarm, frequency diverse array, directional modulation, leakage, physical-layer
security.

I. INTRODUCTION
With the development of robotics, the robot swarm, which
consists of multiple collaborative robot members, has
attracted wide attention in many different research areas
[1]–[4]. Compared with an independent robot, robot swarms
are robust to failure of individual members. Moreover, robots
can replace humans to work inmore dangerous places, collect
and transmit data with higher efficiency, and complete more
complex tasks [5], [6]. Because of these advantages, robot
swarm has great potentials in the field of reconnaissance,
exploration, emergency rescue, and military. Meanwhile,
some substantial progress has been obtained in terms of
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hardware implementation, which promotes the development
of robot swarms.

One key technology for robot swarms is multi-user
multiple-input-multiple-output (MU-MIMO) downlink trans-
mission. This is because, on the one hand, besides complying
with local control laws, the robot members often need to
receive control instructions or other information from the
control center (or the leading robot) to work collaboratively.
In this scenario, one transmitter needs to serve multiple
receivers, transmitting different data streams to each of them.
Utilizing the spatial redundancy provided by antenna arrays,
the dominant transmitter can suppress co-channel interfer-
ence in downlink transmission with the same frequency and
at the same time slot, and without the need of orthogonal
user codes. That is why robot swarms constitute typical
MU-MIMO systems. On the other hand, due to the
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particularity and sensitivity of many applications, robot
swarms often require secure wireless communication.
The spatial freedom provided by MIMO can further
expand the quality difference between legitimate chan-
nels and eavesdropping channels, thus provide better
security performance. This technology is also known as
physical-layer security (PLS).
In the past several years, PLS combined with fre-

quency diversity array (FDA) has become one of the
hottest issues in the field of secure communications.
This is because the beam pattern of FDA is not only
angle-dependent but also range-dependent by control-
ling the carrier frequencies at different antennas, which
overcomes the limitation of the traditional arrays (such
as phased array (PA), polarization-sensitive array, etc.)
that only angle-dependent security can be provided.
Based on this characteristic, recent theoretical researches
naturally combined FDA with directional modulation
(DM) [7], [8], the purpose of which is to realize point-to-
point keyless secure transmission. Unfortunately, the range-
dimension security provided by FDA is over-estimated since
electromagnetic waves always propagate in a straight line,
as well as the ‘secure area’. This limitation was preliminarily
revealed in [9], where the FDA’s steering vector in Eq.(3)
was essentially not related to range anymore. In a very recent
study [10], the researchers elaborated on the security defects
of FDA-DM in the range dimension systematically. The
reason why the previous researches are wrong or only valid
for a specific moment is that researchers have ignored the
time-varying nature of the FDA’s beam pattern. Recently,
many pieces of research claimed that FDAs with time-
modulated frequency offsets could generate time-invariant
beam pattern [11]. However, time-variant frequency offsets
make the implementations of the FDA more complex. Mean-
while, [12] pointed out if the beam pattern of FDA was time-
invariant, it was nomore range-dependent either. In short, due
to the confusing time-varying nature of the existing model,
there are many problems in the field of FDA-based secure
communications.

To solve the mentioned problems, the conclusion is pro-
posed for the first time in this paper that the FDA’s base-
band model should be used in communication systems. This
will have a profound impact on future researches based on
FDA. Perhaps affected by the early FDA-based radar system,
the previous researches widely used the radio frequency (RF)
model, which was not suitable in the communication systems.
This is because the useful information is distributed in each
sub-band. In order to extract useful signals and eliminate
the impact of multi-carrier, the multi-band signals should be
down-converted to baseband separately before further pro-
cessing. The baseband model of the FDA is also angle-range-
dependent, while simultaneously dependent on the clock dif-
ference between the transmitter and the receiver. Besides,
the baseband model eliminates the time-varying nature
of the FDA’s RF model, which implies that neither the
time-modulated weights nor frequencies are necessary for

FDA-based beamforming or DM. Compared with the rele-
vant researches based on the RF model [9], [13], [14], our
proposed model greatly enhances the practicality of the FDA
in communication systems.

Based on the baseband model, FDA-DM still has many
advantages. The first is that the difficulty of being eaves-
dropped on useful information along the desired direction
has increased significantly compared with PA-based DM. In
addition, because the energy of the FDA’s transmission signal
is dispersed in multiple sub-bands, the transmission signal of
an FDA has a lower power spectral density than that of a PA
when the transmission power is the same. This characteristic
is similar to spectrum spread [15], and can hide the transmit-
ted signal under the environment noise, thus can realize low
detection probability communication. Moreover, although
FDA cannot provide absolute security in the distance dimen-
sion, the provided ‘‘location-dependent’’ differentiation can
be utilized by the cooperative legitimate receivers. Espe-
cially when there are multiple legitimate users in the same
direction, these users will suffer from severe multiple access
interference when a traditional array is used, while FDA can
suppress most of these interferences, thereby significantly
increasing the capacity of the multi-user communication
system.

Against the background, this paper introduces FDA-DM to
downlink multi-user MIMO channels for the first time, which
is very suitable for robot swarms to improve the efficiency
of downlink communication. The main contributions of our
research are summarized as follow:
• We established the basebandmodel of the FDA, which is
time-invariant and depends both on the receiver’s posi-
tion and clock difference. Compared with the traditional
time-varying RF model, the baseband model reveals the
distance-angle correlation of the FDA more fundamen-
tally and provides a new direction for future FDA-based
researches.

• A novel multiple access scheme, named as Link Divi-
sionMultiple Access (LDMA), is preliminarily proposed
based on the FDA’s baseband model. It allows multi-
user access at the same time, with the same frequencies
and without the use of orthogonal user codes, even when
several users are in the same position or very close to
each other.

• A multi-user downlink communication scheme based
on FDA-DM is proposed, and the carrier frequencies
of the FDA are optimized based on the criterion of
leakage power minimization. In this scheme, the fre-
quency offsets and the beamforming coefficients are
time-invariant. Compared with PA and FDA with fixed
frequencies, the proposed scheme achieves the high-
est sum secrecy rate. Meanwhile, it outperforms other
beamforming technologies when there are unknown
eavesdroppers.

The rest of this paper is organized as follows: in Section II,
the baseband model of the FDA is established. Based on
this model, the concept and a simple example of LDMA
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FIGURE 1. The model of an N-element uniform linear FDA.

are presented in Section III. In Section IV, the FDA-DM
technique in the multi-user downlink network is proposed
first. Then the optimization problem with respect to (w.r.t.)
the FDA’s frequency offsets is established, and an optimal
solution is also provided. Besides, the sum secrecy rate of our
proposed scheme is analyzed. Numerical simulation results
and corresponding discussions are presented in Section V.
Finally, we conclude our research in Section VI.
Notations: Throughout this paper, normal letters represent

scalar variables, boldface lowercase letters represent vectors,
and boldface capital letters represent matrices. RN×M and
CN×M represent the real and complex domains of dimension
N × M , respectively. (·)∗, (·)T and (·)† denote conjugate
operator, transpose operator and conjugate transpose opera-
tor, respectively. span{a1, · · · , aN } is the subspace spanned
by a1, · · · , aN . 0N is an N -dimensional zero vector. IN is
an N -dimensional identity matrix. bac(or dae) represents the
smallest (or the largest) integer which is greater (or smaller)
than a. {x}ba represents the projection of x on the interval
[a, b]. a(t) ∗ b(t) represents the convolution of a(t) and b(t).
|a| is the modulus of a and ‖a‖ is the Euclidean norm of the
vector a. sgn{x} returns the sign of x. E{·} represents taking
expectation of random variables. f ′(x) and f ′′(x) represent the
first and the second derivative of f (x), respectively.

II. THE BASEBAND MODEL OF FDA
Our discussion mainly focus on an N -element uniform lin-
ear FDA with equal spacing d , as illustrated in Fig.1. The
similar discussions can readily be extended to arbitrary array
structures. Unlike a PA that uses only a single carrier, FDA
superimposes a small frequency offset (FO) on the basic
carrier frequency for each element, i.e., fl = fc +1fl , where
fc is the basic carrier frequency and much higher than 1fl .
Denote f = [f1, f2, · · · , fl]T . To avoid multiple mainlobes,
the spacing d should be no greater than λmin/2, where λmin
represents the wavelength corresponding to the highest fre-
quency. Without loss of generality, the array antennas are
assumed to be isotropic omnidirectional, and the first of them
is set as the reference element. Denoting the beamforming
coefficients as ω = [ω1, . . . , ωN ]T ∈ CN×1, the transmitted
signal of the FDA’s lth element at the time interval t is

sl(t) = xmωlej2π fl t , l = 1, . . . ,N . (1)

where xm is the mth symbol carrying confidential informa-
tion, satisfying E{|xm|}2 = 1. When the far-field condition
can be satisfied, with the line-of-sight and flat fading assump-
tion, the received signal of a single receiving antenna at (R, θ)
at time t can be expressed as

r(R, θ, t) ≈ h(R)
N∑
l=1

sl

(
t −

R− (l − 1)d cos θ
c

)
+ n̂(t)

≈ h(R)x
bm− R

cTs
c
e
j2π fc

(
t− R

c

)
ã†(R, θ, t)ω + n̂(t)

(2)

where h(R) is the channel coefficient, c ≈ 3 × 108m/s is the
propagation speed of light, Ts is the symbol period, n̂(t) ∼
CN (0, σ̂ 2

n ) is the additive white Guassian noise, and

ã(R, θ, t) =


e
−j2π

(
fc 0·d ·cos θc +1f1

(
t− R

c

))
e
−j2π

(
fc 1·d ·cos θc +1f2

(
t− R

c

))
...

e
−j2π

(
fc

(N−1)·d ·cos θ
c +1fN

(
t− R

c

))

 (3)

is the steering vector of FDA, where the items1fl(ld cos θ )/c
are omitted due to the fact that1fl � fc. Therefore, the array
factor of FDA is defined as [16]

AF(R, θ, t) = ã†(R, θ, t)ω (4)

which is both angle and range dependent, while simultaneous
varies with time. In this research, we focus on that all the
receivers are equipped with a single antenna.

The RF model of the FDA in Eq.(3) is widely used in the
communication systems. However, there are two problems
in some studies: one is that the time-varying nature of the
FDA has been ignored [7], [8], [17], so that the correspond-
ing conclusions are only valid for a specific time interval,
e.g., t = 0. The other is that time-modulated frequency or
beamformingweights have to be used to obtain time-invariant
performance [9], [13], [14], [18]. This makes the systems far
more complicated and makes the analysis very error-prone.
For example, in Eq.(8) of [13], the received signal should be
hL(f , t)H s(t − rL

c ), not as in the original text.
The reason why the previous studies used FDA’s RF model

extensively may be due to FDA’s earlier applications in radar
systems [19], where designing the beampattern is much more
important than recovering the carried information. Whereas,
it is not appropriate to directly analyze the FDA’s RFmodel in
the communication system. Similarly, the FDA-based beam-
forming technique should not be applied to communication
systems directly. This is because even for the systems using a
single tone, the corresponding receivers cannot extract sym-
bols from the RF signals directly, but have to down-convert
the signal to baseband before processing, not to mention
those systems using multiple sub-bands. Most FDA-related
research for communications ignored this point. On the other
hand, Eq.(2) describes the received signal at time t , while the
transmitted signal at time t should be received by the receiver
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FIGURE 2. A single-antenna-multiple-channel receiver.

at time t + R
c . It is easy to verify that r(R, θ, t + R

c ) is not
more related to R, which reveals that the RF model cannot
explain well whether FDA still can provide range-dependent
discrepancy in the communication systems.

To solve these problems, this paper will establish the
baseband model of the FDA for the first time. To this
end, we use the single-antenna-multiple-channel (SAMC)
structure to process the received signal, which is illustrated
in Fig.2. To facilitate the subsequent descriptions, we define
zero-phase-time (ZPT) as the moment when the phases of
all the subcarriers are 0. Without loss of generality, the ZPT
of the transmitter is always set as 0, as given in Eq.(1), and
the ZPT of the receiver is assumed to be τ . Then, by letting
mR =

⌊
m− R

cTs

⌋
, the output of the SAMC module is

y(t) =
N∑
l=1

[
r(R, θ, t)e−j2π fl (t−τ )

]
∗ φLP(t)

= h(R)
N∑
l=1

ωle
j2π

(
fc

(l−1)d cos θ
c −1fl Rc+flτ

)
+ n(t)

= h(R)xmRe
j2π fcτa†(R, θ, τ )ω + n(t) (5)

where φLP(t) is the unit impulse response of an ideal low-pass
filter.

In Eq.(5), xmR and n(t) must be time-varying, andωmay be
time-varying according to actual demands. n(t) ∼ CN (0, σ 2

n )
is the baseband noise, where σn can be explicitly calculated
from σ̂n. ej2π fcτ affects all sub-bands, so it eventually causes
rotation of the constellation rather than distortion, which can
be easily eliminated without affecting the communication
process. Moreover, a(R, θ, τ ), which is defined as

a(R, θ, τ ) =


e
−j2π

(
fc 0·d ·cos θc +1f1

(
τ− R

c

))
e
−j2π

(
fc 1·d ·cos θc +1f2

(
τ− R

c

))
...

e
−j2π

(
fc

(N−1)·d ·cos θ
c +1fN

(
τ− R

c

))

 (6)

FIGURE 3. The system model of LDMA.

is the basebandmodel of the FDA. The basebandmodel of the
FDA is still range and angle dependent, and it also depends
on the clock difference between the sender and receiver. The
model is no longer time-varying, while on the other hand,
the distance and clock difference are coupled together in
Eq.(6), i.e., a(R, θ, τ ) = a(0, θ, τ− R

c ). Therefore, this model
does not violate the physical law of electromagnetic wave
propagation. From another aspect, the reason why Eq.(6) is
still related to R is that the receiver is not ideally synchro-
nized. If the receiver is ideally synchronized, its ZPT should
be R

c . In this case, the baseband signal no longer depends on
R, only related to θ . This reveals that ideal synchronization
underutilizes the spatial/time discrimination provided by the
FDA. Aware of that, FDA can clearly provide more opportu-
nities than traditional arrays in communication systems.

Admittedly, it is not the first time for SAMC receivers to be
used in the FDA-based communication systems. The SAMC
receiver was also used in [20], [21] to eliminate the time-
varying nature of the FDA. However, the researchers did not
realize that the fully synchronized assumption was used in
these works, i.e., the ZPT of the receiver was also 0. Besides,
we have to point out that the moments of the two down-
conversions in Eq.(4) and (6) of [20], as well as in Eq.(3)
and (6) of [21], were inconsistent. To the best of the authors’
knowledge, our work reveals the relationship between the
FDA’s baseband model and the clock difference between the
transmitter and the receiver for the first time, which may
greatly promote the development of the FDA.

III. AN APPLICATION OF FDA: LINK DIVISION
MULTIPLE ACCESS
Based on the baseband model, we will briefly introduce an
application of the FDA. According to Eq.(5), FDA establishes
a virtual link between the baseband signals of the transmitter
and the receiver, which depends on not only the location,
but also the ZPT of the receiver. It is quite conceivable that
by adjusting the ZPTs of different users, the FDA can even
distinguish between multiple users located at the same or
proximal positions. This is the motivation of link division
multiple access (LDMA), which allows multiple users to
achieve code-free co-frequency communications during the
same time interval. It has many similarities with space divi-
sion multiple access (SDMA) and is also compatible with
other multiple access (MA) technologies. However, the dif-
ference between LDMA and SDMA is that LDMA can dis-
tinguish multiple users in the same location.

We use a simple example to illustrate the principle of
FDA-LDMA: consider the situation where K users are in
the same location (Ru, θu), as shown in Fig.3. SDMA cannot

107826 VOLUME 8, 2020



S. Ke et al.: Leakage-Based DM Scheme for FDA in Robot Swarm Networks

distinguish these users directly, and can only achieve multiple
access through time division, frequency division, or code
division. However, when the ZPTs of these users are different,
FDA-LDMA can distinguish them without relying on other
MA technologies. To be more specific, denote the ZPT of the
kth user is τk . Since cooperative communication is consid-
ered, we assume that different users have different ZPTs, and
the transmitter perfectly knows the channel state information
(CSI) of all the users. The CSI of the receivers can be obtained
through various channel estimation methods, e.g., [22], [23].
Denote the data stream and the weighting vector for the kth
user as xk,m and ωk respectively, where E{|xk,m|2} = 1.
According to Eq.(5), the received baseband signal of the kth
user is

yk (t) = h (Ru) ej2π fcτka† (Ru, θu, τk)ωkxk,mRu︸ ︷︷ ︸
desired signal

+ h (Ru)
K∑
n=1
n6=k

ej2π fcτka† (Ru, θu, τk)ωnxn,mRu

︸ ︷︷ ︸
Multiple Access Interference(MAI)

+nk (t)

(7)

For the convenience of the subsequent derivations, maxi-
mal ratio transmission (MRT) weightings are assumed to be

used by the transmitter, i.e., ωk =
√

Pk
N a (Ru, θu, τk). There-

fore, the system capacity of FDA-LDMA is given as [24]

CLDMA =

K∑
k=1

log2 (1+ γk) (8)

where γk is the signal-to-interference-noise-ratio (SINR) of
the kth user, which can be expressed as

γk=
NPk |h (Ru)|2

|h (Ru)|2
K∑
n=1
n6=k

Pn
∣∣a† (Ru, θu, τk) a (Ru, θu, τn)∣∣2 + Nσ 2

n

(9)

On the other hand, as to SDMAwhich only depends on the
locations of the users, it is easy to prove that the SINR of the
kth user is

γ̃k =
Pk |h (Ru)|2

|h (Ru)|2
K∑
n=1
n6=k

Pn + σ 2
n

(10)

According to the Cauchy-Schwartz inequality, it is obvi-
ously that γ̃k ≤ γk , which means SDMA suffers from
more severe MAI. The relationship between the num-
ber of users K and the system capacities of SDMA and
LDMA technologies is given in Fig.4, where N = 4,
f = 10GHz+[0, 0.5, 0.8, 1.0]TMHz, Ru = 10km, θu = 90◦,
τk = (k − 1)us, Pk = 1W and σ 2

n = −30dBm. h(R) is
determined by the freespace path loss formula of radio wave
propagation, which will be given in Eq.(36). Unsurprisingly,

FIGURE 4. The system capacity comparison between LDMA and SDMA,
where N = 4.

LDMA always achieved much higher system capacities than
SDMA.

The advantage of FDA-LDMA has a physical explanation:
as the range R and the clock difference τ are coupled together
in the FDA’s baseband model, changing the ZPTs of the
users is equivalent to changing the locations, as illustrated
in Fig.3, while the fading coefficient h(R) keeps unchanged.
Therefore, the transmitter can distinguish these users better
thus theMAIs are suppressed. It is worth noting that although
in this paper LDMA is realized based on FDA, LDMA may
have more methods to be implemented, such as via multi-
frequency arrays, etc. Moreover, better performance can cer-
tainly be achieved by diligently designing the weightings and
the ZPTs of LDMA. In summary, LDMA still needs more
further researches, which is beyond the scope of this thesis,
so we only give a brief introduction and simply show the
potential of LDMA in this section.

IV. FDA-BASED DM IN MULTI-USER DOWNLINK
CHANNELS
A. LEAKAGE-BASED OPTIMIZATION FOR FDA-DM
In this section, we turn back to the theme of FDA-DM-based
secure transmission technology in the multi-user system.
Consider a downlink multi-user environment with a control
center or a leading robot communicating with K followers,
as well as E eavesdroppers. The transmitting array is of
N elements, where N is required to be larger than K . All
the receivers are equipped with a single antenna. A block
diagram of the system is given in Fig.5. The transmitter
sends independent data stream to each user, where xk,m is
the mth symbol sent to the kth user. This is the difference
between this paper and [14], where a broadcasting systemwas
considered. Without loss of any generality, we assume that
different legitimate users located at different places, denoted
as (Ru,k , θu,k ), while all of them are fully synchronized with
the transmitter. The fully-synchronized clocks between the
transmitter and the users can be obtained through training
or from a satellite navigation system like GPS [25]. On the
other hand, the location of the kth eavesdropper is (Re,k , θe,k ),
and its ZPT is τk . We assume that the CSI of all the users is
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FIGURE 5. Block diagram of MU-MIMO wireless communication system based on FDA.

perfectly known by the transmitter. Moreover, with the help
of DM that it can work without the prior knowledge of the
eavesdroppers [26], we assume that only En eavesdroppers’
CSI is known, where 0 ≤ En ≤ E . According to the
principle of the vector approach [26], the transmitted FDA-
DM baseband signal vector at time t can be designed as

s(t) =
K∑
k=1

αk
√
Psωkxk,m + αAN

√
PsPANµm (11)

where Ps is the total transmit power, αk and αAN are real

power allocating coefficients satisfying
K∑
k=1

α2k + α
2
AN = 1.

ωk is the beamforming coefficients corresponding to the
kth data stream, which satisfies ‖ωk‖ = 1. PANµm con-
stitutes the artificial noise (AN) excitation vectors, where
PAN ∈ CN×(N−K ) is the unit orthogonal basis of the
null space of span

{
a
(
Ru,1, θu,1, 0

)
, · · · , a

(
Ru,K , θu,K , 0

)}
.

µm ∼ CN
(
0N−K , 1

√
N
IN−K

)
consists ofN−K independent

and identically distributed Gaussian random variables, and is
updated at the symbol rate. Because the baseband model of
FDA is time-invariant, we abbreviate a

(
Ru,k , θu,k , 0

)
as au,k ,

and a
(
Re,k , θe,k , τk

)
as ae,k . We also drop the time notation t ,

as well as the symbol index subscript m and mR for notation
simplicity. Therefore, the baseband received signal of User k
can be expressed as

yu,k = αk
√
Pshu,ka

†
u,kωkxk

+

K∑
n=1
n6=k

αn
√
Pshu,ka

†
u,kωnxn︸ ︷︷ ︸

Leakage of Usern to User k

+nu,k (12)

In Eq.(12), hu,k is the fading coefficient of the kth user. The
signal is not contaminated by AN as a†u,kPAN = 0TN−K , but it
suffers from MAI. Therefore, the SINR of the kth user is

SINRu,k =
α2kPs

∣∣hu,k ∣∣2 ∣∣∣a†u,kωk ∣∣∣2
K∑
n=1
n6=k

α2nPs
∣∣hu,k ∣∣2 ∣∣∣a†u,kωn∣∣∣2 + σ 2

u,k

(13)

Similarly, the received signal of the kth eavesdropper is

ye,k =
K∑
n=1

αn
√
Pshe,ka

†
e,kωnxn︸ ︷︷ ︸

Leakage of User n to Eve k

+ αAN
√
Pshe,ka

†
e,kPANµ︸ ︷︷ ︸

Artificial noise

+ne,k (14)

Correspondingly, the signal-to-artificial-noise-ratio
(SANR) of the kth eavesdroppers is given by

SANRe,k=
N
∑K

n=1 α
2
nPs

∣∣he,k ∣∣2 ∣∣∣a†e,kωn∣∣∣2
α2ANPs

∣∣he,k ∣∣2 a†e,kPANP
†
ANae,k + Nσ

2
e,k

(15)

implicitly assuming that the eavesdropper can separately
process the multi-stream signals. Note that this is a worst-
case scenario for the proposed scheme. Hence in the multi-
user downlink channel, the sum secrecy rate (SSR) of the
FDA-DM system is

SR=
K∑
k=1

log2
(
1+SINRu,k

)
−max

k
log2

(
1+SANRe,k

)
(16)
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To make full use of the transmission power, the beamform-
ing vectors are based on the MRT, i.e., ωk = 1

√
N
au,k , which

are also widely used in other DM-based transmitters [7],
[8], [26]. By doing so, we can focus on the optimization
problem with respect only to the FOs of the FDA. We leave
the problem of joint optimizing ωk and f as an open problem
for the future studies. The expression of sum secrecy rate can
be used as an optimization criterion for determining f , i.e., to
find the optimal FOs f ∗ that maximizes Eq.(16). However,
this criterion still remains challenging as the target variables
are coupled in the multiple components of the objective func-
tion. Moreover, all these components are non-convex w.r.t. f .
To avoid establishing an unsolvable problem, we introduce
the measurement called leakage [27] to our FDA-DM sys-
tem. The definition of leakage of the kth user is the power
leaked from this user to all other users and the eaves-
droppers known in advance, which can be mathematically
expressed as

Lk = α2kPs
K∑
n=1
n6=k

∣∣hu,n∣∣2 ∣∣∣a†u,nωk ∣∣∣2

+α2kPs
En∑
n=1

∣∣he,n∣∣2 ∣∣∣a†e,nωk ∣∣∣2 (17)

Using this concept, we can formulate an optimization prob-
lem which deals with the leakage power instead of dealing
with the hard-to-solved secrecy rate maximization problem.
Specifically, we would like to select the transmitting frequen-
cies f to minimize the total leakage of all the users, so the
optimization problem is given as

min
f

K∑
k=1

Lk

s.t. 0 ≤ fl − fc ≤ 1F, l ∈ {1, . . . ,N }. (18)

where 1F is the maximum allowable FO. The physical
meaning of the above problem is to reduce the signal energy
of MAI and intercepted by the eavesdroppers as much as
possible, so that the transmitter can increase the sum capacity
of the legitimate users while reducing the eavesdroppers’
achievable rate, and ultimately improve the security perfor-
mance of the system.

B. ALGORITHM DESCRIPTION
We focus on solving the leakage minimization problem (18)
in this subsection. The objective function of this problem is
still non-convex, so it can not be solved by ordinary convex
optimization methods. We deal with the objective function,
which can be equivalently transformed as
K∑
k=1

Lk ⇔
K∑
k=1

K∑
n=1
n6=k

α2k

∣∣hu,n∣∣2 ∣∣∣a†u,nau,k ∣∣∣2

+

K∑
k=1

En∑
n=1

α2k

∣∣he,n∣∣2 ∣∣∣a†e,nau,k ∣∣∣2 (19)

which consists of the inner products of the baseband steering
vectors of the legitimate users and the known eavesdroppers.
According to Eq.(6), the inner product of a (R1, θ1, 0) and
a (R2, θ2, τ ) is given by

a† (R1, θ1, 0) a (R2, θ2, τ )

=

N∑
l=1

e
j2π

(
fc

(l−1)d(cos θ1−cos θ2)
c +1fl

(
R2−R1

c −τ
))

(20)

Denoting ϕl =
(l−1)d(cos θ1−cos θ2)

c +
R2−R1

c − τ , and
utilizing 1fl � fc, the following equivalent transformations
can be established

a† (R1, θ1, 0) a (R2, θ2, τ )

≈

N∑
l=1

e
j2π

(
fl
(l−1)d(cos θ1−cos θ2)

c +1fl
(
R2−R1

c −τ
))

∝

N∑
l=1

e
j2π

(
fl
(l−1)d(cos θ1−cos θ2)

c +fl
(
R2−R1

c −τ
))

=

N∑
l=1

ej2π flϕl (21)

Based on these transformations, we have∣∣∣a† (R1, θ1, 0) a (R2, θ2, τ )∣∣∣2
⇔

N∑
l1=1

N∑
l2=1

ej2π
(
fl1ϕl1−fl2ϕl2

)

= N + 2
N∑

l1=1

N∑
l2=l1+1

cos 2π
(
fl1ϕl1 − fl2ϕl2

)
⇔

N∑
l1=1

N∑
l2=1
l2 6=l1

cos 2π
(
fl1ϕl1 − fl2ϕl2

)
(22)

Consequently, the objective function of (18) can be equiv-
alently transformed to
K∑
k=1

Lk ⇔
K∑
k=1

∑
n∈SUE

α2k |hn|
2
∣∣∣a†nau,k ∣∣∣2 ⇔ g(f )

,
K∑
k=1

∑
n∈SUE

{
α2k |hn|

2

×

N∑
l1=1

N∑
l2=l1+1

cos 2π
(
fl1ϕkn,l1 − fl2ϕkn,l2

) }
(23)

where SUE represents the set of the subscripts for all
legitimate users and known eavesdroppers, i.e., SUE ,
{(u, 1), . . . , (u,K ), (e, 1), . . . , (e,En)}. Moreover, we define
the notations ϕkn,l as

ϕkn,l,
(l−1)d

(
cos θu,k−cos θn

)
c

+
Rn − Ru,k

c
− τn (24)

With the transformed objective function in Eq.(23),
the optimization program (18) can be iteratively solved by the
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block successive upper-bound minimization (BSUM) algo-
rithm [28]. This algorithm has also been used to solve similar
optimization problems w.r.t. the FDA’s FOs in [9], [13], [14].
However, all of them were based on the FDA’s RF model,
so the time-modulated beamforming weights had to be used.
Moreover, there were errors in the upper bound functions and
the stop conditions in these references. Therefore, this paper
re-derives the BSUM algorithm for optimizing the FOs of the
FDA.

According to the principle of BSUM, the algorithm begins
from a feasible point f 0. At each iteration, only one block
is optimized, while other blocks are fixed. Based on that,
we optimize fm in the r th iteration by solving the following
sub-problem

min
fm

gr
(
fm; f r−1−m

)
s.t. 0 ≤ fm − fc ≤ 1F . (25)

where f r−1−m ∈ RN−1 is the FO vector formed by removing
themth element from f , andm is the remainder of r÷N . The
objective function of the problem (25) is

gr
(
fm; f r−1−m

)
,

K∑
k=1

∑
n∈SUE

α2k |hn|2
N∑
l=1
l 6=m

cos 2π
(
fmϕkn,m − flϕkn,l

)
(26)

and it can be approximated by a quadratic function, denoted
as

ur
(
fm; f r−1

)
=

K∑
k=1

∑
n∈SUE

α2k |hn|2
N∑
l=1
l 6=m

ũkn,l
(
fm; f

r−1
l

)
(27)

where ũkn,l
(
fm; f

r−1
l

)
is the quadratic approximation func-

tion of g̃kn,l
(
fm; f

r−1
l

)
, cos 2π

(
fmϕkn,m − f

r−1
l ϕkn,l

)
, and

its expression is

ũkn,l
(
fm; f

r−1
l

)
= ãkn,l

(
fm − c̃kn,l

)2
+ b̃kn,l (28)

Then, in the r th iteration, the problem (25) can be replaced
by

min
fm

ur
(
fm; f r−1

)
s.t. 0 ≤ fm − fc ≤ 1F . (29)

which has an unique global optimal solution given as

f rm =



K∑
k=1

∑
n∈SUE

N∑
l2=1
l2 6=m

ãkn,l c̃kn,l

K∑
k=1

∑
n∈SUE

N∑
l2=1
l2 6=m

ãkn,l



fc+1F

fc

(30)

At last, the final step of the r th iteration is to let
f rs = f r−1s ,∀s 6= m. Repeat the above steps to optimize each
variable in turn until the convergence condition is satisfied.

The prerequisite for the convergence of BSUM is that
the quadratic approximation function in Eq.(27) needs to be
carefully designed to satisfy certain conditions. According to
the convergence description of BSUM, ur

(
fm; f r−1

)
not only

needs to be a quadratic function, but also to be a tight upper
bound function of gr

(
fm; f r−1−m

)
. This is equivalent to that

for all k ,n and l, ũkn,l
(
fm; f

r−1
l

)
constitutes a tight quadratic

upper bound function of g̃kn,l
(
fm; f

r−1
l

)
at fm = f r−1m , which

can be mathematically described as
ũkn,l

(
f r−1m ; f r−1l

)
= g̃kn,l

(
f r−1m ; f r−1l

)
,

ũkn,l
(
fm; f

r−1
l

)
≥ g̃kn,l

(
fm; f

r−1
l

)
,

ũ′kn,l
(
f r−1m ; f r−1l

)
= g̃′kn,l

(
f r−1m ; f r−1l

)
.

(31)

Besides, the geometric relationship between
ũkn,l

(
fm; f

r−1
l

)
and g̃kn,l

(
fm; f

r−1
l

)
is illustrated in Fig.19,

which is given in Appendix A. It can be seen that the distance
between c̃kn,l and f r−1m should be smaller than a quarter period
of the original cosine function. Therefore, in order to get the
correct coefficients, we also require that∣∣∣c̃kn,l − f r−1m

∣∣∣ < 1

2
∣∣ϕkn,m∣∣ (32)

By jointly solving the inequalities (31) and (32), the coeffi-
cients of the quadratic upper bound function ũkn,l

(
fm; f

r−1
l

)
can be obtained. That is, when g̃′kn,l

(
f r−1m ; f r−1l

)
= 0,

we have
ãkn,l =

(
1− b̃kn,l

)
π2ϕkn,m,

b̃kn,l = cos 2π
(
f r−1m ϕkn,m − f

r−1
l ϕkn,l

)
,

c̃kn,l = f r−1m .

(33)

When g̃′kn,l
(
f r−1m ; f r−1l

)
6= 0,

ãkn,l =
−πϕkn,m sin 2π

(
f r−1m ϕkn,m − f

r−1
l ϕkn,l

)
f r−1m − c̃kn,l

,

b̃kn,l = cos 2π
(
f r−1m ϕkn,m − f

r−1
l ϕkn,l

)
− ãkn,l

(
f r−1m − c̃kn,l

)2
,

c̃kn,l=



∣∣∣2f r−1m ϕkn,m − 2f r−1l ϕkn,l

∣∣∣
2ϕkn,m

+
f r−1l ϕkn,l

ϕkn,m
,

if sgn
{
ϕkn,m

}
g̃′kn,l

(
f r−1m ; f r−1l

)
>0;[

2f r−1m ϕkn,m − 2f r−1l ϕkn,l

]
2ϕkn,m

+
f r−1l ϕkn,l

ϕkn,m
,

if sgn
{
ϕkn,m

}
g̃′kn,l

(
f r−1m ; f r−1l

)
<0.

(34)
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FIGURE 6. Simplified downlink multi-user wiretap channel.

The derivation of the above coefficients is given in
Appendix A, while the strict proof that ũkn,l

(
fm; f

r−1
l

)
con-

stitutes a tight upper bound function of g̃kn,l
(
fm; f

r−1
l

)
is

given in Appendix B. We would like to remind our readers to
pay attention to the difference between Eq.(34) and Eq.(25)
given in [9], which did not consider the case of ϕkn,m < 0.
Similar mistakes also occurred in [13] and [14].

In Algorithm 1, the optimization algorithm w.r.t. the FDA’s
FOs is summarized. According to [28], the algorithm must
converge to a stationary solution of (18). We should mention
that as Eq.(30) is independent from b̃kn,l , so the computa-
tional complexity can be reduced. Moreover, closed-form
solutions can be obtained at each iteration, thus the algorithm
can be efficiently performed.

Algorithm 1 Iterative BSUM Algorithm for Leakage Mini-
mization Problem (18)

1: Initialization: Find a feasible point f 0 and set r = 0.
A small positive ε is chosen as the stopping criterion;

2: Calculate ϕkn,l according to Eq.(24) and save them;
3: Repeat
4: r = r + 1, m = (r mod N )+ 1;
5: Determine ãkn,l and c̃kn,l by (33) and (34);
6: Calculate f rm according to (30);
7: f rs = f r−1s , ∀ s 6= m;
8: Until r > N and ‖f r − f r−N‖ ≤ ε;
9: Output: the final optimal f ? = f r .

Remark 1: Although FDA-DM cannot provide absolute
security in the range dimension, it still has some advantages
over PA-DM. When FDA-DM is used, to obtain perfect
eavesdropping, an eavesdropper needs to meet these require-
ments: 1) it is in the desired direction; 2) it needs to know all
the sub-frequencies exactly; 3) it needs to be properly syn-
chronized. In contrast, for PA-DM, eavesdroppers only need
to meet the first condition to achieve perfect eavesdropping.
Therefore, FDA-DM significantly increases the difficulty of
eavesdropping in the legal direction, especially considering
that AN is also superimposed on the useful signal.

V. NUMERICAL EXAMPLES
In this section, a simplified multi-user downlink model as
illustrated in Fig.6 is adopted to demonstrate the security
performance of the proposed MU-FDA-DM scheme, where

FIGURE 7. The converging behavior of BSUM.

the default parameters are set as follows. We consider line-
of-sight (LOS) channels between the transmitter and all the
receivers operating at fc = 10GHz. There are two legitimate
users (UE1,UE2) in the same direction, whose locations are
(5km, 60◦) and (10km, 60◦) respectively. The locations of all
the legitimate users are already known by the transmitter.
Meanwhile, there exists at least one eavesdropper. The trans-
mitter is equipped with an N -element array, where N = 16.
The array spacing is always set as half of the minimumwave-
length, i.e., d = c

2(fc+1F)
, where the maximum allowable

frequency offset 1F is 1MHz. We define the efficiency of
the transmission power as

PE =
K∑
k=1

α2k × 100% (35)

which represents the power ratio between the useful signal
and the transmitted signal, and its default value is 80%. The
total transmit power is set as 1 Watt, while αk is the same for
any k . The receive noise power is assumed to be−86dBm for
all the users and eavesdroppers. The path fading coefficients
hn are determined by the free space path loss formula of radio
wave propagation [9], i.e.,

hn[dB] = −32.5− 20 lg fc − 20 lgRn (36)

where the transmit frequency fc is in megahertz (MHz), and
the range Rn is in kilometer (km).
First of all, the converging behavior of Algorithm 1 is illus-

trated with 20 curves in Fig.7, where each curve starts from
a randomly selected initial f 0. In this simulation, there are
two eavesdroppers located at (7.5km, 60◦) and (10km, 62◦)
respectively, and their locations are known by the transmitter.
The ZPTs of the two eavesdroppers are both 0, which means
they are fully-synchronized. It can be seen that the value of
g (f r ) decreases monotonically as r increases, and the BSUM
algorithm converges in about 400 iterations.

In Fig.8, the 2-dimensional simulation results of the rela-
tionship between the achievable rate of a fully-synchronized
receiver and its location in the MU-FDA-DM downlink chan-
nel are illustrated. Fig8-(a) and (b) respectively correspond to
the situation where the eavesdroppers’ CSI is unknown (i.e.,
En = 0) and known (i.e., En = 2), while other simulation
conditions are the same as in Fig.7. In this two sub-figures,
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FIGURE 8. Achievable rate distribution versus the receiver’s location.

the highest peaks of the surface correspond to the locations of
two legitimate users. When the receiver is in other undesired
positions, the achievable rate is reduced, which guarantees
the effectiveness of the proposed scheme. Moreover, when
the transmitter has a priori information of the eavesdroppers,
the achievable rates at the eavesdroppers’ locations can be
further depressed via Algorithm 1.

To better demonstate the necessity of optimizing the FDA’s
FOs, we show how the FOs affects the security performance
of the FDA-DM system through a series of experiments,
which are illustrated from Fig.9 to Fig.16. In these experi-
ments, the SSR curves of FDA-DM scheme equipped with
other widely-used FOs are given as benchmarks, including
linear frequency offsets (LFOs) [19], i.e., 1fl = (l − 1)1f ,
logarithmically increasing frequency offsets (LogFOs) [18],
i.e.,1fl = 1f · loga l where a is 2 in our simulations, random
frequency offsets (RFOs) [8], i.e., 1fl = ζl1F where ζl is a
random variable obeying U (0, 1), and PA, i.e., 1fl = 0.

We first consider the case where there is only one unknown
eavesdropper and illustrate how its location affects the SSR.
In Fig.9, the relationship between SSR and Re is given.
In this experiment, the SSR provided by PA-DM is always 0,
so it is not drawn. It can be seen that only when θe =
60◦, the SSR curve of our proposed scheme has two obvi-
ous depressions at the locations of the legal users. This
first shows that perfect eavesdropping can only be achieved
when the eavesdropper is in the desired direction. Second,
it shows that if the eavesdroppers are fully synchronized,
the FDA-DM scheme can achieve point-to-point secure
communication.

On the other hand, when the eavesdropper is not fully
synchronized with the transmitter, it is possible to eavesdrop
on more information. From Fig.10 where θe = 60◦, we can
see that the location of the depression changes according to
τe, as the distance between the first two depressions is approx-
imately 1km ≈ 3.3us× c. This shows that the eavesdroppers
in the legal direction can perfectly eavesdrop on a legal user
through proper synchronization, so the basebandmodel of the
FDA does not violate physical laws. The SSR curve when the
eavesdropper is properly synchronized with UE1 is also given
in Fig.10. In this circumstance, the SSR is only provided by
the UE2’s achievable rate, thus it is lower than the other two
cases.

FIGURE 9. The SSR comparison for FDA-DM with different FOs versus Re.

FIGURE 10. The SSR comparison for the proposed FDA-DM scheme versus
Re with different kinds of eavesdroppers, where θe = 60◦.

We can also see from Fig.9 that when the eavesdropper
arrives at the location of a legitimate user, the proposed
FDA-DM scheme can obtain the highest SSR. In this sce-
nario, the SSR is equal to the achievable rate of another
user, which means the MAI has been effectively suppressed
through optimizing the FDA’s FOs. Moreover, the proposed
scheme provides the highest SSR except for a few places.
In rare cases, the SSR of our scheme is slightly lower than
LFO-FDA-DM. However, the SSR curve of LFO-FDA-DM
generates multiple depressions at undesired distances, which
means that LFO-FDA-DM suffers a severe information leak.
Remark 2: To briefly explain the limitation of LFOs,

the achievable rate distribution of the LFO-FDA-DM scheme
is given in Fig.11, where the simulation conditions are the
same as Fig.8. The main lobe is S-shaped, which means
that fully synchronized eavesdroppers at these locations can
achieve perfect eavesdropping. This phenomenon is known as
range-angle coupling/ambiguity [29], [30]. The much more
serious problem is that since the peaks appear in all directions,
an eavesdropper anywhere in the space can achieve perfect
eavesdropping through proper synchronization. Therefore,
LFO-FDA is not suitable for secure communications.
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FIGURE 11. The achievable rate distribution of LFO-FDA-DM.

FIGURE 12. The SSR comparison for FDA-DM with different FOs versus θe.

The relationship between SSR and θe is illustrated
in Fig.12, where the eavesdropper is fully synchronized.
Compared with PA-DM, FDA-DM can effectively increase
the SSR in the multi-user network. Except for LFOs, the SSR
curves of other FDA-DM transmitters are only recessed in
the desired direction. In some directions, RFO-FDA-DM can
provide higher SSR than the proposed scheme. But due to the
randomness of RFOs, its performance is not stable.Moreover,
the proposed scheme can still provide the highest SSR inmost
directions. Besides, Fig.13 shows that the security provided
by FDA-DM in angle dimension is not affected by the ZPT of
the eavesdropper, as even an eavesdropper which is properly
synchronized with UE1 can achieve perfect eavesdropping
only when θe = 60◦.
In the following two experiments, the influence of the

FDA-DM transmitter’s parameters on SSR is simulated,
where two fully synchronized eavesdroppers are located at
(7.5km, 60◦) and (10km, 62◦) while the transmitter does
not know the existence of them. In Fig.14, the relationship
between SSR and the number of transmitting antennas N is
given. For an FDA-DM transmitter with fixed FOs, increasing
the number of transmitting antennas may not necessarily lead

FIGURE 13. The SSR comparison for the proposed FDA-DM scheme versus
θe with different kinds of eavesdroppers, where Re = 10km.

FIGURE 14. The SSR comparison for FDA-DM with different FOs versus N .

to improved performance, and may even cause severe perfor-
mance deterioration. However, the FDA-DM scheme based
on FO optimization canmake full use of the increased degrees
of freedom provided by the array so monotonical increasing
SSR is obtained. In Fig.15, the relationship between SSR and
PE is given. We need to point out that when the simulation
conditions change, the SSR curve of our proposed scheme
will also change, instead of monotonically decreasing as
PE decreases as shown in the figure. This is because for a
lower PE, the eavesdropper will receive more AN, and its
achievable rate is also reduced. So the SSR may still be
improved, as shown by LFO-FDA-DM and LogFO-FDA-
DM. However, unsurprisingly, PA-DM provides zero SSR
in these two simulations, and FDA-DM with optimized FOs
provides higher SSR than that with other FOs. These two
experiments fully verify the effectiveness and necessity of
optimizing the FDA’s FOs.

When the number of eavesdroppers increases, the
FDA-DM with optimized FOs also outperforms other
benchmarks. The SSR of the FDA-DM versus E is given
in Fig.16. We select 32 randomly-located fully-synchronized
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FIGURE 15. The SSR comparison for FDA-DM with different FOs versus PE.

FIGURE 16. The SSR comparison for FDA-DM with different FOs versus
the number of eavesdroppers E .

eavesdroppers, whose locations are not known by the trans-
mitter. With the increase of E , the SSR curves of PA-DM
and FDA-DM based on fixed FOs decrease rapidly, while the
SSR of the proposed scheme decreases significantly slower.
In addition, as with the other simulation results, the proposed
scheme achieves the best security performance among all
these schemes. This shows that optimizing FOs through
Algorithm 1 makes FDA-DM more resistant to unknown
eavesdroppers.

To compare the proposed FDA-DM scheme with
beamforming, the beamforming scheme based on the signal-
to-leakage-noise-ratio (SLNR) maximization criterion pro-
posed in [24] is selected as the benchmark, which is proved
to be effective in MU-MIMO downlink channels and has
been widely used in many studies [31], [32]. When the
eavesdropper’s CSI is known, the beamforming method
can also effectively reduce the eavesdropper’s achievable
rate [33]. However, when the CSI of the eavesdroppers is
not known, FDA-DM can obtain better secure performance
than beamforming. In Fig.17, the SSR comparison between
the proposed FDA-DM and beamforming based on SLNR

FIGURE 17. The SSR comparison between FDA-DM and beamforming
versus the number of eavesdroppers E .

FIGURE 18. The SSR comparison between FDA-DM and beamforming
versus the second eavesdropper’s location, where θe,2 = 60◦ in (a), and
Re,2 = 5km in (b).

maximization versus E is given, where we select 64 unex-
posed randomly-located fully-synchronized eavesdroppers.
Although the beamforming method obtains a slightly higher
SSR when E is small, the security performance provided by
the proposed FDA-DM scheme surpasses the beamforming
method very quickly with the growth of E .
To better demonstrate the advantage of the proposed

FDA-DM scheme over beamforming, another two numerical
examples are given in Fig.18. In these two simulations, there
are two unexposed fully-synchronized eavesdroppers. The
location of the first eavesdropper is fixed at (7.5km, 60◦),
while the relationship between SSR and the second eaves-
dropper’s location is studied. Obviously, the proposed FDA-
DM scheme provides higher SSR than the beamforming
schemes in most cases. Fig.17 and Fig.18 illustrate that the
proposed FDA-DM scheme outperforms the beamforming
scheme based on maximizing SLNR. It should be noted that
the SSR curves of the beamforming method based on PA and
LFO-FDA are not given in Fig.18 due to their limitations in
secure communications.

VI. CONCLUSION
In this paper, a novel FDA-DM scheme for multi-user down-
link wiretap channels was proposed, where independent data
streams were sent to different users. We developed this
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FIGURE 19. The geometric relationship between u(f ; f2) and g(f ; f2).

scheme based on the baseband model of the FDA, which
solved the troubles brought by the time-varying nature of
the FDA and provided a new direction for future researches.
Based on the newmodel, the concept of LDMAwas proposed
preliminarily. LDMA can providemuch higher system capac-
ity when multiple users are in the same or proximal locations,
without the need of time division, frequency division, or
code division. In the FDA-DM scheme, based on the leakage
minimization criterion, the carrier frequencies of the FDA
were optimized through the BSUM algorithm, which gave
a closed-form solution in each iteration thus could be effec-
tively performed. Numerical results demonstrated that our
proposed scheme could provide higher SSR than other DM
schemes. Moreover, it showed better resistance to unknown
eavesdroppers than the beamforming method based on the
SLNR maximization criterion.

APPENDIX A
In Appendix A and B, we will derive the coefficients of
the quadratic upper bound of the cosine function based on
the inequalities (31) and (32). First of all, we drop the
superscripts and the subscripts for notation simplicity and
rewrite (31) and (32) as

u (f1; f2) = g (f1; f2) ,
u (f ; f2) ≥ g (f ; f2) ,
u′ (f1; f2) = g′ (f1; f2) ,

|c− f1| ≤
1

2 |ϕ1|
.

(37)

where f corresponds to fm, f1 to f r−1m , f2 to f
r−1
l , ϕ1 to ϕkn,m,

ϕ2 to ϕkn,l , and1

g (f , f2) = cos 2π (f ϕ1 − f2ϕ2) (38)

u (f , f2) = a(f − c)2 + b (39)

Based on the first and the third equalities of (37), we can
get

−2πϕ1 sin 2π (f1ϕ1 − f2ϕ2) = 2a (f1 − c) (40)

b = cos 2π (f1ϕ1 − f2ϕ2)− a (f1 − c)2 (41)

The following discussion needs to be divided into two
cases. The first case is when f1−c 6= 0, Eq.(40) can be revised

1These symbols are dedicated in the appendices, as they have different
meanings in the main text.

as

a =
−πϕ1 sin 2π (f1ϕ1 − f2ϕ2)

f1 − c
(42)

Therefore, we only need to determine c in this case.
To get the expression of c, the geometric relationship between
u(f ; f2) and g(f ; f2) is illustrated in Fig.19. In this figure, n is
an integer, which should satisfy the following inequalities

0 ≤ f1 −
f2ϕ2
ϕ1
−

n
2 |ϕ1|

≤
1

2 |ϕ1|
, if g′(f1; f2) > 0;

0 ≤
n

2 |ϕ1|
+
f2ϕ2
ϕ1
− f1 ≤

1
2 |ϕ1|

, if g′(f1; f2) < 0.
(43)

Therefore, the expression of n can be derived as

n =

{
b2f1 |ϕ1| − 2 sgn {ϕ1} f2ϕ2c, if g′(f1; f2) > 0;
d2f1 |ϕ1| − 2 sgn {ϕ1} f2ϕ2e, if g′(f1; f2) < 0.

(44)

Utilizing d−ae = −bac, (44) is equivalent to

n =


sgn {ϕ1} b2f1ϕ1 − 2f2ϕ2c,

if sgn {ϕ1} · g′ (f1; f2) > 0;
sgn {ϕ1} d2f1ϕ1 − 2f2ϕ2e,

if sgn {ϕ1} · g′ (f1; f2) < 0.

(45)

Consequently, utilizing |a| = sgn{a} · a, the expression of
c in this case is given as

c =
n

2 |ϕ1|
+
f2ϕ2
ϕ1

=



b2f1ϕ1 − 2f2ϕ2c
2ϕ1

+
f2ϕ2
ϕ1

,

if sgn {ϕ1} · g′ (f1; f2) > 0;
[2f1ϕ1 − 2f2ϕ2]

2ϕ1
+
f2ϕ2
ϕ1

,

if sgn {ϕ1} · g′ (f1; f2) < 0.

(46)

In another case when f1 − c = 0, it is easy to verify that
g′(f1; f2) = 0 and b = cos 2π (f1ϕ1 − f2ϕ2) ∈ {−1, 1}.
If b = 1, u(f ; f2) = 1 is a solution for the inequalities (37).
Otherwise, in order for u(f ; f2) to form the upper bound of
g(f ; f2), the second derivative of u(f ; f2) should be no less
than that of g(f ; f2) at f = f1, i.e., u(f ; f2) ≥ g(f ; f2).
Therefore, the following inequality holds

2a ≥ −4π2ϕ21 cos 2π (f1ϕ1 − f2ϕ2) = 4π2ϕ21 (47)

By taking the equal sign of the above inequality, a feasi-
ble solution of a is derived. Therefore, in the second case,
we have a = (1− b)π2ϕ21 .
In summary, the coefficients of u(f ; f2) are:
1) When g′(f1; f2) = 0,

a = (1− b)π2ϕ21
b = cos 2π (f1ϕ1 − f2ϕ2)
c = f1

(48)
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2) When g′(f1; f2) 6= 0,

a =
−πϕ1 sin 2π (f1ϕ1 − f2ϕ2)

f1 − c
b = cos 2π (f1ϕ1 − f2ϕ2)− a (f1 − c)2

c =



b2f1ϕ1 − 2f2ϕ2c
2ϕ1

+
f2ϕ2
ϕ1

,

if sgn {ϕ1} · g′ (f1; f2) > 0;
[2f1ϕ1 − 2f2ϕ2]

2ϕ1
+
f2ϕ2
ϕ1

,

if sgn {ϕ1} · g′ (f1; f2) < 0.

(49)

APPENDIX B
In this appendix, we will strictly prove that u(f ; f2) derived
from the geometric relationship forms a upper bound of
g(f ; f2). The proof is divided into the following cases:

1) When u(f1; f2) = 1, it is obvious that
u(f ; f2) = 1 ≥ g(f ; f2);
2) When u(f1; f2) = −1, g′′(f1; f2) ≥ g′′(f ; f2), ∀ f . More-

over, as g′′(f1; f2) = u′′(f1; f2), u′′(f ; f2) ≥ g′′(f ; f2), ∀ f > f1.
Then, u′(f ; f2) ≥ g′(f ; f2), ∀ f > f1 because u′(f1; f2) =
g′(f1; f2). Therefore, u(f ; f2) ≥ g(f ; f2), ∀ f > f1
because u(f1; f2) = g(f1; f2). Similarly, we can prove that
u(f ; f2) ≥ g(f ; f2), ∀ f < f1.
3) For other cases, without loss of generality, we con-

sider the situation when ϕ1 > 0 and g′(f1; f2) > 0. First,
it can be seen from Fig.19 that we only need to prove that
u(f ; f2) ≥ g(f ; f2) in the interval

(
c− 1

2|ϕ1|
, c+ 1

2|ϕ1|

)
. This

proposition can proved by the following steps:
Condition 1: u′ (f ; f2) = 2−πϕ1 sin 2π(f1ϕ1−f2ϕ2)

f1−c
(f − c)

is a linear funtion of f , and u′(c; f2) = g′(c; f2) = 0,
u′(f1; f2) = g′(f1; f2).
Condition 2: In the interval

(
c, c+ 1

2ϕ1

)
,

g′ (f ; f2) = −πϕ1 sin 2π (f ϕ1 − f2ϕ2) > 0 is concave.
⇒ Therefore, ∀f1 ∈

(
c, c+ 1

2ϕ1

)
, u′(f ; f2) < g′(f ; f2)

when f ∈ (c, f1), and u′(f ; f2) > g′(f ; f2) when
f ∈

(
f1, c+ 1

2ϕ1

)
.

Condition 3: u(f1; f2) = g(f1; f2).
Condition 4: Both u(f ; f2) and g(f ; f2) are monotonically

increasing in the interval
(
c, c+ 1

2ϕ1

)
.

⇒ Therefore, u(f ; f2) ≥ g(f ; f2) when f ∈
(
c, c+ 1

2ϕ1

)
.

The equality holds only when f = f1.
Condition 5: u(f ; f2) and g(f ; f2) are evenly symmetric

about f = c.
⇒ u(f ; f2) ≥ g(f ; f2) also holds when f ∈

(
c− 1

2ϕ1
, c
)
.

⇒When f ∈
(
c− 1

2ϕ1
, c+ 1

2ϕ1

)
, u(f ; f2) ≥ g(f ; f2).

Similar proof can be applied to the situations when
ϕ1 < 0 or g′(f1; f2) < 0. Therefore, we have completed the
proof.
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