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ABSTRACT Many Automatic Identification (Auto–ID) technologies such as bar codes, magnetic stripes,
Optical Character Recognition (OCR) and Electronic Article Surveillance (EAS) security tags are in
existence. However, they are limited by a variety of constraints on them such as limited object rate of
scan, need for Line-of-Sight (LOS) operation, very small interrogation range and poor accuracy in complex
environments. Research has accordingly grown rapidly in recent years into the development of robust
identification or tracking mechanisms. Radio Frequency Identification (RFID) technology using readers and
RFID tags, whether passive, semi-passive or active in nature, has been deemed to be a promising candidate.
Silicon based IC tags are quite popular. However, some alternative RFID technologies have also been on
the rise. In particular, another special type of tag based on Surface Acoustic Wave (SAW) design also has a
great potential for deployment in future identification fields due to its ruggedness against harsh conditions,
metallic environments, interference, small and low cost and is being thoroughly reviewed, which is ignored
in other survey papers. While other chipless RFID systems based on conductive ink, ink-tattoo and others do
exist, negative aspects such as inability to survive in extreme weather, larger tag size and limited data storage
capacity have severely impacted the penetration of such tags in the RFID market. Therefore, the scope of
this survey article does not include chipless RFID tags. This article instead provides a comparative survey of
silicon based IC and SAW based tags, which has attracted much attention from both academia and industry.
The underlying characteristics, principles, advantages, and limitations of such tags are thoroughly discussed,
and relevant research work followed by frequency of operation and other parameters are elaborated. This
article undertakes a thorough investigation into the evolution of RFID technology and comparison into the
current trend in silicon based IC and SAW based RFID tags and provides a comparison across many metrics,
such as read range, tag size, tag power, availability of tag power, lifespan and more importantly, cost and
security. It discusses active and passive tags under silicon based IC and SAW technology. Finally, the article
reviews recent advances and provides potentials, open challenges and future research directions in such RFID
tags.

INDEX TERMS RFID tracking/identification, surface acoustic wave (SAW), interdigital transducer (IDT),
silicon based integrated circuit (IC) RFID tags, near field, far field communication.

I. INTRODUCTION
The last half of the 19th century i.e. the pre 1940’s saw many
advances in our understanding of electromagnetic energy.

The associate editor coordinating the review of this manuscript and

approving it for publication was Zhihan Lv .

By the turn of that century, the works of Faraday, Maxwell,
Hertz and other scientists had yielded a set of laws describing
their nature. Beginning in 1896, Marconi, Watson and many
others had sought to apply these laws in radio communication
theory and radar too. The work done in this period form
the building blocks upon which many technologies based
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on radio have been built, including RFID [1]. In the year
1945, during the time before RFID had come into exis-
tence, a famous Russian and Soviet inventor named Leon
Theremin had invented a listening device for the use in Soviet
Union which relied on the operating principle as follows.
The device, upon excited or activated by Radio Frequency
(RF) waves by an external source such as a radio transmitter,
retransmitted the RF signal with an additional audio infor-
mation that can be used by the listeners on the receiver side.
The device typically consists of a diaphragm which vibrates
due to the beat of sound waves that altered the shape of this
diaphragm. This in turn modulated the incident RF signal
response. Although this device was more of a covert listening
device rather than an identification based tag, it was consid-
ered to be a predecessor of RFID technology as it was passive
in nature indicating that it gets energized and activated by
such incident RF waves that come from an external radio
source [2].

Another research work that explored RFID past the year
1945 was on the basis of the work by Harry Stockman in
paper [3] during the year 1948 who stated that ‘‘considerable
research and development has to be carried out before the
fundamental problems in the reflected power from such RFID
tag devices are completely resolved, and before the field of
potential applications or use cases is explored’’. Similar to
covert listening device was another technology called the
Identification Friend or Foe (IFF) transponder was introduced
by Watson–Watt during the 1950’s and was regularly utilized
by several allies and in Germany during World War II to
identify potential aircrafts either as a friend or foe [4].

The early and late 1960’s were a prelude to RFID explo-
sion and that would come later in 1970’s. R.F. Harrington
conducted a great deal of research in the field of electromag-
netic theory as it directly applied to RFID as described in
‘‘Fieldmeasurements using active scatterers’’ and ‘‘Theory of
loaded scatterers’’. RFID inventors and inventions also began
to emerge. Some examples include Robert Richardson’s
‘‘Remotely activated radio frequency powered devices’’, Otto
Rittenback’s ‘‘Communication by Radar beams’’, J.H. Vogel-
man’s ‘‘Passive data transmission techniques utilizing radar
beams’’ and J.P. Vinding’s ‘‘Interrogator–Responder Identi-
fication Systems’’. Some commercial activities began in the
late 1960’s too. Sensormatic and checkpoint were founded
to develop Electronic Article Surveillance (EAS) equipment
for anti– theft and security applications (for example, anti–
theft gates placed at the doors of department stores). Their
systems were simple 1-bit systems, meaning they could only
detect the presence of RFID tags rather than identify and
range with them. Much later, EAS technology became the
first widespread commercial use of RFID.

In 1969, the plan showed potential uses of RFID tags in
transportation (automobile vehicle identification, automated
toll system, electronic license plate, electronic manifestation
and vehicular routing) and banking (electronic credit card)
and medical (patient history) [5]. It had also found numerous
use cases in banking sectors such as electronic checkbook,

electronic credit card, for security such as personnel iden-
tification and for medical applications such as identifying
patients with memory loss in order to keep track of patient
history.

The 1970’s witnessed a great deal of growth in the RFID
technology. Companies, academic institutions, and govern-
ment laboratories became increasingly involved in RFID.
Notable advances were made in research. The initial device
was passive that was powered by an interrogator signal trans-
mitted from a proximity reader was demonstrated in 1971 to
the New York port authority and to other potential users. The
device consisted of a transponder with a 16 bit memory and
found application in road tolls. The patent covers the use of
Radio Frequency (RF), sound and light as the fundamental
carriers for the information. As a result, for the given config-
uration, the device had proved to be useful for the purpose
of identification because many number of tags, as large as
216 was thought possible and could be used as a unique
identifier for several items or pallets and humans too. During
the year 1973, a famous American inventor Mario Cardullo
patented in the same year on January 23 and was considered
the first patented document and a true ancestor of the modern
RFID. The patent design was a passive radio transponder that
contained memory.

In 1975, Los Alamos Scientific laboratory released a
great deal of RFID research to the public in a paper titled
‘‘Short- -range radio telemetry for electronic identification
using modulated backscatter’’, written by Alfred Koelle,
Steven Depp, and Robert Freyman. An early demonstration
of reflected power (electromagnetic backscatter) from RFID
tags for both passive (which depends on external energy)
and semi passive was performed at Los Alamos National
Laboratory that operated at 915 MHz with a 12 bit mem-
ory [6]. This technique of identification through Electromag-
netic (EM) backscatter is used by the majority of today’s
UHF and microwave RFID tags. Numerous small companies
that focused on RFID technology began to emerge during
the late 1970’s. By the end of the decade, much of research
in RF electronics which are mostly applied to RFID, were
complete and the research and development necessary in
Information Technology (IT), crucial to the development of
RFID host (PC’s, laptops), networks and interrogators had
also begun, as is provided in the evidence by the early periods
of PC and also the ARPANET, the predecessor to the Internet
revolution.

The 1980’s brought about the first widespread commercial
RFID systems for livestock management, keyless entry and
personnel access systems. The world’s first toll application
was implemented in Norway in 1987, followed by Dallas
in 1989. The Port Authority of New York and New Jersey
implemented a commercial project for buses passing through
the Lincoln tunnel. All of the RFID systems implemented in
the 1980’s were proprietary systems. There was no interoper-
ability between systems and little competition in the RFID
industry and as a result, kept the costs high and impeded
industry growth.
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The 1990’s were significant in that RFID finally began to
enter the mainstream of business and technology. By the mid-
dle of the decade, RFID toll systems could operate at highway
speeds, meaning drivers could pass through toll points unim-
peded by any barriers. As a result, deployment of RFID toll
systems became widespread in the United States. Regional
toll agencies took the technology one step further and began
to integrate their RFID systems too, enabling drivers to pay
multiple tolls through the same account. Texas Instruments
began its TIRIS system in the 1990’s. This system devel-
oped new RFID applications for dispensing fuel, such as
ExxonMobil’s speed-pass, as well as ski-pass systems and
vehicle access systems. In fact, many companies in the United
States and Europe became involved in RFID during the
1990’s, such as Alcatel and Bosch. Until the 1990’s, the RFID
systems on the market were proprietary systems. Many in
the industry recognized this as a barrier to growth and an
effort to standardize the technology began. Several standards
organizations started to work on providing guidelines such
as the International Standards Organization (ISO). The auto–
ID center at MIT was established in 1999 for that purpose
also. At present, all of these organizations are working on
the standards for RFID technology, particularly applications
such as supply chain management and asset management for
inventory tracking and control. By the early 2000’s, it had
become clear that 5-cent tags would be possible, and that
the RFID technology could someday replace bar codes and
other systems. The implications this had for the product dis-
tribution and retail industries, and the dollar figures involved,
brought in a lot of attention for the industry. The year 2003 in
particular was an eventful one for RFID. Both Walmart and
the Department of Defense (DoD), the world’s largest retailer
and the world’s largest supply chain, issued RFID mandates
requiring suppliers to begin employing RFID technology by
2005. The total size constituted a huge market for RFID.
Sooner, other companies such as Proctor and Gamble and
Gillette gained momentum and followed suit. Furthermore,
the auto-ID center wasmerged into EPCglobal, a joint venture
with Uniform Product Code (UPC) council, makers of the
UPC bar code symbol. As of 2007 and beyond, it is obvi-
ous that numerous applications pertaining to RFID across a
large number of industries will soon emerge. In the com-
ing years, RFID technology will grow further and further
into the mainstream and become another part of everyday
life where identification will become possible through such
tags [1]. With such development in RFID technology, on a
fundamental level, RFID tags can now be classified into
three sub-categories namely the passive, active and semi-
passive tags. Passive tags do not contain an internal battery
except IC microchip and depend entirely on the energy from
the RFID reader. Active tags on the other hand contain an
internal battery followed by other additional features such
as security modules and do not depend on the energy from
the reader. Semi-passive tags also contain an internal battery
but is used only to power the IC microchip while being
dependent on the energy from RFID reader to retransmit

the signal. These tags also possess the ability to harvest the
energy using various sources such as solar cells apart from an
internal battery-like design. While these come under silicon-
based IC technologies, Surface Acoustic Wave (SAW) based
RFID tags are another special case of passive tags which do
not contain any silicon based microchip. Instead, they make
use of the principle of piezoelectricity to generate acous-
tic waves which, upon reflection from strategically located
reflectors give rise to unique signatures. Travelling as they
do on elastic materials, these reflected signals are slow to
reach the reader compared to instantaneous and other mul-
tipath reflections. SAW tags are able to work even in metallic
environment unlike their silicon based counterparts. A more
detailed description of SAW tags will be provided in the
RFID tag technology section. Other auto-ID techniques [7]
such as bar codes, EAS and magnetic stripes do exist but
they are constrained by several factors such as Line-of-Sight
(LOS) requirement between the scanner and the object to be
read, close contact (very short read range), inability to survive
in harsh weather and, very limited number of object reads
per second. On the other hand, RFID technologies are free
from all such constraints and hence more favorable than bar
code and others. Many RFID tag technologies have evolved
since the introduction of RFID technology found a plethora
of applications as mentioned in the preceding paragraphs.
Several work has been carried out in the RFID domain using
such types of tags. To name a few, in paper [8], authors have
explained a brief history of RFID technology followed by
the operating principle, while focusing primarily on privacy
concerns of RFID tags and readers. Paper [9] described a
multi tag scenario in which multiple tags are being deployed
in a given environment. The economics of such RFID systems
were explored and argued that benefits of multi tags will
continue to outweigh the costs in many identification based
applications. Papers [10] and [11] explained the rules and
regulations of deploying and using the RFID system and an
application scenario in school buses where passive silicon
based IC tags were deployed in the school children’s bags,
with the objective to enhance the safety. Paper [7] briefly
explains the usage of passive and active silicon based IC
tags for two different Indoor propagation models namely the
Dual One Slope Model (DOSM) and Dual One Slope with
Second Order Polynomial Model (DOSSOM) and showed
that the accuracy had improved by around 5 cm when using
the DOSSOMmodel. On the other hand, many review papers
have also been published in the domain of RFID so far.

Among the review papers on RFID, paper [12] explains
the introduction of RFID technology, applications and lim-
itations of barcodes and emergence of RFID as an enabling
technology followed by classification, architecture and reader
design. Papers [13] and [14] explained the different types of
RFID tags and tag antenna issues in the UHF band. Paper [15]
reviewed the antenna designs of RFID tags. In paper [16],
the authors have reviewed different types of tags. Paper [17]
discusses the application of RFID tags in the library along
with its advantages and issues. In paper [18], the authors
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had provided a very brief review on RFID transponders
where they have classified the readers into different types
followed by the potentiality of each of them in different fields.
In paper [19], the authors have provided the explanation
for the adoption of RFID tags and readers in large-scale
organization followed by various challenges and solutions.
Papers [20] and [21] provided a brief review on RFID tag
antenna and reviewed tag anti–collision algorithms for RFID.
Papers [22] and [23] reviewed the privacy issues of RFID tags
during implementation and also discussed chipless RFID tag
technology. Paper [24] discussed the evolution of RFID tags
in terms of security and privacy. In paper [25], the authors
have provided a case based analysis for the potentiality of
RFID projects. The paper had provided close to 13 case stud-
ies on the use of RFID in green products and which reveals
its potential as not only to enhance the environmental sustain-
ability but also to minimize the effective cost and generate
higher revenue by creating new commercial opportunities.
As such, RFID technology has found a lot of interest and
yet a significant amount of research has been carried out and
is still underway to build tags that should be commercial-
ized at low cost, longer read range, ability to simultaneously
detect multiple tags, highly secure and, maintains robustness
in harsh environmental conditions such as under extreme
temperature and pressure, humidity, radiation and during high
mass loading. Papers [26] and [27] provided an overview of
RFID technology principles and a general review on chipless
RFID tags.

The review carried out herein, however, is different from
the previous survey articles [13]–[28] in several ways. Com-
paring with the articles from [13] to [25], our paper pro-
vides a comparative survey on both the established RFID tag
technologies which are silicon based and Surface Acoustic
Wave (SAW) based. While paper [28] discusses chipless
RFID tags, it neither covered all chipless RFID technologies
nor provided detailed insights on important aspects such
as privacy and security. Papers [7] and [26] focused only
on silicon based IC active and passive tags and a general
description on silicon based IC tags, without a detailed com-
parison addressing all performance metrics that affect tag
performance metrics such as read range, cost, security and
privacy and longevity. Although paper [27] does cover almost
all kinds of chipless RFID tags and includes performance
metrics such as read range, the paper still lacks a detailed
explanation of different designs in SAW RFID tags and a
quantitative comparison across crucial parameters such as
cost and security across such tags which also strongly deter-
mines the ability of them to penetrate the RFID market.
Although chipless RFID tags based on conductive ink and
others do exist, they present three main drawbacks compared
to silicon based IC tags: 1) a large tag size, 2) limited data
storage capacity, and 3) shorter read ranges. Furthermore,
the conductive ink properties tends to degrade if the ink
is exposed to extreme conditions. Despite being attractive
in terms of cheaper cost, those other negative aspects have
severely impacted the penetration of chipless RFID tags in the

market [28]. Hence, the chipless RFID tags are ignored in this
review. SAW RFID tags, on the other hand, are considered
superior in those aspects and are therefore included in the
review although bringing down the cost of SAW tags is still a
challenge [28]. When possible, we also offer a quantitative
comparison of these RFID tags across these performance
metrics to provide a quick overview. Accordingly, in this
paper, we seek to present both a comprehensive and a quanti-
tative comparison study on various silicon based IC and SAW
based RFID tags across various design technologies that exist
and which are quite established and popular, and compare
such tags across various performance metrics such as the
interrogation read range, tag size, availability of tag power,
lifespan and, more importantly, cost and security which lacks
in other review papers. This paper will be further organized
as follows. Section II will provide a detailed explanation
into the reader technology, silicon based IC and SAW based
RFID tags along with their working principles. Performance
metrics for various RFID tags are explained in Section III.
Section IV explains the performance description, potentials
on deployment and challenges of such RFID tags. Finally,
Section V and VI concludes the paper and provides possible
future directions for the research on such RFID tags.

II. TAXONOMY OF READER TECHNOLOGY, SILICON
BASED AND SAW BASED RFID TAG TECHNOLOGIES
Although the comparison of various RFID tag technologies
that are quite established and popular is the primary focus,
an RFID system becomes complete and useful only if it
involves an interrogation mechanism, which is usually from
an external source. This source is in the form of an RFID
reader. An RFID reader interrogates by transmitting any form
of a signal, sometimes depending on the type of tag used,
to the proximity tags. The technique with which the tags
are interrogated depends on many crucial parameters such as
frequency of operation, transmit power, gain of the antenna,
internal losses in the tag and so on. Hence, the reader tech-
nology itself needs to be explained prior to explaining various
types of RFID tags.

A. RFID READER TECHNOLOGY
RFID tags can be activated or energized remotely and
can retransmit back upon interrogation by an RFID reader.
To interrogate the tags, there are techniques with which it can
be accomplished, which depends on the design of the tag.
This distinguishes the tags which can be interrogated only
within a very small distance versus tags that can be read from
a distance in the order of several meters.

There are two fundamental methods of interrogating the
RFID tag using the reader. They are:

A.1. Inductive Coupling or Near Field Communication
A.2. Electromagnetic Backscatter or Far Field Communica-

tion

These two techniques exploit the properties of Electromag-
netic (EM) wave that is generated from the RFID tag/reader
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FIGURE 1. Knowledge Hierarchy of Silicon based IC and SAW based RFID technologies and interrogation
mechanisms.

antenna. While near field interrogation is carried out in the
range comparable to or is just a fraction of the wavelength,
far field communication range is usually in multiples of the
signal wavelength. Hence, the term far field.

The range of power is usually in between 10 µW and
1 mW [26] and depends on the type of tag used which in turn
determines the targeted application. This is one of the factors
that determine the read range. On a special case, an Intel
XScale processor can consume around 500 mW of power
and Intel Pentium 4 can consume around 50 W which can
be used on the RFID reader side. Through the use of differ-
ent modulation techniques, both the near–field and far–field
communication can assist in the transmission and reception
of data [29]. These two techniques differ from each other in
terms of the interrogation range from the tag to the reader
and vice-versa. This range is usually expressed in terms of
the wavelength of the signal transmitted. Depending on the
wavelength of the signal, the rate of decay of energy varies
accordingly. A detailed overview into the different methods
of interrogating the tags via a RFID reader is explained below.

1) INDUCTIVE COUPLING/NEAR FIELD RFID
COMMUNICATION
The principle of near field interrogation between RFID reader
and tag is based on the principle of Faraday’s law of elec-
tromagnetic Induction. When the RFID reader induces an
alternating current (AC) or AC power in the coil (such as
copper) which is used for reading, the reading coil generates
a magnetic field in the form of flux lines passing through and
away from it. At this time instant, any RFID tag that also
possess a magnetic coil wounded around the antenna will
receive the power in the form of magnetic flux lines i.e. a
field that is being induced in the reading coil induces a similar
field in the coil placed near to it. A diagram for the near field
mechanism is shown in Fig. 2. The strength of the field that is
being drawn by the tag coil depends on the distance between
the tag and the RFID reader. The closer it is to the reading
coil; more will be the induced voltage across the load of the

FIGURE 2. Near field RFID Communication (NFC) scenario [130].

tag. Appropriate impedance matching should be performed
so that the power received to the tag is dependent only on the
losses due to the distance between the RFID reader and the
RFID tag and not due to the losses occurring from the tag [26].

If the tag is coupled to a static capacitor, a certain amount of
charge will start to accumulate in it, which can then be used to
charge the chip of the tag. For efficient transmission, tags that
employ near field communication uses a technique known as
load modulation. The tag is passive and hence it gives rise
to only a small magnetic field around it. So, the reader can
sense only a small amount of current after the transmission.
The current that is now being received is proportional to the
load applied to the coil of the tag. Hence, the technique is
named as load modulation.

The principle is also being applied to applications such
as power transformers that are found in most of the homes,
office buildings and almost every closed structure where
people stay. Here, the closeness between the primary and the
secondary coil is infinitesimally small such that they are very
closelywoundwhich appears as though they touch each other.
This is to ensure that maximum power transfer is transferred
from the source to the load of the transformer. The closeness
is usually a fraction of the wavelength of the wave that is
transmitted.

However, magnetic field can still extend well beyond this
range, as the secondary coil can acquire most of the energy at
a given distance which is very similar to the communication
between a reader and a tag for as long as the signal strength is
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within desirable limits to detect its presence. The reader can
then reconstruct the alternating current signal by monitoring
the change in the magnitude of current passing through the
coil of the reader. Apart from load modulation, a variety
of modulation based coding techniques can be used and is
purely dependent on the number of bits that is required on
the tag, the data rate and the redundancy bits placed in the
beginning or in the end to remove the bit errors resulting
from channel noise and multipath reflections. When using
passive RFID system for tagging purpose, near field coupling
is themost straightforward approach as the environment is not
as complicated as backscatter mechanism or far field RFID
communication.

a: READ RANGE ESTIMATION ANALYSIS FOR NEAR FIELD
COMMUNICATION
But, near field communication possesses certain physical
drawbacks. Since the read range distance R between the
reader and the tag is limited to the value which is given
by [26],

R =
c

2π f
(1)

where c is the speed of light which is a constant and is given
by, c = 3 × 108 m/s and f is the operating frequency of the
RFID reader, as the operating frequency of the RFID reader
increases, the distance with which the near field RF signal
can propagate will also rapidly decrease, which results in a
lower read range. Another limitation is that the RF energy
available for magnetic induction is actually a function of the
distance from the coil of the reader. The magnetic field thus
decays with this distance with a factor of 1

r3
, while electric

field decays with a factor of 1
r2

where r is the distance of
separation between the RFID tag and the reader along the
center line which is perpendicular to the plane of the coil and
to the plane on which the RFID system is placed [30].

Thus, as applications require a greater number of bits for
communication and for locating large number of tags within
a short time and over a large distance, tags will then require
a higher bit rate and hence a higher operating frequency [26].
Such design constraints have led to the development of new
field power transfer techniques such as the far field RFID
communication which is elaborately explained in the next
sub-section.

2) ELECTROMAGNETIC BACKSCATTER/FAR FIELD RFID
COMMUNICATION
Unlike the near field RFID communication between a reader
and the RFID tag which uses a special inductive coil on
both the reader and the RFID tag to power each other using
the magnetic field, far field communication technology does
not employ any inductive coil to drive the internal circuitry
through magnetic induction and alternating current (AC)
power. This technique rather uses RFID tags that are purely
based on far field radio emissions that uses electromagnetic
(EM) waves that propagate from the dipole antenna of the

FIGURE 3. Far field RFID communication scenario [131].

reader to the RFID tag and vice versa. The RFID tag receives
this energy from the dipole antenna as an alternating potential
difference that is created between the opposite terminals (that
appears across the arms of the dipole antenna). A schematic
diagram of the way an RFID reader interrogates with a tag in
the far field region is given in Fig. 3.

Usually, a dipole antenna is the one that can rectify this
potential difference created between the two ends and can in
turn link this energy to a static capacitor that will result in
the accumulation of charge. This charge can then be used by
the tag to power up its electronic components such as the IC
microchips and will also use the same energy to retransmit
the RF signal in a coded fashion. This movement of charge
creates a magnetic field around them. The resulting wave now
contains both electric and magnetic field components. The
technique that the designers typically use for such commer-
cial far field RFID tags and readers is called Electromagnetic
Backscattering or shortly EM backscatter.

If the designers use a constructed design layout with pre-
cise dimensions, then the RFID tag can be tuned or shifted
to a specific operating frequency and will then be able to
absorb or reflect most of the RF energy that reaches it at that
particular frequency. But there are certain glitches during this
time of occurrence. When there is a mismatch in impedance
of the RFID tag at this frequency, the tag antenna will reflect
back only a certain fraction of the total energy towards the
RFID reader.

But this change in energy can be detected using a sensitive
radio receiver, as long as the receiver sensitivity is lower than
the instantaneous received signal power.

The tag antenna usually backscatters a coded waveform at
different times or in other words, as different RF pulses that is
incident on the reader’s antenna at different times. Therefore,
by altering the impedance of the RFID tag at different times
for a continuum duration of time, the tag can actually reflect
off the incoming RF signal according to a binary pattern
that is encoded in the tag’s ID which determines a unique
signature of the tag.

In practical applications, one can also untune or detune the
RFID tag’s antenna for this purpose by placing a transistor
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that can act in a switched mode. This transistor can be
inserted or placed across the dipole antenna across its ends
and by switching the transistor between the ON and OFF
state, a coded binary waveform pattern tends to appear at the
reader antenna in the form of a positively polarized pulse and
a zero potential pulse, indicating a series of 1’s and 0’s in the
received RF response.

The RFID tags that employ far field communication
protocol typically operate at an operating frequency much
greater than 100 MHz, usually in the Ultra High Fre-
quency (UHF) RFID frequency band which is in between
860-960 MHz, or the 433 MHz band or the 2.45 GHz band as
mentioned in the RFID tags section of section II. Other oper-
ating frequency bands are also used for far field applications
such as 2.4 GHz. The far field range is usually in multiples of
signal wavelength or more than a wavelength.

a: READ RANGE ESTIMATION ANALYSIS FOR FAR FIELD
COMMUNICATION
A far field communication system’s range is constrained to
two main factors namely:

1) To the amount of RF energy that is received by the tag
antenna from the RFID reader,

2) And how sensitive the RFID reader’s radio receiver
module is to the RF reflected pulse.

Thus, the actual return energy or the total received energy of
the RF signal is smaller because the RF signal decays off as a
result of two phases of attenuation, each is entirely based on
the inverse square law of emitted RF wave [26]:

1) One, the first attenuation that occurs as these EMwaves
propagate from the reader to the tag, and,

2) Secondly, when the coded waveforms from the tag
antenna propagates/backscatters from the tag to the
reader.

The remaining RF energy that is being received at the RFID
reader antenna is proportional to twice the distance and 1

r1
,

where r is the distance of separation between the RFID reader
and the RFID tag indicating a greater range coverage com-
pared to the near field distance [30]. Such designs of RFID
tags are attributed to theMoore’s law, and the ability to shrink
the RFID tag to a much smaller form factor or size, the RF
energy that is required to power up the tag at any given oper-
ating frequency still continues to decrease rapidly to as low as
in the order of a few milliwatts or microwatts. This shrinkage
is also attributed to the increase in the operating frequency of
the RFID tag which in turn reduces the antenna wavelength to
an order smaller than Low Frequency (LF) or High Frequency
(HF) tags.

As described in the previous sections, since the form factor
of the RFID tag is dependent on the frequency at which
the tag is operating [7], a reduced wavelength will require
a very small size tag which will be compact, compatible and
highly suitable for many applications such as human tracking.
Thus, with such modern RFID tag designs, it is possible to
design more such tags with unique ID’s that can also be

FIGURE 4. A typical passive silicon based IC RFID tag patch [132].

read at an increasingly greater distances than were thought to
be possible using magnetic induction coupling between the
reader and the tag many years ago. As a result, more such
cheap radio transponders have been under development in
certain RFID manufacturing companies such as RFID Inc.,
and have also developed with a much improved sensitivity
such that these can detect RF pulses at a reasonable cost and
even at much lower power levels in the order of -100 dBm,
at an operating frequency of 2.4 GHz, which is a band used
by the WiFi technology too.

A typical far field RFID reader range can be determined
using a combination of several parameters such as transmitted
power, gain of the transmitter, pulse width or conversely,
the transmitted bandwidth of the RF signal, gain of the tag,
sensitivity and the tag loss incurred. The pulse width deter-
mines the bandwidth of the coded pulse. A higher bandwidth
is mostly preferred because of its ability to provide a very
high resolution in time and range. This characteristic will
be useful for combating effects such as multipath and tag
interference that are common in far field regions. With the
discussion of reader technology complete, the subsequent
section will discuss the different types of RFID tags followed
by the relevant parameters of interest for determining the
performance of the tag.

B. SILICON BASED IC RFID TAGS
1) PASSIVE RFID TAGS
When the concept of RFID started around the late 19-20th

century, the passive RFID tags which are silicon based Inte-
grated Circuit (IC) typewere the first to be introduced. As dis-
cussed earlier, passive RFID tags typically rely on the external
power source and is interrogated by an RFID reader from a
finite distance away from the tag. These tags generally have a
higher longevity and they are also cheaper compared to active
tags because of lesser computational circuits and hence the
power backscattered to the RFID reader is also minimal.

These tags were the first to be developed and implemented
in the aircrafts as IFF transponders during the World War II
to differentiate between the aircrafts which were considered
friendly and the aircrafts considered to be potentially a threat
i.e. a foe.

A general schematic of passive IC tag is shown in Fig. 4.
A passive IC tag consists of three components namely the
antenna, a silicon based IC microchip as in Fig. 5 for
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FIGURE 5. A passive IC based RFID tag with circuitry [133].

performing computation or encoding the unique identifica-
tion number and is coupled to the radiating antenna followed
by some form of encapsulation (packaging). The encapsu-
lation acts as an outer protective layer for the passive tag
against external turbulence. In paper [31], the authors have
designed a UHF based RFID tag that is being covered by
a thin superstrate (the protective layer) of epoxy resin. The
encapsulation should be performed in such a way that it does
not affect the performance of the tag response. Depending
on the frequency of operation and other design parameters,
the suitable method of interrogation is determined. The typ-
ical read range for passive IC based RFID tags lies between
3 feet and up to 15 to 20 feet. Larger UHF passive tags are
claimed to be interrogated in the range of 30+ meters, but
under ideal conditions and in far field. But this larger form
factor will face economic problems such as high cost per
tag which is undesirable. Moreover, this form factor may not
be suitable for certain applications such as implanting RFID
chips to monitor health parameters, livestock management
and tracking smaller pallets or items. Passive IC based RFID
tags do possess certain advantages and limitations. These tags
are not suited for harsh environmental conditions such as bad
humid weather, high temperature and pressure environment
and extreme radiation conditions. But these tags can be well
suited for normal applications such as within a home, inven-
tory control room or in a warehouse for asset tracking where
these are located within the above mentioned read range.
These tags suffer from electromagnetic interference too as
they are instantaneously identified through RF signals. The
cost is less compared to their active tag counterparts. In terms
of security, since these tags don’t contain any inbuilt sophis-
ticated modules such as cryptographic module, privacy could
be of concern to the end user when these tags are deployed for
many commercial applications where security is important.
Hence, robust cryptographic algorithms should be used in the
reader side to encrypt the data such that the data cannot be
read by a third party reader. Much later, such characteristic
features such as security modules were introduced into the
tags which led to the introduction and evolution of active IC
based tags. A detailed description of them is explained below.

2) ACTIVE RFID TAGS
Active RFID tags are also known as battery powered RFID
tags which had come after EM backscatter or Inductive

FIGURE 6. An active RFID Tag (containing an internal battery) [134].

FIGURE 7. Block diagram of an active RFID Tag.

coupling based passive tags had evolved and found usage in a
variety of applications, mainly because of longer read range
than passive tags.

Usually, active RFID tags, as shown in Figs. 6 and 7,
consists of an internal power source in the form of a battery.
They are either serially connected to an infrastructure that is
already powered or it uses the energy stored in a battery that
is integrated along with it. Active tags use the energy supplied
to both the microcontroller or the micro-chip and to generate
the signal on the antenna to be transmitted or backscattered
into the medium which could be air, vacuum and so on.

Hence, it is evident that the active tags lifetime is
entirely limited to the stored energy or capacity, including
the read/write operations carried out until that time at which
the battery drains completely. Active tags usually possess the
ability to transmit RF signals without utilizing the energy
supplied by RFID reader. Such types of devices are called
beacons as they exhibit this nature. However, certain active
tags do exist which transmit information only when interro-
gated by the reader. Active RFID tags do not perform EM
backscattering by using reader’s energy unlike passive RFID
tags because they are already built with an internal battery.
Hence, the power with which the signal can be transmitted
and the read range that is possible from an active RFID tag
depends on the capacity of the battery. Amore capacitymeans
that more power can be transmitted and hence a longer range
can be achieved, compared to passive tags upon filtering and
amplification to a certain extent. Hence, active tags belong to
the far field communication, indicating that it is beyond the
Fresnel region. The read range of an active RFID tag can be
anywhere between a meter to tens of meters and is an ideal
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tag for locating different types of pallets or items and for
labeling the product with more such specifications or serving
as landmark points for locating other objects that are in the
close proximity to the reference active tag. The lifetime of
active tags is usually up to a period of five years from the time
the operation/usage is started [7]. Like passive IC based tags,
active tags also possess certain advantages and limitations.
These tags are generally cost intensive compared to passive
tags. This is because of the internal battery followed by
other features such as a cryptographic module for security,
amplification and others.

While the cost is high, it comes with a better range (upto
100 m meters under ideal conditions) and security features
added to it. Similar to passive tags, these tags do face electro-
magnetic interference under either weak or strong electric and
magnetic fields generated by other sources and they cannot
be used under such complex environmental scenarios also.
As mentioned, since battery source is used for a variety of
operations within the tag, the longevity of it reduces to only
a couple of years, while passive tags have a better longevity
than the former as the choice of performing various opera-
tions is limited.

Like passive IC tags, these tags are also susceptible to haz-
ardous environmental conditions such as high temperature,
temperatures below freezing point, high pressure, humidity
and radiation. While these tags are more common and pop-
ular, another sub–category of active tags called semi passive
tags also exist. These tags rely on a power source which is
used only for powering the microchip. There are twomethods
to power the microchip of a semi-passive tag which will be
discussed in the next section. However these tags are not quite
popular among researchers from both academia and industry
as the objective of RFID is to reduce the cost without using
such additional features while still satisfying the primary
objectives that promote RFID technology. But this tag will
also be reviewed in the subsequent section as it falls under
the sub–category of silicon based IC tags.

3) SEMI PASSIVE RFID TAGS
There are two types of semi-passive tags which either contain
an internally localized battery or a certain kind of energy
harvester such as a solar cell.

The inclusion of a battery in semi–passive tags allows
additional features such as sensors, real time tracking and
identification and sound notifications to be applied to such
tags. The only additional feature that is difficult to locate on
a semi passive tag is an on–board transmitter since that is
the main attribute that differentiates semi–passive tags from
active tags. A typical semi–passive silicon based IC RFID tag
is shown in Fig. 8 which contains an in-built energy source.
Without an on–board transmitter the read range of these tags
is limited, and with the inclusion of a battery, their longevity
reduces. The semi passive IC based tags can also be interro-
gated in the region beyond the Fresnel region (near-field). The
primary characteristic that differentiates semi–passive RFID
from both active and passive RFID tags is the inclusion of a

FIGURE 8. A typical semi–passive tag with an internal battery [116].

battery and its lack of an on–board transmitter, which gives
these tags the ability to support additional features without
increasing the read range. But, additional features such as a
battery or an energy harvester typically maximizes the read
range of such tags and hence operate beyond the near-field
region.

Because of these features, semi–passive tags are best suited
for applications where additional features such as environ-
mentmonitoring are necessary, and the tagged pallets or items
remain within the reader interrogation range [116]. However,
modern semi-passive tags derive energy from other sources
such as sun and other energy harvesters. While these sources
provide an additional power so as to maximize the read range,
the process of interfacing them with the RFID increases the
form factor of the overall system which in turn increases the
net cost. Furthermore, such energy sources require a certain
absolute temperature for providing optimum performance.
Hence, they cannot be utilized for hazardous applications
such as high humidity, temperature, pressure and radiation as
they will contribute to a reduction in the performance of such
RFID systems.

C. MORE RELATED WORK ON ACTIVE AND PASSIVE
SILICON BASED IC TAGS
Silicon based IC active and passive RFID tags have been
used in several applications and has been tested and evaluated
in many platforms mainly to observe the interoperability,
read range distance [27] and improve it further depending
on the advantages and limitations they possess for a certain
application. A lot of work has been done using such tags and
will be explained below.

1) SILICON BASED IC TAGS FOR TRACKING HUMANS
a: ACTIVE AND PASSIVE TAGS FOR SMART TRACKING
APPLICATIONS
In project [32], the authors have demonstrated the use of
active RFID technology for smart tracking system to enhance
the child safety when he or she is driving to school in school
bus. They propose that it is better for the children to use
school buses to commute from home to school and vice-versa
rather than opting for a car where the child ends up being a
road traffic casualty. The research utilized the active RFID
tracking technology because of its efficient tracking features
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and longer read range interrogation from a remote location.
Experiments showed that using such tags were effective in
terms of monitoring the child on a regular basis and take
preventive measures and steps before a child becomes vul-
nerable.

Paper [33] proposed a smart tracking system for bus safety
enhancement for school children using passive RFID tag
technology. The system consisted of parents in possession
of a controller that allows them to find out whether their
children reached the school or not. The passive RFID tags
were embedded on the school bags. Through a combination
of GPS, WiFi and RFID enabled technology devices, parents
will receive a message from the school regarding the location
of child at any instant of time. Over 95% of the parents
found the technology useful and were convinced regarding
the safety of school children using the RFID method of
identification.

Another similar paper [34] proposed a Real Time Location
System (RTLS) to focus and track the location of real time
objects in a given vicinity.

b: RFID TAG IDENTIFICATION USING TIME INTERVAL OF
ARRIVAL (TIA) FOR USER MOVEMENT
To overcome the limitations of using the Received Signal
Strength Indications (RSSI) from GPS, DGPS, active RFID
tags have been deployed in the vicinity and can be easily
affixed to the objects. The proposed system adopted the
Time Interval of Arrival (TIA) instead of RSSI for the pur-
pose of distance evaluation that is useful for minimizing the
errors that occur while estimating the read range distance.
A 48 MHz PLL RFID reader was used that can store up to
8 bits in the CPU. The proposed system was able to obtain
a read range distance with an accuracy of around 3.3 m.
They had also used a central server for post-processing (e.g.,
filtering, equalization etc.,) the RF signal.

Paper [35] provides a description on several aspects of
RFID technology. The goal of the paper was to make sure
that RFID tags can prove to be the future technology in
comparison to other auto–ID techniques such as bar codes
and others in applications such as user movement. Several
factors such as cost of manufacturing and privacy of silicon
based IC tags were discussed. It was concluded that printing
tags (such as in paper like bar codes) will be a cost effective
solution for many identification and tracking applications
such as tracking the user movement.

c: ACTIVE RFID TAGS FOR APPLICATIONS IN HUMAN AND
ROBOT TRACKING
Paper [36] presents a study on the way to detect movements
of a worker using passive tag. Readers were used to monitor
the worker’s speed and acceleration. Tags were concluded as
cheap compared to its counterpart, active tags. The obser-
vation was that the number of responses decreased when
the read range and number of tags present had started to
rise. By increasing the bandwidth and total energy of the
signal transmitted by the reader, the accuracy of read range

FIGURE 9. Golf ball-reader system [135].

FIGURE 10. An RFID golf ball with an internal structural layout [136].

estimation had improved significantly. Paper [37] was about
object mapping using such tags with a 45◦ orientation with
respect to the horizontal plane. Contrary to this paper where
robots with 45◦ orientation of two antennas were located to
the left and right of the robot, the other robot was also in
motion. They had showed that their Monte Carlo simulation
results worked well under highly dynamic environments even
when the tags were attached to moving objects.

2) SILICON BASED IC TAGS FOR APPLICATIONS IN SPORTS
a: RFID TAGS FOR APPLICATIONS IN TRACKING A GOLF
BALL
Paper [38] had incorporated an active RFID tag into a golf
ball as in Figs. 9 and 10. The mobile reader was carried by
the golf player in Fig. 8 that indicated the balls identification
number and the location in its LCD screen or even through
audio feedback. Th read range was estimated to be around
30–100 feet. But the paper did not mention the method used
to locate the ball and was proprietary. Paper [39] also explains
a scenario where a golf ball has been incorporated into an
RFID tag that is used to identify/track the golf ball at every
instant of time and also measure several other parameters
such as speed, direction and acceleration of the ball.

Paper [40] explained different production methods with
which the RFID tags were usually designed. A survey
reported that the ideal cost of an RFID tag should cost less
than a cent only (or in the order of a hundredth). Current
production management typically uses the low cost silicon as
the substrate which is then fabricated with microchips on top
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FIGURE 11. Active RFID tags for patient tracking [137].

of it. The resulting device is then coupled to the antenna. They
had reported that even with sophisticated techniques such as
pick and place and self- assembly of fluid and as reported
in the papers [41]–[44], the production cost in addition to
the cost per tag still remained high. These issues existed
for 13.56 MHz RFID tags and hence did not motivate the
researchers to fabricate more such tags despite its good read
range. The primary issues were as follows. These tags suf-
fer from the presence of metallic environments and a Non-
Line-of-Sight (NLOS) type of environment too, though these
tags provide better performance inside fluids, due to greater
penetrability (due to longer wavelength). On the other hand,
LowFrequency (LF) tags require too large spiral inductors for
interrogation for a high transmit power which led to practical
difficulties such as high cost of fabrication and limited to
specific applications. Such tags were concluded as useful
for Line-of-Sight (LOS) applications (for golf ball tracking
within the reader’s sight). But the progress remains steady
towards the development of robust RFID tag and readers.

In paper [45], the authors had discussed the use of a radar
enabled golf ball that contains a radio frequency tag. The
company uses ball positioning technology, shortly known
as BPS that enables a golfer to identify or track the lost
golf ball through the use of a Radar Golf Handheld device.
This handheld device is nothing but an RFID reader or an
interrogator which typically beeps when the pointer in the
radar map points in the direction of the ball which is either
heading in a particular direction or is stationary. The RFID
tag was implanted at the core of the golf ball such that the
radiation from the tag is isotropic with respect to the outer
structure.

3) SILICON BASED IC RFID TAGS WITH APPLICATIONS IN
HEALTHCARE MONITORING
In paper [46], the authors discuss about RFID tags that was
implanted in VIP members during the Spanish Baja Beach
Club ceremony. In this system, the VIP members can get
an implant that they can use to easily pay for their drinks
they are willing to purchase in the club. The implanted RFID
tag was active in nature which had required the company
to recharge those tags once every five years. The implanted
active RFID tag was a VeriChip. In paper [47], the same
RFID company had produced human implantable RFID chips

which were mainly designed for healthcare applications such
as in bio-signal monitoring of cardiac patients and also to
monitor several other parameters such as blood pressure,
glucose concentration, hydration level and so on. A schematic
representation of the locations where RFID tags were being
used is shown in Fig. 11. The papers [48] and [49] pro-
posed physical layer solutions called SecureScatter and a
tag named SecureTag to mitigate spoofing attacks from off–
body tags and provide authentication mechanism for battery–
free communication link between smart Internet–of–Things
(IoT) devices with tags. These techniques were designed for
healthcare applications to monitor various parameters such
as blood pressure, glucose concentration and so on. The
motivation behind the exploration was that when active off–
body tags transmit a signal to the on–body receivers with a
fake data (e.g., causing an electric shock), the resulting effect
can be dangerous as the devices are placed on a human being.
Because of this, an authentication mechanism was critical
for providing a widespread solution. These works used tags
and propagation signatures from on–body and off–body tags
to analyze the pattern of variations in the Received Signal
Strength Indications (RSSI).

The authors explain that the direct and backscatter path
signatures from the on–body devices exhibit a high and char-
acteristic correlation in the signal strength as compared to
off–body active tags. This factor was useful in eliminating
the off-body tag responses. SecureTag feature also functions
similar to SecureScatter. These are essentially signal process-
ing techniques to combat malicious attacks. However, the
ability to distinguish between on–body and off–body tags
become difficult whenmore such tags are deployedwithin the
identification vicinity. The propagation signatures will also
vary with time as the tags become highly mobile. This is also
partly due to the reason that the characteristics of the envi-
ronment keeps changing with time. The detection becomes
even more difficult because there are other types of objects
present within a room other than the tags. Since these objects
also reflect off the signals, it will also become necessary to
compensate the multipath effects apart from securing the on–
body tag. Such problems are certain in applications like RFID
too. While RFID tags possess a unique serial identification
number, it will be important for the proximity active readers
and servers to make sure that the tags that are present matches
the ID’s in the database. This information can help to block
such malicious tag attackers from intrusion. Passive tags on
the other hand cannot be manipulated in general by the tag
attackers as they generally cannot be written. Hence, counter-
feiting the information contained in such tags is not possible.

4) APPLICATIONS OF SILICON BASED IC TAGS FOR
PAYMENT AND VERIFICATION PURPOSES
a: ACTIVE TAGS FOR TOLL COLLECTION
In paper [50], the authors had proposed active RFID tags
for automatic toll collection in National Highways in the
roads and in other bridges. The tolls are usually thought
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FIGURE 12. RFID tags in gas stations [138].

of as checkpoints designed to pay to enter a different
city or town or to enter a different country. The tolls or check-
points act as repeaters after every point until we reach the
destination. Active RFID tags have been deployed for this
application to test, evaluate and validate the performance and
rate of scan. The results showed excellent rate of scan even
when it is constrained by factors such as the car is not required
to come to a halt at the checkpoint. The toll points will scan
all the cars (RFID tags) passing through the toll using their
RFID readers and the required money to enter a different
region will automatically be deducted from the passenger’s
bank account.

b: PAYMENTS IN GAS AND FUEL STATIONS
Paper [51] proposed an application where paying at petrol
and diesel stations such as ExxonMobil and other mobile gas
stations using RFID systems will be relatively simpler com-
pared to manual payment where the latter approach causes an
unnecessary increase in time spent by the customers at the
station followed by other inaccuracies due to human errors.
They had used RFID tags such that every customer who gets
an RFID tag provided to them can login and enter their details
into their Exxon Mobil account.

At subsequent times, when they enter the gas station,
the station scans their ID serial number that is attached to
the car and the money will automatically be withdrawn corre-
sponding to the amount of fuel. Fig. 12 provides a schematic
methodology on how a vehicle’s payments, volume of fuel
fill followed by other parameters will be carried out using an
RFID identification system.

c: RFID TAGS FOR PASSPORT PROCESSING AND IN RETAIL
STORES
In paper [52], the International Civil Aviation Organiza-
tion or more popularly called as ICAO had posted guidelines
for adopting RFID enabled passports. In an effort to make
it easier to process several passports, many countries have
implemented RFID in it, despite the security and privacy
issues that may arise. Since the time when the break of
encryption algorithm on UK chips occurred, researchers have
started to clone the passport data while it is being mailed to

FIGURE 13. RFID tags in factories and construction sites [139].

the corresponding owner in order to ensure that the algorithm
becomes difficult or almost impossible to break.

Paper [53] states that the Colorado State Legislature advo-
cated the use of an aluminum underwear as a misdemeanor
because since RFID tags are covered with an external shield
to prevent RF signals from passing through it, an aluminum
clothing proved to prevent such hassles for shopkeepers to
miss any detection of RFID tags labeled in their objects [54].

5) RFID TAGS FOR OTHER APPLICATIONS IN VARIOUS SITES
Paper [55] discusses different factors that influence the popu-
larity of RFID technology and different methods with which
both the active and passive RFID tags are designed fol-
lowed by the methods with which they are coupled with
the RFID reader to enable communication between them.
The paper also discusses different applications where such
RFID tags have been most commonly deployed followed
by the international regulatory and standardization of the
technology. In paper [56], the authors had discussed the
invention of IFF for incorporating RFID tags at many sites
such as construction given in Fig. 13. In patents [57] and
[58], the authors had discussed the first RFID patent where
a base station transmits an interrogation signal to a remote
transponder. The tag or transponder then responds with an
acknowledgement. The transponder includes a writeable and
a rewriteable memory (a field programmable tag). Thus, for
every reading cycle the tag is being interrogated by the RFID
reader, the tag can replace the existing memory with a new
information and can query this new information in the form
of EM backscattering to the RFID reader by the use of far
field RFID communication. The invention claims that the
transponder generates its own operating power from the trans-
mitted interrogation RF pulse in a way that the transponder
component is self-contained and self-sustainable for as long
as the interrogation power generated by the RFID reader is
enough to charge the RFID tag. Patent [58] explains a similar
principle as proposed in the patent [57] but as an extended
version where the scenario now contains multiple tags in the
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close vicinity and by the use of modified configuration. The
other challenge now is to be able to uniquely identify the
tags while all are simultaneously present in the response. This
requires the RFID engineer to design tags such that every
code is strictly orthogonal to each other. This reduces the
inter-tag interference and hence improves the signal detection
in applications such as identifying several building materials
in factories.

D. WORK ON RFID TAGS WITH A SOFTWARE–DEFINED
–HARDWARE INTERFACE
Paper [59] discussed the major contributions made by the
auto–ID center at MIT, KAIST and other research institutions
that focused on EPC network, EPC global network simulator
and integration with existing systems for developing software
for RFID tags. These softwares are designed to be software-
defined-hardware-compatible which can work together to
form a complete RFID system. They bridge the RFID net-
work and end user network such as IT industry, supply chain
management, retail stock management and so on. They are
designed to provide a meaningful sense of the data captured
by the RFID network.

Several hardware manufacturing processes such as RF
microchip design, class 2 generation RFID tags and other
higher classes of tags, RFID tags with memory, battery, sen-
sors and actuators were also performed at the auto–ID center.

Paper [60] had outlined the history and current trend of
active and passive RFID tags. The paper basically focused
on how the auto ID technologies developed to how the
RFID technology is existing and proliferating now. The paper
discussed the limitation of bar codes and a brief technical
survey on how active RFID tags can prove to be a significant
technological advancement if all the issues such as providing
a meaningful sense of the data to the end user and minimizing
the cost are resolved.

In terms of obtaining higher interrogation range, active
RFID tags can provide a better performance compared to
silicon based passive IC tags. But the limitation is that such
an increase in range would generally require to add more
signal processing functions which would increase the com-
plexity of the internal circuitry. This would in turn increase
the operating cost. Moreover, the overall cost will also keep
adding up as the battery has to be replaced once every three
to five years which may not be attractive for many large scale
applications such as inventory stock, warehouses for asset
tracking and other medical applications such as in health care
to identify and monitor the health status of a patient such as
blood pressure, glucose concentration and so on. The lifetime
of active tags is also limited to around five years.

While these technologies have already been developed and
significant research is still going on in the RFID domain,
other novel technologies had arrived in the 21st century
which are called chipless RFID tags. However, the review
of such tags will not be carried out as negative aspects such
as inability to survive in harsh weather due to degradation
of conductive ink (substrate) properties, larger tag size and

shorter read ranges have limited the penetration of such tags
into the RFID market. To summarize, silicon based IC RFID
tags possess certain advantages and limitations as follows.
The active tags are expensive because there is an internal
power supply which needs to be replaced frequently, though
they can be interrogated from a distance higher than passive
tags. They are expensive because they also contain certain
in-built components that can perform other functions such
as security module. Passive tags on the other hand suffer
from security issues compared to active tags and provides a
lower read range primarily due to strong or weak electromag-
netic interference and under harsh environmental conditions,
which reduces the signal strength further than active tags.
Harsh conditions could indicate a high or low temperature and
pressure environment, areas susceptible to extreme mechan-
ical vibrations, humidity and radiation. Hence, unbreakable
cryptographic algorithms must be available at the reader side
for passive tags followed by robustness in passive tags. The
average read range for passive tags is between 1-5 m and
30-100 m for active tags (under ideal or normal conditions).
Thus, to compensate in terms of cost, read range and environ-
mental effects, another type of RFID tag design was proposed
around the very late 90’s which did not contain the silicon
chip within them, unlike the silicon based IC tags. These are
called Surface Acoustic Wave (SAW) based RFID tags and
will be the next focus because several work has been carried
out and the read range is very high compared to passive IC
based RFID tags and almost comparable to active RFID tags
even under harsh environmental conditions. These tags can
withstand and provide higher read range compared to silicon
based tags for applications even under high temperature and
pressure and other mentioned effects. SAW based RFID tags
are quite popular in both academia and industry because of
a variety of features such as robustness, read range, low cost
of operation and high degree of interoperability in metallic
environments. A detailed explanation into the SAW device
followed by SAW as RFID tags will be explained in the
subsequent sections.

E. SURFACE ACOUSTIC WAVE (SAW) BASED RFID TAGS
Active RFID and passive RFID tags that are silicon based
are used for many applications such as supply chain man-
agement, logistics control for maintaining the tracking order
of several containers across multiple floors, identification
of healthcare patients within private and public hospitals,
identifying or tracking a number of animals located within
a domestic environment such as farm and other areas. In such
applications, where the objects or the livestock need to be
identified, it is inevitable that all such tags will encounter
electromagnetic interference and multipath reflections which
occurs due to interference between electric and magnetic
fields generated by such tags since these tags are being
instantaneously identified using EM field and also due to the
surrounding objects. As a result, the probability of detecting
such tags will significantly reduce when there are many of
them present in the scenario. In the light of this, active RFID
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FIGURE 14. A typical surface acoustic wave (SAW) device structure using
input IDT, a delay line and output IDT [118].

tags cannot be a viable alternative as the cost of deploying
them is high, followed by frequent replacements of the same
once every couple of years which adds up to the production
management cost. Passive RFID tags can be a better alter-
native compared to active RFID but since they are all based
on IC microchip, the electromagnetic interference will be an
impediment to the complete RFID system which prevents
them from achieving an optimum performance. Furthermore,
since many of these EM signals face rapid attenuation in the
presence of metallic environments, the deployment of such
silicon based IC tags for widespread applications will be a
debatable issue. A still newer approach and a unique device
based on the principle of piezoelectricity has been a topic
of interest, called Surface Acoustic Wave (SAW). Surface
Acoustic Wave (SAW) devices have been under usage for a
variety of applications such as localization and an application
where identification using SAW tags at 2.5 GHz have been
reported for indoor environment in 2002 [61]. Papers [62] and
[63] discuss the principles, developments and applications of
SAWRFID tags. SurfaceAcousticWave (SAW) tags could be
thought of as a unique method of tagging compared to other
IC based tags and the usage of such tags has been there for
only a decade. These tags can easily compensate formultipath
reflections due to their delay lines separating the IDT’s as
shown in Fig. 15. They are also robust against EM interfer-
ence due to their acoustic mode of operation. In general, SAW
devices are also being used as sensors, filters, resonators and
in many other forms for a variety of applications such as
chemical sensing for factories and industries, bio sensing for
healthcare applications, for temperature and pressure sensing
in many adverse environments, as linear and non-linear FM
chirp filters, as reflective array compressors for radar design,
bandpass filters for TV video game systems for suppressing
interference, acousto-optic filters for spectrum analyzers and
as acoustic filters for many high end applications related to
deep space communications [64], [65].

A typical Surface Acoustic Wave (SAW) device structure
as in Fig. 14 consists of four major components namely the:

1) Input IDT (either bidirectional or unidirectional)
2) A finite delay line
3) Output IDT, and a
4) Piezoelectric substrate (e.g. Quartz)
The schematic of a typical SAW device structure with an

externally connected source and load resistance is provided

FIGURE 15. SAW structure with an externally connected source and load
[118].

in Fig. 15. The phenomenon of generating surface acoustic
waves has been demonstrated at the free surface of an elastic
solid in the paper [66].

The generation of such SAW waves can be achieved by
applying an electrical voltage to a metal film Interdigital
Transducer (IDT) at the input side which is embedded over
the surface of a piezoelectric material such as Quartz, Lithium
Niobate (LiNbO3) and Lithium Tantalate (LiTaO3). The two
IDT’s separated by a finite spacing called a delay line is typi-
cal for a SAW device configuration as in Fig. 14 and Fig. 15.
One of these acts as a transducing device that converts the
incoming electrical voltage variations into acoustic waves.
These waves propagate through a finite delay line spacing
between the input and output IDT over the surface of a piezo-
electric material. Hence, the term Surface Acoustic Wave
(SAW). This delay line is introduced to provide sufficient
time delay between the incident and received electrical signal
to ensure that the distinction is made between the transmitted
and the received signal from the SAW device [65]. The IDT is
deposited on the surface of piezoelectric substrate to exploit
piezoelectricity that enables energy conversion from electri-
cal energy to mechanical energy and vice versa.

Such energy conversions from electrical to mechanical
waves and vice-versa are possible only in conjunction with
such piezoelectric substrates. Both the input and output IDT
are connected to electromagnetic transmission and backscat-
ter antennas where the principle of reciprocity applies to both
IDT’s and which states that the voltage and current applied at
one source of a branch in the network creates a similar magni-
tude in the other branch of the network when a similar source
is connected to it. However, this theorem is applicable only
for networks containing a single voltage or current source and
not multiple sources. It indicates that voltages can be applied
to either of the two IDT’s with the end result being the same
magnitude of voltage or current measured from the other IDT.

When the output IDT receives this mechanical SAWwave,
it converts this wave into an electrical signal that can be
collected by the antenna coupled to it. The antenna then
radiates this waveform from the SAW device in the form of
an electromagnetic (EM) signal into the free space. Detailed
mathematical descriptions regarding SAW wave propagation
over a given piezoelectric material is mentioned in numer-
ous texts [64], [65]. The method with which the electrical
signal is converted to a mechanical SAW wave is termed
as electromechanical coupling. The amount of power that
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FIGURE 16. A SAW resonator based RFID Tag/Sensor with double sided
reflectors.

is converted is determined by the term electromechanical
coupling coefficient, denoted by k2 which is given by the
expression (2),

1V
Vo
=
Vo − Vm
Vo

(2)

where the coupling coefficient term k2 is given by the ratio
1V
Vo

. The termsVo and Vm denote the SAW velocity in the free
space andmetallized regionwhere the thinmetallic electrodes
of IDT are deposited on the elastic film. Like how SAW
devices can be structured in the form of sensors, resonators,
filters and so on, the SAW devices can also be fabricated in
the form of tags for identification. A typical SAW tag config-
uration with a single IDT and multiple reflectors spaced by a
finite delay line is shown in conjunction with an RFID reader
in Fig. 16.

SAW tags are usually designed with multiple reflectors
spaced by a finite delay line between the input IDT and
also between them to allow a uniquely coded waveform
pattern. Many SAW tags and sensors have been designed
with coded patterns in conjunction with Time Division Mul-
tiplexing (TDM) [64], [65]. While SAW based RFID tags
are a unique type of passive tags, these reflectors are fabri-
cated as metal strips (non-silicon) on top of the piezoelectric
substrates.

There are manyways to design a code in SAW tags as given
in [67] which include Orthogonal Frequency Coding (OFC),
Pulse Position Modulation (PPM) or Time Position Encoding
(TPE) with many coded waveforms depending on the nature
of the code.

1) RESONATOR BASED SAW RFID TAGS/SENSORS
Surface Acoustic Wave (SAW) RFID tags based on res-
onator design consists of reflectors located on either side
of the input IDT. Frequencies are allocated such that the
reflectors on either side generate different frequencies (for
instance, left track at f1 and right track at f2) while the
spacing between them remains constant. When the input IDT
is excited, it generates an acoustic wave which travels on
either side. Reflections are produced at successive and equal
intervals but at different frequencies. Hence, SAW tags that
are resonator based can be separated only in the frequency
domain.

FIGURE 17. A typical SAW RFID reader tag interrogation system based on
pulse position modulation (PPM) technique [79].

FIGURE 18. A SAW RFID-tag based on an OFC chirped reflector design
[140].

2) DELAY LINE BASED SAW RFID TAGS
Other techniques of coding SAW tag reflectors have also
been proposed [68]–[70] such as using Time Position Encod-
ing (TPE) and Pulse Position Modulation (PPM) as shown
in Fig. 17. The TPE and PPM technique involves fabri-
cating the reflectors at specific locations in the SAW tag
such that the reflections occur at different instants of time
in the received signal response. Conversely, given the time
instants, the physical locations of such reflectors can also be
determined. Appropriate locations have to be chosen such
that least amount of loss is suffered by the reflections. These
designs are such that the tags can be separated only in the
time domain with reflected codes of different tags arriving at
different times that correspond to unique time signatures.

3) HYBRID DESIGN (RESONATOR AND DELAY LINE) BASED
SAW RFID TAGS
Unlike the resonator and delay line based SAW RFID tags
where the reflectors are designed either as varying frequency
chips or as varying time positioned chips, papers [71]–[75]
and patent [76] shows the most famous patented design of
SAW RFID tags where a combination of the above is used as
shown in Fig. 18 and are calledOrthogonal FrequencyCoding
(OFC) based SAW tags. In this design, the different reflectors
deposited on top of the substrate are both designed at dif-
ferent resonant frequencies and spaced at different locations
which corresponds to different time instants in the received
signal response or as a combination of reflections occurring
at different times along with phase information. Here, for
a one/two port network, the input IDT and the reflectors
resonate at different frequencies (also obeys the above orthog-
onal frequency conditions). Thus, as far as the general reader
interrogation is concerned, the SAW RFID tag can be inter-
rogated as a response containing taps of different resonant
frequencies from reflectors, as taps spaced at different time
instants or as a combination of both resonator and delay line
based design that corresponds to a unique signature code. The
most famous patented technology till date is the mixed design
of each reflector resonating at different frequency and which
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is separated by a finite delay distance and in turn corresponds
to a unique frequency-time or time-phase response of a par-
ticular SAW RFID tag. A mathematical modeling such OFC
SAW tags is provided in succeeding paragraphs.

The use of OFC codes for SAW tag embodiment has
been previously reported [67] which refers to establishing
orthogonality between different chip frequencies. The basic
functions that support the construction of OFC chips in a
SAW ID tag is presented as necessary conditions for ensuring
orthogonality. For instance, consider a time domain response
gbit(t) containing length Tb that is defined as the code time-
length. The code will be partitioned into a number of chips
which is present in the integer subset such that,

Tb = j.Tc (3)

where the chip interval Tc is the time interval required to
construct the orthogonal basis set [67], and j is the number
of chips present in the SAW tag.

The function for each chip interval is given by (4),

g(t, foj) = aj.cos(2π fo,jt).rect
(
t
Tc

)
(4)

The generalized time domain function for each chip is thus
given by (5),

gchip(t, fo,j, j) = f (t − jtc, fo,j) (5)

Here, each chip that is present in the OFC SAW tag is contin-
uous without causing any overlap. Hence, the complete time
domain response for the code is given in paper [67] where j
= 1, 2, . . . ., Mis the jth chip contained in the code bit and fo,j
is the operating frequency of the jth chip while meeting the
conditions in (6),

fn =
n
Tc

and fm =
2m+ 1
2T c

(6)

which typically require an integer number of wavelengths at
the frequency fn and an integer number of half wavelengths
at the frequency fm and n and m are integers. Meeting these
conditions will yield a set of orthogonal frequencies for a
particular OFC SAW RFID tag. In this design, the tags can
be separated and distinguished only in the frequency domain.
The frequencies are then shuffled in an order such that multi-
ple SAW tags can be produced to meet certain applications
that require identification of multiple assets and packages
within a store room.

4) BENEFITS OF SURFACE ACOUSTIC WAVE (SAW) BASED
RFID TAGS
Compared to its counterpart technology which are IC based
active and passive RFID tags, the SAW tags, though being
passive possess a greater advantage that outweigh the active
tags to be used for many identification or tracking applica-
tions. Such advantages include:

1) SAW devices can be designed to provide various com-
plex signal processing operations within a package. For
instance, SAW tags with superior frequency response

characteristics can be designed for several radar based
applications which may require several thousands of
LC circuits in conventional device designs [64], [65].

2) Since the SAW devices can be implemented with a
relatively small size, robust, light weight and with
highly power efficient modules, such advantages of
SAW devices can find potential in various applications
such as inventory and logistics identification as passive
RFID tags and also in deep space borne communication
systems.

3) Though SAW tags are analog in nature, they can also
be used in many digital systems for designing Quadra-
ture Amplitude Modulation (QAM) radio systems for
efficient transmission.

4) SAW tags can also be fabricated at Gigahertz frequen-
cies and a higher bandwidth can be used to provide a
high resolution for applications in pulse compression
radars.

5) Since they rely on mechanical waves which create
coded waveforms, the design structure is completely
different from other conventional silicon based manu-
facturing of RFID tags. This proves to be very useful in
avoiding electromagnetic interference as the acoustic
waves do not interfere with neither the electric nor
magnetic fields, while silicon based IC tags are instan-
taneously identified using EM fields.

6) Since SAW tags are passive in nature, they are cheaper
compared to active RFID tags. They are also superior to
both active and passive RFID tags due to their robust-
ness against EM interference.

7) Also, SAW RFID tags are more robust and can also
work under hazardous environmental conditions such
as high amounts of dust, higher temperature environ-
ment such as in boilers, heat exchangers, high pres-
sure areas such as in physical structures, humidity and
radiation. Active and passive IC based RFID tags show
poor performance under such conditions. Furthermore,
SAW tags also possess the capability to withstand
higher temperatures up to 750◦C unlike the silicon
based IC tags [77].

8) SAW tags can also operate very efficiently in metal-
lic environments with higher accuracy while other IC
based tags cannot provide sufficient performance due
to rapid and instantaneous absorption of signals by the
metallic objects.

Since SAW tags operate in acoustic mode and also con-
sists of a finite delay line that separates the transmitted and
received RF pulse in itself, the time delay of SAW tag is usu-
allymuch larger than themultipath delay. Hence, the response
of SAW tag arrives much later than the multipath reflection
delay. As a result, SAW tags can easily compensate for any
multipath reflections in a given environment. Papers [61] and
[78] reported identification and localization using SAW ID
tags and Ultra-Wide Band (UWB) SAW RFID tags which
were fabricated at 2.5 GHz and 1 GHz respectively. The
authors had proposed an RF signal bandwidth of 50 MHz
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which corresponds to a pulse width of 20 ns duration in time
domain. With the proposed system, numerical results show
that the estimated accuracywas around 6 cm for a temperature
of 20◦C and 12 cm for a 40◦C temperature raise. SAW tags
with good response characteristics can provide a read range of
up to 30 m [27]. This will be an ideal system when the RFID
reader is assumed to be placed in the middle, the tags can
cover 30 m to the left, right, north and south. This can provide
a cell coverage area of 60 x 60 m2 and is useful for many
tracking applications. When multiple readers are deployed
within the area along with multiple SAW tags, a much larger
area comparable to active IC based RFID tags can be easily
covered.

5) LIMITATIONS OF SAW BASED RFID TAGS
While SAW tags provide immense benefits as mentioned
above, there are certain limitations and features that SAW
tags still lack today. While active tags possess the feature
of Read/Write operation where the tags can be written (only
once), SAW tags do not contain that feature yet. Compared to
active tags, SAW tags do not offer a read range of up to 100 m
at present. But this can be achieved or even improved further
than this through proper reduction in device’s insertion (for
two-port device) and reflection loss (one-port device) fol-
lowed by further design optimizations. Finally, in terms of
security, SAW tags do not contain such additional features
such as cryptographic modules as the active tags. Hence,
robust cryptographic algorithms must be developed at the
reader side to overcome security and privacy issues in SAW
RFID tag-reader systems. And also, while SAW RFID tags
do offer competitive advantages compared to silicon based
IC and other chipless tags such as conductive ink based, they
face a challenge of cost reduction [28]. To solve this problem,
an appropriate choice of piezoelectric material in conjunction
with a low cost fabrication technique will bring down the cost
of manufacturing SAW RFID tags.

III. PERFORMANCE METRICS AND IMPORTANT FACTORS
AFFECTING RFID TAG PERFORMANCE AND
COMMERCIALIZATION
While many use-cases or applications of such RFID tags
are present, a widespread adoption and more research and
development is still required and is undertaking at present
such as resolving security issues, improving the read range,
reducing the cost and ability to simultaneously readmany tags
at a time. Certain factors pertaining to RFID technology are
given which include:

A. PROPER REGULATION & STANDARDIZATION OF RFID
TAGS
Although the characteristics of application and the scenario
determines the appropriate tag to be used for the same, many
standards provide freedom of using communication protocols
and the way in which the information has to be stored in
the tag. Companies manufacturing and locating various assets
may encounter conflicts and need to agree with the standards

related to communication protocols such as data rate, type
of modulation, packet encoding, frame sequencing and other
anti-collision management strategies.

B. COST
The cost of RFID tags depend on the type i.e. the design
constraint. Though the 2003 report on ‘‘RFID system used for
Supply Chain management’’ [26] claimed a predicted reduc-
tion in costs, the results are still insufficient as labor costs
and zero tag data generation to other parties also introduce
costs whichwould vary between 5 and 25 cents from common
item level tagging to tagging high end products. IC based
active RFID tags are expensive and have to be replaced very
frequently due to their limited battery life also.

C. COLLISION
While multiple tags transmit their identification code fol-
lowed by other additional information to the proximity RFID
readers, data collision is an inevitable issue and needs to
be addressed carefully. To prevent such issues, many anti-
collision algorithms for the reader side have been proposed
and patented. The cost required to incorporate such protocols
and to reduce them is still underway according to papers [7]
and [26]. Active IC based RFID tags provide many features
such as security, varied data form types and so on which can
possess a large memory to maintain sophisticated communi-
cation protocols between the reader and tag. Passive RFID
tags that are IC based do not contain such features and must
be synchronized (e.g., time, frequency) to avoid collision.

D. SECURITY AND PRIVACY ISSUES
One of the most common issues in RFID technology is when
unauthorized people read and write or manipulate the infor-
mation on the tag by introducing a programmable mechanism
such as virus and other firmware update mechanisms. Hence
it becomes important to prevent such unauthorized personnel
from reading or manipulating the information present in the
tag. To achieve this, encryption algorithms must be robust
against such attackers such that the algorithm cannot be
breakable.

E. FAULTY MANUFACTURE OF RFID TAGS
Certain tags have a tendency to be damaged when under
usage. Many application challenges need to fulfil through
the use of multiple tags, and still none of them which are
IC based tags are completely invulnerable. They result in
physical damage where the degree of damage varies from
one application to another. The end result will cause a lower
read range or even a read failure. This leads to a hidden tag
problem. This could result in a huge loss in certain business
firms such as when identifying the goods, pallets or items,
any missing commodity would result in a reduced profit.

F. BLOCKING TAGS VIA SOFTWARE INTRUSION
Many applications in paper [26] had reported on the potential
to become vulnerable when the RFID system is connected

91640 VOLUME 8, 2020



K. Suresh et al.: Comparative Survey on Silicon Based and SAW-Based RFID Tags: Potentials, Challenges, and Future Directions

TABLE 1. Various frequency bands and corresponding read range.

to a database server. SQL injection attacks could alter the
information present in the tag which would convey a differ-
ent meaning than previously thought. This problem can be
resolved by erasing and damaging the tag once the purchase
of any commodity has been done. The tag cannot be read
again if the item has already been purchased.

G. READ RANGE/INTERROGATING RANGE OF
READER–TAG
The interrogating range between the RFID reader and tag
does play a vital role in determiningwhich tags are superior in
their technological aspects. Generally, a larger read range will
be suitable for long range and large scale applications such as
in warehouses whereas a longer range may not be necessary
for applications such as a small grocery store or within a
home. However, a longer read range is one of the primary
benefits that RFID technology offers compared to other auto
ID approaches such as bar codes, magnetic stripes and others.
Though there are certain applications such as access control
for a person or a moving car where a longer read range may
not be necessary, this characteristic will be useful for other
applications such as inventory and asset control. Table 1 con-
tains the plausible read range for various frequencies in the
microwave, LF and HF spectrum.

IV. PERFORMANCE EVALUATION AND COMPARISON,
POTENTIALS AND CHALLENGES OF SILICON BASED IC
AND SAW BASED RFID TAGS
According to the literature survey on active and passive sil-
icon based IC RFID tags, many identification and tracking
applications where such tags are used exhaustively provide a
strong advocacy for the deployment of such tags for the same.
Active based tags that rely on an internal battery powered
module can use it to power the microchip as well as to
transmit the signal from the tag antenna. Active tags can
generate more power due to which increases the read range
interrogation between the RFID reader and the tag.

A typical read range distance between the reader and tag
when active tags are used is around 30 m or can go up
to a maximum of 100 m depending on the nature of the
environment and also on the type of tag used. Active tags
can also provide other features such as allowing different

types of data forms such as ID number, nature of product
on which the tag is placed on and cryptography and privacy
modules which ensures privacy and authentication with the
nearby readers so that the likelihood that an eavesdropper can
access or manipulate the information can be prevented. Also,
the detection of forged tags can be performed which can save
huge losses. But the major challenge is that the encryption
algorithms designed for the tag must be robust enough to
prevent such eavesdroppers frommisusing the RFID devices.
Another challenge is that active tags are expensive due to such
additional features which limits the potential to be deployed
in large numbers such as in healthcare, hospitals and in
inventory and asset control and replacing with newer batteries
is also a debatable issue for active tags. Active tags also suffer
a huge loss in hazardous conditions such as high temperature,
high pressure, environments below freezing point, places
susceptible to very high mechanical vibrations, humidity,
radiation and so on. Hence, the applications of such tags are
also limited to only specific scenarios. In particular, certain
applications such as transferring healthy organs of a patient
require that the pallets or items be stored under extreme
pressure and temperature conditions. In such scenarios, active
tags does not provide sufficient intensity (reflected power) of
identification and an appreciable read range. This example
can be applicable to any other similar scenario that pose a
stringent requirement regarding the nature of environment.

On the other hand, passive IC based RFID tags are rel-
atively cheaper than their counterpart, active tags, and can
be thought of as a tag that can be easily deployed in large
numbers for applications such as identification or tracking
of millions of data center assets in logistics, identifying con-
tainers during shipments and even when they are mobile. But
the challenge of such tags is that they cannot operate beyond
a certain range. The read range of passive IC tags is also
limited to a minimum of 3 m and up to 6 m. Unlike active
tags that can provide additional features such as security
and privacy modules and others, passive tags do not offer
suchmodules. The primary distinguishing characteristic from
active tags stems from the cost of operation, lower read range
and without additional feature modules. As such, passive IC
based tags are not designed to offer such advantages like
active tags which in turn becomes a questionable technol-
ogy when privacy issue becomes a critical factor. Passive
silicon based IC tags also suffer from a huge loss under
many hazardous conditions such as those mentioned in the
preceding paragraph. Hence, similar consequences are faced
by passive IC based tags too. As a result, the deployment
of such tags is also limited to very specific applications
like active tags. Therefore, a motivation to conduct research
and develop SAW based RFID tags is very high among the
researchers from both academia and industry as they provide
many attractive features which the silicon based IC tags
cannot offer. Semi-passive tags are another class of passive
tags which rely not only on the reader’s power but also on
other energy harvestable sources such as organic solar cells.
While the latter can be an alternative for flexibility and low
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TABLE 2. A comparative summary of various silicon based ic and saw based rfid tag technologies.

fabrication cost, these tags tend to degrade in performance
under hazardous conditions. The interfacing of such energy
sources with the main RFID module also increases the form
factor which in turn raises the operating cost of such tags.

Surface Acoustic Wave (SAW) tags are built with a unique
design compared to conventional silicon based RFID tags.
These tags exploit the principle of piezoelectricity by utiliz-
ing various types of piezoelectric substrates such as Quartz,
Lithium Niobate (LiNbO3) and so on. They are also passive
like passive tags in silicon based IC type. They are small,
rugged and offer superior signal processing functionalities
compared to conventional IC based tags. Compared to active
tags, SAW tags can also provide a read range of 5 m and
up to 30 m as claimed by paper [27], but could also be
extended using multiple readers and also by improving the
performance of the tag such as minimizing the reflection and
insertion loss and maximizing the coding gain. SAW RFID
tags can be robust than active and passive silicon based RFID
tags even in hazardous and adverse climatic conditions and
can provide a much better accuracy than the silicon based
tags under the same conditions. While passive tags based
on both IC and SAW can be cheaper, SAW tags offer other
important characteristics and benefits such as the ability to
compensate multipath reflections occurring due to external
objects in the environment, robustness under harsh environ-
ments, robustness against electric and magnetic fields due
to acoustic mode operation, better read range distance of
up to 30 m even under extreme conditions, which makes it
popular than conventional silicon based tags and reasonable

level of security due to impossibility in manipulating the
SAW tag via software programs like virus and other firmware
updates or counterfeiting. However, issues such as replicating
tag information do exist for SAW tags too. In these cases,
blocking the tags once the item is purchased can be a good
solution so that problems such as reducing the cost in a blank
tag using the information present in an expensive item can be
avoided.

Because of low radiated power of around 10 mW, SAW
tags have a substantially higher order of interference rejection
than silicon based IC tags. The reading process of SAW tags
permits a direct as well as accurate measurement of various
parameters such as temperature, pressure, gas concentration
and others. Thus, SAW tags show an inherent capability to
operate as sensors too. They can operate in the 2.45 GHz
ISM band which is compliant with RF emission rules and
regulations throughout the world whereas the use of IC based
tags demands specific certifications and licenses. Addition-
ally, SAW RFID tags can also operate in many metallic envi-
ronments while silicon based IC tags suffer losses from such
metallic reflections [79]. On a similar note, SAW tags can
be attached on metal objects too. SAW tag systems achieve
greater penetration into various pallets that contain metals
[80]. Thus, when comparing the SAW technology with the
silicon based IC tags, there are certain trade-offs in terms
of privacy issues between active and SAW based RFID tags
while the read range is far higher than the passive tags which
are silicon based IC. This reading range could also be further
extended through a large energy. By interrogating with a
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wideband signal, it provides an accurate estimation of various
signal parameters such as Time of Arrival (ToA), Received
Signal Strength Indications (RSSI) and so on. Before RFID
technology could be deployed, the problems pertaining to it
such as read range, security and privacy, collision of tags and
high cost of operation should be resolved so that they can be
deployed in all applications [81]–[92]. Though these issues
still exist for RFID systems, it can be seen that SAW based
RFID tags providemany other attractive benefits that makes it
a promising candidate for developing robust RFID systems.
Certain benefits that are obtainable from SAW based RFID
tags are such that they provide a high degree of versatility
compared to the conventional silicon based IC tags, given
their excellent stability under varying and harsh environ-
mental conditions such as high temperature and pressure,
environments prone to extreme mechanical vibrations and
others. While all silicon based IC tags face problems such
as electromagnetic interference and multipath reflections,
SAW tags can greatly compensate such effects and provide
outstanding characteristic responses compared to the former.
These attributes provide a strong motivation to do extensive
research into the development of SAW RFID tags. A detailed
comparative summary into the silicon based IC and SAW
based RFID tag technologies is provided in the Table II.

V. CONCLUSION
This article presented a detailed review of existing types of
RFID tags and technologies namely the active and passive
which are based on silicon based IC and SAW technology
and critically reviewed the complete RFID reader-tag system
for a thorough insight. Many application scenarios based
descriptions were explained in section II to emphasize the
importance of where and how RFID technology found such
numerous applications. Then the major features of active and
passive IC based and SAW based, their structure and working
principle were thoroughly discussed, including the reader
design, the reader interrogation technology such as the near
– field and far – field communication protocols, the relevant
research work performed in the RFID identification domain
and various conclusive results have been made regarding read
range, security and privacy, cost and other factors. Then,
various benefits and limitations of using active and passive
RFID tags have been enlisted to show where one tag is better
than the other for certain applications.

Many outlying characteristics, advantages followed by
limitations of SAW RFID based tags were discussed and
compared with other silicon based IC RFID technologies.
As such, according to the existing work on RFID tag designs
and their implementation across various testbeds and eval-
uation, it can be seen that passive SAW based RFID tags
can provide immense benefits in terms of cost, read range,
robustness against a variety of interference sources such as
electromagnetic, hazardous or harsh environments such as
high temperature and pressure, humidity and radiation in
comparison to silicon based IC tags.

This article is the first one to provide a comprehensive
review on all types of RFID tags technologies that are quite
established and popular among the researchers from both
academia and industry. Furthermore, this article analyzed the
characteristics and performance of silicon based IC and SAW
based RFID tags and made conclusive remarks on crucial
factors such as read range, cost, robustness against external
impediments, and more importantly on security and privacy
issues.While other kinds of chipless tags based on conductive
ink also exist, they are ignored in this review as they are
constrained by factors such as large tag size, limited data
storage capacity, shorter read ranges and inability to survive
in extreme weather which severely impacted the penetration
of such tags into the RFID market. Next, this article reviewed
potentials, open challenges and provided future directions for
the use of SAW based RFID tags in various identification
applications. While concerns related to security and privacy
should be resolved so that the growth of RFID technologywill
accelerate quicker than before, SAW based RFID tags appear
to provide other attractive benefits that outweigh its limita-
tions in other factors. Though SAW RFID tags do provide
competitive advantages compared to other RFID tag tech-
nologies, achieving a very low cost followed by addressing
the problem of security and privacy of such tags still remains
an open challenge for such tags. fixing issues such as cost and
security of SAW tags improves the probability to deploy such
tags for several tracking applications.

VI. FUTURE DIRECTIONS ON SAW RFID TAGS
Since the silicon based IC tags are already mature as a lot of
study and research has been conducted, research and develop-
ment into such tags is not very popular at present, and partly
due to varying limitations across various types of such tags.
On the other hand, there is a lot of scope to conduct research
in SAW based RFID tags to improve its performance across
various dimensions which include 1) Read Range, 2) Manu-
facturing cost and, 3) Security and privacy. For a given fre-
quency of operation, an appropriate piezoelectric material in
conjunction with a low cost fabrication technology would be
the direction towards minimizing the cost of manufacturing
such tags (to 5 cents) which can eventually find numerous
applications for identification. In particular, the focus of SAW
devices should be directed towards multilayer piezoelectric
material design where more than one material is deposited on
top of each other. In the light of this, silicon based multilayer
structure which is ComplementaryMetal Oxide Semiconduc-
tor (CMOS) compatible has been on the rise and is found
to be attractive due to low cost. A design such as this can
bring down the cost to 5 cents when utilized for SAW tags.
Furthermore, flexible polymers can be an excellent choice of
substrate when designing SAW tags that need to be fixed on
any object or item of interest that need to be tracked. SAW
based RFID tags, in general, provide an excellent techno-
logical competence compared to silicon based IC tags. How-
ever, to convert this idea into a large scale business, several
scientific and technological challenges should be resolved,

VOLUME 8, 2020 91643



K. Suresh et al.: Comparative Survey on Silicon Based and SAW-Based RFID Tags: Potentials, Challenges, and Future Directions

and the fabrication cost of such tags as mentioned before
should be reduced to an appreciable value. SAW RFID tags
should also be improved in terms of privacy and security
issues to prevent unauthorized access so that cheaper and
secure tags can eventually be a reality. Finally, we hope and
expect that this article will promote further research and
development and improve the feasibility of deploying pas-
sive SAW based RFID tags for various identification based
services.
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