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ABSTRACT This paper proposes a false target jamming method for countering ISAR based on two-
dimensional frequency modulation. The target template is created according to the ISAR image of a true
target. Then the range modulation signal, of which the frequency relates to each range cell of the template,
is generated using direct digital synthesizer. The creation of modulation signal can be implemented parallel
to accelerate the algorithm. All the range modulation signals are added up after amplitude adjustment
and Doppler phase modulation. At last the jamming signal is derived from the multiplication between the
intercepted radar signal and the modulation signal. Using the property of linear frequency modulated signal
and frequency modulation, the jamming signal creates a false target of high fidelity after ISAR imaging. The
proposed method is real-time when producing a false target with simple structure. For a template consists
of a great many scatterers, the jamming algorithm is separated into real-time stage and off-line stage, which
fulfills the generation of modulation signal after obtaining the radar parameters. The jamming effect on ISAR
is presented through simulation results and the validity of the method is verified.

INDEX TERMS Frequency modulation, deception jamming, DDS, ISAR, LFM.

I. INTRODUCTION
Inverse synthetic aperture radar (ISAR) has the ability to
provide two-dimensional (2-D) images of the observation
target. Due to the all-weather, day-and-night, and high res-
olution property, ISAR has been widely applied in both civil
and military fields [1]–[3]. Along with the development of
ISAR technology, various electronic countermeasures have
been proposed against this powerful imaging radar to prevent
it from detecting or imaging the potential target [4], [5]. The
jamming approaches can be classified into two categories
according to the energy source: passive jamming and active
jamming [6]–[8].

The passive jamming does not emit electromagnetic
signals, but utilizes rotating object [9], or makes use of spe-
cial materials to change the reflection property of the target
[10], [11]. Covered by a cross-shapedmetamaterial, the target
turns into two false targets on the ISAR image and none of the
targets is located at the real position [12]. The phase-switched
screen (PSS) imposes phase modulation onto the radar signal
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to redistribute the energy of signal into sidebands [13]. If the
radar signal is a wideband linear frequency modulated (LFM)
signal, the signal reflected by PSS may still occupy some
bandwidth of the radar receiver, which induces multiple false
targets according to the PSS property [14], [15]. Active fre-
quency selective surface (AFSS) can dynamically switch its
scattering intensity and impose amplitude modulation onto
the radar signal [16]. This method can be treated as the
passive implementation of the interrupted-sampling repeater
jamming, capable of generating 3-5 false targets along the
range or azimuth direction.

In general, the property of passive jamming is fixed since
it relies on the physical characteristic of the material. The
active jamming is more flexible because the jamming signal
is transmitted by a jammer, which can set the jamming param-
eters dynamically. The active jamming can be classified into
barrage jamming and deception jamming. A barrage jammer
transmits noise-like signals with large power, aiming at cov-
ering the echo of real target. Considering that ISAR achieves
a high signal-to-noise ratio (SNR) by coherent processing
both along the two dimensions, the power of jammer must
be very large to guarantee the valid jamming [17]. Thus more
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attentions have been paid to the deception jamming method,
which simulates the true target echo and achieves part of the
processing gain [18], [19].

How to modulate the movement property, the structure
information, and the scattering property of a target onto the
intercepted radar signal is an important problem to decep-
tion jammer. The modulation method directly determines the
fidelity of the false target and the jamming effect. Various
methods, such as scatter-wave jamming [20]–[22], digital
image synthesizer (DIS) method [23], [24], and convolution
method [25], are proposed to deal with this problem. The
scatter-wave method transmits the jamming signal to the
protected target instead of the radar. After reflected by the tar-
get, the jamming signal contains all the target’s information,
which makes the jamming signal similar to the true target
echo. Based on the model of scatter-wave jamming, the sub-
Nyquist jamming [26], the 0-π phase modulation method
[27]–[29], and the micro-motion jamming method [30], are
developed and analyzed. Nevertheless, the application of
scatter-wave method is quite difficulty because the jammer’s
receiving antenna must head to ISAR and the transmitting
antenna should point to the real target. Meanwhile, the power
of the jamming signal is hard to satisfy the demand for a
successful jamming.

The DIS method, a milestone countermeasure, can form
a false target as same as the target template on the ISAR
image. But this method suffers heavy computation load, lacks
of vivid target template, and is hard to simulate the scattering
property of the target. This shortcoming is overcome by
the convolution method where the electromagnetic scattering
model is used to represent a target. But the convolution
method also requires large computation sources and it is very
time-consuming when the template is quite large. Consid-
ering the status of ISAR deception jamming, we propose
a real-time jamming algorithm against ISAR based on 2-D
frequency modulation. The target template is created from
a real ISAR image to guarantee the fidelity. The algorithm
is real-time when creating a small false target. It can be
separated into off-line stage and real-time stage when the
computation resource is limited. Only one multiplication is
needed to generate the jamming signal in the real-time stage.

II. THE PROPOSED JAMMING METHOD
A. PROPERTY OF THE TARGET ECHO
To begin with, we analyze the property of radar signal
reflected by a target. In Fig. 1, the xoy coordinate system is
established on the center of jammer as the original point o.
The y-axis, of which the positive direction is defined as the
range direction, stands for the light-of-sight (LOS) of ISAR.
The x-axis is perpendicular to the y-axis and its positive
direction is named as the azimuth direction. The ISAR locates
at position I in this figure.

We use point A in the target to analyze the property of
target echo. The radar wave reflected by A is the delayed
replica of the transmitted signal after time delay 2|IA|/c,

FIGURE 1. The model of ISAR imaging.

where c denotes the speed of electromagnetic wave, |IA|
is the instantaneous distance from ISAR to point A. After
the translational motion is compensated, the movement of
target can be treated as the rotating model. Suppose that the
coordinate of point A is (xA, yA) and point A is rotating with
the target at an angular velocity ω, then the coordinate of A at
time t is:

xA = r cos(θ0 + ωt)

yA = r sin(θ0 + ωt) (1)

where r is the slant distance from point A to origin o. θ0 is the
included angle between point A and the positive direction of
x-axis at initial time.

Suppose that ISAR locates at (0,−r0), then the instanta-
neous distance from point A to ISAR is:

|IA|=
√
x2A+(yA + r0)

2≈r0+r sin(θ0+ωt)=r0+yA (2)

Equation (2) is obtained in the far field where r0 � r .
|IA| can be approximated as the sum of r0 and the
y-coordinate of point A.

The corresponding Doppler frequency of point A is:

fd (A) =
2
λ

d |IA|
dt
=

2ωr cos(θ0 + ωt)
λ

=
2ω
λ
xA (3)

where λ is the wavelength of radar signal.
From (3) we see that the Doppler frequency relates to the

angular velocity ω, the wavelength λ and the x-coordinate of
point A. Because the range processing is independent from
the azimuth processing in ISAR imaging, we can build up the
range modulation signal and the azimuth modulation signal,
respectively.

B. RANGE MODULATION SIGNAL
We select an ISAR image of a target as the template, of which
the size is M1y (in range) × N1x (in azimuth). M and
N are the numbers of template cells in range direction and
azimuth direction, respectively. 1y and 1x mean the resolu-
tion of range direction and azimuth direction, respectively.
According to the time-frequency property of LFM signal,
the matched filter result of the LFM signal with certain
frequency modulation will deviate from its original loca-
tion [15]. In this paper, the central point of false target is at the
jammer’s location. Then the relative distance of each scatterer
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on the false target is computed by taking the origin o as a
reference. In terms of point A, the relative distance between
origin o and A is approximately equal to yA, so the frequency
of range modulation signal is:

fm(A) =
2γ yA
c

(4)

where γ is the chirp rate of LFM signal.
From (4) we see that the frequency is directly proportional

to γ and yA. In the same way, the modulation signal cor-
responds to each range cell of the target template can be
descried as:

Irm(t) = exp(j2π
2γm1y

c
t) = exp(j2π fmt) (5)

where t is the fast-time. m stands for the mth range cell of the
target template.

C. AZIMUTH MODULATION SIGNAL
In Fig. 1, some scatterers may locate at different azimuth cells
but share with the same range cell. ISAR distinguishes these
scatterers by their Doppler frequencies. So we need modulate
different Doppler frequencies onto the range modulation sig-
nal according to the azimuth location of each scatterer. The
azimuth modulation signal is:

I ′rm(t, ta) = exp(j2π fmt)× exp(j2π fdnta) (6)

where fdn is the Doppler frequency of each scatterer. ta is the
slow-time. The expression of Doppler frequency is:

fdn =
n1x × PRF

Ndδa
(7)

where n is the nth azimuth cell of the target template. Nd is
the number of radar pulses used for an ISAR image. δa is the
azimuth resolution of ISAR image. PRF stands for the pulse
repetition frequency of the radar signal.

The second exponential term in (6) only varies with the
slow-time ta, which means that it remains unchanged during
the pulse width of radar signal. It attaches an initial phase to
the range modulation signal.

The azimuth resolution of ISAR image is [3]:

δa =
λ× PRF
2ωNd

(8)

Substituting (8) into (7), we derive:

fdn =
2ωn1x
λ
=

2ω
λ
x (9)

Equation (9) indicates that the Doppler frequency of each
scatterer relates to the x-coordinate of the scatterer, the wave-
length λ, and the rotating angular velocity ω. ω and the
scatterer’s coordinate are controlled by the jammer.

Now we can get the azimuth modulation signal for each
scatterer. In order to create a modulation signal which is able
to reflect the scattering coefficients of different scatterers,
the modulation signal should be modified by introducing the
scattering coefficient σ .

I ′rm(t, ta) = σ × exp(j2π fmt)× exp(j2π fdnta) (10)

In the real scene, the target echo is the superposition of
radar signal reflected by each scatterer (in different range
cells, different azimuth cells) in space. So we sum all the
azimuth modulation signals which locate at the same range
cell. Then (10) turns into:

Im(t, ta)=
N∑
n=1

σ (m, n)×exp(j2π fmt)×exp(j2π fdnta) (11)

Due to the time-frequency coupling property of LFM sig-
nal and the linearity of matched filter process, the modulation
signal of each range cell can be summed to derive one mod-
ulation signal.

I (t, ta) =
M∑
m=1

N∑
n=1

σ (m, n)× exp(j2π fmt)× exp(j2π fdnta)

(12)

Equation (12) indicates that the final modulation signal is
the weighted superposition of multiple single-tone signals,
which can be produced by direct digital synthesizer (DDS).
The time length of I (t, ta) is determined by the fast-time t ,
which is usually equal to the pulse width of radar signal.

D. THE JAMMING SIGNAL
Suppose that ISAR transmits an LFM signal and its expres-
sion in base band is:

s(t) = rect(
t
Tp

)× exp(jπγ t2) (13)

where Tp, γ is the pulse width and the chirp rate, respectively.
The bandwidth of LFM signal is B = γTp.
The jamming signal is the multiplication result of s(t)

and the modulation signal I (t, ta). Without loss of generality,
we still use point A, of which the scattering coefficient is set
to 1, to discuss the jamming signal, which is:

sjA(t, ta) = rect(
t
Tp

)× exp(jπγ t2)

× exp(j2π
2γ yA
c

t)× exp(j2π
2ωxA
λ

ta) (14)

From (14) we know that the jamming signal changes with
the slow-time ta due to the third exponential terms, which
refers to the Doppler frequency.

Now we obtain the expression of the jamming signal.
To sum up, the jamming algorithm includes the generation
of the modulation signal and the creation of the jamming
signal. The procedure to create the modulation signal is
shown in Fig. 2(a). Because the frequency in (5) or (9)
is constant for each cell of the target model, the modula-
tion signal corresponds to the range or azimuth cell can be
computed parallel to enhance the real-time performance of
the jamming algorithm. The amplitude modulation and the
summation of all the modulation signals are implemented
by multiplications and additions using pipeline technology.
The procedure to generate the modulation signal is listed as
follows:
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FIGURE 2. Block diagram of the 2-D frequency modulation jamming
algorithm. (a)The generation of the modulation signal. (b)The creation of
the jamming signal.

1) Create range modulation signal using DDS.
2) Modulate Doppler phase onto each range modulation

signal.
3) Conduct amplitude modulation on each range modula-

tion signal.
4) Sum all the range modulation signals to obtain the final

modulation signal.
We see that the modulation signal is obtained after 4 steps.

Since DDS outputs signal consecutively after the frequency
value is set, the Doppler phase can be added to the DDS
output signal by complex multiplication or phase rotation.
Then the phase-modulated signal is multiplied by the scat-
tering coefficient of each scatterer. At last, the modulation
signal corresponding to each range cell is summed to derive
one modulation signal. Because only additions and multi-
plications are included in the above steps, these procedures
can be implemented by pipeline technology to consecutively
generate the modulation signal. Taking the processing time
of FPGA into consideration, the modulation signal starts to
output data after several periods of FPGA clock, i.e., tens
or hundreds of nanoseconds. Thus the proposed algorithm is
real-time because only one time of multiplication between the
modulation signal and the intercepted radar signal is needed
to produce the jamming signal.

Since the creation of each range modulation signal is
implemented parallel to accelerate the algorithm, the con-
sumption of computation resource increases when the scat-
terers of target model become more. If the target consists
of fewer (tens or hundreds of) scatterers, the computation
resource of FPGA is enough. When the target is complex in
structure and has thousands of scatterers, the generation of the

modulation signal can be realized in off-line since only a few
radar parameters are needed, as shown in Fig. 2(b). On the
off-line occasion, the real-time performance of the method
degenerates because the jamming signal cannot be produced
during the time when jammer creates the modulation signal.

III. ISAR IMAGING FORMATION
A. 1-D RANGE PROFILE
According to [7], the matched filter result of the LFM signal
with frequency shift fr can be written as (the phase item is
omitted):

P0(t) =
(
1−
|fr |
B

)
× sinc

(
B
(
t +

fr
γ

))
(15)

where

sinc(x) =
sin(πx)
πx

(16)

From (15) we see that when fr 6= 0, P0(t) peaks at
t = −fr/γ . Let’s analyze the matched filter result of the
jamming signal in (14). The 1-D range profile of the jamming
signal is:

I1(t, ta) =
(
1−
|2γ yA/c|

B

)
× sinc

(
B
(
t +

2yA
c

))
× exp(j2π

2ωxA
λ

ta) (17)

The maximal value of (17) appears at tA = −2yA/c. Con-
verting tA from time-domain to range-domain, the result
stands for a distance which equals to the y-coordinate of
point A. The negative sign ‘-’ indicates that the range position
of A on ISAR image is opposite to its coordinate in target
template.

B. 2-D ISAR IMAGE
In general, ISAR achieves the high resolution along the
azimuth direction by conducting fast Fourier transform (FFT)
in the slow-time domain. Carrying out FFT of (17) in slow-
time domain, the false target on the range-Doppler plane has
an expression as:

I2(t, f ) = TM

(
1−
|2γ yA/c|

B

)
× sinc

(
B
(
t +

2yA
c

))
× sinc

(
TM

(
f −

2ω
λ
xA

))
(18)

where TM is the processing time for an ISAR imaging.
In (18), the peak value along the azimuth direction appears

at:

fA =
2ω
λ
xA (19)

The corresponding azimuth location of fA on the ISAR
image is:

x =
fA

PRF/Nd
× δa = xA (20)

Equation (20) shows that the x-coordinate of point A can
be correctly formed by ISAR after the azimuth processing.
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Previous analysis validates that the 2-D frequencymodulation
jamming signal is valid to generate a false point on the ISAR
image. Considering the linearity of frequency modulation,
LFM signal, and ISAR imaging processing, the proposed
method is effective to generate a false target on ISAR image.

IV. PARAMETERS DISCUSSION
A. ESTIMATING ERROR OF CHIRP RATE
According to (5), the range size of false target is contained
in the frequency of modulation signal, which is based on
the estimating value of chirp rate γ . In consideration of the
estimating error in γ , the frequency of range modulation
signal should be written as:

f ′m =
2γ ′y
c

(21)

where γ ′ is the estimating value and y is the y-coordinate of
the false target.

Since the deviated range distance of the matched filter
result relates to the modulation frequency, the corresponding
range size of (21) is:

y′ =
γ ′

γ
y = (1+ ηr )y (22)

where

ηr =
γ ′ − γ

γ
(23)

is the estimating error of γ .
Equation (23) illuminates that the range size of the false

target is affected by ηr . The false target’s length on the ISAR
image may be larger or smaller than its true size due to
relationship between γ and γ ′.

B. ESTIMATING ERROR OF WAVELENGTH
According to (9), the Doppler frequency of each scatterer
relates to ω and λ. Now we use λ′ to represent the estimating
value, then the Doppler frequency in (9) turns into:

f ′dn =
2ω
λ′
x (24)

After ISAR processing, the x-coordinate of false target
corresponds to (24) is:

x ′ =
λ

λ′
x = (1+ ηλ)x (25)

where ηλ is defined as the estimating error of λ.

ηλ =
λ− λ′

λ′
(26)

when λ′ > λ, the Doppler frequency is smaller than we
need, which causes the azimuth size of the false target to
decrease. On contrary, the false target becomes larger along
the azimuth direction.

C. THE INFLUENCE OF ROTATING ANGULAR VELOCITY
According to (8), the azimuth resolution of an ISAR image
is determined by the rotating angular velocity ω of the target,
which is an estimating value to ISAR. In this paper, ω is set
by the jammer, so the estimating value ω′ in ISAR maybe
different from the jamming parameter ω.

After introducing ω′, the azimuth size of target is:

x ′ =
ω

ω′
x = (1+ ηω)x (27)

where

ηω =
ω − ω′

ω′
(28)

is defined as the estimating error of ω.
Because the estimating error in ω′ affects the azimuth

resolution of ISAR image, the azimuth size of the false target
will be larger than its real size when ω′ < ω, whereas it will
be smaller.

D. AMPLITUDE COMPENSATION
According to (15), the amplitude of P0(t) decreases when
fr 6= 0. After frequencymodulation, the frequency span of the
modulated signal will exceed the bandwidth of LFM signal
and the exceeded part cannot achieve the processing gain.
Considering a scatterer located far from the origin, the ampli-
tude of the signal which represents for the scatterer decreases
heavily due to the large frequency shift. To guarantee that the
amplitude of each scatterer coincides with the target template
after ISAR imaging, an amplitude compensation coefficient
for each range cell is needed.

Ar =
B

B− |fr |
(29)

By introducing Ar , the modulation signal of each range cell
has different amplitude gains to compensate the amplitude
loss brought by the frequency shift.

E. FREQUENCY MODULATION RESOLUTION
In this paper, the range modulation signal consists of multiple
single-tone signals, each of them represents one range cell of
the target template. To distinguish two neighboring scatterers,
the frequency resolution of range modulation signal is:

fro =
2γ1y
c

(30)

which is the demand for minimal frequency of DDS. Since
fro is directly proportional to 1y and γ , the jammer can set
the resolution of DDS according to the template’s resolution
and the typical value of γ .
From Fig. 3(a) we see that when B is fixed, the fre-

quency value decreases as the pulse width increases. When
B becomes large, the frequency value increases since
γ = B/Tp. To output a signal of lower frequency, the bit
width of the phase-adder in DDS must increase and it con-
sumes more resources. Generally speaking, the bandwidth of
LFM signal is quite large in ISAR imaging, so the frequency
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TABLE 1. Comparison of the computational complexity.

FIGURE 3. The frequency resolution and the maximal frequency value of
DDS. (a)The demand for frequency resolution. (b)The maximal frequency
value.

resolution for a template with 0.75m range resolution varies
from 25-500kHz when B = 100MHz, which is appropriate
for DDS.

The maximal output frequency of DDS is determined by
the range size of target template. The frequency in Fig. 3(b)
refers to a target of 150m in length. Considering the ampli-
tude loss of the LFM signal with frequency modulation after
matched filter, the maximal frequency should better be less
than B/2.

2Lγ
c
≤
B
2

(31)

where L denotes the range size of the target template. Substi-
tuting γ = B/Tp into (31), we arrive at:

Tp ≥
4L
c

(32)

For example, the jamming method performs well to gen-
erate a target of 150m on ISAR image if the pulse width of
LFM signal is larger than 2µs, which is easily satisfied for
most ISAR signals.

F. COMPUTATION RESOURCE REQUIREMENT
The comparison of the computational complexity between the
proposed two-dimensional frequency modulation deception
jamming (2-D FMDJ) method and T-DIS method [31] is
presented in Table. 1. Since the computational complexity
relates to the samples number of the intercepted radar signal,
we assume that the samples number isMs for one radar pulse
and the ISAR image is formed by Nd pulses. The target
template consists of M × N cells.
In T-DIS method, the generation of the modulation

signal begins from the 2-D FFT. The FFT number is
Mr and Md for range direction and azimuth direc-
tion, respectively. Mr (Mr > Ms) or Md (Md > Nd ) is a
power of two for the fast computation. For an FFT of
Mr points, the number of multiplications is Mr log2 Mr
and the number of additions is Mr

2 log2 Mr . Then the
total number of multiplications for the 2-D FFT is
Md ×Mr log2 Mr +Mr ×Md log2 Md . The total number
of additions is Md

2 × (Mr log2 Mr )+
Mr
2 × (Md log2 Md ).

The T-DIS method requires a correction matrix to mod-
ify the modulation signal. The number of multiplications
for the correction matrix is Mr ×Md . Next the modula-
tion signal is re-sampled using linear interpolation. One
time of linear interpolation calls for 3 additions and
2 multiplications. Thus the computation of 2-D linear
interpolation requires 2×Mr ×Md × 2 multiplications and
3×Mr ×Md × 2 additions. At last, to produce the jamming
signal, the modulation signal is multiplied by the radar signal
pulse-by-pulse, which demands Ms × Nd times of multipli-
cations and the redundant data of the modulation signal is not
used.

92084 VOLUME 7, 2019



N. Tai et al.: A Two-Dimensional Frequency Modulation Deception Jamming Against ISAR

In our method, the first step is to generate the range mod-
ulation signal using DDS [33]. After the parameters of radar
signal are estimated, the frequency of the range modulation
signal or azimuth modulation signal only relates to the coor-
dinate of each scatterer. Since the coordinate of each scatterer
and the target model are known to the jammer, the modulation
signal corresponds to each scatterer can be generated at the
same time, i.e., the creation of modulation signal can be
implemented parallel. Then all the modulation signals after
Doppler phase modulations are summed to derive one mod-
ulation signal by additions using pipeline technology. Since
DDS synthesizes a signal based on phase accumulation, only
additions are required. In table. 1, K refers to the scatterers
number of the false target. Firstly, DDS outputs M number
of range modulation signals using M ×Ms × Nd additions.
The Doppler phase created by DDS requires N × Nd addi-
tions. Then the Doppler phase modulation onto the range
modulation signals corresponding to all the scatterers needs
K ×Ms × Nd additions. The amplitude modulation calls for
K ×Ms × Nd multiplications. (K − 1)×Ms × Nd additions
are used to sum all the modulation signals. At last, the jam-
ming signal is obtained by Ms × Nd multiplications.
We present the ratio of computation complexity of our

method to T-DIS method in Fig. 4. When Ms, Mr , Md and
Nd are set, the number of multiplications or additions in
T-DIS method is fixed, while the computation times of our
method change as the scatterers number K . We see that as
K increases, our method requires more computations. In our
method, the modulation signal corresponds to each scatterer
must be computed at each radar pulse and this makes the
proposed method work in real-time. From Fig. 4 we think the
increasing computation load is acceptable.

Next we analyze the real-time performance of the two
methods. The most time consuming procedure of T-DIS
method is the 2-D FFT, of which the calculation delay
depends on the FFT numbers. Furthermore, according to
Xilinx FPGA, the maximal number of FFT IP core is 65536.
If the sample numbers of the intercepted radar signal are
larger than 65536, the user has to develop the FFT algorithm
by himself. Generally speaking, the bandwidth of ISAR sig-
nal is very large and the pulse width of ISAR signal is quite
long. For example, suppose that the bandwidth of ISAR is
500MHz, the pulse width is 100µs, and the pulses number
for an image is 256, then the samples number should be
500× 100× 2 = 100000 when Nyquist sampling theorem
is satisfied. The computation delay of FFT is 100000 clock
periods, which equals to 200µs when FPGA operates at a
clock of 500MHz. Considering the computation resource of
FPGA, N (N refers to the number of azimuth cells in the
target template) times of FFT along the range direction can be
implemented at the same time. But the FFT along the azimuth
directionmust be implemented serially because 100000 times
of FFT working parallel is impossible for FPGA. The corre-
sponding calculation delay of FFT along azimuth direction is
about 51.2ms. So the generation of the modulation signal in
T-DIS method can not be done in real-time. In T-DIS method,

FIGURE 4. The comparison of computation complexity between the
proposed method and T-DIS method. (a)Multiplication. (b)Addition.

onlyMs × Nd part of themodulation signal is used to produce
the jamming signal. The FFT and the interpolation process
the data matrix of which the size is Mr ×Md , the redundant
modulation signal is useless and increases the processing
time. At each radar pulse, the modulation signal is read out
and conducts multiplication to produce the jamming signal.
So, T-DIS method needs memory to store the modulation
signal.

In our method, each modulation signal is a single-tune sig-
nal. After estimating the parameters of radar signal, the jam-
mer generates the modulation signal at the same time when
receives and samples the radar signal. Then the phasemodula-
tion, the amplitude modulation, and the summation of all the
modulation signals are implemented by pipeline technology.
The jamming signal is generated by the multiplication of
the modulation signal and the intercepted radar signal. These
steps take up several periods of FPGA clock, i.e., hundreds of
nanoseconds. It can be concluded that the proposed method is
real-time during the whole work time of the jammer because
the the algorithm need not stop to generate the modulation
signal.

In Table. 2, we present the requirement for the computation
resource in the two methods. In T-DIS method, the FFT along
range direction can be done parallel, while the FFT along
azimuth direction must be done one by one. According to the
IP core of Xilinx FPGA, the number of multipliers is 9× N
for range FFT, the number of multipliers is 9 for azimuth
FFT. The correction signal can be created by DDS, which
needs 2 adders for the 2-D correction. The linear interpolation
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TABLE 2. The consumption of computation resource in FPGA.

needs 3 additions and 2 multiplications to obtain one result.
The computation resource is double for the 2-D interpolation.
To produce the jamming signal, one multiplier is required.

In our method,M + N numbers of DDS are used to create
the range modulation signal and the Doppler phase. Then the
Doppler phase modulation needs K adders and the amplitude
modulation requires K multipliers. K − 1 adders are used to
sum all the modulation signals. The jamming signal created
by one multiplier is the same as T-DIS method. Our method
demands for more computation resources when compared
with T-DIS method. Because the 2-D FFT in T-DIS method
works serially, the consumption of computation resource is
fewer.

The generation of the modulation signal in T-DIS method
relates to the pulses number Nd , which means that the mod-
ulation signal should be updated every Nd radar pulses.
Considering the computation load, T-DIS method could not
produce the jamming signal during the generation of the
modulation signal. Further more, we do not know the exact
pulses number for an ISAR image. If the T-DIS jamming
signal is created based on x radar pulses, while ISAR uses
x + m (x + m can be larger or smaller than x) pulses for
imaging, the jamming effect of T-DIS method has not been
researched. The modulation signal in our method is generated
consecutively. No matter how many radar pulses are used for
an ISAR image, our algorithm is able to generate the corre-
sponding jamming signal during certain time interval. Since
FPGA has thousands of multipliers, the proposed method is
able to generate a false target with hundreds of scatterers in
real-time.

V. SIMULATIONS
This section is dedicated to the simulation results of the
proposed jamming algorithm. The ISAR works at X-band
and forms an image by processing of 128 radar pulses. The
remaining simulation parameters are presented in Table. 3.

We select an ISAR image of a ship, provided by Sandia
National Laboratories [32], as the template of false target.
Firstly we build up a template model to simulate the ship.
The template contains 350 cells (in range) × 250 cells (in
azimuth) and the resolution is 0.75m (in range) × 0.5m (in
azimuth), as shown in Fig. 5. Then the template is processed

TABLE 3. Simulation parameters.

FIGURE 5. The target template of a ship.

FIGURE 6. The false target jamming effects on ISAR of different range
resolutions, Tp = 4µs. (a)B = 20MHz. (b)B = 50MHz. (c)B = 150MHz.
(d)B = 300MHz.

to generate the modulation signal according to (5)-(12). The
jamming signal is obtained by the multiplication between the
radar LFM signal and the modulation signal.

To verify the jamming effect on ISAR of various range
resolutions, the jamming algorithm is applied onto the LFM
signal of different bandwidths and the results are presented
in Fig. 6. We see that the jamming signal is able to generate a
false target which is similar to the template on ISAR image.
Although the range resolution of the radar signal changes,
the range size of the false targets is correct and coincides
with the template. The images in Fig. 6(b) and Fig. 6(c)
clearly reflect the structure of false target because the image
resolution is close to the template’s resolution. The false
image in Fig. 6(a) is blurred due to the lower radar resolution.
When the radar resolution is higher in Fig. 6(d), the scatterers
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FIGURE 7. The false target images when choosing the template of
different resolutions. (a)1m×1m. (b)2m×2m. (c)3m×3m. (d)4m×4m.

of the target template are clearly distinguished and ISARmay
realize this shortcoming. So the resolution of target template
should be as high as possible. But the computation resource
also increases as the template becomes more sophisticated.

Next we analyze the influence on ISAR image caused by
the resolution of target template. On this occasion, the reso-
lution of ISAR is fixed while the jammer selects the target
templates of various resolutions. The resolution of ISAR
image is 1.5m in range and 1.2m in azimuth. We see that
the false target is vivid if the template resolution is higher or
close to the ISAR resolution, shown in Fig. 7(a) and Fig. 7(b).
When the resolution of template is lower, the ISAR image of
false target lacks of fidelity, shown in Fig. 7(c) and Fig. 7(d).

The previous jamming results are obtained on the assump-
tion that the radar parameters, such as λ and γ , can be
estimated by the jammer without error. Now we analyze what
the false target looks like if the estimating error exists in γ .
According to (22), the range size of false target is determined
by γ ′, which is the foundation to compute the frequency of
range modulation signal.

In Fig. 8, we bring in the estimating error ηr in the gener-
ation of modulation signal. The simulation results illuminate
that ηr only affects the range size of the target and does
not change the azimuth size. When γ ′ > γ , the frequency of
the range modulation signal is larger than we need, so the
false target becomes longer in range direction. Otherwise,
the false target will be shorter, which coincides with the
previous analysis. We also see that even the estimating error
is quite large, i.e., 50% relative error, the false target can still
be imaged.

In the following, we try to explain the influence on the
target’s azimuth size caused by the errors in λ and ω. Accord-
ing to (25) and (27), the azimuth size of the false target is
inversely proportional to the estimating value of λ or ω. The
false target is stretched in azimuth direction if the estimating

FIGURE 8. The jamming effects caused by the estimating error of chirp
rate γ . (a)ηr = +20%. (b)ηr = +50%. (c)ηr = −20%. (d)ηr = −50%.

FIGURE 9. The jamming effects when bringing in the estimating error of
wavelength λ. (a)ηλ = +10%. (b)ηλ = +30%. (c)ηλ = −10%.
(d)ηλ = −30%.

value is smaller than the true value, shown in Fig. 9(a)
and Fig. 9(b). In contrast, the azimuth size of the target
is narrowed when ηλ < 0, i.e., λ′ > λ, shown in Fig. 9(c)
and Fig. 9(d).

The jamming effect caused by ω is as same as that of λ, but
the reason is different. The error of λ is brought by the jammer
and it changes theDoppler frequency of themodulation signal
corresponding to each scatterer. That’s to say, the azimuth size
of the false target contained in the jamming signal is changed
by ηλ. The estimating error of ω is caused by ISAR, which
results in a display error in the azimuth size of the target on the
ISAR image. Similarly, the target image in Fig. 10 is longer
when ηω > 0, otherwise is shorter when ηω < 0.

Next the jamming algorithm is applied onto the measured
data to verify the performance. The ISAR image of an ocean
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FIGURE 10. The jamming effects influenced by the estimating error of
rotating angular velocity ω. (a)ηω = +10%. (b)ηω = −10%.

FIGURE 11. The ISAR images of a false liner under various radar
resolutions. (a)The template of a liner. (b)B = 50MHz. (c)B = 100MHz.
(d)B = 200MHz.

liner is obtained by an LFM signal of which the bandwidth
is 100MHz and the pulse width is 20µs. The false target
template, shown in Fig. 11(a), is built up according to the
ISAR image. The results in Fig. 11(b)-(d) indicate that the
proposed method is capable of generating vivid false targets
to ISAR signals of various resolutions. The induced false
target, containing the scattering property and proper physical
size, is very similar to the real one.

From previous analysis we know that the size of false target
is affected by the estimating values of λ and γ . So we can
use this property to generate false targets of different sizes.
In Fig. 12, the false target 1 (upper-right corner) is enlarged
to 1.25 times in dimension, while the false target 2 (lower-
left corner) is shrunk to 0.7 times. From (22) and (25) we
know that the size of the false target will be different if the
jammer uses an inaccurate value of γ and λ to compute the
frequency of modulation signal. For example, when comput-
ing the frequency of range or azimuth modulation signal,
we can amplify or reduce the estimating values of γ or λ
to make the modulation frequency bigger or smaller than the
demand value. From Fig. 12 we see that two false targets of
different sizes are created around the real target. This property
provides the jammer with the ability to form false targets of
multiple sizes when only one target template is adopted.

FIGURE 12. The false targets of different sizes, created by adjusting the
jamming parameters.

FIGURE 13. The comparison of the false targets created by different
methods. (a)T-DIS method. (b)The convolution method. (c)The proposed
method.

At last, the jamming effects of T-DISmethod [31], the con-
volution method [25], and the proposed method are presented
in Fig. 13. These three methods are able to form a false target
similar to the target’s template on ISAR image. The false
target in Fig. 13(a) suffers from severe sidebands because the
modulation signal in T-DISmethod is obtained from the inter-
polation of 2-D FFT results. Since error exists in the interpo-
lation result, the image of false target smears and the quality
of false target decreases. The false target in Fig. 13(b)
created by convolution jamming is better than T-DIS method
because the high resolution range profile (HRRP) of target
is used to generate the jamming signal. The HRRP reflects
the target characteristic, including the scattering coefficient,
the distribution property of each scatterer, and the shielding of
structure, which makes the false target very vivid. However,
the computation load of convolution is a heavy burden to the
jammer.We think if the FPGA implementation of convolution
can be realized parallel and the problem of calculation delay
is solved, the convolution method can be an excellent jam-
ming algorithm against ISAR. But now in the situation where
the ADC of high sampling frequency is used, the convolution
jamming is hard to be implemented. The false target created
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by the proposed method is presented in Fig. 13(c). Since no
interpolation is used, each scatterer of the false target focuses
better than T-DISmethod. Considering the computation delay
of the three methods, the proposed method is real-time and
suitable for engineering implementation.

VI. CONCLUSION
Since ISAR has played an important role in civil or military
application domains, the counter-measurements against this
powerful weapon attract more and more attentions in recent
decades. Most of the proposed deception methods focus on
the generation of multiple false targets based on the assump-
tion that the jamming signal is reflected again by the real
target or the jammer could receive the target echo, which
is really a hard task in the real scene. On most occasions,
the jammer is meant to produce the jamming signal by itself.
So the jamming algorithm which contains the information of
a designed target is very important.

In this paper, we propose a method capable of generating
a false target on the ISAR image based on 2-D frequency
modulation. The target template is built up according to a
real ISAR image, which guarantees the fidelity of false target.
If the target template does not consist of many scatterers,
the generation of modulation signal is computed in real-time.
For a complex target template, the creation of modulation
signal can be implemented in the off-line stage since only a
few radar parameters are needed. The novelties of this paper
include the real-time performance and the ability of generat-
ing vivid false targets of different sizes. Besides, the computa-
tion load of the method is adequate for the current processor,
such as FPGA or DSP. The method can be developed and
implemented as a valid deception countermeasure against
ISAR due to the excellent real-time performance.
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