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ABSTRACT Fuzzy authentication uses non-deterministic or noisy data, like biometrics, as an authentication
factor. Although the data is extracted from the same individual or source, it can be different for each
measurement. As a result, one of the main issues in fuzzy authentication is the effective processing of
the fuzziness, while guaranteeing the privacy of the fuzzy data. Biometric data is a typical user-generated
fuzzy data and the fuzzy extractor is one of the most promising primitives for biometric authentication
these days. In 2016, Canetti et al. proposed the reusable fuzzy extractor, in which multiple keys can be
generated with the same biometric data. It can also handle some outliers which occur unexpectedly (owing
to an external interference when acquiring the fuzzy data, for example, the presence of dust on a fingerprint
image). However, the size of the user’s helper data in the reusable fuzzy extractor is quite large. This makes
the network bandwidth usage required in the online authentication phase (or the storage required on the
user side) considerable, which inconveniences the user. In this paper, we present a new primitive for fuzzy
authentication, called a fuzzy vector signature (FVS) scheme, which significantly alleviates the burden on
the user side. This means that the network bandwidth usage (or the amount of storage required on the user
side) is significantly reduced. The proposed FVS scheme is reusable and robust to outliers as well. Finally,
we provide a privacy-preserving fuzzy authentication protocol based on the FVS scheme.

INDEX TERMS Biometric authentication, fuzzy vector signature, outlier, privacy, reusability.

I. INTRODUCTION
User authentication is an essential element that must be
preceded for secure communication over a network. In the
transport layer security (TLS) protocol, the public key infras-
tructure (PKI) enables authentication between users and
secure session key sharing. Each user generates a public key
and a private key pair, and to provide the robustness of the
authentication system, the user must securely store his/her
private key.Moreover, this private key should be a bit string of
sufficient length chosen uniformly at random. However, it is
challenging for a user to memorize such a long and random
private key. Therefore, the user is required to use additional
means to store and protect it. The user can activate a private

The associate editor coordinating the review of this manuscript and
approving it for publication was Kaiping Xue.

key using a password that is easy to memorize, or carry a
secure hardware device such as a security token or smart
card that can store information securely. Either way, it may
inconvenience the user to memorize or carry something.
Occasionally, the loss of the security token or exposure of
the password can fundamentally compromise the security of
the private key.

Recently, tremendous research has been conducted to
authenticate a user using his/her characteristics, i.e., fea-
tures to characterize the user. This could alleviate the above
inconveniences and significantly improve usability, since it
relies solely on the user’s unique features (i.e., who you are).
The most popular features of the user are biometrics, such
as fingerprint, iris, keystroke dynamics, and gait. Biometric
information is unique to the individual, and therefore, is suit-
able for use in authentication of a user.
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The state–of–the–art technology of biometric-based
authentication is a fuzzy extractor. Recently, a reusable
fuzzy extractor, which better reflects real-life applications,
has been proposed [1]. However, in many ICT applications,
user devices are resource-constrained in terms of memory
and computing power to deploy reusable fuzzy extractors.
In (reusable) fuzzy extractors, a public helper data is essential
in that it enables two similar biometric readings to generate
the same cryptographic key, but its size is large enough for
user devices, such as biometric sensors in access control
systems, wearable devices in IoT environments, and smart
cards in Fintech services, to handle.

A. RESUABLE FUZZY EXTRACTORS
A so-called fuzzy extractor [2] is considered as one of the
representative primitives for biometric-based authentication.
It generates a private key using a user’s noisy biometric data
with the aid of public helper data. The key can be used
for cryptographic functions such as encrypting and signing
a message. More precisely, the fuzzy extractor consists of
two algorithms, Gen and Rep. The Gen algorithm takes the
user’s fuzzy data as input and outputs a key along with helper
data. The Rep algorithm takes the user’s fresh fuzzy data and
the helper data as input and outputs a key. If the two pieces of
user’s fuzzy data are sufficiently similar in some underlying
metric space, the Rep algorithm extracts the same key from
the helper data.

Since the initial construction [2], a fuzzy extractor has
been enhanced in terms of security and usability. A ‘robust’
fuzzy extractor has been studied to protect against malicious
alteration of a helper data [3]. The notion of robustness is
important in secure remote authentication using biometric
data. A user needs to receive helper data for each authen-
tication attempt from a server over a public channel, that
is, in the presence of an active adversary who may modify
arbitrary messages sent between the server and the user.
Recently, Canetti et al. proposed a ‘reusable’ fuzzy extrac-
tor [1], in which multiple keys can be generated with the
same biometric data and registered for numerous independent
application servers. It can support all biometric sources of a
sufficiently high minentropy and also many sources with an
entropy rate much lower than the error rate. In addition, it can
be easily made robust by the random-oracle-based transform
of [3].

However, a fuzzy extractor is still limited because huge
helper data is required for the user. This implies that the
network bandwidth usage in the online authentication phase
or the storage on the user side would be considerable
(see Table 2).

Figure 1 shows a typical biometric-based authentication
protocol using the reusable fuzzy extractor [1] and a stan-
dard public-key signature scheme. It works in a challenge-
response manner, where R in Figure 1 stands for a random
challenge. In the protocol, the keyKID generated by the fuzzy
extractor is assumed to be used as a secret signing key. In the

FIGURE 1. Authentication with the fuzzy extractor.

enrollment phase, the user U and the server S proceed as
follows:

[E1] Given biometric data, bio, Gen is run to generate a
secret key, KID and a helper data hID;

[E2] U generates a public verification key, pkID by using
KID and transmits a tuple (ID, pkID, hID) to S;

In the authentication phase, U and S interact as follows:
[A1] U gives his/her identity ID to S and takes a tuple

(hID,R) as a response;
[A2] U runs Rep to generate a secret key KID by using

his/her biometric data bio′ and hID. Note that Gen
and Rep generate the same keys KID with the aid of
hID if bio and bio′ are within a threshold bound;

[A3] U generates a signature σID of R by using KID and
gives it to S;

[A4] S verifies σID by using pkID and R. If the verifica-
tion succeeds, S authenticates U and completes the
authentication process.

In the reusable fuzzy extractor, Rep runs d key recon-
struction subroutines internally by decrypting digital lockers,
i.e., ciphertexts that hide KID. Consequently, the helper data,
hID must include at least d digital lockers. In other words,
the size of the helper data, hID increases proportionally to d .
In step [A1], the user needs to receive hID from the server

in each authentication session. An increase in the size of
helper data leads to an increase in network bandwidth usage
in the online authentication phase. In addition, in step [A2],
the user runs Rep to generate the secret key KID, where d
key reconstruction subroutines are repeated. This also would
consume a considerable amount of computation on the user
side.

B. OUR CONTRIBUTIONS
In this paper, we propose a new primitive for biometric-based
authentication, called fuzzy vector signature (FVS), which
significantly alleviates the burden on the user side. In our
FVS scheme, the user’s fuzzy data such as biometric data can
be used as a signing key. A signer is not required to mem-
orize or carry anything on a regular basis, and only his/her
fuzzy data is considered as secret information. A signature
is generated directly from the measurement of the user’s
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FIGURE 2. Authentication with the fuzzy vector signature.

fuzzy data.1 We formally prove that the proposed scheme
achieves the anonymity of the signer and the unforgeability
of the signature, as well as the privacy of the verification key.
These properties enable our scheme to guarantee user privacy
and be secure against impersonation.

Compared to the reusable fuzzy extractor [1], our scheme
considerably improves efficiency on the user side. In the
proposed FVS scheme, the user requires a signing key or
parameter, which is public information similar to helper data,
but its size is much smaller than helper data in [1]. This
implies that the network bandwidth usage (or the amount of
storage required on the user side) is significantly reduced.
A detailed analysis is presented in Section V-C. Note that,
since the application server hasmuch better resources than the
user’s device, reduction of cost on the user side is a significant
achievement.

Since we use fuzzy data as a private key, our scheme
supports a threshold predicate, which means that a signer can
control a threshold bound to validate a signature arbitrarily
according to an acceptance policy. In addition, our construc-
tion exhibits tolerance to outliers. Even if the user’s fuzzy
data contains a few outliers, the user can generate a valid
signature if it satisfies a threshold predicate. Furthermore, our
FVS scheme is reusable, such that public verification keys
can be generated multiple times with the same fuzzy data and
registered for numerous independent application services.

To illustrate the high efficiency of our scheme, we present
experimental results using bilinear map parameters. For a
d224 curve parameter which can guarantee 1344-bit RSA
security, a signature can be generated within a second on the
signer’s side.

1) COMPARISON WITH THE FUZZY EXTRACTOR
In order to show the advantages of our scheme, we consider an
authentication protocol using our FVS in Figure 2. Our pro-
tocol is also designed based on a challenge-response mecha-
nism, where R stands for a random challenge in Figure 2.
In Figure 2, a signing parameter skID serves the same

function as the helper data hID in Figure 1. That is, in the

1The fuzzy signature in [11], [12] is the closest notion to the newly
proposed fuzzy vector signature (FVS), but there are differences in definition
and security requirements.

authentication phase, skID is used to generate a signature,
along with the user’s biometric data. In a FVS, the signing
parameter is public (unlike in a typical public-key signature),
and only the user’s biometric data is kept secret. In the enroll-
ment phase, the user U and the server S interact as follows:
[E1] U runs Setup algorithm to generate a signing key

skID and a verification key vkID;
[E2] U gives a tuple (ID, skID, vkID) to S;

In the authentication phase, U and S interact as follows:
[A1] U gives his/her identity ID to S and takes a tuple

(skID,R) as a response;
[A2] U runs Sign algorithm to generate a signature σID

of R by using his/her biometric data bio′ and skID,
and gives it to S;

[A3] S runs Verify algorithm by using vkID and R. If the
verification succeeds, S authenticates U and com-
pletes the authentication process.

In the fuzzy vector signature, d iterative subroutines are
also deployed to deal with outliers. However, unlike in the
reusable fuzzy extractor, these iterative subroutines are part
of the Verify algorithm, which is run by the server. That is,
theVerify algorithm internally runs the d iterative verification
subroutines, and thus, the size of the verification key vkID
increases proportionally to d . On the other hand, the size of
the signing key skID (transmitted to the user in the online
authentication phase) and the computational cost of the Sign
algorithm are independent of d . In the proposed FVS scheme,
these are affordable at the user level, which mitigates incon-
veniences of the user when compared to the reusable fuzzy
extractor.

There is, of course, a trade-off between the user and the
server. In other words, the server is required to increase the
amount of resources for authentication, while the burden
on the user side is considerably alleviated. However, FVS
serves the purpose of reducing network bandwidth usage and
computational cost on the user side, which is more important
when deployed in the real world.

In the proposed FVS scheme, the size of the user’s helper
data is significantly reduced (compared with that in [1]),
which decreases the network bandwidth usage (or the amount
of storage on the user side) required for authentication. For
example, if the user input is a vector of length 128 and the
error occurs by 15.6% between measurements, the user’s
helper data requires approximately 712,704 KB of storage
in [1], whereas only 24 KB is required in our FVS scheme
(for more details, see Section V-C).

2) TECHNICAL OVERVIEW
Intuitively, our FVS scheme is constructed by combining
the so-called hidden vector encryption (HVE) [4]–[6] and
one-time ElGamal-type signature using DL parameters.2

A signature, σ = (σ1, . . . , σn) of FVS is a kind of a ciphertext

2In the paper we present an example using a Schnorr signature scheme.
However, the resulting scheme can be easily extended by replacing the
Schnorr signature with any kind of ElGamal-type signature.
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FIGURE 3. Overview.

of HVE, which is generated from a vectorw′ = (w′1, . . . ,w
′
n).

A one-time ElGamal-type signature is additionally included
in the signature, to prevent a forgery by an attacker who is not
aware of the legitimate biometric data. A verification key of
FVS is defined by a set of tokens of HVE, which is generated
from subvectors of an initial fuzzy vector, w= (w1, . . . ,wn).
In the Verify algorithm, the signature succeeds in verification
if the two vectors w and w′, which are used to generate the
signature and the verification key, respectively, have a pre-
defined number of common subvectors.

FVS is constructed with a subset-based design principle.
More precisely, we first generate a set Ij ⊂ {1, . . . , n}
of size `(< n) uniformly at random for j ∈ [1, d]. And
then, we set d subvectors of w′,

(
{w′i}i∈I1 , . . . , {w

′
i}i∈Id

)
, and

generate d verification keys,
(
vkI1 , . . . , vkId

)
, from them.

In the Verify algorithm of FVS scheme, d sub-signatures,(
{σi}i∈I1 , . . . , {σi}i∈Id

)
, are generated and each sub-signature

{σi}i∈Ij is verified with the verification key vkIj . If no error has
occurred at all positions in Ij, that is, if {wi}i∈Ij and {w

′
i}i∈Ij

are the same, the verification succeeds. A server or a verifier
proceeds the verification for each pair

(
{σi}i∈Ij , vkIj

)
. If the

verification succeeds at least t ′ times in d times, the signature
σ is regarded as a valid one.

C. ORGANIZATION
The remainder of this paper is organized as follows: In
Section II, we review related work in the area. In Section III,
we introduce the basic notations and the definition of crypto-
graphic assumptions. In Section IV, we define the fuzzy vec-
tor signature (FVS) and its security model. We describe our
proposed FVS scheme in Section V. In Section VI, we present
a fuzzy authentication protocol as an application of the FVS
scheme. Conclusions are given in Section VII.

II. RELATED WORK
In the early stages of research on biometric authentication,
biometric templates were developed and used as such. That
is, a template extracted from a user’s biometrics would be
stored intact on the server in the enrollment phase, and in the
authentication phase, a newly extracted template would then
be compared with the stored one. But biometric templates

TABLE 1. Comparison with biometric cryptosystems.

stored in the server (in facsimile) have resulted in a number
of privacy issues. Once a biometric template is stored in the
server or database, the raw biometric data can be recovered,
compromising user privacy [7], [8]. Also, if a particular piece
of biometric data has been compromised, it cannot be used
again for authentication; however, as a wide array of biomet-
rics is not available for authentication, it cannot continually
be replaced.

With the threat of compromise and limited biometric
resources for use (for authentication), recent research has
focused on how to authenticate users while protecting bio-
metric templates, which is called a biometric cryptosystem.
The main challenge in biometric cryptosystems is to address
the fuzziness of the biometric data. As biometric data are
noisy, biometric readings may differ from time to time,
although they are derived from the same individual. Never-
theless, the authentication must be successful if the difference
between two pieces of fuzzy biometric data is within a certain
minimal threshold (i.e., two close versions of biometric data
will be regarded as the same user’s biometric data). Biometric
cryptosystems are designed in different ways to deal with this
problem:
• Fuzzy extractor: The fuzzy extractor, first introduced
by Dodis et al. in 2004, generates a cryptographically
secure key using the user’s biometric data [2]. Although
the fuzzy extractor is a useful cryptographic primitive,
since it operates on the basis of error-correcting codes,
there is a limit to the range of noise processing. What
this indicates is that although only one outlier occurs in
the measurement of biometric data, the Rep algorithm
recognizes it as another user; thus, it cannot generate the
same key.
In 2016, Canetti et al. proposed a reusable fuzzy extrac-
tor, which can relieve the above difficulties [1]. That
is, even if a few outliers are measured from the user’s
biometric reading, they may be permissible within a
threshold range. But this scheme requires large helper
data, which inconveniences the user. For example, if the
user input is a vector of length 128, and the error occurs
by 15.6% between measurements, the user’s helper
data requires approximately 696 MB of storage. If the
probability of occurrence of an error is increased to
19.5%, the size of the helper data increases to approx-
imately 34,600 MB, which is significantly large. The
user can store his/her helper data in the server during
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enrollment phase and receive it when executing authen-
tication online. However, even in this case, a tremendous
network bandwidth is used online. In reality, when a
large number of users participate in the system, such
large bandwidth usage overloads the system traffic.

• Fuzzy identity-based encryption: In fuzzy identity-
based encryption (IBE), an identity is represented as
a set of attributes. The ciphertext with an identity w is
decrypted with the secret key with an identity w′ if w
and w′ overlap more than a threshold [9]. This error-
tolerance property of fuzzy IBE allows it to be used
for biometric authentication. An anonymous fuzzy IBE
scheme [10] enables biometric data (i.e., identity) to be
hidden from a ciphertext, which protects user privacy,
but not from a secret key, which allows a malicious
server to compromise the user’s biometric data.

• Fuzzy signature: Fuzzy signature is a notion proposed
by Takahashi et al. [11], which uses the user’s fuzzy
data (such as biometric data) as a signing key. Unlike the
fuzzy extractor, this scheme does not require additional
auxiliary information. Matsuda et al. have improved
the fuzzy signature proposed in [11] by relaxing the
requirements for construction and by increasing the effi-
ciency [12]. However, the fuzzy signature is not robust
when outliers are included in the user’s fuzzy data. That
is, a valid signature cannot be generated even if there is
only one outlier in the user’s fuzzy data when measured
during the authentication phase. Moreover, the fuzzy
signature scheme proposed in [11], [12] does not guaran-
tee the privacy of the user. The user’s biometric data can
be directly recovered from the public verification key or
signature, as shown in [13].

• Homomorphic encryption: Homomorphic encryption
enables an evaluator to compute on encrypted data with-
out decrypting, thereby preserving the confidentiality of
the underlying data. This property has promoted a vari-
ety of research on biometric-based authentication using
homomorphic encryption schemes [14]–[17]. However,
with this type of encryption, the result of the computa-
tion is provided in an encrypted form, so a decryption
key is essential at the end of authentication. Since the
decryption key discloses biometric information from the
ciphertext, the user must keep this securely. This means
that the user must store additional secrets in addition
to his/her biometric information. A method proposing
trusted third party management of decryption keys alle-
viates this inconvenience to the user, but this is a strong
assumption. In this paper, we seek a method that does
not require any additional secrets other than biometric
information for user authentication.

• Functional encryption: Functional encryption, like
homomorphic encryption, can perform operations on
encrypted data, but there is a big difference in that
the result of the operation is provided in plaintext.
There have been a number of attempts to apply efficient
functional encryption schemes for inner products to

biometric authentication since the inner product can
induce several kinds of distancemetrics [18]–[21]. How-
ever, the inner product has inherent vulnerability: if the
functional key (stored in the server) is compromised,
the corresponding biometric information can be easily
revealed. Anyone (including the attacker) can generate
a ciphertext for the data of his/her own choice,3 and for
example, if an attacker generates a ciphertext for the
vector (1, 0, ..., 0) and decrypts it with a compromised
key, then he/she can find out the first component of the
legitimate user’s biometric information (corresponding
to the compromised key).

III. PRELIMINARIES
In this section, we briefly review the background knowledge
for our construction and describe the complexity assumption
required for our construction.

A. NOTATIONS
Let poly(λ) denote a polynomial in variable λ. We define that
ν(λ) is a negligible function if ν(λ) < 1/poly(λ) for any
poly(λ) and sufficiently large λ. We denote the concatena-
tion operation on strings by ‘||’. |A| implies the cardinality
of a set A, i.e., the number of elements of the set A. Let
x = (x1, . . . , xn) and y = (y1, . . . , yn) be vectors of length n.
The hamming distance d(x, y) is defined as the number of
places at which x and y differ. That is, d(x, y) =

∣∣{i ∈ [1, n]
| xi 6= yi}

∣∣ ∈ {0, . . . , n}.
B. BILINEAR MAPS
Let G1, G2, and GT be multiplicative cyclic groups of prime
order p. We say that e: G1 × G2 → GT is an admissible
bilinear map (or a pairing) if the following properties are
satisfied:

1) Bilinearity: e(ga1, g
b
2) = e(g1, g2)ab for all g1 ∈ G1,

g2 ∈ G2, and a, b ∈ Zp.
2) Non-degeneracy: e(g1, g2) 6= 1.
3) Computability: There exists an efficient algorithm to

compute e(ga1, g
b
2) for all g

a
1 ∈ G1 and gb2 ∈ G2.

Bilinear maps can be classified in three types. Type I pairings
have G1 = G2, called ‘symmetric’. Type II pairings have
an efficiently computable isomorphism only in one direction,
i.e., from G1 to G2 or from G2 to G1 and none in the reverse
direction. Type III pairings have no efficiently computable
isomorphism between G1 and G2. Type II and III pairings
are called ‘asymmetric’. For more details, refer to [22].

C. DISCRETE LOGARITHM ASSUMPTION
Let q be a prime such that q|p − 1 for a prime p with
2k−1 ≤ p < 2k (p is k bits long), andGq be a subgroup of Z∗p
of order q. Let g be a generator of Gq. For any polynomial-
time algorithm A, we define the advantage of A, denoted

3We rule out the symmetric-key setting since the user must have a secret
key for encryption apart from his/her biometric information.
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by AdvDLOG
A (λ), as follows:

AdvDLOG
A = Pr

[
a← A(Gq, q, g, ga); a←R Zq

]
We say that the DLOG assumption holds if, for all prob-

abilistic polynomial time (PPT) algorithms A and any secu-
rity parameter λ, AdvDLOG

A (λ) < ε(λ) for some negligible
function ε.

D. DECISIONAL DIFFIE-HELLMAN ASSUMPTION
LetG1 andG2 be groups of order p; and g, h be generators of
G1 and G2, respectively. The security of our construction is
proven based on the decisional Diffie-Hellman assumptions
in groups G1 or G2, called DDH1 or DDH2, respectively.
Assume that a, b ∈ Z∗p and T ∈ G1 are selected randomly.
To define Decisional Diffie-Hellman 1 (DDH1) problem,
we consider the following two distributions:
• DN :=

(
g, ga, gb, h, gab

)
∈ G3

1 ×G2 ×G1
• DR :=

(
g, ga, gb, h,T

)
∈ G3

1 ×G2 ×G1

For any polynomial-time algorithm A, we define the
advantage of A, denoted by AdvDDH1

A (λ), in distinguishing
these two distributions:

AdvDDH1
A (λ) =

∣∣∣Pr [A(1λ,N )→ 1
]
− Pr

[
A(1λ,R)→ 1

]∣∣∣
where N is sampled from DN and R is sampled from DR.

We say that the DDH1 assumption holds for a bilin-
ear group generator G if, for all probabilistic polynomial
time (PPT) algorithms A and any security parameter λ,
AdvDDH1

A (λ) < ε(λ) for some negligible function ε. The
DDH2 assumption also holds for the analogous distribu-
tions obtained from switching the roles of G1 and G2
(i.e., DN :=

(
h, ha, hb, g, hab

)
∈ G3

2 × G1 × G2 and
DR :=

(
h, ha, hb, g,T

)
∈ G3

2 ×G1 ×G2).

IV. DEFINITIONS
In this Section, we introduce a new definition called a fuzzy
vector signature (FVS) and its security model.

A. FUZZY VECTOR SIGNATURE
Definition 3.1 (Fuzzy Vector Signature): A fuzzy vector sig-
nature(FVS) scheme is defined by the following three PPT
algorithms: Setup, Sign, and Verify.

- Setup
(
1λ, n,−→x , t

)
: The setup algorithm takes the fol-

lowing as input: the security parameter 1λ, a positive
integer n (indicating a vector length that is a polynomial
in λ), a vector −→x of length n, and a threshold value t .
It outputs a signing key sk and a verification key vk−→x ,t
corresponding to the vector −→x and threshold value t .

- Sign
(
sk,−→y ,m

)
: The sign algorithm takes the follow-

ing as input: a signing key sk , vector −→y ∈ Znp,
and message m. Then, it outputs a corresponding
signature σ−→y .

- Verify
(
vk−→x , σ−→y ,m

)
: The verify algorithm takes the

following as input: a verification key vk−→x ,t correspond-
ing to the vector−→x and the threshold value t , signature
σ−→y corresponding to the vector −→y , and message m.

If ft (
−→x ,−→y ) = 1 and σ−→y is a valid signature on m

w.r .t. the verification key vk−→x ,t , it outputs 1. Other-
wise, it outputs 0.

Correctness:We guarantee the correctness of a FVS scheme
if the following condition holds:
For all −→x ,−→y ∈ Znp such that ft (

−→x ,−→y ) = 1 and m ∈M,

Pr
[
(sk, vk−→x ,t )←R Setup(1λ, n,−→x , t); σ−→y ←R

Sign(sk,−→y ,m) : Verify(vk−→x ,t , σ−→y ,m) = 1
]
> 1− ε(λ)

where ε is a negligible function.
Threshold predicate: In the FVS scheme, for two attribute

vectors −→x and −→y of a verification key and a signature,
respectively, and for a threshold value t , a function ft is
defined as follows:

ft (
−→x ,−→y ) =

{
1, if d

(
−→x ,−→y

)
≤ t;

0, otherwise.
(1)

B. SECURITY MODEL OF FVS
For the security of FVS, we consider three security games
to capture i) VK privacy, ii) anonymity, and iii) existential
unforgeability. Note that we implicitly assume that a certifi-
cate exists on sk and vk so that users know who they belong
to.

1) VK PRIVACY
An adversary (semi-honest server) should not be able to
obtain any information, beyond the absolute minimum
necessary, about an input vector corresponding to a given
verification key. We allow VK-private adversaries to make
a polynomial number of queries to the real-or-random VK-
privacy oracle (RoRVP) if the input distributions of the ora-
cle have a certain amount of min-entropy. We assume that
the queries an adversary can make are (T,k)-block-source,
as in [23].
Definition 3.2 (VK-private adversary): A (T,k)-block-

source VK-private adversary A is an algorithm that is
given as input a security parameter 1λ and oracle access to
RoRVP(mode, ·) for some mode ∈ {real, rand}, and each of
its queries to RoRVP is a random variable X = X1, . . . ,XT .
Note that X represents a joint distribution over X and, in our
HVS scheme, X = Znp. For every i ∈ [T ] and x1, . . . , xi−1,
it holds that H∞(Xi|X1 = x1, . . . ,Xi−1 = xi−1) ≥ k .
Definition 3.3 (Real-or-random VK-privacy oracle): The

real-or-random VK-privacy oracle RoRVP takes as input
tuples of the form (mode, X), where mode ∈ {real, rand}
and X = (X1, . . . ,XT ) is a (T , k)− block − source.
If mode = real then the oracle samples (x1, . . . , xT )← XT ,
and if mode = rand then the oracle samples (x1, . . . , xT )←
X T uniformly. It then invokes the algorithmSetup on each of
x1, . . . , xT and outputs a tuple of pairs

(
(vkx1 , sk1), . . . , (vkxT ,

skT )
)
.

The experiments in real and randommode, ExptmodeVP,5,A(λ),
are defined by the following game between an adversary A
and a simulator S:
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- Setup: S selects a mode, real or random, in which it
simulates the game.

- Query:A issues a polynomial number of queries to the
oracle RoRVP.

- Guess: A outputs a bit b ∈ {0, 1} that represents a
mode, real or random, selected by S.

Definition 3.4 (VK Privacy): A fuzzy vector signature
scheme 5f = (Setup, Sign,Vrfy) is (T , k)-block-source
VK-private if for any probabilistic polynomial-time (T , k)-
block-source VK-private adversary A, there exists a negligi-
ble function ν(λ) such that

AdvVP5f ,A(λ) ,
∣∣∣Pr [ExptrealVP,5f ,A(λ) = 1

]
− Pr

[
ExptrandVP,5f ,A(λ) = 1

]∣∣∣ ≤ ν(λ) (2)

2) ANONYMITY
An adversary (malicious external attacker) should not be able
to obtain any information about an input vector corresponding
to a given signature. The security notion of anonymity is
defined by the following game between an adversary A and
a challenger C:

- Init: A commits to two target vectors w∗0,w
∗

1 ∈W .
- Setup: C selects a vector w 6= w∗i for i ∈ {0, 1}
randomly, and runs Setup algorithm on w. It outputs
a key pair (vkw, sk) and gives them to A.

- Challenge: A sends a challenge message mch ∈M to
C. C picks a random b ∈ {0, 1} and runs Sign algorithm
on a vector w∗b. It outputs a signature σw∗b and gives it
to A.

- Guess: A outputs its guess b′ ∈ {0, 1} for b and wins
the game if b′ = b.

Definition 3.5 (Anonymity): A fuzzy vector signature
scheme 5f = (Setup, Sign,Vrfy) is anonymous if for any
probabilistic polynomial-time adversary A, there exists a
negligible function ν(λ) such that

AdvAnon5f ,A(λ) ,
∣∣∣Pr [b = b′

]
−

1
2

∣∣∣ ≤ ν(λ) (3)

3) STRONG EXISTENTIAL UNFORGEABILITY
An adversary (malicious external attacker) who does not
know an input vector of either a verification key or a signature
should not be able to forge a signature. That is, a forged signa-
ture output by an adversary should be incorrectly accepted as
valid. The security notion of strong existential unforgeability
under chosen message attacks is defined by the following
game between an adversary A and a challenger C:

- Setup: C gives a key pair (vkw∗ , sk)← Setup(1λ, n,
w∗, t), for a target vector w∗ of length n and a
threshold t , to A.

- SigningQuery:A adaptively issues atmost q signature
queriesm1, . . . ,mq. C answers each query by returning
σi(w∗)← Sign(sk,w∗,mi).

- Output: A outputs a message-signature pair (m∗, σ ∗)
and wins the game if Verify(vkw∗ , σ ∗,m∗) = 1 and if
(m∗, σ ∗) 6= (mi, σi) ∀i ∈ [1, q].

Definition 3.6 (Strong Existential Unforgeability):A fuzzy
vector signature scheme 5f = (Setup,Sign,Verify) is
strongly existentially unforgeable under chosen message
attacks if for any probabilistic polynomial-time adversary A
making at most q signature queries, the advantage that A
wins this game, denoted by AdvEUF-CMA

5f ,A , is negligible in λ.

V. PROPOSED FVS SCHEME
In this section, we describe a fuzzy vector signature (FVS)
scheme. In the FVS scheme, notwithstanding the presence of
error between the fuzzy data corresponding to the verification
key and the signature, the signature can be successfully veri-
fied if the error occurs below the threshold.More importantly,
our FVS scheme is capable of addressing outliers, as we apply
the concept of subsets to provide the threshold functionality.
Another feature is that, in the FVS scheme, the signing key
is also public information, and assuming the adversary has
knowledge of the signing key, he/she can not generate a valid
signature unless he/she has valid fuzzy data.
Assumptions: Throughout this paper, our FVS scheme

assumes the following statements:
1) The user-generated data (i.e., biometrics, WiFi signal)

can be represented in vector form [20], [24].
2) The user-generated data has sufficient entropy to pro-

vide ‘‘good enough" security. For example, in biomet-
rics, two or more features can be used in combination,
which is calledmultimodal biometric system [25]–[27].

Let t be the permissible threshold of error. When generat-
ing the verification key, select d subvectors of length `(< n)
for an input vector of length n. The selected d subvectors
are used to generate d verification keys, and the set of d
verification keys are output as the verification key of the
FVS scheme.4 If the number of errors is less than t , most
of the subvectors will not contain components with errors.
Thus, most of the d verification attempts will succeed. The
correlation of each variable is represented in (4) of the scheme
below, and a detailed explanation will be described later.

A. CONSTRUCTION
Let G1,G2,GT be groups of prime order p, and let e : G1 ×

G2 → GT be an asymmetric bilinear map. We assume that
the user’s fuzzy data is a vector of length n.
1) Setup(1λ, n,−→w , t) : Let −→w = (w1, . . . ,wn) ∈ Znp and

a hash function H : {0, 1}∗ → Zp. Generate a signing
key sk and a verification key vk−→w capable of handling
up to t random errors, through the following steps:
1) Determine the number of subsets d and the accep-

tance rate t ′ from the following formula:

n− `
n
×
n− `− 1
n− 1

× · · · ×
n−`−t+1
n− t + 1

=
t ′

d
(4)

4Note that an attacker needs 2` attempts to get the user’s fuzzy data that
matches each verification key. For impersonation, the attacker should guess
the user’s fuzzy data that matches with more than t ′ verification keys, so we
have to set ` and t ′ to be fairly difficult for an attacker to guess a valid data.
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where ` is the number of elements included in
each subset (parameterized by a security param-
eter λ) and t is a threshold value implying a
tolerable error rate of an input vector.

2) Specify d subsets of an input vector −→w in the
following ways:

• Randomly select a set Ij ⊂ {1, . . . , n} where
|Ij| = ` for j ∈ [1, d];

• Set a subsetWj = {wi|i ∈ Ij} of a vector
−→w for

j ∈ [1, d];

3) Select random generators g ∈ G1 and g2 ∈ G2
and random elements xi, yi, zi ∈ Zp for i ∈ [1, n].

4) Set ui = gxi , vi = gyi , hi = gzi ∈ G1 for
i ∈ [1, n].

5) Select random elements rj, rj′ ∈ Zp for j ∈ [1, d].

The signing key sk and the verification key vk−→w are
given by

sk =
(
g,H , {ui, vi, hi}i∈[1,n]

)
,

vk−→w =
(
e, g,H , {vkW1 , . . . , vkWd }, {I1, . . . , Id }, t

′
)

where vkWj =

((∏
i∈Ij g

xi+wiyi
2

)rj
·
(∏

i∈Ij g
zi
2

)rj ′ ,
g
rj
2 , g

rj ′

2

)
∈ G3

2.

2) Sign
(
sk,−→w ′,m

)
: Let −→w ′ = (w′1, . . . ,w

′
n) ∈ Znp.

Generate a signature σ−→w ′ through the following steps:

1) Compute
[
{σ(1,i), σ(2,i)}i∈[1,n], σ3

]
as follows:

• Select a random element s ∈ Z∗p;
• σ(1,i) =

(
ui · (vi)w

′
i
)s for i ∈ [1, n];

• σ(2,i) = hsi for i ∈ [1, n];
• σ3 = gs.

2) Compute σ4 and σ5 as follows:
• Select a random element k ∈ Z∗p;
• σ4 = H ({σ(1,i), σ(2,i)}i∈[1,n], σ3‖gk ,m);
• σ5 = k + σ4 · s.

The signature σ−→w ′ is given by

σ−→w ′ =
(
{σ(1,i), σ(2,i)}i∈[1,n], σ3, (σ4, σ5)

)
.

3) Verify
(
vk−→w , σ−→w ′ ,m

)
: Parse the signature σ−→w ′ as[

{σ(1,i), σ(2,i)}i∈[1,n], σ3, (σ4, σ5)
]
. To verify the

given signature with a verification key vk−→w =(
{vkW1 , . . . , vkWd }, {I1, . . . , Id }, t

′
)
, compute the

following steps:
1) Set vkWj = (k1,j, k2,j, k3,j) for j ∈ [1, d].
2) Set count = 0. While j ≤ d :

• Compute A1 =
∏

i∈Ij σ(1,i),A2 =
∏

i∈Ij σ(2,i);
• If e(σ3, k1,j) = e(A1, k2,j) · e(A2, k3,j), set the
result Rj = 1.
Otherwise, set Rj = 0;

• Compute count = count + Rj;

3) Compute gk
′

= gσ5 · σ3−σ4 ;
4) Check if σ4 = H

(
{σ(1,i), σ(2,i)}i∈[1,n], σ3||gk

′

,m
)
;

5) If count ≥ t ′, output 1. Otherwise, output 0.

Remark 1: Equation (4) presents the method to calculate the
probability that t components with errors (out of n) are not
included in the subset Wj for j ∈ [1, d]. In order for a
verification key of a subset with ` elements to be success-
fully authenticated, t errored elements should belong to the
remaining (n−`) elements excluding the ` selected elements,
from all the n elements. Moreover, this implies that at least
one of the verification keys can be successfully authenticated
with the probability in (4).
Remark 2: Note that (σ4, σ5) in a signature are in the form

of the Schnorr signature [28]. One can use any one-time
signature scheme, in place, in which the random s is used as
a secret key.
Remark 3: Both a signing key sk and a verification key vk

are public, and only the vectors −→w and −→w ′ are private.
Correctness: To verify that correctness holds, observe that

for any signature σ−→w ′ =
((
σ(1,i), σ(2,i)

)
i∈[1,n], σ3, (σ4, σ5)

)
and verification key vk−→w =

{
k1,j, k2,j, k3,j

}
j∈[1,d], we have

B A1,j =
∏
i∈Ij

σ(1,i)

=

∏
i∈Ij

(
gxi+w

′
iyi
)s
= gs·6i∈Ij (xi+w

′
iyi)

B A2,j =
∏
i∈Ij

σ(2,i)

=

∏
i∈Ij

(
gzi
)s
= gs·6i∈Ij zi

B e(σ3, k1,j) = e
(
gs,
(∏
i∈Ij

gxi+wiyi2

)r
·
(∏
i∈Ij

gzi2
)r ′)

= e
(
gs,
(∏
i∈Ij

gxi+wiyi2

)r)
· e
(
gs,
(∏
i∈Ij

gzi2
)r ′)

= e
(
gs, g

r ·6i∈Ij (xi+wiyi)

2

)
· e
(
gs, g

r ′·6i∈Ij zi
2

)
= e

(
gs·6i∈Ij (xi+wiyi), gr2

)
· e
(
gs·6i∈Ij zi , gr

′

2

)
If {w′i}i∈Ij = {wi}i∈Ij , the equation e(σ3, k1,j) =

e(A1,j, k2,j) · e(A2,j, k3,j) holds for j ∈ [1, d].

B gk
′

= gσ5 · σ3−σ4 = gk+h·s · (gs)−h = gk

B. SECURITY PROOF
To prove the security of our FVS scheme, we demonstrate it
in three respects, as described in Section IV-B.
Lemma 4.1:For (T , k)-block-sources where T = poly(λ)

and k ≥ d · log p+ 2 log( 1
ε
), the FVS scheme is (statistically)

VK private.
Proof: Let A be a computationally unbounded (T,k)-

block-source VK-private adversary that makes a polynomial
number T = poly(λ) of queries to the RoRVP oracle.
We prove that A’s view in the experiment ExptrealVP,FVS,A,
denoted by Viewreal , is statistically indistinguishable from the
view in the experiment ExptrandVP,FVS,A, denoted by Viewrand .
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Let W = (W1, . . . ,WT ) ∈ WT be the random variable
corresponding to the (T,k)-block-sourcewith whichA queries
to the RoRVP oracle. Then, we can assume that for i ∈ [1,T ],
Viewmode =

[
(S1,V1), . . . , (ST ,VT )

]
, where

Si =
(
{gxi,j , gyi,j , gzi,j}j∈[1,n]

)
,

Vi =
({( ∏

j∈I (k)i

g2xi,j+wi,jyi,j
)r (k)i

·
( ∏
j∈I (k)i

g2zi,j
)r (k)i }

k∈[1,d]
,
{
I (k)i

}
k∈[1,d]

)
.

If mode = real, (wi,1, . . . ,wi,n) ← Wi and if mode =
rand , (wi,1, . . . ,wi,n) is uniformly distributed over Wλ, for
i ∈ [1,T ]. We prove that the distribution Viewmode is sta-
tistically indistinguishable from the uniform distribution for
mode ∈ {real, rand}.
First, we prove that the collection of functions F = {fS :

W → Gd
2 } is universal. In our HVS scheme, W is set to Znp,

and a function fS (w) is defined as follows:

fS (w) =
{( ∏

j∈I (k)i

g2xi,j+wi,jyi,j
)r (k)i ·

( ∏
j∈I (k)i

g2zi,j
)r (k)i }

k∈[1,d]

F =
{
fS
}
is universal if for any w1,w2 ∈ W (w1 6= w2),

it holds that PrfS←F
[
fS (w1) = fS (w2)

]
=

1
|Gd

2 |
. For fS (w1)

and fS (w2),

BfS (w1) = fS (w2)

⇔ r (k) ·6i∈I (k) (xi + w1,iyi)+ r (k) ·6i∈I (k)zi
= r (k) ·6i∈I (k) (xi + w2,iyi)+ r (k) ·6i∈I (k)zi
⇔ 6i∈I (k)w1,iyi = 6i∈I (k)w2,iyi
⇔ 6i∈I (k) (w1,i − w2,i)yi = 0 mod p)

for all k ∈ [1, d]

Thus, it holds that Pr
[
fS (w1) = fS (w2)

]
=

1
pd =

1
|Gd

2 |
.

Secondly, as the range of min-entropy is k ≥ d ·
log p + 2 log( 1

ε
), we can derive the following formula:

log |Gd
2 | ≤ H∞(W) − 2 log( 1

ε
). Since F is a universal

collection of functions fS : W → Gd
2 , by the left-

over hash lemma [29], the distribution of fS (W) is statis-
tically close to uniform, as proved in Lemma 2.3 of [23].
Therefore, the probability that A distinguishes the dis-
tribution Viewmode from the uniform distribution is
negligible. �
Lemma 4.2: If the decisional Diffie–Hellman assumption

holds in G, the FVS scheme is anonymous in the random
oracle model.
Overview: We demonstrate that if the decisional

Diffie–Hellman (DDH) assumption holds, the FVS scheme,
described in Section V-A, is selectively secure. In the selec-
tive security model, an adversary commits two vectors,
w∗0 and w∗1, at the beginning of the game. For w∗0 =
(w∗0,1, . . . ,w

∗

0,n) andw
∗

1 = (w∗1,1, . . . ,w
∗

1,n), we define the set
of indexes D = { i | w∗0,i 6= w∗1,i, i ∈ [1, n]}. For simplicity,

we assume that D = {1, . . . , |D|} where |D| ≤ n. The proof
proceeds by the sequence of games. In the hybrid games, w∗

implies the vector used to generate the challenge signature
σ ∗. The vector w∗ changes as follows from Game 0 to
Game |D|:

• Game 0. w∗ = (w∗0,1, . . . ,w
∗

0,n) = w∗0
• Game 1. w∗ = (R1,w∗0,2, . . . ,w

∗

0,n)
• Game 2. w∗ = (R1,R2,w∗0,3, . . . ,w

∗

0,n)
...

• Game |D|. w∗ = (R1, . . . ,R|D|,w∗0,|D|+1, . . . ,w
∗

0,n)

Note that w∗0,i = w∗1,i for i ∈ [|D| + 1, n]. From the Game
|D| + 1 to Game 2|D|, the hybrid game proceeds in reverse
order from Game 0 to Game |D|.

• Game |D| + 1. w∗ = (R1, . . . ,R|D|−1,w∗1,|D|,
w∗0,|D|+1, . . . ,w

∗

0,n)
• Game |D| + 2. w∗ = (R1, . . . ,R|D|−2,w∗1,|D|−1,

w∗1,|D|,w
∗

0,|D|+1, . . . ,w
∗

0,n)
...

• Game 2|D|. w∗ = (w∗1,1, ...,w
∗

1,|D|,w
∗

0,|D|+1, ...,w
∗

0,n)
= w∗1

We demonstrate the anonymity of the FVS scheme through
hybrid games. We show that the distributions of Game (j−1)
and Game j are computationally indistinguishable, for
j ∈ [1, |D|], by the following lemma. That is, if there exists
an adversary that distinguishes Gamej−1 and Gamej, it is
feasible to solve the decisional Diffie–Hellman (DDH) prob-
lem with a non-negligible probability in the random oracle
model.
Proof: An adversary A has a non-negligible difference ε

between its advantages in Gamej−1 and Gamej of the FVS
scheme. An adversary B usesA as a subprotocol to solve the
DDH problem. Given a random tuple (g, g2, ga, gb,T ) ∈ G×
G2 ×G3, B interacts with A as follows:

B Init: A outputs two vectors w∗0,w
∗

1 ∈W at the beginning
of the game. C internally selects a bit β ∈ {0, 1}.

B Setup: C randomly selects a vector w = (w1, . . . ,wn),
which is not equal to either w∗0 or w∗1. Note that in
the security game, the vector w∗ is set to (w∗1, . . . ,w

∗
n)

= (R1, . . . , Rj,w∗0,j+1, . . . ,w
∗

0,n) ∈ Znp. C gener-
ates a signing key sk and a verification key vk−→w as
follows:
• Choose random values {r1,i, r2,i, r3,i}i∈[1,n] and
{Rj}j∈[1,d] in Zp

• Compute gxi = (ga)−w
∗
i · gr1,i , gyi = ga · gr2,i ,

gzi = (ga)−r3,i (Implicitly, xi = −aw∗i + r1,i,
yi = a+ r2,i, and zi = −ar3,i)

• Set sk = {gxi , gyi , gzi} for all i ∈ [1, n]
• Randomly choose sets Ij ⊂ [1, n] of length ` and set
Wj = {wi|i ∈ Ij} for j ∈ [1, d]

• Compute vk = {vkW1 , . . . , vkWd , {I1, . . . , Id }, t
′
} as

follows:
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– Set d and t ′ to satisfy (4)

– Compute vj,1 = g

Rj
6i∈Ij

(wi−w
∗
i )
·6i∈Ij (r1,i+wir2,i)

2
(Implicitly, for some random values rj and r ′j ,

vj,1 =
(∏

i∈Ij g
xi+wiyi
2

)rj
·
(∏

i∈Ij g
zi
2

)r ′j )
– Compute vj,2 = g

Rj
6i∈Ij

(wi−w
∗
i )

2 , vj,3 = g

Rj
6i∈Ij

r3,i

2

(Implicitly, vj,2 = g
rj
2 and vj,3 = g

r ′j
2 )

– Set vkWj = (vj,1, vj,2, vj,3)
B H-query: A gives a message X of any length to C. C

implicitly outputs a random value h as an output of
a hash function H, namely, h = H (X ). C stores an
input–output pair (X , h) in the H -list. If A queries the
same message stored in H -list, C outputs a correspond-
ing output stored together in H -list. A may perform
H -query at any time during the game.

B Challenge: A gives C amessagem∗. C outputs a challenge
signature σw∗ =

(
{σ(1,i), σ(2,i)}i∈[1,n], σ3, (σ4, σ5)

)
as

follows:
• σ(1,i) = (gb)r1,i+w

∗
i r2,i , σ(2,i) = T−r3,i(

Implicitly, (σ(1,i), σ(2,i)) =
(
g(xi+w

∗
i yi)b, gzib

) )
• σ3 = gb

(Implicitly, b is a random value used to generate a
challenge signature.)

• (σ4, σ5) = (h, t) for some random h, t ∈ Zp
Note that t = k+h ·bwhere h = H

(
{σ(1,i), σ(2,i)}i∈[1,n],

σ3||gk ,m∗
)
. C adds a pair (X∗, h) to the H -list, where

X∗ = H
(
{σ(1,i), σ(2,i)}i∈[1,n], σ3, gt (gb)−h,m∗

)
.

B Guess: A outputs a guess β ′ ∈ {0, 1} in response to the
challenge signature. If β ′ = β, C outputs 1; otherwise,
it outputs 0.

If A outputs a correct guess, it implies that
σ(2,i) = T−r3,i =

(
gzi
)b
= g−ab·r3,i , i.e., T = gab

in the decisional Diffie–Hellman problem. Therefore, A’s
advantage in distinguishing Gamej−1 and Gamej is directly
transferred to the advantage of C in solving the decisional
Diffie–Hellman problem. �
Lemma 4.3: If the discrete logarithm assumption holds

in G, the FVS scheme is strongly existentially unforgeable
under chosen message attacks in the random oracle
model.
Overview: We demonstrate that if the one-time sig-

nature (OTS) is strongly existentially unforgeable in
the multi-user setting against chosen message attacks
(MU-EUF-CMA), the FVS scheme described in Section V-A
is strongly existentially unforgeable. In multi-user unforge-
ability against chosen message attacks [30], N independent
public keys are given to the attacker and the attacker is
said to break the security of the scheme if he is able to
generate (after obtaining q many signatures on public keys
of his choice) a valid forgery that verifies under any of the
public keys. In the notion of strong security, a new signature
on a previously queried message is considered as a fresh
forgery.

The fuzzy vector signature σ = ({σ1,i}, {σ2,i}, σ3, σ4, σ5)
consists of two parts: (1) The first part corresponds to
({σ1,i}, {σ2,i}, σ3), which are generated by the user’s fuzzy
data. In order to generate a valid forgery, the attacker should
obtain information about the user’s fuzzy data, which is infea-
sible since we have proved the privacy of the verification key
and the anonymity of the signature in Lemma 4.1 and 4.2,
respectively. It is possible to forge ({σ1,i}, {σ2,i}, σ3) due
to its malleability, i.e., ({σ r1,i}, {σ

r
2,i}, σ

r
3 ) for a random

r ∈ Zp, but it is still difficult to generate a valid forgery of
the fuzzy vector signature σ , because it requires generating
a forgery of the Schnorr signature, i.e., (σ ′4, σ

′

5), on message
({σ r1,i}, {σ

r
2,i}, σ

r
3 ). (2) The second part is a one-time signa-

ture, (σ4, σ5), and σ3 is the corresponding public key. Since
it is difficult to forge the first part of σ , an attackerA against
the FVS scheme should generate a forgery for the second part
of the signature to output the forgery of the FVS scheme.

Therefore, if the Schnorr OTS scheme is strongly
MU-EUF-CMA secure, then the proposed FVS scheme
is strongly EUF-CMA secure. An attacker B against the
Schnorr OTS scheme outputs the forgery using the attacker
A as a subroutine. In the multi-user setting, the attacker B is
given q independent public keys, and one signing query can
be done for each public key. B can then respond to q signing
queries from A. Since A can not determine the user’s fuzzy
data from the given information, A should forge one of the
signatures received in response to the signing query, which is
the forgery of the Schnorr OTS scheme.

Since the Schnorr OTS scheme is strongly MU-EUF-CMA
secure under the discrete logarithm assumption in the random
oracle model [30], we can say that the FVS scheme is strongly
EUF-CMA secure if the discrete logarithm assumption holds.
Proof: An attacker B uses an adversary A (which forges

a signature in the FVS scheme with probability ε) as a sub-
routine to forge a signature in the Schnorr OTS scheme by
providing answers toA’s oracle queries. Given q independent
public keys

(
g, gs1 , . . . , gsq

)
of the Schnorr OTS scheme, B

interacts with A as follows:
B Setup. B picks random values −→w = (w1, . . . ,wn) ∈ Znp

and positive integers n, t . B runs Setup(1λ, n,−→w , t) to
set a signing key sk and a verification key vk . B gives
the key pair (sk, vk) to A. Note that the exponents used
to generate the signing key, i.e., (x1, ..., xn), (y1, ..., yn),
and (z1, ..., zn), are selected uniformly at random in Zp.

B Signing query. For j ∈ [1, q],A queries a messagemj and
B responds to the query as follows:

1) Generate σ (j)
1,i = (gsj )xi+wiyi and σ (j)

2,i = (gsj )zi

for i ∈ [1, n], and set Mj =
(
{σ

(j)
1,i}i∈[1,n],

{σ
(j)
2,i}i∈[1,n], g

sj ,mj
)
;

2) Query (j,Mj) to the signing oracle of the Schnorr
OTS scheme, which means a signing query on
message Mj under the j-th public key, and receive
(hj, cj);

3) Set 6j =

({
σ
(j)
1,i

}
i∈[1,n],

{
σ
(j)
2,i

}
i∈[1,n], g

sj , hj, cj
)

and gives 6j to A.
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TABLE 2. Comparison of online bandwidth of helper data with reusable fuzzy extractor [1].

B Output. A outputs (m∗, 6∗) =

(
m∗,

({
σ ∗1,i

}
i∈[1,n],{

σ ∗2,i

}
i∈[1,n], σ

∗

3 , σ
∗

4 , σ
∗

5

))
. B checks if (m∗, 6∗) 6=

(mj, 6j) for any j ∈ [1, q], and if FVS.Verify(vk ,
6∗,m∗) outputs 1. In that case, B outputs a forgery of
the Schnorr OTS scheme as follows:
1) Find j∗ such that σ ∗3 = gsj∗ ;
2) Set M∗ =

({
σ ∗1,i

}
i∈[1,n],

{
σ ∗2,i

}
i∈[1,n], σ

∗

3 ,m
∗
)
;

3) Output
(
j∗,M∗, (σ ∗4 , σ

∗

5 )
)
.

Since FVS.Verify(vk , 6∗,m∗) = 1 holds, it means
that (σ ∗4 , σ

∗

5 ) is the Schnorr signature on message({
σ ∗1,i

}
i∈[1,n],

{
σ ∗2,i

}
i∈[1,n], σ

∗

3 ,m
∗
)
under the public key σ ∗3 .

Therefore, if the Schnorr OTS scheme is strongly existentially
unforgeable in the multi-user setting, the proposed FVS
scheme is strongly existentially unforgeable under chosen
message attack.

In [30], it is proved that the Schnorr OTS scheme is
strongly existentially unforgeable against chosen message
attacks in the multi-user setting under the discrete loga-
rithm assumption in the random oracle model. As a result,
the strong existential unforgeability against chosen message
attacks of our proposed FVS scheme can be proven in the
random oracle model by reduction to the discrete logarithm
problem. �

C. ANALYSIS
In [1], Canetti et al. proposed a reusable fuzzy extractor,5

which can address outliers included in the input vector, sim-
ilar to fuzzy vector signature (FVS). However, the reusable
fuzzy extractor requires a large amount of storage for the
user during online authentication. In order for the user to
extract the cryptographic key for authentication using the
reusable fuzzy extractor, he/she requires his/her own helper
data in addition to his/her fuzzy data. The user’s helper data
consists of sampling sets and digital lockers. For an input
string w = (w1, . . . ,wn) ∈ {0, 1}n, the helper data H is
generated as follows:

1) Sample r ←R {0, 1}λ

2) For i = 1, . . . , d
5This scheme assumes the existence of ‘‘digital locker’’ which is a power-

ful tool. A method to obtain composable digital lockers based on a t-strong
vector decisional Diffie-Hellman assumption, which is non-standard, is given
in [31].

a) Choose 1 ≤ ji,1, . . . , ji,` ≤ n uniformly at
random;

b) Set vi = wji,1 , . . . ,wji,l ;
c) Compute ci = lock(vi, r);
d) Set Hi =

{
(ji,1, . . . , ji,`), ci

}
.

3) Set H = (H1, . . . ,Hd )

The size of each sampling set (ji,1, . . . , ji,`) is ` log n and
thus, the size of the entire sampling set included in the
helper data is d · ` log n. The size of each digital locker ci
is equal to the size of the output of the lock function, which
is designed using the hash function. If the output size of the
underlying hash function is h, the size of the entire digital
lockers included in the helper data is d ·h. Therefore, the size
of the helper data required in the authentication phase is(
d · (` log n + h)

)
-bit. Note that the size of each sampling

set, denoted by `, should be set to be larger than or equal to
the security parameter λ in order to be secure against brute
force attacks on each digital locker. If n = 128, λ = 128,
and h = 256, the size of the helper data is approximately
34,600 MB, which is significantly large for the user to store
(assuming that the probability of errors is 19.5%). The num-
ber of sampling sets, denoted by d , can be calculated using
the equation provided in [1], i.e., d ≈ −lnδ · e

tl
n where δ is

an allowable error parameter. For simplicity, we assume that
δ = e−1, and if δ becomes smaller, d becomes larger.

In the proposed FVS scheme, an additional user-specific
signing key is used (similar to the helper data of the reusable
fuzzy extractor) in addition to the user’s fuzzy data dur-
ing authentication. The signing key of the FVS scheme is
public information, similar to helper data, and it consists of
(3n + 1) elements in the G1 group. Thus, the size of the
signing key is (3n+ 1)|G1|. Note that the size of the signing
key depends only on the length of the user’s input vector.
At the 128-bit security level, the size of the element in the
G1 group (used in the asymmetric bilinear group) is 512-bit,
i.e., |G1| = 512 [33]. If n = 128 and λ = 128, the size of the
signing key is approximately 24 KB. In Table 2, we compare
the network bandwidth usage required to transmit the helper
data of the reusable fuzzy extractor [1] and the signing key of
the FVS scheme (which plays the same role as the helper data)
to the user. If the user does not store his/her helper data (or
signing key) in the server and stores it internally, the online
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TABLE 3. Comparison with reusable fuzzy extractor in [32].

TABLE 4. Comparison with reusable fuzzy extractors.

bandwidth in Table 2 denotes the storage required on the
user side.

Recently, several reusable fuzzy extractor schemes have
been introduced [32], [34]–[36]. In [34]–[36], the size of
the helper data has been reduced compared to [1], but they
are not capable of handling the outliers in the user’s fuzzy
data. In [32], Cheon et al. have modified the reusable fuzzy
extractor proposed in [1] and reduced the size of helper
data by adopting a threshold scheme. However, this scheme
still requires much more storage space as compared to ours.
In Table 3, we describe the size of each user’s helper data
when the security level is 80 and the error rate is 0.2. At the
80-bit security level, |G1| is 171-bit [33], and the size of
helper data in our FVS scheme is (3n + 1)|G1|. As for the
scheme of [32], the parameters shown in Table 2 of [32] are
used as such.

1) TRADE-OFF WITH THE SIZE OF VERIFICATION KEY
In the proposed FVS scheme, the size of the verification
key is (|G1| + d · 3|G2| + d · ` · log n)-bit, which is size-
able even considering the server storage capacity. At the
128-bit security level, the size of the element in the G2
group (used in the asymmetric bilinear group) is 3,072-bit,
i.e., |G2| = 3,072 [33]. If d = 1.73 × 107, n = 128, and
` = 100, the size of the verification key is approximately
20 GB. Nevertheless, FVS is desirable in that it significantly
reduces storage and computational costs on the user side.
And for the server, FVS can be advantageous in shortening
verification time because it uses the threshold concept. The
server only needs to repeat the verification process until there
is one success. This means it does not have to repeat all
d times. In addition, by applying various implementation-
oriented techniques such as the multi-threading method or
by adjusting parameters, the computational cost (of the

TABLE 5. Experimental result for FVS (time: msec).

server) can be brought down to a reasonable level (as shown
in Section V-D).

D. EXPERIMENTAL RESULT
We give some empirical results regarding computation over-
head. For a private fuzzy data, we can consider binary strings
extracted from biometrics with a reasonably low error rate.
For example, as shown in [37], a sufficiently long bit-string
can be extracted from a fingerprint information with about
1% EER (equal error rate). Our test assumes that the bit-
length of a private fuzzy data is more than 60 bits and its error
rate is about 1% EER. Note that we can extract fuzzy data of
sufficient length (with enough entropy) to provide a high level
of security by combining various features of the user, like the
multimodal biometric system [25]–[27]. In addition, we can
configure the system parameters so that the EER is close
to 1%.

The test of generation of a fuzzy signature (for a client
or a user) was performed on Intel Core(TM) i7-4770K CPU
clocked at 3.50GHz and 16GBRAMon theWindows10 64bit
OS. The test of verification of a fuzzy signature (for a server)
was performed on Intel Core(TM) i7-6700U CPU clocked
at 3.40GHz and 8GB RAM on the Windows10 64bit OS. It
applied the JAVA multi-threading method (i.e., ExecutorSer-
vice [38]) to improve the processing speed of the verification.
We make use of two d-type curves called d224-224 and d347-
337 from the PBC library [39] and the JPBC library [39], [40]
running on top of Gnu GMP [41]. Refer to the parameters for
d224-224 and d347-337 curve6 in Appendix. Every test result
is the average of 100 tests. Table 5 shows the running time
of signature generation and signature verification of our FVS
scheme.
• Test1: n = 60, p = 1.6%, ` = 59, t = 1, d = 60
• Test2: n = 80, p = 1.2%, ` = 79, t = 1, d = 80
• Test3: n = 100, p = 1%, ` = 99, t = 1, d = 100

VI. APPLICATION
In this section, we propose a secure fuzzy authentication
protocol using the fuzzy vector signature (FVS) scheme with
a challenge–response mechanism. In fuzzy authentication,
noisy and fuzzy data (for example, biometric information
such as fingerprint or iris) are used as authenticationmethods,

6d224-224 and d347-337 provide 1344-bits and 2022-bits of security
which are comparable to that provided by 1344-bit and 2022-bit RSA cryp-
tosystems, respectively.
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and therefore, it is important to address errors that occur dur-
ing the authentication process. Recently, fuzzy data in authen-
tication have also resulted in a number of privacy issues [7],
[8], [42]. The proposed fuzzy authentication protocol has the
following advantages:
• Authentication can be performed while handling fine
errors, as well as in the presence of outliers in fuzzy data.

• No information about the fuzzy data can be obtained
from the values stored in the authentication server, thus
ensuring user privacy for malicious servers.

• No information about the fuzzy data associated with the
transmitted value can be obtained from the authentica-
tion process, so that a malicious external attacker can
not compromise the user privacy.

Note that other fuzzy signature schemes can be employed
in the fuzzy authentication protocol in a similar manner.
However, none of them provide VK privacy (introduced in
Section IV-B), and therefore fuzzy authentication protocols
employing them are also vulnerable to malicious servers. On
the other hand, the proposed fuzzy vector signature scheme
provides VK privacy, and thus the fuzzy authentication pro-
tocol based on it is more secure.

The proposed fuzzy authentication protocol consists of two
phases. In the enrollment phase, a user generates a signing
key and a verification key and registers them with an authen-
tication server. In the authentication phase, a user generates a
signature and authenticates himself/herself as an authorized
user (i.e., registered in advance in the enrollment phase) to
the server. Let FVS = (FVS.Setup,FVS.Sign,FVS.Vrfy)
be the underlying FVS scheme. The fuzzy authentication
protocol is described as follows:
I Enrollment Phase
1) User: On the input of a security level 1k , the user

generates a signing key and a verification key, denoted
by skID and vkID, respectively, as follows:
• Recognize his/her fuzzy data and extracts features
−→w = (w1, . . . ,wn) ∈ Znp from it

• Run FVS.Setup (1k , n,−→w , t)→ (skID, vkID)

Note that the vector length n and the threshold value t
are set according to system policies. The user transmits
a key pair (skID, vkID) along with his/her identity ID to
the server.

2) Server: The authentication server stores a pair
(ID, skID, vkID) and completes the registration of the
user.

I Authentication Phase
1) User: The user starts an authentication process by trans-

mitting his/her identity, ID, to the server.
2) Server: The server chooses a random value R and

transmits it as a challenge to the user along with the
corresponding signing key skID.

3) User: The user generates a signature σ as follows:

• Recognize his/her fuzzy data and extracts features
−→w ′ = (w′1, . . . ,w

′
n) ∈ Znp from it

• Run FVS.Sign (skID,
−→w ′,R)→ σ

The user transmits a signature σ to the server.

4) Server: The server imports the verification key vkID
corresponding to the user’s identity ID, stored in DB.
The server then verifies the signature σ (transmitted
from the user) by using a challenge R and vkID.
• Run FVS.Vrfy (vkID, σ,R)→ 1/0

If the verification succeeds, the server authenticates the
user and completes the authentication process.

VII. CONCLUSION
In this paper, we propose a new primitive for fuzzy authenti-
cation, which is called fuzzy vector signature (FVS) scheme.
In the FVS scheme, the verification key and signature are
derived from the user’s fuzzy data (such as biometrics). Even
if the fuzzy data is extracted from the same user, subtle
differences are likely to occur each time it is extracted.
If the difference between two fuzzy data used to generate
the verification key and the signature is within the threshold,
the signature is successfully verified with the verification key,
despite the existence of a few outliers. In addition, our FVS
scheme is reusable, which means that multiple verification
keys generated from the same fuzzy data can be registered in
various application services. Compared to the reusable fuzzy
extractor [1], the proposed FVS scheme significantly reduces
network bandwidth usage (or the amount of storage required
on the user side).

We also propose a privacy-preserving fuzzy authentication
protocol based on the FVS scheme. Since our FVS scheme
provides VK privacy, the user can publicly store his/her key
pair in a (potentially malicious) server. That is, the user is

TABLE 6. The d224-224 curve.
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not required to store any information in a secure manner on
the user side, and only the user’s fuzzy data is the secret
information required during the online authentication. In
addition, since the FVS scheme provides anonymity and
(strong existential) unforgeability, our fuzzy authentication
protocol is secure against malicious external attackers as well
as malicious servers. Therefore, the proposed fuzzy authen-
tication protocol can be used in a variety of environments
where the user’s fuzzy data is used as an authenticationmeans
and also where its privacy needs to be protected.

APPENDIX. CURVE PARAMETERS FOR BILINEAR MAP
We give curve parameters of bilinear maps used for our
experiments. In the tables, nk denotes the order of E(Fqk ) and
hk = nk/r2 where E(Fqk ) is the elliptic curve group over the
finite filed Fqk . k is the embedding degree of E(Fq) and nqr

TABLE 7. The d347-337 curve.

is a quadratic non-residue, and coef1 and coef2 are used to
define an irreducible polynomial. The curves are defined over
the finite filed Fq with y2 = x3 + ax + b. The bilinear group
G1 on this curve has order n [39].
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