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ABSTRACT Data aggregation can reduce the data transmission between the nodes, and thus save the
energy and extend the life of the network. Many related researches on in-network data aggregation take
the generalized maximum functions. For the cases that the original packets of N nodes aggregated into M
(1 < M < N ) packets, it is a challenge to improve the energy efficiency and reduce the transmission delay
under the transmission reliability guarantee. In this paper, a novel ring-based in-network data aggregation
scheme is proposed to this problem. The network is partitioned into rings and the data aggregation is executed
ring by ring from outside to inside. To ensure transmission reliability, the source or intermediate aggregating
node unicasts multiple aggregated packet copies to its next hop node in the inner ring with the maximum
residual energy. The reliability is higher with the more unicasting packet copies. However, more sending
packets copies will lead to more additional energy cost. Besides, nodes close to the sink tend to relay more
size of data packets and the energy is depleted more quickly than nodes far to the sink. Meanwhile, the
nodes close to the sink need to relay the aggregated packets, which contain more information. If the number
of packet copies is too small, the packets loss will greatly worse the transmission reliability. Based on this,
the number of unicasting packet copies is adaptively adjusted through fuzzy logic. The proposed scheme
adaptively unicasts variable number of aggregated packets copies continuously in a window according to the
request transmission reliability and the imbalance of nodes energy cost. Our analysis and simulation results
show the effectiveness of the proposed scheme.

INDEX TERMS In-network data aggregation, fuzzy logic, ring, reliability, lifetime.

I. INTRODUCTION
Artificial Intelligence, Big Data, Cloud Computing, Edge
Computing and 5G communication networks are promoting
the rapid development and wide application of the Internet of
Things (IoT) [1]–[6]. IoT is attracting more and more invest-
ment. And it is developing more and more rapidly because
of its wide applications, industrial prospects, and potentially
huge commercial value. The rapid development of IoT also
faces serious challenges [7]–[10]. With the rapid growth of
interconnected IoT devices and the emergence of many IoT
systems (such as intelligent transportation, smart grid, smart
home, etc.), the amount of data that the network needs to
collect, store, transmit and process increases exponentially.
Thus, there is a contradiction among the rapid growth of data
and the limited spectrum resources, transmission capacity of
the network. The congestion caused by the huge amount of

data becomes more serious, which leads to the data trans-
mission delay sharply increased. Then, the quality of service
(QoS) is declined and the quality of experience (QoE) is
deteriorated. Therefore, with the constant growth of user
numbers, the amount of data produced by IoT is explosively
growing, which may cause the corresponding problems of
greatly increased transmission delay and reduced data quality.
It is urgent to study and solve these problems for the devel-
opment of human-machine-thing interconnection.

Wireless sensor network (WSN) is an integral part of
IoT [11]. To cope with the decline of network quality of
service caused by the rapid growth of IoT data, it is an ideal
and effective way to reduce the amount of data transmitted by
WSN without increasing the investment of existing hardware
infrastructure. Data aggregation can minimize redundant data
transmission to reduce the amount of data transmitted in the
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network. Thus, appropriately reducing and minimizing the
amount of data by data aggregation is an effective way to
reduce the amount of network data transmissions [12], [13].
However, many of the existing data aggregation mechanisms
assume that the original packets of N nodes can aggregate
into one packet at the aggregation node. For example, in
many existing studies on in-network data aggregation, they
adopt the generalized maximum (GM) functions, such as
in [14]. The final aggregated result corresponds to an ele-
ment of the sensed data. That model is suitable to the Min,
Max or Average cases. For the cases that the original packets
of N nodes aggregated into M (1 < M < N ) packets,
the aggregated packets havemore size than that of the original
packet, they have less packets to relay for the nodes far to the
sink. Therefore, they have more remaining energy. Whereas,
the nodes close to the sink tend to relay more size of data
packets and the energy is depleted quickly.

In addition, it is particularly important to ensure reliable
transmission of aggregated packets because the aggregated
packets contain more information. To ensure the transmis-
sion reliability, re-transmission schemes (such as Automatic
Repeat-reQuest, ARQ) are widely explored for packet loss
recovery [15]. However, these schemes need to wait for the
acknowledgement (ACK) reply. Because of the loss of ACK,
unnecessary packets will be retransmitted, resulting in addi-
tional energy consumption and transmission delay. Broadcast
is another way to reduce packet loss and guarantee the reliable
transmission. Fig.1 shows an illustration of data aggregation
with broadcast over lossy links [14]. In the figure, the solid
line with arrow denotes the successful packet transmission.
The dotted linewith a cross represents the failed transmission.
As shown in Fig.1, one source node S broadcasts its own gen-
erated packet to the inner ring (represented by red line with
arrow). Although failed transmission happens, the packet is
successfully transmitted because one intermediate node in
the inner ring receives the packet. The receiving intermediate
node aggregates and further broadcasts to next-hop nodes.
The process is repeatedly until the packet is transmitted
to the Sink. It is obviously that broadcasting will result in
many redundant packets in the entire network transmission as
shown in Fig. 1. Consequently, it consumes more additional
energy, especially when the data aggregation model does not
adopt the GM functions. This is inconsistent with reducing
the amount of network transmission data and saving network
bandwidth resources.

To address these issues, in this paper we propose a novel
ring and fuzzy logic based in-network data aggregation
scheme in considering the energy efficiency and network
transmission reliability. The core idea of the proposed scheme
is to adaptively unicast variable number of aggregated packet
copies continuously in a window according to the request
transmission reliability and the imbalance of nodes energy
cost. The main contributions of the paper are:

(1) A ring based in-network data aggregation scheme is
proposed to satisfy the network transmission reliability by
unicasting multiple packets copies. The energy efficient and

FIGURE 1. Data aggregation with broadcast over lossy wireless links.

reliable in-network data aggregation with unicast scheme can
improve the energy efficiencywith the satisfaction of network
transmission reliability. In the scheme,multiple copies of data
packets in the sending window can be transmitted contin-
uously for data aggregation by unicast. For sending nodes,
there is no need to wait for the confirming ACKs of the data
packets. The receiving node does data aggregation adopting
data aggregation model sequentially. The aggregated packets
may have more size than that of the original packet, which
conforms to information aggregation characteristics. Further-
more, it greatly reduces the transmission data compared with
the broadcast data aggregation. Through without waiting for
the ACK reply, it could reduce the end to end (E2E) delay of
all information aggregated to the sink.

(2) The proposed fuzzy logic-based scheme is with adap-
tive variable unicasting packet copies γ . In the proposed
scheme, one node sends multiple packet copies in a window
continuously to its next hop node by unicast. The probability
of data packets successfully transmitted from one node to its
next hop node on the routing path is higher with the more
sending packet copies γ . However, more sending packets
copies will lead to more additional energy cost. Furthermore,
for the nodes far to the sink, they have less packets to
relay. Therefore, they have more remaining energy and could
send more data copies to ensure the successful transmission.
Whereas, the nodes close to the sink tend to relay more size
of data packets and the energy is depleted quickly. Thus,
the small number of sending packet copies is suitable to
prolong the network lifetime. However, the nodes close to
the sink need to relay the aggregated packets, which contain
more information. If the number of packet copies is too small,
the packets loss will greatly worse the transmission reliability.
The core idea of the manuscript is to adaptively determine
the sending number of packet copiesγ to prolong the network
lifetime and ensure the transmission reliability.

(3) Comprehensive simulations are conducted to verify
the effectiveness of the proposed scheme. Comprehensive
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simulations are implemented to explain the availability of the
proposed scheme. Simulation results show that the proposed
scheme could improve the energy efficiency subject to the
guarantee of transmission reliability. In our simulation, the
lifetime could be improved by 17.14% compared with invari-
able sending packet copies aggregation approach. It presents
the effectiveness of our strategy.

The rest of this paper is organized as follows: the related
works are reviewed in Section 2; Section 3 describes the
system model; Section 4 explains the novel proposed scheme
including discussion and performance analysis; simulation
performance evaluations are presented in Section 5; and the
conclusion is made in Section 6.

II. BACKGROUND AND RELATED WORK
To support the big data streaming under the QoS require-
ments, [16] presented the design of a CoNtainer-based vir-
tualized networked computing architecture for the real-time
support of IoT applications. Data compression can minimize
redundant data to reduce the amount of data transmitted in
the network. Reference [17] presented an accelerated dis-
tributed solving algorithm to guarantee the error minimiza-
tion of reconstructed data and the fast-optimal value con-
verge. In addition to the researches on architecture and data
compression, data aggregation is much studied.

Data aggregation could reduce the amount of data transmit-
ted by network without increasing the investment of existing
hardware infrastructure and it is an ideal and effective way to
cope with the problems caused by the current rapid growth
of IoT data. Important data aggregation mechanisms include
tree-based, cluster-based and centralized WSN data aggre-
gation mechanisms [18]–[22]. There are quite numerous
researches on tree-based data aggregation strategies. In tree-
based data aggregation, nodes are organized into a tree, and
the data is aggregated in the intermediate nodes during the
process of propagation to the root of the tree, and eventually
transmitted to the root node. The key of this mechanism
is to establish an effective data aggregation tree. Typical
algorithms are Dynamic Data Aggregation Tree (DDAT) and
Energy-aware Distributed Heuristic Spanning Aggregation
Tree (EADAT) [23]. DDAT reduces data transmission and
energy consumption byminimizing the distance traveled. The
main idea of EADAT is to close broadcasting of all leaf
nodes to reduce the amount of broadcast data. In cluster-
based data aggregation mechanism, the whole network is
partitioned into different clusters. Each cluster is composed of
multiple sensing nodes. The LowEnergy Adaptive Clustering
Hierarchy (LEACH) algorithm is a typical cluster-based data
aggregation protocol. Unlike the cluster-based data aggrega-
tion protocol, (Power Efficient Gathering Sensor Information
Systems) PEGASIS proposes a chain-based data aggregation
algorithm from the idea of minimizing energy consump-
tion. For cluster-based data aggregation, a data aggregation
optimization algorithm for single cluster head and multi-
cluster head is proposed to prolong the network lifetime
[24], [25]. A Prolong-SEP (P-SEP) is presented in [26] to find

an energy-efficient policy to opt cluster heads in the WSNs.
Reference [27] proposes hybrid multi-hop routing (HYMN)
algorithm, which uses a mixture of planar multi-hop routing
with high transmission distance and hierarchical multi-hop
routing with data aggregation. In data aggregation-based data
collection strategies, many of the existing data aggregation
mechanisms are based on the assumption that the original
packets ofN nodes can aggregate into one packet at the aggre-
gation node. For the cases that the original packets ofN nodes
aggregated into M packets, it is a challenge to improve the
energy efficiency and reduce the transmission delay under the
transmission reliability guarantee. Reference [14] studied the
implication ofwireless broadcast for data aggregation in lossy
wireless sensor networks. But in this broadcast form, the addi-
tional energy consumption is obvious, especially when the
data aggregation model does not adopt the ideal assumption
of aggregating into one packet, resulting in many redundant
packets in the entire network transmission by broadcast.

Because the wireless data transmission link is unreliable,
there are quite a lot of research to improve network reliability
while ensuring high energy efficiency. The ARQ protocol
is the representative protocol based on the failure retrans-
mission mechanism. The other is proliferation routing (PR)
based on the packet regeneration mechanism [28]. In the two
representative mechanisms, the lost packets will be retrans-
mitted or replicated after certain transmission route to ensure
the reliable transmission to reach the destination. In PR strat-
egy, in order to ensure the reliability every certain number
of routing hop, the packets will replicate the same number of
copies. It fails to combine the characteristics of uneven energy
consumption and data aggregation in sensor networks, which
cause high energy consumption in hotspots.

In this paper, we propose a novel ring and fuzzy logic
based in-network data aggregation scheme considering the
energy efficiency and network transmission reliability. The
transmission reliability is ensured by sending several data
copies with unicast. It could adaptively send different number
of packet copies continuously in a window according to the
request transmission reliability and the imbalance of nodes
energy cost.

III. THE SYSTEM MODEL AND PROBLEM STATEMENT
A. THE SYSTEM MODEL
A typical and the most applied periodic data gathering wire-
less sensor network is considered in the paper. Assume there
are N sensor nodes randomly deployed in a planar circular
area. The radius of the area is R meters. Once the nodes are
deployed, the location of the nodes are fixed. Assume the
transmission range is r meters and it is identical for each
node. Each sensor node periodically generates a packet and
forwards the packet to the next hop intermediate node. The
intermediate node does data aggregation and the aggregated
data is transmitted to one node (called the sink) located at the
center of the network through multi-hop relays. We assume
the packet initiated by each node is with the same size.
The final aggregated or the initiated packets finish their
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TABLE 1. Parameters and values.

transmission to the next hop in one time slot. Each sensor
node is equipped with GPS and knows about the distance
to the sink and its one hop neighbors. The wireless link is
lossy and we assume the links are spatial dependent and
time independent [29]. For the link between node vik in the
ring k and one node vjk−1 in the ring k − 1, the successful
transmission reliability is represented by pij.
In this paper, the energy consumption model in [30] is

adopted. Following themodel, the energy consumed for send-
ing one-bit data is calculated as follows.{

Et = Eelec + εfsd2(d < d0)
Et = Eelec + εampd4(d ≥ d0)

(1)

And the energy consumed for receiving one-bit data is
computed by

Er = Eelec (2)

The meaning of parameters in the formula can refer to [30].
Tab.1 shows the parameters and the corresponding values
gennerally adopted in energy consumption model. Following
the model, it is easy to calculate the energy consumption for
sending or receiving data packets.

The data aggregation model follows the model in Ref.
Reference [31] and [32] nodes execute data aggregation when
receiving data from the other node. Incoming data is aggre-
gated with existing data in order of arrival. For data aggrega-
tion, we use vik to represent one node in ring k and ϑi to denote
the original packet size of node vik , ϕ(i, j) to indicate the
intermediate aggregation result of node vjk−1with incoming
data from node vik . It can be abbreviated as ϕj to denote the
current intermediate aggregation result of node vjk−1. The
final aggregation result of node vik is represented by µi. For
the node without receiving any incoming data, µi = ϑi.
When node vjk−1 receives data µi from node vik , node v

j
k−1

aggregates µi with its current data ϕj. ϕj = ϑj when the node
vjk−1 first receives the incoming data.

ϕ (i, j) = β(µi + ϕj) (3)

In (3), β is the compression ratio and it is between 0 and 1.

B. THE PROBLEM STATEMENT
In the paper, in one round of data aggregation, each node
generates, aggregates and forwards sensing packets to the
sink. We use the running rounds until the first node death to
approximately represent network lifetime. Thus, the network
lifetime is mainly determined by the node with the largest
energy consumption. Network transmission reliability is

ued to represent the statistical success rate of packets deliv-
ered from all nodes to the sink in QoS level. It is denoted
by ε. In order to improve the transmission reliability, several
packet copies are transmitted continuously. If there are γ
packet copies transmitted for one source or intermediate node
vik , the one hop transmission reliability is εi = 1− (1− pij)γ .
Therefore, the network transmission reliability of node vik to
the sink is εi =

∏
k (1−

(
1− pij

)γ ). It is obviously that the
higher γ brings the higher transmission reliability. However,
the higher γ causes additional energy cost and reduces the
network lifetime. Furthermore, the data collection is executed
ring by ring from outside to inside. Although the data aggre-
gation is employed in the data collection, the node close to the
sink is usually with higher data load, because it needs to relay
the aggregated packet and the packet size is bigger with the
more packet aggregation. There exists energy consumption
imbalance. For the nodes far to the sink, they have less
packets to relay. Therefore, they have more remaining energy
and could send more packet copies to ensure the successful
transmission. Whereas, the nodes close to the sink tend to
relay more size of data packets and the energy is depleted
quickly. Thus, the small number of sending packet copies is
suitable to prolong the network lifetime. However, the nodes
close to the sink need to relay the aggregated packets, which
contain more information. If the number of packet copies is
too small, the packets loss will greatly worse the transmission
reliability.

Thus, our paper aims to prolong the network lifetime
under the satisfaction of the network transmission reliability
requirement ε. As mentioned above that the network lifetime
mainly determined by the node with the largest energy con-
sumption of the network, reducing the energy cost of the node
with the largest energy consumption is the key. Therefore,
the objective is to meet the following requirements for all the
nodes in the network.

Max(T ) = Min[max
0<i<n

(Cos)i]

Cosi = N t
i Et + N

r
i Er

6k6iσ (vik )

N
≥∈

(4)

where, N t
i and N r

i represent the packet size of sending and
receiving data of node vik , respectively. Et and Er respectively
denote the energy consumption for transmitting and receiving
one-bit data. And, Cosi denotes the total energy consumption
of node vik . σ

(
vik
)
represents whether the information gener-

ated by node vik successfully transmitted to the sink. If it is
successfully transmitted, σ

(
vik
)
= 1. Otherwise, σ

(
vik
)
=

0. Hence, our goal is to minimize the largest node energy
consumption under the guarantee of the network reliability ε.

IV. THE DESIGN OF THE PROPOSED SCHEME
A. OVERVIEW OF THE PROPOSED SCHEME
In the scheme, the data collection is executed ring by ring
from outside to inside. The source or intermediate node sends
multiple packet copies continuously by the window W with
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FIGURE 2. The sketch of data transmission of the node S.

the size of γ . There is no need for sending nodes to wait
for the ACK confirming of the sending packets. When the
receiver receives multiple copies of the same data packet,
only one copy is retained and the rest is deleted. Then, it will
finish data aggregation following the data aggregation model
as mentioned in the section 3.1. With the data transmitted and
aggregated to the nodes close to the sink, the packets contain
more information and the data loads of the nodes in the area
close to the sink is becoming heavy. In order to prolong
the network lifetime and ensure the transmission reliability,
nodes in the area far to the sink send several more packet
copies with unicast, and nodes close to the sink send fewer
packet copies to reduce their energy cost. Taking into account
that packets received by nodes close to the sink contain more
information and the packets loss deteriorates the transmission
reliability greatly, nodes close to the sink need to send a little
more packet copies to ensure transmission reliability.

In the paper, the operation of the proposed scheme is illus-
trated in Fig.2. Data transmission starts from the outermost
ring, and the source node in the outermost ring sends several
packet copies to the next hop node after finding its next
hop in the inner ring. As shown in Fig.2, the source node
continuously transmits multiple copies of data packet P1 in
the sending window with γ = 4. In the packet transmission
procedure, some packets are lost due to the unreliable links,
such as the 2nd and 3rd packets are lost in Fig.2. Although
two packets are lost in the transmission, the transmission is
successful if one packet arrives the receiver. There is no need
for the receiving node to reply ACK. Then the intermediate
receiving node does data aggregation. The receiving nodes
in the inner ring do data aggregation sequentially. When all
the nodes in the outer ring report their sensing data to the
corresponding nodes in the inner ring, they begin their data
transmission to the next hop nodes in their inner ring simi-
larly. The scheme ensures the transmission reliability while
reducing the transmission delay.

FIGURE 3. Ring partition and relaying node finding.

B. THE IMPPLEMENTATION OF THE PROPOSED SCHEME
In the section, the implementation of the proposed scheme is
explained, including ring construction, relaying node selec-
tion and the number of packet copies determination.

(1) Ring partition and relaying node selection
Fig. 3 illustrates the partitioned ring and relaying node

selection. As shown in Fig. 3, assume the width of the ring
or tier is δr , the network is portioned into rings {Tk} , where
0 < δ < 1 to ensure each node in the outer ring finds its
relaying node in the inner ring. For the node vik in the ring
Tk , the set of relaying nodes (donated RS) is composed of
the nodes located within its sensing range and in the inner
tier or ring Tk−1. That is RS = {v

j
k−1||v

j
k−1 − vik | ≤ r}.

The node vik broadcasts a request message for the remaining
energy of the relaying nodes in RS. Each node in the RS
returns a packet containing its own remaining energy. After
receiving the returned packets, the node vik selects one node
with the maximum residual energy as its next hop node in the
transmission to the sink.

(2) The value of data copies γ determination
In the scheme, there is no need for each node to wait

for the returned ACK information for the sending packets to
reduce the transmission delay. As the above mentioned, one
node unicast multiple packet copies to its next hop node in
the proposed scheme to ensure transmission reliability. The
probability of packets successfully transmitted from one node
to its next hop node on the routing path is εi = 1− (1− pij)γ .
From this we can see that the more sending copies of one
packet, the transmission reliability is higher, which will lead
to more additional energy cost. For the nodes far to the
sink, they have less packets to relay. Therefore, they have
more remaining energy and could send more packets copies
to ensure the successful transmission. Whereas, the nodes
close to the sink tend to relay more size of data packets
and the energy is depleted quickly. Thus, the number of
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sending packet copies should be small to prolong the network
lifetime. However, the nodes close to the sink need to relay the
aggregated packets, which contain more information. If the
number of packet copies is too small, the packets loss will
greatly worsen the transmission reliability. In order to prolong
the network lifetime under the assurance of transmission
reliability, it needs to adaptively determine an optimized γ .
In the work, the number of sending packet copies depends

on two factors including distance to the sink (Dis for simpli-
fication) and transmission reliability request (Re). A typical
fuzzy logic system is created for making decision to com-
pute γ . It firstly maps the crisp inputs into linguistic variables
by membership functions. Then, it uses a series of IF-THEN
rules to inference the inputs to the outputs represented by
linguistic variables. A crisp output value from the fuzzy space
is obtained by the defuzzifier.

1) DISTANCE TO THE SINK
For the nodes far to the sink, they have less packets to
relay. Therefore, they have more remaining energy and could
send more data copies to ensure the successful transmission.
Whereas, the nodes close to the sink tend to relay more size
of data packets and the energy is depleted quickly. Thus,
the number of sending packet copies is small to prolong the
network lifetime.

The distance to the sink is defined as:

Dis(i) =
di,sink
R

(5)

where, d is the Euclidean distance from the node vik to the
sink, R is the radius of the circular network. The value range
of Dis (i) is (0, 1]. Nodes farthest to the Sink will have the
maximum number of sending packet copies. As illustrated
in Fig. 2, the source node S in the outmost ring have the
maximum γ .

2) TRANSMISSION RELIABILITY LEVEL
The transmission reliability level is defined as the requested
transmission reliability. That is:

Re = ε (6)

where, ε represents the request of QoS level transmission
reliability. The value range is (0,1). If the request transmission
reliability denoted by Re is higher, the γ is greater.
Although in the data aggregation strategy in this paper,

multiple packets from the same source node arrive at the
receiving node and the receiving node saves one packet and
deletes the rest, it aggregates the receiving one packet with its
original (or intermediate aggregation result) into one packet
with more size and contains more information. Therefore,
a sensor with bigger receiving packets should send more
greater γ copies of aggregated packets to avoid the more
information loss and ensure the transmission reliability. In the
process of data collection, this will cause the nodes close
to the sink tend to have a large amount of data load, cor-
respondingly, the energy consumption is depleted quickly.

FIGURE 4. Two inputs and one output fuzzy logic system.

And, nodes far away from Sink have less data load and less
energy consumption.

The γ value of the sending packet copies of each node is
inferenced applying a fuzzy logic system as shown in Fig. 4.
The fuzzy-logic based γ determination consists of two inputs
and one output. The inputs include the request transmission
reliability Re and nodes distance to the sink Dis. The output
of the number of the sending packet copies γ is inferenced
according to the inputs. If the source or intermediate nodes
have longer distance Dis to the sink and the high Re, they
would have more sending data copies. Otherwise, there are
less data copies to be transmitted. More detailed fuzzy infer-
ence could be seen in the simulation section.

Therefore, under the condition of guaranteeing transmis-
sion reliability, reducing node energy consumption is the core
problem to be solved in this paper. In the proposed scheme,
the number of the unicasting packet copies of each node is
decided according to the node distance to the sink and the
request transmission reliability. The fuzzy logic system is
explored to inference the result. The detailed implementation
of the proposed scheme is explained in algorithm 1.

C. PERFORMANCE ANALYSIS OF THE
PROPOSED SCHEME
The energy efficient and reliable in-network data aggregation
with unicast scheme ensures the energy efficiency under the
guarantee of network transmission reliability. Packet copies
in the configurable sending window are unicasted to the next
hop node and there is no need to wait for the ACK confir-
mation for sending nodes. The key idea of the manuscript
is to adaptively determine the unicasting number of packet
copies γ to improve the network lifetime and satisfy the
transmission reliability. In this section, the performance is
discussed including conditions under which the proposed
scheme can be effective.

1) DATA LOADS AND ENERGY COST
Theorem 1: Assume the total ring of the network is ℵ and the
initiated packet of each node is with the same size of τ (bits).
After one round of data aggregation with unicast to the sink,
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Algorithm 1 Procedure of the Proposed Scheme
1: Begin
2: //ε:the network reliability
3: //p: the one hop transmission reliability
4: // ℵ : the total number of rings
5: For k = ℵ:-1:1
6: for each node vik in Tk
7: sets up RS in inner Tk−1
8: selects one node in RS with the maximum
remaining energy as its next hop node
9: fuzzy inferences the sending packets copies γ
according to Dis and Re in the fuzzy space
10: unicasting the γ copies to the next hop node
continuously in the window
11: the next hop node stores only one packet
from the same node and does aggregation sequentially
12: end for
13: End For
14: End

the data loads of node vjk−1 is calculated by:

Djk−1,r = γk (1− (1− p)γk )
∑σ=α

σ=1
βα+1−σµ

σ

k (7)

Djk−1,s = γk−1µ
j
k−1 (8)

where, γk represents the packet copies for nodes in the ring k
need to send and a denotes the number of receiving packets
from different nodes in sequence, and µik−1 = β

ατ + γk (1−

(1− p)γk )
∑σ=α

′

σ=1 β
α+1−σµ

σ

k .
Proof: Under the assumption that the total ring of the

network is ℵ and the initiated packet size of each node is τ
bits. For the node in ring ℵ,

µi
ℵ
= τ (9)

For the node vj
ℵ−1 in ring ℵ− 1, if it sequentially receives a1

packets from ring ℵ, the receiving data loads is computed by:

Dj
ℵ−1,r =

∑a1

i=1
γℵ(1− (1− p)γℵ )µi

ℵ
(10)

Similarly, when node vj
ℵ−2 in ring ℵ − 2 has a2 different

packets received, the data loads is obtained by:

Dj
ℵ−2,r =

∑a2

i=1
γℵ−1(1− (1− p)γℵ−1 )µi

ℵ−1 (11)

µi
ℵ−1 is calculated by analogy. Following the data aggrega-

tion model, if it has one packet to receive from the outer ring
for node vi

ℵ−1, the following is obtained:

ϕ
i,1
ℵ−1 = β [ϕi,0

ℵ−1 + γℵ
(
1− (1− p)γℵ

)
µ
1
ℵ
] (12)

If it has two packets to sequentially receive, then

ϕ
i,2
ℵ−1 = β

(
ϕ
i,1
ℵ−1 + γℵ

(
1− (1− p)γℵ

)
µ2
ℵ

)
= β6(β(ϕI ,0

ℵ−1 + γℵ
(
1− (1− p)γℵ

)
µ1
ℵ
)

+ pγℵ
(
1− (1− p)γℵ

)
µ2
ℵ
)

= β2(ϕi,0
ℵ−1 + γℵ

(
1− (1− p)γℵ

)
µ1
ℵ
)

+βγℵ
(
1− (1− p)γℵ

)
µ2
ℵ

= β2τ + γℵ
(
1− (1− p)γℵ

)
[β2µ1

ℵ
+ βµ2

ℵ
] (13)

Similarly, the final aggregation packet size for node vik−1 is:

µik−1 = β
ατ + γk

(
1− (1− p)γk

)
×

(
βaµ1

k + β
α−1µ2

k + · · · + βµ
j
k

)
= βατ + γk (1− (1− p)γk )

∑σ=a

σ=1
βα+1−σµ

σ

k (14)

where, a represents the number of node vik−1 different receiv-
ing packets. Thus, the data load of each node is calculated as
the following:

Djk−1,r = γk (1− (1− p)γk )
∑σ=α

σ=1
βα+1−σµ

σ

k (15)

Djk−1,s = γk−1µ
j
k−1 (16)

On the basis of the results obtained above and the typi-
cal energy consumption model described in equation (1),
the energy cost on sending and receiving the data packet for
vjk−1 can be calculated respectively by the following equa-
tions.

E jk−1,r = Djk−1,rEelec (17)

E jk−1,s = Djk−1,s(Eelec + εθd
β ) (18)

Therefore, the energy cost for node vjk−1 is:

E jk−1 = E jk−1,r + E
j
k−1,t (19)

After the specific parameters are replaced and further simpli-
fied, the following result is obtained.

E jk−1 = γk
(
1− (1− p)γk

)
Eelec

∑σ=α

σ=1
βα+1−σµ

σ

k

+ γk−1µ
j
k−1(Eelec + εθd

β ) (20)

Although the final mathematical expressions are compli-
cated, it is clear to see that the energy cost is greater with the
bigger value of γk under other given the parameters. For the
packet transmission with broadcast, if the one hop number is
greater than γk , it consumes more energy.

2) DELAY
Packet transmission with broadcast is more energy cost.
Although stop-and-wait ARQ scheme is highly energy effi-
cient, it needs more time for waiting the ACK and even
retransmitting the lost packet. Assume one hop transmission
time is h, for the SW the statistical one hop time needed
for successful transmitting one packet is tsw ≥ ph + (1 −
p)(2h+ h) = 3h(1− p). However, for the proposed scheme,
the transmission time for one hop is t = h. Thus, we get the
following:

tsw − t ≥ 2h− 2ph = 2h (1− p) > 0 (21)

For the lossy wireless sensor networks, p < 1, so tsw − t ≥
2τ (1− p) > 0, that is tsw > t .
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Algorithm 2 Finding the Optimized γu
1: Begin
2: //ε: the request network transmission reliability
3: // ℵ : the total number of rings
4: // Emax : the maximum energy cost of one node
5: Emax = inf, Emaxk = 0
6: γu = γmax;

7: For k = ℵ:−1:1
8: for each node vjk in Tk
9: calculate the energy cost E jk
10: if E jk > Emaxk
11: Emaxk = E jk
12: end
13: end for
14: End For
15: If Emaxk < Emax && satisfying ε
16: Emax = Emaxk
17: γmax = γmax − 1
18: Go to step 6;
19: Else
20: return γu = γu + 1
21: End
22: End

3) FUZZY OUTPUT SPACE
In the proposed scheme, the fuzzy output is γ and we know
that the minimum value of γ is 1. Therefore, the lower
bound of the fuzzy output space is 1. If we use γmax to
denote the maximum value of γ and γu to represent the
upper bound of the fuzzy output space which satisfies the
request transmission reliability ε and has the lowest energy
cost simultaneously. According to 1 − (1− p)γmax ≤ ε1/ℵ,

the following can be obtained:

γmax ≤
log (1− ε1/ℵ)
log (1−p)

(22)

The enumeration method is applied to find the optimal γu
to ensure the optimization goal. The detailed implementation
is shown in Algorithm 2.

V. SIMULATION
In this section, simulations are explored to evaluate and prove
the proposed scheme in the performance of extending the net-
work lifetime under the constraint of the network reliability.

A. PARAMETER SETTINGS
The simulation is implemented on a two-dimensional circular
wireless sensor network as described in Section 3. It consists
of 200 sensor nodes. The radius is R = 100(m). In addition,
the transmission range is assumed r = 30(m). The initiated
packet size of each node in the network is fixed 200 bits. And
we assume the one hop transmission reliability is p = 0.7
and the request network transmission reliability ε = 0.8. The
compression ratio β = 0.8 when receiving node implements

FIGURE 5. The fuzzy logic system to inference γ .

FIGURE 6. Membership function of input ‘RE’.

data aggregation in sequential. All the nodes (except the sink)
initialize the identical energy of 1 (J). Other parameters are
shown in Tab. 1. Following (1) and (2), the energy cost of each
node is calculated in the simulation based on the sending and
receiving data loads. MATLAB is applied to run simulation
1000 times and the average results are recorded.

As shown in Fig.5, the configurable γ is determined by
the fuzzy logic system including two input factors of request
transmission reliability and distance to the sink. In the fuzzi-
fication, the linguistic terms are used to represent the fuzzy
sets. The linguistic terms include extreme, extreme small
(XXS), extreme small (XS), small (S), medium (M), large
(L), extreme large (XL) and extreme, extreme large (XXL).
For the input variables, the fuzzy sets are represented Re =
{XS, S,M ,L,XL} andDis = {XS, S,M ,L,XL} respectively.
The inferenced output value of γ is represented as RST =
{XXS,XS, S,M ,L,XL,XXL}. The simple triangular mem-
bership function shown in Fig. 6 and Fig. 7 are applied to
convert the crisp input values of Re and Dis to correspond-
ing fuzzy sets. From the figures, the domain of all inputs
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FIGURE 7. Membership function of input ‘DIS’.

FIGURE 8. Membership function of output ‘RST’.

is [0, 1]. The gauss membership functions shown in Fig. 8 are
used for converting the output variable RST. Algorithm 2 is
applied to find the upper bound value of the fuzzy output
space which satisfies the request transmission reliability ε
and has the lowest energy cost simultaneously. The fuzzy
rules shown in Tab. 2 are applied to process the fuzzy values
in the fuzzy inference phase. Besides, And method(min), Or
method (max), Implication (min), Aggregation (probor) are
applied in the fuzzy inference. The crisp output value γ is
obtained in the defuzzification using the centroid method.

B. PERFORMANCE EVALUATION
1) DIFFERENT SENDING COPIES γ
In this section, the influence of the sending copies γ on the
performance of the proposed scheme is evaluated. When the
nodes with different distance to the sink sending the identical
number of packets copies γ , the simulations on performance
metrics of statistical reliability and energy cost are presented.

TABLE 2. Fuzzy rules.

FIGURE 9. An illustration of one transmission path from one node in the
outmost ring to the sink.

FIGURE 10. An illustration of all routing paths for all nodes.

As we know that node vik in ring k selects one node in ring
k−1 with the maximum residual energy as its next hop node,
the packet routing path may be different in different data
gathering rounds. In the simulation, an illustration of packets
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TABLE 3. Performance under different γ .

FIGURE 11. Comparison of energy consumption of each node with
different sending packet copies γ in one round of data aggregation to the
sink.

transmission path from one source node in the outmost ring
to the sink following the proposed scheme is shown in Fig. 9.
Fig.10 shows the packets routing paths of all nodes following
the routing finding. When different γ packet copies are uni-
casted, the simulation results and comparison on statistical
reliability and energy cost are demonstrated in Fig.11- Fig.13.
To demonstrate the results more clearly, the detailed values
are shown in Tab. 3. Fig.11 shows the comparison of energy
cost of each node after one round of data aggregation to the
sink under different γ values. From Fig.11, we can see that
overall there is more energy cost for nodes close to the sink.
Because the nodes need to receive and forward the bigger
and bigger aggregated packets. Besides, the larger value of γ
causes larger energy cost for source and intermediate nodes,
because a larger γ indicates more sending data copies in the
transmission. More concretely, the energy cost when γ = 3
is larger than that γ = 2 in general. When γ = 5, the node
energy cost is overall the largest compared with γ = 2,
γ = 3 and γ = 4. It is clearly illustrated by Fig.12.
Fig.12 shows the maximum energy cost comparison with
different unicasting packet copies γ after one round of data
aggregated to the sink. From the figure, it can be seen that the
bigger γ leads to larger the maximum node energy cost. Cor-
respondingly, the network lifetime is shortened with bigger

FIGURE 12. Comparison of the maximum energy cost with different
sending packet copies γ after one round of data aggregation to the sink.

FIGURE 13. Comparison of transmission reliability with different sending
packet copies γ after one round of data aggregation to the sink.

γ . However, the bigger γ could provide higher transmission
reliability, which is demonstrated in Fig.13. As shown in the
figure, the network reliability is 98.76%, 96.04%, 89.50% and
67.34%when γ = 5, γ = 4, γ = 3 and γ = 2. Asmentioned
in the parameter settings, the request transmission reliability
is ε =80%. This means that γ ≥ 3 could meet the request
transmission reliability. However, the larger γ will result in
excess energy consumption.

2) COMPARISON WITH BROADCAST
In the part, the proposed scheme is compared with the
method of data aggregation with broadcast over lossy links
in [14] under the case of the same network ring partition.
Fig. 14 shows an illustration of packets broadcasting from one
source node to the sink and Fig.15 illustrates the broadcasting
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FIGURE 14. An illustration of broadcast from one node in the outmost
ring to the sink.

FIGURE 15. An illustration of broadcast of all nodes in the network.

of all nodes in the network. From the figure, we can see
that packets broadcasting causes many nodes participating in
the data transmission, which leads to additional energy cost.
This also can be seen from Fig. 16. The energy consumption
comparison of each node is illustrated in Fig.16. In the figure,
we compare the packets broadcasting with the case in that
each node unicasts γ = 5 packet copies to its next hop
node. From Fig.16, it can be seen that the energy cost of
packets broadcasting is far greater than packets unicasting
with γ = 5 packet copies. However, there is no big difference
in the transmission reliability, which can be seen from Fig.17.

C. PERFORMANCE EVALUATION ON γ INFERENCED BY
FUZZY LOGIC
In this part, configurable γ inferenced by fuzzy logic is eval-
uated. In order to illustrate the effectiveness of the variable γ ,
comparisons on energy cost and transmission reliability with

FIGURE 16. Energy cost comparison of each node after one round of data
aggregation to the sink.

FIGURE 17. Transmission reliability comparison between broadcast and
unicast (γ = 5).

invariable γ are demonstrated and discussed. To further illus-
trate the effectiveness, we also compared the network lifetime
in rounds.

Although packets that are continuously unicast with multi-
ple copies have superiority in energy cost, it does not con-
sider the imbalance of data loads and energy cost in the
network. The advance of the proposed scheme is that it could
automatically adjust the number of sending packet copies
for each node according to nodes distance and the request
transmission reliability. It could reduce the energy cost of
nodes close to the sink as much as possible. According to
algorithm 2, the optimized upper bound of fuzzy output is 5.
Therefore, the output space ranges from 1 to 5.

The detailed comparison results are shown in Tab. 4.
Fig.18 shows the comparison of each node energy cost
after one round of data aggregation under different cases.
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FIGURE 18. Energy cost comparison of each node after one round of data
aggregation to the sink.

FIGURE 19. The maximum energy cost comparison after one round of
data aggregation to the sink.

TABLE 4. Comparisons result.

To clearly state the comparison, Fig. 19 shows the maximum
energy cost comparison. The network transmission reliabil-
ity comparison is illustrated in Fig. 20. From the table and
figures, it can be seen that it is failure to meet the request
transmission reliability under the fixed γ = 2. And, there is

FIGURE 20. Transmission reliability comparison.

FIGURE 21. Network lifetime comparison (in rounds).

less energy cost for the configurable γ based on fuzzy logic
compared with fixed γ = 3 under the guarantee of the request
network transmission reliability ε = 80%. Fig. 21 shows
the network lifetime by rounds under the cases. From the
figure, we can see that the network lifetime is improved by
17.14% compared with fixed γ = 3. The above results show
the effectiveness of the proposed scheme in extending the
network lifetime under the guarantee of the request network
transmission reliability.

VI. CONCLUSION
In this paper, the problem of energy efficient data gathering
with in-network aggregation is studied in consideration of
guaranteeing the network transmission reliability for WSN.
A novel ring and fuzzy rule-based data aggregation scheme
is proposed in the paper to improve the energy efficiency
under the assurance of the request transmission reliability.
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In the proposed scheme, the variable number of sending
packet copies γ is inferenced by a fuzzy logic system to
achieve an efficient data aggregation. It is adaptively tuned
according to the request network transmission reliability and
nodes distance to the sink. To prove its effectiveness, theo-
retical analysis and simulation are implemented. However,
the fuzzy output space and membership functions influence
on performance are worth further research.
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