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ABSTRACT Vehicular ad-hoc networks (VANETs) have been developed to provide safety-related and
commercial service applications on the road. The IEEE 1609.4 is a standard (legacy) designed to support
multi-channels in VANETs, namely control channel (CCH) and service channels (SCHs) with fixed
alternating CCH and SCH intervals. The CCH is dedicated to broadcast safety and control applications
while SCHs are used to transfer service data applications. However, due to the nature of contention-based
channel access scheme and the transmission of multiple applications over the CCH during a fixed interval,
safety applications performance is degraded during CCH congestion in high network density scenarios.
In this paper, we propose an adaptive multi-channel assignment and coordination (AMAC) scheme for the
IEEE 802.11p/1609.4 in VANETswhich exploits channel access scheduling and channel switching in a novel
way. AMAC scheme includes an adaptive execution of the peer-to-peer negotiation phase between service
providers and users for SCH resource reservations, and collision-aware packet transmission mechanisms.
These two mechanisms alleviate collisions and increase packet delivery ratio (PDR) of safety applications
on the CCH. Thereby, the AMAC scheme ensures an efficient and reliable quality of service (QoS) for
different traffic flows and improves the time diversity among vehicles based on the traffic conditions. For
performance analysis, analytical models are developed based on 1-D and 2-D Markov chain models taking
into account an error-prone channels. The probabilities of successful transmission and collisions have been
derived to compute PDR, and delay for safety packets in legacy standard and AMAC scheme. Analytical and
simulation results indicate that the AMAC scheme reduces the collisions and increases the PDR for safety
applications over the CCH compared with the legacy standard. In addition, AMAC scheme outperforms the
legacy standard in terms of system throughput of service applications.

INDEX TERMS VANETs, channel assignment and coordination, IEEE 1609.4, multi-channel MAC.

I. INTRODUCTION
In the last decade, Vehicular Ad-hoc Networks (VANETs)
have attracted tremendous interest from both industry [1], [2],
and academia [3]–[7], due to their significant applications.
VANETs exploit an On-board Unit (OBU) and Roadside
Unit (RSU) to achieve Vehicle-to-Vehicle (V2V), Vehicle to
infrastructure (V2I), and Hybrid Vehicular (HV) communi-
cations [8]. The applications of VANETs are divided based
on prioritization into two categories; safety applications with

higher priority, and service applications with lower priority.
The safety applications include; a) event-driven messages
(emergency messages usually related to safety such as elec-
tronic brake warning, post-crash notification and oncom-
ing traffic warning); and b) periodic messages which give
information on the current status of vehicles to control the
traffic (position, speed, and direction, etc.) [9]. On the other
hand, the service applications aim to improve driving com-
fort and the efficiency of transportation, such as parking
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availability notification, parking payment, electronic toll
collection, service announcements, digital maps, media
downloading and internet services. Safety applications are
delay-sensitive, while service applications are throughput-
sensitive. Therefore, safety applications require higher pri-
ority to ensure communication reliability and timely data
transmission. Generally, priories in VANETs are achieved by
changing the ContentionWindows (CWs) and the Arbitration
Inter-Frame Spaces (AIFS) sizes, which increase the proba-
bility of successful medium access for real-time applications.

However, in order to provide different types of appli-
cation in VANETs, the Federal Communications Commis-
sion (FCC) has allocated a frequency band of 5.9 GHz in
a total bandwidth of 75 MHz to support seven channels
of 10 MHz for each channel, and 5 MHz for guard band
under the Dedicated Short-Range Communication (DSRC)
protocol [10], [11]. According to the standard IEEE 1609.4
(legacy) [12], these channels are functionally divided into one
control channel (CCH_178), and up to six service channels
(SCHs). The CCH is used to broadcast safety-critical mes-
sages and regular traffic such as beacons and WAVE Service
Announcements (WSAs), while the six other channels, SCHs,
are dedicated to transmit service messages. The repeating
synchronization intervals (SI) for the channels to transmit the
packets are 100 ms, and each SI is divided into CCH Interval
(CCHI) of 50 ms and SCH Interval (SCHI) of 50 ms, thus, the
time TSI = TCCHI + TSCHI [12]. According to the standard
IEEE 1609.4 specifications of multi-channels, during the
control channel interval, the channel activity on all service
channels is suspended and vice versa. Moreover, it is manda-
tory for all vehicles to stay on the CCH tomonitor the channel
for safety and WSAs applications during the CCHI, while
during SCHI the vehicles can optionally switch to SCHs to
transmit service applications. Thereby, this method enables
the transmission of safety and service applications to be in
different channels, without missing significant applications
on the CCH. In a normal case, collisions may occur if more
than one vehicle starts transmitting a packet simultaneously
within the same time slot. Meanwhile, transmission error may
manifest due to the complex condition of a wireless channel
in VANETs such as path loss, thermal noise, channel fading,
or interference from other radio resources.

However, since the traffic and topology are unstable and
frequently change in vehicular networks, the fixed division
of SI between the CCH and SCHs does not fit well with
the real vehicular network environment. The fixed division
cannot provide proper bandwidth to achieve time-bounded
delay and high system throughput for both safety and ser-
vice applications respectively. For instance, if the remaining
time for the CCHI is shorter than the transmission time of a
safety application, a vehicle will be unable to disseminate a
safety application which will be dropped when its lifetime
has expired. On the other hand, if the traffic condition is
light (sparse), the transmission of safety applications on the
CCH will be occasional. Consequently, the CCH resources
and interval will be wasted, while bulk service data will not

have enough time to be transmitted on SCHs during the SCHI.
In addition, increasing CCHI will absolutely increase the
transmission of safety and control applications, and decrease
the time share of SCHI. For these reasons, four channel
access schemes in case of a single-radio device have lately
been recommended by the IEEE 1609.4 standard; continuous
CCH access, alternating CCH and SCH access, immediate
SCH access, and extended SCH access schemes, as illustrated
in Fig. 1.

FIGURE 1. WAVE channel access options.

Yet, the criteria and procedures for selecting the channel
access scheme type and measuring the level of congestion
on the channel are not specified in the IEEE 1609.4. The
policy of selecting a SCH type and setting up non-overlapping
time intervals over the same SCH frequency by the providers
are also not clearly defined in the IEEE 1609.4 standard
draft. Moreover, according to the legacy standard and other
researchers, the SCH communications resource reservation
mechanism between service providers and users is imple-
mented over the CCH during the fixed CCHI. Consequently,
in heavy traffic, safety packets may suffer from severe colli-
sions with control packets on the CCH, resulting in unrelia-
bility and low PDR of safety applications. Thus, an adaptive
SCH resource reservation mechanism is needed to reduce
safety packet collisions over the CCH, and ensure higher
network throughput of service applications over the SCHs.
Typically, the transmission of safety applications in VANETs
follows broadcast mode in which the failed broadcast packet
will never be detected due to the lack of acknowledgements
exchange among vehicles. As a result, the CW size value
for safety applications remains constant, and accordingly the
collisions of safety packets are increased in heavy network
conditions. For this reason, collision-aware packet transmis-
sion mechanism on the CCH is needed providing best initial
CW size value according to the network conditions. This
will improve time diversity among vehicles, and ensure fewer
collisions and higher PDR for safety packet on the CCH.

This paper proposes an Adaptive Multi-Channel Assign-
ment andCoordination (AMAC) scheme for IEEE 802.11p/
1609.4 in VANETs to ensure efficient and reliable QoS for
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different traffic flows by selecting the optimal channel access
scheme based on the traffic environment. The vehicles will
use an AMAC scheme to achieve a high success rate of
safety applications with a fair share of the bandwidth for
service applications. The salient contributions of the AMAC
scheme that make it different from the existing works are as
follows: a) An optimal channel access scheme is announced
by the RSU based on the traffic conditions to guarantee
that all the safety applications can be disseminated during
the CCHI and also achieve higher network throughput of
service applications over the SCHs. Applications in the CCH
are classified into two classes; safety applications (AC1)
with higher priority, and control applications (AC2) with
lower priority, such as WSAs. b) The peer-to-peer negoti-
ation phase (PNP) between service providers and users for
SCH resource reservations is adaptively executed based on
the CCH conditions; (i) over the CCH if the traffic condi-
tion is light, which helps to exploit the CCH resources and
interval efficiently; (ii) over the SCHs if the traffic condi-
tion is heavy in order not to adversely affect the delivery
of safety applications over the CCH. Thus, transmission of
safety applications can be protected from high delay and col-
lisions. c) A collision-aware packet transmission mechanism
is applied to the AMAC scheme at the beginning of each
CCHI by announcing the best values of CWs sizes to be used
by the vehicles according to the network conditions. These
CWs sizes must be well suited to the number of vehicles
on the network. Thus, the time diversity will be improved
among vehicles, which will reduce collisions and increase
PDR for safety packets. d) The AMAC scheme introduces
a multi-channel coordination mechanism along with address-
ing the multi-channel hidden terminal problems to provide a
contention-free SCH access by channel resource reservation
on CCH. e) Analytical models based on the Markov chain for
both classes of applications are presented under non-saturated
conditions. The models adopt the error-prone channels to
avoid overestimating saturated throughput. The back-off
timer freezing with the M/M/1 queue is adopted to provide
an accurate estimation of the channel access, and analyze the
time performance.Moreover, back-off stages alongwith short
retry limit for service applications are also considered in the
model to accommodate the IEEE 802.11p specifications and
to guarantee that no packet is served indefinitely. The main
reasons for choosing unsaturated conditions in the AMAC
scheme are; (i) considering the inter arrival time and bursti-
ness in the network, (ii) real networks are often unsaturated,
as well as (iii) saturated traffic sometimes makes a network
unsteady [13], [14].

The rest of the paper is organized as follows: the related
works are presented in section II. In section III, we describe
the system model and assumptions use in this study that
include multi-priority transmission strategy, measurement-
based congestion detection, channel access options, collision-
aware packet transmission, and distributed SCH selection and
access reservation protocol. Section IV contains the theoreti-
cal analysis. Section V presents the results and performance

evaluation of the proposed scheme. The paper is concluded
in section VI.

II. RELATED WORKS
In this section, we discuss the previous works which
have studied multi-channel coordination schemes and vari-
able interval access. However, authors in [15]–[17] intro-
duced a synchronous split-phase multi-channel MAC scheme
to counteract the legacy problems mentioned previously.
Reference [15] proposed an adaptive multi-channel MAC
protocol named dynamic interval division multi-channel
MAC (DID-MMAC) protocol to fully utilize the CCH and
SCH intervals adaptively based on the real-time traffic load.
DID-MMAC divides the CCHI into three phases based on
the type of different frames: service announcement phase
(SAP), beacon phase (BP) and peer-to-peer reservation phase
(PRP) with different priorities, giving PRP the lowest priority.
DID-MMAC has also developed a distributed algorithm to
calculate and determine the duration of PRP communica-
tion resource reservation schemes by dynamically adjusting
the PRP duration according to the real-time network traffic
parameters. A variable CCH interval (VCI) multi-channel
MAC scheme was presented in [16], in which the length
ratio between the CCH and SCHs was dynamically adjusted
based on the traffic conditions. This scheme has been cited by
numerous reference protocols. VCI splits the control channel
into two phases, safety interval andWSA interval, with prior-
ity given to the safety interval. The roadside unit decides the
interval of the CCH by broadcasting a VCI packet comprising
the length of CCH interval to the vehicles in its coverage
area. VCI also offers optimization of CCH intervals based
on a mathematical model. However, the short retry limit in
the analytical model, and the potential multi-channel hidden
terminal problems were not considered in the VCI scheme.

Moreover, a variable control channel interval was pro-
posed by [18]–[20]. Babu et al. [18] introduced a new
multi-channel-based MAC protocol named Context Aware
Variable Interval MAC (CAVI-MAC). The CAVI-MAC pro-
tocol studies the safety messages over the CCH and differ-
entiates them into two priorities, higher and lower priority
for event-driven and periodic messages respectively. The
variable interval of the CCH and SCHs in the CAVI-MAC
protocol depends on two factors that affect the VANETs
environment: a) vehicle neighbor density, and b) context, in
which context is classified into steady state (periodic mes-
sages) and non-steady state (event-driven messages). Hid-
den terminals are addressed mathematically in this protocol.
However, the authors did not discuss the service messages
in the CAVI-MAC protocol. The control channel access time
in [19] can be adjusted adaptively in the range of the intra
basic service set (I-BSS) based on the message traffic load.
The authors considered the message load affected by sev-
eral factors such as vehicle number, message size, lanes,
and repeat rate, based on the equation mentioned in the
paper. An adaptive multi-priority distributed multi-channel
(APDM) MAC protocol for vehicular ad-hoc networks
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in unsaturated conditions was recommended in [20].
In the APDM MAC scheme, the packet arrival rate to the
MAC layer satisfy the Poisson process. Statistics and mea-
surement for channel coordination and channel assignment
were applied to the APDM MAC scheme. After the APDM
MAC scheme surveys the traffic conditions, an optimized
node (ON) holding a minimal MAC address has to broadcast
the optimal ratio packet (ORP) to spread out the suitable
CCHI among the nodes. Nodes have to adjust the random
contention interval based on the receiving ORP. A Markov
model was also presented by the APDM MAC scheme to
analyze and optimize the packet transmission probabilities,
and dynamically adjust the ratio between the CCHI and SCHI
based on the traffic conditions on the road. However, the
APDM MAC scheme has implemented the PNP between
service provider and users over the CCH during the CCHI
in all traffic conditions. Since all the nodes keep sensing the
channel for CCHI decision-making, the network overheads
may occur in the APDM MAC scheme.

Unlike the synchronous split-phase multi-channel MAC
scheme, [21], [22] developed a multi-channel MAC proto-
col in VANETs based on WAVE alternating channel access,
enabling fast dissemination of emergency packets in both
intervals − the CCHI and SCHI. Dang et al. [21] intro-
duced an efficient and reliable MAC protocol for VANETs
(VER-MAC), exploiting the whole synchronization interval
(100 ms) to broadcast emergency packets, which allows
vehicles to disseminate safety packets twice during both
intervals, the CCHI and SCHI, to increase the safety packet
delivery ratio and support real-time transmission of safety-
applications on the road. An analytical model is presented
in VER-MAC for both safety and service packets based on
the Markov chain. However, the VER-MAC scheme has not
consider the freezing of the back-off timer in the analytical
model. The fixed alternating CCH and SCH intervals were
assumed in the VER-MAC scheme. The optimized length of
the CCHI was proposed by [22]. Hafeez et al. [22] intro-
duced two algorithms to optimize the length of the CCHI
according to the network conditions, while the SCHs have
a fair share of the SI. The first algorithm is named the
optimal channel access (OCA) algorithm to increase the
successful transmission of safety and control applications
within the CCHI by deriving the optimal channel access
probability. The second algorithm was proposed by [22],
named the mobility and topology aware (MTA) algorithm,
to set vehicle parameters adaptively based on their aver-
age speed on the road to enhance VANETs’ reliability. The
parameters that are dynamically adjusted in this algorithm
depend on the traffic conditions, including the communica-
tion range, the minimum contention window and the length of
the CCHI.

The congested channel issue in VANETs was addressed
by [23] and [24], in which the authors proposed two con-
gestion control mechanisms to provide flexible and effi-
cient multi-channel utilization based on MAC transmission

queue manipulation, where first priority is given to the
safety applications. The first mechanism is called congestion
measurement to detect the congestion channel either by
event-driven detection or by sensing the channel usage level
of both the CCH and SCHs based on the equation mentioned
in the papers. The second mechanism is called multi-channel
assignment to adaptively adjust the channel switching interval
according to the first mechanism outcome in regard to the
congestion level on the CCH and SCHs. However, the mech-
anisms for adjusting congestion detection threshold, decision
making process, and also SCHs selection policy were not
described in [24]. References [25]–[28] proposed a new pro-
tocol to greatly improve the SCH bandwidth utilization based
on the originalWAVE-mode channel access. The work in [25]
applies immediate with extended SCHs access to themodel in
which the scheme allows service providers and users to stay
on the chosen SCH as long as they need before returning to the
CCH. A novel distributed asynchronous multi-channel MAC
scheme for large-scale vehicular ad-hoc networks was offered
in [27]. AMCMAC-D in [27] was developed to support
multi-channel transmission over SCHs with enhancement of
the QoS. The main contributions in the AMCMAC are to:
a) achieve load-balancing among SCHs, b) address the
missing receiver problem in a different way, c) mitigate the
collision rate by employing a different post-transmission pro-
cedure, and d) utilize the SCHs efficiently by addressing the
multi-channel hidden terminal problem.

Amadeo et al. [28] presented a WAVE-based hybrid coor-
dination function (W-HCF) protocol to fully utilize the SCH
resources efficiently relying on WAVE alternating chan-
nel access. The W-HCF protocol focuses more on the ser-
vice applications, and classifies them into two classes when
accessing the service channels, as QoS-sensitive and non-
QoS sensitive services with higher and lower priority respec-
tively. The SCH resources in the W-HCF protocol are first
reserved for QoS-sensitive services using an accurate and
efficient extra signaling and polling mechanism in order
to achieve a higher throughput of infotainment applications
while still keeping bandwidth available for non-QoS sensi-
tive services. It is mandatory for the three-way handshak-
ing scheme, TXOP Request (TXOP REQ), TXOP Response
(TXOP RSP), and Acknowledgement (TXOP ACK) to occur
during the SCHI in order to avoid collision with safety mes-
sages over the CCHI. However, the W-HCF scheme uses
fixed alternating CCH and SCH intervals whilst implement-
ing the TXOP negotiation over SCHs during the SCHI; as a
result, in a sparse network, the system suffers from under-
utilization of SCHs in a sparse network, and also dissemi-
nation of safety applications on the CCH will be occasional
in which the CCH resources and interval will be wasted.
The dynamic contention window schemes for periodic broad-
cast in VANETs were proposed by [29]–[31]. However, the
authors in [29]–[31] did not take into account the effects of
control packets on the CCH, such as WSA packets, in their
study.

2784 VOLUME 6, 2018



A. A. Almohammedi et al.: AMAC Scheme for IEEE 802.11P/1609.4 in VANETs

TABLE 1. Comparison of different schemes.

III. SYSTEM MODEL AND ASSUMPTIONS
An Adaptive Multi-Channel Assignment and Coordination
(AMAC) Scheme for IEEE 802.11p/1609.4 in VANETs is
developed to address the problems discussed in the pre-
vious sections. The AMAC scheme can ensure reliable
and real-time delivery of safety applications with collision
alleviation on the CCH. It also attempts to maximize the sat-
urated throughput on the SCHs by using an optimal channel
access scheme, and dynamic PNP execution between service
providers and users based on the traffic conditions. In the pro-
posed AMAC scheme, Coordinated Universal Time (UTC)
scheme is inherited from IEEE 1609.4 [12] to synchronize
the timeframe among all vehicles by Global Positioning
System (GPS). The SI is divided between the CCH and
SCHs into adjustable intervals based on the traffic conditions.
During the CCHI, vehicles not only transmit safety andWSA
packets, but also compile statistics and perform measure-
ment for channel coordination and assignment. Fig. 2 shows
the framework of the AMAC scheme, the safety and WSA
packets are broadcasted over the CCH. Besides, the PNP
for requested service between service providers and users
is adaptively executed either on the CCH during CCHI if
the traffic conditions are light, or on the SCHs during the
SCHI if the traffic conditions are heavy. The channel access
scheme type is determined by the RSU based on the CCH
busy ratio (CBR) value. The WAVE nodes disseminate the
safety packets, and control packets on the CCH during the
CCHI with different transmission probabilities in each time
slot. The WSA packets will be broadcasted by the service
providers, piggybacking with service information, identities
of the SCHs and Contention-Free Period to be used in the
SCHs. For more clarification, Fig. 3 shows the overall dia-
gram of the AMAC scheme.

A. MULTI-PRIORITY TRANSMISSION STRATEGY
According to the standard specifications, safety-related pack-
ets always have the higher priority; therefore, the AMAC
scheme classifies the packets during the random contention
period into two priorities: higher (AC1) and lower (AC2)
priorities for safety and WSA packets respectively. This kind
of classification can ensure the reliable and real-time trans-
mission of the safety packets on the CCH under dense traffic
conditions. In order to support QoS for different applications

FIGURE 2. Framework of the AMAC scheme.

in our work, vehicles should adopt the standard rules which
inherit the enhanced distributed channel access (EDCA)
mechanism from the IEEE 802.11e. In the EDCA mecha-
nism, different applications have different values of Arbitra-
tion Interframe Spacing Numbering (AIFSN) and Contention
Window (CW) sizes based on the priority. The back-off
counter decreases by one when the channel is idle for a period
of the AIFSN time slot. In the AMAC scheme, we use a
small value of AIFSN with AIFSN (AC1) = 2 and AIFSN
(AC2) = 3 to improve the system throughput and timely
broadcast the safety applications [20]. A packet with AC1 has
a smaller AIFSN, thus, it will gain higher transmission prob-
ability and less back-off timer before transmission compared
to a packet with AC2. The essential condition for the packet
to be transmitted on the channel is that the channel must be
idle and the back-off counter be zero. Vehicles keep sensing
the channel whether it is idle or busy, and if the channel
is busy, the back-off counter should be frozen. The multi
priority scheme in the AMAC scheme can reduce the colli-
sions of packet transmission among vehicles and give priority
access of the safety packets to the CCH. For the analytical
models, 1-D and 2-DMarkov chain models in the presence of
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FIGURE 3. Overall diagram of the AMAC scheme.

error-prone channels under non-saturated conditions are uti-
lized to derive the transmission probability of τe and τs, in
which τe and τs are the transmission probability of safety and
service packets, respectively. More details about the analyti-
cal model will be discussed in Section IV.

B. MEASUREMENT-BASED CONGESTION DETECTION
In this method, we calculate the CCH busy ratio (CBR)within
the CCHI to activate the congestion control mechanism based
on the traffic conditions. In the AMAC scheme, the RSU
monitors the CCH to detect the level of channel congestion
by receiving the packets from the active vehicles within its
radio coverage range in order to calculate the CBR at the
end of each CCHI. Typically, every vehicle generates only
one packet per synchronization interval, thereby, the RSU can
easily count the number of active vehicles (n) within its radio
coverage range based on the number of packets (np) success-
fully transmitted over the CCH. The dissemination of WSA
packets uses a broadcast mode without any acknowledgement
of successful reception. Hence, for reliable delivery purposes,
the WSA packet should be broadcasted more than once in
the same CCHI as it is recommended by the 1609.4 standard.
Subsequently, a vehicle may transmit the same WSA packet
more than once during the same synchronization interval.
The RSU will consider all packets and calculate the CBR
based on the packets received from vehicles during a CCHI
in order to count the exact number of active packets within
its radio coverage range. At the end of each CCHI, the RSU
can estimate the CCH busy duration (CBD) in millisecond by
using the following equation:

CBD = (TAIFS + Tbackoff + Tpacket )× np (1)

where TAIFS , Tbackoff , Tpacket , and np denote the time duration
of AIFS, the average back-off time, the packet transmission

time, and the number of active packets within the RSU radio
coverage range, respectively. According to the CBD value,
the RSU can simply calculate the CCH busy ratio (CBR) by
the following equation:

CBR =
CBD
CCHI

× 100% (2)

Based on (2), the RSU is able to estimate the neighborhood
traffic density at the end of each CCHI, and compare the CBR
value with a predefined threshold in order to decide which
scheme type of the channel access can be used in the next
synchronization interval, and also to decide where to perform
the PNP between service providers and users for SCH com-
munication resource reservations. In our work, we assume
the alternating access channel for the initial synchronization
interval (i.e. 50ms for each interval, CCHI and SCHI).

C. CHANNEL ACCESS OPTIONS
This method is based on the CCH congestion estimation
mechanism outcome explained in the previous subsection.
According to the 1609.4 standard recommendations, there are
four schemes of channel access in multi-channel-based MAC
VANETs including; continuous CCH access, alternating SCH
and CCH access, immediate SCH access, and extended SCH
access. However, the criteria and procedures for selecting
the channel access scheme type and measuring the level of
congestion on the channel are not specified in the standard.
Thus, in this work, the RSU calculates the CBR at the end
of each CCHI via Equation (2), then depending on the CBR
value compared with predefined thresholds, the RSU decides
which channel access scheme type can be used for the next SI
(each SI is 100 ms based on standard specifications). At the
beginning of the next SI, the RSU broadcasts a special packet
called Optimal Channel Access (OCA) packet containing the
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channel access scheme type to the vehicles within its radio
coverage range. To guarantee reliable delivery, the RSU will
broadcast the OCA packet at least twice. However, the OCA
packet may not be heard by some of the neighboring vehicles
because of the heavy traffic. To address this issue, a field
will be added into the WSA packet to represent the channel
access scheme type. Vehicles that receive the channel access
scheme type for the current SI will fill this field when they
disseminate the WSA packets, while other vehicles will use
zero to fill this field. Nevertheless, the channel access scheme
type announced by different RSUs may be various. Thus,
vehicles located under multiple RSUs may hear different
types of channel access scheme. In this case, the vehicles
will adopt the channel access scheme type that is received
from the nearest RSU based on the power strength of the
OCA packet. In order to avoid heavy congestion over the
CCH during traffic jams, we propose an adaptive option
for the PNP between service providers and users either to
be executed over the CCH if the traffic is light or over
the SCHs if the traffic is heavy. In this paper, we assume
that the alternating access channel scheme for the initial
synchronization interval is 50 ms for the CCH and 50 ms
for the SCHs as determined by the standard specifications.
We define three thresholds for the CBR as in [23] and [32];
ThresholdQueufreeze, ThresholdCongestion, and ThresholdSparse,
with the values of 97%, 70% and 30%, respectively. The
operation of the channel access options selection is performed
as follows:
1) If the RSU detects that the CBR value is higher than

ThresholdQueufreeze (CBR > 97%), the CCH is con-
sidered to be extremely congested. Hence, the RSU
will announce to the neighboring vehicles within its
radio coverage to adopt the CCH continuous access
scheme. Thereby, all vehicles will remain on the CCH
only in the next synchronization interval in order to
provide reliable and real-time dissemination for safety
applications. This scheme does not need any channel
coordination.

2) If the CBR value is lower than the predefined
ThresholdQueufreeze (70% ≤ CBR ≤ 97%), the RSU
will broadcast an OCA packet notifying the neighbor-
ing vehicles to use the alternating CCH and SCH access
scheme for the next SI, with 50 ms CCH and 50 ms
SCH. In this threshold, the peer-to-peer communica-
tion resource reservations between service providers
and service users will be implemented over the SCHs
during the SCHI to eliminate the effect of safety appli-
cations delivery over the CCH.

3) If the RSU detects that the CBR value is lower than the
predefined ThresholdCongestion (30% < CBR < 70%),
the alternating CCH and SCH access scheme will be
used for the next SI and the PNP between service
providers and service users will be implemented during
the CCHI over the CCH.

4) If the RSU detects that the CBR value is lower than
the predefined ThresholdSparse(CBR ≤ 30%), the

immediate SCH access scheme will be adopted for the
next SI achieving higher throughput over the SCHs.

D. COLLISION-AWARE PACKET TRANSMISSION
According to the legacy standard specifications, vehicles
compete for a common frequency during the CCHI to
exchange safety and control packets over the CCH, and
optionally switch to one of the available SCHs for service
data exchange during the SCHI. Therefore, under heavy net-
work density, a huge number of vehicles contend to seize the
channel at the beginning of each CCHI to broadcast safety
andWSA packets by using initial CWs sizes. This may result
in high collisions and low PDR for safety packets. Besides,
the transmission of safety applications in VANETs follows
broadcast mode in which the exponential back-off and MAC
acknowledgments are disabled (the value of We size being
held constant). Thereby, if a vehicle broadcasts a safety
packet, and this packet is lost during its transmission either
because of collisions or channel errors, the broadcast packet
will never be received by the neighboring vehicles. This is due
to the lack of acknowledgements exchange among vehicles
which leads to absence of retransmission for broadcasted
packet in VANETs. Then, the neighboring vehicles may only
obtain the updated safety information in the next SI if this
vehicle successfully broadcasts its safety packet. However,
in order to alleviate safety packets collisions, collision-aware
packet transmission mechanism improving the time diversity
among vehicles is applied at the beginning of each CCHI.
The collision-aware packet transmission is based on the CCH
congestion estimation mechanism outcome described in the
subsection B. As explained earlier, the RSU calculates the
CBR at the end of each CCHI via (2), hence, the RSU
according to the number of vehicles can estimate the best CW
size to be used by the vehicles in order to mitigate collisions
and increase PDR for safety packets. The value of the CW
size should be either doubled if the network density is high or
decreased by half when the traffic condition is light, satisfied
We = 8×2i, (i = 0, 1, 2, . . .). The RSU broadcasts the OCA
packet that includes the channel access scheme type along
with the best value of CW size to be adopted by the vehicles
at the beginning of each CCHI. This value of the CW size
should fit well with the number of vehicles and packet arrival
rate on the network to ensure low collisions and delays, as
well as high PDR for safety applications. More details about
the best value of the CW size for our scenario will be studied
in the section V.

E. SCH SELECTION AND ACCESS RESERVATIONS SCHEME
A SCHs selection and access reservation scheme is still one
of the big issues in VANETs due to the lack of guaran-
teed bandwidth and channel access delay. Different from the
contention-based MAC mechanism in the legacy standard,
the AMAC scheme proposes a new multi-channel coordi-
nation scheme in order to provide contention-free channel
access over the SCHs based on Time-division multiple access
(TDMA). In TDMA, a vehicle can directly transmit its data
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without sensing the channel state in its time slot reservation.
The contention-free SCH access will definitely reduce the
collisions of transmitted packets, and improve the system
throughput of service applications over the SCHs.

1) WAVE BASIC SERVICE SET INITIALIZATION
During the random-access interval over the CCH, a vehicle
that acts as a service provider attempts to seize the channel
according to the EDCA rules with transmission probability τs
to set up and advertise its WAVE Basic Service Set (WBSS)
and related service. It broadcasts aWSA packet containing all
the identity fields of a SCH to be used with other additional
information. The additional fields will carry the information
about the reserved contention-free period called Controlled
Access Period (CAP) over the SCH that has been chosen
for data transfer service. The extra 4-byte field is added
to the WSA packet, namely Own_SCH_Allocation which
comprises two 2-byte subfields; CAP_start and CAP_end to
specify the initial and end time slot duration of the reserved
CAP, respectively. The CAP is required for transferring a
service data over the SCHs. The time slot duration of the
CAP should be tailored to accommodate service data trans-
mission time and ACK frame that will be sent by the service
provider and user over the SCHs. This CAP duration is also
tailored to accommodate one or more PNP between service
provider and user to transfer and receive the control frames
(WSA/RFS/ACK) when the user registration occurs on the
SCHs. Since WSA packets use a broadcast mode without
any acknowledgement of successful reception. Therefore,
for reliable delivery purposes, the WSA packet should be
broadcast more than once in the same CCHI as suggested by
the 1609.4 standard.

2) NON-INTERFERING WBSS DISTRIBUTION
In order to set up non-interfering WBSSs on the same SCH,
Other-SCH-Allocation field is added to the WSA packet.
The extra Other-SCH-Allocation field in the WSA con-
veys the information about the CAP intervals reserved by
other providers. By reading the Other-SCH-Allocation field,
a provider that overhears theWSA packet can be aware of the
CAP intervals reserved by the nearby providers. As a result,
this mechanism helps to mitigate the multi-channel hidden
terminal problems, and avoids the overlapping time intervals
over the same SCH frequency.

A provider after broadcasting its own WSA packet keeps
monitoring the CCH by listening to the WSA packets that are
broadcasted by other providers. Accordingly, some situations
may occur as follows;

• If the provider notices that its own CAP does not overlap
with the received WSA packet that advertises a reserved
CAP for another provider, and also its own CAP is
included in the Other-SCH-Allocation field. In this case
the provider knows that its CAP duration is successfully
reserved. Thus, it starts PNPwith the service users either
on the CCH, or on the SCHs depending on the CCH
conditions.

• If the provider discovers that its own CAP does not
conflict with the received WSA packet that advertises
a reserved CAP for another provider, but its own CAP is
not in the Other-SCH-Allocation field. In this case the
provider assumes that its CAP reservation has failed and
will try to broadcast a new WSA.

• If the provider detects that the WSA packet advertises a
reserved CAP for another provider and overlaps with its
own CAP. In this case the provider has to reschedule its
CAP reservation by broadcasting a new WSA packet to
avoid a collision. If the provider cannot perform a new
reservation during the current CCHI, it abstains from
reserving a CAP in the following SCHI and waits for
the next CCHI to make a new CAP reservation.

3) USER REGISTRATION AND DATA TRANSFER CONTROLLER
When a service user detects a WSA packet transmitted over
the CCH and is interested in the service, the user can option-
ally start a peer-to-peer communication resource reservation
with the provider by using the RFS/ACK handshaking (PNP)
mechanism. This mechanism is carried out either over the
CCH or SCHs depending on the CBR value calculated via
the congestion measurement mechanism. The aim of this
procedure is to explicitly make an agreement between service
providers and users on the data transfer service over a specific
SCH and time slot duration. Assuming that a lot of service
providers share the same SCH in a dense environment with
different CAP intervals, each provider is able to transmit only
one service application during every SI. The frames changing
during the PNP mechanism are WSA, Request for Service
(RFS), and Acknowledgement (ACK). Different from other
works, the AMAC scheme performs the PNP mechanism
between service providers and users either on the CCH or on
the SCHs depending on the CCH conditions as follows:
• User registration on the CCH: Vehicles that act as ser-
vice users can initiatively start a reservation by sending
a RFS message to the provider with the ID of the service
provider, SCH ID, service type, and CAP_start with
CAP_end as advertised by the service provider in the
WSA. Then, the service provider will decide either to
accept or reject the service request based on the specific
criteria for service users and channel conditions. When
a user asks for a service from the service provider,
the provider will know the information about the user,
such as speed, position and direction. Based on these
information, the provider can estimate the expected time
duration that the user will remain within its coverage and
in its polling list. As a result, the provider will execute a
simple admission control in order to accept or reject the
request. If the service provider accepts the request from
the user, it will reply by the ACK message specifying
the time slot duration of the reserved CAP and other
information; and also, it will add the service user to its
polling list waiting for the reserved CAP in the next
SCHI within the same SI for data exchange; otherwise it
alerts a rejection.
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• User registration on the SCH: If the CCH is consid-
ered congested by the decision-making authority (RSU),
the registrations (PNP mechanism) between service
providers and users are performed on the SCHs dur-
ing the SCHI. The service provider, which successfully
reserves a CAP on the CCHI, has to wait and re-advertise
the CAP duration on the SCH by sending a WSA packet
at the beginning of its reservedCAP as in Fig. 2. Vehicles
that act as service users and are interested in joining the
service, which is advertised by the provider on the CCH,
will record the information about the service and CAP
interval waiting for the SCHI within the current SI to
start a PNP mechanism with the service provider based
on the EDCA rules. In this case, the data transfer service
between service provider and users will be implemented
on the reserved CAP during the subsequent SCHI from
the next SI after the provider updates its polling list on
the CCH.

If the service provider misses the connection with the
service users, or it realizes after waiting for a DIFS that there
are no users interested in joining the advertised service. In this
case, the service provider has to send a CAP_terminate frame
in order to terminate the reserved CAP and make it available
for exploitation by other providers. In fact, the RFS/ACK
handshaking interaction between providers and users can help
to spread out the SCH ID, and the CAP duration among
vehicles. Thus, this approach addresses the multi-channel
hidden terminal problem, ensures different SCH selection,
and also assists to reserve a non-overlapping time interval
over the same SCH frequency. Whenever the vehicles receive
(or overhear) the WSA packet (or PNP packets) either over
the CCH or over the SCHs, they will directly update the
information about SCH reservations as well as the time slot
duration of each reserved CAP, which is recorded in the
Network Allocation Vector (NAV). Thereby, all vehicles will
know the occupancy status of each SCH. A vehicle having
WSA packet will initially check the SCH usage information
through its NAV in order to decide which channel to select
for transferring its service data in the next SCHI, and also to
guarantee time-disjoint CAP assignment over the same SCH.
To provide load balancing on SCHs, a service provider has
to select the SCH that accommodates the least service data
packets in the next SCHI. If more than one SCH is free, the
service provider will randomly select any one of the SCHs to
transfer its service data. Vehicles that have failed to make a
reservation or are not interested in any services can remain on
the CCH.

IV. ANALYTICAL MODEL
The analytical models to analyze the AMAC scheme perfor-
mance comparing to the standard is presented in this section.
The analytical models include; Multi-priority Transmission
Model, Failure pf and Collision pcoll Probabilities model, and
Time Analysis for Safety andWSA Transmission model. The
first model is used to compute the stationary probability for
safety and service applications, while the second model is

used to compute transmission failure probabilities of safety
and service packets. On the other hand, Time Analysis for
Safety and WSA Transmission model is employed to derive
PDR, and delay of a safety application. In addition, it is used
to derive throughput of service applications. For convenience,
important notations and variables used in the analysis are
summarized in Table 2.

A. MULTI-PRIORITY TRANSMISSION MODEL
In this subsection, 1-D and 2-D Markov chains are presented
to derive the stationary probability τe and τs for safety and ser-
vice applications respectively, under unsaturated conditions.
We add an idle state to the models to represent the empty
buffer when no packet is ready for transmission. Choosing
unsaturated traffic in our models is due to three reasons;
(i) considering the inter arrival time and burstiness in
the network, (ii) real networks are often unsaturated, as
well as (iii) saturated traffic sometimes makes a network
unsteady [13], [14]. The models adopt the error-prone
channels to avoid overestimating the saturated throughput.
Besides, the freezing of the back-off timer is adopted to pro-
vide an accurate estimation of the channel access. A Gaussian
wireless error channel is adopted in our model, in which
a constant channel bit error rate (BER) is supposed to be
identified in advance and each bit has the same bit error
probability. Moreover, back-off stages along with a short
retry limit for service applications are also considered in
the model to accommodate the IEEE 802.11p specifications
and to guarantee that no packet is served indefinitely. The
traffic arrival rate λe and λs for safety and service packets,
respectively, follows the Poisson distribution. We assume n
vehicles in the network that compete to access the channel
based on the EDCA scheme with no hidden terminals.

The 1-D Markov chain of safety applications (AC1) is
presented in Fig. 4 to analyze the probability of frame trans-
mission τe. Let be (t) be the random variable representing
the value of the backoff timer (0, 1, 2, . . . ,We − 1) for a
given station at time slot t . Since the transmission of safety
applications is in broadcast mode and has the highest priority,
the back-off stage is disabled. The back-off state process is
denoted by (k). From Fig. 4 of the state transition diagram of
the 1-D Markov chain for the safety applications process, the
non-null transition probabilities are written as follows:

P(k|0) = qe/We, 0 ≤ k ≤ We − 1
P(k|k) = pe,coll, 1 ≤ k ≤ We − 1
P(k|k + 1) = 1− pe,coll, 0 ≤ k ≤ We − 2

(3)

Here, the non-null transition probabilities describe the
unavailability of safety packets transmission in the buffer,
hence changing the station into idle (Ie) state after successful
transmission is as follows;

P(Ie|0) = 1− qe
P(Ie|Ie) = 1− qe
P(k|Ie) = qe/We, 0 ≤ k ≤ We − 1

(4)
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TABLE 2. Notations used in the analysis.

Let be,k = limt→∞P {be(t) = k be the station-
ary distribution of the 1-D Markov chain. Given this,
k ∈ (0,We − 1), where We is the contention window
of safety process. From the Markov chain, the stationary
distribution of idle and back-off states of safety packets
are denoted by bIe and be,k respectively, and calculated
as follows:

bIe = (1− qe) be,0 + (1− qe)bIe (5)

bIe =
1− qe
qe

be,0 (6)

be,k =
We − k
We

1
1− pe,coll

be,0 for 1 ≤ k ≤ We − 1 (7)

Therefore, by using the normalization condition for stationary
distribution, we obtain (8):

1 = bIe +
We−1∑
k=0

be,k (8)
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FIGURE 4. Markov chain model of safety applications.

Hence, from (8), we obtain (9)

be,0 =
2qe(1− pe,coll)

2
(
1− pe,coll

)
+ qe(We − 1)

(9)

Now we can express the probability of transmission frame
τe of safety applications that a vehicle can transmit in a
random chosen time slot. The vehicle can only transmit when
the back-off time counter is zero (be,0).

τe = be,0 =
2qe(1− pe,coll)

2
(
1− pe,coll

)
+ qe(We − 1)

(10)

In order to analyze the probability of frame transmission
τs, a 2-D Markov chain of service applications (AC2) is
developed as shown in Fig. 5. Let ss (t) and bs (t) be the ran-
dom variable representing the back-off stage (0, 1, 2, . . . ,m)
and the value of the back-off timer

(
0, 1, 2, . . . ,Ws,i − 1

)
for a given station at time slot t , respectively. Typically, the
maximum value of the back-off timer relies on the back-off
stage; thereby, these random variables are not independent.

Ws,i =

{
2iWs,0, i ≤ m′

2m
′

Ws,0, i > m′
(11)

Ws,0 is the initial size of the contention window, Ws,0 =

(CWmin + 1), while m′ is the maximum number in which
the contention window can be doubled, Ws,m′ = 2m

′

Ws,0 =

(CWs,max+1). The value ofm′ is assumed to be 5. The maxi-
mum value of back-off stages is denoted by m. Nevertheless,
the two-dimensional (ss (t) , bs(t)) processes are analyzed
here with a discrete-time Markov chain at which the channel
state changes. The state of this process is denoted by (i, k).
FromFig. 5 which displays the state transition diagram of 2-D

Markov chain, the non-null transition probabilities are written
as in (12). Here, the non-null transition probabilities describe
the unavailability of packet transmissions in the buffer which
is redirected into idle state (Is) after a successful transmission.

P(Is|i, 0) = (1− ps,f )(1− qs), 0 ≤ i ≤ m− 1
P(Is|m, 0) = 1− qs
P(Is|Is) = 1− qs
P(0, k|Is) = qs/Ws,0, 0 ≤ k ≤ Ws,0 − 1

(13)

Let bs,i,k = limt→∞P {ss (t) = i, bs (t) = k} be the
stationary distribution of the Markov chain, where i ∈
(0,m) , k ∈

(
0,ws,i − 1

)
. First, note that:

bs,i−1,0 · ps,f = bs,i,0→ bs,i,0 = pis,f · bs,0,0 0 < i ≤ m

bs,m,0 = ps,f bs,m−1,0 (14)

Due to the chain regularities, for each k ∈ (1,Ws,i − 1), the
stationary distribution of idle and back-off states of service
packets are denoted by bIs and bs,i,k and calculated as follows:

bs,i,k

=
Ws,i − k

Ws,i
(
1− ps,coll

)
×

qs
(
1− ps,f

) m−1∑
i=0

bs,i,0 + qsbs,m,0 + qsbIs i = 0

ps,f · bs,i−1,0 0 < i ≤ m

(15)

Or

bs,i,k =
Ws,i − k
Ws,i

1(
1− ps,coll

)bs,i,0


P(i, k|i, k + 1) = 1− ps,coll, 0 ≤ k ≤ Ws,i − 2, 0 ≤ i ≤ m
P(i, k|i, k) = ps,coll, 1 ≤ k ≤ Ws,i − 1, 0 ≤ i ≤ m
P(i, k|i− 1, 0) = ps,f /Ws,i, 0 ≤ k ≤ Ws,i − 1, 1 ≤ i ≤ m
P(0, k|i, 0) = (1− ps,f )/Ws,0, 0 ≤ k ≤ Ws,0 − 1, 0 ≤ i ≤ m
P(0, k|m, 0) = 1/Ws,0, 0 ≤ k ≤ Ws,0 − 1,

(12)
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FIGURE 5. Markov chain model of service applications (WSAs packets).

for 0 ≤ i ≤ m, 1 ≤ k ≤ Ws,i − 1 (16)

bIs = (1− qs)
(
1− ps,f

) m−1∑
i=0

bs,i,0

+ (1− qs) bs,m,0 + (1− qs) bIs (17)

Mathematically solving (17), we obtain (18):

bIs =
1− qs
qs

bs,0,0 (18)

Thereby, by using the normalization condition of stationary
distribution, then

1 =
m∑
i=0

Ws,i−1∑
k=0

bs,i,k + bIs (19)

Mathematically solving (19), we obtain (20), which depends
on the values of m and m′

b0,0 =


2(1− ps,f )(1− ps,coll)(1− 2ps,f )qs

£
, m ≤ m′

2(1− ps,f )(1− ps,coll)(1− 2ps,f )qs
U

, m > m′

(20)

where:

£ = (1− 2ps,f )(1− 2ps,coll)
(
1− pm+1s,f

)
qs

+Ws,0
(
1− ps,f

) (
1−

(
2ps,f

)m+1) qs
+ 2(1− ps,f )(1− ps,coll)(1− 2ps,f )(1− qs) (21)

and:

U = (1− 2ps,f )(1− 2ps,coll)
(
1− pm+1s,f

)
qs

+W0
(
1− pf

) (
1−

(
2ps,f

)m′+1) qs
+ 2m

′

Ws,0p
m′+1
s,f

(
1− pm−m

′

s,f

) (
1− 2ps,f

)
qs

+ 2(1− ps,f )(1− ps,coll)(1− 2ps,f )qs (22)

We can now express the probability of frame transmission
τs for service applications where a vehicle can transmit a
service packet in a random chosen time slot. The vehicle can
only transmit when the back-off time counter is zero (bs,i,0)
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regardless of the back-off stage as in (23).

τs =

m∑
i=0

bi,0 = b0,0
1− ps,f m+1

1− ps,f
(23)

We notice in (10) and (23) that the values of τe, τs depend
on the conditional collision pe,coll, ps,coll , and failure ps,f
probabilities, as well as probability of at least one packet in
buffer qe, qs for safety and service applications, respectively.
The collision probability occurs when more than one vehicle
is transmitting in the same time slot.

B. FAILURE pf AND COLLISION pcoll PROBABILITIES
The transmission failure probabilities pe,f and ps,f of
safety and service packets are derived respectively as
follows: {

pe,f = 1− (1− pe,coll)(1− pe,err )
ps,f = 1− (1− ps,coll)(1− ps,err )

(24)

where pe,err and ps,err denote the probability of frame error
for safety and service packets respectively.

pe,err = 1−
(
1− pe,saf _err

)
(25)

ps,err = 1−
(
1− ps,wsa_err

) (
1− ps,rfs_err

)
×
(
1− ps,ack_err

)
(26)

where pe,saf _err , ps,wsa_err , ps,rfs_err , and ps,ack_err denote
the Frame Error Rate (FERs) of safety frame error, and
WSA/RFS/ACK frames error respectively. The probability
of these errors can be computed from bit error probability
(i.e. BER) pBER as follows [33]:

pe,saf _err = 1− (1− pBER)Lsaf

ps,wsa_err = 1− (1− pBER)Lwsa

ps,req_err = 1− (1− pBER)Lrfs

ps,ack_err = 1− (1− pBER)Lack

(27)

The probability of collision transmission for safety pe,coll
and service ps,coll packets are defined respectively as
follows: {

pe,coll = 1− (1− τe)n−1 (1− τs)
n

ps,coll = 1− (1− τs)n−1(1− τe)
n (28)

Then,{
pe,f = 1− (1− τe)n−1 (1− τs)

n (
1− pe,err

)
ps,f = 1− (1− τs)n−1(1− τe)

n (
1− ps,err

) (29)

From (10), (23), and (29), we can solve the two unknown
variables, τe, τs, pe,f and ps,f by using numerical techniques
in order to calculate the transmission and failure probabilities
for safety and service applications respectively.

C. TIME ANALYSIS FOR SAFETY AND WSA TRANSMISSION
Our proposed scheme considers three types of thresholds
in Safety and WSA Transmission probabilities, sparse, con-
gestion, and Queuefreeze thresholds. These thresholds are
determined by RSU according to the traffic conditions in
the vehicular environment, as described above. However, in
every time slot during the contention-basedMAC scheme, the
state of the channel could be idle, successful transmission,
collision transmission or failure transmission due to the frame
error.

FIGURE 6. Time slots durations of channel states for the safety packets
on CCH.

FIGURE 7. Time slots durations of channel states for the WSA/RFS/ACK
packets on CCH.

Figs. 6 and 7 show the possibilities of time slot dura-
tions during the transmission process using the contention-
based MAC scheme for a safety packet, WSA packet, and
RFS/ACK packets. Moreover, Fig. 8 shows show the possi-
bilities of time slot durations during the transmission process
in SCHs during SCHI.
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FIGURE 8. Time slots durations of channel states for the service data
packets on SCHs.

1) SPARSE THRESHOLD
In this threshold, the time analysis of transmission proba-
bility of safety, WSA and RFS/ACK packets in our pro-
posed scheme is same as in the legacy standard method.
Thus, the probabilities of channel states are given by (30).
Accordingly, the transmission time is calculated with adop-
tion broadcast and unicast mechanisms as in (31).

Tes,i = aSlotTime = σ
Te,suc = Te,c = Te,SAF_ERR = Tsaf + δ + TDIFS
Ts,suc = Twsa + Trfs + Tack + 3δ + 2T SIFS + TDIFS
Ts,c = Twsa + δ + TEIFS
Ts,WSA_ERR = Twsa + δ + TEIFS
Ts,RFS_ERR = Twsa + TSIFS + Trfs + 2δ + TEIFS
Ts,ACK_ERR = Ts,suc

(31)

2) CONGESTION THRESHOLD
In this threshold, unlike legacy standard method, the PNP
mechanism is executed in SCHs during SCHI. Thus, the
control packets (RFS/ACK) will not be transmitted

over CCH. Hence, the probabilities of channel states in this
stage are given by (32)

pes,i = (1− τe)n(1− τs)n

pe,suc = nτe (1− τe)n−1 (1− τs)n (1− pe,saf _err )
pe,SAF_ERR = nτe (1− τe)n−1 (1− τs)n pe,saf _err
ps,suc = nτs(1− τs)n−1(1− τe)n(1− ps,wsa_err )
ps,WSA_ERR = nτs (1− τs)n−1 (1− τe)nps,wsa_err
pes,b = 1− pes,i = 1− (1− τs)n(1− τe)n

pe,c = (1− τs)n
(
1− (1− τe)n − nτ e (1− τe)n−1

)
ps,c = (1− τe)n

(
1− (1− τs)n − nτ s (1− τs)n−1

)
ps,RFS_ERR = ps,ACK_ERR = 0
pes,c = pes,b − pe,suc − ps,suc − pe,c − ps,c

(32)

As a consequence, the transmission time of safety and WSA
packets in this stage are calculated with adoption broadcast
mechanisms only as in (33).

Tes,i = aSlotTime = σ
Te,suc = Te,c = Te,SAF_ERR = Tsaf + δ + TDIFS
Ts,suc = Twsa + δ + TDIFS
Ts,c = Ts,WSA_ERR = Twsa + δ + TEIFS
Ts,RFS_ERR = Ts,ACK_ERR = 0

(33)

3) QUEUEFREEZE THRESHOLD
In this threshold, the whole SI (100 ms) will be allocated
to the CCH only, and thus the vehicles can provide reli-
able and real-time dissemination for safety applications. This
stage does not need any channel coordination and hence
there is no transmission opportunity for service application
in SCHs. The probabilities of channel states in this stage are
given by (34)

pe,i = (1− τe)n

pe,suc = nτe (1− τe)n−1 (1− pe,saf _err )
pe,SAFERR = nτe (1− τe)n−1 pe,saferr
pe,b = 1− pe,i = 1− (1− τe)n

pe,c = 1− (1− τe)n − nτ e (1− τe)n−1

ps = 0

(34)



pes,i = (1− τe)n(1− τs)n

pe,suc = nτe (1− τe)n−1 (1− τs)n (1− pe,saf _err )
pe,SAF_ERR = nτe (1− τe)n−1 (1− τs)n pe,saf _err
ps,suc = nτs(1− τs)n−1(1− τe)n(1− ps,wsa_err )(1− ps,rfs_err )(1− ps,ack_err )
ps,WSA_ERR = nτs (1− τs)n−1 (1− τe)nps,wsa_err
ps,RFS_ERR = nτs (1− τs)n−1 (1− τe)n (1− ps,wsa_err )ps,rfs_err
ps,ACK_ERR = nτs (1− τs)n−1 (1− τe)n

(
1− ps,wsa_err

) (
1− ps,rfserr

)
ps,ack_err

pes,b = 1− pes,i = 1− (1− τs)n(1− τe)n

pe,c = (1− τs)n
(
1− (1− τe)n − nτ e (1− τe)n−1

)
ps,c = (1− τe)n

(
1− (1− τs)n − nτ s (1− τs)n−1

)
pes,c = pes,b − pe,suc − ps,suc − pe,c − ps,c

(30)
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Consequently, the transmission time of a safety packet in this
stage are calculated by (35).

Te,i = aSlotTime = σ
Te,suc = Te,c = Te,SAF_ERR = Tsaf + δ + TDIFS
Ts = 0

(35)

If we assume that the service data packet size is constant,
then the time slot duration to transmit a service data packet
over the SCH based on the contention-free MAC scheme is
expressed by:
T s,schdata_suc = Th + Tdata + Tack + 2δ + TSIFS + TDIFS
T s,schDATA_ERR = Th + Tdata + δ + TEIFS
T s,schACK_ERR = Ts,DATA_SUC

(36)

Where Tdata = Lpld/R, Lpld represents the payload of the
service data packet, and R is the transmission data rate.
Tsaf ,Twsa,Trfs,Tdata and Tack are PHY-layer dependent, and
frame transmissions in the unit of Orthogonal Frequency
Division Multiplexing (OFDM) symbols are given by [34]:

Tsaf = Tsymbol

⌈
Lser + Ltail + Lsaf

NBpS

⌉
Twsa = Tsymbol

⌈
Lser + Ltail + Lwsa

NBpS

⌉
Trfs = Tsymbol

⌈
Lser + Ltail + Lrfs

NBpS

⌉
Tdata = Tsymbol

⌈
Lser + Ltail + Ldata

NBpS

⌉
Tack = Tsymbol

⌈
Lser + Ltail + Lack

NBpS

⌉
(37)

Finally, the duration of the logical time slots Tslot per state
in CCH for the three stages (sparse, congestion, and queue-
freeze) are given respectively by (38)-(40):

T AMAC_sparseslot = T 1609.4
slot = pes,iTes,i + pe,sucTe,suc
+ ps,sucTs,suc + pe,cTe,c + ps,cTs,c
+ pe,SAF_ERRTe,SAF_ERR
+ ps,WSA_ERRTs,WSA_ERR
+ ps,RFS_ERRTs,RFS_ERR
+ ps,ACK_ERRTs,ACK_ERR

+ pes,cmax(Te,c,Ts,c) (38)

T AMAC_congestionslot = pes,iTes,i + pe,sucTe,suc
+ ps,sucTs,suc + pe,cTe,c + ps,cTs,c
+ pe,SAF_ERRTe,SAF_ERR
+ ps,WSA_ERRTs,WSA_ERR
+ pes,cmax(Te,cTs,c) (39)

T AMAC_queuefreezeslot = pe,iTe,i + pe,sucTe,suc + pe,cTe,c
+ pe,SAF_ERRTe,SAF_ERR (40)

Consequently, the average duration of the overall logi-
cal time slots T AMAC_overallslot for our proposed scheme is

defined by (41):

T AMAC_overallslot =
T queuefreezslot + T congestionslot + T sparseslot

3
(41)

However, in the next equations, Tslot denotes the logical slot
time durations for both, either for T 1609.4

slot legacy scheme or
for T AMAC_overallslot AMAC scheme.

In this model, we assume the Poisson distribution model,
in which the inter arrival time is exponentially distributed.
Then, from the average duration of the logical time slot Tslot ,
the load equation of queue probability, qe and qs for safety
and service applications is given respectively by [35]:{

qe = 1− e−2λeTslot

qs = 1− e−2λsTslot
(42)

The packet delivery ratio (PDR) of the safety application is
derived as the probability of having a successful transmission
during a given time slot over the average number of vehicles
transmitting packets in a generic time slot [21];

PDR =
pe,suc
neτe

= (1− τe)n−1 (1− τs)n (43)

The average time slot of a safety packet to execute the back-
off is given by (we−1)

2 . Thereby, the average total service time
E[X e] of a safety packet which comprises the average back-
off duration (we−1)

2 × Tslot along with the transmission time
is expressed by:

E[Xe] =
(we − 1)

2
× Tslot + Te,suc (44)

In this model, each vehicle is modeled as two independent
M/M/1 queues under an infinite buffer size along with packet
arrival rate 2λe and the mean service rates µe = 1/E[X e].
The safety packets in one queue in the IEEE 1609.4 pro-

tocol already have the delay of Tschi/2 before being broad-
casted, so the average delay of the safety packets is given by:

E [De] =
Tcchi + Tschi

4
+

1
µe − 2λe

(45)

The average number of WSA packets successfully transmit-
ted over the CCH during the CCHI is calculated by:

Ns,suc =
Tcchi
Tslot
× ps,suc (46)

The throughput is described as the amount of bandwidth
that is allocated to the SCHs per second; thus, the saturated
throughput S of the service applications over the SCHs is
computed as follows:

Ss =
Tschi × Nsch × Lpld × Ns,suc

T s,schdata_suc + T
s,cch
DATA_ERR + T

s,cch
ACK_ERR

(47)
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V. PERFORMANCE EVALUATION
In this section, we present the numerical and simulation
results of the proposed AMAC scheme to obtain a better
understanding of the behavior of the safety and service pack-
ets transmission in VANET-based MAC layer. The numeri-
cal results for the AMAC scheme were conducted by using
MATLAB, while the extensive simulations to validate the
proposed analytical models were carried out by Simulation
of Urban Mobility (SUMO) and network simulator (ns-2.34)
simulators. SUMO simulates the mobility traffic in the vehic-
ular environment, while NS-2 simulates the network. For
vehicle mobility, the Shah Alam highway was taken from
OpenStreetMap (OSM) to represent a highway environment.
The mobility pattern was set to Random Waypoint Mobility
with Obstacle Avoidance, while the driving model was set to
Intelligent Driving Model (IDM) with Intersection Manage-
ment and Lane Changing. As shown in Fig. 9, the selected
area in Shah Alam highway is approximately 2 km with six
lanes. The simulation scenario includes 100 vehicles with a
GPS and a single-radio WAVE communication device. The
speed of vehicles is 60 km/h.

FIGURE 9. SUMO Simulator for Vehicular Traffic Simulation (Shah Alam
Highway).

We consider one CCH and six SCHs with the same trans-
mission data rate of 6 Mbps (QPSK modulation) based on
standard specifications. Vehicles n and traffic arrival rate
λe, λs at the MAC layer are generated according to the
Poisson distribution process. Thereby, the traffic density can
be increased either by increasing the number of vehicles
n or the traffic arrival rate λe, λs. Channel congestion in
VANETs can be controlled by adopting a dynamic trans-
mission range (power), CW size, and packet arrival based
on the network conditions. We assume here the value of
BER = 10−5 for the channel condition, which is one of the
most affected and sensitive values for the channel BER in a
comparatively noisy, channel fading and unreliable wireless
environment [36], [37]. All vehicles and RSU are within
the transmission range of each other and can act as ser-
vice providers and service users. The rest of the parameters
for both analytical model and simulations are summarized
in Table 3.

Fig. 10 (a-c) illustrates the collision probability, average
delay, and PDR for safety packets with changing the number
of vehicles in different packet arrival rate, and the CW size
for safety packets is fixed We = 8 while the initial CW size

TABLE 3. Parameters values.

for WSA packets Ws,0 is 16. We have chosen these three
performance metrics to study the real congestion on the CCH
and to obtain the best load balancing (increase reliability
of safety applications). We can notice from Fig. 10 that as
the number of vehicles and the packet arrival rate increase,
collisions and delay increase, while the PDR decreases for
safety packets. This is owing to a huge number of safety
packets attempt to access the channel for transmission under
fixed CW size value, resulting in high collisions and low PDR
of safety packets. However, the Fig. 10 shows that the network
is stable only when the packet arrival rate λe = λs = 10pps,
although the number of vehicles increases. This is proof that
We = 8,Ws,0 = 16 are the best choices for the network when
the λe = λs = 10pps. When the packet arrival rate increases
(λe = λs > 10), the degradation of the three performance
metrics is manifested as the number of vehicles increases,
and thus a dynamic CWs sizes should be used based on the
number of vehicles on the network.

Fig. 11 (a-c) illustrates the collision probability, aver-
age delay, and PDR for safety packets with changing the
number of vehicles in different CWs sizes values and fixed
packet arrival rate λe = λs = 25pps, respectively.
Unlike [23] and [24] who chose the best values of the CW
size in their study based on the delay metric, our study
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FIGURE 10. Performance metrics evaluation of the IEEE 1609.4 on CCH in terms of number of vehicles and packet arrival rate, with We = 8,Ws,0 = 16.
(a) Collision probability of safety packets. (b) Average delay of safety packets. (c) PDR of safety packets.

TABLE 4. Best CWs sizes for different vehicles numbers.

focusesmore on getting low collision and high PDR for safety
packets, taking into account the delay metric as well.
However, when choosing the CW size value of safety packets,
the initail CW size value of service packets (WSAs) must be
doubled, in order to fulfill priorities on the system according
to the legacy specifications as shown in Fig. 11. It is easy
to find from Fig. 11 that the collisions increase and the
PDR decreases with increasing the number of vehicles on
the netowk. Table 4 lists the best values of the CW size for
safety packets, including the best initial values of the CW
size for service packets adapting to the different number of
vehicles. As seen in Fig. 11 that in light network conditions
(e.g. numner of vehicles n ≤ 30 vehicles), We = 8,
Ws,0 = 16 will be the best choice. The CWs sizes will be
doubled toWe = 16,Ws,0 = 32, when the number of vehicles
increase to 40 vehicles, (30 < n ≤ 40). Finally, when

the traffic conditions increase from muderate to heavy
(40 < n ≤ 100), the CWs sizes should be increased to
We = 32,Ws,0 = 64.

The optimal ratio of transmission probabilities for the
packets with different priorities under various numbers of
vehicles and arrival rates of λe and λs packets are mathemat-
ically analyzed in Fig. 12. The Fig. shows that the ratio of
transmission probabilities for the packets strongly depends
on the number of vehicles and traffic arrival rate. Conse-
quently, it is notable that, when the traffic arrival rate for
both safety and WSA packets is light, the network size is
unsaturated, and hence the channel status is not congested
and the ratio is slightly changed. However, with an increase
of traffic arrival rate, the ratio of transmission probabilities
significantly increases with growth in the number of vehicles.
If the traffic arrival rate increases, the ratio becomes larger
though the number of vehicles is fixed. For instance, when
n = 60 vehicles, the ratio is 26.45 if λe = λs = 1, 000 pps,
while the ratio is 3.31 when λe = λs = 50 pps. This
is owing to the fact that the increase of traffic arrival rate
along with the number of vehicles will absolutely cause
more collisions on the CCH, and decrease the transmission
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FIGURE 11. Performance metrics evaluation of the IEEE 1609.4 on CCH in terms of number of vehicles and contention windows sizes values, with
λe = λs = 25 pps. (a) Collision probability of safety packets. (b) Average delay of safety packets. (c) PDR of safety packets.

FIGURE 12. Optimal ratio of transmission probabilities.

probability of WSA packets due to more back-off vehi-
cles and the prioritized transmission of the safety packets.
In addition, the short retry limit is applied to the analytical
model forWSA packets in order to accommodate the 802.11p
specifications, which means that the vehicles keep contend-
ing for the channel. Whenever the packets face a collision,
the new back-off algorithm will be generated with doubling
the CW size value to minimize the collision probability with
other transmitting vehicles till doubling the CW size reaches

the maximum value of 2m
′

Ws. In m′ stage, if the packet still
fails in transmission, it keeps contending for the channel
with the same CW size of 2m

′

Ws till the short retry limit is
exhausted. Thus, this approach also leads to more collisions
of theWSApackets since the back-off value remains the same
from stage m′ to stage m.
In our work, we assume a constant packet arrival rate λe =

λs = 25 pps as in [21], while the number of vehicles n is
varied, and the CWs sizes are dynamic based on the vehicle
density estimation to control the CCH congestion. In this part
we also investigate the collisions, delay and PDR of safety
packets on the CCH, as well as the system throughput of
service packets on the SCHs for the proposed AMAC scheme
and legacy. Fig. 13 shows the collision probability of safety
packets on the CCH versus the number of vehicles when λe =
λs = 25 pps. It is notable from Fig. 13 that when the network
traffic is relatively sparse (n ≤ 30 vehicles), the value of
collision probability is low and the network is stable for both
schemes. In contrast, when the network traffic becomes dense
(n > 30 vehicles), the value of collision probability is high.
This is due to the fact that the increment of vehicles number
leads to higher competition among the vehicles to access the
channel in the network, which definitely prompts a higher
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FIGURE 13. Collision probability of safety packets on CCH versus number
of vehcles, (λe = λs = 25 pps).

collision rate. Howevere, Fig. 13 shows that when the network
size becomes larger and the CCH is congested, the collision
value in the proposed AMAC scheme is lower compared
with the legacy standard. This is because, unlike the legacy
standard, the AMAC scheme offers two approches, collision-
aware transmission packet mechanism, and an adaptive PNP
mechanism between service providers and users. Explicitly,
when the traffic condition is heavy and the CCH utilization
is congested, the AMAC scheme increases the initial CWs
among vehicles and also performs the PNP between service
providers and users on the SCHs during the SCHI. These two
approaches can improve the time diversity among vehicles
and also reduce the types of competing packets for transmis-
sion over the CCH during the CCHI. As a result, the safety
packets collisions will be alleviated on the CCH. FromFig. 13
we can observe that the AMAC scheme reduces the safety
packet collisions on the CCH by 67.70 %.

Fig. 14 describes the effect of the various numbers of
vehicles on the average delay of safety packets over the CCH.
It can be seen from the Fig. 14 that the significant effect on
the delay on the CCH starts when the number of vehicles
increases from moderate to heavy (n > 30 vehicles). It is
clear that the number of vehicles is directly proportional to
the average service times E[X e] = 1/µe. Explicitly, as the
number of vehicles increases, the queue and service time
increase as well and this certainly leads to longer delay for
safety packets to access the channel.

FIGURE 14. Average delay of safety packets on CCH versus number of
vehicles, (λe = λs = 25 pps).

However, we can observe from Fig. 14 that, in the nor-
mal wireless vehicular environments (n ≤ 30 vehicles), the

FIGURE 15. Packet delivery ratio of safety applications on CCH under
different number of vehcles, (λe = λs = 25 pps).

performance for both the legacy standard and AMAC scheme
is quite similar, while the legacy standard outperforms the
proposed AMAC scheme when the network size becomes
larger. This is because under heavy conditions, the AMAC
scheme adopts the collision-aware transmission packet mech-
anism increasing the initial CWs for both safety and service
packets. As a result, this will cause a slight increase in
delay and reduce the collisions of safety packets. As shown
in Fig. 14 that, the AMAC scheme increases the delay on
the CCH by 1.353%, which is still very insignificant value
compared to collision reduction for safety packets.

Fig. 15 represents the performance of the AMAC scheme
and the legacy standard in terms of PDR with respect to the
different numbers of vehicles when λe = λs = 25 pps. Fig. 15
shows that along with the increase of vehicles number, the
PDR decreases rapidly. The reason for this observation is that
as the number of vehicles increases, a lot of packets will be
lost due to serious collisions that may occur on the CCH,
which will adversely affect the PDR of safety packets.

However, Fig 15 displays that under light traffic condition
when n ≤ 40 vehicles, the PDR for both schemes are high,
while when traffic condition is high (n > 40 vehicles), the
significant deterioration in the PDR is manifested. However,
the proposed AMAC scheme improves the PDR on the CCH
by 24.582 % compared with the legacy standard. This is
because a collision-aware packet transmission and an adap-
tive PNP mechanisms are proposed by the AMAC scheme.

The throughput is described as the amount of bandwidth
that is allocated to the SCHs per second. Fig. 16 illustrates
the system throughput on the SCHs with respect to the
different numbers of vehicles when the service data packet
is 1,000 bytes and λe = λs = 25 pps. It is clear from
Fig. 16 that when the network traffic is relatively sparse,
the system throughput on the SCHs is significantly high,
and the AMAC scheme greatly outperforms the legacy stan-
dard. When the n = 20 vehicles, the AMAC scheme has a
roughly 105.72% improvement on the throughput of service
data on the SCHs with respect to the legacy scheme. This
is because under dense network traffic environments, the
AMAC scheme adopts immediate and extended SCH access.
Hence, AMAC scheme enables the vehicles to have more
time to transmit service packets on the SCHs unlike the fixed
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FIGURE 16. System throughput of service data on SCHs versus number of
vehicles (λe = λs = 25 pps).

interval (50 ms) as in the legacy standard. The contention-free
SCH access also assists the AMAC scheme in improving the
system throughput. Moreover, the system throughput rapidly
decreases as the number of vehicles increases. This is because
of the high collision probability and the high priority of
safety packets in accessing the channel, which reduce the
transmission opportunity for service packets.

FIGURE 17. System throughput of service data on SCHs under different
packet length (n = 50 vehicles, λe = λs = 25 pps).

Fig. 17 represents the system throughput on the SCHs
in terms of different service data packet length when n =
50 vehicles and λe = λs = 25 pps. It is notable from Fig. 17
that the performance gain in both schemes increases linearly
as the packet length growths.

The results clearly show that the AMAC scheme improves
the system throughput on the SCHs compared to the legacy
standard. This is due to the contention-free SCH access as
well as the immediate and extended SCH access in theAMAC
scheme. This enables the vehicles on the network to transmit
the service packets without contention and obtain more trans-
mission time on the SCHs.

VI. CONCLUSION
In this paper, we propose an Adaptive Multi-channel
Assignment and Coordination (AMAC) scheme under non-
saturated conditions to enhance the performance of IEEE
802.11p/1609.4 in VANETs. By using the measurement-
based congestion detectionmechanism in theAMAC scheme,
the system is always aware of the real-time traffic situation
in order to adopt suitable multi-channel switching type and

adaptively execute the PNP between service providers and
users. Collision-aware packet transmission is also provided
by the AMAC scheme to mitigate collisions and increase
PDR of safety packets over CCH. Moreover, 1-D and 2-D
Markov chainmodels were employed in the presence of error-
prone channels under non-saturated conditions to analyze
the packet transmission probabilities for safety and service
applications with higher and lower priorities respectively. The
probability of successful transmission, transmission error and
collisions were derived and used to compute the delay and
PDR of safety applications and also the system throughput of
service applications. Both analytical and simulation results
indicate that the AMAC scheme reduces the collisions and
increases the PDR of safety applications over the CCH,
and also improves system throughput of service applications
over the SCHs. Thus, transmission of delay-sensitive and
throughput-sensitive applications are enhanced by theAMAC
scheme.

REFERENCES
[1] R. Baldessari et al., ‘‘CAR-2-CAR communication consortium-

manifesto,’’ CAR 2 CAR Communication Consortium, Germany,
Version 1.1, 2007.

[2] A. Marshall, ‘‘V2V: GM technology can prevent accidents,’’ GM Europe,
Zürich, Switzerland, Tech. Rep. Press Release 6605, 2006.

[3] D. Tian, J. Zhou, Z. Sheng, and V. C. M. Leung, ‘‘Robust energy-efficient
MIMO transmission for cognitive vehicular networks,’’ IEEE Trans. Veh.
Technol., vol. 65, no. 6, pp. 3845–3859, Jun. 2016.

[4] D. Tian, J. Zhou, and Z. Sheng, ‘‘An adaptive fusion strategy for dis-
tributed information estimation over cooperative multi-agent networks,’’
IEEE Trans. Inf. Theory, vol. 63, no. 5, pp. 3076–3091, May 2017.

[5] D. Tian, J. Zhou, Z. Sheng, and Q. Ni, ‘‘Learning to be energy-
efficient in cooperative networks,’’ IEEE Commun. Lett., vol. 20, no. 12,
pp. 2518–2521, Dec. 2016.

[6] M. Balfaqih, M. Ismail, R. Nordin, A. A. Rahem, and Z. Balfaqih, ‘‘Fast
handover solution for network-based distributed mobility management
in intelligent transportation systems,’’ Telecommun. Syst., vol. 64, no. 2,
pp. 325–346, 2017.

[7] M. Balfaqih, M. Ismail, R. Nordin, and Z. A. Balfaqih, ‘‘802.21-assisted
distributed mobility management solution in vehicular networks,’’ IEEE
Access, vol. 5, pp. 9518–9532, 2017.

[8] M. L. Sichitiu and M. Kihl, ‘‘Inter-vehicle communication systems:
A survey,’’ IEEE Commun. Surveys Tuts., vol. 10, no. 2, pp. 88–105,
2nd Quart., 2008.

[9] A. Awang, K. Husain, N. Kamel, and S. Aïssa, ‘‘Routing in vehicular ad-
hoc networks: A survey on single- and cross-layer design techniques, and
perspectives,’’ IEEE Access, vol. 5, pp. 9497–9517, 2017.

[10] A. J. Ghandour, M. Di Felice, H. Artail, and L. Bononi, ‘‘Dissemination
of safety messages in IEEE 802.11p/WAVE vehicular network: Analytical
study and protocol enhancements,’’ Pervasive Mobile Comput., vol. 11,
pp. 3–18, Apr. 2014.

[11] A. A. Almohammedi, N. K. Noordin, A. Sali, F. Hashim, and
A. Al-Hemyari, ‘‘An accurate performance analysis of hybrid effi-
cient and reliable MAC protocol in VANET under non-saturated con-
ditions,’’ Int. J. Electr. Comput. Eng., vol. 7, no. 2, pp. 999–1011,
2017.

[12] IEEE Standard for Wireless Access in Vehicular Environments (WAVE)—
Multi-Channel Operation, IEEE Standard 1609.4-2016, (Revision of IEEE
Std 1609.4-2010), 2016.

[13] F. Daneshgaran, M. Laddomada, F. Mesiti, and M. Mondin, ‘‘Unsaturated
throughput analysis of IEEE 802.11 in presence of non ideal transmission
channel and capture effects,’’ IEEE Trans. Wireless Commun., vol. 7, no. 4,
pp. 1276–1286, Apr. 2008.

[14] A. A. A. Almohammedi, N. K. Noordin, A. Sali, F. Hashim, and S. Saeed,
‘‘A comprehensive performance analysis of IEEE 802.11p based MAC for
vehicular communications under non-saturated conditions,’’ J. ICT Res.
Appl., vol. 11, no. 1, pp. 91–112, 2017.

2800 VOLUME 6, 2018



A. A. Almohammedi et al.: AMAC Scheme for IEEE 802.11P/1609.4 in VANETs

[15] L. Liu, W. Xia, and L. Shen, ‘‘An adaptive multi-channel MAC protocol
with dynamic interval division in vehicular environment,’’ in Proc. 1st Int.
Conf. Inf. Sci. Eng. (ICISE), Dec. 2009, pp. 2534–2537.

[16] Q. Wang, S. Leng, H. Fu, and Y. Zhang, ‘‘An IEEE 802.11p-based mul-
tichannel MAC scheme with channel coordination for vehicular ad hoc
networks,’’ IEEE Trans. Intell. Transp. Syst., vol. 13, no. 2, pp. 449–458,
Jun. 2012.

[17] C. Shao, S. Leng, Y. Zhang, and H. Fu, ‘‘A multi-priority supported
medium access control in vehicular ad hoc networks,’’ Comput. Commun.,
vol. 39, pp. 11–21, Feb. 2014.

[18] S. Babu, M. Patra, and C. S. R. Murthy, ‘‘A novel context-aware vari-
able interval MAC protocol to enhance event-driven message delivery in
IEEE 802.11p/WAVE vehicular networks,’’ Veh. Commun., vol. 2, no. 3,
pp. 172–183, 2015.

[19] S.-K. Lee and H.-K. Choi, ‘‘A study of variable interval for WAVE
multi-channel access,’’ in Proc. Int. Conf. Inf. Commun. Technol.
Converg. (ICTC), Oct. 2016, pp. 1146–1148.

[20] C. Song, G. Tan, C. Yu, N. Ding, and F. Zhang, ‘‘APDM: An adaptive
multi-priority distributed multichannel MAC protocol for vehicular ad
hoc networks in unsaturated conditions,’’ Comput. Commun., vol. 104,
pp. 119–133, May 2017.

[21] D. N. M. Dang, C. S. Hong, S. Lee, and E.-N. Huh, ‘‘An efficient
and reliable MAC in VANETs,’’ IEEE Commun. Lett., vol. 18, no. 4,
pp. 616–619, Apr. 2014.

[22] K. A. Hafeez, A. Anpalagan, and L. Zhao, ‘‘Optimizing the control channel
interval of the dsrc for vehicular safety applications,’’ IEEE Trans. Veh.
Technol., vol. 65, no. 5, pp. 3377–3388, May 2016.

[23] Y. Zang, L. Stibor, X. Cheng, H.-J. Reumerman, A. Paruzel, and A. Bar-
roso, ‘‘Congestion control in wireless networks for vehicular safety appli-
cations,’’ in Proc. 8th Eur. Wireless Conf., 2007, p. 1.

[24] S. Chantaraskul, K. Chaitien, A. Nirapai, and C. Tanwongvarl, ‘‘Safety
communication based adaptive multi-channel assignment for VANETs,’’
Wireless Pers. Commun., vol. 94, no. 1, pp. 83–98, 2017.

[25] S. Y. Wang et al., ‘‘Improving the channel utilization of
IEEE 802.11p/1609 networks,’’ in Proc. IEEE Wireless Commun.
Netw. Conf. (WCNC), Apr. 2009, pp. 1–6.

[26] S.-Y. Wang, H.-W. Chiu, J. Zheng, and X. Chen, ‘‘A cooperative
approach to fully utilizing the aggregate bandwidth of all service chan-
nels in IEEE 802.11p/1609 networks,’’ in Proc. IEEE Symp. Comput.
Commun. (ISCC), Jul. 2013, pp. 000354–000359.

[27] C. Han, M. Dianati, R. Tafazolli, X. Liu, and X. Shen, ‘‘A novel distributed
asynchronous multichannel MAC scheme for large-scale vehicular ad hoc
networks,’’ IEEE Trans. Veh. Technol., vol. 61, no. 7, pp. 3125–3138,
Sep. 2012.

[28] M. Amadeo, C. Campolo, and A. Molinaro, ‘‘Enhancing IEEE
802.11p/WAVE to provide infotainment applications in VANETs,’’
Ad Hoc Netw., vol. 10, no. 2, pp. 253–269, 2012.

[29] D. B. Rawat, D. C. Popescu, G. Yan, and S. Olariu, ‘‘Enhancing
VANET performance by joint adaptation of transmission power and con-
tention window size,’’ IEEE Trans. Parallel Distrib. Syst., vol. 22, no. 9,
pp. 1528–1535, Sep. 2011.

[30] Q. Yang, S. Xing, W. Xia, and L. Shen, ‘‘Modelling and performance
analysis of dynamic contention window scheme for periodic broadcast in
vehicular ad hoc networks,’’ IET Commun., vol. 9, no. 11, pp. 1347–1354,
2015.

[31] S. Wang, B. Yang, F. Gu, and X. Shi, ‘‘A novel reliable broadcast protocol
for VANET’s safety applications,’’ in Proc. 6th Int. Conf. Electron. Inf.
Emergency Commun. (ICEIEC), Jun. 2016, pp. 282–286.

[32] N. Taherkhani and S. Pierre, ‘‘Centralized and localized data congestion
control strategy for vehicular ad hoc networks using a machine learning
clustering algorithm,’’ IEEE Trans. Intell. Transp. Syst., vol. 17, no. 11,
pp. 3275–3285, Nov. 2016.

[33] K. Szczypiorski and J. Lubacz, ‘‘Saturation throughput analysis of
IEEE 802.11g (ERP-OFDM) networks,’’ Telecommun. Syst., vol. 38,
pp. 45–52, Jun. 2008.

[34] IEEE Standard for Telecommunications and Information Exchange
Between Systems—LAN/MAN Specific Requirements—Part 11:
Wireless Medium Access Control (MAC) and physical layer (PHY)
specifications: High Speed Physical Layer in the 5 GHz Band,
IEEE Standard 802.11a-1999, 1999.

[35] D.Malone, K. Duffy, and D. Leith, ‘‘Modeling the 802.11 distributed coor-
dination function in nonsaturated heterogeneous conditions,’’ IEEE/ACM
Trans. Netw., vol. 15, no. 1, pp. 159–172, Feb. 2007.

[36] D.-J. Deng, B. Li, L. Huang, C.-H. Ke, and Y.-M. Huang, ‘‘Satura-
tion throughput analysis of multi-rate IEEE 802.11 wireless networks,’’
Wireless Commun. Mobile Comput., vol. 9, no. 8, pp. 1102–1112, 2009.

[37] Q. Ni, T. Li, T. Turletti, and Y. Xiao, ‘‘Saturation throughput analy-
sis of error-prone 802.11 wireless networks,’’ Wireless Commun. Mobile
Comput., vol. 5, pp. 945–956, Dec. 2005.

AKRAM A. ALMOHAMMEDI received the B.Sc.
degree in electronics engineering from Infrastruc-
ture University Kuala Lumpur, Malaysia, in 2012,
and the M.Sc. degree in electrical and electron-
ics engineering majoring in computer and com-
munication system from Universiti Kebangsaan
Malaysia, Malaysia, in 2014. He is currently
pursuing the Ph.D. degree at Universiti Putra
Malaysia, Malaysia. His research interests include
vehicular ad hoc network, multi-channel MAC,
and wireless sensor networks.

NOR KAMARIAH NOORDIN received the B.Sc.
degree in electrical engineering (with a major
in telecommunications) from The University of
Alabama, Tuscaloosa, AL, USA, in 1987, the mas-
ter’s degree from University Teknologi Malaysia,
and the Ph.D. degree from University Putra
Malaysia (UPM). She became a Tutor with the
Department of Computer and Electronics Engi-
neering, UPM. In 1991, she became a Lecturer
with the Department of Computer and Electronics

Engineering, where she was the Head from 2000 to 2002. She is currently
the Director of corporate strategy and communications at UPM. During her
experience of more than 15 years at the department, she has been actively
involved in teaching, research, and administrative activities. Her research
work also led her to publish over 100 papers in journals and in conferences.
She has supervised a number of undergraduate students and also postgraduate
students in the area of wireless communications, which led to receiving some
national and UPM research awards.

ADUWATI SALI received the B.Eng. degree in
electrical electronics engineering (communica-
tions) from The University of Edinburgh in 1999,
the M.Sc. degree in communications and net-
work engineering from University Putra Malaysia
(UPM) in 2002, and the Ph.D. degree in mobile
satellite communications from the University of
Surrey, U.K., in 2009. She is currently the Deputy
Director of the Research Planning and Knowl-
edge Management Division, Research Manage-

ment Centre, UPM. She has been a Senior Lecturer with the Department of
Computer andCommunication Systems, Faculty of Engineering, UPM, since
2010. She was an Assistant Manager with TelekomMalaysia Bhd from 1999
to 2000. She was with EU-IST Satellite Network of Excellence (SatNEx)
I & II from 2004 to 2009. She is the Principle Investigator for projects
under the funding bodies Malaysian Ministry of Science, Technology and
Innovation, Research University Grant Scheme UPM and The Academy of
Sciences for the Developing World (TWAS-COMSTECH) Joint Grants. Her
research interests include radio resource management, MAC layer protocols,
satellite communications, wireless sensor networks, disaster management
applications, and 3-D video transmissions.

VOLUME 6, 2018 2801



A. A. Almohammedi et al.: AMAC Scheme for IEEE 802.11P/1609.4 in VANETs

FAZIRULHISYAM HASHIM (GS’07–M’10)
received the M.Sc. degree from Universit Sains
Malaysia, and the Ph.D. degree in telecommunica-
tions engineering from the University of Sydney,
Australia. He is currently a Lecturer at the Univer-
siti Putra Malaysia. His research primarily focuses
on network security and QoS of heterogeneous
mobile and cellular networks. He is a TPC mem-
ber/reviewer for many international conferences
and the IEEE journals.

MOHAMMED BALFAQIH received the M.S.
degree in communication engineering from Inter-
national IslamicUniversityMalaysia and the Ph.D.
degree in electrical, electronics and systems engi-
neering from Universiti Kebangsaan Malaysia,
Malaysia. During his master’s degree, he was a
Research Assistant with the Malaysian Institute of
Micro-Electronics Systems (MIMOSBerhad). His
principal research interests lies in the field of the
mobility in wireless communication. He also has

research experience and interests in other fields, such as cooperative com-
munications, self-organization in wireless networks, and image processing
& computer vision.

2802 VOLUME 6, 2018


	INTRODUCTION
	RELATED WORKS
	SYSTEM MODEL AND ASSUMPTIONS
	MULTI-PRIORITY TRANSMISSION STRATEGY
	MEASUREMENT-BASED CONGESTION DETECTION
	CHANNEL ACCESS OPTIONS
	COLLISION-AWARE PACKET TRANSMISSION
	SCH SELECTION AND ACCESS RESERVATIONS SCHEME
	WAVE BASIC SERVICE SET INITIALIZATION
	NON-INTERFERING WBSS DISTRIBUTION
	USER REGISTRATION AND DATA TRANSFER CONTROLLER


	ANALYTICAL MODEL
	MULTI-PRIORITY TRANSMISSION MODEL
	FAILURE pf  AND COLLISION pcoll PROBABILITIES
	TIME ANALYSIS FOR SAFETY AND WSA TRANSMISSION
	SPARSE THRESHOLD
	CONGESTION THRESHOLD
	QUEUEFREEZE THRESHOLD


	PERFORMANCE EVALUATION
	CONCLUSION
	REFERENCES
	Biographies
	AKRAM A. ALMOHAMMEDI
	NOR KAMARIAH NOORDIN
	ADUWATI SALI
	FAZIRULHISYAM HASHIM
	MOHAMMED BALFAQIH


