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ABSTRACT Smart Grids (SGs) rely on advanced technologies, generating significant data traffic across
the network, which plays a crucial role in various tasks such as electricity consumption billing, actuator
activation, resource optimization, and network monitoring. This paper presents a new approach that
integrates Machine Learning (ML), Blockchain Technology (BT), and Markov Decision Process (MDP) to
improve the security of SG networks while ensuring accurate storage of events reported by various network
devices through BT. The enhanced version of the Proof of Work (PoW) consensus mechanism ensures data
integrity by preventing tampering and establishing the reliability of known and unknown attack detection.
The proposed versions of PoW, namely GPoW 1.0 and GPoW 2.0, aim to make the consensus process more
environmentally friendly.

INDEX TERMS Smart grid, cybersecurity, NIST, vulnerabilities, Markov decision process, blockcahin,
machine learning.

I. INTRODUCTION
Smart Grid (SG), also called Smart Electrical Network,
was first implemented in Italy in 2005 with the Telegestore
project [1]. The objective is, firstly, to promote the con-
sumption of green energy in order to avoid the use of fossil
fuels, which currently generate most of the world’s primary
energy [2]. Secondly, to enable consumers to become produc-
ers of this type of energy. The surplus of this energy could be
fed into the electricity grid. This concept is a revolution in the
field of electricity, where three levels interact: The electrical
network, the telecommunications network and information
technology. The control and monitoring of this network
requires the introduction of technologies used in Industry 4.0,
such as IIOT (Industrial Internet of Things), SCADA (System
Control and Data Acquisition), SIEM (System Information
Event Management) and data analytics [3].

The big data (BD) generated by smart meters (installed in
homes to track and bill the amount of electricity consumed
and fed into the grid), IIOT and various SG network devices
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requires a very advanced security policy to guarantee the
availability, confidentiality and integrity of the information.
According to [4] and [5], the security of an SG could be
attacked mainly by Wormholes, Flooding, Puppet attacks,
Man in Middle attacks, Password theft, Spoofing, Replay,
Data injection and Data modification.

The objective of our paper is to employ Blockchain Tech-
nology (BT) in conjunction with the Machine Learning (ML)
paradigm and the Markov Decision Process (MDP). In the
initial phase, ML will be utilized to categorize validators
participating in the Proof of Work (PoW) consensus into
two groups: Potential Winners and Potential Losers. Sub-
sequently, in the second phase, we will employ MDP to
formulate the optimal policy for Potential Winners. This
policy aims to streamline the competition by retaining only
those validators with the highest likelihood of success in
validating and storing events in the BT Ledger. The ultimate
goal is to make our consensus model more environmentally
sustainable.

This paper is structured as follows. In Section II,
we introduce the smart grid domains and their vulner-
abilities. In Section III, we discuss some related work.
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Section IV presents our methodology. In Section V we
highlight the results obtained and finally in Section VI we
conclude and present some perspectives.

II. SMART GRID AND CYBER-SECURITY
A. SMART GRID OVERVIEW
The National Institute of Standard and Technology
(NIST) [14] has proposed a conceptual model (see Fig. 1)
which makes it possible to clearly identify the different
components, actors and actions that are involved in an SG
network. The NIST model of the SG is organized into seven
domains [19]:

FIGURE 1. Smart grid’s framework based on NIST.

• Generation: The production of the electricity using
traditional and ecological technologies.

• Transmission: The transmission of electricity over long
distances. With the ability to generate and store the
electricity.

• Distribution: distribution of electricity to and from the
end users.

• Markets: Electricity market participants for better sales.
• Consumer: Traditionally, the end user’s role was to
consume electricity. In this new configuration, they
could generate, store, deliver and manage energy.

• Operations: managing the flow of electricity.
• Provider: providing services to utilities and customers.

B. SMART GRID VULNERABILITIES
AND COUNTERMEASURES
The cybersecurity objectives for the SG, as defined by
NIST [14] are:

• confidentiality: protecting the SG from attacks that tries
to access to private data

• Availability: keeping the information accessible
• Integrity: ensuring that the data is not altered

The main sources of vulnerability in an SG [16] are software
with security flaws, incorrect configurations, unprotected
communication lines, lack of maintenance, an unprotected
network, etc.

Attacks on an SG could be at the level of components,
communications and protocols [15], [20] or topologies.
These attacks could take several forms [24], [25], such as:
Malware and virus spreading, database links, communication

hijacking, replay attack with false data injection, Modbus
protocol privacy, interception of network traffic, unplanned
shutdown [17].
There are best practices in the literature to counter-attacks

such as [18] and [23], disabling unused services and software,
controlling access to resources, changing default passwords
and accounts, using complex passwords, using logging to
monitor activity, restricting communication on a segmented
network, protecting against malware, sending regular signals
(Heartbeat Signals) by the components to indicate that
their state is normal, installing equipment that conforms
to standards, using anonymous key agreement and mutual
authentication protocol [39], dynamic ephemeral and session
key generation protocol [40], lightweight authentication
mechanism [41], cryptographic for safeguarding information
and communication [42], [43] . . . etc.

In this work, we want to guarantee the reliability of the
events generated by the network equipment by storing these
data using the BT. We will therefore start by studying works
in which the BT has been used in the SG field.

III. RELATED WORK
Through the study of work carried out on BT and its use
in smart grid networks, we find that it mainly affects the
operational aspect [6]. To summarize, this technology could
be used:

• To secure the AMI (Advanced Metering Infrastructure)
transactions. The Blockchain has been tested in storing
data related to the energy consumed for billing reasons
and applying the rules defined by the operator through
smart contracts.

• On Trading and Market, to secure energy sales
transactions between individuals without third-party
intermediaries.

• For monitoring and control to enforce the reliability
of data that maintains the proper functioning of the
infrastructure components.

• To ensure the non-alteration of data used in an electrical
protection platform, called an Adaptive Protection
Platform (APP) [7].

• For storing data from smart sensors based on Ethereum
technology and applying certain rules using smart
contracts [8].

• To regulate the communication between the utility and
the smart meters based on the smart contract [9].

• To Secure the storage of events coming from IOTs on a
Smart Grid Network using PoW Consensus [10].

• For the management, control and operation of an SG
Network [11].

Upon scrutinizing the existing literature and conducting
a comparative analysis of the technologies enumerated in
Table 1 for securing the smart grid, it is evident that none
of these researches have integrated all three technologies:
Blockchain Technology (BT), Machine Learning (ML), and
Markov Decision Process (MDP) to enhance the energy
efficiency of the Proof of Work (PoW) consensus while
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concurrently establishing an effective security framework for
the smart grid. This unique combination is a novel aspect that
our paper endeavors to explore and contribute to the existing
body of knowledge.

TABLE 1. Comparison of the technologies used (BT, ML and MDP) to
secure the SG in related work.

Our objective and contribution revolve around enhancing
the energy efficiency of the Proof of Work (PoW) consensus,
a concept often acknowledged as energy-intensive in existing
literature [31]. Simultaneously, we aim to establish a
sustainable security model for the smart grid. To achieve
this, we propose the utilization of Machine Learning (ML)
and Markov Decision Process (MDP) to create two environ-
mentally friendly versions of PoW, namely GPoW 1.0 and
GPoW 2.0. These versions will be instrumental in storing
events generated by Smart Grid (SG)-enabled devices. The
integration of Blockchain Technology (BT) ensures the
protection of all stored data, maintaining transaction integrity
and eligibility.

IV. METHODOLOGY
Our approach will be based on blockchain technology (BT)
to store events from SG devices in a decentralized way
employing machine learning [26] and the Markov decision
process in order to reduce energy consumption and for
better load balancing between nodes, ensuring validation and
storage of these events.

A. MACHINE LEARNING
The Machine Learning [21] Fig.2, in our approach, will help
us to develop a Prediction Model (PM) from experimental
Data (Dataset) based on a Supervised Learning techniques
using a Classification Model that allows to identify which
category an object belongs to.

B. BLOCKCHAIN TECHNOLOGY
Blockchain technology [22] is based on a distributed data
storage and processing, which avoids the monopoly of
power by a single authority. This storage and processing

FIGURE 2. Machine learning workflow.

will be carried out by several nodes/computers on the
network. The data will be formatted and stored as a chain
of blocks in a decentralized way, called DLT (Distributed
Ledger Technology). The Blockchain has mechanisms that
will ensure that this data will be unaltered within a
redundant system that is resilient to failures and cyber-
attacks. Blockchain technology could be public or private and
it is based on different types of consensuses for the validation
and insertion of new blocks in the Blockchain, such as [6]
and [12]:

• Proof of Work (PoW): Here the nodes are called miners
and must solve a calculation of a very complicated prob-
lem, the node which finds the solution first broadcasts
it to the other nodes for verification and insertion in
the distributed ledger (DL). The disadvantage of this
consensus is the very high energy consumption. This
consensus is used by the Bitcoin.

• Proof of Stake (PoS): Here the nodes are called
Validators. Block validation is randomly granted to
nodes that have the most and oldest shares.

• Delegated Proof of Stake (DPoS): In this consensus,
the validators will be a subset of the PoS validators for
whom the task of validation will be delegated.

• Leased Proof of Stake (LPoS): Here, nodes lease their
assets to other nodes to increase the probability of being
a validator. Profits will be shared among the members of
each node group.

• Proof of Activity (PoAc): It is a consensus that start by
using PoW and once the miners reap enough rewards the
system switches to PoS using the rewards as stakes.

• Proof of Burn (PoB): Validators will need to regularly
burn some of their own coins to increase their chances
of being selected. This action is done by sending some
coins to public and verifiable addresses. This consensus
is used by the Slimcoin.

• Proof of Authority (PoA): Validators will be pre-selected
and authorized to validate blocks based on their identity.
Etherum is based on this type of consensus.

Other consensus variants exist like: Proof of Inclusion (PoI),
Proof of Elapsed Time (PoET) and Practical Byzantine Fault
Tolerance (PBFT).
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C. MARKOV DECISION PROCESS APPROACH
The MDP (Markov Decision Process) [13] allows the
modelling of a process for decision-making assistance. At a
given time, the process is in a state S. Several actions will
be possible in this state, the decision maker must choose
an action a among them. The process will react by moving
randomly (according to a probability Pa(S, S ′)) to another
state S ′ and will offer a reward ra(S, S ′) to the decision maker.

The goal will be to find the optimized policy for the
decision maker.

D. OUR APPROACH
The advantage of our work is to propose a model based on
PoW consensus enhanced by some adaptations to make it
very energy efficient. In our model, the authority will be
granted to a certain number of validators, which will compete
to validate and store in the Blockchain ledger the received
event to maximize the profit by deciding at each state the
action to be taken (bet or not bet) depending on the conditions
and the context. Our model will have the advantage of not
consuming too much energy and helping validators to make
the right decisions at each time, by using ML and MDP for
better resource optimization and fair benefit sharing.

E. OUR ARCHITECTURE
In this work, we will focus on the equipment installed in
private homes because, in our opinion, they pose the most
security risks due to several reasons, such as willingness to
falsify bills, the types of equipment are not being updated
or are not compliant with the standard, the local area
network (LAN) is not protected, and other such factors.
In our Fig.3 architecture, we consider that the customer
(e.g., a house) has mainly several IoTs and a smart meter
connected to its LAN that uses a home router to communicate
with the electricity provider via the Internet.

FIGURE 3. Proposed architecture to secure smart grids.

The events generated by the IoTs and Smart Meter will
cross the sentinel, which is responsible for centralizing events
and transferring them to the IoTSSP (IoT Security Service
Provider) which will either authorize the processing of the

event or will block it based on a blocklist and the Machine
Learning Algorithms as presented in the flow chart Fig.4.

FIGURE 4. Flow chart – inserting an event.

If the event is legitimate, the IoTSSP broadcasts the event
to all the validators to launch the competition between several
nodes validators (NV) of the network whose objective is to
maximize their profit by winning the reward (Gas) offered
by the equipment which generated the event. The winner will
validate the event and ask the other nodes to store this event
in a decentralized way based on BT.

In order to make the competition between the nodes
significantly less energy-intensive, we will use an improved
version of the PoW consensus that we will call GPoW (Green
Proof ofWork). This consensus will use ML to classify nodes
based on a list of futures and history. A node before deciding
to compete and thus consuming energy, It will estimate its
chances to win using ML, the node will be classified as
potential winner (PW) or potential loser (PL).

We will produce two versions of the GPoW consensus,
GPoW 1.0, where the ML layer is added to the classical PoW
consensus, and GPoW 2.0, which is an improved version of
the GPoW 1.0 because we add the Markov Decision Process.

F. GPoW 1.0: ADDING THE MACHINE LEARNING LAYER
When an event is broadcasted, the nodes receive as informa-
tion: EventSource, Gas and TTL. Where:

• EventSource: The ID of the device that sent the event
• Gas: The gas offered by the device for the validation of
the event

• TTL: The TTL field will have a given value on an
IP packet when the device sends it. This value will
be decremented each time the packet passes through
a router on the Internet network. Once arrived at the
destination, it will allow for estimating the time elapsed
before the packet’s arrival.
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The features that will allow us to apply machine learning
will be the information received and listed above, plus the
following three features:

• TimeFrameImpact: The day will be divided into twelve
time slots of two hours. Initially, the value of the
TimeFrameImpact variable will be fifty for all nodes
and on all slots. After each processing request (Addition
of an event in the Blockchain), the value of the
TimeFrameImpact variable will be re-evaluated for all
nodes on the slot corresponding to the processing time.
We will remove points (one for example) for the losing
nodes, and we will add points (one for example) for the
winning node, with zero as the minimum and a hundred
as the maximum value of the TimeFrameImpact.

• CPU: The available CPU of the node
• Memory: The available memory of the node
• Bandwidth: The available bandwidth of the node

Each validator will have his features (Gas, TTL, Time-
FrameImpact, CPU, Memory, Bandwidth) to be able to apply
the prediction model locally (which will be updated regularly
based on previous results) for a self-classification (PW or PL)
to decide whether to participate or not. This classification
would normally eliminate numerous potential losers, which
would have a very significant impact on reducing energy
consumption.

G. GPoW 2.0: APPLYING THE MARKOV
DECISION PROCESS
In order to make it clear, we will apply our approach on 2 use
cases, in the first one we will consider that all the validators
are identical and in the second one, we will have 2 kinds of
validators.

Model 1: The Blockchain validators are identical
Scenario description:
We assume that we have n validators/players.
• Each player has 2 possible actions:

– 1: to bet
– 2: wait (do not bet)

• The player can switch between 2 states:
– F: Free
– B: Busy

• We will focus on one validator V . Because the scenario
is the same for the other validators.

• We will consider that:
– b: The bet value
– r : The reward value
– p: The probability that a validator V who has bet to

be chosen from among all the validators who have
bet

Based on the probability tree Fig.5, we can deduce the
probability p.
The probability p can be calculated through the for-

mula (1), below:

p =

n∑
m=1

1
m

×
Cm−1
n−1∑n
k=0 C

k
n

(1)

FIGURE 5. Probability tree – the validators are identical.

The competition between validators could be schematized
through the Markov Decision Process (Fig. 6).

FIGURE 6. Markov decision process – the validators are identical.

Our model is based on the formulas 1, 2, 3, 4 and 5.

P(.; .; 1) =

[
1 − p p
1 0

]
(2)

P(.; .; 2) =

[
1 0
1 0

]
(3)

U (.; 1) =

[
0
0

]
(4)

U (.; 2) =

[
−b
n

r − b

]
(5)

where:
• P(.; .; 1) defines the transition matrix to go from a state
to another one if the player decides to bet (1). These
transitions are well schematized in Fig.6.

• P(.; .; 2) defines the transition matrix to go from a state
to another one if the player decides not to bet (2).

• U (.; 1) defines the reward matrix if the player decides to
bet (1) in the different possible states (F and B).
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• U (.; 2) defines the reward matrix if the player decides
not to bet (2) in the different possible states (F and B).

Model 2: two kinds of Blockchain validators
Scenario description:
• We assume that we have n validators/players and that
n = ns + nf

• ns players from n players could bet bs and bf , such as:
bs > bf .

• nf players from the n players could bet only bf , such as:
bs > bf .

• The player who has bet in a state will not be able to bet
in the next state.

• We will focus on the ns validators, because for the nf
validators the decision will be simple for them: They
have to bet bf each time.

• Each player can be Free (F) or Busy (B) or Saturated (S)
– Free: all the resources of the player are available
– Busy: The player bet a part of his resources bf , such

as (bs > bf )
– Saturated: The player bet all his resources bs, such

as (bs > bf )
• A reward will be randomly: rs or rf and we assume that
rf < rs

• The possible states are: (F;rf ); (F;rs); (B;rf ); (B;rs);
(S;rf ); (S;rs)

• p(rf ) is the probability that rf occurs and p(rs) is the
probability that rs occurs.

• We consider that when the reward is rf and a player bet,
the value of his bet will be bf . When the reward is rs and
a player bet, the value of his bet will be bs.

• Actions are: 1: bet; 2: Wait
• For the winner:

– The payoff will be (rf -bf ) or (rs-bs)
– And we assume that (rf -bf ) < (rs-bs)

• pf is the probability for a player who bet bf to be chosen.
And ps is the probability that one of the ns players who
bet bs to be chosen.

• Our objective is to find the best policy for the ns players
to maximize their total payoffs.

Whatever the action chosen in the states (B;rf ), (B;rs), (S;rf )
and (S;rs) the user will return to the starting box either to
(F;rf ) or (F;rs), depending on the probabilities p(rf ) and p(rs).

The competition between validators could be schematized
through the Markov Decision Process (Fig. 7).

FIGURE 7. Markov decision process – 2 categories of validators.

Our model is based on the (6)–(11), as shown at the bottom
of the next page, where:

• P(.; .; 1) defines the transition matrix to go from a state
[(F;rf ); (F;rs); (B;rf ); (B;rs); (S;rf ); (S;rs)] to another
one if the player decides to bet (1).

• P(.; .; 2) defines the transition matrix to go from a state
to another one if the player decides not to bet (2).

• U (.; 1) defines the reward matrix if the player decides to
bet (1) in the different possible states.

• U (.; 2) defines the reward matrix if the player decides
not to bet (2) in the different possible states.

V. RESULTS AND DISCUSSIONS
A. GPoW 1.0: SIMULATION RESULTS:
We apply our approach to 10 nodes, taking into account the
time factor. When starting our simulation, we consider that
the impact of time slots is identical (=50) for the different
nodes. In each loop, we add one point (+1) to the time slot
impact if the node won, and we subtract one point (−1) from
the time slot impact if the node loses. After a while, we found
ourselves with the Table.2 as time slot impacts.

TABLE 2. Slot time impacts on the potential gain or loss of nodes.

Weconsider that we are launching the competition between
these 10 nodes in the different time slots for different Gas
values (integer numbers ranging from 10 to 100). These
nodes will have different performance in terms of memory,
processor and bandwidth. The TTL (Time To Live) will
be influenced by the path traced by the event packet.
This simulation will generate a dataset of more than
10000 lines, with as features: Gas, TTL, TimeFrameImpact,
CPU, Memory, Bandwidth. The label of these features will
be 1 (if the node win) and 0 (if the node lose)

Based on this dataset and applyingML,we can predict for a
given node whether it is a potential winner or a potential loser.
We use theKNeighbors classifier and theGaussianNBmodel,
which have accuracies exceeding 0.93. The competition will
be between the limited number of potential winners.

B. GPoW 2.0: MODEL 1 - SIMULATION RESULTS
Through the application of the Reinforcement Learning
Algorithm, and by varying the values of n (the number of
validators), r (the value of the reward) and b (the value of
the bet), we always find that the optimal policy is:

• If the node is in state F (Free) it is recommended to bet
• If the node is in state B (Busy) it is recommended not
to bet

C. GPoW 2.0: MODEL 2 - SIMULATION RESULTS
We set all the parameters and we vary the value of the higher
bet: bs ∈ [2..10]; n = 7; ns = 3; rf = 3; rs = 10; bf = 2;
p(rf ) = 2/3; p(rs) = 1/3
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The results are visible in the graph below (Fig. 8).
We notice that in this case the rate of the occupancy

of the different states by the validators with the higher
performance remains fixed. This will only impact the payoff
of the validator.

In the second simulation, we set all the parameters and we
vary the number of validators with the higher performance:
ns ∈ [1..10]; n = 10; rf = 4; rs = 10; bf = 2; bs = 6 p(rf ) =

2/3; p(rs) = 1/3
The results are visible in the graph below (Fig. 9).
With the increase in the number of the validators with

higher performance, we notice that the occupancy rate of
stages (S;rf ) and (S;rs ) decreases and that it increases for
stages (F ;rf ) and (F ;rs ). On the other hand the rate of stages
(B;rf ) and (B;rs ) remains stable.
In the third simulation, we set all the parameters and we

vary the Probability that rs (a superior reward) occurs: p(rs) ∈

[0, 1 : 0, 1 : 0, 9]; n = 10; ns = 4; rf = 4; rs = 10; bf = 2;
bs = 6; p(rf ) = 1-p(rs)

TABLE 3. Example of 10 nodes at a given time.

The results are visible in the graph below (Fig. 10).
With the increase of this probability, we notice that the

occupancy rate of stages (S;rs) increases. The aim of these
simulations is to see the effect of the conditions (value of the
bet, number of nodes, frequency of the different rewards) to
increase the chances of the nodes (potential winners selected
in the first round using GPoW 1.0) to be in a saturated
state, i.e. to win the competition to further reduce power
consumption through our GPoW 2.0 consensus proposal.

pf =

n∑
m=1

1
m

×
Cm−1
n−1∑n
k=0 C

k
n

(6)

ps =

ns∑
m=1

1
m

×
Cm−1
ns−1∑ns
k=0 C

k
ns

(7)

P(.; .; 1) =


(1 − pf ) × p(rf ) (1 − pf ) × p(rs) pf × p(rf ) pf × p(rs) 0 0
(1 − ps) × p(rf ) (1 − ps) × p(rs) 0 0 ps × p(rf ) ps × p(rs)

p(rf ) p(rs) 0 0 0 0
p(rf ) p(rs) 0 0 0 0
p(rf ) p(rs) 0 0 0 0
p(rf ) p(rs) 0 0 0 0

 (8)

P(.; .; 2) =


p(rf ) p(rs) 0 0 0 0
p(rf ) p(rs) 0 0 0 0
p(rf ) p(rs) 0 0 0 0
p(rf ) p(rs) 0 0 0 0
p(rf ) p(rs) 0 0 0 0

 (9)

U (.; 1) =


0
0
0
0
0
0

 (10)

U (.; 2) =



−bf
n

−bs
ns

rf − bf
rf − bf
rs − bs
rs − bs


(11)
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FIGURE 8. Model 2 simulation results.

FIGURE 9. Model 2 simulation results.

D. A USE CASE
Let us assume that we have a list of 10 nodes as shown in the
table 3.

In the classical PoW, all these nodes must compete to mine
the event received.

Using our approach, in the first step (GPoW1.0 consensus)
we apply theML (Reinforcement Learning) to find the results
in the table 4.

We can see that the number of competitors is reduced to
4 nodes.

Now let’s use MDP to upgrade to version 2 of our GPoW
consensus.

We assume that: n = 4; ns = 2; p(rs) = 0.3; p(rf ) = 0.7;
rf = 10; rs = 20; bf = 5; bs = 12.

Through the policy iteration of MDP algorithm, we find
that the optimal policy is that the node must always bet when
it’s in the Free states ((F;rf ) or (F;rs)).

FIGURE 10. Model 2 simulation results.

FIGURE 11. Model 2 simulation results.

TABLE 4. Results using GPoW 1.0 consensus.

Using the stationary distribution ofMDP algorithm, we can
see from the Fig. 11 that the occupancy rate of the free states
(the first and second bars) does not exceed 80%, so the node
will not bet in 20% of the cases. Which will again reduce
energy consumption.

VI. CONCLUSION
Opening smart grids to the Internet requires significant
innovation to counter the rapid evolution of attack techniques.
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Our approach reliably stores the events generated by the
various devices in the smart grid. We decentralise the
information by involving the network nodes in the event
validation and storage process using an enhanced version
of the Proof of Work (PoW) consensus, which we call
GPoW 1.0, a proposal that uses machine learning based on
historical transactions to allow nodes to predict their potential
to win or lose, reducing the number of nodes competing
and thus the total amount of energy consumed. Our second
version GPoW 2.0, is an improved version of GPoW 1.0,
because it will apply on the nodes resulting from this first
phase (GPoW 1.0), the algorithms of the MDP to define
the best policy for this reduced number of nodes to keep in
competition only the nodes with maximum of chance to win,
thus making our consensus greener.

As a perspective, we plan to work on the use of events
coming from smart grid network devices and stored in
a reliable and eco-friendly way, using GPoW 2.0 to use
machine learning to detect known and unknown cyber-
attacks.

Combining our approach with prior research work [27],
[28], [29] rooted in BT and ML opens up the possibility
for exploring alternative research avenues, addressing diverse
security aspects of SG, or delving into topics like IoT [30],
[31], [32] and the cognitive radio [38].
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