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ABSTRACT The Internet of Things (IoT) has revolutionized various domains, enabling interconnected
devices to communicate and exchange data. The integration of Artificial Intelligence (AI) in IoT systems
further enhances their capabilities and potential benefits. Unfortunately, in the era of AI, ensuring the
privacy and security of the IoT faces novel and specific challenges. IoT security is imperative, necessitating
comprehensive strategies, including comprehension of IoT security challenges, implementation of AI
methodologies, adoption of resilient security frameworks, and handling of privacy and ethical concerns
to construct dependable and secure IoT systems. It is vital to note that the term ‘security’ encompasses
a more comprehensive view than cyberattacks alone. Therefore, with an emphasis on securing against
cyberattacks, this comprehensive survey also includes physical security threats on the IoT. It investigates the
complexities and solutions for IoT systems, placing particular emphasis onAI-based security techniques. The
paper undertakes a categorization of the challenges associated with ensuring IoT security, investigates the
utilization of AI in IoT security, presents security frameworks and strategies, underscores privacy and ethical
considerations, and provides insights derived from practical case studies. Furthermore, the survey sheds light
on emerging trends concerning IoT security in the AI era. This survey provides significant contributions to
the understanding of establishing dependable and secure IoT systems through an exhaustive examination of
the present condition of IoT security and the ramifications of AI on it.

INDEX TERMS Artificial intelligence, cyberattack, Internet of Things, privacy, security.

I. INTRODUCTION
The Internet of Things (IoT) has witnessed exponential
growth in recent years, transforming various sectors such
as healthcare, transportation, manufacturing, and smart
cities [1]. It refers to a network of interconnected devices that
collect, exchange, and analyze data to facilitate automation,
improve efficiency, and enhance decision-making processes.
However, the rapid proliferation of IoT devices has also
exposed significant security vulnerabilities, making IoT sys-
tems attractive targets for cybercriminals [2]. The integration
of Artificial Intelligence (AI) techniques in IoT systems
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has emerged as a promising approach to address these
security challenges and safeguard the IoT ecosystem. The
integration of AI and IoT brings together two transformative
technologies that complement each other’s capabilities [3],
[4]. AI techniques, such as Machine Learning (ML), Deep
Learning (DL), and Natural Language Processing (NLP),
enable IoT systems to analyze vast amounts of data, derive
insights, and make intelligent decisions. These techniques
empower IoT systems to adapt to dynamic environments,
detect anomalies, and automate security operations against
cyberattacks. By leveraging AI, IoT systems can enhance
cyberattacks detection, secure communication, and protect
data privacy, ultimately creating a more robust and resilient
IoT ecosystem [5]. The numerical values depicted on the
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FIGURE 1. Trends in AI-based IoT Research.

chart (in Fig. 1) represent the degree of search interest relative
to the peak point attained within a timeframe of the last five
years from 2018 to the present. A value of 100 indicates
the maximum level of popularity. However, a zero value
indicates that an inadequate amount of data is accessible for
that particular phrase.

Many industries have gained substantially from the
increased automation, efficiency, network optimization,
resource allocation, and decision-making capabilities due to
the wide adoption of AI in IoT. For instance, AI has a par-
ticularly large influence on optimizing throughput in mobile
wireless-powered IoT networks. It has played a crucial role
in solving difficult problems with energy management and
network efficiency. There is potential for significant improve-
ments in network performance via AI-driven algorithms
for throughput maximization, controlling data transfer, and
improving energy utilization [6]. In addition, the throughput
maximization in wireless-powered communication networks
demonstrates how AI may improve the operational efficiency
of IoT systems by tackling complex optimization challenges
like the double near-far effect [7]. However, securing IoT in
the AI era presents unique challenges that must be addressed.
The diverse and distributed nature of IoT deployments,
coupled with resource-constrained devices like wireless-
powered networks, introduces complexities in implementing
effective security measures [8].

Moreover, AI techniques themselves can be vulnerable to
adversarial attacks, raising concerns about the reliability and
integrity of AI-enabled security solutions. Therefore, it is
crucial to comprehensively explore the intersection of IoT
andAI security, identify the challenges and opportunities, and
develop strategies to ensure the security and trustworthiness
of IoT systems. This survey aims to provide a systematic
analysis of the security landscape in the context of IoT
systems empowered by AI techniques. It categorizes IoT
security challenges into device-level, network-level, data-
level, and privacy-related challenges. These challenges
encompass aspects such as physical security [9], firmware
vulnerabilities [10], secure communication protocols [11],
and privacy protection [12]. Understanding these challenges
is the foundation for developing effective security solutions
that mitigate risks and protect IoT deployments.

AI techniques play a pivotal role in enhancing IoT security.
Therefore, it is inevitable to explore the application of
AI in addressing IoT security [13], [14], [15] challenges.
This paper categorizes AI techniques into cyberattacks and
threat detection and prevention, secure communication and
authentication, and predictive security analytics. These tech-
niques encompass anomaly detection, behavioral analysis,
cryptographic mechanisms, authentication algorithms, and
predictive maintenance models. Exploring these AI tech-
niques helps understand their potential to fortify the security
posture of IoT systems. Building on the understanding
of IoT security challenges and AI techniques, this survey
examines security frameworks and approaches tailored for
IoT environments. It explores defense-in-depth architec-
tures, secure software development practices, and secure
data management strategies. These frameworks encompass
layered security mechanisms, secure coding practices, secure
firmware updates, data classification, access control, and
secure data storage and processing. By adopting these frame-
works, organizations can establish a holistic and resilient
security infrastructure for their IoT deployments.

Privacy and ethical considerations are vital components of
IoT security. Thus, this paper discusses privacy challenges
associated with IoT data collection and processing, consent
management, and privacy-preserving techniques. Addition-
ally, it addresses the ethical use of AI in IoT security,
including transparency, fairness, and accountability. Integra-
tion of privacy and ethical considerations into IoT systems
can foster user trust and ensure responsible deployment
of AI-enabled IoT security solutions. To provide practical
insights, we present real-world case studies and use cases
that highlight the application of AI in securing IoT systems.
These case studies span diverse domains, such as healthcare,
smart homes, and industrial IoT. These examples provide a
deeper understanding of the real-world impact of AI-enabled
security solutions and their effectiveness in mitigating IoT
security risks. Finally, it identifies future research directions
and emerging trends in securing IoT in the AI era. It also
discusses advancements in AI for IoT security, including
federated learning, edge AI, and self-defending IoT systems.
Additionally, it highlights standardization and regulatory
efforts aimed at establishing industry standards, legal frame-
works, and interoperability for secure IoT deployments.

II. CONTRIBUTIONS OF THE SURVEY
This survey is a valuable resource for researchers, practition-
ers, and decision-makers in the field of AI and IoT security,
guiding future research and fostering innovation in securing
the interconnected IoT world. This exhaustive survey makes
a number of significant contributions to the field:

• It classifies and analyzes the most significant security
challenges encountered by IoT systems, such as device-
level vulnerabilities, network security threats, data
security concerns, and concerns regarding privacy.
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• It discusses AI techniques that can improve the security
of IoT systems, such as cyberattacks and threat detection
and prevention algorithms, secure communication and
authentication mechanisms, and predictive security
analytics.

• It details various security frameworks and approaches
that are tailored for IoT environments, including
defense-in-depth architectures, secure software develop-
ment practices, and secure data management strategies,
especially, against cyberattacks.

• It addresses the privacy challenges associated with IoT
data collection and processing, as well as the ethical use
of AI in IoT security.

• It presents real-world case studies and use cases that
demonstrate the application of AI in securing IoT
systems across diverse domains, including healthcare,
smart homes, and industrial IoT.

• It identifies future and emerging trends in securing
IoT in the era of AI, such as federated learning,
edge AI, and self-defending IoT systems. Additionally,
it discusses standardization and regulatory efforts aimed
at establishing industry standards and legal frameworks
for secure IoT deployments.

A. MAIN CONTENTS OF THE PAPER
This paper proposes a taxonomy of this survey and a
comparison with related surveys in Sections II-B and II-C.
The significance of this survey is provided in Section III.
Section IV discusses the security challenges of IoT. Section V
highlights the AI techniques used for IoT security. IoT secu-
rity frameworks and approaches are provided in Section VI.
Privacy and ethical considerations in IoT are discussed in
Section VII. Section VIII presents real-world case studies
and use cases. In Section IX, future directions and research
challenges are delineated, and the conclusion is drawn in
Section X.

B. THE PROPOSED TAXONOMY OF THE SURVEY
The taxonomy shown in Fig. 2 derived from the sections on
‘‘Case Studies and Use Cases’’ categorizes AI applications
in securing IoT systems into two main branches: ‘‘Industry-
specific use cases’’ and ‘‘Real-world deployment scenarios.’’
Under ‘‘Industry-specific use cases,’’ it explores how AI
enhances security in healthcare IoT, smart home systems,
and industrial IoT. Meanwhile, the ‘‘Real-world deployment
scenarios’’ branch showcases AI’s practicality in securing
smart cities, connected vehicles, and agricultural IoT. This
taxonomy helps organizations understand diverse applica-
tions of AI in IoT security, from protecting patient data to
securing smart city infrastructure, providing a comprehensive
framework for exploring tailored security solutions across
various domains.

C. RELATED SURVEYS
The comparative analysis between this survey and state-
of-the-art surveys is presented in Table 1. It quantified

TABLE 1. Comparison of state-of-the-art cybersecurity approaches.
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FIGURE 2. The Proposed Taxonomy of IoT system with AI.

each surveyed reference according to the key aspects of
IoT cybersecurity. The results highlight the comprehensive
nature of this survey, achieving a perfect 100% coverage
across all aspects, indicating a thorough exploration of IoT
cybersecurity topics. In contrast, the state-of-the-art surveys
exhibit varying levels of coverage, ranging from 25% to
62.5%. While some references excel in specific areas, such
as secure communication or specific security challenges,
our survey stands out as the most comprehensive resource,
reflecting a well-rounded approach that encompasses a wide
spectrum of aspects. It offers readers a holistic understanding
of IoT cybersecurity and the role of AI.

III. SIGNIFICANCE OF THE SURVEY
This survey on securing IoT in the era of AI is of
significant importance due to the rapid growth and adoption
of IoT devices in various domains. As AI continues to
play a crucial role in enhancing IoT capabilities, it is
essential to understand the security challenges and potential
solutions. By providing a comprehensive analysis of IoT
security challenges, AI techniques, security frameworks,
privacy considerations, and real-world case studies, this
survey contributes to the body of knowledge in secur-
ing IoT systems and guides future research and industry
practices.

25472 VOLUME 12, 2024



M. Humayun et al.: Securing the IoT in AI Era: A Comprehensive Survey

FIGURE 3. Trends in IoT Security and AI Research.

FIGURE 4. Publisher Distribution of Appearances in IoT Security and AI
Research.

A. DATA ANALYSIS AND KEY METRICS
This section delves into the statistical analysis of our research
findings, identifying significant metrics and insights gained
from our dataset. The number of references in Fig. 3
indicates that research in the fields of IoT security and AI
has grown significantly in recent years. The chart depicts
the growing interest and focus on IoT security and AI
integration, demonstrating the dynamic landscape of research
and development in this subject.

As part of our comprehensive analysis, we also looked at
the distribution of research publications in the field of IoT
security andAI across different publishers. Fig. 4 summarizes
the publisher distribution and proportion of appearances in
our research collection. This distribution emphasizes sub-
stantial contributions from IEEE, MDPI, Springer, Elsevier,
Wiley Online Library,and other publishers, demonstrating the
diversity of research sources in this sector.

Table 2 gives a complete keyword analysis of the IoT
security and AI research landscape, identifying the most
prominent terms and their patterns. It depicts the incidence,
frequency, and trend of significant phrases in the study
literature. As demonstrated, terms such as ‘Internet of
Things,’ ’Security,’ ‘Blockchain,’ and ‘Artificial Intelligence’
are among the most often mentioned keywords, with clear
increase trends over time. This co-occurrence analysis

illuminates the interconnection of these terms, emphasizing
their significance and impact in the area.

B. TOP 10 MUST-READ PAPERS
Some academic publications havemade notable contributions
and provided valuable insights into the ever-changing area
of IoT security. In the context of Generative AI (GenAI)
and AI, the following table lists the top ten publications
that have significantly influenced the discussion around the
security of the IoT. Our selection process for these articles
was focused on their originality, influence, and capacity to
provide light on the state of the art and potential future
developments in IoT security. They consist of significant
investigations that conform to the most recent IEEE and other
industry standards. These surveys provide the groundwork
and research at the cutting edge of GenAI’s application to
cybersecurity. Each work addresses the complicated issues
of protecting IoT systems and provides distinct viewpoints
and answers. Therefore, they serve as essential resources for
scholars and professionals working in this field and are pretty
instructive. A summary of these 10 papers is provided in
Table 3.

IV. IoT SECURITY CHALLENGES
Securing IoT systems poses unique challenges that need
to be addressed to ensure the integrity, confidentiality, and
availability of IoT services [32], [33]. This survey paper
categorizes these challenges into several dimensions:

A. DEVICE-LEVEL SECURITY CHALLENGES
Device-level security challenges encompass a range of
vulnerabilities and risks associated with individual IoT
devices. These challenges must be addressed to ensure the
overall security and integrity [34] of the IoT system. Key
considerations in device-level security include:

• Physical security of IoT devices: Protecting IoT devices
from physical tampering, theft, and unauthorized access
is paramount. Physical security measures may include
secure enclosures, tamper-evident seals, or physical
locks to prevent unauthorized physical access to devices.
By safeguarding the physical integrity of devices, the
system can maintain the confidentiality and availability
of data and prevent malicious manipulation or extraction
of sensitive information [35], [36].

• Firmware and software vulnerabilities: IoT devices often
rely on firmware and software to function properly and
execute their intended tasks. However, these software
components can contain vulnerabilities that malicious
actors may exploit. Identifying and mitigating firmware
and software vulnerabilities through regular security
assessments, code reviews, and patch management
processes is crucial [37]. Promptly applying security
patches and updates released by device manufacturers
can help address known vulnerabilities and ensure that
devices are protected against potential attacks.
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TABLE 2. Keyword analysis and trends.

• Authentication and access control mechanisms: Robust
authentication and access control mechanisms are essen-
tial to prevent unauthorized access to IoT devices [38].
It is crucial to implement strong authentication proto-
cols, such as two-Factor Authentication (2FA) [39] or
biometric authentication [40], to ensure that only autho-
rized entities can access and interact with the devices.
Access control mechanisms [41], such as Role-Based
Access Control (RBAC) [42], or Attribute-Based Access
Control (ABAC) [43], can be implemented to regulate
the level of access granted to different users or entities
based on their roles or attributes. These mechanisms
help prevent unauthorized configuration changes, data
breaches, or unauthorized device control by malicious
actors.

By addressing these device-level security challenges, organi-
zations can significantly enhance the security of IoT devices,
reducing the risk of unauthorized access, data breaches,
cyberattacks, and physical tampering. Implementing physical
security measures, ensuring the integrity of firmware and
software, and deploying robust authentication and access
control mechanisms form the foundation for securing IoT
devices in the AI era.

B. NETWORK SECURITY CHALLENGES
Network security challenges in the context of IoT deploy-
ments revolve around ensuring a secure and reliable commu-
nication infrastructure that connects IoT devices and enables
data exchange. These challenges need to be addressed to
protect against unauthorized data access, data tempering, and
maintaining the privacy and integrity of transmitted data. Key
considerations for network security in IoT include:

• Secure communication protocols for IoT devices:
Implementing secure communication protocols, such
as Transport Layer Security (TLS) [44] or Datagram
Transport Layer Security (DTLS) [23], is crucial to
ensure the confidentiality, integrity, and authenticity
of data transmitted between IoT devices and backend
systems. These protocols employ encryption and digital
certificates to establish secure communication chan-
nels, preventing unauthorized eavesdropping, tamper-
ing, or impersonation.

• Vulnerabilities in the network infrastructure: The
network infrastructure supporting IoT deployments,

TABLE 3. Top 10 must-read papers in IoT security.

including routers, gateways, and access points, can
be vulnerable to various cyberattacks [24]. Identifying
and addressing vulnerabilities in the network infras-
tructure is essential to prevent unauthorized access and
data breaches. Regular security assessments, firmware
updates, and applying best practices for securing net-
work devices help protect against known vulnerabilities
and ensure a resilient network infrastructure.

• Protection against Denial of Service (DoS) attacks:
DoS attacks can disrupt IoT services by overwhelming
network resources and rendering them unavailable to
legitimate users [45]. Implementing mechanisms to
detect and mitigate DoS attacks is crucial to ensure
the availability and reliability of IoT services. These
mechanisms may include network traffic monitoring,
anomaly detection algorithms, rate limiting, or traffic
filtering to identify and mitigate malicious traffic or
excessive resource consumption.

Addressing these network security challenges is vital to estab-
lishing a robust and secure communication infrastructure for
IoT deployments. By implementing secure communication
protocols, ensuring the integrity of network infrastructure,
and protecting against DoS attacks, organizations can miti-
gate risks associated with unauthorized access, data breaches,
and service disruptions. Securing the network infrastructure
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enhances the overall security posture of IoT systems and
safeguards the privacy and integrity of transmitted data.

C. DATA SECURITY CHALLENGES
Data security challenges in IoT systems revolve around
ensuring the confidentiality, integrity, and privacy of IoT
data. Given the sensitive nature of the data collected and
transmitted by IoT devices, robust data security measures are
essential. Key considerations for data security in IoT include:

• Data confidentiality and encryption techniques: IoT
data often contain sensitive information that needs
to be protected from unauthorized access. Employing
encryption techniques, such as Advanced Encryption
Standard (AES) [46] or Elliptic Curve Cryptography
(ECC) [47], ensures that IoT data remains confidential
and unreadable by unauthorized entities. Encryption
techniques convert the data into an encrypted format that
can only be deciphered with the appropriate decryption
key, mitigating the risk of data exposure.

• Data integrity and prevention of tampering: Ensuring
the integrity of IoT data is crucial to maintaining its
accuracy and trustworthiness. Implementing techniques
such as digital signatures [48] or hash functions [49]
helps verify the integrity of IoT data and detect any
unauthorized modifications. Digital signatures provide
a way to validate the authenticity and integrity of data
by using cryptographic techniques to bind the data to
the identity of the sender, ensuring that it has not been
tampered with during transmission or storage.

• Secure storage and transmission of IoT data: Protecting
the storage and transmission of IoT data is vital to
prevent unauthorized access or interception. Utilizing
secure storage mechanisms, such as encrypted databases
or Hardware Security Modules (HSMs), ensures that
IoT data remains protected at rest. Encrypted com-
munication channels, such as secure protocols (e.g.,
HTTPS or MQTT with TLS) [44], [50], establish
secure end-to-end communication between IoT devices
and backend systems, preventing unauthorized entities
from eavesdropping or tampering with the data during
transmission.

By addressing these data security challenges, organizations
can maintain the confidentiality, integrity, and privacy of
IoT data. Implementing encryption techniques, ensuring data
integrity through digital signatures or hash functions, and
securing data storage and transmission mechanisms provide
a robust foundation for protecting sensitive IoT data. These
measures mitigate the risk of unauthorized access, data
breaches, tampering, and interception, ensuring that IoT data
remains secure throughout its life cycle.

D. PRIVACY CHALLENGES
Privacy challenges in IoT systems revolve around addressing
concerns related to data collection, processing, and user
consent. Protecting user privacy is crucial to ensure trust,

compliance with regulations, and respect for individual
preferences. Key considerations for privacy in IoT include:

• Protection of user privacy in IoT data collection
and processing: IoT systems collect vast amounts of
data, including personal and sensitive information.
Protecting user privacy while enabling valuable data
analysis is essential. Implementing privacy-enhancing
technologies, such as differential privacy [51] or data
anonymization techniques [52], helps protect user
privacy by minimizing the risk of reidentification and
unauthorized tracking. These techniques introduce noise
or anonymize data to provide aggregate insights without
compromising individual privacy.

• Consent management and data ownership: Obtaining
user consent and clarifying data ownership rights are
crucial aspects of privacy in IoT systems. Establishing
transparent mechanisms for obtaining informed and
granular consent ensures that users have control over
the collection, use, and sharing of their data. Clearly
defining data ownership rights and responsibilities
between IoT device manufacturers, service providers,
and end-users helps establish accountability and ensures
compliance with privacy regulations.

• Adoption of privacy-preserving techniques in IoT sys-
tems: Privacy-preserving techniques play a vital role in
IoT systems by enabling data analysis while preserving
the privacy of sensitive information. Techniques such as
secure multiparty computation [53] or federated learn-
ing [54] allow data analysis to be performed without
exposing raw data to third parties. By distributing the
computation or learning process across multiple devices
or parties, privacy-preserving techniques safeguard the
confidentiality of data while still enabling collaborative
analysis or machine learning models.

Table 4 shows a comprehensive summary of the key
security and privacy challenges faced in the realm of
IoT systems. It is organized into four distinct categories,
beginning with ‘‘Device-level Security Challenges,’’ which
encompasses measures to secure individual IoT devices,
addressing physical security, firmware/software vulnerabil-
ities, and authentication methods. The ‘‘Network Security
Challenges’’ section delves into issues regarding secure
communication protocols, network infrastructure vulnerabil-
ities, and protection against DoS attacks. ‘‘Data Security
Challenges’’ focuses on safeguarding the confidentiality,
integrity, and privacy of IoT data, covering encryption, data
integrity, and secure data storage/transmission. Lastly, the
‘‘Privacy Challenges’’ segment explores concerns surround-
ing data collection, processing, and user consent, highlighting
privacy-enhancing techniques, consent management, and
privacy-preserving methods.

The table also includes an ‘‘Additional Features’’ section,
emphasizing extra considerations such as security auditing,
incident response planning, user education, and compli-
ance with privacy regulations, all aimed at enhancing the
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TABLE 4. IoT security and privacy challenges.

security and privacy of IoT systems. This comprehensive
table serves as a valuable reference for understanding and
mitigating the multifaceted challenges within IoT security
and privacy. Addressing these privacy challenges is crucial
for building trust, respecting user preferences, and ensuring
compliance with privacy regulations in IoT systems. Imple-
menting privacy-enhancing technologies, establishing trans-
parent consent mechanisms, and adopting privacy-preserving
techniques empower individuals to have control over their
data while still benefiting from the insights and functionality
offered by IoT deployments. By prioritizing privacy, organi-
zations can enhance user trust and ensure the responsible and
ethical use of IoT data.

V. AI TECHNIQUES FOR IoT SECURITY
AI techniques have the potential to significantly enhance the
security of IoT systems [13], [15]. Leveraging AI algorithms
and models can enable intelligent threat detection, robust
authentication mechanisms, and proactive security analytics.
We classify these techniques into the following categories:

A. THREAT DETECTION AND PREVENTION
AI techniques play a crucial role in detecting and preventing
threats in IoT systems by identifying anomalous patterns

and behaviors that may indicate potential security breaches.
These techniques leverage machine learning algorithms and
data analysis to enhance the security posture of IoT deploy-
ments. Key techniques for threat detection and prevention in
IoT systems include:

• Intrusion detection systems (IDS) using AI algorithms:
IDS powered by AI algorithms, such as anomaly detec-
tion [56] or behavior-based models [25], can identify
potential security breaches and mitigate cyberattacks.
These IDS systems continuously monitor network traf-
fic, device activities, and system logs to detect deviations
from normal behavior [57]. By learning from historical
data and real-time observations, AI algorithms can
identify patterns associated with known cyberattacks or
detect abnormal activities that may indicate new and
emerging threats.

• Machine learning-based anomaly detection in IoT data
streams: AI algorithms can analyze real-time data
streams generated by IoT devices to detect abnormal
patterns, signaling potential security threats or unau-
thorized activities. By training on historical data and
establishing a baseline of normal behavior, machine
learning models can identify deviations and raise alerts
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when anomalous activities occur. It enables proactive
identification of potential cyberattacks, enabling timely
response and mitigation measures to prevent security
breaches [58].

• Behavioral analysis for identifying abnormal patterns in
IoT device behavior: AI techniques can be employed to
build models of normal behavior for IoT devices [59].
These models capture the typical usage patterns, com-
munication patterns, and device interactions within an
IoT system. By comparing the observed behavior of
devices against these models, AI algorithms can identify
deviations and flag suspicious activities. Behavioral
analysis enables the detection of subtle anomalies that
may not be captured by traditional rule-based systems,
enhancing the overall threat detection capabilities of IoT
security solutions.

• Modern AI Tools for IoT Security: Modern AI tech-
niques, including DL, Stochastic and bayesian learning,
transformers, and GenAI [31], are essential in enhancing
IoT security against advanced cyber threats in the
fast-changing IoT systems. DL is ideal for intrusion pro-
tection and anomaly detection because of its processing
power and ability to recognize complicated patterns in
big datasets. For example, network security systems use
DL algorithms to spot suspicious patterns that might be
signs of an attack. Similarly, stochastic and bayesian
learning play a crucial role in situations requiring
decision-making in the face of uncertainty. Adapting
security mechanisms based on probabilistic reasoning,
these technologies provide resilience against emerging
threats in the dynamic environment of IoT. However,
IoT Cybersecurity is making more use of transformers,
which are well-known for their efficiency in processing
sequential data. With their help, we can proactively
protect ourselves against security breaches by analyzing
time-series data from IoT devices. Likewise, there are
significant consequences for cybersecurity in the IoT
fromGenAI like ChatGPT. It helps create securitymodel
training data, sophisticated protection techniques, and
simulating cyber attacks. This technology is quickly
becoming a crucial component of advanced cybersecu-
rity systems that are proactive.

By utilizing AI techniques for threat detection and preven-
tion in IoT systems, organizations can proactively identify
and respond to potential security threats. IDS powered by AI
algorithms, machine learning-based anomaly detection, and
behavioral analysis techniques provide advanced capabilities
to detect emerging threats, mitigate cyberattacks, and safe-
guard IoT deployments. These techniques enhance the overall
security posture of IoT systems by enabling timely detection,
response, and prevention of security breaches.

B. SECURE COMMUNICATION AND AUTHENTICATION
AI techniques play a vital role in enhancing the security
of communication and authentication mechanisms in IoT

systems. By leveraging intelligent algorithms and models,
these techniques enhance the confidentiality, integrity, and
authenticity of data transmission and strengthen the authen-
tication process. Key techniques for secure communication
and authentication in IoT systems include:

• AI-driven cryptographic techniques for secure data
transmission: AI algorithms can improve cryptographic
protocols [60] and key management schemes [61] to
ensure secure and robust communication between IoT
devices. These algorithms can optimize encryption
algorithms, establish secure key exchange mecha-
nisms, and enhance the overall security of data
transmission in IoT systems. By leveraging AI
techniques, organizations can address the chal-
lenges associated with secure and efficient cryp-
tographic operations in resource-constrained IoT
devices.

• AI-powered authentication mechanisms, such as bio-
metrics or behavior-based authentication: AI techniques
can enhance authentication mechanisms in IoT sys-
tems, moving beyond traditional username-password
schemes. For instance, biometric identification algo-
rithms can utilize facial recognition [62], voice recog-
nition [63], palm print recognition [64], or fingerprint
scanning [65] to ensure secure and convenient authenti-
cation for IoT devices. AI algorithms can also analyze
user behavior patterns for continuous authentication,
enabling a dynamic and adaptive authentication process.
By incorporating AI into authentication mechanisms,
organizations can enhance the security and user expe-
rience of IoT systems.

• Trust establishment and management using AI algo-
rithms: AI algorithms can be utilized to establish trust
relationships between IoT devices and manage trust
in dynamic and evolving IoT environments. These
algorithms can assess the reputation, behavior, and
context of IoT devices to determine the level of
trustworthiness. By continuously evaluating trust [66],
AI algorithms can dynamically adjust access privileges
and permissions, enabling secure and granular control
over device interactions. It enhances the security and
integrity of IoT systems by preventing unauthorized
access and malicious activities.

By leveraging AI techniques for secure communi-
cation and authentication, organizations can strengthen
the security posture of IoT systems. AI-driven crypto-
graphic techniques enhance data transmission security, AI-
powered authentication mechanisms provide robust and
user-friendly authentication processes, and AI-based trust
establishment and management enable dynamic and adap-
tive control over device interactions. These techniques
enhance the overall security and trustworthiness of IoT
systems, ensuring the confidentiality, integrity, and authen-
ticity of data and interactions in the interconnected IoT
ecosystem.
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C. PREDICTIVE SECURITY ANALYTICS
AI techniques leverage the power of data analysis to
provide predictive security analytics for IoT systems [67].
By analyzing large amounts of data, these techniques can
enable organizations to proactively identify and mitigate
security risks, assess potential vulnerabilities, and prevent
security incidents. Key techniques for predictive security
analytics in IoT systems include:

• AI for predictive maintenance and risk assessment in
IoT deployments: AI models can analyze sensor data
collected from IoT devices to predict maintenance
needs and assess potential risks. By identifying patterns
and anomalies in sensor readings, AI algorithms can
predict when a device is likely to fail or require
maintenance [68]. It enables organizations to proactively
address maintenance needs, reducing the risk of system
failures or security breaches. Additionally, AI models
can assess potential risks [69] in IoT deployments by
analyzing historical data and environmental factors,
helping organizations prioritize security measures and
allocate resources effectively.

• Proactive threat intelligence and analysis using AI algo-
rithms: AI techniques can analyze diverse data sources,
including security logs, threat intelligence feeds, and
network traffic data, to identify potential threats and
vulnerabilities. By leveraging machine learning algo-
rithms, AI models can detect patterns and indicators of
compromise that may signal an imminent security threat.
It enables organizations to respond to emerging threats
proactively, update security measures, and strengthen
their defense against potential cyberattacks. AI-powered
threat intelligence and analysis provide valuable insights
and enable organizations to stay one step ahead of
cyberattacks [70].

• Forecasting and prevention of security incidents using
AI models: AI models can analyze historical data
to identify patterns that precede security incidents.
By learning from past incidents and associated data,
AI algorithms can identify indicators that indicate a
potential security breach or attack. It enables organiza-
tions to take proactive measures to prevent future inci-
dents, such as implementing security patches, updating
configurations, or strengthening access controls [71].
By forecasting and preventing security incidents, orga-
nizations can minimize the impact of cyberattacks and
ensure the ongoing security of their IoT systems.

Table 5 provides a comprehensive overview of how AI
techniques can significantly bolster the security of IoT
systems. It categorizes these techniques into three key areas:
‘‘Threat Detection and Prevention,’’ ‘‘Secure Communication
and Authentication,’’ and ‘‘Predictive Security Analytics.’’
In the first category, AI is harnessed for identifying and
thwarting cyberattacks by utilizing techniques such as IDS,
machine learning-based anomaly detection, and behavioral
analysis. The second category highlights AI’s role in enhanc-

ing communication security and authentication mechanisms
through cryptographic techniques, biometrics, and dynamic
trust management. Finally, the third category discusses
how AI empowers IoT systems with predictive security
analytics, enabling predictive maintenance, proactive threat
intelligence, and forecasting of security incidents. Addition-
ally, the table includes an ‘‘Additional Features’’ section,
emphasizing the importance of security auditing, incident
response planning, user education, and legal and regulatory
compliance [55]. These AI-driven measures and solutions
collectively fortify IoT security, mitigating vulnerabilities
and ensuring the integrity of connected systems.

By utilizing AI techniques for predictive security analytics,
organizations can proactively identify and address security
risks, anticipate maintenance needs, and prevent security
incidents. Predictive maintenance and risk assessment using
AI, proactive threat intelligence and analysis, and forecasting
and prevention of security incidents enable organizations to
strengthen the security posture of their IoT systems. By lever-
aging the power of data and AI algorithms, organizations can
make informed decisions, allocate resources effectively, and
take proactive measures to ensure the security and resilience
of their IoT deployments.

VI. SECURITY FRAMEWORKS AND APPROACHES
Securing IoT systems requires comprehensive frameworks
and approaches. We categorize these frameworks based on
their core principles and implementation strategies:

A. DEFENSE-IN-DEPTH ARCHITECTURES
Defense-in-depth architectures aim to provide layered secu-
rity mechanisms for IoT systems, ensuring robust protection
against various attack vectors. These architectures involve
implementing multiple layers of security, considering the
entire IoT ecosystem, and incorporating secure hardware
design and implementation strategies. Key aspects of
defense-in-depth architectures for IoT security include:

• Layered security mechanisms for protecting IoT devices
and networks: Defense-in-depth architectures employ
multiple layers of security to protect IoT devices and
networks. It includes implementing physical security
measures, such as secure enclosures and tamper-evident
seals, to prevent unauthorized access to IoT devices.
Network segmentation techniques, such as Virtual Local
Area Networks (VLANs) or firewalls [72], can be
deployed to isolate IoT devices and prevent lateralmove-
ment within the network. Access control mechanisms,
such as strong authentication and authorization proto-
cols, ensure that only authorized entities can interact
with IoT devices and systems. By layering these security
mechanisms, organizations create multiple barriers for
attackers, increasing the overall security resilience of
their IoT deployments.

• Security frameworks designed for end-to-end security
in IoT systems: Defense-in-depth architectures consider
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TABLE 5. AI techniques for IoT security.

the entire IoT ecosystem, encompassing devices, net-
works, and backend systems. This approach ensures
a holistic and comprehensive approach to security.
Security frameworks designed for end-to-end security
in IoT systems define security policies, protocols, and
best practices to be followed throughout the life cycle of
IoT deployments. These frameworks address security at
different levels, including device security [73], network
security [74], data security [75], and access control [76].
By adopting such frameworks, organizations can ensure
that security measures are consistently applied across
the entire IoT ecosystem, minimizing vulnerabilities and
potential attack surfaces.

• Secure hardware design and implementation strate-
gies: Defense-in-depth architectures also incorporate
secure hardware design and implementation strate-
gies. It involves incorporating security features into
the design of IoT device hardware, such as tamper-
resistant chips [77], secure elements, or secure boot
mechanisms [78]. Secure hardware design aims to
protect the integrity of the device, prevent unauthorized
access or tampering, and ensure that only trusted
firmware and software can be loaded onto the device.
By incorporating security into the hardware design
and implementing secure manufacturing and supply
chain practices, organizations can establish a strong
foundation for IoT device security.

By adopting defense-in-depth architectures, organizations
can significantly enhance the security of their IoT systems.

Layered security mechanisms protect IoT devices and
networks from various attack vectors. Security frameworks
ensure end-to-end security across the IoT ecosystem,
and secure hardware design and implementation strategies
provide a robust foundation for device security. These
approaches minimize vulnerabilities, reduce the impact of
potential cyberattacks, and strengthen the overall security
resilience of IoT deployments.

B. SECURE SOFTWARE DEVELOPMENT
Secure software development practices are crucial for build-
ing resilient IoT systems that are resistant to cyberattacks.
By following secure coding practices, implementing secure
update mechanisms, and conducting thorough security test-
ing, organizations can minimize vulnerabilities and enhance
the overall security of IoT software. Key considerations for
secure software development in IoT systems include:

• Secure coding practices for IoT devices and appli-
cations: Following secure coding guidelines and best
practices is essential to minimize the introduction
of vulnerabilities during the development process.
It includes practices such as input validation [79], output
encoding [80], and proper handling of user input to
prevent common attack vectors such as injection attacks
or cross-site scripting [81]. By incorporating secure
coding practices into the development life cycle of IoT
devices and applications, organizations can reduce the
risk of security vulnerabilities and improve the overall
resilience of their software.
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• Secure firmware and software update mechanisms:
Implementing secure over-the-air (OTA) update mech-
anisms is crucial to ensure that IoT devices can
receive and install security patches and updates securely.
It involves implementing cryptographic protocols to
secure the update process, verifying the integrity
and authenticity of updates, and securely distribut-
ing updates to IoT devices. Secure update mech-
anisms enable organizations to address newly dis-
covered vulnerabilities and mitigate potential risks
without requiring physical access to devices, enhanc-
ing the overall security and maintainability of IoT
deployments [26], [82].

• Security testing and vulnerability assessment techniques
for IoT systems: Conducting thorough security testing
is essential to identify and address vulnerabilities in
IoT software components. It includes techniques such
as penetration testing, code audits, and vulnerability
scanning [83] to identify weaknesses and potential entry
points for attackers. Security testing helps organiza-
tions identify vulnerabilities before deployment and
validate the effectiveness of security measures [84].
By incorporating security testing as an integral part
of the software development process, organizations
can proactively identify and remediate security issues,
reducing the likelihood of successful cyberattacks.

By embracing secure software development practices,
organizations can significantly enhance the security of their
IoT systems. Secure coding practices reduce the risk of
introducing vulnerabilities, secure updatemechanisms enable
timely patching of security flaws, and security testing
ensures the identification and remediation of vulnerabilities.
Collectively, these practices contribute to building resilient
and secure IoT software, reducing the attack surface and
enhancing the overall security posture of IoT deployments.

C. SECURE DATA MANAGEMENT
Effective data management is crucial for maintaining the
security and privacy of IoT data. Secure data manage-
ment practices encompass data classification, access control
mechanisms, secure data storage, secure data processing
techniques, and appropriate data life cycle management. Key
aspects of secure data management in IoT systems include:

• Data classification and access control mechanisms:
Applying data classification labels to IoT data helps
organizations understand the sensitivity and criticality
of the data they collect. By implementing fine-grained
access control mechanisms, such as role-based access
control [85] or attribute-based [86] access control,
organizations can ensure that IoT data is accessed
only by authorized entities. Access control mechanisms
should consider user authentication, authorization poli-
cies, and secure communication channels to protect the
confidentiality and integrity of IoT data.

• Secure data storage and processing techniques for IoT
environments: Secure storage mechanisms are vital
to protect IoT data at rest. Employing encryption
techniques, such as strong symmetric or asymmetric
encryption algorithms [87], ensures that data remains
confidential even if it is compromised or stolen. Secure
enclaves or hardware security modules (HSMs) can
provide additional protection by isolating sensitive
data and cryptographic operations from the underlying
system. Similarly, secure data processing techniques,
such as secure multiparty computation [88], enable
collaborative data analysis [27] without exposing the
raw data, ensuring the confidentiality of IoT data during
processing.

• Data life cycle management considerations in IoT
systems: Managing IoT data throughout its life cycle
is essential to ensure its security. It includes estab-
lishing appropriate data retention policies that deter-
mine how long data should be stored and defining
secure data disposal procedures [89] to minimize the
risk of data breaches. Organizations should consider
data anonymization or pseudonymization techniques to
protect the privacy of individuals and comply with data
protection regulations. Implementing robust data backup
and recovery strategies also contributes to secure data
management, ensuring the availability and integrity of
IoT data.

Table 6 outlines essential security frameworks and
approaches for safeguarding IoT systems. It categorizes
these approaches into three key areas: defense-in-depth
architectures, secure software development, and secure
data management. Defense-in-depth architectures emphasize
layered security mechanisms, holistic security frameworks,
and secure hardware design to fortify IoT deployments
against diverse attack vectors. Secure software development
practices encompass secure coding, over-the-air update
mechanisms, and rigorous security testing, reducing vul-
nerabilities and bolstering IoT software resilience. Secure
data management entails data classification, access con-
trols, secure storage, and life cycle management, ensuring
the confidentiality, integrity, and compliance of IoT data.
Each approach offers distinct key measures and benefits,
collectively contributing to comprehensive IoT security
strategies.

By embracing secure data management practices, orga-
nizations can protect the confidentiality, integrity, and
privacy of IoT data. Data classification and access control
mechanisms ensure that data is accessed only by authorized
entities, secure storage, and processing techniques protect
data at rest and during processing, and data life cycle man-
agement considerations minimize the risk of data breaches.
Collectively, these practices contribute to building a secure
and compliant data management framework for IoT systems,
enabling organizations to derive value from IoT data while
maintaining data security and privacy.
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TABLE 6. Security frameworks and approaches.

VII. PRIVACY AND ETHICAL CONSIDERATIONS
Preserving privacy and ensuring ethical practices in IoT
systems are critical for user trust. We categorize these
considerations as follows:

A. DATA PRIVACY PROTECTION
Protecting user privacy is a fundamental requirement in IoT
systems. Key considerations include:

B. PRIVACY CHALLENGES
Ensuring privacy in IoT systems is crucial to address concerns
related to data collection, processing, and user consent.
Privacy challenges arise due to the sensitive nature of
IoT data and the need to protect individual privacy rights.
Effective privacy measures involve privacy-preserving tech-
niques, anonymization and pseudonymization approaches,
and privacy impact assessments. Key aspects of privacy
challenges in IoT systems include:

• Privacy-preserving techniques for IoT data collection
and processing: Privacy-preserving techniques, such as
differential privacy or secure multi-party computation,
enable data analysis while preserving the privacy
of individual users. Differential privacy introduces
controlled noise or perturbation to data to provide
aggregate insights without revealing sensitive individual
information [90], [91]. Secure multi-party computation
enables collaboration and data analysis across multiple
parties without sharing raw data. By employing these
techniques, organizations can derive valuable insights

from IoT data while ensuring the privacy and confiden-
tiality of personal information [92], [93].

• Anonymization and pseudonymization approaches
for protecting user identities: Anonymization and
pseudonymization techniques play a vital role in
protecting the identities of individuals in IoT data sets.
Anonymization involves removing or altering Person-
ally Identifiable Information (PII) from data, making it
impossible to link the data back to an individual [94].
Pseudonymization replaces identifying information
with pseudonyms, allowing for data analysis while
preserving the privacy of individuals. By applying these
approaches, organizations can minimize the risk of
re-identification and unauthorized disclosure of personal
information in IoT data.

• Privacy impact assessments to identify and mitigate
privacy risks: Conducting privacy impact assessments
help organizations identify potential privacy risks in
IoT systems and implement appropriate measures to
mitigate them. These assessments evaluate the impact
of data collection and processing on privacy rights and
identify potential vulnerabilities or risks. By conducting
privacy impact assessments, organizations can proac-
tively address privacy concerns, implement privacy-by-
design principles, and ensure compliance with privacy
regulations and standards [95].

Addressing privacy challenges in IoT systems requires
the adoption of privacy-preserving techniques, anonymiza-
tion and pseudonymization approaches, and privacy impact
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assessments. By implementing these measures, organizations
can protect the privacy of individuals, maintain compliance
with privacy regulations, and foster trust among users.
Privacy-preserving techniques enable valuable data analysis
while safeguarding sensitive information, anonymization and
pseudonymization approaches protect user identities, and
privacy impact assessments ensure that privacy risks are
identified and mitigated. By prioritizing privacy in IoT
systems, organizations can achieve a balance between data
utilization and individual privacy rights.

C. ETHICAL USE OF AI IN IoT SECURITY
Ensuring the ethical use of AI in IoT security is essential to
maintain transparency, fairness, and accountability. Ethical
considerations help address potential biases, ensure trans-
parency and explainability of AI algorithms, and establish
frameworks for accountability and responsibility. Key aspects
of the ethical use of AI in IoT security include:

• Transparency and explainability of AI algorithms
used in IoT security: Making AI algorithms and
decision-making processes transparent and explainable
helps build user trust and ensures accountability.
Users and stakeholders should have visibility into how
AI algorithms are trained, the data used, and the
decision-making criteria employed. Explainability tech-
niques, such as model interpretability and algorithmic
transparency, can provide insights into how AI models
arrive at their decisions. Transparent and explainable
AI fosters trust and enables individuals to understand
the rationale behind security measures and potential
limitations [96], [97].

• Fairness considerations to mitigate bias in AI decision-
making: Addressing biases in AI algorithms and models
used in IoT security is crucial to prevent discriminatory
outcomes and ensure fair treatment of individuals. Bias
can arise from biased training data, flawed algorithms,
or inherent societal biases. Organizations should strive
to identify and mitigate biases through rigorous data
preprocessing, algorithmic fairness techniques, and
continuousmonitoring [98]. By actively addressing bias,
organizations can enhance the fairness and equity of
AI-enabled security systems, promoting equal treatment
and reducing the risk of disparate impacts.

• Accountability and responsibility frameworks for
AI-enabled IoT security systems: Establishing frame-
works to govern the responsible use of AI in IoT security
is essential. It includes defining clear accountability and
liability frameworks that assign responsibilities [99] to
organizations, developers, and operators of AI-enabled
IoT security systems. Organizations should ensure
compliance with applicable laws, regulations, and
ethical standards [100]. They should also consider the
potential risks and unintended consequences associated
with AI deployments and establish mechanisms for
redress and recourse in the event of system failures or

misuse. By implementing accountability and respon-
sibility frameworks, organizations can promote ethical
practices, enhance user trust, and mitigate potential
risks.

Table 7 summarizes essential privacy and ethical con-
siderations in IoT systems, emphasizing the need for
safeguarding user privacy and ensuring responsible AI
deployment. It begins with ‘‘Data Privacy Protection,’’
encompassing privacy-preserving techniques like differential
privacy and secure multi-party computation, anonymiza-
tion, pseudonymization approaches, and privacy impact
assessments. ‘‘Ethical Use of AI’’ explores transparency,
fairness, and accountability in AI-enabled IoT security.
‘‘Privacy Challenges’’ delves into challenges related to
data collection, processing, and user consent. The table
underscores the importance of transparent AI algorithms and
decision-making processes, fairness to mitigate bias, and
accountability and responsibility frameworks for AI in IoT.
By referencing notable works in each category, this table
serves as a valuable resource for organizations aiming to
navigate the intricate landscape of privacy and ethics in IoT
systems.

By prioritizing the ethical use of AI in IoT security,
organizations can build transparency, fairness, and account-
ability into their systems. Transparent and explainable AI
algorithms foster trust, fairness considerations mitigate bias,
and accountability frameworks ensure responsible practices.
These ethical considerations promote the adoption of AI
technologies in a manner that aligns with societal values,
respects individual rights, and enhances the overall security
and trustworthiness of IoT systems.

VIII. CASE STUDIES AND USE CASES
We present real-world case studies and use cases that
highlight the application of AI in securing IoT systems:

A. INDUSTRY-SPECIFIC USE CASES
In addition to the general application of AI techniques for IoT
security, there are specific industries where AI is applied to
enhance the security of IoT systems. These industry-specific
use cases showcase howAI techniques can address the unique
security challenges and requirements in various sectors.
Some notable industry-specific use cases include:

• Healthcare IoT security applications and solutions:
The healthcare industry relies heavily on IoT devices
to monitor patients, deliver personalized care, and
streamlinemedical operations [19], [102]. AI techniques
are employed to secure medical devices, protect patient
privacy, and ensure the integrity of healthcare IoT
systems. For example, AI-powered anomaly detection
algorithms can continuously monitor patient data, iden-
tify abnormal patterns that may indicate unauthorized
access or tampering, and trigger timely alerts for
healthcare providers. AI can also enable secure and
privacy-preserving data sharing and analysis for medical
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TABLE 7. Privacy and ethical considerations in IoT systems.

research, enabling collaboration while safeguarding
sensitive patient information [103].

• Smart City security: Surveillance and CCTV sys-
tems equipped with AI have significantly improved
security in smart cities. Modern video analysis tools
use sophisticated machine learning algorithms (e.g.,
Convolutional Neural Networks (CNNs) [104], [105],
Recurrent Neural Networks (RNNs) [106], [107], Sup-
port Vector Machines (SVMs) [108], [109], Decision
Trees (DT) [110], and Random Forests (RF) [111])
to identify anomalies, analyze behavior, and recognize
facial features in real-time. These technologies can
detect suspicious behavior or possible dangers and
immediately notify. For example, AI-powered smart
surveillance systems in cities efficiently and accurately
sift throughmountains of video footage to keep residents
safe and deter criminals. For example, a smart city
program used artificial intelligence to power a state-
of-the-art CCTV monitoring system that increased
public safety and reduced crime. Using algorithms for
face recognition and behavioral analysis, this system
allowed for the real-time surveillance of public locations
via a network of cameras. After training, the AI
algorithms can identify suspicious behavior and notify
the proper authorities immediately in case of a possible
security danger. This proactive strategy may result in
a considerable drop in crime rates. There can be an
improvement in both public safety and trust in urban
security measures.

• Smart home security systems leveraging AI techniques:
With the increasing adoption of smart home devices
and automation systems, ensuring the security of
these interconnected devices is crucial [112]. AI-based
intrusion detection systems [113] and anomaly detection
algorithms [114] are utilized to protect smart homes
from unauthorized access and potential cyberattacks.
AI algorithms can learn the normal behavior patterns
of smart home devices and identify deviations that may
indicate unauthorized activities. For example, AI algo-
rithms can detect anomalies in device communication

patterns, identify potential security breaches, and send
alerts to homeowners or security providers. AI can
also enable intelligent authentication mechanisms, such
as behavior-based authentication or facial recognition,
to ensure secure access to smart home systems.

• Industrial IoT (IIoT) security implementations in man-
ufacturing and critical infrastructure: The industrial
sector, including manufacturing facilities and critical
infrastructure, heavily relies on IoT systems to optimize
operations, improve efficiency, and monitor equipment
performance. However, these systems are often prime
targets for cyberattacks [115], [116]. AI techniques
are employed to secure industrial control systems,
detect anomalies [114] in operational data, and mitigate
cyberattacks in critical infrastructure. AI algorithms can
analyze vast amounts of data generated by IIoT devices,
such as sensors and industrial machinery, to identify
abnormal patterns that may indicate cyberattacks or
equipment malfunctions. By leveraging AI-powered
threat detection and predictive maintenance capabilities,
organizations can enhance the security and resilience of
their industrial IoT deployments.

These industry-specific use cases demonstrate the diverse
applications of AI in enhancing the security of IoT sys-
tems. In the healthcare industry, AI enables secure and
privacy-preserving healthcare IoT solutions. For instance,
smart home security systems leverage AI for intrusion
detection and secure access control. In the industrial sector,
AI techniques enhance the security of IIoT deployments and
enable proactive threat detection. By understanding these
use cases, organizations can explore tailored approaches to
securing IoT systems in their specific industry, addressing
industry-specific challenges and requirements while harness-
ing the power of AI for enhanced security.

B. REAL-WORLD DEPLOYMENT SCENARIOS
Real-world deployment scenarios highlight successful imple-
mentations of AI-based security solutions in IoT systems,
showcasing how AI and IoT technologies work together to
enhance security. These deployment scenarios demonstrate
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the practical applications of AI techniques in securing various
domains. Some notable real-world deployment scenarios
include:

• Smart city security infrastructure leveraging AI and IoT
technologies: Smart cities rely on interconnected IoT
devices and systems to enhance urban living, but they
also present unique security challenges. AI algorithms
are utilized to monitor and detect potential security
incidents in smart city infrastructure, such as video
surveillance systems, smart grids, or public transporta-
tion networks [117], [118]. AI techniques can analyze
real-time data from various sensors and sources to iden-
tify anomalies, detect suspicious activities, and trigger
immediate responses. For example, AI algorithms can
analyze video feeds to detect unusual behavior patterns
or identify potential security breaches, enabling quick
intervention and proactive security measures.

• Connected vehicle security systems using AI algorithms
for threat detection: The increasing connectivity and
autonomy of vehicles introduce new security risks.
Connected vehicle security systems leverage AI algo-
rithms for threat detection and mitigation. AI-based
anomaly detection algorithms are applied to analyze
vehicle sensor data, network traffic, and communication
patterns to detect potential cyberattacks or tampering
attempts [119]. By continuously monitoring vehicle
behavior and identifying abnormal patterns, AI algo-
rithms can trigger alarms, initiate countermeasures, and
alert vehicle owners or security authorities. AI-enabled
connected vehicle security systems contribute to safer
transportation and protect against potential cyberattacks
targeting vehicle systems and data [120].

• Agricultural IoT security solutions to protect crop
monitoring and management systems: Agricultural IoT
systems play a crucial role in improving crop yield,
optimizing resource utilization, and enabling precision
farming [121]. However, these systems also face security
risks that can impact crop management and data
integrity. AI techniques are used to secure agricultural
IoT systems, ensuring the integrity of data collected
from sensors and protecting against unauthorized
access. AI algorithms can analyze sensor data to identify
anomalies that may indicate environmental threats,
crop diseases, or potential tampering [122], [123].
By leveraging AI-based security solutions, farmers and
agricultural organizations can detect and mitigate risks,
safeguard crop monitoring and management systems,
and ensure the productivity and sustainability of agri-
cultural operations.

These real-world deployment scenarios highlight suc-
cessful implementations of AI-based security solutions in
IoT systems shown in Table 8. From securing smart
city infrastructure to protecting connected vehicles and
agricultural IoT systems, AI techniques demonstrate their
effectiveness in enhancing security, detecting anomalies, and

enabling proactive measures. By understanding these real-
world scenarios, organizations can gain insights into the
practical applications of AI in IoT security and explore
opportunities to deploy similar solutions in their respective
domains.

IX. FUTURE DIRECTIONS AND RESEARCH CHALLENGES
This section highlights emerging trends and research chal-
lenges in securing IoT in the era of AI:

A. ADVANCEMENTS IN AI FOR IoT SECURITY
Advancements in AI have opened up new possibilities
for enhancing IoT security. These emerging advancements
leverage AI techniques to address the unique challenges of
IoT security, enabling distributed security intelligence, on-
device security processing, and adaptive and self-defending
IoT systems. Some notable advancements in AI for IoT
security include:

• Federated learning for distributed security intel-
ligence in IoT systems: Federated learning is a
privacy-preserving machine learning technique that
enables collaborative model training across multiple
IoT devices while preserving data privacy. Federated
learning can be applied to IoT security to create
distributed security intelligence. Instead of centralizing
data in a single location, federated learning allows
models to be trained on IoT devices themselves. This
approach enables IoT devices to learn from their
local data while sharing aggregated knowledge with a
central server or among other devices. By leveraging
federated learning, IoT systems can benefit from
collective intelligence while preserving data privacy and
addressing data ownership concerns.

• Edge AI for on-device security processing and decision-
making: Edge AI refers to the deployment of AI
algorithms directly on IoT devices or at the edge of
IoT networks, enabling real-time security processing
and decision-making without relying on cloud-based
services. By bringing AI capabilities to the edge,
IoT devices can analyze and respond to cyberattacks
locally, minimizing latency and dependence on external
connectivity. Edge AI enables efficient data processing,
immediate response to security incidents, and reduced
reliance on cloud resources. With on-device security
processing, IoT devices can identify and mitigate
security threats autonomously, enhancing the overall
security and resilience of IoT deployments.

• AI-powered adaptive and self-defending IoT systems:
AI techniques can enable IoT systems to adapt to
evolving cyberattacks, dynamically adjust security mea-
sures, and autonomously respond to potential attacks.
AI algorithms can continuously monitor IoT data,
analyze patterns, and identify emerging cyberattacks
or vulnerabilities. By learning from past incidents,
AI-powered IoT systems can proactively adjust security
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TABLE 8. AI applications in securing IoT systems: use cases and real-world deployment.

measures, such as updating access controls, modifying
encryption algorithms, or blocking suspicious activities.
This adaptive and self-defending capability helps IoT
systems stay resilient and responsive in the face of
evolving security challenges, reducing the likelihood of
successful cyberattacks and minimizing the impact of
security breaches.

• Role and Future Vision of GenAI in Cybersecurity:
Tools like ChatGPT, which fall under the umbrella
of GenAI, have emerged over the past few years and
are reshaping several industries, including cybersecu-
rity [28]. GenAI has revolutionized threat detection and
system protection, which is essential for the security of
the IoT. Its capacity to learn and duplicate complicated
data patterns sets it apart. Integrating GenAI into
cybersecurity signifies a notable departure from con-
ventional reactive, defensive mechanisms and adopting
a more proactive approach. These AI algorithms ace
the art of finding and forecasting possible breaches
by sifting through mountains of data on cybersecurity
concerns. Thanks to GenAI’s superior threat detection,
thorough data analysis, and risk prediction capabilities,
cybersecurity is now more efficient. On the other
hand, there are obstacles specific to implementing
such technologies. Addressing challenges such as the
necessity for large-scale computing resources, the risk
of hackers abusing AI capabilities, and ethical concerns
about data protection and control is crucial. Several
cutting-edge cybersecurity products demonstrate the
use of GenAI. In addition, there have been notable
breakthroughs in AI-native security analyst tools, such
as CrowdStrike’s Charlotte AI [31], which provides
practical and easy methods for managing cyberse-
curity risks. The Hiroshima AI Process of the G7
and China’s Global AI Governance Initiative are two
examples of worldwide attempts to control artificial

intelligence [124]. In delicate domains such as cyberse-
curity, these regulatory frameworks play a pivotal role
in molding the proper use of AI. There are immediate
ramifications for IoT security from incorporating GenAI
into cybersecurity. Now more than ever, with IoT
devices pervasive and essential to many industries,
it is critical that these AI models can anticipate and
proactively manage risks. To guarantee the security and
dependability of IoT systems, it is crucial to use and
regulate GenAI with care as we continue to tap into its
potential.

These advancements in AI for IoT security offer promising
opportunities to enhance the security and resilience of
IoT systems. Federated learning enables distributed security
intelligence, on-device security processing leverages edge
AI for real-time decision-making, and AI-powered adaptive
and self-defending IoT systems autonomously respond to
cyberattacks. By embracing these advancements, organiza-
tions can leverage the power of AI to enhance the security
posture of their IoT deployments, enabling proactive threat
detection, efficient security processing, and adaptive defense
mechanisms.

B. STANDARDIZATION AND REGULATORY EFFORTS
Standardization and regulatory efforts play a crucial role in
ensuring the security and trustworthiness of IoT systems.
As the adoption of IoT continues to expand across industries
and sectors, the need for consistent security measures and
legal frameworks becomes increasingly important. Standard-
ization efforts focus on developing IoT security frameworks,
industry standards, and best practices, while regulatory
efforts address legal and compliance considerations specific
to IoT security and privacy. Key aspects of standardization
and regulatory efforts in IoT security include:

• IoT security frameworks and industry standards: Devel-
oping standardized frameworks and industry standards
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for IoT security is essential to ensure consistent
security measures across different IoT deployments.
These frameworks and standards provide guidelines
and best practices for securing IoT devices, networks,
and data. They address various aspects of IoT security,
including device-level security, network security, data
security, and privacy. By adhering to these frameworks
and standards, organizations can establish a common
baseline for IoT security, facilitate interoperability, and
promote good security practices throughout the IoT
ecosystem. Examples of IoT security frameworks and
standards include the Industrial Internet Consortium
(IIC) Security Framework, the NIST Cybersecurity
Framework, and the ISO/IEC 27000 series [29]. Using
AI/IoT standards established by international organiza-
tions, industrial plants should update systems in line
with global norms. The UN/ITU defines secure and
interoperable IIoT systems [125]. For the same reason,
IEEE standards provide a structure for incorporating
AI into the IIoT [30]. The industries adhered to these
requirements to guarantee that their improved systems
were technologically modern and aligned with best
practices and regulations worldwide.
For instance, a manufacturing company encountered
difficulties due to its outdated infrastructure and lack of
sophisticated monitoring capabilities in a real-life situ-
ation. Stochastic learning methods provide a practical
and economical way to upgrade manufacturing-related
IoT devices that lack intelligence [126]. Integrating
stochastic learning into existing frameworks may save
the system’s rebuilding cost. This method incorporates
AI models that can process the newly acquired data by
equipping older machinery with sensors. The manufac-
turing industry may launch a predictive maintenance
program by integrating AI into its IIoT framework.
Attached to vital machinery, this system’s sensors
gathered real-time data on equipment performance.
By analyzing this data, AI systems could spot irregu-
larities that may indicate that equipment was about to
break down. With the help of predictive maintenance
technology, maintenance crews could act before a costly
breakdown happened, preventing a crucial failure in
a critical production line. Significant cost reductions
and the avoidance of major production downtime were
both achieved by this action. The successful adoption
showcased the practical advantages of AI in industrial
environments, further solidifying the plant’s standing as
a leader in technical advancement.

• Legal and regulatory considerations for IoT security and
privacy: Addressing legal and regulatory challenges in
IoT security is crucial to establishing a solid legal foun-
dation for secure and privacy-preserving IoT systems.
IoT deployments often involve the collection, process-
ing, and storage of large amounts of data, including
personal and sensitive information. Legal and regulatory
considerations encompass data protection regulations,

privacy laws, and liability frameworks. Organizations
must comply with applicable regulations and ensure that
IoT systems meet legal requirements related to data
privacy, consent management, data breach notification,
and user rights. Governments and regulatory bodies are
actively working to update existing laws or introduce
new regulations specific to IoT security and privacy,
aiming to strike a balance between innovation and the
protection of individual rights.

• Interoperability and certification frameworks for IoT
security solutions: Developing interoperability stan-
dards and certification frameworks for IoT security solu-
tions is crucial to ensure that different security compo-
nents can seamlessly work together andmeet established
security requirements. Interoperability standards define
protocols and interfaces that enable the integration and
interaction of diverse IoT devices and systems. These
standards help establish secure communication, ensure
consistent authentication mechanisms, and facilitate the
exchange of security-related information. Certification
frameworks provide a means to verify and validate
the security capabilities of IoT devices, networks,
or solutions. Through third-party evaluation and certifi-
cation, organizations can demonstrate compliance with
established security standards and gain confidence in
the security of their IoT deployments. Examples of
interoperability standards and certification frameworks
for IoT security include the Zigbee Alliance, the
ThreadGroup, and the CommonCriteria for Information
Technology Security Evaluation.

Standardization and regulatory efforts in IoT security
are essential for establishing consistent security measures,
ensuring legal compliance, and promoting interoperability.
IoT security frameworks and industry standards guide the
implementation of effective security measures, legal and reg-
ulatory considerations address privacy and liability concerns,
and interoperability and certification frameworks ensure the
compatibility and trustworthiness of IoT security solutions.
By embracing these standardization and regulatory efforts,
organizations can enhance the security posture of their IoT
systems, foster trust among users and stakeholders, and drive
thewidespread adoption of secure and privacy-preserving IoT
deployments.

C. PHYSICAL AND INFRASTRUCTURE SECURITY
CHALLENGES IN IoT
The protection of IoT systems requires physical and infras-
tructure considerations in addition to digital ones. A signif-
icant challenge within this domain is the minimization of
risks associated with unauthorized physical intrusions into
IoT infrastructure or devices. It is paramount to prevent
any tampering with these devices to ensure their continued
functionality and integrity.

• Saving IoT devices against physical theft: Ensuring
the security of IoT devices and the sensitive data they
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contain from theft is crucial. Additionally, physical
resilience is a key aspect, necessitating that infras-
tructure components and IoT devices be designed to
withstand environmental challenges, including but not
limited to extreme temperatures, humidity, and other
adverse conditions. It is critical to exercise caution when
selecting deployment sites to mitigate susceptibility to
physical hazards. To mitigate the risk of tampering or
compromise throughout the life cycle of IoT devices,
including their production, transportation, and installa-
tion, supply chain security is of equal importance.

• Environmental conditions: Environmental considera-
tions comprise a range of challenges associated with
adverse conditions such as severe weather, pollution,
and physical harm. It is imperative to protect IoT devices
from intentional physical interference that may disrupt
their operations or compromise the integrity of data.

• Safeguarding against physical tampering and Ensuring
uninterrupted power supply: Ensuring security against
physical tampering is also important. We must pay
attention to the dependability of the power supply
for IoT devices. Both physical tampering and power
supply loss can result in interrupted communication and
sensitive data loss. It is also important to protect the
physical infrastructure of data centers or cloud servers
that store and process IoT data, in addition to the net-
work infrastructure that facilitates IoT communication.
It includes protecting physical threats against routers,
switches, and gateways. In light of the various physical
and infrastructure security challenges that these systems
entail and the diverse threats they may encounter in
practical deployments, an all-encompassing strategy
must be adopted to ensure the security of the IoT.

X. CONCLUSION
Securing IoT in the AI era requires a comprehensive and
multidimensional approach. By addressing the challenges,
leveraging AI techniques, adhering to security frameworks,
and considering privacy and ethical implications, it can build
robust and resilient IoT systems that enhance security, protect
user privacy, and foster trust. This survey paper examined the
challenges that arise in securing IoT systems and explored
various AI techniques that can be employed to enhance their
security. Through the categorization of device-level secu-
rity challenges, network security challenges, data security
challenges, privacy challenges, and ethical considerations,
it highlighted the multifaceted nature of securing IoT in the
context of AI. It discussed the importance of physical secu-
rity, firmware and software vulnerabilities, authentication,
and access control mechanisms at the device level.

Additionally, data security and privacy challenges were
explored, along with the ethical considerations for trans-
parency and explainability of AI algorithms. It also provided
industry-specific use cases and real-world deployment sce-
narios to illustrate how AI techniques are applied in securing
IoT systems across various domains. Lastly, it discussed

the ongoing standardization and regulatory efforts in IoT
security, which encompass the development of IoT secu-
rity frameworks, industry standards, legal and regulatory
considerations, as well as interoperability and certification
frameworks. As IoT continues to evolve and expand, future
research directions should focus on addressing emerging
security challenges, exploring new AI techniques, and
ensuring the responsible and ethical use of AI in IoT security.
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