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ABSTRACT Automated Driving Systems (ADSs) bring many benefits, however their safety assurance poses
challenges. Scenario-based testing has been proposed. To provide strong safety evidence for their safety
assurance, the scenario-based testing process needs to consider the Operational Design Domain (ODD) of the
systems, ODD combined with the behavioural elements can provide a foundation for the scenario generation
workflow due to common domain elements between ODDs and scenarios. Based on such background, this
paper introduces a novel framework to generate scenarios specifically target on testing the system’s claimed
ODD. It includes the process going from the system’s ODD and behaviour competency, to logical scenarios
generation utilising scenario construct rule sets, and to the concretisation of the logical scenarios into concrete
scenarios. This paper also draws link towards the part II of the paper series, which illustrates a novel approach
for scenario coverage analysis.

INDEX TERMS Automated driving systems (ADSs), scenario-based testing, safety, safety assurance, V&V,
operational design domain (ODD), behavior, scenario generation, coverage.

I. INTRODUCTION
A. BENEFITS AND CHALLENGES OF ADSS
Despite the various benefits ADSs bring [1], [2], [3], [4],
the complexity associated with such systems has raised
challenges for their safety assurance. Traditionally, distance-
based metrics have been used to provide safety evidences for
the systems, however it was suggested that ADSs need to be
driven 11 billions miles to prove that they are 20% safer than
human drivers [5]. Translating this into the time scale resulted
into more than 500 years for a fleet of 100 ADSs driving
24 hours a day and 365 days a year at 25 miles per hour
(mph). This has led to the recent move within the industry
and academia towards a scenario-based testing approach [6],
[7], [8], within such approach purposely designed scenarios
are used to test various aspects of the system, which focuses
on the ‘quality’ of the miles tested rather than the ‘quantity’.
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FIGURE 1. Scenario-based evaluation continuum with its sub
components.

B. SCENARIO BASED TESTING WORKFLOW
A scenario-based safety assurance workflow was previously
documented in [6], within such framework lays three key
components: Scenario, Environment, and Safety Evidence,
as illustrated in Figure 1. Scenario further covers Create,
Format, and Store. During the Create stage, the relevant
scenario content is generated using different scenario gen-
eration methods [9], [10], [11], which can be categorised
into data-based approach and knowledge-based approach [6],
[11]. Format then represents the scenario content in a specific
formalised format, which needs to be both machine readable
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as well as human readable [12], [13], [14], [15] in order to
cover the complete V model for system development and
testing. Store includes the storage and organisation of the gen-
erated scenarios within an adequate scenario database, as well
as the retrieval of them. For example, the Safety PoolTM

scenario database [16] has been incorporated within [6],
it utilises an ODD & behaviour based tagging and query
mechanism [17]. Plan and Execute determine the execution
environment for the scenarios and perform the execution. The
scenario execution data then feeds into the Analyse stage
where a set of pass/fail criteria will be compared against.
In addition, within the Analyse stage, the results are fed into
optimisation algorithms where the concrete scenario values
(correlated to the associated logical scenario) for the next
iterations can be generated. Such optimisation algorithms
optimise the scenario parameters towards potential system
failure conditions, therefore it forms the hazard based testing
concept [18]. The feedback loop formed between Execute
and Analyse will continue explore the parameter spaces until
a threshold of iteration number is reached. At the final
step, the Decide will provide the outcome of the whole
process.

C. UNDERPINNED BY ODD
Please note that the scenario-based testing workflow needs
to be underpinned by the system’s ODD during safety
assurance processes [6]. A widely used definition of ODD
was introduced in SAE J3016 as follow [19]:

‘‘Operating conditions under which a given driving
automation system or feature thereof is specif-
ically designed to function, including, but not
limited to, environmental, geographical, and time-
of-day restrictions, and/or the requisite pres-
ence or absence of certain traffic or roadway
characteristics’’

Based on the definition of an ODD, being able to navigate
safely within its claimed ODD is crucial for the subject
system. The ODD of a system is commonly visualised
mentally as an ‘ODD boundary’, individual scenarios within,
at, or outside theODDboundary can then be explored through
the scenario-based testing workflow. Since the scope of ODD
does not cover the behavioural elements, the ODD elements
need to be used in conjunction with the behavioural elements
to cover the scope defined in a scenario (which will be
discussed further in Section II). Behaviours include standard
manoeuvres such as lane change, turn left/right, as well as
other types of behaviours such as V2X communication, and
signalling. In here, the word ‘‘scope’’ refers to the domain
composition, i.e., those attributes that form the underlying
domain model. To further illustrate, Figure 2 displays the
domain decomposition for scenarios and ODDs. Please note,
within the scope of ODD the Dynamic element covers the
types of dynamic agent and the subject vehicle’s maximum
designed operating speed. Examples of the dynamic agents
are pedestrian, cyclist, car, bus, etc. Based on the exact
application, user may extend such attribute tree further.

Even with a fleet of vehicles driving 500 years using a
distance based approach, if lacking the consideration of the
system’s ODD the miles are meaningless (i.e., testing system
for residential usage on a motorway). Scenarios and ODD
put the boundary of the testing scope into a much smaller,
focused, while effective range. Within or on such ODD
boundary, various coverage concepts can be used to provide
arguments on the coverage of the scenario based testing
process. Paper II of this paper series will introduce a novel
and effective coverage concept. Combining scenario-based
testing with ODD and virtual test environment offers testing
efficiency and scalability. Based on the testing objective and
target system/subsystem, the required level of fidelity from
the simulation will be different, this allows the effective
allocation of computational resource for the right level of
testing.

FIGURE 2. Domain decomposition between scenario and ODD.

D. KNOWN/UNKONWN, SAFE/UNSAFE
Based on this established relation between ODDs and sce-
narios, the main objective of scenario-based testing activities
is to provide safety evidence within a system’s claimed
ODD by exploring relevant scenarios. The international
homologation and public deployment of ADS are subject
to regulatory frameworks that may explicitly reference
several industry standards as acceptable practices of safety
argumentation, such as [20] and [21]. One such standard is
the ISO 21448 [22], which focuses on ensuring the safety
of the intended functionality (‘‘SOTIF’’). The perspective
of the known/unknown and the safe/unsafe scenarios is
introduced as a way to demonstrate the absence of unrea-
sonable risk due to the hazards resulting from the ADS
(Figures 3).

As can be seen in the upper section of Figure 3, there are
four distinctive quadrants indicating: 1) the known unsafe
scenarios (Area 2), the known safe scenarios (Area 1), the
known unknowns (Area 3), and the unknown unknowns (Area
4). Scenario-based testing allows us to increase Areas 1 and
2 by reducing Areas 3 and 4. Mitigation actions then convert
Area 2 elements into Area 1 elements (examples include
continuous improvement system development, or ODD
exclusions). To argue the systematic minimization of the
unknown areas, evidence towards the maximization of the
known areas must be offered. Since these mechanisms can
be described in terms of scenarios, the orthogonal ODD
framework offers a way to express the relative increase and
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FIGURE 3. Changes of unknowns, knowns, unsafe and safe scenarios via
safety assurance activities.

decrease of the areas in question (i.e., the ‘‘knowing the
space’’).

Visualise Figure 3 from another perspective results into
Figure 4, which focuses solely on the changes of the
known and unknown quadrants via scenario-based testing
activities underpinned byODD. As can be seen, by increasing
Area 1 and Area 2 through scenario-based testing process
in Figure 3, the ‘Known Knowns’ area (A) in Figure 4
expands, whereas the ‘KnownUnknowns’ (B), the ‘Unknown
Knowns’ (C), and the ‘Unknown Unknowns’ (D) shrink.
The ‘Known Knowns’ represents things we are aware of
and understand, the ‘Known Unknowns’ represents things we
are aware of but do not understand, the ‘Unknown knowns’
represents things we understand but are not aware of, and
‘Unknowns Unknowns’ represents things we are neither
aware of nor understand.

E. OBJECTIVES OF THIS PAPER
A ‘‘quantity of miles’’ distance-based testing approach is
unfeasible for tackling problems such as managing the long-
tail distribution [23] of hazards that ADS can encounter in the
real-world (rare events/surprise ‘‘black swans’’), especially
when considering that the entire effort must be at least
partially repeated whenever changes are made to the ADS
within development phases. The ‘‘quality’’ of miles offered
by a scenario-based testing approach lies in the ability
to systematically define, discover, and reduce the overall
amount the test miles required to verify safety relevant

FIGURE 4. Changes of unknowns and knowns via safety assurance
activities.

variables. Possible strategies to achieve this are offered
by relevant process frameworks, an example of which is
introduced in Section I-D (SOTIF known-unknown/safe-
unsafe scenarios).While the industry is increasingly adopting
the approach that verification of scenario tests provides
answers to the question of if the system complies with the
intended specifications, the additional consideration that an
underpinning ODD framework facilitates the validation that
those specifications themselves are adequate (relevance of
the question being answered), is less established. ODD is
the key reference to relate the scenario-based test efforts to
coverage goals regarding the SOTIF quadrants and ODD
spaces (including boundary conditions; to be explored in
Paper 2 of this series).

Based on the understanding of scenarios, ODDs, scenario-
based testing, and safety assurance, the high-level objective
of this work is to introduce an approach to scenario generation
and coverage metrics that supports a SOTIF argumentation.
Two separate papers will be introduced focusing on the
two main areas: 1) scenario generation, and 2) evaluation
framework focuses on coverage analysis. Figure 5 displays
the relations between paper I (top section of the figure) and
paper II (bottom boxed area of the figure).

It can be seen that this paper (paper I) covers a
workflow starts with the Operational Domain (OD), the ODD
specification of the system, and the behaviour competency at
the design phase. At the scenario definition phase, different
rule sets are used to construct logical scenarios. And at the
scenario execution phase, concrete and executable scenarios
are derived from the logical scenarios. Each of the phases car-
ried out during paper I are then mapped to the corresponding
evaluation pillars which will be introduced in paper II. At a
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FIGURE 5. Correlation between scopes being covered in paper I and paper II of the series.

high level, they contain the Type 1 coverage focusing on the
attributes range level, Type 2 coverage focusing on the ODD
and behaviour, Type 3 coverage focusing on the out-of-ODD
scenarios, and Type 4 coverage focusing on the rules of the
road.

II. RELATED WORK
A. SCENARIO
Before diving into the scenario generation method, it is
important to review the definition of scenario, and understand
what is included in a scenario. One of the frequently cited
definitions of a scenario can be found in a publication from
Ulbrich et al. [24], it states:

‘‘A scenario describes the temporal development
between several scenes in a sequence of scenes.
Every scenario starts with an initial scene. Action
& events as well as goals & values may be specified
to characterise this temporal development in a
scenario. Other than a scene, a scenario spans a
certain amount of time.’’

In addition to the temporal nature of scenarios, conver-
gence can also be seen across the industry and academia
as to what is contained within a scenario. For example,
the ASAM OpenDRIVE standard [15] describes the road
and junction network, the road structures, and other objects.
Whereas the ASAM OpenSCENARIO 1.x [14] describes the
dynamic scenario agents and their corresponding behaviours,
it references an OpenDRIVE file to locate the scenario
location. The OpenDRIVE and OpenSCENARIO 1.x pair is
commonly used to describe a scenario, and it enjoys a wide
toolchain support across different simulators. Another recent
publication [12] introduces a two level abstraction scenario
description language, which is both human readable and
machine readable. Underneath the syntax, it incorporates a
domain model which covers the scenery aspects such as road
topology, junction layout, and other road structures; as well
as the environmental conditions and the dynamic behaviour
of the scenario agents. The recent release of the BSI Flex

1889 [25] on the structured natural language based scenario
description format, which received contributions from [12]
and [13], also incorporates similar domain compositions, i.e.,
scenery, environmental conditions, and dynamic elements.
This high level domain model breakdown of a scenario
has already been summarised in Figure 2, this common
domain compositions between scenarios and ODDs provides
an opportunities for scenario generation based on ODD, and
scenario coverage analysis.

B. SCENARIO CREATION
Several scenario creation methods have been summarised
by Zhang et al. [6]. As shown in Figure 6, they include
accident data, insurance claim/ telematics, system analytics,
formal verification, operational design domain, ontology,
standard/ regulation/ guidelines, real-world deployment and
trials. However, at a high level they can all be categorised into
data-based approach, and knowledge-based approach [6],
[26], [27]. A knowledge-based scenario generation approach
utilises domain specific knowledge to identify hazardous
events systematically and creates scenarios. A data-based
approach utilises the available data to identify and classify
occurring scenarios. Please note that different scenario
generation approaches focus on different perspectives, to gain
a comprehensive scenario-based testing outcome a test suite
of scenarios derived from multiple sources are needed.

From all the listed scenario generation methods, accident
data derived scenarios focus on the causes of known
accidents, such accident records are based on human drivers’
behaviour rather than ADSs’. Esenturk et al. [10], [28]
performed clustering analysis based on the UK’s STATS
19 public accident database, which contains information
about non-ADS incidents, to derive clusters that represent
accident trends (certain combinations of scenario param-
eters). The three high level steps taken are: 1) data pre-
processing, 2) data clustering, 3) understanding the clusters.
The STATS 19 data in its raw form describes each accident
using both common attributes (such as weather condition,
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FIGURE 6. Eight different scenario creation methods [6].

light condition), and specific attributes (such as gender
of the driver, vehicle type). During the pre-processing,
attributes that are considered unimportant for the scenario
content are disregarded, such as local authority district, police
attendance, effect of cultural origin. During the clustering
stage, categorical clustering algorithm that seeks to minimise
the overall entropy is used, where the entropy in a cluster
is quantified using normalised frequencies of the attributes
within the cluster, treating each attribute independently from
each other. The algorithm begins by forming cluster seeds
that contain the most different elements from each other
in the dataset. The remaining data points are then assigned
to the seed clusters one by one according to the reduction
in the entropy. Upon the determination of the clusters,
two steps are taken to understand the cluster meaning: 1)
frequency analysis, and 2) market basket analysis. Frequency
analysis is applied within each cluster and determines what
the significantly frequent attributes within the cluster are in
comparison to the rest of the data. To determine whether
an attribute is significant, the expected frequency number
of a particular attribute within a cluster is first calculated.
The significance of an attribute is then determined by
whether the frequency of an attribute observed within a
cluster exceeds the expected frequency by a threshold.Market
Basket Analysis, see (MBA) [29], is a methodology that has
been mainly used in the analysis of business transactional
data to identify relations between data (e.g., which products
are often found together in the data), this is done by finding
the association rules between attributes. The first step of
the MBA is to identify frequent itemset using an itemset
mining algorithm to produce itemset such as {motorbike,
entering junction, turning left}. The association rules are
then established to form the relation of antecedent (A) –
> consequent (C) within the itemset. Two metrics, the lift
and the confidence, are used when identifying the rules.
Confidence is measuring how often A and C appear together
as compared to only A appearing alone. Lift is a comparison
between how often A and C actually appear together, with
how often A and C would be expected to appear together

if they were independent. By performing this list of steps,
the accident clusters, as well as the association rules can
be established to derive new scenarios that represent the
underlying data. For the analysis of insurance claim data [6],
[30], similar approach can also be used as the accident data
analysis.

On the other hand, the System Theoretic Process Analysis
(STPA) [9] is a top-down approach based on the conceptual
accident causality model called System Theoretic Accident
Model and Processes (STAMP). It treats accidents as a control
problem instead of a failure problem and it prevents accidents
by enforcing constraints on the behaviour of the system.
STPA considers a diverse range of causal factors of hazardous
interactions, including flawed control algorithms due to flaws
in their requirements, communication errors, and delays,
conflicted controls, processing delays, misinterpretations
of the received data or signals, etc. A five-step process
for deriving scenarios using STPA include: 1) define the
purpose of the analysis, 2) model the control structure,
3) identify Unsafe Control Actions (UCAs), 4) identify loss
scenarios, 5) identify testing parameters. As a deductive
approach, STPA starts by defining the purposes of the
analysis, including defining the losses, the system boundary
and identifying the system-level hazards. The definition of
the ODD of the system is required as an input to identify
the possible interactions between the system and its outer
world. Step 2 then creates a control structure based on the
available information about the system, including the system
description, system architecture, etc. A control structure
consists of hierarchical functional blocks that link to each
other as part of feedback control loops. Each control loop
consists of a controller that provides control actions (CA)
to control some processes and enforce constraints on the
behaviour of the controlled process. After identifying CA
in the control structure, each CA is further analysed to
identify how the CA would manifest into a UCA. In certain
circumstances, a correct CA could lead to one or multiple
system-level hazards. To identify a UCA, the CA is usually
considered together with a particular context and using
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guiding principles of the STPA method. Once all of the
UCAs have been identified, the causes of each UCA are
analysed - i.e., their loss scenarios. As an extension to the
STPA analysis, Chen et al. [9] further added the step for
identification of testing parameters based on the output loss
scenarios.

Onto the ontology-based scenario generation,
Bagschik et al. [26] initially used an ontology based approach
to create a scene, as a snapshot of an underlying scenario.
The ontology they used describes concepts and relations
between driving context, task representation, (simulative)
actions, simulation monitoring, and temporal representations
between entities in the simulation. Providing a set of initial
‘keywords’ input, the ontology framework can construct
valid scenes that satisfy the ‘keywords’, however this work
does not extend into full scenarios (i.e., including temporal
and behavioural aspects). The ASAM OpenXOntology [31]
is a standardisation project that focuses on developing an
ontology, covering both spatial and temporal aspects, for
the automated driving domain. As part of the use case
demonstration, it incorporatedmultiple inferences of scenario
correctness based on a set of given input and the constructed
ontology rules. Bruto da Costa et al. [32] leveraged ontologies
to represent objects and their relationships in a scenario,
while target a set of formalised rules of the road (e.g., the
UK Highway Code [20]) for the scenario generation and
testing of ADSs, this approach combines formal verification,
ontology, as well as regulations as shown on Figure 6. The
formalisation of the rules of the road, and the scenario
generation against such formalised rules are two distinctive
stages in their study. Within the formalisation of the rules of
the road, a three-step approach was documented: 1) construct
a concept and predicate vocabulary, 2) reduce the rule to
its minimal form, and 3) express rule in first-order logic.
Once the rules are formalised, they incorporated a scenario
generation pipeline involving six sub elements, as shown
in Figure 7. As can be seen, the scenario builder starts
the initial set of instructions based on the selected rules.
It then instructs the ontology & rule manager to prepare the
ontology specifically for scenario generation (step 1) and
specifies the rules for which scenarios need to be generated
(step 2). Meanwhile, the ontology & rule manager configures
the knowledge base (KB) according to the selected rules
(step 3), this includes initialisation of objects, setting their
attributes and relationship. The reasoner then synchronises
the ontology with the newly added assertions (step 4) based
on the rules, which consequently update the knowledge base
(KB) in step 5. Once the KB is updated, the Scenario Builder
proceeds to retrieve scenarios from the Scenario Attribute
Manager (steps 6-11). Then, the Scenario Attribute Manager
interacts with the Ontology to Attribute Mapping component
(steps 7-10) to transform the current state of the ontology
into abstract scenarios. The Scenario Attribute Manager
further refines the abstract scenarios to create a set of logical
scenarios (step 11).

In addition to the methods discussed so far, other sources
of regulation, guidelines or standards can also be used for

FIGURE 7. Scenario generation from Rules of the Road: Methodology
Overview [32].

scenario generation. For example, the Safety PoolTM scenario
database [16] contains scenarios generated based on the
Euro NCAP testing protocols [33], based on the low-speed
automated driving standard (ISO22737) [34], as well as based
on the UN regulation No. 157 on Automated Lane Keeping
Systems [21]. Although various scenario generation methods
have been discussed, each of them focuses on a different
perspective. Accident data focuses on the cause of known
accidents (e.g., from human driver perspective), insurance
claim further contains the near-miss data which may not
be classified as accidents. STPA based approach focuses on
the potential causes of failures from the system architecture
perspective, rules of the road combined with ontology
focuses on the known unsafe situations from regulations
under valid parameter constraints. Regulations, standards,
guidelines provide existing available scenarios complies with
the testing protocols, and real world deployment data focuses
on the unforeseen data captured during deployment stage
which can be used to further populated scenario test suite for
future testing. The current gap within the scenario generation
approaches is the lack of emphasis on the ODD, since ODD
is the designed safe operating conditions for the system, it is
crucial to obtain a set of scenarios that explore the system’s
ODD. This is also the main motivation of this research
project.

C. SCENARIO FORMATS TRANSLATION
A previous publication [35] documented an automation
process to convert scenarios described at the logical scenario
level using the two-level scenario description language
(SDL) [12] to the corresponding ASAM OpenX format,
i.e., OpenSCENARIO 1.x [14] & OpenDRIVE [15] at the
concrete scenario level. The SDL level 1 aligns with the
BSI Flex 1889 standard on natural language based scenario
description format, and SDL level 2 is fitted at the more
concrete scenario abstraction levels (logical & concrete),
SDL level 1 & level 2 can be converted by adding or
subtracting information. The importance of having different
scenario formats target at different scenario abstraction
levels, and having a seamless conversion process is that they
allow a complete scenario coverage over the V model for
system development and testing, and provide traceability
between scenario abstraction levels. The scenario abstraction
levels mapped to the V model is illustrated in Figure 8 [13].
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FIGURE 8. Scenario abstraction levels mapped to the V model for system
development and testing [13].

III. ODD AND BEHAVIOR BASED SCENARIO GENERATION
The goal of the ODD & behaviour based scenario generation
is to generate scenarios based on a given set of ODD input
together with the behaviour capabilities of the system. For
systems designed to operate on a fixed route but without
explicitly defined ODDs, an additional step prior to the
scenario generation process is needed to extract ODD features
from the target route.

Figure 9 illustrates the overall process which will be
expanded within this section. It can be seen that at the top of
the workflow, there is an optional input (in dashed box) which
is the route input. From the input route, the corresponding
ODD features can be extracted and form the system’s ODD
specification; alternatively, if a system does not have a
fixed route, the system’s ODD specification can be directly
used. The ODD specification defines the system’s operating
boundary, within such boundary lies all the ODD attributes
the system is capable of handling, such as T-Junction,
Motorway, Roundabout etc. The next step will select a set
of non-competing (e.g., minor roundabout and motorway are
competing attributes) ODD attributes within the boundary
for creating the scenery aspect of a potential scenario.
The behaviour library is another input into the workflow,
it represents all the behaviours the system can perform.
Based on the selected set of ODD attributes, the behaviours
within the library can be filtered, for example minor road
with a single lane can filter out lane change right/left
behaviours. Upon this stage, a set of compatible ODD and
behaviour ‘keywords’ (attributes) can be obtained, which at
an abstract level represents a set of underlying logical and
concrete scenarios. To ensure the correct instantiations of
fully defined logical scenarios, including the correct scenery
layout, dynamic behaviours and environmental conditions,
a set of scenario construction rules are defined to detail the
compatible ODD and behaviour keywords. Such detailing
process adds the necessary missing information such as road
connecting angles, traffic participants relative positions. All
the keywords together with the added information are then
formatted using different scenario description formats, and
consequently stored within a database for further testing
activities.

The above steps can be summarised as follows:

• Step 1 - Extract from route/ or obtain an ODD
specification of the system

• Step 2 - Obtain the behaviour library for the actors
• Step 3 - Filter for applicable behaviours using the
individual ODD elements

• Step 4 - Construct individual and valid logical scenarios
using scenario construct rules

• Step 5 - Concretisation and conversion of the logical
scenarios into the ASAM OpenX [14], [15] format

Section IV below will incorporate an example to demon-
strate the various steps.

FIGURE 9. High-level workflow for logical scenario generation based on
ODD.

IV. SCENARIO GENERATION USE CASE: ADS OPERATING
IN A CONFINED AREA
A. PROBLEM STATEMENT
As part of the demonstration, the scenario generation
approach was applied for an ADS operating in a confined
area. In this section, a walk through will be provided
to illustrate the process. For this particular use case,
the input is the route detail of the confined area and
the system’s behaviour competency. The desired outputs
are: 1) a set of logical scenarios, described in SDL
level 2 format of the two-level abstraction language [12],
generated based on the relevant ODD of the system;
and 2) the auto-converted OpenSCENARIO 1.x [14] and
OpenDRIVE [15] files of the logical scenarios. Please note
for confidential reasons, the actual route details and system’s
behaviour competency have been changed for illustration
purposes only.

B. STEP 1 - CONSTRUCTING THE ODD DESCRIPTION
Figure 10 illustrates the operating route of the ADS, as can
be seen it consists of: a T-Junction (TJ1) connects Road 1
(R1), Road 2 (R2) and Road 3 (R3); a four-way roundabout
(RA1) connects Road 3 (R3), Road 4 (R4), Road 5 (R5),
and Road 6 (R6). Among the roads, R3 also has trees and
buildings nearby.

All the extracted ODD elements can be directly mapped
to the BSI PAS 1883 [36], and the ISO 34503 ODD
standards [37]. In addition, for environmental conditions
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FIGURE 10. Example operating route of the ADS.

(which is not shown directly on Figure 10) such as rainfall, the
system can only operates under non raining conditions. Using
the ODD language format published in [37], [38], and [39],
the system’s ODD specification can be described using the
ODD description as shown in Figure 11.

FIGURE 11. ODD specification of the system under test.

From the ‘‘Include’’ statement, it can be seen that the
baseline taxonomy for constructing this ODD description is
based on the BSI PAS 1883 ODD [36] taxonomy for ADSs.
Within the ‘‘Base state’’, it is divided into ‘‘Permissive’’
and ‘‘Restrictive’’ state. The ‘‘Permissive’’ state within the
base state indicates that if none of the classes that belong
to the same parent class attribute are mentioned in the ODD
description, they are permitted by the ODD. On the contrary,
under ‘‘Restrictive’’ state, if no statements are given for a
parent class, then none of the children classes are allowed in
the ODD. Both states are used to handle the ODD attributes
that are not explicitly mentioned with the ODD description.
For example, if an ODD only mentions the suitability of
motorway and nothing else. Under the ‘‘permissive’’ state,
it means the system can handle everything else, such as rain,
snow, urban roads etc. Under the ‘‘restrictive’’ state, that
would mean none of the other ODD elements are suitable.
The rest of the ODD description is self explanatory as
the format is designed to be human readable, for further
information, please refer to the publications [37], [38], [39]
of the ODD language format.

C. STEP 2 - OBTAINING THE BEHAVIOUR LIST
As mentioned earlier, the scope of ODD does not cover the
behaviour aspect. To generate scenarios using ODDs, the

TABLE 1. Categorising behaviours into relative behaviours and absolute
behaviours.

complete behaviour list for the system and for the other traffic
participants needs to be defined. The baseline for building
the behaviour list took the foundation of the SDL level
2 manoeuvres [12], as well as the ASAM OpenXOntology
concept project [31], which uses both absolute manoeuvres
and relative manoeuvres as displayed in Table 1. Absolute
manoeuvres are manoeuvres that can be performed by a
single participant, without the need for a second reference
participant; whereas relative manoeuvres reference towards
a secondary participant. Absolute manoeuvres includeDrive,
Lane change right, Lane change left, Turn left, Turn right,
Stop, Reverse, Run, Slide,Walk; and the relative manoeuvres
include Cut-in, Cut-out, Move towards, Move away, Cross.
Among the absolute manoeuvres, Run, Slide, and Walk are
unique for describing the behaviours of human participants.

D. STEP 3 - BEHAVIOUR FILTERING BASED ON ODD
Once the ODD description of the system is obtained based
on the route input, together with additional input from the
system’s specification (e.g., ODD weather conditions), the
next step is to perform sampling of the ODD attributes within
the ODD boundary, and identify the suitable behaviours that
can be performed over the sampled ODD attributes. Such
ODD sampling can be divided into two different situations:
1) when there is a pre-defined fixed route, 2) when there is
no fixed route defined, but the system ODD specification is
available.

For situation 1, since the route for the system is pre-
determined, the scenery aspect of the scenario is already
available. Hence only the dynamic aspects and the environ-
mental conditions of scenarios need to be generated, they
can then be overlaid on top of the scenery. To achieve this,
the route is divided into smaller subsections where ODD
features within each subsection share similarities, this process
forms three different scenery descriptions. As can be seen in
Figure 10 indicated by the dashed boxes, scenery 1 contains a
four way roundabout, scenery 2 contains a single straight road
with houses and trees on both sides, and scenery 3 contains a
T-Junction.

For situation 2, auto-generation of the scenery aspect of
scenarios is required as there is no pre-defined scenery.
Such process uses similar keyword-based detailing process
incorporating constraints and rules, which will be covered in
‘Step 4’. For this current use case, the scenery generation is
not required, hence only a brief overview will be provided

VOLUME 12, 2024 10659



X. Zhang et al.: ODD and Behavior Based Scenario Generation for Automated Driving Systems

TABLE 2. ODD based behaviour filtering illustration.

in ‘Step 4’. The generation of scenery will be carried out
using a subset of the ODD elements within the system’s ODD
specification, obtained using a sampling process. This subset
of ODD elements will then be used to constrain the allowed
behaviour, and to create a scenario scenery.

The common part between both situation 1 & 2 is the ODD
based behaviour filtering. Table 2 illustrate an example of
filtering a behaviour list based on sampled ODD features.
As shown, the sample ODD features represents the scenery 2
(single straight road) within Figure 10, they include straight
geometry, trees, buildings, solid line marking, number of
lane: 2, agent type: vehicle. On the other hand, all the
behaviours within the behaviour list are displayed on the right
side. Based on individual use cases and scenario criteria, such
behaviour list can be filtered based on the ODD features. The
reasoning below illustrates the filtering process displayed in
Table 2.

• The absence of junction together with straight geometry
filter out Turn left and Turn right

• Trees and buildings do not affect the filtering process
• Solid line will filter out Lane change right and Lane
change left (assuming the current use case considers
only scenarios following the rules of the road)

• Agent type vehicle filters out Run, Slide, andWalk
At the end of the ODD filtering process, for this

sample ODD subset, only Drive, Stop, and Reverse are left.
A selection function, can be either random or weighted, will
then select a target behaviour from this list and feed into the
scenario construction process in ‘Step 4’.

E. STEP 4 - SCENARIO CONSTRUCTION
For the scenario construction, a set of construction rules
are developed to ensure the output scenarios are valid, and
to eliminate certain combinations of ODD elements and
behaviours that may not result into valid scenarios (e.g.,
turn right manoeuvre used on vehicle with junction to its
left only). Within this step, there are two main sub-steps: 1)
populate the required scenario parameter spaces, 2) fill in the
appropriate parameter values. The filling of the parameter
values are referenced to the input ODD if such specifications
are available (e.g., if the system is restricted to perform at
certain speeds then the parameter space values will reflect
this).

The required scenario parameter spaces include all the
required attributes within the dynamic and environmental
condition sections as defined by the SDL level 2 grammar.

The dynamic conditions include manoeuvre types (e.g., turn
left/right), speed (e.g., 10 to 12 m/s), acceleration, relative
locations (e.g., front side right), etc. At this sub-step, the set
of rules will map to the SDL grammar requirements based
on the filtered manoeuvre list, and auto-create the missing
parameters. For example, initial relative positions between
the other traffic participants and the Ego are required by the
language grammar, however this information is not present
within steps so far, they are therefore created at this sub-step.

The second sub-step is in charge of auto-complete the
parameter values by incorporating a set of pre-defined rules.
As an example, in the previous sub-step, Ego speed as a
scenario parameter is created, if based on the ODD specifi-
cation Ego speed limit is 15mph, this sub-step will create the
corresponding value/value ranges based on this. The current
use case only incorporates rules dealing with the dynamic
aspect of a scenario, if the original input does not specify the
desired scenery of the scenario, the corresponding scenario
scenery construct rules will also be created using similar
manner. For instance, if minor road is contained within the
sampled ODD features, then parameters such as number
of lanes, lane width etc. will be created and parameterised
according to the language grammar and constraints.

FIGURE 12. Example illustrating different possible initial conditions
based on a given scenery layout.

The number of rules governing the scenario construction
is significant due to the large number of the potential com-
binations of the constraining parameters, example contained
in Figure 12 provides an illustration. The road layout in
this case is a two-lane road with opposite driving directions
between the lanes, as shown in Figure 12a. Assuming the
scenario contains two traffic participants, the Ego vehicle
and the agent vehicle (V1). Also assuming both the vehicles
are obeying the rules of the road, Figure 12b lists all the
four possible initial position combinations between the two
vehicles. When considering the required scenario parameters
based on the SDL level 2 description grammar, Table 3
illustrates three of the relevant scenario constructing rules for
the scenario detailing process. Please note, in Table 3, the
required scenario parameters that need to be derived using
the rules are: 1) the agent vehicle’s initial position using
Road ID and Lane ID, 2) the Ego vehicle’s initial position
using Road ID and Lane ID, 3) the agent vehicle’s relative
position to the Ego vehicle, and 4) the agent vehicle’s relative
heading angle to the Ego vehicle. These need-to-be-derived
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parameters are indicated after the ’THEN’ statements in
Table 3. On the other hand, those parameters within the ’IF’
statements are pre-selected scenario parameters, which are
obtained either by: 1) sampling through the list of valid ODD
and behaviour parameters resulted in the previous stage, 2)
performing previous scenario construct rule(s), e.g., the first
rule in Table 3 will select a valid initial Road ID and Lane ID
for both the agent vehicle and the Ego vehicle, which will be
the input for second and third rules.

TABLE 3. Individual scenario constructing rules for the example shown in
Figure 12.

Below are the explanations behind the three rules listed in
Table 3:

• The first rule identifies the possible road and lane IDs for
the initialisation of the agent vehicle and the Ego vehicle
based on the layout indicated in Figure 12a, which can
be equal or not equal.

• Since the agent vehicle’s relative manoeuvre is Towards
(which means one scenario actor is facing the other
scenario actor), if the initial road and lane IDs of the
agent vehicle and the Ego vehicle are equal, then the
agent vehicle will be at the rear position of the Ego
vehicle, and the agent vehicle’s relative heading angle
to the Ego vehicle will have a mean value of zero
(i.e. the same heading). There are two cases which
satisfy such conditions, they are represented by the
first two initialisations (from left to right) indicated by
Figure 12b.

• If the agent vehicle’s and the Ego vehicle’s initial road
and lane IDs are not equal, given that the agent vehicle is
moving Towards the Ego vehicle, the only valid relative
position for the agent is at theFront side right of the Ego.
There are two cases which satisfy such conditions, they
are represented by the last two initialisations indicated
by Figure 12b.

The complexity of the rule set increases when incor-
porating more junction and road types, as well as when
including more traffic participants and more manoeuvre
phases. However, taking a modular approach to break
the intended scenario down into atomic level (i.e., using
single manoeuvre phase at one time), the same mech-
anism can be applied to create such complex scenario
output.

F. STEP 5 - SCENARIO CONCRETISATION & CONVERSION
INTO ASAM OPENX FORMAT
Utilising the scenario format translation process documented
in [35], all the generated logical scenarios described in SDL
level 2 are then translated into ASAM OpenSCENARIO 1.x
and OpenDRIVE format, using the mid-values of the logical
scenario parameter ranges as the concrete parameter values.
During the testing phase, such concrete scenario parameters
can be overridden based on the scenario execution analysis.

V. GENERAL DISCUSSION
When evaluating the effectiveness of any scenario-based
testing workflow, one of the main questions is how to
ensure a ‘complete’ coverage of the ODD space. To answer
this, refer back to the SOTIF diagram in Figure 4, any
testing methods can only minimise the unknown/unsafe area,
rather than fully eliminate. Scenario-based testing, with the
consideration of ODD, is facilitating the testing scope by
drawing the relevant ‘boundary’ within which the ‘gaps’
need to be explored. Please note that scenarios generated
based on ODD should be used in conjunction with scenarios
generated from other sources (such as accident, insurance
claim, rules of the road etc) to form a comprehensive test
suite. Different scenario generation methods complement
each other by having different perspectives. In addition, the
continuous improvement of the scenario set via real world
trial and deployment scenarios also contribute towards the
continuous V&V of the system.

In order to ensure that the scenario and its execution
within the simulation environment correlate to the real
world situations, there are two distinctive aspects: realistic
scenarios, and credible simulation. The former one aims
at the correct scenario representation of the real world
situation, whereas the later one answers whether the virtual
test environment used are credible enough for the type
of virtual testing it is operating for. Realistic scenario
includes incorporating validated scenarios both syntactically
and semantically, this ensures that the correct scenarios are
output. Furthermore, the scenario sources and the rareness
of the scenarios should also be considered. Based on the
specific study, the sources and the rareness focus might
vary. Generation based on ODD can complement other
scenario generation methods, for example, if the system’s
ODD focuses on motorway and rainy weather, but all the
available accident data only contains motorway and sunny
weather, ODD based scenario generation can fill in the gap
left from other scenario generation approaches.

One might then ask, will scenarios purposely generated
based on ODD lead to biases or over-optimisation? To answer
this, we need to refer back to the definition of ODD. TheODD
of a system is a design specification documenting its claimed
capabilities. For example, an autonomous food delivery pod
might claim to be able to operate only in residential area
over pavement. Such ‘claimed’ capabilities need to be tested
fully to provide safety arguments. In addition, knowing the
ODD will also help identifying boundary cases, therefore
facilitate the testing of out of ODD situations and test the
vehicle’s capability of safely returning to its ODD or any
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mitigation process. Testing a system using scenarios with
mismatching ODDs will make the testing process invalid,
for example testing the same food delivery pod on motorway
will not ensure safety on its intended operational domain, i.e.
residential ODD.

The reproducibility of scenario-based testing is another
important discussion point. The scope of the dynamic element
of a scenario includes both agent vehicles, and the SUT.
While the SUT’s behaviour is never known until the actual
execution using the actual SUT, the behaviour of the other
agents can be deterministic and reproducible, as they are
pre-scripted. From an implementation level, the execution
reproducibility is governed by two factors: the scenario
description format, and the scenario execution tools. The
format may or may not be independent from the tools, for
example the ASAM OpenX format is independent from
simulation tools whereas other proprietary simulation tools
might have dedicated scenario format. But the final executed
behaviour is dependent on the implementation logic designed
by the tool developer against the supported format.

Since now the ODD is a key aspect for scenario-based test-
ing and scenario generation, ensuring the correct definition
of ODD, both syntactically and semantically, is crucial. The
ODD specification is defined by the system developer using
standardised format during the initial development stage,
rather than during the testing stage, therefore ensuring the
accuracy of ODD is the developer’s responsibility. Ensuring
theODD spaces sufficiently explored during a scenario-based
testing process is the responsibility of the testing workflow.
Paper II of this work series will introduce coverage concepts
linking test scenarios and ODD. In addition, multiple sources
of scenario generation from different perspective are used
when creating the scenario test suite. Such sources includ-
ing accident data-based, insurance claims-based, system
analysis-based, ODD-based, real world trial-based, rules of
the road -based etc. Utilising multiple sources for scenario
generation also provides the opportunity for runtime V&V,
and continuous improvement evolving of the system.

VI. CONCLUSION
This paper documents a novel approach to scenario genera-
tion utilising the ODD and behaviour competency of a target
system for its safety assurance process. Step 1 of the process
focuses on obtaining the corresponding ODD of the system,
in the paper the operating route of the system (Operational
Domain) was used to extract ODD information. Based on
the ODD, combined with the behaviour competency, filtering
process was performed to identify the applicable behaviours
for the identified ODD elements. Incorporating a set of
scenario construct rules, the applicable behaviours together
with the valid ODD elements are used to generate logical
scenarios defined in the WMG SDL level 2 format at the
logical scenario level. A further auto-conversion process
then converts the logical scenarios into concrete ASAM
OpenX formats (OpenSCENARIO 1.x & OpenDRIVE).
Future work, which will be published in paper II of this paper
series, will illustrate an scenario evaluation workflow focused
around coverage analysis.
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