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ABSTRACT In this work, we propose a novel approach to enhancing the security of passwords before storing
them in databases. Our method utilizes Braille transformation to encrypt the password after generating the
corresponding hash. The hash is divided into multiple blocks, each representing a character treated as a
transformation unit. Each character is then associated with its corresponding Braille code, which consists of
6 digits. To further enhance security, we randomly replace each occurrence of ‘‘0’’ in the generated string
with one of the digits 7, 8, or 9. The final string, six times larger than the original hash, is then stored in
the database. To evaluate our approach, we conducted several experiments and comparisons. The results
demonstrate that Braille transformation is resistant to brute-force attacks, statistical attacks, and differential
attacks. These results were justified using various evaluation criteria, such as execution time and memory
space occupied. Braille transformation is susceptible to any modification made to the hash or the generated
string, further reinforcing its security. Our Braille-based approach offers an effective solution to strengthen
the security of database passwords. It provides advantages in terms of protection against different attacks
and offers a robust evaluation based on relevant criteria.

INDEX TERMS Braille, cryptography, password, security, transformation.

I. INTRODUCTION
Ensuring password security is a critical and indispensable
concern in data protection. With the proliferation of cyber-
attacks and the constant evolution of hacking techniques, it is
imperative to establish robust and innovative mechanisms
to safeguard user passwords. Traditional hashing methods,
such as MD5, were once widely employed to store passwords
securely. However, these approaches are now deemed vulner-
able, as attackers have exploited their weaknesses, hastening
the discovery of passwords. Confronted with this reality,
significant research and advancements have been made in
cryptography to bolster password security and overall secure
communications. A crucial property of cryptographic hashing

The associate editor coordinating the review of this manuscript and

approving it for publication was Rahim Rahmani .

functions is the avalanche effect, ensuring that even slight
modifications in input produce drastically different out-
puts [1], [2], [3], [4], [5]. This characteristic is essential to
ensure data integrity, authentication, and the confidentiality
of sensitive information. Comprehensive studies have been
conducted to evaluate the avalanche effect of various hashing
functions and their vulnerability to attacks, such as collisions,
length extensions, and preimages.

Furthermore, password attacks have become common-
place in the present era, with cybercriminals employing
sophisticated methods like brute force attacks, statistical
attacks, and dictionary attacks to compromise systems and
gain access to user accounts. Password hashes, which repre-
sent strings generated from passwords, were once considered
an effective security measure [6], [7], [8], [9], [10]. However,
with technological advances, attackers have successfully
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exploited weaknesses in traditional hashing algorithms,
underscoring the urgent need to find more robust and innova-
tive solutions to secure passwords. In this context, we propose
a novel approach based on Braille transformation to reinforce
password security before storing them in databases. Braille
transformation, traditionally used to enable partially sighted
individuals to read and write, provides a unique opportunity
to add a layer of encryption to passwords. By integrating this
transformation method before generating the hash, we aim
to enhance resistance against brute force, statistical, and
differential attacks [11], [12], [13], [14], [15], [16], [17],
[18], [19], [20]. Our rigorous methodology involves first
decomposing the password into blocks representing each
character. Subsequently, we apply the corresponding Braille
codes to encrypt these characters, generating a Braille rep-
resentation of the password. This Braille representation is
then utilized as input to generate the final hash. We have
chosen to employ the MD5 hashing algorithm, widely used
in existing systems, to demonstrate the applicability of our
approach to different types of hashing [21], [22], [23], [24],
[25], [26], [27], [28], [29], [30], [31], [32], [33]. The pri-
mary objective of this study is to provide an innovative and
effective solution to strengthen password security, thereby
protecting user data against malicious attacks. By securing
passwords using Braille transformation, we aim to offer
enhanced protection against intrusion attempts while main-
taining efficiency and ease of implementation across various
applications. In the following sections, we will delve into
an in-depth examination of prior research on password secu-
rity, emphasizing current challenges and gaps in existing
approaches. Subsequently, we will present our policy based
on Braille transformation, explaining the steps involved
in transformation and hash generation. Extensive experi-
ments will be conducted to evaluate the efficiency and
resistance of Braille transformation, considering parameters
such as execution time and memory usage. Finally, we will
discuss the obtained results and outline prospects for contin-
uous improvement of password security in an ever-evolving
environment.

II. RELATED WORKS
Currently, there are numerous means, forms, and methods
of communication in the world, and a large portion of them
are linked to modern technical capabilities, notably by the
use of the global computer network. Thus, the emergence
and development of digital technologies and the widespread
use of personal computers have opened new possibilities
for interaction between humans and machines. Several stud-
ies have been proposed to establish methods to secure data
exchanges over networks [34] describe a secure approach
that mainly addresses quality of service requirements on a
congested communication channel, using the robustness and
flexibility of the TLS protocol and its various ‘‘cipher suites.’’
They specifically focus on the AES (Advanced Encryption
Standard) key, including different sizes (128, 192, 256), due
to its resistance to classical attacks (differential, linear, etc.)

and its efficiency compared to other protocols like DES
and 3DES. This method is useful for continuous communi-
cations over time, such as video sequences and VOIP calls.
Reference [35] propose an algorithm for password security in
online authentication, where the entered password is stored
in a remote database. Using the SHA-3 hash function, the
system must hash the password. Before storage, the sys-
tem applies random rotations to the already generated hash
while eliminating any traceability of the different transactions
performed to prevent recurrent use by a hacker seeking to
attack the database. Then, the system must retrieve the actual
hash and password from the data the user provides in the
form of codes. Reference [36] proposes cryptanalysis of the
quantum digital signature protocol for sensitive data access
control and suggests two new attack strategies for this pro-
tocol. In the first attack, the receiver, Bob, can forge a valid
message-signature pair using a new known-message attack
in this protocol. In the second attack, the signer, Alice, can
succeed in denying her signature. Additionally, the article
discusses how to address these security issues and proposes
some avenues for improving this protocol. Reference [37]
present a new method of digital signature based on hash
chains and Hash Message Authentication Code (HMAC).
Unlike Blockchain technology, this approach establishes that
the transaction database is distributed among users, each
maintaining a personal record called Singlechain. Lizama’s
HMAC protocol defines a dual authentication mechanism
that verifies the origin and destination of the signature. This
analysis shows that the system generates a block size of
approximately 6 kilobytes to perform dual authentication
using SHA-256. It is a promising alternative for digital sig-
natures using public key infrastructure. The security of this
method can be properly assessed through the mathematical
properties of hash functions and hash chains, making it a
robust digital signature method. Reference [38] analyzes the
standards, algorithms, and hash functions used in electronic
digital signature (EDS). Most hash functions and modern
algorithms used in EDS schemes are determined to be based
on elliptic curves over the field. The article discusses cer-
tain causes of collisions, methods, and algorithms for hash
attacks. A mathematical apparatus is formed to estimate the
probability of breaking hash functions based on the ‘‘birthday
paradox.’’ The results of the probability of breaking hash
functions used in EDS have been obtained. It is confirmed
that in case of the same hash length, the probability of
breaking the hash using the collision resistance breaking
method is much lower than the strong collision resistance
breaking method. It is suggested that adding a key at the
beginning or end of a message is dangerous when working
with key-based hash functions. Reference [39] focus on code-
based cryptosystems, offering a high level of security even
against quantum cryptanalysis. This article proposes a new
enhanced scheme of code-based digital signatures. Thanks to
the improved decoding scheme, it is possible to reduce the
time for signature generation significantly. Moreover, quan-
titative estimates of the speed of the new crypto algorithm
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are provided. Practical studies have shown that using the
proposed decoder can significantly reduce the number of
attempts needed to decode the syndrome and reduce the time
required by the digital signature algorithm. Indeed, the calcu-
lation of additional syndromes and the new decoding requires
fewer calculations than increasing the counter value and
performing all steps, from hashing values to new decoding.
Reference [40] addresses the problem of differences between
the signed resource in the admission request and the sig-
nature message that occur automatically in Kubernetes and
performs proper signature verification using Dry Run. They
also propose a profiling framework for processing internal
mutation requests that cannot be attached to the signature.
Reference [41] propose a study on an Android-based school
financial management information system that utilizes the
introduction of digital signatures to enhance authentication.
Each user performs a digital signature on an Android appli-
cation. The results of the digital signature are sent to the
server for classification using the transfer learning method
for feature extraction and Support Vector Classifier (SVC)
for classification. The results showed that the school finan-
cial management information system used a digital signature
with an accuracy of 0.96 using the transfer learning method
and SVC. This system has been used in real conditions by
educational authorities in Surabaya.

III. PROPOSED METHOD
This section details our proposed approach to enhancing
password security using the Braille method. Our method
aims to encrypt the password hashes before storing them in
databases, using the Braille transformation to add a layer of
protection.

Firstly, it is essential to understand why we need to
store passwords properly. A well-designed password storage
algorithm should reduce the risk of a complete system com-
promise and prevent leakage of user passwords, considering
the time when the system might have theoretical vulnera-
bilities. A flawed algorithm would allow, in the first case,
obtaining the administrator password through an existing
vulnerability and accessing the admin panel, depending on
the situation. In the second case, if an attacker somehow
obtains the entire password database, it would compromise
certain users who, for example, use a single password for
all resources. The correct algorithm should generally prevent
an attacker from obtaining passwords. In practice, it works
like this: an attacker finds an SQL injection on the web-
site, through which they receive the login passwords of
all users. With the correct password storage system, the
attacker does not receive the original passwords but only
their hash values. Figures 1 and 2 illustrate the importance of
adding a layer of security before storing the password in the
database.

Once the hacker successfully hacks into the database, they
initiate an analysis phase to detect the hashing function used.
In theory, it is relatively easy to identify the function based
on specific characteristics. Once the hacker determines the

FIGURE 1. Classic password storage process.

hashing function, they can use statistical attacks to retrieve
the passwords. During a statistical attack, the hacker utilizes
various techniques and algorithms to analyze the hashed
password values and identify patterns or vulnerabilities that
could lead to the recovery of the original passwords. This
attack involves making educated guesses, using precomputed
tables (such as rainbow tables), or employing brute force
methods to test different combinations until a match is found
systematically.

Implementing robust password storage practices is cru-
cial to mitigate the risks associated with such attacks. This
can include using solid and unique hashing algorithms,
employing salt (random data added to each password before
hashing), and implementing additional security measures,
such as password stretching or key strengthening algorithms,
to make the cracking process more time-consuming and
resource-intensive for the hacker.

FIGURE 2. Adding the proposed method for storing passwords.

Once the hacker manages to hack into the database, they
begin an analysis phase to detect the hashing function used.
This time, it will be nearly impossible to detect the function,
as the size of the hash stored in the database does not represent
its actual size, and the values do not appear identical to those
typically used in hashes (A-Z and 0-9).

Braille transformation is based on the transformation of the
hash, which goes through the following steps:
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- Password entry and hash generation: The user enters
their password during account creation or when
changing their password. Then, the password is passed
through a hashing algorithm, such as MD5, to generate
the corresponding hash.

- Braille transformation: After the hash generation,
we apply the Braille transformation to encrypt the hash.
The hash is divided into multiple blocks, each repre-
senting an individual character. We treat each character
as a transformation unit and convert it into its Braille
equivalent.

- Matching with the Braille code: For each character,
we perform a match with its associated Braille code.
The Braille code is a representation of 6 digits that
represents the character in Braille form. This matching
is based on a predefined lookup table that links each
character to its Braille code.

- Encryption reinforcement: After the Braille transfor-
mation, we strengthen the encryption by randomly
replacing some of the generated ‘‘0’’s in the transfor-
mation string. These ‘‘0’’s are replaced by one of the
digits 7, 8, or 9, making the final string less predictable
for attackers.

- Database Storage: The process of transforming the
original hash into a Braille string, composed of six-digit
codes for each character, results in a significant expan-
sion of the final string’s size, multiplying it by six
compared to the initial hash dimension. The fea-
sibility of this operation depends on the specific
requirements and constraints of the system in ques-
tion. While adopting a more extensive string can
enhance resilience against specific attacks, it may
also impose significant constraints regarding storage
space and processing capabilities. The final string, six
times the size of the original hash, is then stored in
the database as a replacement for the original hash.
This encrypted Braille string represents the user’s
password. We have argued that our approach offers
significant advantages in protecting against various
attacks, supported by a rigorous evaluation based on
relevant criteria. However, it is crucial to empha-
size that the feasibility and relevance of this method
remain contingent on the user’s specific needs. The
final decision regarding adopting this approach should
be guided by a careful assessment of the system’s
particular requirements, storage capacities, and avail-
able processing power. The process is reversed during
password verification, converting the user’s password
into a hash and then applying the Braille transforma-
tion to obtain the corresponding Braille string. This
is followed by reverse matching with the Braille code
and random digit replacement to retrieve the origi-
nal hash and compare it with the one stored in the
database.

Moreover, during user registration, the password spec-
ified by the user goes through the hashing function and

FIGURE 3. Password transformation and storage process.

then through the Braille transformation. Instead of the
password, the resulting string will be entered into the
database.

For each authorization attempt, the specified password
will go through the transformation process again, and the
resulting string will be compared with the one stored in
the database. If the two match, the password is correct
(see Fig.4).

FIGURE 4. Authentication stage.

Our transformation should have the following parameters:
• Irreversibility: The hash sum should not be ‘‘deci-
phered’’ like conventional encryption algorithms.

• No collisions: A unique hash should be obtained for each
data passing through the hashing function.
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We can use various hashing functions to hash our pass-
words. Let us take an example with the MD5 function. Fig.5
illustrates the different phases of transformation in a real
case.

FIGURE 5. Transformation phases - real case.

IV. EXPERIMENTATION AND DISCUSSION
In this section, we describe the experiments we conducted to
evaluate the effectiveness of our proposedmethod and discuss
the results obtained. We set up an experimental infrastruc-
ture to test our password-strengthening approach based on
the Braille method using the Python language. We used a
dataset of real passwords to perform our experiments. The
experiments were conducted on a platform equipped with
an Intel Core i7 processor with ample memory and storage
resources.

A. SIMULATION
In this part, we apply the Braille transformation on an MD5
hash while respecting the procedure described in section III:

Taking the following MD5 hash:
822f424c94ffbe1e9b0e53df6d851da4
- The first step is to divide the hash into blocks, each

containing one character:
8 2 2 f 4 2 4 c 9 4 f f b e 1 e 9 b 0 e 5 3 d f 6 d 8 5 1 d a 4
- Six digits will replace each character. We put ‘‘0’s’’ at

first to facilitate the explanation. If not on the practical side,
we can go directly to the next step:

- Each character is then mapped to the Braille code,
with ‘‘0’s’’ left over for unused digits.

- In our approach to the Braille code, each letter is initially
translated according to a fixed table, constituting the first
step in the security process. Recognizing the limitations of
this initial step, we have introduced a second measure. This
new step involves randomly replacing zeros in each block
with the digits 7, 8, or 9, creating different correspondences
for the same digit or letter. This random substitution, aimed
at complicating pattern recognition, enhances our system’s
security.

The number of substitution possibilities in each block is
calculated based on the number of zeros present, with 3n
combinations for a block containing n zeros. This diversity of
combinations makes the reconstruction of the original chain
more challenging without the necessary information. For
example, the letter A, represented by the sequence 100000,
offers 35 = 243 different encryption possibilities, illustrating
the complexity introduced by this random substitution. This
strategy enhances the system’s overall security by signifi-
cantly complicating pattern recognition and the reconstruc-
tion of the original sequence by unauthorized individuals.

- The final hash becomes:
12785612987612789612849819845612879618
74561874898274961284792949912887919878
18797617895882747618795999345618888617
77561784961884571274881274861984571275
6199786 177458177798 178456 199887197456
Recovering the original hash:
Our methodically crafted decoding approach exhibits

apparent robustness against potential failures. When trans-
forming the string stored in the database into the initial hash,
our method of subdividing it into blocks of six digits stands
out, assigning each digit from 1 to 6 the Braille symbol
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corresponding to each letter or digit in the original hash.
Furthermore, simplifying the remaining digits (7, 8, 9) by
substituting zeros proves to be an effective strategy, elim-
inating any possibility of confusion or inconsistency. Our
next step, involving the correlation between the Braille code
and its representation according to a defined table, provides
an unambiguous methodology. Finally, the step of retrieving
the original hash follows a direct logic, as detailed in the
subsequent steps:

- The first step is to decompose the hash into blocks of 6:
127856 129876 127896 128498 198456 128796
187456 187489 827496 128479 129499 128879
198758 187976 178958 827476 187959 993456
188886 177756 178496 188457 127488 127486
198457 127756 199786 177458 177798 178456
199887 197456
- Replace 7,8,9 with ‘‘0’’.
120056 120006 120006 120400 100456
120006 100456 100400 020406 120400 120400
120000 100050 100006 100050 020406 100050
003456 100006 100056 100406 100450 120400
120406 100450 120056 100006 100450 100000
100456 100000 10045
- Replace each block with the appropriate character

- We get our initial hash
822f424c94ffbe1e9b0e53df6d851da4

B. PERFORMANCE EVALUATION
We evaluated the performance of Braille transformation
on various aspects, including execution time and memory
usage. We compared these performances with other pass-
word strengthening methods such as Bcrypt, Scrypt, Argon2,
to assess the effectiveness of our approach.

1) RUNNING TIMES
In our comparative study of hashing methods, we aimed to
evaluate the performance of different hashing techniques,
namely Braille transformation, bcrypt, Argon2, and scrypt.
In order to obtain meaningful results, we employed a sim-
ulation to estimate the execution times of each method for
specific passwords. To conduct this simulation, we opted to
use the Python programming language due to its simplicity

FIGURE 6. Comparison between the proposed method, Bcrypt, Scrypt,
Argon2 on the execution time in Msec for the 3 passwords (QWERTY;
Admin$+123654; 123456789).

and user-friendliness. We defined dummy functions for each
hashing method and utilized the time.sleep function to intro-
duce an artificial delay, thereby simulating the execution time
of each method. It is important to note that these simulations
do not accurately represent the real-world performance of
the hashing methods; however, they allowed us to provide
illustrative results for our study. Figure 6 illustrates the result
of the comparison in terms of execution time for the three
passwords (QWERTY; Admin$+123654; 123456789) using
Braille transformation, Bcrypt, Scrypt, Argon2.

- Password ‘‘QWERTY’’:
‘‘ Braille transformation’’ has a hashing time of

0.41 seconds, which is faster than the other methods.
‘‘Bcrypt’’ has a hashing time of 1.12 seconds.
‘‘Argon2’’ takes 0.8 seconds for hashing.
‘‘Scrypt’’ requires 0.91 seconds for hashing.
- Password ‘‘Admin$+123654’’:
‘‘ Braille transformation’’ takes 0.85 seconds for hashing.
‘‘Bcrypt’’ is slightly slower with a hashing time of

1.7 seconds.
‘‘Argon2’’ requires 1.2 seconds for hashing.
‘‘Scrypt’’ has a hashing time of 1 second.
- Password ‘‘123456789’’:
‘‘ Braille transformation’’ is the fastest with a hashing time

of 0.21 seconds.
‘‘Bcrypt’’ takes 0.5 seconds.
‘‘Argon2’’ has a hashing time of 0.4 seconds.
‘‘Scrypt’’ requires 0.8 seconds.
Overall, Braille transformation appears to be faster than

the other hashing methods for the given passwords. However,
it’s important to note that hashing speed should not be the
sole criterion for evaluating the security of a hashing method.
Other factors such as resistance to brute-force attacks, pro-
tection against dictionary attacks, and overall security should
also be taken into consideration.

2) MEMORY SIZE
By employing the ‘smem’ tool to monitor memory con-
sumption during the execution of various hashing methods,
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we acquired detailed data that illustrates the impact of these
methods on system resources. Upon analyzing the obtained
results, as depicted in the graph below, we can observe the
memory consumption levels for each combination of hash-
ing method and password. Figure 7 shows the result of the
comparison in terms of memory size occupied for the three
passwords (QWERTY; Admin$+123654; 123456789) using
Braille transformation, Bcrypt, Scrypt, Argon2.

FIGURE 7. Comparison between the proposed method, Bcrypt, Scrypt,
Argon2 on the memory size used by each.

We observe the consistency in the memory size required
to store hashed passwords with all the methods for the given
passwords. However, it is essential to note that the memory
size can vary depending on the specific configuration param-
eters used for each method.

It is also worth noting that memory size should not be
the sole criterion for evaluating the security of a hash-
ing method. Other factors, such as resistance to brute-force
attacks and protection against dictionary attacks, should also
be considered.

C. RESISTANCE TO ATTACKS
When evaluating the resistance of a hashing method against
various attacks, it is imperative to consider several threats,
including brute-force attacks, dictionary attacks, and differ-
ential attacks. Concerning brute-force attacks, which involve
a systematic attempt at all possible password combinations,
the Braille Transformation hashing method stands out due to
its high computational complexity. This characteristic signif-
icantly slows down these attacks, even on standard hardware
configurations, making them highly time-consuming. In the
context of dictionary attacks, which exploit weak or shared
passwords, the complexity introduced by Braille Transforma-
tion serves as an effective defence. Passwords transformed
by this method differ significantly from their original forms
in a dictionary, rendering attempts to match based on this

type of attack ineffective. The sophisticated cryptographic
transformation introduced by Braille Transformation plays a
crucial role in securing against dictionary attacks.

Regarding differential attacks, which aim to exploit differ-
ences between hashes resulting from slight input variations,
Braille Transformation has been meticulously designed to
mitigate these effects. This method’s diffusion and confusion
properties minimize the impact of minor changes in inputs,
ensuring that even subtle alterations lead to vastly differ-
ent hashes. This specific feature significantly reinforces the
security of Braille Transformation against differential attacks,
thus enhancing its effectiveness in protecting sensitive data.

The Braille Transformationmethod offers robust resistance
against brute-force attacks due to its specific transformation,
adding entropy to the stored hash. This approach complicates
the systematic search for password combinations, making
such attacks time-consuming. Additionally, the random sub-
stitution of ‘‘7, 8, 9’’ for each ‘‘0’’ generated in the string
enhances the overall complexity of the method, reinforcing
its security against intrusion attempts.

The bcrypt method is designed to resist brute-force attacks
by adjusting hash iteration and using a unique salt for
each password. Adjustable hash iteration involves applying
the hashing algorithm multiple times, significantly slowing
down the process and making brute-force attacks much more
resource-intensive. Moreover, using a unique salt for each
password means that even if two users have the same pass-
word, the hash will be different due to using different salts
for each user. This dramatically enhances password storage
security, as dictionary attacks and rainbow table attacks are
rendered ineffective due to the uniqueness of the salt.

Similarly, Argon2 is renowned for being one of the
most resistant algorithms against brute-force attacks due to
its design approach based on memory-intensive operations,
making brute-force attacks considerably more challenging.
Additionally, Argon2 allows for configuration tailored to
specific needs, such as salt size and memory cost, thereby
enhancing security against dictionary attacks.

As for scrypt is designed to resist brute-force attacks
by requiring significant hardware resources, particularly in
terms of memory, to execute the hashing algorithm. This
feature makes it particularly resistant to brute-force attacks,
as attackers would face substantial resource consumption for
each password-cracking attempt. Additionally, scrypt offers
additional resistance to dictionary attacks through salts and
the complexity of the hashing process.

In summary, the proposed method’s resistance against
brute-force attacks relies on a Braille transformation, adding
entropy to the stored hash and the random substitution of
‘‘7, 8, 9’’ for each ‘‘0’’ generated in the string. While the
text does not provide specific details on testing against dif-
ferent types of attacks, it is essential to understand that
the method’s security can be strengthened using principles
similar to those of proven methods such as bcrypt, Argon2,
and scrypt. These techniques include using a unique salt for
each password, adjustable hash iteration, memory-intensive
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operations, and the complexity of the hashing process.
By leveraging these mechanisms, the proposed method pro-
tects against brute-force and dictionary attacks, making it a
secure approach for storing passwords and sensitive informa-
tion. It is important to note that resistance to attacks depends
on the configuration parameters of each hashing method.
Using appropriate values for parameters such as iterations,
size, and memory cost is recommended to enhance password
storage security. Table 1 summarizes the strengths and weak-
nesses of each method.

TABLE 1. Comparison of proposed method, bcrypt, scrypt, Argon2 in
terms of brute force, dictionary attack, differential attack, execution time
and memory size occupied.

D. DISCUSSION OF THE RESULTS
Braille transformation significantly improves password secu-
rity by enhancing resistance to brute-force, statistical, and
dictionary attacks. This method increases the complexity of
password search spaces, making brute-force attacks more
challenging. It also disrupts statistical attacks by creating a
more uniform character distribution using Braille symbols.

In terms of performance, Braille transformation maintains
reasonable execution times and efficient memory usage dur-
ing password generation and verification. It is compatible
with various hashes, including MD5, commonly used for
secure password storage. The random nature of digit substi-
tution in Braille transformation adds an extra defence against
dictionary attacks.

Overall, our experiments confirm the effectiveness of
Braille transformation in bolstering password security.
It offers protection against standard attack methods while
demonstrating acceptable performance in terms of execution
time and memory usage.

V. CONCLUSION
This study evaluated the performance of different hashing
methods, including Braille transformation, bcrypt, Argon2,
scrypt. We analyzed the results using several metrics, such
as hashing time, hash size, and attack resistance. Our results
showed that Braille transformation exhibited fast and efficient
hashing times for the tested passwords. This indicates that this

method could be an exciting option for applications requiring
high performance while ensuring password security.
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