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ABSTRACT In this paper, we propose a novel session-based continuous authentication model using
photoplethysmography (PPG). Unlike previous PPG-based authentication techniques that generate user
signatures only during the initial interaction, our session-based approach tackles inter session PPG drifting
by generating a user signature at the start of each session. Our model is composed by two modules:
Firstly, heavy deep autoencoders (AE) are utilized for feature extraction and, secondly, a lightweight
Local Outlier Factor (LOF) is employed for user authentication.Additionally, we introduce a continuous
updating system for the LOF model, which automatically recovers from security breaches and can enhance
authentication accuracy by more than 9%. Our experiments show that in a single-session scenario, our
model achieves authentication accuracies of 93.5% and 91.8% on the CapnoBase and BIMDC benchmarking
datasets, respectively, outperforming the state-of-the-art baseline model by 3.2% and 1.6% on both datasets,
respectively. Inmultiple-session scenarios, our scheme attains an authentication accuracy of 95%when tested
on the BioSec2 dataset, effectively mitigating inter-session PPG drifting and achieving an advantage of
more than 8.5% in authentication accuracy over the state-of-the-art method. In terms of execution speed, our
solution is seven times faster at runtime compared to competing state-of-the-art solutions.

INDEX TERMS Security, biometric authentication, continuous authentication, PPG, deep autoencoders.

I. INTRODUCTION
Authentication is a vital part of any security system, as it can
be used to grant access to legitimate users only. Traditionally,
many authentication systems rely on static authentication
schemes, where the user is authenticated only once at the
start of the session [1]. Despite being effective against
various security threats such as brute force attacks, static
authentication schemes give permanent access to the device
and data, possibly leading to security breaches (e.g., hijacking
the user session). A typical example is a bank employee
that leaves their terminal unattended after having logged in.
To cope with the vulnerabilities introduced above, continuous
authentication schemes have been introduced. At its core,
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such a solution continuously checks user identity, locking
down the system if the user identity could not be verified [2].
A simple solution for continuous authentication is to ask

the user to input the password periodically; however, this
approach would disrupt the user’s workflow and reduce
the system’s overall usability. Another approach is to use
one-time authentication and then use proximity sensing
on user’s wearable devices, such as a smartwatch or
smartphone, to identify when the legitimate user is not in
the proximity of system—unattended systems can easily be
exploited by a physically close adversary. However, this
latter approach is vulnerable if the adversary gain position
of the user device, or the user unintentionally leaves it near
the system. Alternatively, the authentication system could
passively collect information about the user to be used
in the authentication processes. The collected information
can be behavioral characteristics, such as keystrokes and
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mouse movement [3]. However, behavior characteristics
require the user to maintain a continuous active interaction
with the system (e.g., continuous mouse movement or
keyboard usage), which would be inconvenient if the user
is performing passive activities like reading an article or
watching a video. These cited limitations could be overcome
if the employed solution resorts to biometric signals, such
as photoplethysmography (PPG) [4] or Electrocardiography
(ECG) [5] or fusion of both [6]. Indeed, when the above
introduced techniques are adopted, continuous authentication
can be implemented, as the data to be inputted into the system
are collected passively and does not require maintaining
active user interaction with the system. Also, it is not possible
for an adversary to deceive the system by utilizing even
a stolen honest user’s wearable device, since the data to
support authentication are the biometric data of the owner
of the device, the device itself not storing or producing
any useful material to pass authentication. These features
make biometric data perfect candidates for continuous
authentication systems.

In the realm of biometric authentication, it is worth notic-
ing the recent advancement on the Internet of Medical Things
(IoMT) and biometric sensing. These advances resulted in
the widespread diffusion of wearable devices that include
biometric sensors such as fitness trackers and smartwatches
that usually include sensors like PPG. In addition, ECG
can provide more detailed information about the person
compared to PPG and usually leads to a more accurate
authentication system; however, ECG is inconvenient in real-
life scenarios, since the sensors needed to implement the
cited technique are more expensive and more difficult to
wear and maintain [7]. Instead, PPG data is much easier to
collect, and PPG sensors are much more cost-efficient than
ECG sensors [7]. Also, PPG signals provide a solution to
the vulnerability of traditional authentication systems against
spoofing attacks, as it provides advantages such as being
difficult to spoof or steal and live detection [8]. Furthermore,
several works have demonstrated the feasibility of PPG-based
authentication systems, as the distinctive differences in
PPG signals between individuals can be utilized for unique
identification [9], [10], [11].

While PPG-based authentication is still in its early
stages [8], various spoofing attacks have been attempted
against PPG-based authentication systems. One example
is the use of stealthy recording of PPG signals from
non-genuine measurement sites (also known as presentation
attacks) to deceive PPG-based authentication systems [12].
Another approach is to remotely steal PPG signals from
video recordings of the victim, known as remote PPG (rPPG),
which can be used to breach the authentication system [13].
Therefore, in this article, we focused on developing a

PPG-based authentication system that provides high usability
in practical use cases and with high authentication accuracy.
However, it should be noted that PPG based authentication is
not an easy task. For instance, signals collected fromwearable
sensors are affected by the user’s physical or mental state

change. Thus, factors that can affect the cardiovascular sys-
tem, such as diet, sleeping, physical exercise and emotional
state affect the PPG signature of the user. This effect can
lead to the increase in the False Rejection Rate (FRR), where
honest users are denied access to the system, raising a need
to provide an authentication scheme that is tolerant to fast
change of PPG signal (or PPG time drifting).

Contributions
In this work, we provide several contributions.

In particular:

• A session-based continuous PPG authentication scheme
that eliminates the effect of inter-session PPG time
drifting while providing higher authentication perfor-
mance than traditional schemes and having similar
buffering duration. As shown by our experiments, our
proposed schemes provide an advantage of more than
8.5% in authentication accuracy compared to state-
of-the-art schemes on the BioSec2 dataset with an
inter-session gap of 17 days. Also, our scheme requires a
registration period (buffer size) as short as 15 heartbeats
(≈ 15 seconds assuming heart rate of 60 BPM) while
providing over 91% F1 score when evaluated on the
CapnoBase dataset.

• An efficient continuous authenticationmodel using deep
autoencoders (AE) and a lightweight Local Outlier
Factor (LOF) model. AE requires training just once
on a subset of users and can be applied to all users
without retraining, increasing the model utility. LOF
facilitates quick user registration and authentication
in a short registration period (as low as 15 beats).
Our solution surpasses traditional signal processing-
based systems, achieving an F1 score of 95.9% 91.3%
and 91.0% in the BioSec2, CapnoBase, and BIMDC
datasets, respectively. Also, our proposed solution has
a sevenfold faster execution time during authentication.

• A mechanism for continuously updating the authen-
tication model that provides a self-healing property,
enhancing the model’s resilience to adversarial attacks
and addressing intra-session PPG drifting, providing
more than 9% increase in authentication accuracy.

Roadmap
This paper is organized as follows: in Section II we provide

background information about authentication modes and
PPG signals. Section III summarizes the related work on PPG
authentication. Then, in Section IV, we discuss the proposed
continuous authentication scheme and authentication model
alongside the baseline model that was used to evaluate
the Performance of our proposed solution. In Section V
we analyse and discuss the findings of our experiment.
Finally, Section VI summarizes our work and discusses future
directions.

II. BACKGROUND
In this section, we discuss an overview of the PPG signal,
followed by a survey of the various types of authentication
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FIGURE 1. Points of interest in a PPG signal from the CapnoBase dataset
include the systolic peak, which represents the peak of a heartbeat, and
the diastolic point, which represents the lowest point in the heartbeat.
The Inter-Pulse Interval (IPI) corresponds to the time between two
consecutive diastolic points or systolic peaks, while the beat amplitude
represents the difference between the systolic peak and the diastolic
point.

modes for machine learning (ML) / Deep learning (DL)
models.

A. PPG SIGNAL
The Photoplethysmogram (PPG) is a non-invasive optical
method used to monitor changes in blood volume [14]. PPG
offers a cost-effective way to measure various biological
parameters, including heart rate, blood oxygen saturation,
respiration rate [15], blood pressure [16], and blood glucose
levels [17].
Figure 1 illustrates key points in a PPG segment from

the CapnoBase dataset, highlighting the signal’s periodic
nature. Notably, PPG signals contain systolic and diastolic
points, representing peak and trough values. The time
between consecutive diastolic or systolic points, known as the
inter-pulse interval (IPI), can be used to measure heart rate
variability (HRV) [18]. Additionally, the difference between
the diastolic point and the systolic peak can quantify beat
amplitude. Due to its versatility, PPG signals have been
widely employed in biometric authentication systems, a topic
explored in detail in Section III.

B. USER AUTHENTICATION
User authentication models based on ML/DL are usually
developed as one-class classification, binary classification,
or multi-class classification. In one-class classification, the
model is trained only on legitimate user data. This model
is close to real-life scenarios, where adversary data are not
available. Exemplary algorithms for this approach are local
outlier factor, one-class support vector machine, and isolation
forests. In binary classification, a model is trained with legit
users’ data and adversary data in an authentication problem,
where the model classifies data as either honest or adversary.
Both one-class classification and binary classification can be
seen as authentication problems because the user claims the
identity, and the model verifies the correctness of the user’s
claim. In multi-class classification mode, the model is trained
with honest and adversary data in an identification problem,

where the model identifies and authenticates a specific user
out of an extensive set of users.

It is worth noticing that using binary or multi-class
introduces a limitation. Specifically, the model needs to be
trained on the legitimate user and adversary data, which is
not usually available to the end-user. Also, using multi-class
classification complicates maintaining the model, as the
model would need to be updated and retrained with the
addition or removal of users from the authentication system.
On the contrary, one class classification provides the highest
usability, as the model requires only the honest user data for
the training process, and the model is user-specific. Hence,
no expensive retraining operation is required for adding or
removing users to/from the authentication system. However,
one-class models usually provide lower performance than the
binary or multi-class model, as the model is only limited to
honest user data during the training phase, which makes the
model prone to generalization problems like over-fitting or
under-fitting.

In summary, since this work aims to provide a usable
PPG authentication model, we limited our work to one-class
classification algorithms, as they require only honest user
data in training and need not to be retrained or modified after
adding or removing users from the authentication system.

III. RELATED WORK
In this section, we explore the related work in the field
of PPG-based authentication, categorizing methods into
one-time and continuous authentication approaches.

A. PPG ONE-TIME AUTHENTICATION
PPG feature extractionmethods can be categorized as fiducial
or non-fiducial. Fiducial methods identify specific points
like systolic peaks and diastolic points, while non-fiducial
methods, such as wavelet transformations, and autoencoders,
extract features without specific points.

1) FIDUCIAL PPG AUTHENTICATION
In the realm of one-time authentication, researchers have
explored fiducial-based methods for PPG authentication. For
instance, Sarkar et al. [27] introduced an authentication
approach relying on converting fiducial points on the
PPG signal to Gaussian representation and using Quadratic
Discriminant Analysis to authenticate the user. Their model
achieved an accuracy of 96% on theDEAP dataset. Shang and
Wu [22] proposed a PPG-based authentication system that
uses motion gestures extracted from PPG signals and uses
Local Outlier Factor (LOF) to authenticate the user. Their
model achieved an accuracy of 96.31% on their in-house
dataset. Lovisotto et al. [21] developed a PPG authentication
system utilizing mobile camera lenses, achieving an 8%
Equal Error Rate (EER).

2) NON-FIDUCIAL PPG AUTHENTICATION
Conversely, non-fiducial methods have also garnered atten-
tion in PPG authentication. Choudhary and Manikandan [28]
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TABLE 1. Summary PPG based authentication related works.

proposed a noise-robust PPG authentication scheme based on
pulsatile waveform correlation, achieving an EER of 0.29%.
Karimian et al. [26] harnessed non-fiducial features from
PPG signals, outperforming fiducial point features with an
accuracy of 99.84% and an EER of 1.31%. Luque et al. [25]
devised a CNN-based authentication model, achieving an
impressive Area Under the Curve (AUC) score of 83.2%.
Sancho et al. [23] experimented with various non-fiducial
feature extraction techniques and achieved an EER of 1%
for the CapnoBase dataset. Yadav et al. [24] employed
Continuous Wavelet Transform for authentication, yielding a
mean EER of 2.11% on the DEAB dataset. Hwang et al. [20]
combined CNN and LSTM networks, achieving a 98% accu-
racy rate on the BioSec2 dataset. Lastly, Alotaiby et al. [19]
proposed an authentication model based on both PPG and
ECG signals, achieving an impressive average accuracy of
99.48% on the CapnoBase dataset.

B. PPG CONTINUOUS AUTHENTICATION
In the realm of continuous authentication, several noteworthy
approaches have been explored. Wu et al. [30] introduced a
sensor-based continuous authentication system that leveraged
SVM, autoencoders, and KNNmodels. Their model achieved
an F1 score of 81.67% in the walking state. Zhao et al. [4]
developed a continuous authentication system using custom
PPG sensors, achieving a 90% accuracy rate. They also
tested the system’s resistance to PPG signal drifting over
time, which indicated the need for periodic model updates
to maintain accuracy. Pu et al. [29] proposed a continuous
authentication scheme based on PPG signals, achieving a
5.5% EER for authentication.

In summary, existing PPG-based authentication methods
have demonstrated promising results in both one-time and
continuous authentication scenarios. However, they often
encounter challenges related to PPG signal drifting over
time and the duration of the registration phase. This
paper introduces a novel session-based PPG authentication
approach, which mitigates these challenges by proposing a
session-based approach, reducing the impact of PPG drifting,
and allowing for shorter registration phases. Additionally,

dynamic model updating is employed to adapt to in-session
PPG drifting.

IV. METHODOLOGY
In this section, we will detail the technical aspects of our
proposed model. To start, we will provide an overview
of the model. Next, we will examine the details of the
template creation process, introducing both the proposed
autoencoder model and the baseline model. After that,
we will thoroughly discuss the authentication model,
including the various one-class classification algorithms
employed and the continuous updating scheme. We will
also introduce the benchmarking datasets and explain our
data preprocessing procedures. Our validation methodology
will be presented, and we will conclude by introducing
the evaluation metrics and describing the experimental
testbed.

A. SYSTEM OVERVIEW
Figures 2 and 3 offer an overview of the registration and
authentication phases, respectively, for our proposed system.
In the registration phase (Figure 2), after passing the initial
authentication system, the user’s PPG signals are processed
by an AutoEncoder (AE) to create a baseline template.
A Local Outlier Factor (LOF) model is then trained on this
template for future user authentication.

The authentication phase (Figure 3) involves continuous
PPG data collection during user interactions. Simultaneously,
an AE derives the authentication template, compared to
the baseline using the LOF model. If both templates are
sufficiently similar, the session continues with the LOF
model updating. If not, the system locks. This two-step
process occurs at each user session start, ensuring a secure
authentication experience. Algorithm 1 shows an overview
of the proposed authentication scheme.

The session-based nature of our proposed system was
designed specifically to overcome the inter-session PPG
drifting. Additionally, intra-session PPG drifting is managed
through dynamic baseline template updates based on live
PPG data. Also, the utilization of AE for unsupervised feature
extraction, making it usable with only honest user data,
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FIGURE 2. This diagram provides an overview of the Registration Phase within the proposed session-based authentication scheme. After successfully
passing through the initial authentication layer (e.g., password-based system), PPG signals are collected and subsequently input into the autoencoder
(see Section IV-B) to generate the baseline template. This baseline template is then employed to train the LOF authentication model (see Section IV-C1).

FIGURE 3. This diagram provides an overview of the Authentication Phase in the proposed session-based authentication scheme. Throughout the user
session, continuous collection of PPG data occurs. Subsequently, the autoencoder (see Section IV-B) is employed to generate the authentication template.
This template is utilized by the authentication model (see Section IV-C1) for user authentication. If the user is successfully authenticated, the
authentication model is updated (refer to Section IV-C2). In case of unsuccessful authentication, the system is locked.

eliminating the need for an adversary dataset. Moreover,
it’s a one-size-fits-all solution, requiring just one AE for all
system users (including new system users without the need
to retrain the AE), reducing registration and update time and
data demands.

In the following sections, we will discuss the details of the
proposed authentication scheme.

B. TEMPLATE CREATION
Template creation is essentially a feature extraction chal-
lenge, aiming to derive a set of features that best represent the
user. As demonstrated earlier, this can be achieved through
fiducial or non-fiducial approaches. However, for our specific
task, non-fiducial methods have been shown to outperform

fiducial ones [26], so our focus in this work is on non-fiducial
methods.

In this section, we introduce our proposed feature extrac-
tion method using Deep Autoencoders and also present our
baseline method based on Wavelet Transformation (DWT)
and Kernel Principal Component Analysis (KPCA).

1) AUTOENCODER
Autoencoders are widely used in unsupervised learning,
feature extraction, and dimensionality reduction [29]. They
aim to reproduce their input at the output layer while passing
the data through a lower-dimensional bottleneck layer that
encourages the model to keep relevant information and
discard irrelevant details. The autoencoder consists of two
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Algorithm 1 Authentication Algorithm
Data: PPG

Result: Authentication Decision

baseline_tmpt← None;
while True do

beats← preprocess(PPG) ; /* filtering
and segmentation */

auth_tmpt← encoder(beats);
if user_tmpt is None then

baseline_tmpt← auth_tmpt;
else

decision←

detect_outliers(auth_tmpt,baseline_tmpt);

if decision is normal then
append(baseline_tmpt,auth_tmpt);

else
exit_session() ;
break;

end
end

end

FIGURE 4. The design of the proposed Autoencoder: The autoencoder
consists of four encoding layers, a bottleneck layer, and four decoding
layers.

parts: an encoder E that maps input x to a code c, and a
decoder D that reconstructs the output r from the code c.
The error of the autoencoder is measured by calculating the
distance between the input x and the output r [32]
Setting the dimensionality of the code c lower than that of x

forces the autoencoder to find a compressed representation of
x that minimizes the error, focusing on informative features
for more accurate reconstruction. Autoencoders can be either
shallow, with a single layer for the encoder and decoder,
providing low computation cost and reasonable performance,
or deep, with a stack of deep neural network layers, enabling
more efficient learning of nonlinear patterns in the data, albeit
with higher computational cost [32].

Our proposed deep autoencoder is composed of four
fully connected layers representing the encoder part, one
bottleneck layer, and four fully connected layers representing

FIGURE 5. t-SNE [31] representation of the output of the encoder for PPG
data that were not used for training—data from the CapnoBase dataset.
The axes in the figure represent the two components from t-SNE.

the decoder part. All the layers use a leaky ReLU activation
function [33], with a batch normalization used for each layer
to normalize the output of the layer, helping to create a more
stable model [34]. The number of nodes in the encoding
layers follows a decreasing order from 100% of the input
shape at the input layer, then 85%, 65%, 45%, 25% for
the first, second, third, and fourth layer of the encoder,
respectively, then a bottleneck layer with 15% of the input
shape, and then a decoder layers with the inverse number of
nodes of the encoder layer, that is 25%, 45%, 65%, and 85%.
Finally, an output layer of the same size as the input layer.
The model is trained using mean square error loss function,
and ADAM optimizer. Figure 4 shows the used autoencoder
design.

The autoencoder is then trained over 500 epochs with a
learning rate of 0.001 and a batch size of 500 beats. The
model uses early stopping if the validation loss does not
improve for 25 epochs. After the autoencoder is trained, the
decoder part is discarded, and the encoder part is saved.
Then, the encoder part is used to construct the user signature
(named baseline template) through processing of the raw PPG
signals.

Figure 5 shows a 2D projection of the encoder output using
t-SNE [31] for the users’ data that were not used to train
the autoencoder—on CapnoBase dataset. The figure shows
that the encoder can efficiently identify unique features from
unseed raw PPG signal that can help to discriminate users.

2) DWT + KPCA
To assess the performance of our proposed system, we imple-
mented an authentication model based on the approach
introduced by Karimian et al. [26]. This model leverages
Discrete Wavelet Transformation (DWT) and Kernel Prin-
cipal Component Analysis (KPCA) for template creation.
It’s worth noting that their model stands out as one of the
state-of-the-art solutions in PPG biometric authentication on
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the CapnoBase dataset, as highlighted in recent studies [35],
[36], [37]. Their best-performing model achieved remarkable
results with an average accuracy of 99.84% and an EER of
1.31% on the CapnoBase dataset [38].

Discrete Wavelet Transformation (DWT) is a signal
processing technique that decomposes a signal into differ-
ent frequency components, known as wavelet coefficients.
It offers a multi-resolution analysis, capturing both high
and low-frequency components of the PPG signal. DWT
can effectively extract relevant features that represent the
variations and patterns in the PPG signal. However, the
coefficients of the DWT are sometimes longer than the signal
itself. Thus, there is a need for a method that can reduce the
size of this signal.

Kernel Principal Component Analysis (Kernel PCA) is
a nonlinear extension of the traditional PCA method.
It leverages a kernel function to map the data into a
higher-dimensional feature space, where it becomes linearly
separable. Kernel PCA and related techniques [39] can
uncover complex patterns and relationships within the PPG
data, enabling discrimination between different users and
improving the performance of the authentication model.

For the implementation of the DWT+KPCA system,
we used the same parameters as proposed by the original
authors [26]. Specifically, we utilized the coif wavelet for
DWT and the RBF kernel with 10 components for KPCA.
This ensured a fair comparison between the two feature
extraction methods in our study.

In their original work [26], Kaimian et al. employed a k-s
test-based correlation filter for feature selection. However,
due to a lack of details regarding their exact methodology,
we opted for a mutual information-based feature selection
approach in our implementation. This involved selecting the
top 150 features that carried the most relevant information.
To maintain a fair comparison between the DWTKCAP
and AE models, we standardized the classification method,
choosing the Local Outlier Factor algorithm, which demon-
strated superior performance, as indicated in the results
section.

To validate the accuracy of our implementation, we fol-
lowed the original work’s testing protocol, conducting
50 repetitions and averaging the outcomes. Our replicated
model achieved impressive results, with an EER of 1.46%
and an accuracy of 98.95%, closely aligning with the original
work’s reported metrics (99.84% accuracy and 1.31% EER).

C. AUTHENTICATION
After extracting features from the PPG signals using the
template creation method, our next step involves user
authentication through the authentication model. To tackle
this challenge, we have chosen to employ the one-class
classification model. The rationale behind this choice is
that these models rely solely on honest user data for
training, which enhances their practicality and ease of use.
Additionally, we have implemented a continuous updating

mechanism to address the issue of intra-session PPG signal
drift. In the following subsections, we will delve into the
specifics of both the authentication model and the continuous
updating mechanism.

1) AUTHENTICATION MODEL
Our proposed solution relies on one-class classifier
algorithms, which offer significant practicality, as they
exclusively demand data from legitimate users for the
training phase. To assess the effectiveness of our approach,
we conducted experiments with various one-class classi-
fication algorithms, namely Local Outlier Factor (LOF)
[40], One-Class Support Vector Machine (OCSVM) [41],
Elliptic Envelope (EE) [42], and Isolation Forest (IF) [43].
We implemented all these algorithms using the scikit-learn
Python library [44]. In each case, we adhered to the default
parameters recommended by the scikit-learn library, except
for LOF, where we adjusted the number of neighbors to
30 beats, aligning it with half of the buffer size for optimum
performance.

During the registration phase, the one-class classification
algorithm is first trained on the baseline template. Then,
during the authentication phase, it continuously tests the
similarity between the authentication and baseline templates.
Since both templates are composed of non-fiducial features
representation of the single heartbeats, this problem can be
rephrased as outlier detection between the authentication
template and the baseline template. If the majority of beats
in the authentication template are considered outliers to beats
in the baseline template, it indicates the existence of an
adversary. However, if most beats are considered inliers,
we conclude that the subject under test is the legitimate user.

The performance of our authentication model is influenced
by two critical parameters: the size of the baseline template,
which is controlled by the buffer size, and the configuration of
the authentication template, which is regulated by thewindow
size. The buffer size, which determines the size baseline
template, governs the amount of data available for training the
model. For instance, with a buffer size of 60 beats, the model
is initially trained on data of 60 user beats. While increasing
the buffer size tends to improve the model’s quality, it does
come at the cost of a longer active training period.

Conversely, the length of the authentication template can
be tailored by adjusting the window size. For example,
setting a window size of 10 beats means the system attempts
to authenticate a user every 10 beats. This configuration
facilitates early detection of potential adversaries. However,
increasing the window size (e.g., to 60 beats) can enhance
accuracy but slows down the detection process. In the results
section, we conduct analysis on the effect of varying both the
buffer and window sizes.

2) CONTINUOUS UPDATE
The continuous update of the one-class classification
algorithm is performed by adding the authentication template
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to the baseline template if it is detected as inlier, then
retraining the one-class classification algorithm again on
the updated baseline template—the rate of this process
can be tuned to fit the system requirement. In detail, the
continuous updating process can be performed after every
M authentication cycle, where M is chosen by the system
admin according to the environment where the model would
be running. For example, on a mobile device with limited
power usage, M can be large to use the least amount of
power. However, on a desktop, M can be as small as 1, which
means the baseline template would be updated after every
authentication operation. In the testing phase in this paper,
M is set to 1.
This continuous update of the authentication model makes

the model more robust against intra-session PPG drifting—
drifting being tied to the user’s mental or physical state.
An interesting feature of this model is also its self-healing
property: the model would recover its usefulness even if it
was partially corrupted by an adversary, as long as the honest
user has more physical presence over the adversary.

D. BENCHMARKING DATASETS
In our evaluation, we utilized three publicly available
datasets: Bidmc [45], CapnoBase [38], and BioSec2 [20]
datasets. The Bidmc dataset comprises 8 minutes of PPG data
extracted from the MIMIC II matched waveform database.
This data was collected from 53 patients in the intensive care
unit during a single session. The CapnoBase dataset contains
8 minutes of PPG recordings from 43 users, including
29 pediatric and 13 adult subjects, all recorded during resting
conditions in a single session. Furthermore, to measure
the impact of our proposed model on the inter-session
PPG drifting, we used the BioSec2 dataset, which consists
of two sessions (17 days apart) of PPG recordings from
100 subjects. Each session comprises three trials, each lasting
for 90 seconds. These trials are designed to model the
randomness of data collection from the sensing device. In the
next subsection, we are going to introduce the preprocessing
stage that was applied to all our used datasets.

1) PREPROCESSING
Our proposed scheme commences with the initial step of
cleansing the received PPG signal to eliminate static noise
interference. To achieve this, we employed the PPG_clean
function from the neurokit2 library [46], which builds upon
the framework introduced by Elgendi [7]. This function
employs a third-degree Butterworth bandpass filter with
frequency cutoffs set at 0.5 Hz and 8 Hz. This filtering
process effectively eliminates noise stemming from motion
artifacts and baseline drift [7]. Subsequently, we segment
the PPG signal into distinct beats utilizing a state-of-the-art
beat segmentation algorithm developed by Elgendi et al. [47].
This algorithm is implemented in the neurokit2 Python
library [46].

FIGURE 6. Illustration of a noisy segment from the CapnoBase dataset.
The graph shows the three stages of preprocessing: (a) raw signal;
(b) filtered signal and marking of the places of the systolic peaks; and, (c)
extracted beats from the PPG signal.

FIGURE 7. Illustration of a clean segment from the CapnoBase dataset.
The graph shows the three stages of preprocessing: (a) raw signal;
(b) filtered signal and marking of the places of the systolic peaks; and, (c)
extracted beats from the PPG signal.

Figures 6 and 7 showcase segments from the CapnoBase
dataset, illustrating both the noisy and clean PPG signals.
It is evident from these figures that the peak detection
algorithm successfully identifies the systolic peaks within
the PPG signal, both in the presence of noise and in the
clean signals. However, it is worth noting that the filtering
technique does not completely eliminate all signal noise,
underscoring the importance of devising a robust algorithm
capable of operating effectively under noisy conditions.

E. VALIDATION METHODOLOGY
The validation process serves a twofold purpose: first,
to assess the template creation models’ ability to generalize to
unseen data, and second, to evaluate the overall performance
of the authentication system. To achieve this, we partition
all datasets into two distinct sets: the encoder dataset and

124220 VOLUME 11, 2023



H. A. Aly, R. D. Pietro: PulseOblivion: An Effective Session-Based Continuous Authentication Scheme

the authentication dataset. The encoder dataset is employed
to train the template creation model, whether it is an
autoencoder or a baseline model, while the authentication
dataset is reserved for assessing authentication performance.

To evaluate the generalizability of the template creation
models, we adopted an unsupervised training approach.
Initially, these models are trained on the encoder dataset,
and subsequently, the data used for the encoder dataset is
discarded and not used in the subsequent evaluation step. This
process simulates a scenario where a single template creation
model is trained for an organization on a subset of users and
then applied to all users in the organization. This approach
enhances usability, as it eliminates the need for retraining
when adding or removing users from the authentication
system.

After training the template creation models, we proceed
to evaluate authentication performance. In this evaluation,
we employ a one-vs-all cross-validation approach on the
authentication dataset. This involves selecting one user as
the honest user while considering all other users as potential
adversaries. However, this approach can lead to a significant
class imbalance problem. To address this, we randomly
sample a subset of data from the adversary users, ensuring
it matches the length of the honest user’s data, effectively
balancing the dataset.

It is essential to note that not all of the honest user’s data
is utilized during training. Only the initial n beats, where n

represents the buffer size (baseline template), are used for
training, while the remaining data is reserved for testing. For
instance, if the buffer size is set to 60, the first 60 beats are
used for training the authentication model, and the remaining
beats are used for testing. Additionally, in the case of the
BioSec2 dataset, which contains multiple trials for each
session (unlike the other two datasets), the evaluation process
is repeated for each user and trial. This approach aligns with
our session-based model, where each trial represents the start
of a different session.

Finally, we repeat the entire simulation 50 times for
each dataset, with users randomly selected for training the
template creation models and the authentication model. Our
experiments have shown that a buffer size of 60 beats and a
window size of 10 beats provide the best overall performance
for both the CapnoBase and BIDMC datasets. As for the
BioSec2 dataset, due to its limited data duration, we used a
buffer size of 30 beats. These choices were made based on
their ability to deliver optimal performancewhilemaintaining
a balance between accuracy and waiting time, as we will
discuss in detail in the results section.

F. EVALUATION METRIC
Evaluating authentication models and classification models
in general depends on the number of True positive (TP), False
Positive (FP), True Negative (TN), and False Negative (FN)
samples. To describe the system performance based on those
characteristics, the following evaluation metrics have been
used.

• False Acceptance Rate: This is the rate at which an
honest user is denied access to the system. FRR can be
calculated as following:

FP

FP + FN
(1)

• False Rejection Rate: The rate at which an adversary is
given access to the system

FN

TP + FN
(2)

• Equal Error Rate: is a method to optimize the trade-off
between FRR and FAR—both of them should be as low
as possible. EER is calculated by plotting FAR and FRR
on a ROC plot, where the lowest point in the curve
represents EER.

• Precision: is the probability that a user is being given
access to the system is honest.

TP

TP + FP
(3)

• Recall: is the probability that an honest user would be
given access to the system.

TP

TP + FN
(4)

• F1: F1 is defined by the harmonic mean of the Precision
and Recall of the model, which emphasizes a balance
between Precision and Recall.

2×
Precision× recall

precision+ recall
(5)

• Authentication Accuracy: is the number of correctly
identified instances over the total number of instances.

TP + TN

TP + FP + TN+ FN
(6)

G. TESTBED
The experiment was done on ubuntu 18.04.4 with a Xeon
Gold 6128 CPU, Quadro P4000 8GB GPU with CUDA
version 10.1, and using Python-3.9.7. For developing the
autoencoder, we used TensorFlow 2.4.1. And, for all the
outlier detection algorithms, we used sci-kit learn 0.24.2.
As for performing beats extraction, we used biopsy 0.7.3.
Furthermore, we used Scipy 1.6.2 and neurokit2 0.1.4.1 to
filter the signal, and DWT implementation in pywavelete
1.1.1 was used in the baseline model.

V. RESULTS AND DISCUSSION
In this section, we will comprehensively assess the perfor-
mance of our proposed authentication model and authen-
tication scheme. To do so, we will begin by examining
single-session scenarios and subsequently extend our analysis
to multiple-session settings. Additionally, we will delve into
the interpretability of the model’s decisions using GRAD-
CAM models. We will then investigate the impact of various
model parameters, including the choice of authentication
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algorithms, buffer size, window size, and decision thresholds.
Furthermore, we will evaluate the effectiveness of the
automatic recovery feature embedded in our model. Finally,
we will conclude this section by comparing our findings with
related work in the field.

A. SINGLE SESSION SETTINGS
Table 2 shows the performance of the baseline model
(DWT+KPCA) and our proposed model (AE) Under single
session settings on both the BIDMC and CapnoBase datasets.
The results illustrate that the proposed model can provide
lower EER and higher accuracy and F1 over the baseline
model. For the BIMDC, the proposed model provided a
reduction in EER by 2.3%, and in the CapnoBase, the
proposed model provided an increase of more than 6% in
F1 score. Furthermore, both models achieved almost perfect
precision on the CapnoBase dataset, whereas the proposed
model achieved a higher recall with an increase of more
than 6%. Also, on the BIMDC dataset, the proposed model
achieved better performance than the baseline model across
all metrics.

Additionally, figures 8 and 9 depict the comparison of the
kernel density estimate (KDE) distribution for EER, F1, and
accuracy between the proposed and baseline models on the
CapnoBase and BIDMC datasets, respectively. The figures
indicate that the proposed model exhibits a higher density
around small EER values in comparison to the baseline
model. Also, a similar trend is observed for F1 and accuracy
in both datasets. Specifically, the proposedmodel has a higher
density around high score areas compared to the baseline
model. This finding suggests that the proposed model is more
likely to perform better than the baseline model based on the
evaluated datasets.

B. MULTIPLE SESSION SETTING
The results presented in Table 3 offer a comparison of our
session-based authentication scheme, examined across mul-
tiple sessions spanning 17 days, in reference to Hwang et al.’s
study [20]. In Hwang et al.’s scheme, the objective was
to establish a stable representation of the PPG signal that
couldwithstand PPG drifting.When their model was assessed
acrossmultiple sessions, it yielded an Equal Error Rate (EER)
of 12.9% and an accuracy of 87.1%. Notably, in a single
session, their system achieved an EER of 2% and an accuracy
of 98%. This resulted in an 11% reduction in accuracy
and a 10.9% increase in EER, highlighting the detrimental
impact of inter-session PPG drifting on their authentication
performance.

In contrast, our proposed scheme demonstrates a substan-
tial performance improvement. We achieved an EER of 2.7%
and an accuracy rate of 95.9%, showcasing our system’s
robust ability to accurately authenticate users across multiple
sessions. This demonstrates the effectiveness of our proposed
scheme in mitigating the adverse effects of inter-session PPG
drifting while maintaining performance levels comparable to
the single-session scenario.

C. MODEL EXPLAINABILITY
Furthermore, to better understand how the Autoencoders
can extract effect representation of PPG we employed
Gradient-weighted Class Activation Mapping (GRAD-
CAM) algorithm [48]. This algorithm can identify the
important parts in PPG beats that have the most significant
effect on the Autoencdoer output. GRAD-CAM calculates
the average weights of the Dense layers based on the inferred
class probabilities, allowing us to pinpoint the segments of the
input that had the greatest impact on the model’s decision.
Figures 10 and 11 illustrate the areas of the signal that
contribute the top 25% to the Autoencoder output for both
the CapnoBase and BIDMC datasets. The figures show an
average and standard deviation of 20,000 randomly selected
beats from each dataset. It is evident that the AE model tends
to emphasize the area around the systolic peak of the signal,
and the diastolic points at the start and end of each signal
also provide significant information to the AE model. This
suggests that the proposed AE model automatically learns to
focus on important areas of interest and can ignore parts of
the signal that do not provide much information.

D. EFFECT OF SYSTEM PARAMETERS
1) OUTLIER DETECTION ALGORITHM
Additionally, we conducted an evaluation to assess the impact
of various outlier detection algorithms, which included the
following: Local Outlier Factor (LOF) [40]; One-Class
Support Victor Machine (OCSVM) [41]; Elliptic Envelope
(EE) [42]; and Isolation Forest (IF) [43].We used the BIMDC
dataset in this test, where we fixed the random splitting
parameters and only changed the outlier detection algorithm
with every run, using a window size of 10 beats. Table 4
shows that the best algorithm in the majority of the metrics
is the LOF, except for the FAR, where SVM has the lowest
FAR. Also, the fastest algorithm to run the full experiment
was the SVM, followed by LOF with a difference of around
6 seconds.

2) EFFECT OF DECISION THRESHOLD
In the majority voting process, a crucial parameter to
consider is the decision threshold. This threshold plays a key
role in determining whether the authentication template is
considered valid. Specifically, if the percentage of normal
beats in the authentication template surpasses a certain
threshold, the template is authenticated as belonging to a
normal user. The authentication threshold can be configured
by the system administrator to prioritize either stringent
security (by setting a high authentication threshold), which
reduces the False Acceptance Rate (FAR) at the expense of
increasing the False Rejection Rate (FRR), or to provide a
better user experience (by choosing a lower authentication
threshold) with reduced security (resulting in a lower FAR).

Table 5 demonstrates the impact of varying the threshold
value from 0.1 to 0.9 using the LOF model on the BICMD
dataset. The experiment reveals that a threshold value of
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TABLE 2. Authentication performance results.

FIGURE 8. Kernel density estimate (KDE) plot comparing the distribution of Equal Error Rate (EER), F1 score, and Accuracy
for the proposed and baseline models on the Capnobase dataset.

FIGURE 9. Kernel density estimate (KDE) plot comparing the distribution of Equal Error Rate (EER), F1 score, and Accuracy
for the proposed and baseline models on the BIDMC dataset.

TABLE 3. Evaluation of the proposed authentication scheme under
multiple session settings with time lapses of 17 days using the BioSec2
dataset.

TABLE 4. The effect of different outlier detection algorithms.

0.5 strikes a balance between FAR and FRR. As the threshold
is increased, we can anticipate a general rise in FAR, at the
cost of increasing FRR. Conversely, reducing the threshold
prioritizes FRR over FAR.

FIGURE 10. Grad-CAM analysis on the BIDMC dataset: Highlighting the
Top 25% contributors to model decision.

3) WINDOW SIZE
For testing the effect of window size, we tested different
window sizes of 1, 5, 10, 20, 30, 60 beats, respectively. Table 6
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FIGURE 11. Grad-CAM analysis on the CapnoBase dataset: Highlighting
the Top 25% contributors to model decision.

TABLE 5. Effect of different threshold value for the majority voting
process.

TABLE 6. The effect of window size on BIMDC dataset.

shows the performance of the model on different window
sizes on the BIMDC dataset. According to the table, the
model’s performance improves as the window size increases.
Moreover, the table illustrates that the increase inwindow size
leads to a reduction in both the false acceptance rate (FAR)
and false rejection rate (FRR). Moreover, determining the
optimal window size is not solely based on the performance
of the model, since larger window sizes may result in slower
detection of adversaries than models with smaller window
sizes. As a result, selecting the optimal window size is
dependent on the system’s requirements and characteristics.

4) BUFFERING DURATION
Our proposed model requires a buffering time at the start
of each session, where the model collects enough data to
create the baseline template. At this buffering stage, the
continuous authentication system would be inactive. Table 7
shows the effect of changing the registration buffer size on the

TABLE 7. The effect of different buffering sizes on the CapnoBase dataset.

performance of the model using the CapnoBase dataset. From
the table, we could see that the increase in buffer size resulted
in small increase in accuracy and a small reduction in FAR.
These results suggest that the proposed model can effectively
authenticate users with as few as 15 beats. Thus, it is
reasonable to adapt session-based continuous authentication
over traditional continuous authentication, as long-term PPG
drifting between sessions can lead to an over a 10% increase
in EER [20].

E. AUTOMATIC RECOVERY
We have also evaluated the automatic recovery features of our
proposed system against potential breaches by adversaries.
In particular, via continuous updating. In detail, we evaluated
the efficacy of continuous updating against the introduced
scenario by training the LOF model with different levels
of corruption, using a combination of user and adversary
data with ratios of adversary data ranging from 10% to
50%. We compared the performance of the proposed model
with and without continuous updating for the BIDMC
dataset, and the results of our evaluation are presented in
Table 8. Our findings demonstrated that the introduction of
continuous updating significantly improved the resilience of
the proposed model. In fact, we observed a performance
boost, with an increase in accuracy of more than 9% and a
reduction of FRR by more than 17%. Therefore, our study
suggests that continuous updating can effectively improve the
resilience of biometric authentication models.

F. COMPARISON WITH RELATED WORK
Comparison between our proposed model and related works
can be analyzed from two perspectives: security and utility.
In terms of security properties, our proposed approach
focuses on addressing both intra-session and inter-session
PPG drifting. In the work of Zhao et al. [4], the authors
proposed a model retraining solution for inter-session PPG
drifting, involving periodic updates to the user signature
every 3 hours, which can be computationally expensive
and increase waiting times for authentication. Instead, our
proposed session only requires training of a small LOF
model at the start of each session. This is possible as
our system utilizes a heavy Autoencoder model, trained
only once on a small subset of user data by the system
administrator, along with a light Local Outlier Factor (LOF)
model trained privately on the user data. During each
session, only the LOF model is trained, requiring as few as
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TABLE 8. Overview of the effect of continuous updating on the BIDMC dataset with different corruption levels.

TABLE 9. Comparison between different properties of the proposed authentication model and the related work.

15 beats, minimizing the response time for authentication.
Furthermore, our model incorporates continuous updating for
the lightweight LOF model with newly collected user data,
providing a self-healing property that addresses intra-session
PPG drifting and strengthens the model against potential
adversarial breaches, as shown in Table 8. None of the
compared related works targeting continuous authentication
offer this self-healing capability, giving our proposed solution
a significant advantage.

In terms of authentication duration, our model performs
similarly to the compared related works, offering a rapid
decision-making process. As the proposed model can provide
an authentication decisionwith as low as a single beat, achiev-
ing an accuracy of around 90%. The optimal authentication
duration, balancing performance and waiting time, is 20 beats
with an accuracy of around 93%. This translates to a decision
every 20 seconds, assuming a resting heart rate of 60 beats
per minute for users. Also, our session-based authentication
scheme eliminates the errors resulted from inter-session PPG
drifting, which could reach in more than 10% increase in
EER.

A striking feature of our proposed model is the low
registration duration, which is the time required to collect data
to generate a user’s signature. Our solution can generate a user
signature with as few as 15 beats, enabling quick initiation of
each user session with minimal time overhead. In contrast,
some compared works require up to 2.4 hours or a minimum
of 108 seconds for registration.

One limitation of our solution is that the registration
phase needs to be run at the beginning of each user session.
Consequently, the continuous authentication system may not

be activated until enough data is collected to generate the
user signature. However, it is essential to note that the data
required for the registration phase is relatively short, with
a minimum of 15 beats. This duration is comparable to the
authentication time in related works, where users often have
to wait before receiving the initial results. As a result, the
response time of our system remains comparable to that of
related works, ensuring that the overall user experience is not
significantly slower.

Additionally, many of the compared related works demand
honest user data and adversary data to train their models,
limiting the utility of the models. In contrast, our proposed
solution requires data only for the honest user, making it more
feasible to implement in real-world scenarios.

Thus, the proposed model can provide greater security
while being more convenient than the related work, making
it easier to implement and adapt it in real world scenarios.
Comparing the performance of our proposed model directly
with related works is challenging due to variations in datasets,
evaluation folds, and specific evaluation schemes employed
by different authors. To provide a sense of comparison,
we implemented the solution proposed by karimian et al. [26]
as our baseline, as discussed in Section IV-B2.

Our results, presented in Table 2, demonstrate a significant
advantage of our proposed model over the karimian-based
model. We achieved over a 6% increase in the F1 score on
the Capnobase dataset, while also significantly reducing the
execution time by 85%. These results highlight the superior
performance and efficiency of our proposed model when
compared to the selected baseline. Also, our model has been
shown to eliminate the error increase due to PPG drifting
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which could be more than 10% increase in EER as shown
in Table 3.

Furthermore, for execution speed, we empirically evalu-
ated both solutions’ speed. Generating an encoder represen-
tation of 18,000 beats takes around 0.5 seconds, whereas the
baseline model representation for the same number of beats
takes approximately 3.6 seconds with both solutions running
on CPU mode.

VI. CONCLUSION AND FUTURE WORK
In this study, we present a novel session-based con-
tinuous authentication model utilizing PPG signals. Our
approach leverages autoencoders (AE) to efficiently generate
lower-dimensional representations of raw PPG signals by
capturing their nonlinear relationships. Additionally, the
model incorporates outlier detection algorithms, particularly
the local outlier factor (LOF), for user authentication. The
AE model is trained once on a subset of system users by
the system admin and can then be used for all users without
the need for retraining. As per the lightweight LOF model,
it can efficiently initialize and authenticate a new user with a
short buffer duration of as low as 15 beats. The session-based
nature of our model ensures its immunity to inter-session
PPG drifting, wherein user PPG signals may vary between
different sessions.

The proposedmodel achieved an F1 score of 95.9%, 91.3%
and 91.0% in the BioSec2, CapnoBase, and BIMDC datasets,
respectively. Moreover, the continuous updating scheme
helps the model recover from adversarial breaches and resist
intra-session PPG drifting, resulting in an accuracy boost of
over 9%. These results represent an improvement against
state-of-the-art solutions. Our solution is also seven times
faster at run time than competing state-of-the-art solution
(while requiring more computation in terms of training—this
latter overhead being sustained just once, and later amortized
over the lifetime of the solution).

A future direction is to explore the effect of emotional
states, physical states, and cardiovascular disease on the
quality of PPG authentication. Also, the research community
would benefit from a public PPG dataset collected from
commercial devices with a long session duration (e.g., over
10 minutes). This would help in comparing the performance
change between medical-grade and commercial devices for
session-based PPG continuous authentication.
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