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ABSTRACT The increasing use of deep learning (DL) in safety-critical applications highlights the
critical need for systematic and effective testing to ensure system reliability and quality. In this context,
researchers have conducted various DL testing studies to identify weaknesses in Deep Neural Network
(DNN) models, including exploring test coverage, generating challenging test inputs, and test selection.
In this study, we propose a generic DNN testing framework that takes into consideration the distribution
of test data and prioritizes them based on their potential to cause incorrect predictions by the tested DNN
model. We evaluated the proposed framework using the image classification as a use case. We conducted
empirical evaluations by implementing each phase with carefully chosen methods. We employed Variational
Autoencoders to identify and eliminate out-of-distribution data from the test datasets. Additionally,
we prioritize test data that increase uncertainty in the model, as these cases are more likely to reveal potential
faults. The elimination of out-of-distribution data enables a more focused analysis to uncover the sources of
DNN failures while using prioritized test data reduces the cost of test data labeling. Furthermore, we explored
the use of post-hoc explainability methods to identify the cause of incorrect predictions, a process similar to
debugging. This study can be a prelude to incorporating explainability methods into the model development
process after testing.

INDEX TERMS Data distribution, deep learning testing, explainability, test selection and prioritization,
uncertainty.

I. INTRODUCTION
Deep Learning (DL) [1] has achieved great success in
real-world applications such as image recognition, speech
recognition, and machine translation, thanks to advancements
in deep learning algorithms, improved hardware capability,
increased data volume, and ease of data access [2]. DL sys-
tems are adopted in safety and security-critical systems like
autonomous driving vehicles [3], medical treatments [4],
robotics [5], and malware detection [6] based on their ability
to match and sometimes surpass human performance in
complex tasks.

Despite their outstanding experimental results, real-world
deployments of DL systems may produce unexpected or
incorrect behavior. These vulnerabilities may result from
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insufficient training data, inadequate training procedures,
the inability to generalize in the deployment environment,
or other systematic errors. Failures in safety-critical systems
may result in the loss of human life; therefore, the use of
DL systems in such applications necessitates the assurance
of their safety and trustworthiness.

Testing is the primary instrument for ensuring the reli-
ability of software. The automotive (ISO 26262 [7]) and
avionics (DO-178 [8]) standards outline the testing criteria
that must be followed for certification of safety-critical
software. However, since DL systems are inherently different
in nature from programmed software, these principles do not
directly apply to them. DL systems differ from programmed
software due to their development process: 1) DL systems
do not have well-defined specifications; they learn how to
behave from training data that are representative of the
problem domain, 2) during the training of a Deep Neural
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Network (DNN) in a DL system, its behavior is encoded to
its parameters, and learning continues until the desired level
of accuracy is achieved, and 3) after training, it is expected
that the learned behavior would generalize to new valid inputs
other than the training data. Thus, the behavior of the software
is not programmed by the developer in accordance with
predefined specifications; instead, it is learned from training
data. Also, unlike programmed software, DNNs lack a clear
decision path from which the execution flow may be easily
followed.

Due to these characteristics, conventional software testing
methodologies cannot be applied directly to DL systems.
Typically, in DNN model development, the whole labeled
dataset is divided into training, validation, and test datasets.
Test data are not used during the training of the model.
DNN testing is performed with this reserved dataset from
the labeled data at hand, with testing accuracy serving as a
quality metric for DNNS. In the rest of this paper, we use the
term original test data for this test dataset used in the model
development. Note that the original test dataset consists of a
limited number of labeled data.

There is a growing need to test DNNs more thoroughly
to improve the trustworthiness of models before they are
used in critical safety systems in the real world. In the
last decade, many academic studies have been conducted
in the field of DL testing to define a more systematic
testing process and better assess the reliability of DL
systems.

In this study, we propose a DNN testing framework with
three phases: Test Input Generation, Test Input Selection, and
Test Results Interpretation. The objective of this framework is
to evaluate the reliability of a DNN model by subjecting it to
a diverse set of test inputs while considering the distribution
of the test dataset. Labeling of test data and examining the
test results are processes that require manual human effort
in DNN testing. Our goal is to ensure that human labor is
used effectively by focusing on test inputs that are likely to
be more informative and beneficial for improving the model’s
performance and robustness. Therefore, we give prioritization
to test data that cause the DNN model to make incorrect
predictions. While doing this, we make sure that the test data
are coming from a similar data distribution to the dataset on
which the model is trained.

The test dataset plays a crucial role in thoroughly testing
a DNN model to ensure its robustness and reliability. The
first phase of our test framework concentrates on establishing
the test dataset. Data diversity and comprehensiveness are
extremely important factors in testing. Further testing beyond
the original test data can be realized by collecting new data
from the real world or by generating them synthetically.
Synthetic data generation methods are commonly used
in recent DL testing studies to increase the number and
diversification of test data [9], [10], [11], [12]. In some of
these studies, test data generation is guided by the increase
in the coverage of the DNN model structure, such as neuron
coverage [13], [14], [15], [16], [17], [18]. Neuron coverage
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for a test suite is the ratio of the number of neurons whose
output exceeds a predefined threshold value to the total
number of neurons in the DNN. The main idea in the studies
that aim to generate test data that increases neuron coverage is
that the activation of new neurons that have not been activated
before can be helpful to explore different parts of the DNN
model and identify erroneous behaviors that have not yet been
discovered. It is later shown that, despite their high coverage
scores, some of these approaches generate a high number of
invalid data that are not recognizable even by humans [19].
Even if the synthetically generated data are understandable to
humans, they could differ from the dataset that is used to train
the DNN model. For instance, if the DNN model is trained
to recognize handwritten digits, the digit dataset written in
Times New Roman style is a different data distribution for
the model. As a second issue, although a high number of test
data can be generated automatically, these generated test data
need to be labeled before being used in testing, and labeling is
performed manually most of the time. These problems are not
unique to the synthetically generated test data but also apply
to large amounts of unlabeled test data gathered from the real
world.

Test selection can be used to overcome these problems.
By concentrating the DNN test on selected and prioritized
data from a larger dataset, effective test selection reduces
the cost of testing in two ways—first, by reducing the cost
of labeling additional test data (produced or gathered) and
second, by reducing the effort required to examine the results
of tests.

Test selection methods in the literature generally ignore the
data distribution shifts within the test dataset. The training
inputs of a DNN come from a data distribution, and the
DNN adopts itself to this distribution while optimizing its
parameters to solve the problem defined in this context. Data
distribution-shift refers to a phenomenon in which the statisti-
cal properties of training data and test data are different. There
are mainly two types of data distribution shifts: covariate
shift and semantic shift [20]. In covariate data shift, the
label space remains the same across two datasets. Examples
of this type of shift include style changes or perturbations
due to adversarial attacks. Adversarial attacks are a class
of techniques in which small, imperceptible manipulations
are performed on the input data to deceive the DNN model
and produce incorrect output [21]. However, in the case of
semantic shift, the labels of the data change, and datasets
may have different label spaces. Covariate data shifts are
expected to be handled by the DNN model within the scope of
generalization. However, the degree of shift is important for
the model to handle this shift. As the degree of shift increases,
it becomes more difficult to make correct predictions for this
data by the model since they differentiate from the training
dataset.

Out-of-distribution (OOD) data are defined as data that
come from a different data distribution than training data
distribution, while in-distribution data are used inversely.
OOD data detection is a challenging problem in DL systems,
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and several approaches have been proposed [20]. OOD
detection is studied for semantic data shifts with datasets
that have different data label spaces. To date, only a limited
number of studies have been conducted on distribution-
sensitive DL testing, which only started to be researched
in recent years. These recent studies demonstrate the need
for additional research on this topic. These studies can
be categorized into two groups: evaluation of OOD data
impact on DNN testing [22], [23] and application of
distribution awareness in test data generation [11], [12],
[19]. Berend et al. [22] carried out a study that evaluates the
relationship between DL testing criteria and OOD data ratio
in the test suite constructed with the use of corresponding
testing criteria. Furthermore, they added the selected OOD
data to the training dataset and retrained the model. They
investigated the impact of OOD data in the retraining dataset
on improving the robustness of the DNN model. Hu et al.
[23] conducted a comprehensive empirical study to assess the
efficiency of the DL test data selection metrics in terms of
accuracy improvement after retraining the model using the
selected test data. They employed many different generated
test datasets with varying percentages of in-distribution and
OOD data in their experiments. On the other hand, studies
that fall in the second group [11], [12], [19] use generative
models with the objective of creating solely in-distribution
test data.

We think that the DNN model’s compliance with the
test requirements should be validated first. The model’s
success in settings not included in the training set, i.e., the
evaluation of the model’s generalization scope, should be
examined afterward. Based on this idea, we integrate Out-
of-Distribution detection into the Test Selection phase. With
this method, the data with a covariate shift above a predefined
threshold is identified as OOD and removed from the test
dataset. Therefore, our study can be evaluated differently
from these two categories.

In the second stage of Test Selection, we prioritize
the test data according to their ability to reveal faults.
The fundamental objective of DL testing is to detect the
weaknesses of the tested DNN model, hence, the most
valuable test cases are those for which the model makes
incorrect predictions. Recently, studies have been conducted
to analyze metrics in terms of test selection. These metrics
have been compared based on fault detection as well as
adversarial input detection and retraining performance gain
[23], [24], [25], [26], [27], [28], [29], [30].

In most of the studies in the literature, after identifying
the test data that result in incorrect predictions, they are
added to the training dataset, and the model is retrained
to improve its accuracy on these data samples [23], [24],
[271, [28], [29]. As an alternative method, we argue that if
the model’s reasoning for the prediction can be understood,
a wiser decision can be made than retraining the model
by adding all the incorrectly predicted data to the training
dataset.
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For this purpose, in the Test Results Interpretation phase,
we employ post-hoc explainability methods for investigating
the incorrectly classified test data. An explanation is an
answer to why questions [31]. In machine learning (ML),
the explanation is defined as the details or reasons that are
given by the model to make its functioning clear or easy
to understand for its audience [32]. The ML models can
be categorized into two groups according to the way they
provide it: models that are interpretable by design (trans-
parent models) and those that can be explained by external
techniques. As DNN models are black box models [33] and
not transparent, post-hoc explainability techniques are used.
Post-hoc explainability techniques refer to techniques that
are used to understand why the model reached a particular
prediction without modifying the model’s architecture and
training process.

We conducted experiments with image -classification
datasets by choosing methods to be employed at each
phase of the proposed framework. In the test input gen-
eration phase, we employed data augmentation techniques,
adversarial attacks, and generative models, which are most
used in the DL testing literature. Data augmentation is
increasing the size of the dataset and diversifying it by
applying transformations and modifications to the original
data without collecting additional real-world samples. In the
second phase, we utilized a generative model for OOD
data detection, namely Variational Autoencoder (VAE). For
prioritizing test data, we utilized state-of-the-art uncertainty
quantification approaches and metrics and evaluated their
fault detection capability. DL uncertainty is the degree of how
much the model is unsure of its prediction. A classification
model outputs probability values for each class, which are
also known as confidence. DNN models can make incorrect
predictions with overconfidence. In order to address this
problem, uncertainty estimation is used to provide additional
insight into the predictions of the models. Uncertainty is
measured with uncertainty quantification methods which are
used to estimate and quantify the uncertainty associated with
the particular predictions of the models. In uncertainty-based
test selection, test data with higher uncertainty values are
prioritized. For uncertainty-based test selection, we employ
the Deep Ensemble (DE) method [34] and Variational
Inference with the Flipout (VI-F) [35] method, along with the
commonly assessed Margin, Entropy, and Least Confidence
metrics. To the best of our knowledge, this is the first study to
investigate DE and VI-F uncertainty quantification methods
for test selection in DL systems. We also compared the
effectiveness of these prioritization techniques with state-of-
the-art test selection approaches.

In the last phase, we used the visualization methods, which
aim to provide an explanation for the model’s decision by
highlighting regions of the input image that significantly
influence the DNN’s output. After identifying the test data
that led to incorrect predictions by the DL model, we ana-
lyzed them using visualization techniques. For test data
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visualization, Grad-Cam [36], Grad-Cam++ [37], and Score-
Cam [38] were investigated. The objective of visualization
is to determine whether it is possible to understand the
reason behind the model’s incorrect predictions. The details
of methods employed in each phase are given in Section V-B.

With the experiments, we evaluated the effectiveness
of uncertainty-based test selection metrics with a data
distribution-aware point of view, assessed their performance
in prioritizing fault-revealing test data, and investigated the
use of explainability methods in testing. We answered the
following research questions:

RQ1: Which test data generation method is more likely to
generate OOD data?

RQ2: How effective are uncertainty-based test selection
metrics for prioritizing the fault-revealing data instances in
datasets generated with different techniques and identified as
in-distribution data?

RQ3: Does the existence of OOD data in the test dataset
impact the success of the test selection methods?

RQ4: Is it possible to use post-explainability methods in
testing to understand the root cause of test failures?

In our experiments, we used two popular image clas-
sification datasets (i.e., MNIST and CIFAR-10) with two
well-known DNN models for each dataset. We generated new
test data employing three test data generation techniques.
We observed that each technique produces a substantial
amount of OOD data that should be considered in testing.
Then, we prioritized the generated test data according to nine
test prioritization strategies and observed that uncertainty-
based prioritization aids in identifying the fault-revealing data
with an average percentage of fault detection (APFD) scores
between 0.69 to 0.92. Interestingly, our results reveal that
test prioritization strategies that employ Variational Inference
with the Flipout method have the lowest performance on all
evaluated test datasets in the category of uncertainty-based
test prioritization methods. Also, with this study, we took the
first step toward incorporating DL explainability techniques
into the testing process and conducted a sample analysis. As a
result of our analysis, we got promising results regarding the
use of visualization techniques to understand the rationale
behind the model decision for test failures.

Our contributions with this study can be summarized as
follows:

o We proposed a DNN test framework that employs out-
of-distribution detection for test data and eliminates
OOD data in the test dataset. In this manner, the testing
of the DNN model is carried out with a test dataset that
comes from a similar data distribution to the training
dataset.

o« We compared the state-of-the-art uncertainty quantifi-
cation methods and metrics in terms of test data pri-
oritization. This evaluation was performed with several
test datasets generated by various test data generation
methods, and the competence of the metrics in different
contexts was also compared.
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« We assessed the use of visual post-explanation methods
for the explainability of the model’s decision logic for
incorrectly predicted test data and the proposal of actions
for improving the model’s performance.

Il. BACKGROUND AND RELATED WORK

A. DL TESTING

Deep Learning is a data-driven paradigm that employs deep
neural networks (DNN) to learn how to make decisions from
the data. In recent years, there has been a growing interest
in DL testing, and the number of testing techniques proposed
has increased exponentially, mainly contributing to i) test data
generation, (ii) test adequacy evaluation, (iii) test selection,
and (iv) test oracle determination [9], [10], [11], [12], [13],
[14], [15], [16], [17], [18], [39].

Several studies have been carried out to transfer the
knowledge and experience gained in the field of software
testing to DL testing without increasing the need for labeled
data. Metamorphic relations and cross-referencing are mostly
preferred as test oracles since they eliminate the need for man-
ual labeling. In the metamorphic test method, the software
function is examined, and metamorphic relations existing in
the function are determined. The metamorphic relationship
can be defined as the relationship between the input changes
and corresponding output changes. When using metamorphic
relationships in software testing, it is common to transform
the input data so that the expected output remains the
same. With the same approach, metamorphic relationships
are determined for DL systems as well. For example, for an
image classification DNN system, input image changes by
linear and affine transformations or adversarial attacks can
be called metamorphic transformations since the expected
output remains the same despite the changed input data. In DL
testing, metamorphic transformations are frequently utilized
to generate test data [9], [13], [14], [17].

Existing synthetic test generation methods do not consider
the likelihood of generated data distribution similarity to that
of training data. Brend et al. [22] conducted an empirical
study to evaluate the relationship between the test coverage
criteria, mutation operators, and data distribution. They
emphasize the importance of distribution awareness in DL
testing techniques for more effective testing. It is essential to
identify the reason for test failures, which may be related to
the DNN model or data attributes.

B. DISTRIBUTION-AWARE TESTING

Several techniques have been developed for detecting
OOD data in DL, and in a recent review study, they
were categorized as classification-based, density-based, and
distance-based methods [20]. In the category of density-based
methods, generative models are used to learn the training
data distribution and to estimate the likelihood that new
input comes from the same distribution as the training data.
Variational Autoencoders (VAE) are employed to detect OOD
data with this approach.
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Dola et al. [19] conducted a study that evaluates the
validity of the test data generated by previously proposed
DL testing techniques (DeepXplore [14], DLFuzz [15],
and DeepConcolic [18]) and showed that these techniques
generate a high percentage of out-of-distribution data. They
used VAEs for both detection of OOD data and the generation
of new in-in-distribution test data. Kang et al. [11] also used
VAEs in a search-based DNN testing strategy to generate
new test data images. They applied differential testing using
multiple DNN models and guided the test data generation by
searching test data that cause distinct output values from the
models. Similarly, Byun et al. [12] proposed a distribution-
aware test case generation and selection method that employs
a Conditional Variational Auto Encoder (CVAE). We use
VAEs to identify OOD data in test datasets and remove them,
as opposed to generating new instances of test data.

C. DL UNCERTAINTY

DL uncertainty is categorized as aleatoric uncertainty and
epistemic uncertainty [40]. Measuring the uncertainty of
the DNN model is important to estimate the probability of
incorrect predictions accurately [41]. In the classification
DNN models, the confidence of the model is determined by
the output probability for the predicted class. The confidence
value is not always sufficient to measure the model’s
uncertainty since, in some cases, DL systems make incorrect
predictions with high confidence values, such as in adversar-
ial samples [42]. Quantifying the DNN model’s uncertainty is
an open research problem, and several techniques and metrics
have been proposed so far [43], [44], [45], [46].

D. TEST SELECTION
Test selection in DL testing is conducted by prioritizing a sub-
set of data from a large test dataset with different objectives
such as fault detection, adversarial input detection, or model
improvement with retraining [11], [23], [24], [25], [26], [27],
[28], [29], [30], [47]. Although most of the test data selection
studies are domain agnostic, particular studies have been con-
ducted for domains like automotive and medical [48], [49].
Feng et al. proposed the DeepGini [28], which is a
statistical approach for test prioritization. For a classification
problem, when the prediction probabilities for different
classes are close to each other, the likelihood that the model is
uncertain about its prediction and, as a result, the possibility
for misclassification is high. Originating from the impurity in
statistics, a metric similar to entropy but easier to calculate is
suggested with DeepGini.

DeepGini = 1 — Z i
i

pi : predicted probability for classi (1)

Shen et al. introduced multiple-boundary clustering and
prioritization (MCP) [29], a test case selection method based
on defining the boundaries of classes and prioritizing data
from these boundaries. This method clusters the test data into
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boundary areas according to their first and second predicted
classes and selects samples evenly from all boundary areas.

Kim et al. [50] proposed Likelihood-based Surprise
Adequacy (LSA) and Distance-based Surprise Adequacy
(DSA) metrics for measuring the adequacy of a DNN test
suite using the surprise effect of each test input. The surprise
effect is calculated according to how far the test input
is from the training dataset. Byun et al. [27] used these
surprise definitions and proposed surprise-based test input
prioritization, which gives higher priority to test inputs with
high surprise values. LSA calculates the estimated density of
the neuron activation values belonging to a test input with
respect to the activation trace of the training dataset using
Kernel Density Estimation. Activation trace is defined as the
vector of activation values of neurons in a selected layer for
an input. DSA uses the Euclidean distance to compare the
activation trace of the test input with the activation trace of
the training dataset to calculate how different the test input is
from the training data set.

As an alternative strategy, Zhang et al. [51] and Yan et al.
[26] utilized neuron activation values to prioritize test data.

Empirical evaluations are also carried out to compare
the effectiveness of test selection metrics. Ma et al. [24]
compared a set of uncertainty metrics with the previously
proposed DNN test coverage metrics and concluded that
uncertainty metrics are better in prioritizing the test data
in terms of identifying the ones that the DNN model will
misclassify. Their experiments utilized the Monte Carlo
(MC) Dropout Bayesian [52] approximation to estimate the
uncertainty. Shi et al. [30] performed the most comprehensive
empirical study so far to evaluate the test selection metrics
with the objective of their fault-revealing capability. They
compared 11 test case prioritization metrics derived from
the model’s prediction probability and categorized them
into four groups: information surprise adequacy, confidence
dispersion, mutation uncertainty, and mutation rate. In a
recent study with a distribution-aware point of view, Hue et al.
[23] compared the effectiveness of test prioritization metrics
on test datasets that were created with a mixture of different
ratios of out-of-distribution test data and in-distribution test
data.

In test selection studies, new test data were generated and
added to the original test dataset for use in experiments to
assess the effectiveness of the test selection strategy. While
adversarial attacks were mainly used to generate new test
data, image transformations were also employed in some
studies.

Differently from previous test prioritization studies, we use
uncertainty metrics with deep ensembles and variational
inference with flipout methods. In addition, our methodology
eliminates the OOD data from the test dataset and then
prioritizes the fault-revealing test data.

E. DL EXPLAINABILITY
With the increasing complexity of DL models, their decision-
making processes became less understandable and this trend
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highlighted the need for explainability methods. To under-
stand the decisions of DNNs, they can be designed and trained
to produce an explanation along with their output or post-
hoc explanation methods can be used on a trained DNN
model without making any modification to its architecture
or training process [53]. Various post-hoc explainability
approaches have emerged in the last decade, including
feature attribution based techniques [36], [54], [55], [56],
[57], example-based techniques [58], [59] and rule-based
techniques [60], [61]. The goal of feature attribution based
methods is to determine the significance or contribution of
each individual input feature (such as the words in a text or
the pixels in an image) to the model’s predictions. Gradient-
based feature attribution methods, use the gradients obtained
during the backpropagation process to identify which features
in the input affect the prediction of the model [36], [37], [57].
However, perturbation-based approaches apply perturbations
to particular input regions to determine how they affect the
output, such as adding blur, noise or totally blocking a region
[54], [62], [63].

With the advancement in the development of explainability
methods, utilization of these methods to understand the
cause of failures in DL models is explored in academia.
Especially for the natural language processing problem,
studies using post-hoc explainability methods or using self-
explainable models have been conducted [64]. In these
studies, mostly Naive Bayes models or Logistic Regression
models were used. The use of explainability methods in
the image classification problem is studied by Adebayo
et al. [65] using an 8-layer convolutional neural network.
Their study was to examine the effectiveness of visual post-
hoc model explanations in diagnosing model errors and
debugging. The bugs were categorized into three types: data
contamination bugs, model contamination bugs, and test-
time contamination bugs. Overall, their findings indicate that
feature attribution methods can effectively identify the spatial
spurious correlation bug but do not provide conclusive assis-
tance in distinguishing mislabeled examples from normal
ones. Regarding model contamination, they observed that
certain feature attributions remain invariant to the parameters
of the higher layers in deep learning models, suggesting
limited effectiveness in diagnosing model contamination
bugs. Furthermore, they discovered that attributions for out-
of-domain inputs closely resemble attributions obtained from
an in-domain model. In contrast to this study, we concentrated
on instances where the model was unable to generate accurate
predictions because there were not sufficient data that contain
specific features.

Ill. PRELIMINARIES

Bayesian Neural Network (BNN) is a class of neural networks
where weights for each layer are represented as distributions
instead of concrete values. The variance in the predictions
of the BNN model for the same test input with several
samplings from these weight distributions is used to measure
the uncertainty.
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The BNN is initialized with a prior distribution p(w), and
the posterior weight distribution is estimated using Bayesian
inference in the training process. The training process aims
to infer posterior distribution p(w|X, Y). The training dataset
is represented with X = {x1, x2,...xy} as the input data, and
Y = {y1, ¥2,...yn} as the corresponding output data.

POWIX. V) = pY X, wp(w) @
p(Y1X)

However, training of BNN is computationally hard to
implement for networks with deep layers. For this reason,
approximation methods are used for BNNs. Variational
inference (VI) is an approach for learning an approximate
posterior distribution over the neural network’s weights
instead of an exact one. In VI, the objective is to estimate
a variational parameter 6 that parametrizes a variational
distribution gp(w), which is close to the exact posterior
distribution. For this purpose, the minimization of Kullback-
Leibler (KL) [66] divergence between the approximate and
exact posterior distribution is aimed. The KL divergence is
used to measure the closeness of two distributions:

B g6(w)
KL(goW)|Ip(wIX, Y))—/49(W)logp(w|x, Y) )

However, the KL divergence cannot be minimized directly
since it depends on the exact value of posterior distribution,
so evidence lower bound (ELBO) [67], which is equal to it
up to a constant value, is used. Maximization of evidence
lower bound (ELBO) has the same effect of minimizing KL
divergence:

Ly(0) = / g6 (W)logp(Y |X, w)dw — KL(ge(W)|Ip(w)) (4)

During the training of BNN, stochastic sampling is made
from weight parameters of gy (w) and p(w) distributions, with
the objective of minimizing the KL-divergence between these
two distributions. The gg(w) is defined as a data distribution
q®) = N(u,o) with having mean p and variance o.
In weight perturbation-based variational inference methods,
sampling from the distribution is made using a weight
perturbation variable € at each sampling withw = 40 Q€.

The Flipout [35] method samples weight perturbations
for each sample in the training minibatch with a flip-the-
coin effect w = p + o © €. With flip the coin, the sign
of perturbation that will be used in weight perturbation is
decided stochastically. This flipout process yields decorre-
lated gradients and low variance in the gradient descent
algorithm that results in achieving faster convergence during
training.

Deep Ensembles are proposed as an alternative to BNNs
to estimate the uncertainty of the DNN models [34]. They are
easy to implement and require less hyperparameter tuning.
In the Deep Ensemble method, multiple DNNs having the
same architecture are trained separately. Each DNN learns
a distinct set of hyperparameters by conducting the training
with randomly initialized model weights. After the models
have been trained, the uncertainty metric values for test data
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are calculated. For this purpose, each test data instance is fed
to the trained models, and then metric values calculated from
each model are ensembled.

IV. METHODOLOGY
Fig. 1 provides a high-level overview of our testing frame-
work. The phases in this approach are essential in testing
DNN models rigorously. Each phase of this framework,
we believe, may be applied to any kind of DNN model. The
methods used in each phase can be chosen based on the
properties of the DNN model and its input data.

The goal of the Test Input Generation phase is to create
a diverse and comprehensive test dataset. Since the original
test dataset used in model development is limited, enhancing
this dataset is needed to increase trust in the model. The
test dataset can be enlarged by collecting test data from the
real world or by generating them synthetically. Although the
generation of realistic test data synthetically is challenging,
especially for high dimensional data such as image data,
their automated behavior makes them good choices. The
original test data can be used as seed inputs to data generation
methods to create new data. According to selected test
generation methods, test data for representing real-world
scenarios or malicious intention attacks can be generated,
and the reliability and robustness of DNN models can be
evaluated.

Test Input Generation

= TestInput [N
Generation

Generated
Test Cases

Seed Inputs

Test Input Selection

00D Test Input
Detection [ 4 Lod Prioritization [pud = -

In Distribution
Test Cases

Selected Test Failed Test
Cases Cases

;—I

Test Results Interpretation

Post-hoc
Explainability

With limited resources and time, testing the DNN model
with all generated test inputs may not be feasible since
labeling all the data is a costly process. In the Test Selection
phase, the most critical and representative test inputs that will
provide useful insights into the DNN model’s weaknesses are
identified.

We consider test selection in two stages: 1) identifying a
subset of data from an unlabeled dataset and 2) prioritizing
the most useful data within that subset for testing.

When a DNN produces an incorrect prediction for an
input, the question arises as to whether the error is due to
a weakness of the DNN model or whether the input data

FIGURE 1. Overview of our study.
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are invalid or from a different data distribution than the
training data. It is important to differentiate between the
different sources of incorrect predictions. The distribution
of training data determines what data can or cannot be
correctly predicted by the DNN. By distinguishing between
the mispredictions caused by in-distribution or out-of-
distribution data, developers can gain insights into the DNN’s
performance and identify specific areas for improvement.

With our proposed framework, our aim is primarily to
focus on the reliability of the DNN model on the data
it is intended to work on. These are data coming from
similar data distribution with the training dataset, that is, in-
distribution data. The performance of the DNN model may
be tested for different levels of data distribution shifts after
testing with the in-distribution test dataset and trusting the
reliability of the DNN models on this dataset. This approach
is analogous to performing functional testing on a traditional
software program first, followed by robustness tests. It can be
misleading to test the DNN model with a dataset that does not
resemble the training data without being sure of the model’s
reliability with these data.

Therefore, in the first stage of test selection, we employ
Out-of-Distribution (OOD) data detection method. We apply
out-of-distribution detection to test data and only use the ones
not classified as OOD. By doing so, we aim to evaluate the
DNN model using a more targeted test dataset. As a result,
unnecessary effort is not spent in labeling and investigating
incorrect predictions for unintended data.

After eliminating OOD data instances from the generated
test dataset, we prioritize them by giving higher priority to
test data that are more likely to be incorrectly predicted by the
DNN model under test. This prioritization will allow labeling
efforts to be spent first on test data with a higher priority
and then, if necessary, on test data with a lower priority.
Additionally, testing the model with prioritized test data will
help to reduce the time required to identify the model’s
weaknesses. The final step is the analysis of the incorrect
predictions of the model under test. Because DNNs are black
boxes, interpreting their behavior is difficult. Understanding
why a DNN made a specific prediction can be difficult with
complex DNN models. At this phase, to gain insight into the
cause of the model’s misprediction for the test data, we use
post-hoc methods in DL explainability.

V. EXPERIMENTS

We conducted experiments to evaluate the proposed method-
ology. We have chosen image classification as the use
case and used two well-known image classification datasets
with two distinct DNN models for these datasets in our
experiments (Section V-A). We implemented each phase of
the framework for the selected use case (Section V-B) and
reported the evaluation results (Section V-C).

A. TEST DATASETS AND DL MODELS
We selected two popular image classification datasets,
MNIST [68] and CIFAR-10 [69]. MNIST is a handwritten
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TABLE 1. Datasets and DNN models.

Original Original

Accuracy for

Dataset Training  TestData Class# DNN Model Layers Parameters Original

Data Size Size Test Data(%)
LeNet-5 7 61.7K 99.15
MNIST 60000 10000 10 LeNet-1 5 3536 9873
ResNet-32 33 0.46 M 92.10
CIFAR-10 50000 10000 10 VGG-16 ol 305 M 9033

* Layers include convolutional, pooling, and fully-connected layers.

TABLE 2. Test data generation methods.

Test Data Generation Type | Method

Applied Datasets

Blur0% - 10% random blurring MNIST/CIFAR-10
Image Transformation Brightness0% - 50% random brightness change MNIST/CIFAR-10
Translate0% - 30% random translation MNIST/CIFAR-10
Rotate0% - 10% random rotation MNIST/CIFAR-10
Fast Gradient Sign Method (FGSM) MNIST/CIFAR-10
Adversarial Attacks Carlini & Wagner Attacks (C&W) MNIST/CIFAR-10

Projected Gradient Descent

MNIST/CIFAR-10

Generative Adversarial Network(Multi-perceptron layers) | MNIST

Deep Convolutional Generative Adversarial Network MNIST
Generative Models Auxiliary Classifier Generative Adversarial Network MNIST

Diffusion Projected GAN CIFAR-10

Diffusion StyleGAN2 CIFAR-10

digit dataset with a resolution of 28 x 28 pixels. Images are
labeled from O to 9. The dataset contains 60,000 training and
10,000 test images. We selected the LeNet-5 and LeNet-1
[70] networks from the LeNet family as the model under test
and trained the model with the whole MNIST training dataset
for 25 epochs.

CIFAR-10is a ten-class image dataset with 50,000 training
and 10,000 test images. The images are colored with a
resolution of 32 x 32 pixels. For CIFAR-10, we trained a
ResNet-32 [71] model for 200 epochs and a VGG-16 [72]
model for 150 epochs and used them as the model under test
in the experiments. Real-time data augmentation is applied
to training images during training by randomly flipping
or shifting the images in horizontal or vertical directions.
We implemented the ResNet-32 [71] architecture proposed
for CIFAR-10 and the VGG-16 [72] architecture with an input
layer accepting data having a size of 32 x 32x3.

These datasets and models are widely used by the research
community and provide a solid foundation for evaluating the
efficacy of test selection. The high accuracy of these models
makes them good candidates for assessing the fault-revealing
capabilities of test selection methods. Since there will be
less misclassified data with these models, it will be easier to
observe the success of the test selection in the experiments.
Table 1 summarizes each studied dataset, its corresponding
DNN model, and the accuracy attained for the original test
dataset after training.

B. IMPLEMENTATION OF THE FRAMEWORK

This section provides implementation details for each phase
of the framework. We selected the methods and strategies
used in each phase by considering the properties of image
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classification models and datasets. Some of the methods used
already exist in the literature but have not been used in
the context of DNN testing, such as using Deep Ensemble
and Variational Inference to prioritize test data or using
explainability methods to evaluate test results.

1) TEST INPUT GENERATION IMPLEMENTATION

We employed three types of image generation techniques in
the Test Input Generation phase to have a diverse test dataset:
Image Transformations, Adversarial Attacks, and Generative
Models. These are the most common methods used in the
literature for generating test data, and each method has unique
properties. The selected image generation methods are listed
in Table 2.

In the first group, we use pixel transformations and
affine transformations. These transformations are generally
used to mimic real-world conditions like changing lighting
conditions in the environment or the rotation of a camera in an
autonomous vehicle. Pixel transformations change the values
of pixels in the image, whereas affine transformations move
the pixels of the image. We select translation and rotation
as affine transformation and blurring and brightness change
as pixel transformation. New test datasets are generated for
each type of transformation by applying the transformation
to seed inputs that are randomly selected from the original
test dataset.

Adpversarial attacks are decisive methods that try to fool
the DNN models by introducing small, artificially crafted
perturbations to images. In this study, the following adver-
sarial attack techniques are employed: Fast Gradient Sign
Method (FGSM) [21], Carlini & Wagner (C&W) [73], and
Projected Gradient Descent (PGD) [74]. We use Cleverhans
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[75] library for applying adversarial attack methods to
images.

In the last group of image generation techniques, we use the
generative adversarial networks (GANs), which were devised
by Goodfellow et al. [76]. We trained three different types
of generative models for the MNIST dataset: Generative
Adversarial Network (GAN [76]), Auxiliary Classifier GAN
(ACGAN [77]), and Deep Convolutional GAN (DCGAN
[78]). Then we used their generator networks to generate new
synthetic images.

For the CIFAR-10 dataset, since it is more challenging to
generate realistic synthetic images and developing a GAN
model is not our core focus, we preferred to use pre-trained
GAN models. There are several successful studies conducted
on this topic. While choosing CIFAR-10 GAN models,
we considered the reported Fréchet Inception Distance (FID)
and Inception Score values which are associated with the
realism of the generated images. In this context, we employed
Diffusion Projected GAN and Diffusion StyleGAN2 [79]
models to generate CIFAR-10 data.

While generating the test datasets, we aimed to obtain
images that are as realistic as possible, and that can represent
images under different conditions.

2) TEST INPUT SELECTION IMPLEMENTATION

Test input selection is performed in two stages. At first, OOD
data are eliminated from the generated test datasets then they
are prioritized according to their uncertainty.

a: OUT OF DISTRIBUTION DETECTION

We employed Variational Autoencoders (VAEs) [80], a type
of generative model, for OOD data detection. The objective
of generative models is to learn the distribution of the data and
generate new data instances from this distribution. For OOD
data detection, the VAE model is trained in an unsupervised
manner with the training dataset, and it learns the intrinsic
properties of the data. Then, if data from a different data
distribution than the one that VAE was trained on is fed to the
VAE model, it is expected that the reconstruction probability
of the model will be lower and allow it to be distinguished
as OOD data. Unsupervised training creates ease of use for
VAE:s and saves labeling effort.

We performed OOD data detection by using a VAE with
probabilistic encoder and decoder networks as proposed by
An et al. [81]. We train a variational autoencoder with
the training dataset, and with this model, we calculate
the reconstruction probabilities for the original test dataset
first. The reconstruction probability is the probability of
generating input data from the distribution parameters that the
decoder network produces as output for this input data. Next,
we choose a dataset distinct from the one used to train the
VAE model as the OOD dataset. The selected OOD dataset
is expected to have an identical image size to the training
dataset. We then calculate the reconstruction probability
values for this OOD dataset. Using the reconstruction
probability values of the original test dataset and OOD
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dataset, a threshold value is empirically determined to
differentiate the OOD data from the in-distribution data. The
original test dataset and OOD dataset instances are classified
as out-of-distribution or in-distribution data according to
several threshold values, and the number of correct/incorrect
classifications is determined for each threshold value. We use
the F1-score metric, which is a harmonic mean of precision
and recall, to determine the threshold value that best
distinguishes OOD data from in-distribution data.

Then, we performed OOD data detection on generated test
data using the threshold value with the highest F1-score value.
The data instances classified as OOD are eliminated from the
generated test datasets.

b: TEST DATA PRIORITIZATION

We employed uncertainty-based prioritization to identify the
fault-revealing inputs in the next stage of Test Selection. The
use of uncertainty in test input selection is based on the idea
that model predictions are more likely to be incorrect for
inputs with higher uncertainty values.

We evaluate three metrics with three methods for mea-
suring the DNN model’s uncertainty. In the first method,
we calculate the metric values for each test data using
only the output of the model under test. In this study,
we use the “Model Under Test (MUT)” expression, which
is adapted from the “System Under Test (SUT)” a term
used in software engineering testing, to represent the DNN
model that is evaluated with the test dataset(s). As the
second and third methods, we employ Deep Ensemble (DE)
and Variational Inference (VI) with Flipout methods to
prioritize the test data based on the prediction uncertainty
of the model. Deep Ensemble (DE) is a sampling-based
method, whereas Variational Inference (VI) is a Bayesian
approximation method used to estimate uncertainty. In these
two methods, we calculate metric values by aggregating
multiple output values for the same test data, unlike the use of
the MUT in which the metric values are calculated using only
a single output value for each test data. These methods are
among the state-of-the-art methods proposed to be successful
in uncertainty quantification [41], [45].

For Deep Ensemble, we train several DNN models having
the same architecture as the tested model, initializing their
parameters with different initial values. After training the
DNN models, the same test data is fed into all the ensemble
models. The uncertainty metrics are calculated from the
probability distribution output of each model. Then, the mean
of each uncertainty metric is calculated, and this mean value
is used in the prioritization of the test data.

For Variational Inference (VI), we utilize Flipout [35],
which is a weight perturbation-based method. In Tensorflow
2, Flipout is implemented as a DNN layer and provided by
the Tensorflow Probability Library. In our study, we have
implemented Flipout with the use of this library. Follow-
ing the works [41], [82], we created new models with
Flipout layers corresponding to each tested DNN model for
Variational Inference. The difference in these new models is
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the replacement of convolutional and/or dense layers with
their Flipout counterparts in TPL. We replaced each dense
and convolutional layer with Flipout layers in the LeNet-5
and LeNet-1 models. For ResNet-32, we replaced only the
last convolutional layer in each residual block with a Flipout
layer, and for VGG-16, we replaced all convolutional layers
with Flipout layers.

After training the model with Flipout layers, a Monte Carlo
approach is implemented by conducting multiple forward
passes for the same input and aggregating the results of
these forward passes. During these passes, uncertainty metric
values for each test data are calculated, and these values are
aggregated in the same way as in the Deep Ensembles method
and used in the prioritization of the test data.

Uncertainty metrics are used to provide a quantifiable
measure for the uncertainty of the model associated with
its prediction. We selected the metrics that are calculated
using the prediction probabilities of DNN models for the
classes. We utilize Least Confidence, Margin, and Entropy
as uncertainty metrics.

Least Confidence: Confidence is the basic metric for
determining how challenging an input is for the model. The
final layer of a DNN used for classification problems outputs
a probability distribution over the classes. These values are
the probability scores for each class, with values ranging
from O to 1.0. The probability scores for all classes add up
to 1.0. If the model’s prediction probability is close to 1 for
a class and close to O for other classes, it is said to have
high confidence in its prediction. In the worst-case scenario,
if the model’s probability scores for different classes are
nearly equal, then the model is said to be unconfident in
its prediction. As a result, maximum likelihood values for
classes are used as a measure of confidence for the input; the
higher the Least Confidence value, the higher the uncertainty
of the model.

Least Confidence = 1 — max(p;)

pi : predicted probability for class i

)

Entropy: Entropy, a widely used metric in information
theory, is also used to measure the uncertainty of DNN
models. In information theory, entropy represents the amount
of information required to encode a distribution. In the scope
of model uncertainty, entropy is adopted to represent the
information in the last layer. The higher entropy values
signify more uncertainty. Entropy has the highest value when
the model is less certain about its prediction and its output
probability distribution is uniform (all classes have the same
probability score). Entropy is lowest when the model is more
certain about its prediction and the model’s output probability
distribution is peaked (the probability score of all classes
except one is 0, and this class has a probability score of 1.0).

Entropy = — Z pilogpi

1

pi : predicted probability for classi  (6)
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Margin: Margin is the difference between the probabilities
of the first and second most probable classes. A higher margin
signifies that there is a clear separation between the highest
prediction probability and the second one. If the probability
values of the two classes with the highest probability scores
are close to each other, it means the model is having difficulty
making a decision between these two classes. In this case, the
margin value will be low as well. The smaller margin signifies
more uncertainty.

Margin = py — p;
k : class having maximum probability,

J : second most probable class @)

For each generated test dataset, all metric values are
calculated employing the three methods. Test data with higher
uncertainty score values are given higher priority, and test
datasets are ordered according to these priorities. As a result,
with the use of three different metrics in three different
methods, we have datasets sorted according to nine test
prioritization strategies.

We compared these prioritization strategies with the state-
of-art test selection approaches Likelihood-based Surprise
Adequacy (LSA), Distance-based Surprise Adequacy (DSA)
[27], DeepGini [28], and multiple-boundary clustering and
prioritization (MCP) [29]. These approaches have been
frequently employed for comparison in DNN test data pri-
oritization studies.

To create the activation traces for both DSA and LSA,
we used the activation values of neurons in the layer before
the last layer of the DNNGs.

Additionally, to evaluate the success of the uncertainty-
based test selection, test datasets are sorted by random
selection, and experiment results gathered with random
ordering are used as the minimum performance baseline.

Random: The test dataset is sorted by drawing test data
at random from the test dataset. Each test data has an equal
probability of being selected.

Then, we evaluate these test data prioritization strategies’
capability in identifying fault-revealing test data. The success
of test data prioritization in terms of finding test data
instances that cause misprediction is assessed in three ways:

Average Percentage of Fault Detected Evaluation: The
Average Percentage of Fault Detected (APFD) value is used
in testing to measure the fault-revealing capability of test
selection methods. Let T be a test dataset with n test samples.
The model makes m incorrect predictions for this dataset, and

w; is the order of test data that causes the i/ misprediction.
The score of APFD is defined as follows:
m
Wi 1
APFD — 1 _ 2i=1™i , L 8)
nm 2n

APFD metric is used to compare the fault detection speed
of test selection methods and metrics [26], [28] [83]. The
range of APFD is between 0 and 1. Higher APFD values
indicate faster fault detection rates.
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Fault Detection Ratio Evaluation: The fault detection ratio
is another performance metric that measures the success of
test selection criteria. When test data are randomly selected,
the percentage of mispredictions is linear with the percentage
of test data selected. The test selection metric is considered
to be more successful when fewer test data are required to
identify all mispredictions.

Statistical Correlation between Misprediction and Met-
rics: The statistical correlation between the mispredictions
for the selected test data and test selection metric values is
another indicator of the success of test data prioritization.
We conduct a Point-Biserial correlation and Spearman
correlation tests to evaluate the correlation between the
metric values for test data and the correctness of predictions.
In order to measure correlation, predictions of the model are
encoded as 0 if the model makes an incorrect prediction and
1 otherwise. The higher correlation values indicate the more
successful metric in fault detection.

Ratio of Area Under Curve (RAUC): In ideal, the
prioritization techniques will assign higher scores to all test
data that are incorrectly predicted by the tested DNN model
than to test data that are correctly predicted. As a result,
we would ideally expect a linear relationship (y=x for x <=
total number of incorrectly predicted test data) on a graph
where the x-axis represents the number of prioritized test
data, and the y-axis represents the number of incorrectly
predicted test data in prioritized test data. In practice, this
graph may not be linear for a particular test prioritization
strategy. RAUC is the ratio of the area under the prioritization
technique’s curve to the area under the ideal curve [27],
[84] [85]. RAUC is calculated based on the budget for
prioritized test data. For example, RAUC1q is the RAUC
value when the first 100 prioritized test data are used in
the performance evaluation of the prioritization technique.
RAUC has a value between 0 and 1, and larger is better.
In our study, we used RAUC300, RAUCs09, RAUC1009, and
RAUC;;;. RAUC; represents the RAUC value when all test
data is used.

3) TEST RESULTS INTERPRETATION IMPLEMENTATION

We employed visualization techniques as a post-hoc DNN
explainability method. These techniques highlight the regions
of the input that are most influential in the prediction of
the DNN model. These visual representations are easy for
humans to understand and interpret. Selected visualization
techniques are model-agnostic techniques which means that
they can be applied to any pre-trained model with some
restrictions only. These methods also do not require access
to training data or retraining of the model.

The visualization techniques that are employed are as
follows:

Grad-Cam [36]: This method is proposed for CNNs and
requires the model’s final layer activation function to be a
differentiable function. The outputs of the DNN model’s last
convolutional layer are used as feature maps of the input,
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which are assumed to be high-level representations of the
image. The gradients of the model’s highest probability score
(probability score of the predicted class) with respect to the
feature maps are then computed. The gradients indicate how
changes in the feature maps affect the probability score of the
predicted class. Then, the relative importance of each feature
map is determined by taking the global average pooling of the
gradients. The class activation map (CAM) is the weighted
sum of feature maps with weights based on the importance
values. CAM is used to generate a heatmap, which is
overlaid on the original input image. The heatmap shows
the regions that have the highest influence on the model’s
prediction.

Grad-Cam++ [37]: This method is an enhancement to
Grad-Cam, which better localizes the objects in the input
image. Grad-Cam++ uses a weighted average of positive
gradients instead of a global average pooling used in Grad-
Cam during the calculation of CAM. This approach also
presents a solution for the shortcomings of Grad-Cam when
there are multiple occurrences of objects belonging to the
same class in the same image.

Score-Cam [38]: This method is a perturbation-based
algorithm. The feature maps of the input image are produced
in the same way as the Grad-Cam. However, unlike Grad-
Cam, gradients are not calculated to construct the CAM.
Instead, the CAM is calculated from the weighted sum of
feature maps. Using the feature maps as masks on the input
image, perturbations on the masked regions of the image are
made. Then, the increase in the confidence score is calculated,
which is defined as the difference between the probability
score of the perturbated image and the original image for the
predicted class. The weights of feature maps are determined
according to the increase in the confidence score. The CAM is
used to generate a heatmap, and the heatmap is overlaid on the
input image. This method eliminates the need for gradients
but necessitates a forward pass for calculating the weight of
each feature map.

C. EXPERIMENT RESULTS

We applied each image generation method given in
Section V-B1 independently and produced an additional
1000 (one thousand) images with each method. For this
purpose, we have selected 1000 seed images with equal
image count for each class from the original test datasets
randomly and used them as inputs for Image Transformation
and Adversarial Attacks methods. In our experiments,
we adjusted the parameters used for Image Transformation
methods such that the images generated by transformation
on the seed images do not need to be manually labeled,
and the same label with the seed image can be used. Also,
since the adversarial attacks make small perturbations to
seed images, although they deceive the DNN models, the
labels of the perturbated images do not change. Therefore,
we have assigned the same labels to the perturbated images as
the originals. The parameters for Image Transformation and
Adversarial Attacks are given in Appendix A. Additionally,
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TABLE 3. Details of generated datasets.

ID  Generated Test Dataset ~ Dataset Data Count  Applied Method
1000 Original
1000 +Blur

1 Image Transformation CIFAR-10 1000 +Brightness
1000 +Translate
1000 +Rotate
1000 Original

. ) 1000 +Fast Gradient Sign Method (FGSM)

2 Adversarial Attacks - CIFAR-10. —55 +Carlini & Wagner Attacks (C&W)
1000 +Projected Gradient Descent
1000 Original

3 Generative Models CIFAR-10 1000 Diffusion Projected GAN
1000 Diffusion StyleGAN2
1000 Original
1000 +Blur

4 Image Transformation MNIST 1000 +Brightness
1000 +Translate
1000 +Rotate
1000 Original

. 1000 +Fast Gradient Sign Method (FGSM)

> Adversarial Attacks - MNIST  —555 Carlint & Wagner Afiacks (C&W)
1000 +Projected Gradient Descent
1000 Original

. 1000 Generative Adversarial Network(Multi-perceptron layers)

6 Generative Models MNIST 1000 Deep Convolutional Generative Adversfrial IE etworky

1000 Auxiliary Classifier Generative Adversarial Network

we used the generator networks of each GAN selected and
generated 1000 images from each of them. We manually
labeled the images generated using GANs for both MNIST
and CIFAR-10. The generated test datasets are listed in
Table 3, where “Original” refers to seed data captured from
the original test dataset. The “4-” symbol in front of the
methods in the table indicates that they have been applied on
the Original test dataset.

Then, we identified the out-of-distribution images in the
generated test datasets as the first step of test selection. For
this purpose, we designed two separate VAE networks for
MNIST and CIFAR-10 and trained them using the original
training datasets. In this way, we aimed for VAEs to learn the
distribution of the training datasets. The structure of VAEs is
given in Table 4.

We selected the Fashion MNIST [86] dataset as the
OOD dataset for MNIST. The Fashion MNIST dataset
consists of grayscale images with the same image size as
MNIST. Since Fashion MNIST contains clothing images
instead of handwritten digit images, its data distribution
differs from that of MNIST. Thus, the VAE trained with the
MNIST training dataset will produce lower reconstruction
probabilities for images from Fashion MNIST. In the same
way, we selected the SVHN [87] dataset as the OOD dataset
for the CIFAR-10 dataset.

Using VAEs, we obtained the reconstruction probabilities
of the images in the original test datasets and OOD datasets.
As described in Section V-B2a, the reconstruction probability
threshold values that best separate OOD datasets from in-
distribution datasets are determined. The best F1-Score
values for threshold values are given in Table 5 for MNIST
and CIFAR-10.
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TABLE 4. Variational autoencoder models used for OOD data detection.

Model Name
MNIST VAE

Model Structure
Input Layer - 3 Dense -
Lambda - 3 Dense
Input Layer - 4 Conv2D -
Flatten - 3 Dense -
Lambda - 2 Dense - 200
3 Conv2DTranspose - Conv2D -
Flatten - 2 Dense

Training Epochs
50

CIFAR-10 VAE

TABLE 5. Best F1-score values for VAEs.

Dataset True Positive  False Positive ~ F1-Score
MNIST 99.9% 0.29% 0.99
CIFAR-10 83.52% 17.62% 0.83

RQ1. Which test generation method is more likely to
generate OOD data?

We classified the generated test images as OOD and
in-distribution data according to the chosen reconstruction
probability threshold values and respective reconstruction
probability of each image in the datasets. Fig. 2 depicts the
percentage of OOD data for each dataset.

For the MNIST and CIFAR-10, nearly all images generated
by the FGSM and PGD adversarial attack methods are
identified as OOD data. C&W attack generates adver-
sarial images with smaller perturbations than FGSM and
PGD; consequently, images generated by C&W attack may
resemble the distribution of training data. Images generated
by the C&W attack are determined to be mostly in-
distribution for both datasets (83.5% in CIFAR-10 and 99%
in MNIST).
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FIGURE 2. 00D data percentages in generated test datasets.

TABLE 6. Accuracy values of models for generated test datasets.

MNIST
Model Generative Image _ Adversarial
Models Transformation Attacks
LeNet-5 91.8% 92.4% 41.6%
LeNet-1 90.4% 88.0% 7.0%
CIFAR-10
Model Generative Image . Adversarial
Models Transformation Attacks
ResNet-32 79.4% 77.3% 13.5%
VGG-16 79.8% 76.4% 7.2%

Although the same transformation settings are used for test
data in both datasets with Image Transformation methods,
as shown in Table 2, the percentage of the OOD data in
generated datasets differs between the MNIST and CIFAR-
10 datasets. Following adversarial attack methods, images
generated with the Translate method have the highest
percentage of OOD data for the MNIST, with 54.2%.
Translate is an affine transformation that shifts pixels without
changing their values. The high OOD ratio of Translate
may be due to the fact that the majority of digits in
the training images of MNIST are located in the center
of the image, whereas Translate generates images with
digits located in other positions. In contrast, Blurring is the
image transformation technique that produces the most OOD
data for the CIFAR-10 dataset. The CIFAR-10 Dataset is
colored, and Blurring alters the pixel values in all image
channels. We believe that because this transformation is
applied randomly to each pixel, it causes the image to deviate
from the training data distribution and be classified as OOD
data.

In both CIFAR-10 and MNIST datasets, images generated
synthetically by Generative Models do not produce a
high number of OOD data. During their training pro-
cess, generative models learn the training data’s fea-
tures and generate images, resulting in in-distribution
images.
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Result for RQ1: Observations regarding RQ1 indicate
that different image generation methods produced a
substantial amount of OOD data in the generated
test datasets. In particular, adversarial attacks generate
a large amount of OOD data, whereas the amount
of OOD data generated by Generative Models is
moderate. Among the image transformation methods,
the test generation method that generates the most
OOD data depends on the image dataset properties;
there is no single answer.

RQ2: How effective are uncertainty-based test selection
metrics for prioritizing the fault-revealing data instances
in datasets that are generated with different techniques
and identified as in-distribution data?

We eliminated OOD data from generated test images and
created three test data groups based on the test generation
technique. In Table 6, the accuracy of the respective models
under test for the generated test datasets after OOD data
elimination is given. Although the OOD detection method
identifies most of the images generated by C&W adversarial
attacks as in-distribution data, it is clear that these images
deceived the DNN models, resulting in a very low level of
accuracy of 7% in LeNet-1 and VGG-16.

An additional subset of 1000 images from the original
test data are added to each test data group in order to better
observe the choice of test selection metrics between data that
the model would misclassify and data that would be correctly
classified. Since the models had a very high accuracy rate for
the original test data, these additional images were considered
as a dataset that the model would not have difficulty
classifying correctly. In each test data group, we analyzed the
performance of test selection methods and metrics in terms of
fault identification. For this purpose, the uncertainty metric
values of each test dataset are calculated using the MUT,
DE models, and VI models separately. Previous research
on uncertainty quantification [41] has demonstrated that a
sample size of five provides good results for both the DE
and VI methods and that increasing the sample size has
diminishing positive effects. Therefore, for the DE method,
experiments were conducted with a five-member ensemble,
and for the VI method, tests were conducted by collecting
five samplings from the VI model’s pass-throughs.

When calculating metric values with MUT, the predicted
probability values of the model for test data are used. For the
DE method, each test data is fed into DE models, and the
outputs of the models are aggregated and used to determine
the value of each metric. Similarly, each test data is fed to
the VI model five times, and the output values are aggregated
and used to calculate metric values. Then, the test datasets are
ordered according to the metric values and fed to the model
under test according to this order. Test images are categorized
as misclassified or correctly classified based on their ground
labels and prediction of the model under test.

We evaluate the fault-revealing capability of the test
prioritization strategies based on the Average Percentage
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TABLE 7. Average percentage of fault detected values for generated test datasets.

Test Data Generation Methods

Generative Models

Image Transformation Adversarial Attacks

Test Prioritization Strategy LeNet-5 LeNet-1 LeNet-5 LeNet-1 LeNet-5 LeNet-1
Random 0.48565 0.50119 0.53431 0.51787 0.48124 0.49215
MUT - Entropy 0.89260 0.88980 0.91006 0.85751 0.84513 0.74349
MUT - Confidence 0.88872 0.88942 0.91028 0.86290 0.84361 0.74565
MUT - Margin 0.88880 0.88862 0.91002 0.86446 0.84348 0.74569
DE - Entropy 0.90494 0.90334 0.91810 0.88684 0.80568 0.72215
DE - Confidence 0.90353 0.90368 0.91857 0.89302 0.80317 0.72276
DE - Margin 0.90296 0.90308 0.91765 0.89160 0.80555 0.72302
VI - Entropy 0.86774 0.86448 0.87171 0.80019 0.77053 0.67599
VI - Confidence 0.84960 0.86373 0.87369 0.80171 0.76789 0.67567
VI - Margin 0.86066 0.86264 0.87274 0.80130 0.76783 0.67591
LSA 0.87991 0.81456 0.90263 0.85782 0.82452 0.71029
DSA 0.89566 0.85043 0.91233 0.89281 0.84250 0.75189
DeepGini 0.88877 0.88947 0.91034 0.86145 0.84465 0.74443
MCP 0.87212 0.86957 0.87997 0.84186 0.73855 0.62395

(a) MNIST

Test Data Generation Methods

Generative Models

Image Transformation Adversarial Attacks

Test Prioritization Strategy ResNet-32 VGG16 ResNet-32 VGG16 ResNet-32 VGG16
Random 0.49061 0.49142 0.50166 0.50730 0.51963 0.52276
MUT - Entropy 0.81193 0.78317 0.82685 0.79941 0.67568 0.68741
MUT - Confidence 0.81012 0.78321 0.82524 0.79881 0.67481 0.68659
MUT - Margin 0.80750 0.78334 0.82275 0.79839 0.67383 0.68634
DE - Entropy 0.82078 0.79434 0.82992 0.80229 0.60304 0.60578
DE - Confidence 0.82286 0.79235 0.82695 0.80055 0.60330 0.60497
DE - Margin 0.82045 0.79180 0.81849 0.79853 0.60250 0.60493
VI - Entropy 0.77477 0.76601 0.77590 0.75195 0.60219 0.57658
VI - Confidence 0.76287 0.76570 0.76942 0.75134 0.59932 0.57666
VI - Margin 0.76269 0.76580 0.75475 0.75059 0.59778 0.57642
LSA 0.66072 0.78717 0.67856 0.80361 0.62552 0.70690
DSA 0.78548 0.79076 0.77192 0.80682 0.67683 0.70323
DeepGini 0.81133 0.78326 0.82840 0.80161 0.67635 0.68704
MCP 0.74190 0.69680 0.77082 0.72965 0.62116 0.61416

(b) CIFAR-10

of Fault-Detected (APFD) values for each test dataset.
As described in Section V-B2b, the APFD value represents
the fault detection speed of the test dataset. The APFD
values for each test data group are given in Table 7.
The results of experiments are listed according to the test
prioritization strategies, which are identified with method-
metric tuple values, e.g., we use MUT-Entropy naming
for the experiments conducted using Entropy metric with
employing probability output of the model under test or
use DE-Confidence for the experiments conducted using
Least Confidence metric obtained from the outputs of deep
ensemble models. The best three values for each dataset are
shown in bold. The closer to 1.0 the APFD values are, the
more successful the prioritization of fault-revealing test data.
APFD values for CIFAR-10 are smaller than those for the
MNIST dataset; likewise, the accuracy of the model under
test for CIFAR-10 is less than for MNIST.

Table 7 also shows a comparison of the techniques with
the state-of-the-art test selection approaches in the last four
rows. We used LSA, DSA, DeepGini, and MCP approaches
to prioritize the generated test datasets and incorporated their
results for the performance comparison. Table 7 shows that
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except for the adversarial attack test datasets, the DE method
yields high APFD values ranging from 0.887 to 0.919 for
MNIST and 0.792 to 0.830 for CIFAR-10. However, for
adversarial attack test datasets, metrics acquired using the
MUT, DeepGini, LSA, and DSA produce the best results.
The APFD values for MUT-Entropy, MUT-Confidence, and
MUT-Margin are very close to each other for the adversarial
attack test datasets, with a difference of less than 0.007.
The adversarial attack test datasets are generated using the
MUT as input to attack methods, so the generated images
are specialized according to the parameter values of the MUT
to fool the network. Therefore, these images are unlikely to
deceive the models used in DE or VI-F methods since they
have different parameter values, and the uncertainty metric
values acquired with these methods do not provide adequate
guidance for fault detection. To measure the uncertainty,
DeepGini uses a formula similar to MUT-Entropy; both
employ the probability score of each class in the output.
As expected, they have similar APFD values, with an average
difference of 0.016. DSA has APFD values that are among
the top three APFD values in test datasets created with
adversarial attacks. From this, we can judge that, despite the
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FIGURE 3. Fault detection ratios according to the size of generated test datasets.

small perturbations generated by the adversarial attacks, the
activation traces of the corresponding data differ from the
activation traces of the training data, and this is detected by
DSA.

Fig. 3 shows the Fault Detection Ratio values for each
test prioritization strategy relative to the test dataset size.
The generated test datasets are sorted by metric values and
divided into ten bins, with 10 percent of the combined test
data contained in each bin. The first bin contains test data
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instances with the highest priority, while the last bin contains
images with the lowest priority. As the size of the test dataset
increases from 10% to 100%, so does the ratio of detected
faults. The prioritization metric that assigns high-priority
values to the test data that will be misclassified by the DNN
model will have a higher fault detection ratio for the same
size of test data.

The detailed percentage of faults detected for each type of
generated test dataset is shown in Fig. 3. It is evident that
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TABLE 8. Ratio of area under curve values for generated test datasets (MNIST).

RAUC309 RAUC500 RAUC1000 RAUCyy
Test Data Test Prioritization
Generation ) St LeNet-5 LeNet-1 LeNet-5 LeNet-1 LeNet-5 LeNet-1 LeNet-5 LeNet-1
Methods rategy
MUT - Entropy 0.50448 0.57334 0.53510 0.58931 0.65030 0.6823 0.86259 0.86870
MUT - Confidence 0.50323 0.56855 0.53386 0.58551 0.64964 0.68059 0.86019 0.86806
MUT - Margin 0.50301 0.56601 0.53292 0.58313 0.64902 0.67963 0.86034 0.86702
z DE - Entropy 0.49643 0.57721 0.53990 0.59864 0.67647 0.70582 0.88182 0.89042
2 DE - Confidence 0.48624 0.59223 0.53452 0.60391 0.67414 0.70765 0.88080 0.89105
p= DE - Margin 0.47313 0.58049 0.52801 0.59534 0.67143 0.70300 0.87995 0.88986
.QZ) VI - Entropy 0.38622 0.49216 0.43765 0.49728 0.56964 0.59200 0.82159 0.82568
5 VI - Confidence 0.37884 0.4642 0.43272 0.48062 0.56716 0.58413 0.80994 0.82394
] VI - Margin 0.38020 0.44851 0.43310 0.47079 0.56734 0.57880 0.81737 0.82206
8 LSA 0.47342 0.50127 0.49618 0.46985 0.61620 0.53343 0.84242 0.75966
DSA 0.50964 0.53685 0.54561 0.52376 0.66493 0.59103 0.86692 0.80587
DeepGini 0.50441 0.56847 0.53438 0.58591 0.64986 0.68090 0.86024 0.86816
MCP 0.43399 0.51757 0.47214 0.5164 0.59053 0.60594 0.82981 0.83423
MUT - Entropy 0.51541 0.47572 0.54306 0.48114 0.67219 0.57976 0.88733 0.82751
MUT - Confidence 0.52078 0.55677 0.54642 0.54421 0.67423 0.61714 0.88783 0.83825
= MUT - Margin 0.51479 0.58207 0.54314 0.56495 0.67275 0.62788 0.88736 0.84148
5= DE - Entropy 0.56199 0.65117 0.59606 0.61153 0.71093 0.66689 0.90179 0.87651
g DE - Confidence 0.56437 0.68653 0.59972 0.64611 0.71326 0.70058 0.90258 0.88826
S DE - Margin 0.54622 0.61540 0.58720 0.60433 0.70659 0.68474 0.90075 0.88510
% VI - Entropy 0.29076 0.25568 0.35228 0.25807 0.51329 0.35369 0.81927 0.72567
s VI - Confidence 0.33394 0.29407 0.37565 0.28478 0.52419 0.3657 0.82251 0.72879
N VI - Margin 0.34250 0.26373 0.38295 0.27344 0.52869 0.36362 0.82328 0.72825
g LSA 0.40995 0.68616 0.47229 0.61579 0.62375 0.65507 0.87309 0.83979
= DSA 0.52160 0.71412 0.54349 0.65083 0.67009 0.69261 0.89016 0.88676
DeepGini 0.52440 0.51643 0.54799 0.51815 0.67484 0.60497 0.88798 0.83526
MCP 0.42154 0.50876 0.45707 0.50222 0.57631 0.57209 0.83636 0.80961
MUT - Entropy 0.95622 0.89497 0.95619 0.90063 0.97180 0.91456 0.98582 0.95360
MUT - Confidence 0.90093 0.93863 0.92872 0.92758 0.96310 0.92614 0.98197 0.95890
MUT - Margin 0.89151 0.83913 0.92573 0.88172 0.96232 0.91713 0.98159 0.95762
% DE - Entropy 0.84088 0.92076 0.83553 0.8966 0.84024 0.87479 0.90866 0.91323
g DE - Confidence 0.83500 0.92224 0.83309 0.89504 0.83960 0.87514 0.90629 0.91424
< DE - Margin 0.83175 0.90241 0.83175 0.88783 0.83923 0.87356 0.90824 0.91438
= VI - Entropy 0.79997 0.80397 0.78588 0.80686 0.77046 0.79575 0.85079 0.83491
§ VI - Confidence 0.80433 0.76050 0.78753 0.78774 0.77025 0.78978 0.84954 0.83343
§ VI - Margin 0.80522 0.75815 0.78805 0.78606 0.77076 0.78878 0.84979 0.83360
2 LSA 0.94048 0.99051 0.92765 0.97362 0.91213 0.92072 0.94621 0.90679
DSA 0.98274 0.99567 0.97177 0.99064 0.96509 0.97398 0.98051 0.97636
DeepGini 0.93891 0.90417 0.94386 0.91020 0.96697 0.92037 0.98358 0.95602
MCP 0.65586 0.71074 0.64871 0.72288 0.65491 0.71586 0.78448 0.75519

when test data are sorted according to uncertainty metrics,
faults are detected earlier in all test datasets compared to
when data are selected at random. Except for the adversarial
attack dataset of CIFAR-10, this difference is very substantial
for all datasets. By using the uncertainty metrics with DE,
30% of the test dataset captures more than 95% of the
whole faults in test datasets generated by Generative Models
and Image Transformations for MNIST. The percentage
of test data required to find the equivalent percentage of
faults in the CIFAR-10 dataset is 50%. While DE methods
have the highest fault detection ratios for test datasets
generated by Generative Models and Image Transformations,
prioritization with DSA, DeepGini, and metrics acquired with
MUT methods have higher fault detection ratios than other
methods for datasets generated by Adversarial Attacks. The
performances of uncertainty metrics obtained with the VI
method and MCP are poorer than those of other approaches.
The difference between fault detection rates of prioritization
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approaches employing VI and the nearest fault detection
rate of other approaches changes in the average of 4.03%
to 13.06% for MNIST test datasets. In the case of MCP,
the difference is between 2.28% and 18.54% on average.
The fault detection rate of LSA is also low compared to
other methods except for the experiments made with the
VGG-16 model. It has the lowest fault detection ratios with
the experiments performed with the ResNet-32 model for the
test data sets generated by the Generative Model and Image
Transformation, and it has more than 10% difference from the
nearest approach.

We calculated the Ratio of Area Under Curve value
for each generated test dataset with the prioritized test
dataset size of 300, 500, and 1000 and with all test data.
Tables 8 and 9 show the RAUC values for MNIST and
CIFAR-10. The best three values are shown in bold for
RAUC values calculated for different test data sizes, with
a total of 24 best RAUC values for each generated test
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TABLE 9. Ratio of area under curve values for generated test datasets (CIFAR-10).

RAUC300 RAUC500 RAUC1000 RAUCyy;
Test Data Test Prioritization
Generation ” Strate ResNet- VGG16 ResNet- VGG16 ResNet- VGG16 ResNet- VGG16
Methods & 32 32 32 32
MUT - Entropy 0.70469 0.57090 0.62464 0.54650 0.65742 0.60896 0.80584 0.76840
MUT- Confidence 0.65143 0.56611 0.60070 0.54494 0.64736 0.60869 0.80202 0.76844
MUT- Margin 0.59220 0.56179 0.57120 0.54357 0.63440 0.60850 0.79677 0.76873
z DE - Entropy 0.69538 0.57891 0.64434 0.55709 0.68816 0.61823 0.82264 0.78239
b DE - Confidence 0.72336 0.56057 0.66066 0.54130 0.69741 0.60831 0.82674 0.77829
= DE - Margin 0.66925 0.53745 0.63122 0.53002 0.68395 0.60289 0.82169 0.77662
E VI - Entropy 0.52144 0.54517 0.49054 0.51647 0.54685 0.57180 0.73580 0.73891
5 VI - Confidence 0.48609 0.53826 0.46916 0.51351 0.53918 0.57108 0.73240 0.73868
2 VI - Margin 0.39990 0.53988 0.40834 0.51458 0.50368 0.57165 0.71976 0.73933
3 LSA 0.34284 0.52424 0.34158 0.51125 0.39624 0.59411 0.58795 0.76920
DSA 0.48091 0.53669 0.47238 0.52788 0.55466 0.60502 0.75583 0.77541
DeepGini 0.68988 0.56904 0.61943 0.54601 0.65476 0.60903 0.80467 0.76855
MCP 0.53949 0.46213 0.49424 0.43387 0.53423 0.48795 0.70212 0.65424
MUT - Entropy 0.77794 0.73261 0.74838 0.69651 0.69707 0.65080 0.85544 0.82287
MUT- Confidence 0.77223 0.70870 0.73821 0.67986 0.68613 0.64433 0.84988 0.82159
o MUT- Margin 0.69429 0.68624 0.68390 0.66833 0.65931 0.64006 0.84151 0.82072
5= DE - Entropy 0.71960 0.66930 0.71167 0.64707 0.67873 0.62053 0.85060 0.82007
g DE - Confidence 0.73236 0.66225 0.70473 0.63491 0.67271 0.61274 0.84776 0.81688
S DE - Margin 0.64113 0.61319 0.63306 0.59808 0.63238 0.59776 0.83435 0.81262
é VI - Entropy 0.60618 0.62210 0.58474 0.58116 0.55732 0.54455 0.76712 0.74524
s VI - Confidence 0.59000 0.59205 0.54973 0.56163 0.51293 0.53658 0.74340 0.74355
2 VI - Margin 0.44009 0.56576 0.43896 0.54674 0.46495 0.53085 0.73417 0.74217
g LSA 0.42427 0.69694 0.41997 0.65626 0.40763 0.62130 0.62942 0.81983
= DSA 0.51067 0.68186 0.49700 0.66221 0.49414 0.63719 0.75101 0.82616
DeepGini 0.78172 0.72522 0.75289 0.68794 0.69716 0.64684 0.85293 0.82206
MCP 0.66563 0.57252 0.63887 0.54717 0.59583 0.51491 0.76644 0.71215
MUT - Entropy 0.84040 0.89818 0.80094 0.87909 0.76300 0.86718 0.82814 0.88951
MUT- Confidence 0.74322 0.85400 0.73898 0.85030 0.74663 0.85801 0.82337 0.88673
MUT- Margin 0.64176 0.80756 0.69565 0.82797 0.73655 0.85185 0.82040 0.88522
% DE - Entropy 0.78554 0.74484 0.75436 0.73008 0.68598 0.70135 0.71418 0.73889
g DE - Confidence 0.79762 0.73411 0.75645 0.72002 0.68533 0.69532 0.71449 0.73661
< DE - Margin 0.76995 0.72494 0.73861 0.71734 0.67791 0.69369 0.71206 0.73630
= VI - Entropy 0.70394 0.70785 0.69490 0.67959 0.65840 0.65558 0.70908 0.69565
g VI - Confidence 0.68532 0.71365 0.67261 0.68139 0.64618 0.65562 0.70250 0.69571
§ VI - Margin 0.63791 0.71336 0.63743 0.68105 0.63851 0.65475 0.70104 0.69513
2 LSA 0.84279 0.95282 0.80208 0.93390 0.73335 0.89469 0.75564 0.91070
DSA 0.83092 0.85886 0.81037 0.86603 0.77381 0.86604 0.82391 0.90036
DeepGini 0.82713 0.88489 0.78380 0.86566 0.75986 0.86262 0.82777 0.88819
MCP 0.68027 0.75943 0.66801 0.76141 0.65863 0.73311 0.72991 0.76104

dataset. The prioritization strategies that employ the DE
method achieve the best RAUC values for the test dataset
generated by Generative Models for MNIST with a ratio of
19/24 and for CIFAR-10 with a ratio of 17/24. Similarly,
for the test dataset generated by Image Transformations
for MNIST, the prioritization strategies with DE achieved
the highest RAUC value ratio of 18/24. On the contrary,
for the CIFAR-10 test dataset that is generated by Image
Transformations, the MUT-Entropy, MUT-Confidence, and
DeepGini have the best results. The distance-based methods
(LSA/DSA) and techniques that use uncertainty metrics with
MUT outperform the other prioritization techniques in the
case of test datasets generated by Adversarial Attacks.
Additionally, the statistical correlation between misclas-
sifications and metric values is used to evaluate the fault
detection capability of test prioritization strategies. For this
purpose, we encoded the model’s prediction for a given test
data as 1 for misclassification and O for correct classification
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of the model under test. The correlation degrees between
the metric values of the test dataset and the corresponding
classification results are calculated for each metric.

We employed the Point-Biserial correlation, which mea-
sures the strength of the relationship between a continuous-
level variable and a binary variable since metric values are
continuous data, while misclassifications are binary data in
our situation. In addition, we also conducted the Spearman
correlation, which is used to analyze how effectively a
monotonic function describes the relationship between two
variables.

Table 10 and 11 show that there is a moderate correlation
between the uncertainty metrics obtained using the DE
method and the misclassifications for the test datasets gen-
erated using Generative Models and Image Transformation
techniques. Besides, for the test dataset generated with
Adversarial Attacks, the correlation coefficient is highest for
MUT-Margin, MUT-Confidence, and DeepGini for MNIST.
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TABLE 10. Correlation between test prioritization strategies and misclassifications (MNIST).

Test Data Generation Methods

Generative Models

Image Transformation Adversarial Attacks

Test Prioritization Strategy Biserial Pearson Biserial Pearson Biserial Pearson
MUT - Entropy 0.43 0.35 0.49 0.35 0.96 0.78
MUT - Confidence 0.40 0.38 0.47 0.37 0.96 0.84
MUT - Margin 0.40 0.37 0.46 0.37 0.97 0.83
DE - Entropy 0.49 0.36 0.55 0.36 0.41 0.69
DE - Confidence 0.47 0.38 0.55 0.37 0.34 0.72
DE - Margin 0.47 0.37 0.55 0.37 0.35 0.71
VI - Entropy 0.33 0.33 0.34 0.32 0.29 0.61
VI - Confidence 0.29 0.36 0.33 0.34 0.24 0.62
VI - Margin 0.28 0.34 0.34 0.33 0.24 0.62
LSA 0.41 0.34 0.31 0.35 0.64 0.73
DSA 0.46 0.35 0.46 0.36 0.83 0.77
DeepGini 0.41 0.38 0.49 0.37 0.97 0.84
MCP 0.37 0.35 0.42 0.35 0.96 0.77

(a) MNIST - LeNet-5

Test Data Generation Methods

Generative Models

Image Transformation Adversarial Attacks

Test Prioritization Strategy Biserial Pearson Biserial Pearson Biserial Pearson
MUT - Entropy 0.55 0.38 0.49 0.40 0.85 0.80
MUT - Confidence 0.53 0.38 0.52 0.40 0.92 0.80
MUT - Margin 0.53 0.38 0.53 0.40 0.92 0.80
DE - Entropy 0.57 0.39 0.57 0.43 0.62 0.73
DE - Confidence 0.57 0.39 0.60 0.44 0.55 0.73
DE - Margin 0.56 0.39 0.59 0.43 0.57 0.73
VI - Entropy 0.46 0.36 0.32 0.33 0.36 0.58
VI - Confidence 0.42 0.36 0.30 0.34 0.29 0.58
VI - Margin 0.41 0.35 0.30 0.33 0.28 0.58
LSA 0.36 0.31 0.37 0.40 0.38 0.69
DSA 0.40 0.34 0.54 0.44 0.80 0.83
DeepGini 0.55 0.38 0.51 0.40 0.90 0.80
MCP 0.49 0.38 0.51 0.41 0.89 0.81

(b) MNIST - LeNet-1

In the case of CIFAR-10, MUT-Entropy, LSA, DSA, and
DeepGini have the highest correlation coefficient values. The
correlation results are in harmony with those derived from
APFD values.

Result for RQ2: Uncertainty-based test selection is
an effective technique for prioritizing the test data in
order to identify fault-revealing inputs. The best prior-
itization results are obtained when uncertainty metrics
are used with the Deep Ensemble method for Image
Transformation and Generative Model datasets. For
test datasets generated by Adversarial Attacks, metrics
gathered from Model Under Test give the best results.
Additionally, distance-based methods (LSA/DSA) and
DeepGini effectively prioritize test datasets generated
by Adversarial Attacks. The VI method has the
lowest performance in terms of uncertainty-based test
prioritization in prioritizing fault-revealing test data in
all datasets.

RQ3: Does the existence of OOD data in the test dataset
impact the success of the test selection methods?

We repeated the experiments without removing the OOD
data from the generated test datasets to determine whether the
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same metrics and methods effectively prioritize test datasets
that contain OOD data. In these experiments, all generated
test data were combined and used as a single dataset.
In Table 12, the best APFD values from the experiments are
given, and in Fig. 4, the fault detection ratios are displayed.
The APFD values of test prioritization methods for test
datasets with OOD data are lower than those for test datasets
without OOD data. DSA has the highest APFD values for test
datasets with OOD data, which indicates that the OOD test
data have activation traces different from the training data.
The uncertainty metrics employed with the Deep Ensemble
and Model Under Test are also efficient ways for prioritizing
test data in datasets containing OOD data, similar to datasets
in which OOD data have been eliminated.

As Fig. 4 shows, the fault detection rate of uncertainty
metrics is decreased compared to datasets where OOD data
are removed. This decrease is especially significant for the
CIFAR-10 dataset, where the performance of uncertainty
metrics deteriorates to a level close to random sampling.

As Table 13 shows, the accuracy of the tested models
for test datasets containing OOD data also decreased, from
65.5% to 49.3% for CIFAR-10 (ResNet-32) and from 84.1%
to 78.4% for MNIST (LeNet-5). This is due to the fact that the
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TABLE 11. Correlation between test prioritization strategies and misclassifications (CIFAR-10).

Test Data Generation Methods

Generative Models

Image Transformation Adversarial Attacks

Test Prioritization Strategy Biserial Pearson Biserial Pearson Biserial Pearson
MUT - Entropy 0.53 0.46 0.61 0.55 0.53 0.56
MUT - Confidence 0.50 0.46 0.59 0.54 0.46 0.56
MUT - Margin 0.48 0.46 0.58 0.53 0.46 0.56
DE - Entropy 0.56 0.48 0.60 0.54 0.30 0.33
DE - Confidence 0.57 0.48 0.60 0.54 0.29 0.33
DE - Margin 0.56 0.48 0.58 0.53 0.28 0.33
VI - Entropy 0.43 0.41 0.48 0.46 0.27 0.33
VI - Confidence 0.37 0.39 0.44 0.45 0.23 0.32
VI - Margin 0.36 0.39 0.39 0.42 0.23 0.31
LSA 0.23 0.24 0.28 0.30 0.37 0.40
DSA 0.43 0.42 0.44 0.45 0.56 0.57
DeepGini 0.51 0.46 0.60 0.54 0.52 0.57
MCP 0.43 0.45 0.53 0.53 0.38 0.56

(a) CIFAR-10 - ResNet32

Test Data Generation Methods

Generative Models

Image Transformation Adversarial Attacks

Test Prioritization Strategy Biserial Pearson Biserial Pearson Biserial Pearson
MUT - Entropy 0.36 0.43 0.46 0.51 0.51 0.64
MUT - Confidence 0.31 0.43 0.41 0.51 0.44 0.64
MUT - Margin 0.30 0.43 0.40 0.51 0.44 0.64
DE - Entropy 0.47 0.44 0.55 0.52 0.26 0.36
DE - Confidence 0.45 0.44 0.53 0.52 0.24 0.36
DE - Margin 0.44 0.44 0.53 0.51 0.24 0.36
VI - Entropy 0.30 0.40 0.33 0.43 0.13 0.26
VI - Confidence 0.27 0.40 0.29 0.43 0.13 0.26
VI - Margin 0.28 0.40 0.29 0.43 0.13 0.26
LSA 0.43 0.43 0.53 0.52 0.61 0.71
DSA 0.46 0.44 0.56 0.52 0.67 0.70
DeepGini 0.34 0.43 0.44 0.51 0.49 0.64
MCP 0.26 0.43 0.36 0.51 0.36 0.64

(b) CIFAR-10 - VGG-16

TABLE 12. Average percentage of fault detected values for generated test
dataset including OOD data.

Test Prioritization

LeNet-5 LeNet-1 ResNet-32 VGG-16
Strategy

Random 0.50126  0.50031 0.50283 0.50227
MUT - Entropy 0.81596  0.76158 0.59780 0.59575
MUT - Confidence  0.81683  0.76998 0.60203 0.59547
MUT - Margin 0.81716  0.77179 0.59828 0.59525
DE - Entropy 0.79419  0.77691 0.64457 0.62754
DE - Confidence 0.79448  0.78423 0.64215 0.62631
DE - Margin 0.79564  0.78667 0.63862 0.62552
VI - Entropy 0.74212  0.70580 0.62723 0.62579
VI - Confidence 0.73505  0.70765 0.62243 0.62552
VI - Margin 0.74167  0.70862 0.61884 0.62509
LSA 0.79834  0.75302 0.59848 0.68230
DSA 0.81588  0.80198 0.65949 0.68230
DeepGini 0.81635  0.76688 0.60278 0.59559
MCP 0.77444  0.71591 0.60024 0.56802

model is more exposed to datasets from distributions different
than the one it was trained on.

Result for RQ3: The performance of uncertainty met-
rics decreases in prioritizing test datasets containing
OOD data compared to datasets in which OOD data
have been removed.
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TABLE 13. Accuracy values for generated test dataset including 0OD data.

LeNet-5 LeNet-1 ResNet-32  VGG-16
Accuracy with
00D Data(%) 784 70.2 493 492
Accuracy without
0OD Data(%) 84.1 76.3 65.5 63.9

RQ4: Is it possible to use post-explainability methods in
testing to understand the cause of test failures? We inves-
tigated the misclassifications in test datasets to understand
the rationale behind the model’s incorrect decision-making.
We analyzed the results from the CIFAR-10 dataset with
the ResNet-32 model and determined the predicted versus
actual classes of misclassified test data for each test dataset
generated. Confusion matrices for predicted and correct
class labels are displayed in Fig. 5. The highest number of
misclassified test data in the Generative Model test dataset
are those whose actual class is Dog but was predicted as
Cat or vice versa. Again, the highest number of misclassified
test data instances in the Image Transformation test dataset
are test data instances that are predicted as Cat but actually
belong to the Dog class. Also, test images of the Deer class are
wrongly predicted as Bird or Frog, whereas test data instances
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(a) LeNet-5 - Generated Test Dataset with
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FIGURE 4. Fault detection ratios according to the size of generated test dataset including 00D data.

Classes airplane automobile bird cat deer dog frog horse ship truck
airplane 0 2 4 o 1 o o 1] 5 2
automobile 2 0 1 1 0 0 1 0 1 11
bird 9 0 (1] 10 11 3 5 2 1 2
cat 0 0 6 o 7 [EN = 3 0 0
deer 0 0 6 8 1] 3 6 4 0 0
dog 0 0 1 20 7 1] 4 5 0 2
frog 1 0 4 o 5 1 0 1 0 0
horse 2 1 1] 7 15 4 0 1] 0 e
ship 13 1 1 o 1] 1 2 1 0 2
truck 7 13 1 2 (1] L] % (1] 6 0
(a) Generative Models Test Data
Classes airplane automobile bird cat deer dog frog horse ship truck
airplane 0 22 43 1 0 3 : Bl 7
automobile 8 0 6 5 0 0 13 0 14 8
bird 13 3 0 15 6 3 17 9 2 3
cat 5 3 10 0 4 12 20 2 2 4
deer 3 0 19 9 0 5 23 5 2 0
dog 0 1 o I ¢ o 15 9 1 1
frog 0 1 9 1 5 0 0 0 2
horse 2 1 3 11 10 4 6 ] 0 5
ship 16 5 5 1 o ] 9 o 1] [
truck 2 10 8 9 0 1 13 0 3 0
(b) Image Transformation Test Data
Classes airplane antomobile bird cat deer dog frog horse ship truck
airplane 0 o PEEl ;s : 4 9 7 o s
automaobile 4 0 o 2z 2z o0 3 0 1
bird 13 0 o 3 13 6 10 12 4 0
cat 2 0 12 ] 14 3 ] 1
deer 2 0 22 17 1] 15 4 9 0 0
dog 0 0 8 5 0 4 13 o ]
frog 2 6 2 . 7 0@ 0o 2 5 0
horse 2 2 ¢ 5 2l s 0 0 2
ship 13 8 3 4 0 10 o ] 7
truck 10 i 1 1] 0 3 o 10 0

(c) Adversarial Attacks Test Data
FIGURE 5. Predicted vs correct classes of misclassified test data.

of the Airplane class are incorrectly classified as Automobile
or Ship in the Image Transformation test dataset.
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As adversarial attacks are artificial perturbations designed
to deceive the model, there is a high number of misclassified
test images in all classes, ranging from 64 to 108, as shown
in Fig. 5c.

We examined the classification error that occurs most
frequently between the Dog and Cat classes in detail. First,
we apply the visualization methods to images of Dog and
Cat classes from the original test dataset, which are correctly
classified. This aims to identify the regions of the images that
have the greatest impact on the model’s prediction. According
to the analysis results, we think that for the Dog class, the face
of the dogs in images, specifically the nose region, affects the
model’s decision. Again, for the Cat class, the face of the cats
mostly influences the decision of the model, but not the nose
region in this case. In some of the images, the body of the
cats was also factored into the decision-making of the model.
InFig. 6 and 7, the outcomes of these analyses conducted with
the Grad-CAM, Grad-CAM++, and ScoreCAM techniques
are depicted.

Then, we applied visualization techniques to the sample
images that have been incorrectly classified as Cat when
they actually belong to the Dog class, which is demonstrated
in Fig. 8. The analyzed images belong to the Image
Transformation test dataset and were generated with Rotate
method. In the first row of images, the body of the dog is
identified as the image region that affects the decision of
the model. For the image on the third row, the highlighted
region by visualization methods does not include the nose
of the dog, and for the image on the fourth row, the ears
of the dog are highlighted, as well as the face of the dog.
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FIGURE 6. Correctly classified Cat images from the original CIFAR-10 test
dataset.
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FIGURE 7. Correctly classified Dog images from the original CIFAR-10 test
dataset.

Contrary to the images in Fig. 8, although the body of the
dog is not seen in the last image row of Fig. 7 since the model
recognizes the dog’s nose in the image, it is classified as Dog.
We hypothesize that when the model fails to identify the nose
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region in the dog images or when additional patterns that
belong to other classes are also identified, the DNN model
struggles to correctly classify the image in the Dog class.
Images of dogs where the dog’s nose does not appear properly
or the color of the nose is not black can be considered to be
added to the training data to overcome this misclassification
case.

Original GradCAM GradCAM++ ScoreCAM
-
i -,
Original GradCAM GradCAM++ ScoreCAM

GradCAM

GradCAM++ ScoreCAM

GradCam GradCAM++ ScoreCAM

FIGURE 8. Dog images misclassified as Cat.

Result for RQ4: Analysis performed with visualiza-
tion techniques used in DL explainability may help DL
developers/testers to understand the rationale behind
the model’s decision for the test failures. However,
this analysis requires manual and detailed assessment.
According to reasonings derived from this analysis,
actions to be taken in the DNN training to overcome
the weaknesses of the model can be planned.

VI. LIMITATIONS

There is no labeled data in OOD detection to indicate whether
data are OOD or not. The ability of an OOD detection method
to distinguish between two different datasets with similar
properties (e.g., picture resolution, color depth, etc.) is used
to evaluate its performance. However, there is no ground
truth about under what conditions the differences within the
same test dataset, rather than the differences between two
independent datasets, should be considered as OOD data.
Different OOD detection methods may produce different
outcomes when applied to the same datasets, and there is
no universally agreed metric for comparing OOD detection
approaches. Establishing standardized evaluation protocols
and metrics for OOD detection and then benchmarking these
methods on various types of datasets may aid in selecting and
integrating the best-fitting OOD detection method into the
DNN testing process for different problem domains. There
is a recent study that provides an initial benchmark for OOD
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detection methods; however, distinct data sets were used as
in-distribution and out-of-distribution sets in this study [88].

The dataset’s characteristics are critical for the effective-
ness of the OOD detection method. For example, a suitable
approach must be chosen to capture data created by
adversarial attack methods. While the data generated by
adversarial attack methods FGSM and PGD were mostly
detected as OOD with the VAE method utilized in the present
study, the data generated by the C&W adversarial attack
method were not detected as OOD. However, the accuracy
values of the models were rather low on the data indicated to
be not OOD.

Furthermore, the performance of test prioritizing tech-
niques is affected by the characteristics of test datasets.
The approaches that are independent of the tested model,
such as the Deep Ensemble method, are insufficient for
prioritizing fault-revealing data in test datasets generated with
white box adversarial attack methods on the tested model.
To prioritize this type of data, distance-based techniques such
as LSA/DSA or methods based on the variance of the tested
model’s outputs can be chosen.

Examining the outputs of post-hoc explainability methods
with the aim of determining the cause for the incorrect
prediction of the model could assist the developer in
uncovering weaknesses in the model or training dataset.
However, a manual review is required in this scenario. More
in-depth research in this area would be beneficial so that the
data acquired with post-hoc procedures could be processed
more quickly, reducing the amount of manual effort required.

VII. THREATS TO VALIDITY

The threat to external validity could originate from the
selection of datasets and models. We selected two widely used
and publicly available datasets (i.e., MNIST and CIFAR-10)
and we employed well-known DNN architectures for each
dataset. We employed two distinct models for each dataset in
order to eliminate model dependence in the findings. Despite
this, it is possible that some of our results do not generalize
to other datasets and DNN models.

Another threat to validity could originate from the test
data generation methods we used. To address this threat,
we selected the three popular adversarial attacks in the liter-
ature and used their implementation in a well-known library.
Additionally, for image transformations APIs supplied in the
TensorFlow library were used.

The internal threat to validity lies in the implementation
of the test prioritization approaches selected for comparison.
To reduce this threat, we adopted the source code of the
compared approaches published by their authors.

The threat to construct validity could originate from the
measurements we used for assessing the effectiveness of
the test prioritization strategies. We selected the average
percentage of faults detected, RAUC, and fault detection ratio
measurements, all of which are accepted metrics in software
testing to evaluate the performance of test suites. Also,
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we used two different correlation methods for determining the
relation between the misclassifications and test prioritization
strategies.

VIil. CONCLUSION AND FUTURE WORK
In this paper, we proposed a DNN test framework with
the consideration of data distribution in DNN models.
We demonstrated that popularly used test data generation
methods produce large amounts of OOD data. With the
addition of an OOD data detector to the testing process, this
OOD data can be eliminated from the test dataset, and wasting
effort in both labeling and investigating predictions for invalid
or unintended test data can be prevented. We conducted
uncertainty-based test data prioritization with nine different
strategies on three generated test datasets and compared
their effectiveness in identifying fault-revealing test data.
Experiments demonstrate that while prioritization strategies
that employ uncertainty metrics with the Deep Ensemble
perform better for Image Transformation and Generative
Model datasets, strategies that use metrics gathered from
the Model Under Test produces the best results for test
datasets generated with Adversarial Attacks. In all datasets,
the Variational Inference with the Flipout method has the
lowest performance in prioritizing fault-revealing test data.
Additionally, we evaluated the use of post-explainability
methods for determining the cause of misclassifications in
DNN models, analogues to debugging. CAM images can
provide a clue to understanding the decision of the model,
but these results are only relevant when assessed by an expert
person in the field and the intended functionality of the
model. Evaluating the CAM images can aid in detecting the
underrepresented or overrepresented datasets that influence
the model’s decision-making. We concluded that a detailed
analysis of the misclassified test data using visualization
methods, can help to discover the cause of failures, and rather
than adding all misclassified test data to the training dataset,
more helpful decisions can be taken for the retraining process.
With the framework proposed in this study, a step has
been taken to efficient use of time allocated for testing with
the systematic test selection, which enables the elimination
of OOD test data and the prioritization of fault-revealing
test data. In addition, although promising, more research is
needed on the use of post-explainability approaches with test
data that cause failure in DNN models and on the retraining
of models utilizing the inferences drawn from these analyses.
In the future, we will improve our work by using alternative
methods in the steps of the proposed testing framework.

APPENDIX A
TEST INPUT GENERATION PARAMETERS
The parameter values used for the adversarial attack functions
in the Cleverhans library are given in Table 14.

The transformation values given as ranges in Table 15 are
randomly applied to MNIST and CIFAR-10 datasets.
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TABLE 14. Adversarial attacks parameters.

Method Parameter Name CIFAR-10  MNIST
binary_search_steps 1 1
.. max_iterations 100 1000
CarliniWagnerL2 learning_rate 5e-03 5e-03
initial_const 10 1
FastGradientMethod2 cps 0'.1 . O'.l .
norm np.inf np.inf
eps 0.3 0.1
. . eps_iter 0.02 0.02
projected_gradient_descent nb_iter 40 40
norm np.inf np.inf

TABLE 15. Image transformation parameters.

Method Transformation Value
Blur %0 - %50
Brightness %0 - %10
Translate %0 - %30
Rotate %0 - %10
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