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ABSTRACT Deceptive jamming is one of the indispensable part of electronic countermeasure technology,
which has a significant role in modern warfare to secure the aircrafts from imminent threats. This research
work proposes a novel Frequency Diverse Array-Multiple Input Multiple Output (FDA-MIMO) deceptive
jammingmethod for neutralizing the opponent Phased Array Radar (PAR). The proposed deceptive jamming
model works in passive mode. It interrupts the opponent radar signals and after addition of the deceptive
signals, the processed signals are propagated back to neutralize the surveillance operation of the intended
radar. When the opponent PAR receives these signals, it perceives multiple fake aircrafts flying at different
ranges along the actual aircraft with modified and up-shifted radial velocity. Further, the proposed model
uses diversification in frequencies, waveforms, and time modulation to protect the flight of the preferred
aircraft. The effectiveness of the proposed model is verified through several simulations in Matlab using
different number of arrays, directions and ranges.

INDEX TERMS Antenna arrays, electronic warfare, false targets, FDA-MIMO radar, phased array radar,
radar deceptive jamming.

I. INTRODUCTION
Electronic Counter Measure (ECM) techniques are devel-
oped to counter the effect of the opponent radar system [1].
Radar deception jamming is an integral part of ECM tech-
niques which plays important role in the field of electronic
warfare [2], [3]. It surrenders the effectiveness of the early
warning systems (radars) by hiding the desired information
of the valuable aircraft, and, on contrarily, providing them
false information (false targets, ranges, angles, and radial
velocities) about the targets [4], [5], [6], [7]. Hence, it results
in total misguidance and confusion in their surveillance oper-
ations of the early warning protected shield [8], [9], [10].
Therefore, it is quite difficult for a deployed radar, to retrieve
the intended information about the opponent flying target,

The associate editor coordinating the review of this manuscript and

approving it for publication was Ravi Kumar Gangwar .

in the existence of the effective radar deception jamming
system [11], [12], [13], [14]. Research in radar deception
jamming has become center of gravity in the present literature
of electronic warfare and ECM technologies [13], [15], [16],
[17], [18], [19], [20], [21].

The technique presented in [15] offers an improvedmethod
towards the field of radar deception jamming by exploit-
ing scattered waves. Another good contribution is achieved
in [16] which generates multiple fake targets by utilizing
electromagnetic (EM) wave properties. Radar deception by
multiple dummy targets is also obtained by phase-modulation
of periodic value 0-π in [17]. Further, it assumes a scenario
in which the valuable target is accompanied by an escort-
ing drone deceptive jammer flying forward ahead of it. The
escorting drone jammer is responsible to secure the flight of
the desired target by generating multiple false targets [17].
The method [17] is not appropriate for the fast moving

VOLUME 11, 2023
This work is licensed under a Creative Commons Attribution-NonCommercial-NoDerivatives 4.0 License.

For more information, see https://creativecommons.org/licenses/by-nc-nd/4.0/ 90449

https://orcid.org/0000-0002-6518-0992
https://orcid.org/0000-0002-6137-1644


F. Zaman et al.: Novel FDA-MIMO Deceptive Jamming Method for Neutralizing Phased Array Radar

valuable aircrafts because escorting deceptive drones cannot
achieve high flying speeds.

The algorithm presented in [18] uses frequency diverse
arrays to offer micro motion deceptive jamming which gen-
erates multiple dummy targets having different ranges in
the same direction. A novel approach flipped in [19], based
on frequency diverse arrays, to confuse opponent radar by
displaying him multiple dummy targets with the help of
friendly Global Positioning System (GPS). Another research
is contributed in [20] which also uses Frequency Diverse
Array (FDA) to develop multi- scene deception to misguide
the opponent radar, creation of the number of dummy targets
is dependent on the length of array elements. A good wave
scattering technique is invented in [21] using FDA radar
which is exercised to produce multiple fake target deception.
A research attempt has been made in [22] to hide to the
desired target from the adversary FDA radar using FDA
decepter jammer radar mounted on the actual aircraft. It also
generates multiple dummy targets using FDA radar with-
out changing radial velocity of the actual target. Until now,
no contribution is taken place in the available literature of
radar deception jamming to produce multiple dummy targets
and upshifting of radial velocity of the actual target using
FDA-MIMO radar against Phased Array Radar (PAR).

This research work proposes a novel Frequency Diverse
Array-Multiple Input Multiple Output (FDA-MIMO) decep-
tive jamming method for neutralizing the opponent PAR. The
proposed deceptive jamming model works in passive mode.
It interrupts the opponent radar signals and after addition of
the deceptive signals, the processed signals are propagated
back to neutralize the surveillance operation of the intended
radar. When the opponent PAR receives these signals, it per-
ceives multiple fake aircrafts flying at different ranges along
the actual aircraft with modified and up-shifted radial veloc-
ity. Further, Diversification in waveforms and frequencies
of the FDA-MIMO radar are exploited to populate multiple
dummy replicas of the actual target and to produce deceptive
Doppler shift which turns into increase in radial velocity of
the actual target, respectively. The effectiveness of the pro-
posedmodel is verified through several simulations inMatlab
using different number of arrays, directions and ranges.

Salient features of this research work are as follows:
■ FDA-MIMO radar is used to produce deceptive jamming

against modern PAR.
■ Diversification in frequencies is used to up-shift the

radial velocity of the desired air craft.
■ Diversification in waveforms is exploited to generate

multiple dummy aircrafts.
■ Time modulation is used to display multiple aircrafts at

different ranges along the same directions.
■ Mathematical model is designed to verify the effective-

ness of the deceptive jamming method.
The remaining part of the research article is structured as:
Section II illustrates data model for the MIMO, FDA,

and FDA-MIMO radars, while section III demonstrates
the proposed research of radar deception jamming using

FIGURE 1. Geometry of MIMO radar with N elements.

FDA-MIMO radar against PARr. Section IV explores the
effectiveness and validness of the proposed algorithm
through multiple simulations considering three different
cases. Finally, the conclusion and future directions are given
in section V.

II. DATA MODEL
In this section, we developed datamodel for theMIMO, FDA,
and FDA-MIMO radars.

A. MIMO RADAR
Multiple Input Multiple Output (MIMO) radar propagates
dissimilar signals from each radiating element of the array,
thereby it does not make collective beampattern of Array
Factor (AF) [23]. MIMO radars can be categorized into
two different types due to physical geometry of the array
elements including: spatial diversity (SD) and waveform
diversity (WD). If array elements of the MIMO radar are
kept at larger distances then it is called SD-MIMO radar;
but if array elements are placed closer to each other then
it is recognized as WD-MIMO radar. SD-MIMO has better
sensing capabilities as independent paths are followed by the
propagated signals that fallouts in different fading. But the
main constraint upon this type is the cost which comes due
to the placement of MIMO systems at different places with
larger distances [24]. On the contrast, WD-MIMO radar suit-
able placement of antenna array elements - kept closer to each
other even lesser than a distance of half wavelength [25]. The
geometry of MIMO radar with N elements is shown in Fig.1.
Array elements of WD-MIMO transmit different waveforms
to produce waveform diversity. This type is quite similar to
uniform linear arrays (ULA) in terms of spatial arrangements
but it is different in waveform generation because, on the
contradiction, elements of ULA propagate similar signals.
WD-MIMO radar is also known as collocated-MIMO
radar. Now assume a collocated-MIMO radar of N iden-
tical isotropic radiating elements having equal spacing
between the adjacent array-elements can be formulated in
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this way [26], [27].

s(t) =

N∑
n=1

φn(t) exp{−j2π f0t} (1)

where, uniqueness is implanted by the essential form for any
time t in the time period T as expressed.

T∫
0

φ∗
l (t − τ )φk (t)dt = 0, ∀τ, k ̸= l (2)

The signal received after some time τ0 at any observation
point in far-field, can be mathematically given as,

s (t, θ) =

N∑
n=1

φn (t − τ0) exp {−j2π f0 (t − τn)} (3)

After putting values for τ0 = r0/c and τn = (r0 + (n −

1)dsinθ)/c, we have the following expression,

s (t − τ0) =

N∑
n=1

φn

(
t −

r0
c

)
exp

{
−j2π

c
λ0
t + j2π

r0
λ0

+ j2π
(n− 1) dsinθ

λ0

}
(4)

After simple simplification, one can get the final expression
for the received signals as follows,

s (t − τ0) = exp
{
j2π (ct − r0)

1
λ0

}∗ N∑
n=1

φn

(
t −

r0
c

)
× exp

{
j2π

(n− 1) dsinθ
λ0

}
(5)

B. FDA RADAR
Frequency diverse array (FDA) radar uses diversification of
frequencies to get more freedom by getting range dependent
radiation pattern, as well as, direction dependent radiation
pattern [28], [29], [30]. It feeds array elements with gradual
slightly higher frequencies at small increment 1f to each
element that provide control over the range dependent radia-
tion pattern [31], [32]. The small frequency increment 1f is
normally considered as constant, but it is not necessary. Fig.2,
shows an FDA radar having ULA with N isotropic radiating
antenna elements. In order to construct mathematical form of
the FDA radar, initially, a monochromatic signal is assumed
to be propagated from the nth element of FDA radar [33] i.e.,

xn(t) = exp{j2π fnt}, n = 1, 2, 3, . . . ,N (6)

where, fn = f0 + (n − 1)1f determines frequency of each
element, and1f reflects small constant frequency increment.
The transmitted signal, at some far field observation point,
after travelling for the time τn, can be expressed in this
way [34], [35]

xn (t − τn) = exp {j2π fn (t − τn)} (7)

where, τn = τ0 −
(n−1)d sin θ

c stands for time taken from the
point of transmission to the point of reception, τ0 =

r0
c is the

FIGURE 2. Geometry of FDA radar with N elements.

reference time from the reference element to the reception
point, and r0 stands for reference distance from the foremost
element of the antenna array to the signal collection point.
Moreover, d, θ and c represents the inter element separation
among the array element, scanning direction, and speed of
light, respectively. After incorporating the above values, the
Array Factor (AF), for the FDA radar can be mathematically
expressed as,

AF

=

N∑
n=1

exp
{
j2π [f0 + (n− 1)1f ]

[
t −

r0−(n− 1) dsinθ
c

]}
(8)

After doing some basic mathematical steps, the AF in the
modified form can be represented as,

AF

= exp
{
j2π

[
f0t−

f0r0
c

+
N−1
2

(
f0dsinθ

c
+1ft−

r0
c
1f

)]}

×

sin
(
πN

[
dsinθ
λ0

+1ft −
r0
c 1f

])
sin

(
π

[
dsinθ
λ0

+1ft −
r0
c 1f

]) (9)

C. FDA-MIMO RADAR
In this subsection, we discuss about the unification and com-
bination of both techniques: FDA and MIMO radars [36].
FDA-MIMO radar exploits benefits in diversification of fre-
quency and waveform to get more freedom and detection
capabilities [37].Physical configuration of the FDA-MIMO
radar is displayed in Fig.3. To get mathematical expression of
FDA-MIMO radar, we consider a linear array of N elements
which are placed at equal mutual distances. The transmitted
signal from nth element can be be given in this way [38].

s (t) =

N∑
n=1

φn (t) exp {−j2π fnt} (10)
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FIGURE 3. Geometry of FDA-MIMO radar with N elements.

The signal, received after passing time τ0 and distance r0 at
some point in far-zone field, can be expressed in this way.

s (t − τ0) =

N∑
n=1

φn (t − τ0) exp {−j2π fn (t − τn)} (11)

After plugging values of τn and fn, the expression can be
arranged in this way.

s (t − τ0) = exp
{
j2π [ct − r0]

1
λ0

}∗

×

N∑
n=1

[
φn (t − τ0) exp{j2π (n− 1) [ψ]}∗

]
(12)

After ignoring the last term due to its insignificance, the final
expression can be achieved as,

s(t − τ0) = exp
{
j2π (ct − r0)

1
λ0

}∗ N∑
n=1

φn(t − τ0)

× exp
{
j2π(n− 1)(

dsinθ
λ0

+1f (t − τ0))
}∗

(13)

III. PROPOSED METHOD
Modern aircrafts are equipped with electronic counter mea-
sure (ECM) techniques which pass wrong information about
their ranges, directions and velocities to the opponent seek-
ing radar. The evolution of digital radio frequency mem-
ory (DRFM) strengthens modern flying carriers to generate
fake targets by listening, storing, and transmitting back the
received signals to mis-lead the opponent radar.

The proposed deceptive jammer initially works as passive
radar; it interrupts opponent radar signals, modify these by
adding deceptive Doppler frequency-shift and progressive
time-delays, and finally signals are send back towards the

FIGURE 4. Scenario for the proposed deceptive jammer.

opponent radar. The proposed deceptive jammer assumed
such a configuration where the FDA-MIMO radar is mounted
on the actual aircraft, while PAR configuration is considered
on the opponent radar placed at the ground. The proposed
scenario is shown in Fig.4. The proposed deceptive technique
exhibits multiple false targets having different ranges and
velocities due to inclusion of deceptive Doppler shift and
progressive time-delays in the intercepted opponent radar
signals. PAR with linear array of N elements is assumed as
the opponent radar kept on the ground and FDA-MIMO radar
is assumed to be mounted on the desired aircraft with linear
array of M elements. Both arrays are assumed to be have
constant inter-element distance d for the sake of simplicity.
The graphical representation of the anticipated mathematical
model is displayed in Fig.4. Suppose the signal is propagated
from the nth element of the opponent PAR, the mathematical
expression can be modeled as,

xn = exp {j2π ft} (14)

where we assume that the actual aircraft is placed at distance
r from the opponent radar. The propagated signal is received
by the mth element of the PAR (in receiving mode),that can
mathematically modeled as,

ym,n = exp{j2π f
(
t − τm,n

)
(15)

where, τm,n = r − ((n− 1)dsinθ − (m+ 1)dsinθ) and for the
sake of simplicity, the inter-element spacing d is maintained
same and constant in both the radars. In this way, the signals
received by the first, second, and mth elements are expressed
as respectively.

y1 =

[
ej2π f (t−τ1,1)ej2π f (t−τ1,2) · · · ej2π f (t−τ1,N )

]T
N×1

y2 =

[
ej2π f (t−τ2,1)ej2π f (t−τ2,2) · · · ej2π f (t−τ2,N )

]T
N×1

...

yM =

[
ej2π f (t−τM ,1)ej2π f (t−τM ,2) . . . ej2π f (t−τM ,N )

]T
N×1

(16)
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Further, it can be stated in matrix form in this way.

Y = [y1 y2, . . . , yM] (17)

In extended compact form, it can be given as,

Y

=


ej2π f (t−τ1,1) ej2π f (t−τ1,2) · · · ej2π f (t−τ1,N )

ej2π f (t−τ2,1) ej2π f (t−τ2,2) · · · ej2π f (t−τ2,N )
...

ej2π f (t−τM ,1) ej2π f (t−τM ,2) · · · ej2π f (t−τM ,N )


T

(18)

The Y is a Rank-1 matrix whose proof is provided in
Appendix-I. Hence, it can be given in vector-matrix form as,

Y = uvH (19)

where, the vectors u and v represents the steering vec-
tors of the opponent PAR and the target radar respectively,
u =

[
ej2π f (t−r) ej2π f (t−r+dsinθ) . . . ej2π f (t−r+(N−1)dsinθ)

]
while vH =

[
1 ej2π f (dsinθ)ej2π f (2dsinθ) · · · ej2π f (M−1dsinθ)

]
.

The target radar behaves like the PAR in the receiving
mode. Consider fdj is a local adjustable frequency-oscillator,
then the time τrpd in the received signal is due to the reception
and processing delay by the deceptive jammer, so (19) can be
modeled as:

Y = (DHu)vH =

(
uHD

)H
vH =

[
v

(
uHD

)]H
(20)

where, D = exp
{
j2π fdj(t − τrpd )

}
× IN and IN is a matrix of

identity elements of order N. After accumulating all signals,
the final radiation pattern is given as below,

Y =qT
[
v

(
uHD

)]H
q (21)

where the vector q = [1 1 1. . . 1]TN×1, For the simplicity,
we can show the final received signal in the following way.

ym =

N∑
n=1

exp
{
j2π f0

(
t − τm,n

)}
× exp

{
−j2π fdj

(
t − τrpd

)}
(22)

If fdj = f0, then above expression can be re-written as:

ym =

N∑
n=1

exp
{
j2π f0

(
t − τm,n

)}
× exp

{
−j2π f0

(
t − τrpd

)}
(23)

At this stage, we propagate back the above signal subse-
quently mixing with the radiation pattern of the FDA-MIMO
radar, so we attain the following expression.

y′m =

N∑
n=1

exp
{
j2π f0(t − τm,n)

}
× exp

{
−j2π f0(t − τrpd )

}
× φn(t − τdd,n)exp{j2π fn(t − τdd,n)} (24)

where
T
∫
0
ϕ (t) ϕ∗

l (t − τ) dt = 0, ∀τ, and k ̸= l

and fd,n = f0 + n1f , n = 1, 2, . . . ,N
Similarly τdd,n = τ0 + 2(n− 1)1τd represents progressive

deceptive time delay shift and 1τd represents ordinary time
delay which can be tuned according to the desired deceptive
range delay between the targets. The received signal at l th

element of the opponent radar appears to be in this way.

y′′l,m,n
= exp

{
j2π f0

(
t − τm,n − τl,m

)}
× exp

{
−j2π f0(t − τrpd − τl,m

} [
φn(t − τdd,n − τl,m)

]
×

[
exp

{
j2π fn

[
t − τdd,n − τl,m

]}]
(25)

After accomplishing matched filtering by exp∗(j2π f0t), the
resulted signal output will become as follows

y′′′l,m,n
= exp

{
j2π f0(t − τm,n − τl,m)

}
× exp

{
−j2π f0(t − τrpd − τl,m)

}
× exp {−j2π f0t}

×
[
φn(t − τdd,n − τl,m)exp

{
j2π fn(t − τdd,n − τl,m)

}]
(26)

It is understood that forward and backward trip-time is
same,τm,n = τl,m, the above expression will become as.

y′′′l,m,n
= exp

{
j2π f0(t − 2τm,n)

}
× exp

{
−j2π f0(t − τrpd − τm,n)

}
× exp {−j2π f0t}

×
[
φn(t − τdd,n − τm,n)exp

{
j2π fn(t − τdd,n − τm,n)

}]
(27)

After doing some mathematical steps, the expression can be
down converted into this form.

y′′′l,m,n = exp
{
j2π f0

(
−τm,n + τrpd

)}
× φn

(
t − τdd,n − τm,n

)
× exp

[
j2π

{
fn

(
t − τdd,n − τm,n

)
− f0t

}]
(28)

By placing value of fn = f0 + (n − 1)1f , we can get this
expression.

y′′′l,m,n
= exp

{
j2π f0

(
τrpd − τm,n

)}
× φn

(
t − τdd,n − τm,n

)
× exp

[
j2π

{
(f0 + (n− 1)1f )

(
t − τdd,n − τm,n

)
− f0t

}]
(29)

The final expression can be documented as follows.

y′′′l,m,n = φn
(
t − τdd,n − τm,n

)
× exp

{
j2π

(
lf0τrpd − 2f0τm,n − f0τdd,n

+ (n− 1) t1f − (n− 1)1f τdd,n
− (n− 1)1f τm,n

)}
(30)

VOLUME 11, 2023 90453



F. Zaman et al.: Novel FDA-MIMO Deceptive Jamming Method for Neutralizing Phased Array Radar

FIGURE 5. Detection of actual along multiple fake targets using
5 elements array.

IV. SIMULATIONS
In this section, several simulations are carried out to verify
the validity and effectiveness of the proposed model. The
simulations environment is based on the two way model i.e.,
signals are propagating from the ground surface to the air
and then returns back from air to the surface model. The
adversary radar is considered to be placed on the groundwhile
the proposed deceptive jammer is mounted on the valuable
flying aircraft in the far field to secure its flight. The overall
scenario of the assumed model is shown in Fig.4. It is also
assumed that the opponent radar has the functionality of PAR
system.The proposed deceptive jammer works as a passive
searching mode that means it does not transmit probing sig-
nals to scan opponent radars, rather it uses impinging signals
of the opponent radar for the purpose of deception jamming.
Both adversary remote sensors are working in K frequency
band (20 GHz) to transmit their electromagnetic signals. The
competitor radars are using uniform linear arrays with iden-
tical isotropic radiating antenna elements which are spaced
equally by half of the carrier communicating wavelength.

For current simulations, it is assumed that the proposed
FDA-MIMO based deceptive jammer uses constant fre-
quency increment of 3 KHz among the radiating elements
of the array and pulse repetition frequency (PRF) is taken
as 5 KHz. Three cases are discussed for varying number of
array-elements. The proposed method is verified through two
dimensional and three dimensional graphs considering actual
target (proposed deceptive jammer) is lying in direction of
zero angle with relative to the adversary radar.

1) CASE-I
In this case, array of five elements is considered to secure
the valued/desired aircraft located at 20 km away from the
opponent radar. The jammer generates four false targets in
surrounding of the actual target at different ranges like 16,
18, 22, and 24 km, respectively as shown in Fig.5. Number
of achievable dummy false targets are dependent on the array
size i.e. for N number of elements in array, one can generate
N-1 false targets. Fig.6 shows detection of maximum powers
of actual and four false targets at their respective ranges along
the same direction. False targets are spread out around the real
target having minimum distance of 2 km from each other.

FIGURE 6. Power representation of actual and false targets using
5 elements array.

FIGURE 7. Radial velocities of actual and fake targets using array of
5 elements.

FIGURE 8. 3D visualization of actual and fake targets using array of
5 elements.

The proposed algorithm up-shifts the radial velocities of
the actual target as well as of the remaining fake targets
that further increase the probability of deception. One can
observe from Fig.7, the velocity of the actual target (AT) is
up-shifted to 486Km/h. Similarly, the velocities of the fake
targets are also changed to 162, 324,648 and 810 Km/h for
false target (FT) one, two,three and four respectively. In this
way, it will be difficult for the opponent radar to predict
the exact futuristic location of the actual flying aircraft due
to perturbation of the radial velocity. Fig.8 illustrates the
correctness and effectiveness of the offered deception method
in three dimension visualization space.

2) CASE-II
For this simulation, FDA-MIMO radar array of six elements
is considered to propagate deception towards the opponent
radar. It generates five dummy replicas of the actual target
having range 20Km. The ranges of the fake targets are 16,
18, 22, 24, and 26 km along the direction of the actual
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FIGURE 9. Detection of actual target and multiple fake targets using
array of 6 elements.

FIGURE 10. Power representation of actual and false targets using array
of 6 elements.

FIGURE 11. Radial velocities of actual and fake targets using array of
6 elements.

target maintaining two kilometer inter-false-target separation
as shown in Fig.9.

The proposed algorithm verifies that the opponent per-
ceives delusions by receiving maximum powers at respective
assumed ranges of the false targets as depicted in Fig.10.
Moreover, radial velocities of the actual and fake targets are
respectively up-shifted to 486, 162, 324, 648, 810, 972km/h
as shown in Fig.11. Three dimensional visualization of the
algorithm is displayed in Fig.12 which further verify the
validity of the model.

3) CASE-III
In this 3rd case of simulations, we have taken FDA-MIMO
array of seven elements to generate six false targets around
the actual valuable target at different ranges like 14, 16,
18, 22, 24, and 26 km in the same direction to confuse the
opponent radar as shown in Fig.13. The adversary PAR radar
detect high powers of the actual and false targets at their

FIGURE 12. 3D visualization of actual and fake targets using array of
6 elements.

FIGURE 13. Detection of actual target and multiple fake targets using
array of 7 elements.

FIGURE 14. Power representation of actual and false targets using array
of 7 elements.

FIGURE 15. Radial velocities of actual and fake targets using array of
7 elements.

intended ranges as depicted in Fig.14. Further, it is evident
in Fig.15 that relative radial velocities of the actual and false
targets are perturbed efficiently from lower values to higher
values that significantly increase the chances of deception.
Last simulation of this case reveals three dimensional visu-
alization as shown in Fig.16 which illustrates effectiveness
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FIGURE 16. 3D visualization of actual and fake targets using array of
7 elements.

TABLE 1. Parameters of actual and false targets.

FIGURE 17. Actual target at (7.5, 0) and false targets at (7.3, 0),(7.395,
0),(7.61, 0),(7.75, 0).

and validation of the proposed technique by displaying actual
and dummy/fake targets at their corresponding ranges and
velocities.

All the above three cases are summarized in Table.1, where
N, AT and FT represents the total number of elements, actual
target and false targets respectively. All the values of ranges
and radial velocities are taken in Km and Km/h respectively.

4) CASE-IV
In this section, comparison of the proposed model is carried
out with the techniques discussed in [13], [19], and [21] as
shown in Fig.17, 18, and 19. These methods are good contri-
bution to the literature of deception jamming which generate
multiple false targets at different ranges. The deceptive tech-
nique proposed in [13] produces dummy targets at different
ranges but along the same direction of the actual target as
shown in Fig.17. The method proposed in [19] produces false
targets in different direction relative to the actual target but
they are aligned with each other in same direction as shown
in Fig.18. In third technique [21], false deceptive targets are

FIGURE 18. Actual target at (7.5, 0) and false targets at (7.3, 0.1),(7.395,
0.1),(7.62, 0.1),(7.75, 0.1).

FIGURE 19. Actual target at (7.5, 0) and false targets at (7.4, −0.1),(7.4,
0.1),(7.6, −0.1),(7.6, 0.1).

scattered around the actual target at variable ranges and direc-
tions as shown in Fig.19. But none of these techniques are
capable of up-shifting the radial velocities of the actual and
false targets; and even further they did not use FDA-MIMO
radar to produce deception by generating false targets.

V. CONCLUSION AND FUTURE WORK DIRECTIONS
A new algorithm in the field of radar deception jamming has
been presented to confuse the opponent PAR by producing
multiple false targets and up-shifting the radial velocity of the
actual target using FDA-MIMO radar. The FDA-MIMO radar
is the combination of frequency diverse array and multiple
input multiple output radar which inherits benefits of both the
newer technologies that plugins diversification in frequencies
and waveforms in radar signals. The algorithm assumed sur-
face to air scenario where the opponent radar was situated at
surface while the actual target was flying in the far field.

The proposed model has successfully generate fake targets
at fairly enough distance from the the actual target to deceive
the opponent radar. Further, the proposed model has also
up-shifted the radial velocities of the actual, as well as, of the
fake targets that further increase the probability to deceive
the opponent radar and hence to protect the flight of the actual
aircraft. The limitation of this work is that the proposedmodel
works only against PAR while it does not work against the
against the FDA radar. Further, it is only capable to work with
uniform linear arrays rather than working with other famous
geometric configurations of antenna arrays. In future, one can
address these limitations and further, one can implement the
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proposed system through hardware with collaborations of any
national or international research organization.

APPENDIX
The wave travel time from the nth element of the opponent
radar to the mth element of the target is.

τm,n = r − (n− 1) dsinθ + (m− 1) dsinθ (31)

Elements of the receiving antenna array are as follows.

Y = [y1y2. . . . . . . . .yM] (32)

Signal received on each element of the target antenna array is
shown as.

Y =
ej2π f (t−τ1,1) ej2π f (t−τ2,1) · · · ej2π f (t−τM ,1)

ej2π f (t−τ1,2) ej2π f (t−τ2,2) · · · ej2π f (t−τM ,2)
...

ej2π f (t−τ1,N ) ej2π f (t−τ2,N ) · · · ej2π f (t−τM ,N )


(33)

Now we will calculate delay value of each element of the
matrix as follows.

τM ,N = r − (N − 1) dsinθ + (M − 1) dsinθ = r

− Ndsinθ +Mdsinθ (34)

After placing the values of τ in the matrix, we get,

Y =


ej2π f (t−r)

ej2π f (t−r+dsinθ)
...

ej2π f (t−r+(N−1)dsinθ)




1
e−j2π f (dsinθ)

...

e−j2π f (M−1)dsinθ


T

(35)

It is evident from the above matrix that it Rank-1 matrix
because the factor (dsinθ ) is multiplied with first column to
get rest of the columns. All columns except first column of
the matrix are dependent, due to this reason the matrix can be
recognized as the Rank-1 matrix. It can also be expressed in
the simplest form as.

Y =


ej2π f (t−r)

ej2π f (t−r+dsinθ)
...

ej2π f (t−r+(N−1)dsinθ)




1
e−j2π f (dsinθ)

...

e−j2π f (M−1)dsinθ


H

= uvH

(36)

where,

u =
[
ej2π f (t−r) · · · ej2π f (t−r+(N−1)dsinθ)

]T (37)

vH =
[
1 e−j2π f (dsinθ) . . . e−j2π f (M−1dsinθ)

]
(38)
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