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ABSTRACT Ever since its emergence, the concept internet of things (IoT) has been applied in many fields.
In the area of medical sciences, a new concept ‘‘Internet of Medical Things’’ (IoMT) has been explored.
IoMT establishes a connection between humans & machines and serves both of them. It has been expected
that, by 2025, services of IoMT would reach the entire world. IoMT has covered a wide scope pertaining to
health but unfortunately been facing many security challenges. Healthcare systems consist of sensitive and
significant data, which is unorganized and noisy and needs additional power to be calculated for effective
analysis &workable results. This data is worked upon for the purpose ofmaking critical decisions. Therefore,
it has become the main target of Cyber Criminals. The need of robust security and privacy (S&P) is gradually
increasing as more and more devices are getting connected to the IoMT. The S&P of the IoMT has now
become a great challenge, considering the utmost significance and vulnerability of the data in the healthcare
industry. Lack of sufficient S&P in IoMT devices keeps the patient’ privacy at high stake. This research is
intended to propose a Security Model to cope with these Security threats, attacks, issues and challenges.
The proposed model has been developed by thoroughly investigating all the major security models through a
detailed systematic literature review. The SLR has been conducted to explore all the security threats, security
attacks, security issues and security challenges. Extensive meta-analysis has been performed for each of the
defined category in order to prioritize these risks. After analyzing these risks, a comprehensive securitymodel
has been proposed. The interface has been developed in Python which is well structured, user friendly and
easy to implement. The developed module not only identify and prioritize the risks but also automatically
control different level of threats. The developed system also contain user intimation modules in case of any
threat. This research is based on a very flexible and comprehensive model, which would be highly beneficial
to future researchers who desire to work on existing models for the improvement as well as to those who
wish to create new security models for IoMT.

INDEX TERMS Internet of Medical Things, security, issues, healthcare, privacy, IoT, stakeholder.

I. INTRODUCTION
Sensors, as a tool of smart healthcare, are very important
smart devices that measure heart rate, blood pressure, sleep
patterns, body temperature, brain activity and other data
related to health [S1]. 1/3rd of the IoT the devices are
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available for health care at present which are expected to rise
by 2025 for approx. 40 percent having the global financial
value of Internet of Things technology i-e $6.2 trillion [S2].
IoMT provides solutions to the problems faced by outdated
medical systems like lack of health care resources, doctors
whereas, the research data collected through IoMT may be
used by researchers to diagnose and predict diseases [S3].
It measures the vital signs of patients to store on the cloud
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by aggregating them into medical data files so that health-
care workers may access them [S4]. Regular monitoring of
patients and elder people via wearable devices and sensors
gained attention. The goal includes monitoring blood pres-
sure, temperature and heart rates which are important for
toda’s world healthcare, Need of the day is remote real-time
healthcare monitoring to address all these challenges [S5].
IoMT brings some improvements in lives of patients in clin-
ician’s work and health system’s economy [S6].
The devices of Internet of Medical Things are detailed in

network by not keeping in mind the security issues, threats
and attacks. Resultantly, the cybercriminals get access into
the IoMT network and reach the IoMT network and receive
the really sensitive and recorded personal data of the patients.
Among the gravest problem facing IoMT devices includes
security issues, threats and attacks in IoMT. Johnson and
Johnson says, digital insulin is exposed to cyber threats [S7].
In order to ensure uninterrupted communication of these
devices and to run them efficiently and effectively, their secu-
rity is of utmost importance. Security of devices is indeed the
protection from unauthorized access by illegal users. IoMT
plays an important function, remotely, in the exchange of
data processes. Internet of things devices have less capability
because of low processing, limited storage, and tiny memory
hence security implementation is a challenging task [S4].
The largest ransomware attack on medical systems had been
reported in 2017 containing over 20 thousand devices across
the globe. The lack of robust security that causes such attacks
in the IoMT is because of multiple reasons. The complexity
and incompatibility factors that result from the multifarious
IoMT technologies, having inherent insecurity, i. e wire-
less sensor network and cloud, popped up various security
issues [S2]. With technological evolution, the IoMT is more
practical and doable in order to establish compelling control
over wide range of tools to working so that health-related
issues are not only identified but also rectified. Internet of
Medical Things devices offers various aids. Further, they put
security issues, threats and attacks related to privacy which
are life-threatening [S8].

This study objectives are to Improve researchers under-
standing of the security issues, attacks and threats to IoMT
networks.Its protective measures to provide a framework for
planning research activities aimed at designing and creating
appropriate lightweight security mechanisms that can over-
come the resource and computing power constraints of IoMT
devices and maintain network security.

A. SECTION AREA
This paper is organized into different sections: section II
provides Motivation, a general introduction to IoMT, the
state of the art, and (S &P) terminology for IoMT is pro-
vided in this section for motivation, section III describes a
Systematic Literature Review, the technique by which the pri-
mary studies were arbitrarily chosen for analysis, section IV
presents results as the findings of all the primary studies that
were chosen, and Section V discusses the research questions

FIGURE 1. Internet of medical things.

findings. Section VI offers suggestions for improvement in
the direction of a comprehensive strategy to protect against
security Issues, Threats and Attacks to keep strong IoMT
Architecture. Section VII is wrapped with the conclusion of
our whole study about addressing security issues, threats and
attacks to improve the Security Architecture of Internet of
Medical Thing.

II. MOTIVATION
IoMT is based on IoT for monitoring healthcare-related vital
signs such as ECG, Heart Rate, Blood Pressure, Body Tem-
perature, Pulse Rate, Oxygen Saturation, and Blood Glucose,
Testing for Drug Abuse, Cholesterol Testing, Infectious Dis-
eases, and Pregnancy. It is primarily responsible for providing
quality life to patients without their need to be hospitalized.
It ensures the care of patients inside and outside the hospital
environment.

The network is the key component of IoMT having all
IoMT-enabled devices which continuously oversee patients’
health digitally e.g they can access their health status sim-
ply using a mobile phone or radio-frequency identification
‘‘RFID’’. These devices of IoMT include smart watches or
smart shoes and also ECG sensors, airflow sensors, etc

Cybercriminals have left no stone unturned to disrupt the
security in healthcare. In the past five years, the IoMT has
been the target of several cyberattacks e.;

• In 2021, Cybercriminals heavily targeted the institu-
tional servers of 1 CF Witting Hospital in Bucharest
by ransomware attack.

• Similarly, the same attacks happened in 2019 at four
other hospitals in Romania.

• In Italy, similar attacks were recorded that disrupted the
vaccination schedule of several tertiary care hospitals in
2021

• Attackers can utilize stolen data for ransomware
attacks, as happened in 2018 with an Indiana hospital
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whenmedical records were encrypted. The hospital had
to pay $50,000 to get the data back after the inciden

• The interruption of medical services is another type
of ransomware assault, which may need expensive
repairs. In order to restore vital services, Hollywood
Presbyterian Medical Center was had to pay $17,000
in ransom in 2016

• In fact, the worst ransomware assault on medical sys-
tems ever recorded affected over 200,000 devices glob-
ally, including those in the United States

• IoMT attacks may also harm brand reputation, busi-
ness continuity, and financial stabilit; therefore they
have negative repercussions beyond just data loss and
decreased patient well-being.

• The successes of such attacks and the weak security in
the IoMT are caused by a variety of factors [S9]

• Therefore, a comprehensive, workable, secure and
effective study about the Security issues, threats and
attacks for the improvement of IoMT architecture has
become a need of the time, which can repel the attack-
ers and raise the level of trust of the patients.

III. SYSTEMATIC LITERATURE REVIEW
This SLR was conducted to identify and address security
challenges and vulnerabilities in the IoMT ecosystem. The
study aimed to conduct an SLR to identify security issues
faced by different stakeholders, IoMT architecture, and solu-
tions to enhance IoMT security.

A. KEY APPROACH USED IN THIS STUDY ARE DISCUSSED
AS UNDER
1) DEFINITION OF RESEARCH SCOPE
In this study, we recognize the need to find patterns and gaps
relevant to the security issues, threats, attacks and challenges.
As a result, it is required to choose a few research questions
(RQ) from the primary studies’ inputs, which came from the
analysis of pertinent studies.

Research Questions:
Primary Question
RQ1:How to improve the Security Architecture of IoMT?
Secondary Question
RQ2:What are the specific security issues, threats, attacks

and challenges facing IoMT Stakeholders?
RQ2.1: What are the specific security issues, threats,

attacks and challenges facing patient in IoMT systems?
RQ2.2: What are the specific security issues, threats,

attacks and challenges facing medical professionals in IoMT
systems?

RQ2.3: What are the specific security issues, threats,
attacks and challenges facing System administrator in IoMT
systems?

RQ3:What are the specific security issues, threats, attacks
and challenges facing IoMT Solution?

RQ4:What are the specific security issues, threats, attacks
and challenges facing IoMT Architecture?

RQ5: How to devise an implantable strategy to effectively
implement the developed security framework in practical
environment?

RQ6: How to motivate and train different stakeholders to
comprehend and operate the implemented framework?

2) QUERY STRING
This is an exceptionally critical iterative cycle to frame
a string for searching. From the outset, we observed the
SLR guidelines to make an entire string utilizing Boolean
OR/AND [123]. The whole similar meanings of the said
terms along with their alternatives are used with ‘‘OR’’ and
then ended to establish searching string. To get the pertinent
studies we applied the query string on well-known search
engines such as Elsevier, IEEE, Springer, Science Direct,
ACM Digital Library etc. Catchphrases from recently gotten
ones and known essential examinations stayed involved in
the string. Here, we analyzed the abstracts, titles, and creator
expressions from a few notable fundamental investigations to
recognize and look for terms.

3) SEARCH TERMS
In the formation of the search query, keywords or index term
play a vital role. We get the following key terms and their
alternatives from the studies of well-known researchers as
shown in Table No.1

4) KEYWORDS IDENTIFICATION
Here are the keywords categorized according to IoMT stake-
holder, IoMT architecture, and IoMT solutions, along with
some additional keywords.

5) SEARCH QUERY
The expression ‘‘IoMT’’ has an extensive number of alike
words and replace ‘‘3’’ terminologies that are used in liter-
ature and some of them have been enlisted in table No.4.2.
I studied allot of literature and included to my set of known
studies more alternative terms for ‘Improving Security Archi-
tecture of Internet of Medical Things’’ were discovered.
A single word (i.e. ‘‘IoMT’’) has been selected to get the
majority of its conceivable inter-change terms, then ANDed it
with ‘‘IoMT’’ to sift through totally unessential investigations
from different areas. The study is further filtered by ANDing
the terms ‘‘Security Issues’’, ‘‘threats, attacks and challenges
for Improving Security Architecture of Internet of Medical
Things. The system of known basic studies was likewise
utilized to evaluate the exactness of the inquiry string. The
final search string has been displayed underneath. It should
also be noted that the said string has to be altered in like
manner for every one of the databases.

During this step, we identified the source bases and source
strings that were utilized to choose the primary studies for our
inquiry. The results of merging the several terms defining our
research subject using the Boolean operators AND and OR to
produce our research question are as follows:
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TABLE 1. Keywords identification.

6) ONLINE DATABASE
The following table shows the list of online databases where
I have applied the search queries to retrieve relevant articles
for my systematic literature review.

7) PRIMARY AND SECONDARY SEARCH STRATEGIES
The following table displays the number of articles retrieved
from online databases before and after duplicate removal. The
‘‘Before Duplicate Removal’’ column indicates the number
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TABLE 2. Search query.

of articles retrieved from each database prior to removing
duplicates, while the ‘‘After Duplicate Removal’’ column

indicates the number of articles remaining after duplicates
were removed. By providing this information, the table gives
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TABLE 3. Online databases.

readers a sense of the size and scope of the initial literature
search and the number of unique articles that were identified
from each database.

8) STUDY SELECTION CRITERI
The research question led to the establishment of inclusion
and exclusion criteria as well as the goals of the systematic
literature review (SLR). The subsequent step involved paper
screening, which required the assessment of each article’s
eligibility based on specific inclusion and exclusion criteria.
The goal was to retrieve only the most relevant studies that

presented security issues, threats, attacks and challenges in
the IoMT healthcare environment.

i. Inclusion Criteria:

• Studies that investigate security issues in IoMT
systems

• Studies that focus on privacy concerns in IoMT
• Studies that propose solutions to address security
challenges in IoMT

• Studies that discuss the impact of emerging tech-
nologies on the security of IoMT
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TABLE 4. Search results.

TABLE 5. Quality assessment checklist [123].

• Studies that analyze the security risks associated
with IoMT in the context of healthcare or other
relevant domains.

• Studies that use various research methods such
as systematic reviews, surveys, case studies,
or experiments.
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TABLE 6. Summary of systematic literature review results.

FIGURE 2. Graphical representation of search results.

ii. Exclusion Criteria:
• Studies that do not focus on the security issues of
IoMT.

• Studies that are not published in English.
• Studies that are not peer-reviewed
• Studies that are not accessible in full-text format
• Studies that are outdated or irrelevant (e.g., pub-
lished before 2009)

• Studies that are not related to healthcare or relevant
domains.

9) STUDY SELECTION PROCES
It was performed in the following Two stages. Which one is
level screening, Title and Abstract, while the other is Quality
Assessment (QA
i. Level screening, Title and Abstract
At this stage of the systematic literature review, the

abstracts and titles of the 131 focused papers were man-
aged. In order to determine the relevance of each paper,
inclusion/exclusion criteria were applied to the abstracts and

titles. Papers that were deemed not relevant to the research
question or outside the scope of the review were excluded.
For example, papers with titles containing the term ‘‘IoT
Network’’ were excluded as they were outside the scope of
the review. In some cases, the article’s abstract was evaluated
to determine whether the article was relevant or not. Papers
that did not focus on security or did not present empirical data
were also excluded. After screening the abstracts and titles,
94 papers were retained.

The full-text level screening involved a careful examina-
tion of each of the 94 papers, and inclusion criteria were
applied to each of them. Thirteen papers were excluded at this
stage. It was observed that some of the papers were of variable
quality, with some being misleading or poorly written, and
some providing little indication of what was in the full article.
However, all papers that included some aspect of security
were included in the review.
ii. Quality Assessment As per the ‘‘13’’ criterion given

in [123] as demonstrated in Table 5, each of the 94 papers
were surveyed independently. Every single inquiry was
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TABLE 7. Security issues/threats/attacks/challenges of patients.
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TABLE 7. (Continued.) Security issues/threats/attacks/challenges of patients.
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TABLE 7. (Continued.) Security issues/threats/attacks/challenges of patients.
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TABLE 8. Medical professional security issues/ threat / attack/ challenge.
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TABLE 8. (Continued.) Medical professional security issues/ threat / attack/ challenge.

responded to with ‘‘Yes’’ (Y=1), ‘‘No’’ (N=0), and the
‘‘average’’ (A=0.5) utilizing a 3-point scale and every study
could get 0-13 facts. As the endpoint for including a review
utilizing the primary quartile (13/3= 4.33). On the off chance,
it would be chosen in any case eliminated that a review got
more or equivalent to ‘‘4.33’’.

IV. RESULTS OF SLR
Table 4.6 shows the results of a systematic literature
review (SLR) that began with an initial database search of
131 papers. Out of these one paper was unapproachable so
we got 130. After abstracts and titles screening 36 papers
were removed and the result was 94 papers. On the basis of
inclusive/exclusive criteria on 94 papers we found 13 papers
that were rejected. Out of remaining 81 papers, 4 papers were
found identical study and were removed with having total
numbers of 77 papers. 13 papers were rejected on the bases
of quality assessment, leaving a final set of 64 papers for
inclusion in the SLR. The cumulative total column shows the
number of papers remaining at each stage of the SLR.

A. DATA ANALYSIS FOR RESEARCH QUESTIONS
1) RESULTS OF RESEARCH QUESTIONS
This section presents the results of the systematic literature
review (SLR) in relation to the research questions of the study.
The SLR aimed to identify and synthesize existing research
on a research question, and the results are presented here
in a way that addresses each research question in turn. The
findings related to each research question are presented and
discussed, with a focus on the most significant and relevant
results. The results are supported by data from the included
studies, as well as any relevant tables or figures. By presenting
the results in this way, readers can easily understand how

the SLR addressed the research questions and what the key
findings were. The results section is an important part of any
SLR, as it provides a clear and comprehensive summary of
the most relevant and significant research in the field.

a: HOW TO IMPROVE THE SECURITY ARCHITECTURE OF
IoMT? (RQ1)
The main key to improve the Security Architecture of IoMT
is to identify, prioritize and handle most of the security issues,
threats, attacks and challenges that may effect the security and
privacy of all stakeholders, solution and architecture of Inter-
net of Medical Things. Moreover RQ2,RQ3,RQ4,RQ5 and
RQ6 addressmost of the Security Issues, Threats, Attacks and
Challenges to improve the security architecture of Internet of
medical things.

b: PATIENT SECURITY
ISSUES/THREATS/ATTACKS/CHALLENGES: (RQ 2.1)
Patients are a critical stakeholder in the Internet of Medical
Things (IoMT) ecosystem, and their personal health data is
one of the most valuable assets that need to be protected.
Patients are also primary users of IoMT devices and services,
and they are directly affected by any security incidents or
breaches.

For example, unauthorized access to personal health data,
inadequate authentication and authorizationmechanisms, and
insufficient encryption of sensitive data can all put patients’
health information at risk. Malware and ransomware attacks,
physical tampering and theft of devices, and social engineer-
ing attacks targeting patients can cause harm to patients and
disrupt medical treatment.
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TABLE 9. System administrator’s issues.
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TABLE 9. (Continued.) System administrator’s issues.
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TABLE 9. (Continued.) System administrator’s issues.

Therefore, it is essential to identify and address security
issues/threats/attacks/challenges that affect patients in IoMT
to ensure their safety and privacy.

Hence for String Searching I have developed my own
tool to identify different security issues, threats, attacks and
challenge affecting stockholders, solutions and architecture
of IoMT

Following Tables are the categorical representation
of security issues, threats, attacks and challenges
affecting stockholders, solutions and architecture of
IoMT.

c: MEDICAL PROFESSIONAL SECURITY
ISSUES/THREAT/ATTACK/CHALLENGE: (RQ2.2)
This following table shows the frequency and percentage
of each security issue related to medical officials in IoMT
identified in the SLR.

d: SYSTEM ADMINISTRATION
ISSUES/THREATS/ATTACKS/CHALLENGES: (RQ2.3)
The following table represents the security issues related to
System administrators. These issues are identified from the
findings of SLR.
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TABLE 10. IoMT solutions issues.
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TABLE 11. IoMT architecture issues.
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FIGURE 3. Graphical representation of Table - 6.

e: IOMT SOLUTIONS ISSUES/THREATS/ATTACKS AND
CHALLENGES (RQ3)
The following table shows security issues related to IoMT
solutions, extracted from SLR.

f: IOMT ARCHITECTURE
ISSUES/THREATS/ATTACKS/CHALLENGES (RQ4)
The following table represents the security issues related to
IoMT architecture.

V. RESEARCH METHODOLOGY
The Internet of Medical Things (IoMT) is a rapidly growing
field that involves the integration of medical devices, soft-
ware, and other technologies to improve patient care and out-
comes. However, the increasing complexity and connectivity
of IoMT systems have also led to significant security risks
and challenges, which must be addressed to ensure patient
privacy and data security. This research aims to develop a
security model for IoMT systems that can effectively address
these challenges and provide a secure and reliable framework
for the deployment of IoMT solutions. The methodology out-
lines the procedures used to identify the security challenges
and requirements of IoMT stakeholders, conduct a survey to
gather data, analyze survey data, develop a security model,
and validate the model in a testbed environment.

A. METHODOLOG
Various steps involved in the methodology is discussed in the
following sections.

1) CONDUCT A COMPREHENSIVE LITERATURE REVIEW
The first step of the methodology is to conduct a thorough
literature review to identify the security challenges and issues
relevant to the Internet of Medical Things (IoMT). The lit-
erature review will include research articles, reports, and

other relevant publications from various databases such as
IEEEXplore, Science Direct, ACMDigital Library, and other
relevant databases. The inclusion criteria for articles will be
based on keywords related to the security of IoMT, while
the exclusion criteria will be based on irrelevant articles and
duplicate publications.

2) IDENTIFY KEY STAKEHOLDERS AND THEIR SECURITY
REQUIREMENTS
Based on the findings of the literature review, key stakehold-
ers and their security requirements will be identified. The
stakeholders may include patients, medical professionals,
IT administrators, and others involved in the IoMT ecosys-
tem. The security requirements will be categorized based
on confidentiality, integrity, availability, and other relevant
parameters.

3) DATA COLLECTION
Systematic Literature Review (SLR) is a rigorous and
methodical approach to data collection in research that aims
to minimize bias, ensure replicability, and provide a com-
prehensive analysis of existing literature on a specific topic.
In the context of data collection, SLR involves several well-
defined stages to ensure that the gathered information is
accurate, reliable, and relevant to the research question.
These stages include defining research questions, developing
a search strategy, identifying relevant studies, applying pre-
defined inclusion and exclusion criteria, and conducting a
thorough quality assessment of the selected studies.

Data collection using SLR begins with the development of
a protocol that outlines the scope, objectives, and methodol-
ogy to be employed in the review process. The search strategy
is designed to identify studies from various sources such
as electronic databases, conference proceedings, and other
repositories, using relevant keywords and search strings.
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Once the studies are identified, researchers apply pre-defined
inclusion and exclusion criteria to select relevant publications
for further analysis. This step ensures that only studies of
high quality and those that directly contribute to answering
the research questions are included.

Following the selection of studies, researchers extract data
and information related to their research questions using a
standardized data extraction template. This process ensures
consistency and facilitates the synthesis of findings across
different studies. Finally, the collected data is synthesized,
analyzed, and presented in a manner that highlights the key
findings, gaps, and trends in the existing literature. By these
rigorous procedures, SLR ensures a comprehensive and unbi-
ased data collection process, enabling researchers to draw
well-informed conclusions and contribute to the existing
body of knowledge on a specific topic.

4) META-ANALYSIS
The data collected from the survey will be analyzed to
identify the security issues and challenges faced by key
stakeholders. The analysis will be conducted using various
statistical tools such as descriptive statistics, regression anal-
ysis, or other relevant techniques. The results of the analysis
will provide valuable insights into the security requirements
and concerns of key stakeholders.

5) DEVELOP A SECURITY MODEL
Based on the findings of the literature review and survey,
a security model will be developed to address the security
challenges and issues identified in step 2 and step 4. The
security model will be designed based on best practices, stan-
dards, and guidelines such as ISO 27001, NIST, and HIPAA.
The security model will be validated by subjecting it to a
thorough analysis of its ability to meet the identified security
requirements.

6) VALIDATE THE SECURITY MODEL
The proposed security model will be validated by implement-
ing it in a testbed environment. The testbed environment will
simulate the IoMT architecture, solutions, and stakeholders
to validate the proposed security model’s effectiveness. The
implementation will be conducted based on the proposed
security model’s guidelines.

VI. MODEL CONSTRUCTION
The primary objective of this model is to identify secu-
rity risks associated with IoMT solutions, develop a access
control authorization, implement security measures, and con-
tinuously improve the security framework. The inputs for
this model include various stakeholders involved in IoMT,
including medical professionals, device manufacturers, and
I.T professionals, along with IoMT solutions such as devices,
sensors, and networks, and IoMT architecture consisting of
network topology, data flow, and protocols. The output of
this model is a comprehensive security framework for IoMT

FIGURE 4. Stepwise methodology.

systems that will provide effective protection against cyber
threats.

A. IoMT SECURITY FRAMEWORK: (RQ1)
i. Inputs:

• IoMT stakeholders (medical professionals, device
manufacturers, IT professionals)

• IoMT solutions (devices, sensors, networks)
• IoMT architecture (network topology, data flow,
protocols)

ii. Outputs:
Comprehensive security framework for IoMT systems

1. Identify Security Risks:
a. Conduct a risk assessment to identify potential

security risks for the IoMT stakeholders, solutions,
and architecture

b. Identify the risks based on their likelihood and
potential impact

2. Access Control Authorization :
a. Develop a security strategy that addresses the iden-

tified risks
b. Ensure that the security strategy aligns with indus-

try standards and best practices.
c. Involve all stakeholders in the development of the

security strategy to ensure buy-in and collaboration
3. Implement Security Measures:

a. Implement security measures to mitigate the iden-
tified risks

b. Implement measures such as access controls,
encryption, and threat detection to protect the
IoMT solutions and architecture

c. Implement policies and procedures to ensure data
privacy and regulatory compliance.

4. Monitor and Update the Security Framework: (RQ3)
a. Continuously monitor the security of the IoMT

solutions and architecture.
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b. Regularly update the security framework to
address new and emerging threats.

c. Conduct periodic security audits to ensure the
effectiveness of the security measures.

5. Train and Educate Stakeholders: (RQ4)
a. Provide training and education to all stakeholders

on the importance of security in IoMT systems
b. Ensure that all stakeholders understand their roles

and responsibilities in maintaining the security of
the IoMT solutions and architecture

c. Encourage a culture of security awareness and best
practices among all stakeholders

6. Establish Incident Response Protocols:
a. Develop and implement incident response proto-

cols to address security breaches or other incidents
b. Ensure that all stakeholders are aware of the inci-

dent response protocols and know how to respond
in the event of an incident

c. Regularly test the incident response protocols to
ensure their effectiveness.

7. Continuously Improve the Security Framework:
a. Continuously assess the effectiveness of the

security framework and make improvements as
necessary

b. Stay up-to-date on new security threats and trends
in the IoMT industry

c. Ensure that the security framework evolves with
the changing IoMT landscape.

The above algorithm provides a framework for develop-
ing a comprehensive security framework for IoMT stake-
holders, IoMT solutions, and IoMT architecture. It empha-
sizes the importance of identifying and prioritizing secu-
rity risks, implementing security measures, monitoring, and
updating the security framework, and training and educating
stakeholders.

The following is the diagram of the proposed security
model for IoMT

VII. MODEL IMPLEMENTATION
The primary objective of this model is to implement the
security measures identified in the model construction phase
and continuously monitor and update the security framework.
The implementation process includes identifying potential
vulnerabilities in the IoMT system, implementing security
controls, and testing the effectiveness of the implemented
security measures. The inputs for this model include the
comprehensive security framework developed in the model
construction phase and the resources required for implement-
ing the security measures. The output of this model is an
IoMT system with a robust and effective security framework
that ensures the confidentiality, integrity, and availability
of patient data and prevents unauthorized access and cyber
threats.

A. IoMT SECURITY MODEL INPUTS
The IoMT Security Framework is designed to be applied to
IoMT stakeholders, solutions, and architecture. The inputs to
the framework include:

1) IoMT STAKEHOLDERS (MEDICAL PROFESSIONALS,
DEVICE MANUFACTURERS, I.T PROFESSIONALS)
The security of IoMT systems depends on the actions and
decisions of various stakeholders involved in their design,
development, deployment, and maintenance. This includes
medical professionals who use IoMT devices to provide
patient care, device manufacturers who design and build
IoMT solutions, and IT professionals who manage IoMT
networks and infrastructure.

2) IoMT SOLUTIONS (DEVICES, SENSORS, NETWORKS)
The security of IoMT systems also depends on the security of
the devices, sensors, and networks used to collect and trans-
mit patient data. These devices and sensors may be embedded
in medical devices or worn by patients to collect vital signs
and other health information, while networks may include
wired and wireless connections that transmit data between
devices and healthcare providers.

3) IoMT ARCHITECTURE (NETWORK TOPOLOGY, DATA
FLOW, PROTOCOLS)
The security of IoMT systems also depends on the archi-
tecture and design of the overall system, including network
topology, data flow, and protocols used to transmit data
between devices and healthcare providers. This architecture
must be designed to ensure the confidentiality, integrity, and
availability of patient data, while also protecting against
potential threats and vulnerabilities.

Overall, the IoMT Security Framework is designed to pro-
vide a comprehensive approach to securing IoMT systems,
and the inputs to the framework must be carefully considered
in order to develop an effective and comprehensive security
strategy.

B. IoMT SECURITY MODEL IMPLEMENTATION HERE IS
THE IMPLEMENTATION OF EACH STEP OF THE MODEL
1) IDENTIFY SECURITY RISKS
The first step in the IoMT security model is to identify
security risks. This can be done using various techniques
such as risk assessments, threat modeling, and vulnerability
scanning.
Here is Python code to conduct a basic vulnerability scan

using the nmap library:
import nmap
# Define target IP address and port range
target_ip = ‘192.168.0.1’
port_range = ‘1-1024’
# Create a new nmap scanner object
scanner = nmap.PortScanner()
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FIGURE 5. The security model for internet of medical things.

# Use nmap to scan the target for open ports
result = scanner.scan(target_ip, port_range)
# Print the results of the scan
print(result)

C. ACCESS CONTROL AUTHORIZATION
The next step is Access Control Authorization that addresses
identified risks and aligns with industry standards and best
practices. This can include developing security policies,
defining security controls, andwriting Python code to enforce
those policies and controls.

Here is Python code to enforce a basic access control
policy using Flask, a Python web framework:

from flask import Flask, request, abort
app Flask(_name_)
# Define a list of authorized users
authorized_users = [’Mudasir’, ’ Ijaz ’]
# Define a Flask route that requires authentication
@app.route(’/protected’)
def protected_resource():
# Check if the user is authorized
if request.authorization and
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request.authorization.username in
authorized_user
return ‘‘Access granted’’
else:
abort(401)
# Run the Flask application
if_name_ == ’_main_’:
app.run()

1) IMPLEMENT SECURITY MEASURES
The third step is to implement security measures such as
access control mechanisms, encryption algorithms, and threat
detection mechanisms using Python code. This can involve
using various Python libraries and tools such as cryptography,
PyCrypto, and scapy.
Here is Python code to encrypt and decrypt data using the

PyCrypto library:
from Crypto.Cipher import AES
import base64
Define the encryption key and initialization vector
key=‘‘1234567890123456’’
iv = ‘1234567890123456’
∗ Define the plaintext message to be
encrypted
plaintext = ‘‘This is a secret message
∗ Create a new AES cipher object and encrypt the plaintext
cipher AES.new(key, AES.MODE_CBC, iv)ciphertext =

cipher.encrypt(plaintext)
∗ Print the encrypted ciphertext
print(base64.b64encode(ciphertext))
∗ Create a new AES cipher object and decrypt the

ciphertext
cipher = AES.new(key, AES.MODE_CBC,
iv)decryptedtext = cipher.decrypt
(ciphertext)
# Print the decrypted plaintext
print(decryptedtext)

2) MONITOR AND UPDATE THE SECURITY FRAMEWORK:
(RQ5)
The fourth step is to monitor and update the security frame-
work to ensure that it remains effective and up-to-date. This
can involve using Python code to log security events, conduct
incident response, and update security policies and controls.
Here is Python code to log security events using the

Python logging library:
import logging
# Create a new logging object
logger = logging.getLogger(‘security’)
# Define a file handler to log events to a file
file_handler =

logging.FileHandler(‘security.log’)
# Define a logging format
formatter = logging.Formatter(’%(asctime)s
%(name)s %(levelname)s - %(message)s
file_handler.setFormatter (formatter)

# Add the file handler to the logging object
logger.addHandler(file_handler)
# Log a security event
logger.warning(‘Unauthorized access
attempt detected’)

3) TRAIN AND EDUCATE STAKEHOLDERS: (RQ6)
The fifth step is to train and educate stakeholders on the
importance of security in IoMT systems and best practices
for maintaining security. This can involve developing training
materials, conducting training sessions, and using Python
code to automate security-related tasks.
Here is Python code to send email notifications to stake-

holders when a security event is detected:
import smtplib
# Define email server and login credentials
smtp_server = ‘smtp.gmail.com’
smtp_port = 587
smtp_username = ’youremail@gmail.com
smtp_password = ‘yourpassword’
# Define a function to send email
notifications
def send_email_notification(subject, body):
message = f’Subject: (subject}\n\n{body}’’
with smtplib.SMTP (smtp_server,
smtp_port) as server:
server.starttls()
server.login(smtp_username, smtp_password)
server.sendmail(smtp_username, [’user1@example.com’,

’user2@example.com’],
# Call the send_email_notification function
when a security event is detected
send_email_notification(‘Security Alert’,
‘Unauthorized access attempt detected’)
Here is Python code to Broadcast email notifications to

stakeholders when a security event is detected:
import smtplib
# Define email server and login credentials
smtp_server = ‘smtp.gmail.com’’
smtp_port = 587
smtp_username = ‘youremail@gmail.com’
smtp_password = ‘yourpassword’
User_list = [‘‘admin’’, ‘‘medical’’, ‘‘surgery’’,
‘‘ENT’’, ‘‘OT’’, ‘‘ICU’’, ‘‘IPD’’,‘‘OPD’’ ]
# Define a function to send email
notifications
def send_email_notification(subject, body):
message = f’Subject: {subject}\n\n{body}∗
with smtplib.SMTP (smtp_server,
smtp_port) as server:
server.starttls()
server.login(smtp_username, smtp_password)
server.sendmail(smtp_username, [’userslist’
]
# Call the send_email_notification function
when a security event is detected
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send_email_notification(‘Security Alert’,
‘Unauthorized access attempt detected’)

4) ESTABLISH INCIDENT RESPONSE PROTOCOLS
The sixth step is to establish incident response protocols to
ensure that all stakeholders know how to respond to poten-
tial security incidents. This can involve developing incident
response plans, conducting incident response drills, and using
Python code to automate incident response tasks.
Here is Python code to automatically block an IP address

when a security event is detected:
import iptc
# Define the IP address to be blocked
ip_address 192.168.0.1’
# Define the chain and rule to block the IP
address
chain=iptc.Chain (iptc. Table
(iptc.Table.FILTER), ‘INPUT’)
rule = iptc.Rule()
rule.src = ip_address
rule.target iptc. Target (rule, ‘DROP’)
chain.insert_rule(rule)

D. CONTINUOUSLY IMPROVE THE SECURITY
FRAMEWORK
The final step is to continuously improve the security frame-
work by assessing its effectiveness andmaking improvements
as necessary. This can involve conducting periodic security
assessments, researching and developing new security mech-
anisms and controls, and using Python code to automate
security-related tasks.

Beautiful soup Library (Simple techniques for exploring,
finding, and altering a parse tree in HTML and XML files are
provided by Beautiful Soup. It converts a complicated HTML
page into a Python object tree. Also, the page is automatically
converted to Unicode, so you don’t have to worry about
encodings).
Here is Python code to conduct a basic security

assessment:
import time
import subprocess
import requests
from bs4 import BeautifulSoup
#Define a function to perform periodic
security assessments using Nmap
def perfore security assessment():
target = ‘‘192.168.1.1’’# Replace with your
target IP or domain
ports = ‘‘21-25,80,443’’ # Specify the ports
you want to scan
# Perform the scan using Nmap
scan_result =
subprocess.check_output([‘‘map’’ ‘‘, ports,
target])
print(scan result.decode())
# Define a function to fetch the latest news

related to IOMT security
def fetch_font_security_news():
url=‘‘https://example.com’’ # Replace with
the URL of a relevant news source
response requests.get(url)
soup = BeautifulSoup(response.content,
‘‘htel.parser’’)
headlines soup.find_all(‘‘h2’’,
class=‘‘headline’’)
for headline in headlines:
print (headline.text)
Schedule periodic tasks
assessment_interval = 60∗ 60∗ 24 # Perform
assessments every 24 hours
news_interval= 60∗ 60∗6 #Fetch news every
6 hours
next_assessment_time = time.time()
next_news_time = time.time()
while True:
current_time time.time()
if current time > next_assessment_time:
perform_security_assessment()
next_assessment_time + =

assessment_interval
if current_time >= next_news_time:
fetch_iont_security_news()
next_news_time + news_interval
time.sleep(60) # Wait for 60 seconds before
checking again

VIII. CONCLUSION
In conclusion, the IoMT Security Framework developed in
this research provides a comprehensive approach to address-
ing the security challenges facing IoMT stakeholders, solu-
tions, and architecture. With the increasing adoption of IoMT
solutions in healthcare settings, it is essential to ensure the
confidentiality, integrity, and availability of patient data while
also protecting against potential threats and vulnerabilities.

The IoMT Security Framework includes seven steps: iden-
tifying security risks, access authorization control, imple-
menting security measures, monitoring and updating the
security framework, training and educating stakeholders,
establishing incident response protocols, and continuously
improving the security framework.

By following these steps, IoMT stakeholders can develop a
comprehensive and effective security strategy that addresses
the specific risks and vulnerabilities facing their IoMT
systems. The inputs to the framework include IoMT
Stakeholders (Medical Professionals, Device Manufacturers,
IT Professionals), IoMT Solutions (Devices, Sensors, Net-
works), and IoMT Architecture (Network Topology, Data
Flow, Protocols).

Overall, the IoMT Security Framework presented in this
research makes an important contribution to the field of
IoMT security by providing a practical and comprehensive
approach to enhancing patient data privacy and security.
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However, further research is needed to develop more specific
guidelines and best practices for implementing the framework
in different types of IoMT systems and to address the rapidly
evolving security threats facing the IoMT industry.
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