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ABSTRACT Metaverse is the latest technological hype in the modern world due to its potential for
revolutionizing the digital visual perspective. With the COVID-19 pandemic, most industries have moved
towards digitization, and the metaverse is identified as one of the most promising platforms for such a
transition, as it provides a three-dimensional (3D) immersive experience for the users. Currently, most digital
service providers and organizations are actively working on metaverse- based applications. In addition,
there has been a rapid increase on research work involving metaverse realization. Launching a large scale
metaverse in the real world is a challenging task. However, fifth-generation (5G) and beyond 5G (B5G)
technologies are envisioned to improve the feasibility of pragmatic deployments. Although, there are several
conceptual designs available, actual adaptations of the concepts are still limited. This survey focuses on
providing a practical approach for metaverse realization using 5G and B5G technologies. Specifically,
We discuss the importance of network slicing (NS) and multi-access edge computing (MEC) as emerging 5G
technologies for enabling the realization of the metaverse. We first introduce the motivation behind metaverse
for future envisaged technologies. Next, we present a holistic high-level framework for metaverse realization
based on network slicing and edge computing. Moreover, we discuss the futuristic metaverse applications,
their technical requirements, and methods to satisfy the requirements. Finally, we highlight the deployment
challenges and possible approaches to overcome them for an actual metaverse realization.

INDEX TERMS Augmented reality, multi-access edge computing, metaverse, network slicing, virtual
reality, extended reality.

I. INTRODUCTION

Metaverse is amalgamating digital reality and virtually
enhanced physical reality into a particular domain, con-
trived of many advanced features and enablers. It can be
considered as the next level of the internet, as the term
itself was initially introduced in the scientific fiction Snow
Crash, written by Neal Stephenson in 1992 [1]. Nowadays,
users expect higher interactive capabilities from the existing
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internet-based digital communication technologies. How-
ever, the real world is limited by its geographical constraints
and the availability of resources. The metaverse, on the
other hand, is infinite in scale and can be extended until the
imaginative limits of its creators. Furthermore, this virtual
domain enables its users to experience or explore adventurous
activities that may not be physically realizable in the real
world. It is a massive network of virtual worlds in which users
can actively collaborate and experience. To access the meta-
verse, a user should possess either augmented reality/virtual
reality (AR/VR) devices, smart glasses, gaming consoles,
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FIGURE 1. Metaverse applications.

haptic devices, mobile devices, a computer, or a Laptop [2].
Extended reality (XR) approaches with the combination of
AR and VR technologies have better potential on improving
the user experience in the metaverse [3]. A single vendor
or an owner does not own metaverse. Thus it is considered
a collaborative space between service providers and users
[4]. The leading technologies of the metaverse include artifi-
cial intelligence (AI), blockchain, computer vision, advanced
networking technologies, user interactivity, XR, internet of
things (IoT), and robotics [5], [6]. It is expected that the
market value and share of the companies that operate in
metaverse will increase exponentially the next decade [7].

The users in the metaverse are identified by their unique
avatars, which are capable of adapting to the real user inter-
actions [8]. Their transactions are facilitated through non-
fungible tokens (NFT), which are secure digital assets that
the owner can transfer. These NFTs are owned digitally, and
at the same time, shareable in the metaverse [9]. Although the
metaverse development is still in its initial stages, it envisages
great potential for novel feature implementations and many
research avenues.

Due to the metaverse’s versatility, various technologies
and services can be implemented on top of its virtual plat-
form. Fig. 1 shows a few possible applications which can
be launched in metaverse. Presently, businesses mainly focus
on digitization and automation to reduce their capital and
operational expenditures. However, people also prefer sim-
plification of everyday tasks and accessibility to the services
at a low cost. With Metaverses’ virtual worlds which consist
of enhanced visualization, services can be offered for many
concurrent users in different geographical locations [11].
Therefore, metaverse-based platforms can be used for educa-
tion, healthcare, social networks, industry applications, smart
marketing, architecture design, smart businesses engineering
design, and autonomous vehicle simulations [12], [13], [14],
[15], [16], [17].

Metaverse also facilitates collaborations between different
internet-based services. Currently, these collaborations are
constrained by the inability of having 100% virtual presence
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in remote access situations. Metaverse relaxes these con-
straints by enhancing the quality of service through more
service collaborations. More services can be integrated as a
value addition to the primary service to extend the current
limits of the quality of experience (QoE). For instance, a user
can try out an outfit from a clothing store while matching its
compatibility with an already selected watch from another
store, allowing the user to check both items simultaneously
before buying.

The COVID-19 pandemic has opened up many new
avenues for metaverse as people are forced to work remotely.
For example, in the educational sector with institutions focus-
ing more on active collaborations, metaverse-based learning
can strengthen distance learning methods by providing a
more interactive and feedback-oriented learning process with
immersive visualization in a virtual environment. As shown in
Fig. 2, future learning will be more enriched with metaverse-
enabled applications.

Immersive media can be used effectively in the educa-
tion sector to improve teaching and learning experience
[18], [19], [20]. Metaverse-based educational platforms can
be used to deliver important educational content that requires
more visual aids and cost intensive realistic simulations.

Importance of the point of presence will become less
prominent with the advancement of the metaverse. Espe-
cially, boundaries for many fields will disappear, and many
new fields may initiate. Metaverse-based approaches will
play an important role in the work from home (WFH) culture,
which is already popular in the world. Moreover, the meta-
verse will be more effective in tourism, and it will introduce
the opportunity to tour any place virtually, irrespective of
time. Applications such as connected vehicles and vehicle
to everything (V2X) are the prominent use cases in 5G,
and AR/VR-based metaverse approaches are envisioned to
enhance these applications as well [21]. Modern prototypes
of the metaverse are already available for games, social expe-
rience platforms, online collaboration, simulations, designs,
and creator economy. Furthermore, there will be many use
cases created in relation to virtual real-estate applications
inside the metaverse.
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TABLE 1. Issues in metaverse integration.

Technical Issues

Non-Technical Issues

o Real-time synchronization between the metaverse
and real world.

o Accuracy of the real-time data when passing from
the metaverse to the real world(e.g., AR-based navi-
gation).

« Identity and uniqueness of the user.

» QoS depends on the access device.

 Lack of standardized protocol, tools, and frameworks
[10].

« Metaverse generates a large amount of data, includ-
ing the biometric data of users. Data storage should
be gigantic, and high security is required.

« Lack of compatibility with the existing networks and
the application platforms.

« XR headsets and haptic devices require latency as
low as tens of milliseconds to maintain an immersive
user experience [11].

« Countrywise restrictions need to apply inside the
metaverse too. Then the fairness of the application or
relevant service may differ from the exact expected
outcome [10].

« Affordability and the complexity of the access de-
vices.

o Less user awareness about the metaverse concept
and functionality can cause a bad user experience,
affecting platform acquisition [11].

 Defining the governing bodies of the metaverse for
the continuity of the functions and maintenance.

« Money transactions and digital payments in between
the real world and the Metaverse.

All components of the network layer, aggregation layer,
and core layer, along with sub-layers, and applications, need
to be supported for the metaverse requirements. It is obvious
that 5G and B5G networks are an imperative requisite for the
realization of the metaverse [22], [23]. Another mandatory
requirement is the availability of access devices that have the
ability to contrive the required 3D visualization, and extract
the user feedbacks, which transfer through haptic devices
[24]. According to 3rd generation partnership project (3GPP)
release 15 phase 1, a maximum end-to-end (E2E) latency
of 7-15 ms, and a data rate of 250 Mbps is required for
AR/VR/XR services [25]. After the implementation, service
providers are responsible in maintaining the service func-
tionality. Mainly, two kinds of service providers are involved
in the metaverse realization: virtual service providers who
provide the content, and physical service providers who oper-
ate the physical infrastructure required for the metaverse
engine [26]. Apart from the technical requirements, non-
technical requirements such as rules, regulations, and fair use
play a key role in the metaverse adoption as well.

Metaverse can be integrated with the physical world, uti-
lizing a virtual copy of the real-world objects/elements that
replicate not only its dimensions, but also its functionality
via simulations, referred to as a digital twin [27]. Issues can
arise when integrating the metaverse with the physical world
systems. These issues can be categorized into two parts as
technical and non-technical. A brief summary of those issues
is presented through Table 1. Apart from these concerns,
application-specific issues may exist as well.

It is important to recognize that metaverse requires
advanced network requirements such as high bandwidth,
end-to-end congestion control, guaranteed quality of ser-
vice (QoS), and ultra-low latency. Satisfying such network
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requirements using a shared network can be extremely chal-
lenging [28], [29]. Network slicing, where multiple end-to-
end networks are created on shared physical infrastructure,
acts as a solution to this problem. Different network slices can
be used for a specific application or a service [30]. Network
slices can also scale up and down according to the service
requirements [31], [32]. Network resources to metaverse
applications can be allocated according to the demand to
facilitate the recommended QoE to the user, while optimizing
the resource usage in the network. Since isolation between
the slices is possible, security and reliability can be enhanced
significantly [33]. Therefore, network slicing enables perfor-
mance improvement, security and privacy, and management
characteristics such resource management, which are key
requirements of the metaverse [34].

The metaverse is massive in scale, and consists of a large
number of virtual worlds that require interoperability with
each other. Virtual worlds must be rendered in real-time
and synchronized with the physical world. Edge comput-
ing provides distributed infrastructure located near the user
and connected to the network using high-speed backhaul
connectivity. The backhaul connectivity can be wired, wire-
less, or hybrid. In [26], Lim et al. highlight features of the
metaverse architecture that consist of cloud-edge assisted
rendering, cloud-edge Al model training, and cloud-edge
blockchain mining, available under the computations. Fur-
ther, it highlights the base station edge Al model, device-to-
device data caching, and optimal cache replacement, which
an edge storage facility can provide. Edge computing enables
the implementation of ultra-high definition (UHD) video
streaming, VR/ XR/ mixed reality (MR) based applications,
which are the key underlying technologies for the meta-
verse [35].
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A. RELATED WORK

Although novel, a considerable number of surveys and
research studies are still available on this topic. However,
studies focusing on the realization of metaverse with a
telecommunication technological approach are limited. The
metaverse’s ecosystem and technological background are dis-
cussed in the survey [5]. It provides a comprehensive review
of the development and the building blocks of the meta-
verse in technical and non-technical aspects. However, [5]
provides only a brief overview of the telecommunication
technologies for metaverse realization. The authors in [36]
present the implementation feasibility of metaverse at mobile
edge networks, considering the computational, communica-
tion, networking, and blockchain perspectives. They discuss
areference architecture, developments, and tools of the meta-
verse, and provide a brief overview on the telecommuni-
cation technologies for metaverse realization. Although the
edge computing approach is discussed, it focuses mainly
on edge intelligence-based techniques. In [26], Lim et al.
discuss the edge intelligence-based approaches, that consist
of edge computing combined with artificial intelligence for
the metaverse realization. Also, it provides a holistic view
of the metaverse ecosystem and proposes a framework for
virtual city development, highlighting the cost and resource
allocation. Furthermore, [26] identifies redefining user QoE,
beyond 5G (B5G) and the metaverse, interoperability stan-
dards, security and privacy, and economics of the edge-driven
metaverse as open research challenges. A general overview of
the technological aspect of the metaverse, and the implemen-
tation challenges are highlighted in [24]. The authors of [37]
provide an overview of the metaverse concept and how 6G is
important for the metaverse implementation.

The comparison of related work and this paper is presented
in Table 2. To the best of our knowledge, there has not been
a study of the role of future telecommunication technologies
in the metaverse realization, considering network slicing and
edge computing.

B. CONTRIBUTION

Although network slicing and edge computing with the B5G
are potential techniques for metaverse realization, studies
on network slicing and edge computing for metaverse real-
ization, are rare. Therefore, it is important to discuss the
technical approach to realize the metaverse with the novel
and rapid changes of the telecommunication sector in 5G
and B5G technologies. Our technical survey investigates the
importance of network slicing and mobile edge computing for
metaverse realization.

Specific contributions of this paper can be enumerated as
follows.

1. An overview of how network slicing and mobile edge
computing can be used to improve the feasibility of the
metaverse is presented.

2. Technical challenges in edge computing and network
slicing as enabling technologies for metaverse realization are
discussed, and the possible solutions are presented.
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3. A holistic framework for metaverse realization using
edge computing and network slicing is proposed and com-
prehensively analyzed.

4. A discussion on futuristic applications of the metaverse
is presented, and the technical requirements for these appli-
cations are discussed.

5. An analysis is conducted on the technical requirements
for the metaverse realization under edge computing and net-
work slicing.

6. The requirements for deploying a metaverse in practice
are discussed.

7. Insights on the metaverse realization and implemen-
tation are provided, considering network slicing and edge
computing.

C. ORGANIZATION

This paper consists of eight sections and is organized as
follows. Fundamentals, concepts of the metaverse and con-
tribution of the paper are discussed in Section I. Background
on network slicing and edge computing are presented in
Section II. In Section III, an edge computing and network
slicing-based holistic framework is presented for the meta-
verse realization, together with a discussion of its functions.
Section IV presents possible futuristic applications. Technical
requirements of the metaverse, and possible solutions using
network slicing and edge computing are discussed in the
section V. Metaverse deployment challenges are discussed
in Section VI. Insights gained are presented in section VII,
and Section VIII concludes the paper. Fig. 3 illustrates the
summary of the paper organization.

Il. BACKGROUND
The background information related to edge computing, net-
work slicing, and metaverse is presented in this section.

A. EDGE COMPUTING

Edge computing can be identified as an open platform avail-
able near the data source or near the network’s edge. It can
provide networking, storage, computing, and edge intelli-
gence to achieve user requirements such as low latency real-
time applications, application optimization, and many more
[41], [42]. Furthermore, it helps to enhance the services by
optimizing the network resources while minimizing network
congestion [43]. Earlier, cloud computing emerged as a cen-
tralized approach with disadvantages such as high band-
width requirements, high cost, and high centralized power
requirements [44]. Edge computing emerged as an exten-
sion of cloud computing, with a decentralized architecture,
resulting in advantages such as low cost, less bandwidth
requirement, and less processing power [45]. The decentral-
ized architecture of edge computing enables the distribution
of computational power, storage space, and other network
resources among the edge nodes, enabling flexible and robust
deployments for various services. With edge computing, the
last-mile latency is reduced to enhance the performance
of latency-aware applications [46]. Moreover, with MEC,
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TABLE 2. Related works and controbution.

<| Importance of network slicing

| Deployment challenges

«| | Importance of edge computing

| | Technical challenges in edge computing

| | Technical challenges in network slicing

| | Futuristic Applications

for metaverse realization.

Ref | Context
[5] | Acomprehensive survey on metaverse, which includes areview of technological
background, and ecosystem aspects.
[36] | Discuss the overview of the metaverse and the realization of technologies and X X
implementation challenges. The paper describe the feasibility of the metaverse
realization through edge enabling.
[26] | Discuss an edge intelligence-based infrastructure for the metaverse. I X | VX
[24] | Discuss the technological aspects of the metaverse and implementation | X X X X v |/
challenges.
[38] | Discuss the general architecture and the available prototypes of the metaverse. | v/ | X | V | V/ | X | /
The paper’s primary focus is one the security and privacy aspects of the
metaverse.
[23] | Discuss the importance of edge computing for enhancing the user experience. | v | X X | v | X X
[39] | Discuss the technological background of the metaverse along with the | vV | X | X | vV | X | V/
current development status. Furthermore, this paper highlights the available
implementation challenges.
[40] | Discuss the computational arts and the implementation in the metaverse. v X X v X v
[37] | Discuss the technical requirements of the metaverse and the importance of 6G | v | X | V | X | V | V/

This paper.

AR AESaEarEax

latency values less than 10 ms can be expected [47]. A high-
level diagram of edge computing is presented in Fig. 4.

Key features of edge computing include dense geo-
graphical distribution, mobility support, location awareness,
ultra-low latency, masking cloud outage, high bandwidth,
virtualization, and proximity [48], [49], [50], [51]. Edge com-
puting can be mainly categorized into fog computing, mobile
edge computing, and cloudlets [52]. In Fog computing, the
networking plane consists of two planes: the control plane and
the user plane. According to [53], the endpoint with process-
ing power and storage can be considered a fog node. Cloudlet
is a small cloud deployed in a localized and stateless server
that runs single or multiple virtual machines [54]. Cloudlets
mainly focus on providing low latency high bandwidth cloud
services for mobile devices such as tablets, smartphones, and
wearable smart devices [55].

Edge computing is a technology capable of implement-
ing micro operating system (OS) and approaches as a con-
tainer or robust deployment and implementing lightweight
libraries and algorithms [56]. Also, this edge-based approach
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can be used to facilitate V2X communications, location ser-
vices, video analytics, augmented reality, IoT, local content
distribution, and data caching [57], [58], [59]. European
telecommunications standards institute (ETSI) standards on
MEC started in 2015 as phase 1, phase two in 2018, and
phase 3 which began in 2021 is ongoing. 3GPP is planned
to provide native support for edge computing in Release
17 for all aspects, covering the application layer architecture,
core network enhancement, security, media processing, and
management [60], [61].

B. NETWORK SLICING

In network slicing, a physical network is divided into logical
networks running different applications, that have heteroge-
neous requirements [62]. Each network slice is associated
with network functions and consists of resources such as
computing, networking, and storage [63]. Network slicing
enables virtual end-to-end networks with complete isola-
tion, although using shared infrastructure. It is possible to
configure each slice with different attributes, such as high
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bandwidth, ultra-low latency, and high availability, based on
the requirements of the application it is catering to [64].
The users can access multiple slices simultaneously with the
same user equipmet (UE) and the same access network. Key
enablers of network slicing are software-defined networking,
network functions virtualization, edge computing, and cloud
computing [65], [66]. A high-level diagram of network slic-
ing is represented by Fig. 5.

Network slicing involves slice creation, slice isolation, and
slice management phases. Further, in [67], Afolabi et al.
describe that isolation, elasticity, automation, customiza-
tion, programmability, and hierarchical abstraction as the
main principles of network slicing. Slicing is done mainly
to achieve QoS requirements and infrastructure sharing
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purposes [68], [69]. Several standardization bodies, including
internet engineering task force (IETF), open network founda-
tion (ONF), next generation mobile networks (NGMN), and
3GPP, have addressed the network slicing concepts towards
standardization, with the specifications 23.501, 23.502, and
23.503 [70], [71], [72]. In 5G, network slicing is a key feature
in deploying the standalone core network. The four phases in
the life cycle of network slicing can be identified as prepara-
tion, commissioning, operation, and decommissioning [73].
According to the NGMN, network slicing architecture con-
sists of three layers service instance layer, network slice
instance layer, and resource layer [74].

C. METAVERSE

Metaverse can be defined as a large-scale virtual world that
connects many virtual worlds to provide an immersive experi-
ence to its ecosystem. It is a kind of multi-layer network with
high scalability to grow faster than other networks [7]. There
are two main possible visions of the metaverse available. The
first one is the open, decentralized thing which is maintained
and powered by the users and the creators who use it. The
second option is a central, closed practice that is owned and
maintained by a limited number of contributors and creators,
resulting in low flexibility and ownership to the general user.
Metaverse consists of characteristics such as immersiveness,
sustainability, interoperability, scalability, hyper spatiotem-
porality, and heterogeneity [38]. User interactive equipment
such as game controllers, smart glasses, brain-computer inter-
faces, smart contracts, haptics, and mobile devices are used
to access the metaverse. The below technologies enable the
metaverse and its functionalities.

o AL It is a key technology in the metaverse since the
scale of the metaverse, and its applications and functions
are high. Automation and Al are needed to manage the
ecosystem. Al techniques can be implemented in natural
language processing, machine vision, blockchain, net-
working, digital twin, and neural interface to enhance
the functionalities [75].

« Blockchain: Blockchain is a distributed database that
stores data digitally with digital asset tracing. It func-
tions as a digital ledger content in the decentralized
ledger that can be functional without having any central
authority [76], [77]. Blockchain enables accounting and
ensures integrity and privacy. Due to these reasons, user
data, transactions, and all the ecosystems of the meta-
verse depend on the blockchain [78].

o Computer vision : Computer vision is a technique
used to extract information from images and videos.
It includes analyzing, processing, and understanding the
content subject [79]. The metaverse extracts the user’s
surroundings, including activities, and generates a prop-
erly enhanced environment and decision-making.

« Networking: Networking is a broad aspect of a meta-
verse which includes network infrastructure and the
chain of the virtual worlds of the metaverse. According
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to the metaverse requirements, it needs to deploy or
upgrade existing networks since more specific network
requirements are available than the existing ones. B5SG,
guaranteed QoS, network-aware applications, network
slicing, and congestion control are the major require-
ments in the networking section [5].

o Edge computing: In edge computing, a portion of the
network’s resources are put forward to the provider edge
to supply a high-quality service with low latency. This
technology has a distributed architecture and is a pre-
ferred networking approach for metaverse realization.

« Extended reality: Extended reality means any kind of
special computing technology consisting of augmented,
virtual, and mixed reality technologies. A special col-
laboration for interactive data transfer in education and
business is identified as the future predictions on XR and
metaverse.

o JoT & Robotics: 5G and B5G networks have massive
type connections, including IoT. In the metaverse, IoT
can extract data from the physical world and transfer it
to the virtual world. Robotics are also heavily useful to
enable automated functions in the real world that link to
the metaverse.

e AR/VR: In VR, users are virtual and have no inter-
action with the physical world. AR is a technology
where computer-generated interactive objects reside in
the physical world. Both these technologies can enable
via access devices and can access the metaverse with
high QoE.

Several use cases of the metaverse are available, and many
use cases remain emerging with the improvements. A few of
the use cases are mentioned below.

o Gaming: Many interactive games are released fre-
quently, and the audience for the game keeps increasing.
Immersive features of the metaverse can increase the
QoE in an advanced manner.

o Immersive commerce: Immersive shopping experiences
based on VR and experience in virtual real etates can
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be identified as metaverse-based applications with huge
potential.

« Learning and education: Interactive classroom learning
and simulation-based learning methods can be enabled
in distance learning. Further skill-based self-learning is
also possible to implement.

Due to the novelty of the metaverse concept and less adap-
tation to the existing ecosystems, still, standards are lacking.
Metaverse standards forum is one of the leading forums cre-
ated for accelerating metaverse adaption and open standard
development of the metaverse with the cooperation of many
companies interested in the metaverse and its services [80].
Due to the advanced features and the sensitive involvement
of the user, it is important to develop proper standards and
regulations that can minimize the activities prohibited by law
and fair use.

Metaverse platforms can be deployed in three main formats
open, close, and hybrid. A brief description of each format is
mentioned below.

1) OPEN METAVERSE

An open metaverse is a decentralized and shared space for
all users and service providers. Decentralized implementation
reduces censorship while distributing the ownership among
the users to achieve a high diversity [81]. In this platform,
internal structure, codes, and all network building blocks
need to be open source, and transparency of the flows should
be there. Content creation and all the functions need not
depend on the central owner; users and service owners can
deliver them subject to the agreed code of ethics. Com-
pared to the other networks, the metaverse is more likely
to be more advanced in the sense of features as well as
enabling technologies. The open metaverse approach may
allow more freedom to users in the network, such as per-
missionless access, service creation, and content creation.
Such features may strengthen the deployment, but the reg-
ulatory framework needs to be applied to all the layers,
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the service function, and the openness for better network
sustainability.

2) CLOSE METAVERSE

A close metaverse is mainly centralized and consists of fea-
tures with more limitations than an open metaverse. Own-
ership is distributed among a few stakeholders, and users
have minimum ownership of the virtual platform. Here, the
platform’s internal structure, codes, and building blocks are
private, and only users are allowed to use application-level
output. Content creation and all other functions done by the
users are subjected to specific terms and conditions imposed
by the owners of the close metaverse.

3) HYBRID METAVERSE

This approach consists of both features related to the open
and close metaverse. Some of the features discussed under
the open metaverse are too ideal for implementing actual
implementation. For example, user access to the metaverse
needs to be monitored or appropriately governed. Ownership
can be distributed within the community, but few central
authorities related to the same community require regulation
for decision-making. Maintaining this platform requires a
considerable cost, especially for optimization, partnerships,
network infrastructures, and many others. A close metaverse
can efficiently allocate money and infrastructure since owner-
ship is distributed among a few stakeholders. However, in an
open metaverse, it is difficult since no specific governing
body or responsible party is involved in this function. So, it is
essential to define the structure and governing bodies for an
open metaverse.

IIl. NETWORK SLICING AND EDGE COMPUTING
ENABLED METAVERSE: A HOLISTIC FRAMEWORK

A holistic framework for metaverse is presented in this
section which is based on the network slicing and edge
computing.

A proper framework is essential in realizing the metaverse
and deploying metaverse applications in a live functional
network. Due to the requirement that the metaverse is het-
erogeneous, specific network characteristics must be used.
As previously discussed, metaverse realization cannot be
achieved with exact requirements and QoE in long term evo-
lution advanced (LTE-A) or previous versions of networks.
Launching metaverse-related applications only in 5G and
B5G networks is possible. All the main layers of the mobile
network, access layer, aggregation layer, and core network
layer, should be compatible with achieving the required QoS
and network criteria.

According to the ETSI MEC framework, edge manage-
ment can be mainly identified at two levels, i.e., system
level and host level. The host level enables and provides
the virtualization infrastructure and application functional-
ity. System-level facilitates the abstraction of the MEC sys-
tem, and it manages the third-party access. Generally, edge
service orchestration events can be identified as life cycle
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management and initiating and terminating of an application
[82]. As shown in Fig. 7, edge computing and network slicing
have life cycle phases. Those phases must be appropriately
synchronized to avoid service deployment or QoS issues
related to metaverse applications. This proposed framework
uses a resource manager for that requirement which can
internally match the life cycle phases of both edge computing
and network slicing depending on the metaverse application
requirement. In this framework, it needs to intensely discuss
the automation and programmability of life cycle event man-
agement. A commercial network may consist of several meta-
verse and non metaverse services, which require different
QoS and network requirements. End-to-end processes must
be adequately automated to provide such requirements with
high availability. Furthermore, optimization is vital regarding
network resources, resource allocation time, service migra-
tions and operational functionalities.

Network slicing-based approaches are helpful in hardening
privacy issues available in the metaverse. It is possible to con-
figure the different security levels and policies for the slices
in which metaverse applications are deployed. A particular
network slice can be mainly sliced as a core network slice
and radio access network slice [73]. The slice pairing function
used in the network slicing architecture can pair slices, and
the network slice manager does all slice management. In the
metaverse realization procedure, it is also vital to consider
network ownership and orchestration purposes. There can
be infrastructure as multi-operator use shared resources as
well. It needs to consider the edge network deployment with
this fact because sometimes edge devices, e.g. cache servers
deployed by the application provider itself. One slice of the
core network should be possible to intercommunicate with
many radio network slices, and Compatibility needs to sup-
port both directions. In this framework, all network slices
are associated with on premises or cloud based application
servers to continue their particular services and data trans-
mission.

In this proposed framework shown by Fig. 6, the com-
bined network slicing and edge computing approach is
used to implement the realization of metaverse applications.
The physical network is virtualized, and network slices are
defined here for metaverse and non-metaverse applications.
The metaverse slices are capable of communicating between
metaverse slices as well as the non metaverse slices. As per
the proposed framework, users can access metaverse applica-
tions such as medical, sports, and transportation applications
using an access device. The networking slicing manager is
introduced to manage all slice management function mainte-
nance, and an edge computing resource manager is included
to handle the edge computing resources in line with the
slicing manager changes. Al, ML platform integrated with
the resource manager to implement and be aware of possible
future changes such as high user spikes and emergencies
based on the old data. AI and ML platform is suggested
to integrate with the resource manager to predict and ana-
lyze the resource allocation since allocation between slicing,
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FIGURE 6. Sample metaverse realization framework.

and edge computing combination is complex and fast phase
dynamic. This platform can be powered with advanced opti-
mized algorithms and predictive methods to predict the future
behaviours of the metaverse network. Further, it can feed
the user behaviour data of metaverse applications to Al,
ML platform for better output.

In this framework, all network slices are associated with
on premises or cloud based application servers on contin-
uing their particular services and data transmission. This
framework needs to be more focused on end-to-end slice
isolation due to core and access slice data communications.
It is proposed to pre-configure the network slice parameters
with a range of values such that network resource thresholds
sustain. There can be many challenges when implementing
this framework, and identified concerns are mentioned below.

« Integration with the existing networks with the same
network operator.

o Greenfield deployment and interconnect between other
network operators.

o Optimally and possible vulnerabilities of the proposed
framework.

IV. FUTURISTIC APPLICATIONS

It is essential to identify the practical use cases of a concept
as well as the realization of the concept. When considering
the metaverse’s potential, it can provide many use cases
depending on the requirement. The main concern for some
implementations is the lack of solid infrastructure, including
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access equipment and an overall framework. Futuristic appli-
cations which can be implemented on top of the metaverse
are discussed in this section.
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FIGURE 8. Metaverse for broadcasting applications.

A. BROADCASTING OF LIVE EVENTS

There is a high demand for live events in sports like football,
cricket, the Olympics, and many more. Many spectators may
need to watch a game at the venue where the game is played.
However, only a limited amount of space is available, and
many of the spectators who wish to watch the game may be
unable to attend the event. It is possible to provide a service
in the metaverse for such scenarios via VR technology, with
an immersive experience. It may unlock the boundaries and
allow many to watch the game live from all over the world.
Similar to the prices of the tickets related to the specific loca-
tion of the stadium, it can categorize the price and packages
based on the QoS provided to the user. Separate packages
can be included with the quality of data rates, multiple event
views such as the ones shown in Fig. 8, repeat facility, zoom-
in zoom-out facility, interaction with the other spectators,
separate places to watch the event, and many more features.
The maximum QoS threshold can be defined based on the
configurations of the metaverse service slices. Furthermore,
this application can use edge computing nodes for caching
and rendering purposes. The number of allowable users can
be estimated based on the usage, and if any resources unuti-
lized, it can be notified to the users who wish to watch the
event. The same procedure can be implemented for live events
such as musical concerts and large gatherings.

B. SMART GRIDS

Smart grid applications have become famous for efficient
energy usage and energy saving. Metaverse features can be
effectively integrated with the smart grid functions. This can
be implemented from the user and sub-domain perspectives
such as operations, bulk generations, transmission, distribu-
tion, service, and service providers [83]. Energy manage-
ment, demand management, and advanced metering systems
can be effectively launched through the metaverse while
facilitating a digital money transaction between a user and
the service providers. As an example scenario, consider that
there is a user having multiple buildings, and the electricity is
supplied from multiple service providers based on demand
management. Metaverse-based smart grid application can
be deployed as shown in Fig. 9. Through the metaverse
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FIGURE 9. Metaverse based smart grid applications.

application, providers can use smart metering techniques to
provide the total bill amount of the user, visualize the statistics
and trends, and pay the bill by a digital payment method such
as NFT. Further, it is possible to adjust the demand manage-
ment preferences via the same application in an interactive
manner.

C. MEDICAL APPLICATIONS

Telemedical applications are becoming very popular, mainly
due to the availability of remote patient data collection
methods. Currently, there are many remote-based medical
approaches available such as telemedicine, telesurgery, tele-
monitoring, and even more focused on the cloud-based IoT
e-health applications [84]. Metaverse-based medical facilities
can be provided more efficiently without the point presence
of the patient in a particular location. It can enable consulta-
tion from foreign countries without travelling, and periodical
checks can be done quickly, removing the geographical barri-
ers [85]. Approaches such as holographic construction, holo-
graphic emulation, and virtual reality integration can be used
in the metaverse for telemedicine purposes [86], [87]. These
metaverse medical applications can also be extended up to
a level of remote surgery. These applications are essential in
pandemic situations such as COVID-19. In such scenarios,
remote isolation centres can be equipped with the required
wearable and remote measuring equipment, and consultation
can be done via the metaverse application for the patients.
Fig. 10 shows the example implementation of a metaverse-
based medical application for remote patient monitoring.
The medical examiner and the patient are located at two
geographical locations and are connected via the metaverse
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medical application. The user may be equipped with wearable
devices for clinical data collection, and the collected data is
transferred to the medical examiner for analysis. Collected
data is subjected to an intelligent analysis that can provide
insights about the disease, which can be obtained using this
patient’s old records and common patient databases. The
output of the ML application and patient’s data records are
fed to an interactive dashboard which the examiner can easily
refer to.

Different guaranteed QoS and SLA are required based on
the type of medical purpose. Surgeries and emergency check-
ups can be assigned high QoS and high priority over other
medical scenarios. More value addition can be done for the
healthcare services because those are associated with many
other service chains. For example, it is possible to deliver
checkup reports and medicines to a particular location after
the patient’s medical examination. Payments for the services
and health insurance facilities can be provided by linking
with the metaverse healthcare applications. Further, collected
data can be efficiently used for predictions using AI and ML
techniques, and it helps to warn the patients. For example, if a
heart patient’s heart rate becomes abnormal with an ongoing
activity, it can be used to warn the user or the nominated
caregiver quickly. Furthermore, many other applications such
as awareness programs can be integrated.

D. VIRTUAL MARKETS

Virtual marketplaces in the metaverse is a topic with a large
scope and includes various services. In this, services and
products can both be considered for metaverse-based imple-
mentation. Due to the productivity of the metaverse-based
market platforms, a worldwide trend for virtual marketplaces
can be expected. This approach allows some products to be
checked and tested virtually before the actual usage. This can
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be identified mainly as two parts: trading virtual assets in
metaverse such as virtual real-estate, virtual buildings, virtual
outfits, and things related to each application and trading
which link with the physical world businesses. As an example
for the first scenario, it is possible to trade a virtual real-estate
which is built in the metaverse for the buyers.

Blockchain-based digital currency can be used for money
transactions, and ownership of the particular virtual real-
estate should be transferred to the buyer. Importantly, the
virtual asset’s ownership should not be altered by any kind of
method without the permission of the owner. For the second
scenario, if anyone orders a dress from a foreign country,
metaverse makes it possible to fit on and check the dress
before it delivered. It is easy to build interactive virtual show-
rooms instead of the multiple high cost physical showrooms.
Money transactions in the virtual marketplace can be done via
blockchain-based currencies, which assure the authenticity of
the money.

Furthermore, it is required to link the money transactions
with the relevant company outlet, and the goods need to be
delivered to the proper places physically as ordered. This
kind of virtual market-based application can be run on top of
selected metaverse slices according to the network require-
ment such as bandwidth and latency. Edge computing can be
integrated with network slicing for caching, asset authenti-
cation, transactions, and many more. It should be possible
to extend the particular slice in which services are deployed
towards the service receiver, or if it is not possible to provide
the connectivity via the slice, it needs to be informed to the
user via the application before use.

E. SIMULATIONS AND EXPERIMENTS

Simulations and experiments are important for new find-
ings and technological advancement in every field. There
are many constraints for experiments and simulations such
as high cost, unavailability of resources, health and social
impact, limited space, and many more. Due to these reasons,
technological advancements and developments are hindered
due to the unavailability of enough experimental setups. Edu-
cational institutions can effectively use virtual experiments
to perform physical world activities that are affected by the
previously mentioned boundaries. They can also reuse the
same model of the simulation or experiment by enabling min-
imum recreation of the scenario. The fields which need prior
visualization can productively use this approach to develop
the real-world object with fewer modifications from the real
world. The automobile industry needs a large number of
simulations in every process of production. A considerable
amount of expenditure can be saved by adopting the virtual
model simulations in the metaverse.

Further, architectural design also requires visualization and
the ability to experiment with the design before finalizing it.
The majority of architectural firms use these simulations that
are implemented using computer-aided design programs [88].
Enterprises can implement metaverse simulations to improve
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supply chains. Virtual models can be implemented in the
metaverse and can be trained on real-world data. As an
example, loT-based real life data collection can be used in
a synchronous manner with a virtual model for better output
results in the simulations.

V. TECHNICAL REQUIREMENTS

The technical requirements of the metaverse realization
are discussed here with network slicing and edge comput-
ing perspective and identified technology requirements are
mentioned here with the possible implementation solutions.
There can be many challenges due to ongoing technological
advancements as well as due to the network topology of each
operator, service restrictions in the region, rules and regula-
tions in the country, etc. Technological issue fixing can speed
up the metaverse implementation in real networks. Technical
requirements are discussed below under bandwidth, security,
scalability, dynamicity, privacy, and latency.

A. BANDWIDTH

Bandwidth affects the amount of data transmitted through
a network within a specific period. Metaverse applications
are expected to be bandwidth hungry applications, through
both uplink and downlink [100]. Since metaverse consists
of high-quality video content, graphics, and large number
of transactions, a high bandwidth is required for maintain-
ing the QoE and QoS levels. A large amount of metadata
created by sensors also acquire a considerable amount of
bandwidth for transferring the data [101]. Ideally, symmetric
high bandwidth links need to be supplied from the network
operator or the provider end, to transport and synchronize the
data between the user and the application. Providing high,
fixed bandwidth for several users may become a challenge
from the network provider’s perspective when the number of
metaverse-based application users keeps increasing. It is not
possible to upgrade the backbone network to provide more
bandwidth within a short period, as it requires considerable
time for planning and implementation. The bandwidth for
an operator includes the bandwidth inside the network and
the international bandwidth used through high-speed fibre,
satellite, or submarine cables. Though operational expendi-
ture (OPEX) and capital expenditure CAPEX can be reduced
and the return on investment (Rol) can be increased by
optimizing both bandwidths without over-idling or over-
congesting, it is a challenging task to fulfil the dynamic
resource requirements.

VR technologies require large bandwidth througout the
session for a quality user experience. The experience factors
of cloud VR are based on the sense of reality, interaction, and
pleasure. In cloud VR, the following factors are affected by
the bandwidth.

o Frame rate

o Color depth

« Resolution

o Transmission mode

o Coding and compression technology
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According to real test simulations and theoretical analysis
of Huawei, it is found that a data rate above 260 Mbps is
required for a comfortable cloud experience in 4K panorama,
and over 1 Gbps is required for an ideal experience. Meta-
verse application users use other applications and services
with different QoS. Also, the same internet connection may
serve other services while serving metaverse services. Pro-
viding bandwidth for such scenarios under different QoS
levels is also quite challenging. Specific techniques need to
be used for bandwidth allocation and management in or near
the customer premises.

Possible Gains From Integrating NS and EC: The meta-
verse requires bandwidth for signaling traffic as well as pay-
load traffic. By deploying edge computing nodes, the amount
of data transfer over transmission links to the central servers
hosted in the core or public cloud servers can be reduced. This
edge-based implementation can effectively use data manage-
ment methods such as caching, processing, collecting, and
storing [102]. Below are a few possible bandwidth-saving
approaches that can be implemented on edge computing
nodes.

« Function Automation: Some of the service functions can
be automated and arranged to obtain decisions at the
edge and transmit back to user devices without transmit-
ting throughout the transmission network. For example,
service functions of metaverse-based smart manufactur-
ing and smart home applications can easily automated
while reducing the response time.

« Data Replication: Data replication is a method used to
keep replicas in multiple locations for high reliability
and fast access [103]. Proper data replication mechanism
implementation at edge nodes can improve the QoS
while reducing the bandwidth consumption [104].

o Data Caching: Data caching is a method that stores
multiple copies of data in a location to improve acces-
sibility. In the metaverse, the same content can be used
repeatedly, such as in the user’s background in a virtual
world. Optimized caching implementation can improve
the QoS and latency while saving the bandwidth and the
access cost [105].

Further data dissemination and analysis methods can be
implemented on edge nodes to save bandwidth as a solution.

B. SECURITY

There are many security-related challenges in the metaverse
as well. Since all the transactions happen through NFT and
digital currencies, it requires high security to avoid fraud.
Since the metaverse is an extensive distributed network, the
attack surface is higher than a typical distributed network.
Many areas such as user device security, network security,
application-level security aspects, data management secu-
rity concerns need to be addressed under the security of
the metaverse. In [38], Wang et al.. classify the security
threats under the main seven categories as identity, data,
privacy, economy, physical, social effects, and government.
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TABLE 3. Role of network slicing and edge computing for metaverse and its pertinent deployment requirements.

Technical requirements

nicate with the slices of the other ser-
vices. Using edge nodes for data an-
alytics, report generation, and mon-
itoring data synchronization with
relevant applications.

Medical and

Separate network slice deployment

kets [96], [97]

healthcare for the service and allocation of

[93]-[95] edge resources with the SLA for
minimum network requirements.

Virtual Mar- | Network slice deployment in a way

that supports high data transactions
between the other service slices.
Contributing edge nodes for the
caching and authentication services.

Simulations Allocation of different slices with
and the QoS specified for the applica-
Experiments tion. Using edge nodes to provide
[98], [99] services with low latency and opti-

mization.

>
| E 2|3
= o = =
S22 E| B w
Metaverse Edge Computing and Slicing S| & | & E :cg 5’ Deployment Challenges
Futuristic based Solution
Application
Live events | Network slicing can be used for Resource allocation can be unpre-
broadcasting the on-demand slice creation for dictable due to high user addition in
[89], [90] the metaverse applications, and edge a limited time.
nodes can be used for caching and
rendering purposes.
Smart Grids | Deploying a separate slice for slice Interworking  with the non-
[91], [92] management that can intercommu- metaverse applications, as well as

legacy nodes, due to all the systems
not working in the metaverse
application.

Guaranteed minimum QoS needs
to be provided constantly with a
backup plan due to service critical-
ity, e.g., telesurgery.

High security is required since real-
time money transactions need to be
performed and interaction between
the other service slices is high.

Particular services are required only
for a specific time and need dynamic
resource allocation.

- High Impact

Identity-related security threats are common due to many
data transactions between the user device and the metaverse
applications. Common data-related security vulnerabilities
are integrity breaches [106], falsified data injection replacing
the actual data, and theft of sensitive biometric data. Privacy
data leakages can be identified as another security issue in
the metaverse. Metaverse access devices such as AR & VR
head mount devices can have vulnerabilities that can cause
exploitation by an unauthorized party. In such a scenario,
an unauthorized party can compromise the data that flows
into and out of the device [107]. Many metaverse devices
will be waiting to connect to the metaverse, and it is possible
to deliver DDoS attacks toward the application servers by
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Medium Impact - Low Impact

generating high traffic. Such kind of high traffic will cause
network congestion, and it will lead to network service inter-
ruptions as well.

Metaverse can be used to create many things, including
avatars, virtual buildings, real estate, and typically any digital
twin of a physical world. These things can be considered
digital assets in the metaverse. Validation and authentication
of these digital assets is also a complex task as a massive
amount of digital assets are available under different users,
and the ownership changes often. Digital assets can be recre-
ated easily, leading to deep fakes too [107]. So it is a huge
challenge to protect the digital asset from copies and the re-
distribution throughout the metaverse [5]. In the metaverse,
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FIGURE 11. Fraud detection in a metaverse medical application.

there are no proper standards or authority to detect or prevent
fraud. Due to the lack of regulatory measures, fraudsters eas-
ily launch defrauding attempts toward the users and applica-
tion providers. Account takeovers, irreversible transactions,
scam projects, fake reviews, affiliate frauds, multi-accounting
frauds, and market manipulation frauds can be identified as
some of the frauds related to the metaverse.

Possible Gains From Integrating NS and EC: Metaverse
requires an efficient and secure identity management proce-
dure that can solve most identity-related security concerns.
Typically, digital identities three fold [38]. First is the central
identity that manages identities by the primary node [108].
The second one is the federated identity which drives the
digital identity by more nodes or accounts. Finally, a self-
sovereign identity that manages the identity ultimately by
each user [109]. Blockchain-based data storage can mitigate
data tampering, theft, and many data leakage issues men-
tioned previously. This decentralized approach of blockchain
enhances the security, fault tolerance, privacy, and control-
lability of the data as well [110]. Edge computing can be
effectively used for providing blockchain-based services such
as blockchain as a service (BaaS). Already, Microsoft pro-
vides BaaS in Azure cloud services. In [111], Xiong et al.
provide a prototype for mobile blockchain in edge computing
infrastructure. According to this approach and the proposed
approach in [110], an edge computing-based blockchain
approach can be provided to minimize security concerns.

Edge computing nodes are less likely to be attacked due
to the small scale and distributed architecture compared to
the centralized cloud infrastructure [112]. The Attack surface
of the data is higher when information is transmitted to the
core network, core servers, or cloud situated at the far end
of the network. Hence edge computing can store compas-
sionate data, authenticate the user at the edge itself, and
only transfer the sensitive data for compulsory requirements.
This approach may harden the security of the sensitive data,
reduce the attack surface, and reduce the possibility of data
exploitation. Guo et al. [113] proposed a distributed authen-
tication system to improve asset authentication based on the
blockchain and edge computing. This proposed method uses
edge computing as a blockchain edge layer to provide name
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resolution and edge authentication based on smart contracts.
Frauds can’t be mitigated completely because the fraudsters
evlove by identifying new methods. As shown in Fig. 11,
fraud identification and prevention applications can be imple-
mented for specific metaverse application slices to identify
and prevent fraud. The application can be implemented as
owned by a specific network operator or another global ven-
dor. In this implementation, edge computing servers can be
equipped with fraud prevention and detection applications
such as SEON, Signfyd, Sift or any other custom made
application. This service can be implemented as a separate
service add, allowing users to subscribe based on their pref-
erences. If the user does not select the particular service, then
user traffic should bypass the fraud detection and prevention
server.

C. SCALABILITY

Scalability is an important characteristic as well as a tech-
nical challenge for the implementation of the metaverse. The
metaverse consists of sub-metaverses, and the number of sub-
metaverses may increase exponentially. This is more like a
scale-free network like the internet and the blockchain. Scal-
ability of metaverse means the possibility of maintaining the
services by providing configured QoS according to the agreed
SLAs. Scalability needs to be provided using the underlying
network infrastructure. Scalability is required both ways as
scale-up and scale down, and all the QoS parameters in a
metaverse platform should keep uniform under variations of
scalability requirements. Scalability can be identified as scal-
ing up and down the resources without affecting the end user
experience [114]. The physical world is enormous and has
many dimensions which need to synchronize with the virtual
world. Therefore, scalability can be challenging when the
amount of content and the number of users become massive
[115]. Changes in the number of online sub-metaverses inside
the metaverse, the number of concurrent users, the quality of
the services, and the number of interactions can be considered
as the factors that affect the scalability. It is required to predict
the network growth for the next few years by creating a
proper scalability plan and a strategy since the metaverse
grows exponentially. Furthermore, service providers need
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to allocate and plan the future network capacity according
to the scalability of the metaverse in terms of bandwidth,
QoS parameters, storage resources, content delivery servers,
number of active users, and network technologies.

Large-scale real-time resource allocation for a distributed
application can be identified as one challenge for scalability
[116]. Furthermore, simultaneous QoS maintenance for users
with a typical application can be quite complicated, with the
number of users changing. Service providers with different
operational characteristics also add more complexity to the
scalability. In a concurrent user increment scenario, scene
complexity increases, and updates need to be sent to all
the users. Hence the resources need to allocated with the
incrementing user numbers to maintain the agreed QoS. This
is a scale-up scenario, and CPU, memory, bandwidth, and all
the processing requirements need to scale up. In this scenario,
CPU utilization of the application servers can lead to low QoS
due to the reduction in frames per second rate, which occurs
due to the lack of processing resources. Network traffic also
increases in a quadratic manner, and serving traffic to other
services under guaranteed QoS becomes challenging.

Possible Gains From Integrating NS and EC: Above men-
tioned challenges are barriers to actual implementation, and
possible solutions are discussed here with network slicing and
edge computing-based approaches. Distributed scene graph
(DSG) approach can be used with the edge computing archi-
tecture to achieve high performance in scaling by providing
the required scene complexity. Lake et al. [117] introduced a
DSG-based method to enable more concurrent users and scale
the virtual environment successfully. The exact implementa-
tion can be used with distributed edge servers by allowing
them to handle separate parts of the scene without using a
centralized server. Shared resource allocation can be initiated
by this method without any degradation of the QoE and the
user’s QoS. Bruschi et al. [118] Provide a SDN-based slicing
mechanism for edge networks to achieve high scalability.
In their work, OpenFlow based approach includes fewer rules
in the implementation stage but provides high scalability
compared to a legacy network.

D. DYNAMICITY

Metaverse is a dynamic platform, and all the functions inside
it are subjected to change rapidly. This include Mobility of
the users, applications functionality, resource allocation, and
all the ecosystems of the metaverse. Most adapted meta-
verse interfaces are wearable devices such as AR glasses,
headsets, and mobile smartphones [5]. These devices are
mainly supported for the dynamicity of the user. Dynamic-
ity introduces many challenges for the metaverse, such as
maintaining the guaranteed service under the mobility sce-
nario. In wireless technology, the dynamicity of the device
brings many challenges to the operator to maintain the QoS.
Similarly, maintaining minimum latency, authenticating the
user, and providing a minimum bit rate for the device need to
be assessed quite profoundly. Handovers during the mobility
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FIGURE 12. High mobility user application in metaverse.

affect the QoS parameters and the stability of the network as
well [119]. Dynamic resource allocation for endpoint users
with high mobility while maintaining the guaranteed service
attributes is a complex procedure. A user or a device which
travels on the highway, like a bullet train or high-speed
vehicle, may change their access points at high frequency,
and other indoor slow mobility users and devices change the
access points at very low frequency. So, resource allocation
for the user needs to be defined and addressed based on
the user’s mobility behaviour while maximising the user’s
service continuity.

Possible Gains From Integrating NS and EC: For example,
a user is moving from one location to another with high
mobility while using a particular application that needs to
replicate his movement and interact with the metaverse. The
application needs guaranteed QoS from the start to the end
point. As Fig. 12 shows, metaverse users move from one
location to another in the real world while using a metaverse
application service. Though users move in the real world, the
metaverse service should be continued and not be affected by
the user’s mobility. For this, the serving edge infrastructure
need to be changed, as shown in the diagram, according to
the user location and the wireless coverage while serving
the same network slice for the application. The edge point
needs to change with mobility while providing the proper
authentication and identification to the user with the agreed
QoS. Ouyang et al. [120] proposed an optimized mobility-
aware service and resource allocation framework for edge
computing. Zhang et al. [121] proposed a logical resource
allocation and management framework for 5G considering
the handovers of the user. Various mobility-aware slicing
scenarios are considered in [121], and QoS requirements are
also acknowledged for the resource allocation.

E. PRIVACY

As the metaverse provides an immersive experience and var-
ious services, privacy concerns arise more than ever. In the
metaverse, details about the user will be shared with the other
users, such as the user’s actual behavior, gestures, and inter-
action with the surroundings [122]. Biometric and personal
data leakages during the data collection, transmission, and
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processing, hacked end device data leakages, and unautho-
rized access to the user’s data can be identified as possible
metaverse privacy threats.

A large amount of data is generated from the sensors of the
user devices including biometric, physical, and social data.
Protecting users’ privacy with data distributed throughout
the network is a significant challenge. Also, all users may
not be adequately aware of the functionality, and there can
be users with different technical skills who may not have
proper awareness. Such users are more vulnerable to attacks,
and those users can be easily tricked into revealing private
data such as personal information, passwords, bank account
details, and many more. Risks of phishing attacks is also high
with the excess amount of user data and due to the large
attack surface. In the metaverse, collecting user data, as well
as the background data of the places, can be considered the
main privacy issue. Some details about the restricted secure
places of a country or an organization can be leaked via
metaverse when synchronizing the background data related
to the specific user. It is also possible to represent fake digital
entities, such as buildings and streets, that are not in the
real world. Privacy detail misuse can lead to deep fakes and
alternative representations of the users as well [5].

Possible Gains From Integrating NS and EC: Data process-
ing at the edge computing nodes can be considered a solution
for privacy data misuse. Authentication can be done at the
edge, and further, those data can be retained at the edge with-
out being transmitted to the central servers. If authentication
data is no more required, those data can be discarded at the
edge servers. This reduces the likelihood of the data being
exposed to other parties. Privacy data management scenarios
related to a metaverse healthcare application are depicted
in Fig. 13. Depending on the possibility of offloading some
functions, the application can be associated with a combina-
tion of edge infrastructure and the core application servers.
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Four scenarios related to user privacy data management are
highlighted, and a summary of these scenarios is given below.

Scenario 1: In this scenario, metaverse users’ private data,
such as biometric data, and personal health measurement
data, are transfered to the edge cloud. Next, data processing
authentication functions happen at the core application server,
and data need to be transmitted for processing. Thus, data is
encrypted with robust encryption methods and transferred to
the application servers.

Scenario 2: As in scenario 1, authentication and some pro-
cessing functions are deployed in the edge infrastructure in
this scenario as well. After using private data for processing,
those processed data are filtered and transmitted with other
relevant data to the core application servers.

Scenario 3: In this scenario, authentication and some pro-
cessing functions are also deployed in the edge infrastructure.
t1 is the amount of time for which private data is required for
the application functionality. After #1 elapses, private data is
discarded such that there is no extended use of such data.

Scenario 4: In this scenario, authentication and some pro-
cessing functions are also deployed in the edge infrastructure,
and user private data need to be stored for future processing
requirements. So after the relevant processing in which pri-
vate data used, data is encrypted and stored securely for future
use.

Generally, for any scenario, private data need to be shared
with the end servers. These servers can apply robust encryp-
tion methods to protect the data from adversaries. Since one
user generates a large amount of data while using the hetero-
geneous features for a short time, even the user may not be
aware of the information generated. Therefore, edge servers
based on private data filtration applications can be hosted
and allowed to activate the service based on the requirement.
This can act as a protective shield for the user to preserve
privacy. Federated learning is a distributed machine learning
method deployed using the edge network servers or with the
user’s edge servers without sharing private details [123]. This
technique can be used on the edge infrastructure to secure
privacy details without sharing.

Network slicing-based approaches are beneficial in hard-
ening privacy issues available in the metaverse. Configur-
ing different security levels and policies for the metaverse
application-related network slices is possible [124]. Slice
isolation provides privacy-preserving data isolation between
metaverse applications. Furthermore, cryptographical prim-
itives can be used to enhance the privacy of the slices as
well [125].

F. LATENCY

Latency is the time to travel data from one point to another
and back to the same point [126]. Latency is one of the key
important network requirements which should be maintained
at desired values for a good QoS and QoE. Most applications
require less than 20 ms latency, and some need even less
latency for real-time synchronization [127]. Especially, 1 ms
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is the maximum expected latency in tactile internet, which
is used for haptic device communication [128]. High latency
can cause lags in the application and even dizziness and
nausea in VR applications [129]. Difficulties in dynamic state
and event synchronization between virtual worlds and the
natural world is a significant problem caussed by latency
[5]. Further, device latency also affects the overall aggre-
gation latency. Motion-to-photon (MTP) latency should be
maintained below the perceptible human level to provide an
immersive experience in the metaverse applications.

Possible Gains From Integrating NS and EC: Traditional
cloud offloading leads to considerable amount of latency
in the applications [5]. The majority of existing cloud-
distributed networks are not capable of providing the MTP
latency requirements. Edge computing can be used for com-
putational purposes and data storage instead of default cloud
offloading. Achieved Experimental results with LTE mobile
edge than LTE cloud deployments demonstrate the signifi-
cance of edge computing for reducing the overall latency. Fur-
thermore, edge-based cloud deployments can be efficiently
used to reduce the computational power on the user device
by offloading heavy computational tasks to the edge servers
[130]. Chen et al. showed by an experiment that the LTE
cloudlets provide user expectations for more applications
than the default and public cloud offloading [131]. Several
hops from the edge infrastructure to the application-hosted
server can also add more latency. Therefore, the latency can
also be reduced by reducing the hops to the network infras-
tructure in which the application is hosted.

Metaverse applications and services must be deployed
with the operator’s other services. Network slicing enables
the possibility of deploying services based on the different
SLAs. Zanzi et al. provides a latency-driven network slic-
ing orchestration that can be implemented in B5G networks
to achieve predefined SLAs such as latency, and through-
put [132]. Though SLAs can be predefined in this method,
it directly affects the OPEX of businesses as well as the
OPEX of the service providers. Thus, latency-aware resource
allocation methods need to be employed from a business
perspective while predicting and providing the minimum
latency requirements for applications. A similar approach
is introduced by Oladejo and Falowo, which is a latency-
aware dynamic resource allocation method used in multi-tier
5G networks [133]. Some of the low latency applications
require ultra-low latency, and central cloud infrastructure-
based network slicing is not suitable for such applications
[134]. To overcome this complication, it is possible to use
central and edge mix cloud-based infrastructure for resource
allocation as proposed in [135].

G. OTHER TECHNICAL REQUIREMENTS

Apart from the above-discussed challenges, many other tech-
nical challenges exist for the metaverse realization. A sum-
mary of all technical challenges is given in Fig. 14. The
interoperability of virtual worlds can be identified as one of
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the main challenges in the metaverse. Interoperability is an
important fact in strengthening the functions of the metaverse
as well as for its network growth. It should be possible to
move a user from one virtual world to another, create the con-
tent, and distribute it over the virtual worlds. Authentication
and identification in the virtual world need to perform swiftly
and securely to allow users to move from one virtual world to
another seamlessly. For a better experience for the user, the
changing point of the virtual world to the other virtual worlds
should be managed properly. Importantly, every virtual world
can have specific rules, regulations, and restrictions. It can
be the content, activities, appearance, transactions, and many
others. Therefore, care should be taken when moving between
the virtual worlds.

As for interoperability, we also need to deeply assess the
cross-metaverse platform integration. Metaverse is a scale-
free network, and the number of platforms may increase
rapidly with the advancement of technology and implemen-
tation possibilities. Users expect to experience more features
and services simultaneously provided by different platforms.
This requires defining or developing proper procedures for
maintaining QoS, digital transactions, identification, service
initiation & termination, content sharing, and other platform
requirements. Fig. 14 shows a summary of the technical
requirements as network, security, privacy and other technical
challenges that must be fulfilled when implementing a meta-
verse network. Basic technical requirements are highlighted
here and they can change based on the metaverse implemen-
tation procedure. An illustration of the cross-domain interop-
erability in the metaverse is depicted in Fig. 15. This figure
describes a scenario where a metaverse user moves from an
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educational metaverse application to a shopping application.
After moving to the shopping application, the user requests
an order through the application based on the available items
in the metaverse world. The particular order is delivered to
the user in the physical world as the user selects it from the
metaverse world. This scenario highlights the interoperability
between virtual worlds and between the virtual and physical
worlds.

VI. DEPLOYMENT CHALLENGES

Metaverse deployment is a complex process since it has many
domains and functionalities. Several deployment challenges
are available for the metaverse deployment, and challenges
for the network slicing and edge computing approaches are
discussed here. As discussed in the previous sections, many
solutions can be implemented using edge computing and
network slicing. However, still, there are many challenges
that need to be overcome in practical deployments.

A. FOR NETWORK SLICING

1) INTER-SLICE INTERACTIVITY

Network slice communication can mainly be categorized into
two parts as inter slice communication and intra slice com-
munication. Rather than intra-slice communication, inter-
slice communication is quite complex since different slices
are configured for different services. As shown in Fig. 16,
one metaverse application slice may need to communicate
with many metaverse slices and non-metaverse slices in the
same region or in a different region. For example, consider
sharing personal health data stored in a particular health
application slice with a metaverse application is required. For
this requirement, the metaverse application slice should be
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capable of communicating with the network slice deployed
for the health application. For another example consider that a
user in a metaverse gaming application buys or rents gaming
accessories such as outfits from another metaverse applica-
tion deployed in another metaverse network slice. In this
scenario, the virtual resource or service is shared between
two slices, and the money transaction happens between the
slices. Similarly, several interactions will be required between
the different slices for a good experience. Sudrez et al. [136]
provide a mathematical model considering the network slice
security attributes for inter-slice communication for a 5G
network. Also, Bordel et al. [137] provide Networking slicing
operations and propose a method for inter-slice communi-
cation event management based on queuing and the graph
theory.

A similar method is required for the metaverse application
slices to communicate with other metaverse or non-metaverse
slices. When one network slice communicates and transfers
data with the other slices, additional resources must be allo-
cated depending on the number of inter-slice transactions.
Maintaining the SLAs and the guaranteed QoS in a slice while
allowing inter-slice communication is important. Improper
inter-slice communication can lead to security breaches and
attacks such as malware distribution, DoS attacks, and more
[138]. As a solution, a virtual secure link can be established
between the slices for the communication period, and the
requester needs to be authenticated with the provider prior
to the communication. Furthermore, access control lists can
be implemented to enhance security.

2) CROSS-DOMAIN SLICE EXTENSION

Not all internet-based applications are available across the
world in all regions. However, it is possible to expand or
scale down based on the requirement and the network infras-
tructure availability. Similarly, metaverse applications also
should be capable of distributing the services for the expected
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regions under the possible networking approaches. Metaverse
application users may increase exponentially after the proper
deployment and the availability of the access devices. So it is
essential to assess the ability to expand among all the users
within a limited period. Some network operators use the latest
technologies, while others lag behind the latest ones. So, it is
pretty challenging to design a framework for slice expansion
over the expected regions. Under service extension, it is
needed to examine the possibility of extending the same slice,
such as a global slice. This service extension of a slice needs
to be studied from different perspectives, such as how to slice
ownership and how the management can be done for a global
slice, how to continue the slice over different operators, slice
attributes, and end-to-end specification continuation. Public
cloud networks are possible since they have the minimum
dependencies with a deployed mobile network.

3) GLOBAL CHARGING MODEL

Charging and rating for the services are essential for all par-
ties in the metaverse ecosystem. Mainly, there are two parties
available in the metaverse who provide the services for a user
as metaverse application & content providers and network
service providers. Network service providers facilitate the
required network slices with the relevant network capabilities
to launch the metaverse applications. The slice creation pro-
cess and the on-demand resource facilitation, quality of the
service, value addition from the network such as optimization
systems, regulations, government taxes, type of vendor, and
many other reasons can make the charging for the metaverse
application differ from operator to operator or from region to
region. Metaverse users need to pay for the services they use,
and the charging procedure can be divided into two scenarios,
as depicted in Fig. 17. Furthermore, the payment methods
can be defined as a monthly subscription, pay-as-you-go or
other charging methods. These charging scenarios are briefly
discussed below.

o Scenario 1: Charging separately for the metaverse-based
services and for providing the network infrastructure,
and account them for the service providers and the
network operators, respectively. In this approach, the
operator has less responsibility for the metaverse appli-
cation since the user pays separately for the services.
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An operator can provide services based on different
attributes, such as usage and QoS.

o Scenario 2: Charging only for the network operator and
operator pay for the metaverse service providers based
on the total usage. In this approach, the operator has
more responsibility for the metaverse applications and
network services. Charging need to be defined by con-
sidering the specific status of the user in the case of
inbound and outbound roamers.

There can be capacity and resource limitations in the net-
work slices. Based on the number of users and the serving
user’s resource requirement, it may need to create network
slices based on demand. In such a scenario, charging needs
to be triggered based on the user’s subscription. For example,
a subscription can be prepaid, postpaid, or pay-as-you-go and
may differ from operator to operator.

4) DIVERSE PRIVACY REQUIREMENTS IN

DIFFERENT DOMAINS

Though the metaverse provides its services to the users,
it should be bound by rules and regulations of different
regions. As shown in Fig. 18, the metaverse application con-
tent and some services inside it can be filtered according to
the regulations in each region. Hence, metaverse users may
access allowed user content only within an application. This
is important for network slicing since some applications and
services are deployed based on regional regulations. Some
content and services must be blocked, and some may need
partial access. A proper mechanism is needed to pre-identify
the relevant content which needs to be blocked or filtered. The
slice deployment can be decided based on that identification,
and the figure shows a sample process for such identification.
Further, it should be possible to block content based on the
order of the regulatory body of a region. For example, one
metaverse application has virtual world content prohibited
by the country’s privacy law. The regulatory body requests
to block that content only from the application or remove
access to that application. Deployed network slices should
be terminated or the relevant content should be blocked by
modifying the service slice features.

5) DYNAMIC SLICE DEPLOYMENT

Since the metaverse provides several services, several appli-
cations can host those services worldwide from the network-
slicing perspective to create and terminate the network slices
based on the demand. The network slice deployment and
termination times are critical for operations in many ways,
as described below.

o User Experience: In metaverse applications, users are
more sensitive to the delay due to the immersiveness
and other advanced features available from the user
experience. So, the delay should be minimum and less
than the application’s minimum delay thresholds.

o Operational Cost: Slice creation and termination delay
directly affect the operational expenditure. A large-scale
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deployment needs to optimize the slice deployment time
in the sense of optimizing cost, while fulfilling the users’
and the application’s minimum requirements.

B. FOR EDGE COMPUTING

1) AGGREGATED BANDWIDTH

As an example, consider a scenario where there is a lot of
background syncing and data transfers happening in every
device which is connected to the internet to continue the
relevant applications. Similarly, additional such bandwidth is
required for the metaverse applications, as there is frequent
device synchronization and background process synchroniza-
tion. As previously discussed, one metaverse application may
interact with a few other metaverse and non-metaverse appli-
cations. Therefore, additional bandwidth may be required for
such communication apart from the core requirements of the
application. This concern needs to be considered in actual
deployments of the edge network entities. Furthermore, the
metaverse application, maximum bandwidth capability of
the network, and the transport backbone network should be
designed accordingly. Identifying the processes that require
additional bandwidth and the possible techniques to reduce
that additional bandwidth is crucial for this process.

o Data compression techniques: A significant amount
of aggregated bandwidth savings can be expected by
improving the image and video compression techniques.
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However, other factors such as latency which that gets
affected by compression need to be considered. For a
given bandwidth, the latency changes according to the
type of compression [139].

« Data synchronization and optimization: Data synchro-
nization can be identified as synchronization with
regards to the ongoing application, and synchronization
with the other applications and services of the metaverse,
such as updates, configuration changes, and data shar-
ing. This needs to be prioritized to control the aggregated
bandwidth and serve the prioritized applications accord-
ing to the user requirements, and can be introduced
in a configuration preference selection, that users can
change or adjust accordingly. Still, it should indicate
the prioritization of the application and the effect of the
choice on the user.

Fig. 19 shows a high level implementation of aggregated
bandwidth optimization for metaverse users. This can be done
at the device and edge node levels before transferring traffic to
the transmission network, which connects the edge node and
the core network. Both non metaverse and metaverse applica-
tion bandwidths need to be considered for the optimization.

2) FORCED CONGESTION ON PRIORITY ACCESS CHANNELS
DUE TO METAVERSE SERVICE GUARANTEES

Though it could be possible to allocate resources at the edge
for each service channel, resources are limited and scarce.
For example, deploying a large-scale data center infrastruc-
ture for resource allocation at the edges is infeasible since
multiple nodes are available in one geographical area. Cur-
rently, the chalnge for most operators and service providers
is dimensioning the network to cater forecasted traffic for
many upcoming years. Similarly, it is challenging to design
edge networks for metaverse applications. Since metaverse
applications need high bandwidth, they can congest the other
application channels in high utilization scenarios. The traffic
patterns can change due to many scenarios, such as emer-
gencies, specific events, and continuous subscriber growth.
An important fact is that it is complicated to predict the
subscriber growth patterns, which is related to the meta-
verse applications and the minimum network requirements
of the upcoming applications. As an example, consider a
famous worldwide event that people can participate freely in
a metaverse application. Users of that application may try to
participate, and more new users may try to engage with that
event within a limited period. It May need to allocate more
network slices for the application from the available resources
due to high traffic. Such a scenario can trigger congestion and
low resource availability for other applications.

Dynamic resource-sharing methods based on congestion
prediction can solve this concern. Reference [47] highlights
the importance of using intelligent video acceleration mech-
anisms based on the edge servers to reduce congestion con-
trol in 5G networks. Such an approach for video and other
data types can be adhered to in a metaverse application.
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Along with the congestion avoidance approaches, it is also
more important to introduce predictive congestion methods.
ML-based traffic pattern identification methods help identify
traffic variation over time based on incidents and trends.
As an example, [140] provide an ML-based approach to
identify the traffic patterns of mobile users in a metro area.
A similar approach may be combined with data analytics to
predict traffic variation and possible high-traffic scenarios
based on external constraints. Another possible solution is to
migrate the user or VM migration to a less congested node.
Kikuchi et al. [141] propose a mobile edge computing-based
VM migration method to improve the QoS of an application.
As previously discussed, this can be combined with the pre-
diction for an effective outcome. The edge network serves
both metaverse and non-metaverse applications, with SLA
for both scenarios. Based on this categorization, it can design
aresource allocation scheme based on a priority order to serve
all applications in a worst-case scenario.

3) DUAL AUTONOMY

Due to the dynamicity of the metaverse, it isn’t easy to
manage the operations manually. So, operations at the edge
platforms and the metaverse should be automated for better
performance. It is challenging to deploy such self-sustained
ecosystem and network functions. Robotic automation pro-
cesses, ML, and Al may help to achieve this autonomy with-
out or with minimum manual human interaction. Automating
all functions, such as resource allocation, the functionality of
an application, regulation, protection, and transactions should
be automated. Computer vision can be used with the bots to
identify the visual space elements and the interaction between
the elements as well [142]. Fig. 20 shows a possible sample
implementation for automation that can fulfil the dual auton-
omy of both the edge platform and the metaverse engine.
In this, edge computing nodes and the metaverse engine con-
sists of Al analytic platforms, which analyses all the functions
and processes for automation. Automation decisions can be
delivered to bots or any process that performs the task in the
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metaverse platform. Further, these Al platforms are synchro-
nized with the edge platform and metaverse management and
orchestration for further automation.

4) INTER-RELATION OF THE METAVERSE VIRTUAL
CONSTRUCTS TO THE EDGE COMPUTING

VIRTUALIZATION CONSTRUCTS

Interrelations and communication between the virtual con-
structs of the metaverse and edge computing should be clearly
defined. Both architectures can be different, but the intercom-
munication needs to be performed under a common opera-
tional architectural model. Most of the network virtualization
standards that are used for edge computing virtualization
are already defined. Still, common metaverse standards and
models are being developed. For example, meta has deployed
its closed metaverse, which is supposed to be in the common
open metaverse as a closed one. Since they have their archi-
tecture in deployment, it is challenging to deploy a service
provider network that supports end-to-end. Only application
level connectivity will not be effective in an edge-enabled
metaverse, and an advanced model is required to commu-
nicate with the metaverse engine and the infrastructure. The
illustration of the high level of inter-relation of the metaverse
virtual constructs to the edge computing virtualization con-
structs is depicted in Fig. 21.

5) ADVANCED ORCHESTRATION

Unlike the internet, more ownership is distributed among
the metaverse users. Though the metaverse is distributed by
infrastructure and ownership, it needs advanced orchestration
for management. At the edge, it needs to clearly define who
provides the governing directions and which entity of the
edge network cooperates with those governing directions.
Since there is no set of owners, it is challenging to define
the governing body of the metaverse. First, it is required to
develop proper standardization related to all the functions of
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FIGURE 22. High-level advanced orchestration of metaverse.

the metaverse. Once the standardization process is complete,
all the service providers, including the access devices, can
align to standards to deliver the services. Metaverse standard
forum is working on an open standardization process by
collaborating with other standardization organizations, and
any organization can join without any cost. As previously
discussed, the metaverse functionality should be autonomous
up to the best level. Primary functionalities of the metaverse
need to be clearly defined, which can be applied to all the
ecosystems in the metaverse.

On top of that, the regulation and policies should be defined
based on the countries or regions. As shown in Fig. 22,
each region consists of several countries, and each country
may have a few network operators with their networks. Each
region consists of a policy and regulation manager who man-
ages the region’s countries and connects the region to the top
level policy and regulation manager. As a first step, it can
deploy automated policies and functions for each region,
including specific policies and functionalities based on the
region. These regional policies and functionalities can be
defined by the regulatory bodies of the countries responsible
for their own country. An appointed technical committee can
manually review the functionality of that automated manager.
Depending on the success, it can be allowed as fully auto-
mated with the ability to add changes manually if there is
any requirement. Finally, it synchronizes all regions with each
other and automates at a high level for service continuation.

6) STANDARD FOR XAl
Al may play a huge role in developing and imple-
menting metaverse applications. Edge intelligence can be
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implemented for both edge infrastructure and application
levels. An edge infrastructure can use Al efficiently for
resource and process optimization in the main functions such
as communication, computation, networking, and storage
[26]. Many users interact with the contents in the virtual
world, as well as many instances such as object creation,
removal, policy enforcement, content filtering, edge caching,
and user identification that must be performed in a large-scale
environment. To obtain such performance, those functions
need to be automated, as previously mentioned, and Al is the
best approach. Explainable artificial intelligence (XAI) is an
Al that can make available an explainable model that humans
can understand. This is effectively used for many functions to
obtain a better result and improve the user experience [143].
XAI explains to the end user, assuming that the end user
depends on the recommendation or the decisions provided.
However, the explanation depends on the task, abilities, and
expectations of the end user [144].

The primary objective of any metaverse application is
to provide a more realistic experience similar to the real
world. XAI provides the outputs with more gravity toward
transparency, which enriches the realistic nature of the user
experience. In this slicing and edge-based metaverse realiza-
tion process, more intelligence is concentrated at the edge,
and XAI approaches can be effectively implemented. Since
many service providers have their way of implementation,
it requires a proper XAl standardization for metaverse imple-
mentations that all operators and the connected ecosystems
support, as shown in Fig. 23. Currently, IEEE is developing
standards for the XAl to achieve the interoperability of the
systems designs [145]. Sometimes, metaverse implementa-
tions can be more specific and advanced and can be changed
from application to application. However, all deployments
should adhere to one standardization framework. For exam-
ple, for a particular application user, avatar management,
which includes all the incidents related to the avatar, should
be the same for the other users, regardless of location, service
provider, or any other constraints. After the standardization,
applications, devices, operators, or other parties can do any
value addition for the processes via available interfaces.

VII. LESSONS LEARNED AND FUTURE DIRECTIONS

In this section, the lessons learned from the previous sections
are presented. The existing internet and the ecosystems asso-
ciated with it are more likely saturated at the present moment
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in the sense of development. User expectations and service
requirements are growing with regards to new features and
development. The metaverse concept emerges as a solution
for this with more potential of providing a variety of services
to the users in novel ways, that improve user experience. The
rapid development of the communications technology and its
capabilities open a pathway for such new concept realization.
Several technologies are required for the metaverse realiza-
tion, such as IoT, robotics, Al, edge computing, network
slicing, low latency communication, and more. In this paper,
we focus on the importance of network slicing and edge
computing for metaverse realization.

Edge computing facilitates the resources near the user to
enable high-capacity processing depending on the allocated
resources. Metaverse comprises of high processing require-
ments such as rendering, 3D animation, avatar management,
and data caching. By implementing an edge computing node,
those processes can be done at the edge, reducing com-
munication latency. In metaverse applications, latency is a
crucial factor affecting the user experience, and edge-based
decentralized network deployment may perform better than
a centralized deployment. Network slicing is the other main
telecommunication technology discussed here, which pro-
vides end-to-end separate network slices isolated from the
other network slices. Since more user data, such as biometric
data and user details, is involved in the metaverse applica-
tions, security and privacy need to be guaranteed within the
metaverse. Network slicing can provide such isolation while
providing the specific network QoS per each slice. Several
standards are already available for both technologies, and an
extension or a new set of standards is required to be defined
for the metaverse implementation. A combination of these
two technologies provides a strong background for metaverse
realization.

A. HOLISTIC FRAMEWORK FOR METAVERSE REALIZATION
1) LESSONS LEARNED

We have proposed a high-level, holistic framework for meta-
verse realization mainly based on edge computing and net-
work slicing technologies. A framework is an essential
requirement for metaverse implementation in the real world.
Features like high availability, QoS, and user mobility will
be vital in a metaverse implementation. So, a framework
should be optimized such that the primary user and network
requirements are fulfilled. As highlighted in the framework,
metaverse functions need to be autonomous to provide a
highly available scale-free network. Both edge computing
and network slicing functions suggest automating under the
network slicing manager and edge computing manager. Fur-
thermore, the importance of predictions based on intelligence
data analysis is highlighted by the Al and ML platforms,
which provide the inputs to the function manager.

2) KEY RESEARCH PROBLEMS
Frameworks for the metaverse are not fixed; still, research
communities are working on these. The research problems are
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formed considering the interoperability and the co-existence
of the existing networks and applications. The main questions
of interest are

« How to integrate metaverse with the existing networks?
« How is metaverse complying with available standards?

3) PRELIMINARY SOLUTIONS

Though some existing older technologies cannot deliver
metaverse services, metaverse needs to coexist with those
technologies. As a solution, metaverse applications and
frameworks can be deployed based on 5G and B5G networks.
Since existing metaverse supporting networks, such as 5G
networks, support edge computing and network slicing, it can
mainly deploy the metaverse network according to the pro-
posed framework as in Fig. 6. Since 5G and B5G networks
support backward operability with old telecommunication
technologies such as 4G and 3G, application service flow
will not get affected, and the service continuity between the
metaverse and non-metaverse applications will be preserved.
Metaverse standards are still developing, and they must match
the existing standards. Edge computing and network slicing
standards and metaverse standards must be aligned properly
to avoid integration and standards mismatch issues.

4) FUTURE DIRECTIVES

Metaverse implementation should be fair such that all the
users can use the same quality of service if the network con-
ditions are met. However, the main problem is that different
networks have different capabilities. Some networks must be
ready for 5G and run on legacy networks. Therefore, it needs
to propose a method for implementation possibility of meta-
verse services and the way to migrate the services when a net-
work changes a particular technology. Metaverse standards
are still under discussion, and end-to-end standardization
needs to be implemented. Metaverse architecture, ownership
management, access devices, edge network deployment, net-
work slicing for different metaverse applications, and many
service functions are still open for research. Importantly,
standards need to be the sense of systems interoperable with
each other. The feasibility of implementing existing protocols
and the requirement for new protocols need to be analyzed as
well.

B. TECHNICAL REQUIREMENTS

1) LESSONS LEARNED

The metaverse’s technical requirements are significant to
appropriately identify for deploying a metaverse network.
In this paper, we discussed the selected vital technical require-
ments and the challenges available for the metaverse imple-
mentation. Mainly identified technical challenges can be
categorized into application-related challenges and network-
related challenges. The main challenges, such as bandwidth,
latency, scalability, and dynamicity, can be categorized under
the network layer. Security, application management, and pri-
vacy are the main challenges identified under the application
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layer. Possible approaches and solutions for these challenges
are discussed to address these issues under section V, and it
will assist in minimizing implementation complexity.

2) KEY RESEARCH PROBLEMS

Technical requirements must be overcome for the meta-
verse realization, and each requirement needs to be deeply
assessed. Identified key research problems are mentioned.

« What are the essential technical requirements for meta-
verse realization?

o How can network slicing, and edge computing facilitate
the technical requirements?

3) PRELIMINARY SOLUTIONS

Edge computing provides the nearest access to the meta-
verse services by providing the desired QoS to the user, and
allowing network operators to optimally use vital resources
by offloading the functions to the edge. At the same time,
network slicing allows specified network requirements for
the particular metaverse services based on their requirements.
Furthermore, both technologies can implement functions
to enhance security and privacy while supporting the user
dynamicity and scalability of the resources.

4) FUTURE DIRECTIVES

Technical requirements of the metaverse are dynamic and
possible to change with the technology advancement and
application complexity. Though requirements and possible
solutions are highlighted concerning edge computing and net-
work slicing, still many possible novel solutions are open to
research. The full potential of the metaverse can be obtained
with the B5G networks such as 6G [37], [146], [147], [148],
[149], and they can be used for more optimized solutions.
Especially, network requirements must match the upcoming
metaverse access devices’ capabilities. Studies on security
and privacy of the metaverse will be extremely significant as
well.

C. FUTURISTIC APPLICATIONS

1) LESSONS LEARNED

Metaverse is capable of delivering advanced applications
that cannot be delivered under existing network technolo-
gies. The metaverse’s immersive feature may unlock various
applications by providing a high user experience. For exam-
ple, education, industrial systems, and healthcare applica-
tions can be redeployed as metaverse applications with more
advanced features. Most of the services and user expecta-
tions are limited due to geographical limitations, and meta-
verse eliminates that factor by providing access to users
irrespective of location. Digital currencies strengthen the vir-
tual economy, and more applications will be based on user
satisfaction and feelings, and will not depend on physical
objects. High-level implementation scenarios for a few futur-
istic applications are discussed in this paper, and metaverse
can launch many other futuristic applications. The application
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complexity may depend on the deployed metaverse network
capabilities significantly.

2) KEY RESEARCH PROBLEMS

Futuristic metaverse applications require proper analysis of
the realization, such as proper assessment and planning on
technical requirements and the implementation procedure.
The most important part of futuristic applications is its imple-
mentation in a real environment. The below research prob-
lems focus on the importance of realizing the application in a
real environment.

o What is the significance of network slicing and edge
computing for the realization of metaverse futuristic
applications?

o What are the key research areas for futuristic
applications?

3) PRELIMINARY SOLUTIONS

Edge computing and network slicing can facilitate base
requirements which each futuristic application requires, such
as network requirements and guaranteed service quality.
Since edge computing and network slicing are both tech-
nologies that can be integrated and are associated with many
other novel technologies for automation, it is possible to
implement the application with the desired features more
robustly. Metaverse futuristic applications are not limited and
open to any application that needs more interaction and real-
time user experience. Especially, the applications that have
geo-location barriers can effectively implement immersive
metaverse features.

4) FUTURE DIRECTIVES

Though initial implementation concepts of metaverse appli-
cations are limited, several applications still need to be dis-
covered. Healthcare, military, education, and e-commerce
will be key areas for futuristic applications. Furthermore,
existing applications can be modified to support metaverse
features and add more value to the persisting applications.
This paper highlights that network slicing and edge comput-
ing will be key enablers of such novel applications.

D. DEPLOYMENT CHALLENGES

1) LESSONS LEARNED

Mainly, metaverse can be deployed based on three main
approaches, as open metaverse, close metaverse, or a hybrid
with the features of both open and closed approaches. Fur-
thermore, the approach can be categorized as distributed or
centralized implementation with regards to practical imple-
mentations. A decentralized implementation is more suitable
for metaverse deployments due to the ease of deployment and
easy governance. Edge computing enables distributed imple-
mentation while network slicing supports providing dedi-
cated QoS and other requirements to metaverse applications.
Deployment challenges must be identified in every imple-
mentation phase, such as the initial deployment and service
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management phase. Many challenges persist for actual
implementation, including network implementation, func-
tion orchestration, privacy, data security, authentication, user
management governance, regulation, and ownership [150].
Edge computing and network slicing-based solutions can be
effectively implemented to overcome these challenges, and
possible scenarios are discussed in this paper. Furthermore,
one of the significant challenges is the interconnectivity of
metaverse with the existing systems applications by con-
sistency in the standards. The existing systems may need
modifications or upgrades to match the metaverse capabilities
for some interconnectivity with metaverse applications. Iden-
tified challenges are discussed in this paper with the possible
solutions under the deployment challenges section. We have
proposed a high-level architecture for the metaverse advanced
orchestration, which can be implemented for a distributed
open metaverse deployment. The importance of automation
in the metaverse and the possible technologies for automation
are also discussed.

2) KEY RESEARCH PROBLEMS

The deployment phase is one of the most critical phases where
the metaverse is deployed in a real working environment.
Identified research problems for the deployment challenges
are highlighted below.

« How to implement a metaverse network globally?
« How do metaverse applications interact with non-
metaverse applications?

3) PRELIMINARY SOLUTIONS

Cross-domain network slice extension can be used to extend
and implement the metaverse services globally. Advanced
orchestration can be implemented using edge computing
infrastructure at the lowest level, and then define the orches-
tration hierarchy to a global level. Both metaverse and non-
metaverse applications can be defined based on different
network slices, and inter-slice communication can be imple-
mented via a secure link for communication.

4) FUTURE DIRECTIVES

Different countries have their networks with different capa-
bilities, and deploying a standard metaverse network that
supports all the possible scenarios in the sense of edge
computing, and network slicing still needs to be developed.
Automation and programmability will be key features in the
metaverse deployment process, which can add more robust-
ness and optimality to the metaverse network.

VIIl. CONCLUSION

Metaverse is becoming the next hype in the future tech
world due to its high potential in providing advanced ser-
vices to users. Most tech companies are already focusing on
and working on metaverse realizations, and addressing the
metaverse adaptation challenges. The realization process may
speed up with new technological innovation on metaverse
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access equipment, and the fast development in telecommu-
nications. In this paper, we have comprehensively analyzed
the role of edge computing and network slicing as future
telecommunication technologies in the metaverse realization.
First, we have discussed the metaverse concept, ecosystem,
and the components of the metaverse, along with the related
works that focus towards our research topic. Next, we have
provided background for edge computing, network slicing
and the metaverse, highlighting their key features. Further-
more, we have proposed a holistic framework based on edge
computing and network slicing, and have discussed the possi-
ble implementation of a high-level view. Possible metaverse
futuristic applications that can be realized using edge com-
puting and network slicing to cater future use cases have also
been discussed. We also have highlighted and discussed the
technical requirements necessary to realize a metaverse, and
how network slicing and edge computing contribute to fulfill-
ing these requirements. Next, we have discussed deployment
challenges associated with network slicing and edge com-
puting, with possible solutions. Finally, we have highlighted
the lessons learned and the future research directives to help
future research and developments. The content of this work
will strengthen the metaverse community in their ongoing
research work and metaverse-related implementations.
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