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ABSTRACT In the sixth-generation (6G) communications, how to deploy and manage massively connected
Internet-of-Things (IoT) nodes will be one of the key technical challenges, because 6G is expected to provide
10 times higher connection, compared to 5G. At the same time, due to the sharp growth in connected devices
and newly adopted technologies, learning-based attacks and big data breaches are expected to occur more
frequently.With the advances of quantum computing in the future, conventional cryptography-based security
protocols may be obsolete in the future wireless networks, which makes physical layer security (PLS) an
attractive alternative or complement for secure communications. In this context, cooperative beamforming
(CB)-based PLS schemes are known to be effective solutions to guarantee high secrecy rate with IoT devices,
which have limited power and hardware complexity. However, the existing CB-based PLS algorithms suffer
from extremely low secrecy rate, in case that eavesdroppers are close to the intended receiver. To overcome
such critical issue, in this paper, we propose a CB-based PLS with artificial noise (AN) injection, which can
be realized in a fully distributed manner to minimize the overhead in the IoT networks with a large number
of devices. We analyze the array factor using the virtual antenna array (VAA) created by the proposed PLS
algorithm. Then, the secrecy rate is derived in a closed-form expression, which can be used to optimize the
performance for given system parameters in both the absence and presence of channel state information
(CSI) error. The proposed scheme provides considerably higher secrecy rate compared to the conventional
CB-based PLS schemes, when an eavesdropper exists near to the intended receiver. Furthermore, through
simulation and numerical results, we show that the secrecy rate of the proposed scheme can be maximized
by adjusting the ratio between the data beamformer and AN injection beamformer components. As a result,
the proposed method shows a performance improvement of up to two times compared to the conventional
CB-based PLS schemes, in terms of the secrecy rate. Such performance gain increases as the angular location
of Eve becomes closer to that of Bob, which corresponds to the most vulnerable situation of the conventional
CB-based PLS algorithms.

INDEX TERMS Physical layer security, distributed beamforming, cooperative beamforming, artificial noise.

I. INTRODUCTION
The sixth-generation (6G) mobile communication sys-
tems will seamlessly integrate terrestrial and non-terrestrial
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networks, which will provide more reliable and faster ser-
vices to a more number of devices, while satisfying strin-
gent requirements for extremely low latency [1], [2], [3].
However, considering its higher degree of operational flex-
ibility and autonomy to achieve disruptive connectivity, 6G
is expected to face unprecedented security challenges [4].
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Moreover, in addition to traditional security issues, learning-
based attacks and big data breaches are incurred more
frequently because of the sharp increment in connected
devices and newly adopted technologies [5]. Also, with the
advances of quantum computing in the future, the conven-
tional cryptography-based security protocols may be obsolete
in the future wireless networks [6]. For this reason, physi-
cal layer security (PLS), based the inherent randomness of
wireless medium, can complement or replace the traditional
security solutions in the 6G networks, providing intrinsic
contextual and entropic richness [7].

For the 6G visions to better support and activate object-
oriented communications, various research are investigating
revolutionary transmission techniques, network architectures
(e.g., O-RAN, softwarization, and virtualization), and diverse
frequency bands [8]. Along these lines, the authors in [9],
[10], and [11] present how to exploit 6G key technologies
to further enhance PLS and at the same time satisfy 6G
key performance indicator (KPI) requirements. For exam-
ple, intelligent reflecting surface (IRS) technology, which
can reconfigure channels in the presence of the significant
path attenuation at millimeter wave (mm-Wave) and sub-
terahertz (sub-THz) frequency bands, is combined with PLS
to enable highly secure communications, as in [4], [12], and
[13]. Moreover, cell-free massive multiple-input-multiple-
output (CF-mMIMO) systems, where multiple access points
jointly transmit to users using the same wireless resources,
are expected to effectively protect against eavesdropping
attacks with improved spectral efficiency [14], [15], [16],
[17]. In addition, PLS schemes are applied to different fre-
quency bands, all of which are equally important to meet
the peak data rate of 1 Tbps envisioned in 6G, including
mm-Wave [18], [19], [20], [21], [22], sub-THz [23], [24],
[25], [26], and visible light spectra [27], [28], [29].

6G is expected to provide 10 times higher connection, com-
pared to 5G. Therefore, how to deploy and manage massively
connected Internet-of-Things (IoT) nodes will be one of the
key technical challenges [8], [30]. Massive IoT scenarios
targeting for 6G will involve more than 75 billion devices by
2025, according to the Global System for Mobile Communi-
cations Association [1]. On the top of that, such IoT devices
are typically battery-powered and low-complexity nodes such
as sensors and actuators; thus, they inherently suffer from
short transmission ranges and limited capabilities to employ
sophisticated protocols. For this reason, the conventional
cryptography approaches with security key management and
distribution are not appropriate for themassive IoT ormassive
machine-type communications (mMTC) [31].

Therefore, in such networks, PLS can be an effective
complement or alternative to the conventional security solu-
tions in the 6G era. It is noted that due to the space and
power limitations of IoT nodes, multiple antennas cannot
be accommodated, even though the PLS schemes with an
antenna array are capable to transmit the desired information
only to an intended receiver, while eavesdroppers may suffer

from artificial noise (AN), as discussed in [32] and [33].
In this situation, cooperative beamforming, where multiple
IoT devices create a virtual antenna array (VAA) together, can
be employed to achieve selective information transmissions.

Because of its effectiveness in the massive IoT networks,
the authors in [34], [35], and [36] propose a cooperative
beamforming (CB), which does not require channel state
information (CSI) and precoding vector sharing, because
each VAA element can align its phase in a fully distributed
manner. Using such CB-based PLS methods, the radiation
pattern is randomized, which is observed as a noise-like
signal (or AN) to eavesdroppers, at the cost of the slight
degradation in the array factor at the main lobe directed to
the intended receiver. An open-loop implementation of the
CB-based PLS, where each element aligns its phase using
its own location and the angular location of the intended
receiver, is investigated in [37], where the impact of phase
synchronization error on the secrecy rate is also analyzed.
Similarly, a cooperative null steering beamformer is proposed
in [38] to minimize the information leakage to an eavesdrop-
per. Moreover, in [39], multiple unmanned aerial vehicles
(UAVs) construct a VAA together for CB-based PLS, whereas
the authors in [40] analyze the secrecy energy efficiency for a
group of UAVs, which are randomly changing their locations.

Furthermore, the authors in [41] and [42] propose novel
cooperative jamming schemes through power synthesis. The
crucial idea is to nullify the synthesis of jamming pow-
ers transmitted by multiple friendly jammers at the desired
receiver; thus, it can provide high secrecy rate without requir-
ing the CSI of Eve. Moreover, the authors in [43] consider
cooperative jamming in a two-tier 5G heterogeneous network
and propose three secure transmission algorithms respec-
tively applied in different tiers. In addition, in [44], they ana-
lyze various jamming strategies under different assumptions
of CSI and show that jamming with multiple jammers is
effective to maximize both jamming coverage and jamming
efficiency.

Different from [20], [41], [42], [43], and [44], we consider
a CB-based PLS, as in [34], [35], [36], [37], [38], [39], and
[40], assuming that a single node cannot reach the intended
receiver, while CB can significantly extend the transmission
range by constructing a VAA. Moreover, our work is distinct
from the existing CB-based PLS in [34], [35], [37], [36],
[38], [39], and [40], because we propose a combination of
data transmission beamformer for the intended receiver and
AN injection beamformer for the potential location of Eve.
Because nodes are randomly selected for each TTI, it is
challenging to collect CSI of all the VAA elements and share
the computed precoding weights, which incur prohibitively
large overhead. To alleviate such limitations in distributed
IoT networks, we propose to utilize the statistical information
of the CSI to realize the CB-based AN injection scheme in
a fully decentralized manner. Accordingly, the CSI collec-
tion and precoding weight shared by a cluster head are not
required in our proposed scheme.
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In spite of the effectiveness of the conventional CB-based
schemes, as revealed in the analytical and simulation results
in [34], [35], [36], [37], [38], [39], and [40], they suffers from
extremely low secrecy rate when the desired receiver and
an eavesdropping node are in close proximity to each other.
In particular, in the far-field scenario, where the distance
to the intended receiver is significantly longer than the size
of the VAA cluster, the secrecy rate becomes almost zero,
whenever an eavesdropper is adjacent to the intended receiver
in the angular direction. In other words, the existing CB-based
PLS in [34], [35], [36], [37], [38], [39], and [40] is highly
vulnerable, in case that the angular direction of the main lobe
is known to an eavesdropper with mobility, which can move
itself to breach the randomized radiations created at the non-
receiver directions.

In IoT networks that require huge overhead to share the CSI
and precoding vectors of nodes, we propose a fully distributed
CB using the statistical properties of the stochastic VAAs,
which is distinct from the existing AN-aided PLS schemes.
The proposed scheme employs a precoder consisting of a data
transmission beamformer and an AN injection beamformer to
maximize the secrecy performance by appropriately adjusting
the ratio of the two beamformers in highly vulnerable situa-
tions, where the eavesdropper is near the intended receiver.
In addition, we derive a closed-form expression by analyzing
the secrecy rate of the proposed scheme, so that it is possi-
ble to maximize the secrecy performance by optimizing the
parameters. Furthermore, we investigate the impact of the
CSI to reflect the practical implementation of the system. The
key contributions of this paper are summarized as follows:

• Wefirst propose a CB-based PLS schemewithAN injec-
tion to jam an eavesdropper, which can be realized in a
fully distributed fashion. The key idea is to exploit the
statistical characteristics of CB links instead of requiring
CSI collection by a cluster head and computed precoding
weight sharing. Also, the proposed precoder consists of
the data transmission beamformer and the AN injection
beamformer. We show that by adjusting the ratio of
the two (i.e., desired information towards the intended
receiver and AN injection to the potential location of
the eavesdropper). In this way, the proposed method can
considerably enhance the secrecy rate compared to the
existing schemes in [34], [35], [36], [37], [38], [39], and
[40] for the eavesdropping attacks at angular locations
near the desired receiver.

• Considering randomly and uniformly distributed VAA
elements at different transmit time intervals (TTIs),
we derive the statistical characteristics of the array factor
of VAA at an arbitrary location of a receiver, which
can be used to characterize the received signal of both
intended and unintended receivers.

• The secrecy rate of our proposed scheme is analyzed,
by which a closed-form expression is derived. The
derived secrecy rate shows the effectiveness of our
proposed method to fix the inherent vulnerability of
the existing CB-based PLS schemes at the neighboring

angles of the intended receiver. Further, based on the
excellent correlation of analytical and simulation results,
our analysis can provide good design insights to opti-
mize system parameters to maximize the secrecy rate.

• To consider the practical realization of the proposed
scheme, we characterize the array factor statistics under
the CSI estimation error. Further, the secrecy rate with
imperfect CSI is derived, which is subject to the signal-
to-noise ratio (SNR) of the phase-locked loop (PLL) for
the channel estimation.

• Through simulations, the impacts of key system param-
eters are investigated such as the angular location of the
unintended receiver relative to the intended receiver, the
AN injection angle and degree, the number of VAA ele-
ments, and the size of the VAA cluster. In particular, the
secrecy rate of our proposed method can be optimized
by adjusting the degree of AN injection.

The rest of this paper is organized as follows. In Section II,
we introduce the system model, whereas in Section III, prac-
tical challenges in the CB-based AN injection are identified.
In Section IV, we propose a fully distributed PLS scheme
with the AN injection using statistical characteristics of the
array factor. We analyze the secrecy rate of our proposed
scheme with perfect CSI in Section V and further analyze the
secrecy rate under imperfect CSI in Section VI. Section VII
presents both simulation and numerical results to delve into
the impacts of various system parameters. Lastly, this paper
is concluded in Section VIII.
Notations: A matrix and a column vector are denoted

by boldface upper- and lower-case letters (e.g. A and a),
respectively. In addition, the statistical average and variance
are denoted by E[·] and Var[·], respectively. Furthermore, aT

is the transpose of a, whereas aH is the conjugate transpose.
Lastly,R{a} and I{a} denote the real and imaginary compo-
nents of a complex number a, respectively.

II. SYSTEM MODEL
Weconsider a cooperative network, whereN nodes (i.e., VAA
elements) transmit together to the desired receiver (i.e., Bob)
using the same frequency at the same time, in the presence
of an eavesdropper (i.e., Eve). It is assumed that a single
antenna is mounted in all of the nodes (i.e., VAA elements,
Bob, and Eve), which is typical in the IoT networks with a
limited form factor and computational capability. For these
inherent limitations in the IoT nodes, the VAA is created
by the collaboration of multiple nodes, which are randomly
distributed. In other words, the VAA elements are small
IoT devices, which cannot accommodate multi-antenna array,
because of the hardware limitations such as space, power,
and computational capacity. The VAA can achieve higher
diversity gain, as compared to the co-located (or real) antenna
array (a single node with multi-antennas), because of macro-
diversity gain [45]. As illustrated in Fig. 1, the VAA elements
are independent and identically distributed (i.i.d.) according
to the two-dimensional (2D) uniform distribution over the
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FIGURE 1. Network geometry.

disk centered at the originOwith the radius ofR. The location
of the nth VAA element is denoted by (rn, φn) using the polar
coordinates for n ∈ {1, . . . ,N }. Following the 2D uniform
distribution, the probability density function (PDF) of the
radial distance from the origin, rn, is expressed as

frn (r) =
2r
R2

, (1)

where 0 ≤ r ≤ R. In addition, the PDF of the azimuth angle
with respect to the x-axis, φn, is

fφn (φ) =
1
2π

, (2)

where 0 ≤ φ < 2π . Moreover, as shown in Fig. 1, the loca-
tions of Bob and Eve are denoted by (ρB, ϕB) and (ρE , ϕE ),
using the polar coordinates, respectively.

The group of nodes (the elements of the VAA) correspond
to the source nodes (i.e., Alice), which send data to Bob, while
creating AN to the potential directions of Eve, as indicated by
the solid line arrows and the dotted line arrows respectively
in Fig. 2. As assumed in [34], [35], [36], [37], [38], [39], and
[40], we are mainly interested in the far-field scenario, where
the distances of Bob and Eve to the center of the VAA are
significantly greater than the size of the disk R (i.e., ρB ≫ R
and ρE ≫ R). Therefore, we aim to diminish the information
leakage to Eve, while transmitting desired information (data)
to Bob by degrading the SNR at Eve. In particular, focusing
on the most vulnerable case, in which Eve exists in the
proximity to Bob in angular locations, there exists a trade-
off between the data transmission to Bob and AN injection
to Eve, because the desired information can be overheard by
Eve, whereas Bob may suffer from AN targeting Eve, due to
the close angular locations of Bob and Eve.

For the kth transmit time interval (TTI), the distance from
the nth VAA element to a receiver (either Bob or Eve), which
is located at (ρ, ϕ), is obtained as

dn(ρ, ϕ, k) =

√
r2n (k) − 2rn(k)ρ cos(ϕ − φn(k)) + ρ2. (3)

Suppose that s(k) ∈ C is the data symbol, where k
is the TTI index and E[|s(k)|2] = 1. Also, w(k) =

[w1(k), . . . ,wN (k)]T ∈ CN×1 is the precoding vector,
by which the nth VAA element multiplies the complex weight

wn(k) with s(k). Assuming a narrow-band channel, the signal
received at a node located at (ρ, ϕ) is expressed as

y(ρ, ϕ, k) =
√
Ph(ρ, ϕ, k)w(k)s(k) + z(k), (4)

where P denotes the transmit power. Further, z(k) represents
the additive white Gaussian noise with mean zero and vari-
ance σ 2 (i.e., z(k) ∼ CN (0, σ 2)). Moreover, h(ρ, ϕ, k) ∈

C1×N is a channel vector between the VAA elements and the
receiver at (ρ, ϕ), the nth element of which is given by

hn(ρ, ϕ, k) =
1

dn(ρ, ϕ, k)
ej

2π
λ dn(ρ,ϕ,k), (5)

where |hn(ρ, ϕ, k)|2 =
1

d2n (ρ,ϕ,k)
corresponds to the path loss

with the exponent of two. Further, ̸ hn(ρ, ϕ, k) =
2πdn(ρ,ϕ,k)

λ
is the phase rotation to propagate the distance of dn(ρ, ϕ, k)
with the wavelength of λ.

In other words, we assume a line-of-sight (LoS) channel
between a VAA element and a receiver (either Bob or Eve),
because the secrecy rate with both LoS and non-LoS (NLoS)
components are not tractable. If both components exist, the
secrecy rate analyzed in this paper can still be used as an upper
bound of the achievable secrecy rate in the presence of multi-
path fading, as shown in [36] and [38] that assume Rician
channels. Further, the results in [36] and [38] show that the
analysis with the LoS channel can be a good approximation
for the secrecy rate with high Rician factor K . In addition,
when it comes to millimeter wave and sub-terahertz fre-
quency bands, which are being considered for 6G systems,
the channel is LoS-dominant and widely modeled by a pure
LoS channel without NLoS components, as in [19], [20], [21],
[46], [47], [48], and [49]. Further, our work in this paper can
provide design insight for applications with LoS-dominant
channels such as UAV and low-Earth orbit (LEO) satellite
networks [50], [51], [52]. Also, future extensions of this work
include the secrecy rate analysis with various channel models
including multi-path fading and shadowing.

To randomize the radiation pattern, for each TTI, the VAA
elements are randomly selected; thus, the channel vector
h(ρ, ϕ, k) also varies randomly. Consequently, the received
signal at Eve from the random VAA in (4) is given by

y(ρE , ϕE , k) =
√
P

N∑
n=1

hn(ρE , ϕE , k)wn(k) s(k) + z(k)

= F(ρE , ϕE , k)︸ ︷︷ ︸
array factor

s(k)︸︷︷︸
message

+ z(k)︸︷︷︸
additive noise

, (6)

where F(ρE , ϕE , k) =
√
P

∑N
n=1 hn(ρE , ϕE , k)wn(k), which

is subject to the stochastic VAA at the kth TTI. Because the
VAA elements are randomly selected, the radiation pattern is
randomized, which is indicated by the changes in the ampli-
tude and phase of the array factor F(ρ, ϕ, k) (or the received
signal), as noted in [18], [19], [20], [21], [22], [34], [35], [36],
[37], [38], [39], [40], [46], [48], and [49]. Accordingly, the
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FIGURE 2. Illustration of the combination of data beamformer to Bob and
AN injection beamformer to Eve.

received signal at Bob is given by

y(ρB, ϕB, k) =
√
P

N∑
n=1

hn(ρB, ϕB, k)wn(k) s(k) + z(k)

= F(ρB, ϕB, k)︸ ︷︷ ︸
array factor

s(k)︸︷︷︸
message

+ z(k)︸︷︷︸
additive noise

, (7)

where F(ρB, ϕB, k) =
√
P

∑N
n=1 hn(ρB, ϕB, k)wn(k). With

our proposed beamformer, the statistical characteristics of the
array factor will be analyzed in Sections III and IV. Then,
in Section V, we will further analyze the received signal and
derive the secrecy rate.
Remark 1 (Practical Implementation Issues of CB): In

[53], it is shown that with proper design, CB-based tech-
niques can enhance spectral efficiency and energy efficiency.
For this reason, CB is also exploited to secure IoT net-
works [34], [35], [36], [37], [38], [39], [40]. However, when
it comes to the practical implementation of CB, there are
some technical issues, as highlighted in [54]. In particular,
synchronization across the VAA elements is challenging with-
out wired connections, because they are operated with their
own local oscillators. As a result, various synchronization
protocols are proposed in the prior studies.
As presented in [54] and [55], the synchronization can

be achieved through closed-loop or open-loop approaches.
In the closed-loop algorithms, each VAA element synchro-
nizes itself to the beacon sent from the receiver (Bob), which
is especially effective in time-division duplex with many VAA
elements. In this case, the phase jitter is subject to the SNR
of the PLL. The authors in [56] propose a master-slave
synchronization protocol with beacon signals, by which the
VAA elements are shown to be synchronized.
On the other hand, in the case of the open-loop approaches,

the VAA elements can locally adjust their phases using the
location information (rn, φn) relative to the VAA center and
the angular location of the receiver, as in [37]. Obtaining
Bob’s direction is straightforward, while that of Eve is not
available in general. However, there are many circumstances,
where the direction of Eve is known to the transmitter (or
Alice) in reality, as noted in [38], [57], [58], and [59].
In [60], when Eve is an authorized user with the intention

of eavesdropping, they show that the location of Eve can be
shared in the network through location-based applications
including IEEE 1609.2. In addition, the VAA elements can
identify Eve’s direction through visual or electronic detection
as in military surveillance [57]. Even if Eve is purely pas-
sive with infrequent transmissions, various signal processing
techniques can help find its location [59].
Both closed-loop and open-loop algorithms are experi-

mentally studied, which shows their feasibility in practi-
cal scenarios. For example, in [61], the authors present a
fully wireless implementation of CB using software-defined
radios (SDRs), where VAA elements are synchronized without
wired connections among them. Further, the authors in [62]
propose a fast open-loop synchronization protocol for CB.
In [63], the authors provide a mathematical framework to
model and evaluate the CB protocol, which is verified exper-
imentally using SDRs in a lab. They also demonstrate that
CB with VAA constructed by multiple UAVs can achieve more
than 80% performance gain compared to that of the ideal CB
even under the short coherence time in the UAV applications.
In [64], a deep learning-based CB algorithm is proposed for
distributed networks under hardware impairments such as the
nonlinearity of power amplifiers.
Remark 2 (Cooperative Beamforming Applications): CB

can be employed in various IoT applications. For example,
in [65], the authors present a novel method to use CB for
continuous monitoring wireless sensor networks. Moreover,
in [55], CB is adopted to upload video or image data or
sensing data collected over several days. On top of that,
they consider other interesting applications such as reach-
back using low-power radios carried by soldiers on bat-
tlefields and collaboration of subscriber nodes for uplink
transmission. Also, in disaster or emergency cases, where the
existing infrastructure is not properly working, a long-range
communication through CB is particularly useful.
In [66], CB is employed in UAV networks to overcome

the limitations of the UAV platform such as battery capacity,
transmission range (or low coverage), insufficient service
time, and security vulnerability. Similarly, UAV swarm sens-
ing can be improved in terms of the secrecy rate and energy
efficiency, as discussed in [39] and [40]. A CB algorithm for
the distributed multiple-RIS communications is considered
in [67]. Further, CB can be employed in distributed sensing
or distributed machine learning with ultra-fast wireless data
(or machine learning parameters) aggregation through over-
the-air computation (AirComp) [68]. In most of the above-
mentioned studies except [68], it is assumed that data shar-
ing among the VAA elements can be readily realized as long
as the VAA size, which limits the data rate of such location
communications, is small enough compared to the distance
to the receiver, which typically holds in the far-field scenario.

III. AN INJECTION BEAMFORMER AND PRACTICAL
CHALLENGES
In this section, we first consider an AN injection beamformer,
as a simple extension of the AN injection beamformer for the
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real (or co-located) antenna array, where each VAA element
should know the others’ CSI. We highlight the practical
challenges due to such overhead to realize the AN injection
through CB.

We first present a CB precoding as a linear sum of a data
precoder, wD, by which the desired signal s(k) is transmitted
to Bob, and an AN injection precoder, wAN , by which noise-
like signals are sent to Eve. The nth element of the data
transmission beamformer, wD, by which s(k) is coherently
combined at Bob, is given by

[wD(k)]n =
1

√
N

h∗
n(ρB, ϕB, k)

|hn(ρB, ϕB, k|
=
e−j̸ hn(ρB,ϕB,k)

√
N

=
1

√
N
e−j

2π
λ dn(ρB,ϕB,k). (8)

In the far field, the distance in (3) is simplified as

dn(ρ, ϕ, k) ≈ ρ − rn(k) cos(φn(k) − ϕ). (9)

Then, in (8), we can approximate the distance from the
nth VAA element to Bob as dn(ρB, ϕB, k) ≈ ρB −

rn(k) cos(φn(k) − ϕB). Thus, the data precoder in (8) can be
expressed as

[wD(k)]n =
e−j

2π
λ [ρB−rn(k) cos(ϕB−φn(k))]

√
N

=
1

√
N
[v(ϕB, k)]n, (10)

where v(ϕ, k) is the array manifold to the angle of ϕ at the
kth TTI:

v(ϕ, k)

=

[
ej

2π
λ r1(k) cos(ϕ−φ1(k)), . . . , ej

2π
λ rN (k) cos(ϕ−φN (k))

]T
. (11)

Now, we construct the AN injection beamformer, which
creates AN to degrade the SNR along the potential angu-
lar location of Eve, denoted by the direction of ϕAN . First,
we define the following projection matrix PB ∈ CN×N onto
the direction of Bob

PB =
v(ϕB, k) vH (ϕB, k)
vH (ϕB, k) v(ϕB, k)

=
v(ϕB, k) vH (ϕB, k)

N
. (12)

When designing the AN injection beamformer, wAN , the AN
should not hurt the SNR at Bob; thus, we first create the pro-
jection matrix PB⊥ ∈ CN×N as the orthogonal complement
of a subspace of PB as

PB⊥ = I − PB = I −
v(ϕB, k) vH (ϕB, k)

N
, (13)

where I is the identity matrix of size N ×N . Thus, we design
the noise beamformer, wAN (k), which radiates an AN to the
potential angular location of Eve ϕAN but does not affect Bob
(i.e., orthogonal to v(ϕB, k)), as

wAN (k) =
PB⊥v(ϕAN , k)

∥PB⊥v(ϕAN , k)∥
. (14)

Therefore, we can create the beamformer to transmit the
desired information to Bob and radiate the AN to Eve, simul-
taneously, by using the following precoding vector as the
mixture of the data beamformer,wD(k), and the AN injection
beamformer, wAN (k), as

w(k) =
√
t wD(k) +

√
1 − t wAN (k)ϵ(k)

=

√
t

√
N
v(ϕB, k) +

√
1 − t

PB⊥v(ϕAN , k)
∥PB⊥v(ϕAN , k)∥

ϵ(k), (15)

where ϵ(k) is the AN (or jamming signal). We assume that
ϵ(k) = ejθ (k) with θ(k) being uniformly distributed between
0 and 2π . Also, t corresponds to the power ratio of the data
transmission to the total power allocated for the precoder
w(k), where 0 ≤ t ≤ 1. In contrast, 1 − t is the power ratio
of the AN to the aggregate power of w(k).

For example, if t = 1 in (15), w(k) is reduced into the
data beamformer without AN injection (i.e., w(k) = wD(k)).
In other words, the proposed beamformer with t = 1 cor-
responds to the pure CB without the AN injection proposed
in [34], [35], and [36]. On the other hand, when t = 0, the pre-
coding vector is reduced into the AN injection beamformer
(i.e., w(k) = wAN (k)). When 0 < t < 1, a certain level of
the data signal s(k) is transmitted to Bob, and the AN is also
injected to deteriorate Eve’s SNR, which can impact Bob’s
SNR. In other words, there exists a trade-off between the
SNRs of Bob and Eve controlled by t . Thus, we can optimize
the secrecy throughput by adjusting t , which will be treated
in Section V.
Taking advantage of such a trade-off relationship, we can

overcome the secrecy rate degradation with the simple data
beamformer (i.e., t = 1) for Eve close to Bob. To obtain the
precoding vector in (15), however, each VAA element should
know CSI (or locations) of the other elements. For instance,
the nth element of w(k) in (15) can be obtained by using all
the elements of wD(k) and v(ϕB, k). However, that may be
infeasible in practice, because the VAA elements are selected
randomly for different k , which may result in the excessive
overhead to compute and share w(k) in (15) among the VAA
elements.

IV. DECENTRALIZED NOISE INJECTION BEAMFORMER
To tackle this issue, we aim at designing a decentralized
AN injection precoding algorithm, where VAA elements can
adjust their phases and amplitudes in a fully distributed man-
ner. For this reason, we propose a novel AN injection pre-
coder that minimizes the implementation overhead by using
the statistical information.

If expanding w(k) in (15), we obtain

w(k) =

√
t

√
N
v(ϕB, k) +

ϵ(k)
√
1 − t

∥PB⊥v(ϕAN , k)∥

(
v(ϕAN , k)

−
v(ϕB, k) vH (ϕB, k)

N
v(ϕAN , k)

)
, (16)

which cannot be locally applied, since its nth element is
subject to v(ϕB, k) vH (ϕB, k) v(ϕAN , k) and ∥PB⊥v(ϕAN , k)∥.
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Thus, to realize it in a decentralized way, we first replace
vH (ϕB, k) v(ϕAN , k) with its statistical average as

E[v(ϕB, k)Hv(ϕAN , k)]

= E[
N∑
n=1

ej
2π
λ rn(k)[cos(ϕAN−φn(k))−cos(ϕB−φn(k))]]

= N E

[
e
j 4πλ rn(k) sin

(
φn(k)−

ϕB+ϕAN
2

)
sin( ϕAN−ϕB

2 )
]

. (17)

For further simplification, letting un(k) = rn(k) sin(
φn(k) −

ϕB+ϕAN
2

)
, the PDF of which is obtained as

fun(k)(u) =
2
√
1 − u2

π
, (18)

where −R ≤ u ≤ R. Therefore, E[v(ϕB, k)Hv(ϕAN , k)] in
(17) can be obtained as

E[v(ϕB, k)Hv(ϕAN , k)] = N E[ej
4π
λ un(k) sin(

ϕAN−ϕB
2 )]

= N
∫ R

−R
ej

4π
λ u sin( ϕAN−ϕB

2 )fun(k)(u)du

= N
J1( 4πRλ sin(ϕAN−ϕB

2 ))
2πR
λ sin(ϕAN−ϕB

2 )

= Nϒ(1ϕ), (19)

where J1(·) is the first order Bessel function of the first kind.

Further, ϒ(x) = 2
J1( 4πRλ sin( x2 ))

4πR
λ sin( x2 )

and 1ϕ = ϕAN − ϕB.

As a result, the decentralized version of w(k) in (15),
by which each VAA element can locally adjust its phase,
is expressed as

w̃(k) =

√
t

√
N
v(ϕB, k)

+

ϵ(k)
√
1 − t

(
v(ϕAN , k) − ϒ(1ϕ) v(ϕB, k)

)
E[∥v(ϕAN , k) − ϒ(1ϕ) v(ϕB, k)∥]

.

(20)

We can compute the expected value in the denominator of
(20) through the following steps. First, we derive the squared
norm of v(ϕAN , k) − ϒ(1ϕ) v(ϕB, k) as

∥v(ϕAN , k) − ϒ(1ϕ) v(ϕB, k)∥2

= vH (ϕAN , k)v(ϕAN , k) − vH (ϕAN , k) v(ϕB, k)ϒ(1ϕ)

− ϒ(1ϕ) vH (ϕB, k)v(ϕAN , k) + Nϒ2(1ϕ) (21)

Hence, the expected value of the squared norm in (21) can be
obtained as

E[∥v(ϕAN , k) − ϒ(1ϕ) v(ϕB, k)∥2]

= N − ϒ(1ϕ)E[vH (ϕAN , k) v(ϕB, k)]

− ϒ(1ϕ)E[vH (ϕB, k)v(ϕAN , k)] + Nϒ2(1ϕ)
(a)
= N − 2Nϒ2(1ϕ) + Nϒ2(1ϕ)

= N − Nϒ2(1ϕ), (22)

TABLE 1. Complexity of centralized and decentralized noise injection
beamformer.

where (a) follows from E[vH (ϕAN , k)v(ϕB, k)] =

E[vH (ϕB, k)v(ϕAN , k)] = Nϒ(1ϕ) based on (19). Finally,
replacing (22) into (20), the decentralized beamformer for
simultaneous data transmission to Bob and AN injection to
Eve can be derived as

w̃(k) =

√
t

√
N
v(ϕB, k)

+

ϵ(k)
√
1 − t

(
v(ϕAN , k) − ϒ(1ϕ) v(ϕB, k)

)
√
N − Nϒ2(1ϕ)

=

[ √
t

√
N

−
ϵ(k)ϒ(1ϕ)

√
1 − t√

N − Nϒ2(1ϕ)

]
v(ϕB, k)

+
ϵ(k)

√
1 − t√

N − Nϒ2(1ϕ)
v(ϕAN , k). (23)

Since the nth element of w̃(k) in (23) is subject to the nth
elements of v(ϕB, k) and v(ϕAN , k), while the other terms
are not subject to the stochastic topology of the VAA, each
VAA element can independently apply the precoding. In other
words, each VAA element only needs the angular location
of Bob and its own location (rn(k), φn(k)) relative to the
VAA center for the nth element of v(ϕB, k). Similarly, the nth
element of v(ϕAN , k) can also be computed with the direction
information of the AN injection ϕAN and (rn(k), φn(k)). The
following proposition shows that it has the unit norm asymp-
totically, when N is large enough.
Proposition 1: As N → ∞, the norm of the proposed

vector w̃(k) in (23) converges to unity with probability one
as

lim
N→∞

||w̃(k)||2
p1
→ 1. (24)

Proof: It is noted thatE[|ϵ(k)|2] = 1. Also, the elements
of v(ϕB, k) and v(ϕAN , k) in (23) are complex exponential
functions with purely imaginary exponents, which are func-
tions of i.i.d. random variables depending on the locations
of the VAA elements. Thus, by the law of large numbers,
we have

lim
N→∞

||w̃(k)||2
p1
→ t + (1 − t) = 1. (25)

□
Table 1 shows the overhead and complexity of central-

ized and decentralized (proposed) AN injection beamform-
ers. As discussed in Section III, the centralized AN injection
beamformer needsN local communications to collect the CSI
and another N local communications to share the computed
precoding weights. Thus, in total 2N times of local com-
munications are required. Furthermore, the normalization
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using the collected CSI should be performed in the central-
ized AN injection beamformer, as expressed in (15). On the
other hand, in our proposed approach, the decentralized AN
injection beamformer, presented in this section, uses the sta-
tistical location information. Therefore, each VAA element
can locally adjust its phase without intra-cluster coordination
(or local communication). Moreover, vector normalization is
not required in the decentralized AN injection beamformer,
as indicated in (23).

V. SECRECY RATE ANALYSIS
In this section, the secrecy rate (i.e., secrecy throughput)
performance of the proposed PLS with AN injection is ana-
lyzed. As in [18], [19], [20], [21], [22], [34], [35], [36], [37],
[38], [39], [40], [46], [48], [49] the secrecy rate is quantified
as the maximum data rate provided that information can be
communicated reliably and securely. Then, the secrecy rate
can be expressed as

η = [log2(1 + γB) − log2(1 + γE )]+, (26)

where γB and γE are the SNRs at Bob and Eve, respectively,
and [x]+ denotes max{0, x}.
The array factor, F(ρ, ϕ, k), can be approximated as a

complexGaussian random variable, which has been proven in
Lemma 1 of [20] as well as in [46]. In other words, the array
factor randomized over multiple TTIs per codeword jams Eve
at an undesired direction. Hence, as analyzed in [20], the
constant E[F(ρ, ϕ, k)] is the array factor observed at Eve,
whereas the term (F(ρ, ϕ, k)−E[F(ρ, ϕ, k)]) is a zero-mean
complex Gaussian random variable that represents the noise
at (ρ, ϕ). Therefore, the array factor over multiple TTIs both
at Bob and Eve, which correspond to (ρ, ϕ) = (ρB, ϕB) and
(ρ, ϕ) = (ρE , ϕE ) respectively, follow complex Gaussian
random variables; thus, the capacities of Bob and Eve can
be obtained by the additive white Gaussian Noise (AWGN)
channel capacities, as noted in [20] as well as in [46]. As a
result, the SNR at Bob is computed as

γB =
| E[F(ρB, ϕB, k)]|2

Var[F(ρB, ϕB, k)] + σ 2 . (27)

Similarly, the SNR at Eve is obtained as

γE =
| E[F(ρE , ϕE , k)]|2

Var[F(ρE , ϕE , k)] + σ 2 . (28)

As analyzed in [18], [19], [20], [34], [35], [36],
[37], [38], [39], [40], and [46], | E[F(ρB, ϕB, k)]|2 and
| E[F(ρE , ϕE , k)]|2 in (27) and (28) corresponds to the power
of the desired information. Further, as explained above, the
random fluctuations in the received signal correspond to the
signal distortion, as noted in [18], [19], [20], [34], [35], [36],
[37], [38], [39], [40], and [46]. Therefore, the noise power
considering both AN and additive noise z(k) can be computed
by the sum of the variance of the array factor and the variance
of z(k), which also follows from [18], [19], [20], [34], [35],
[36], [37], [38], [39], [40], and [46]. Thus, we need to derive
the mean value and variance of the array factor. To this end,

from (6), the array factor can be obtained with the proposed
precoding in (23) as follows:

F(ρ, ϕ, k) =
√
P

N∑
n=1

hn(ρ, ϕ, k)[w̃(k)]n

=
√
P

N∑
n=1

(
√
t
ej

2π
λ rn(k) cos(ϕB−φn(k))

√
N

+

√
1 − tej

2π
λ rn(k) cos(ϕAN−φn(k))ϵ(k)√
N − Nϒ2(1ϕ)

−

√
1 − tϒ(1ϕ)ej

2π
λ rn(k) cos(ϕB−φn(k))ϵ(k)√

N − Nϒ2(1ϕ)

)
×

1
ρ
e−j

2π
λ rn(k) cos(ϕ−φn(k))

=
√
P

N∑
n=1

(
√
t
ej

4π
λ ûn(k) sin(

ϕB−ϕ

2 )

ρ
√
N

+

√
1 − tej

4π
λ ǔn(k) sin(

ϕAN−ϕ

2 )ϵ(k)

ρ
√
N − Nϒ2(1ϕ)

−

√
1 − tϒ(1ϕ)ej

4π
λ ûn(k) sin(

ϕB−ϕ

2 )ϵ(k)

ρ
√
N − Nϒ2(1ϕ)

)

=
√
P

N∑
n=1

( √
t

ρ
√
N

4n(k) +

√
1 − t3n(k)ϵ(k)

ρ
√
N − Nϒ2(1ϕ)

−

√
1 − tϒ(1ϕ)4n(k)ϵ(k)

ρ
√
N − Nϒ2(1ϕ)

)
, (29)

where ûn(k) = rn(k) sin(φ̂n(k)) and ǔn(k) = rn(k) sin(φ̌n(k))
for φ̂n(k) = φn(k) −

ϕB+ϕ
2 and φ̌n(k) = φn(k) −

ϕAN+ϕ
2 ,

respectively. Because specific selections of ϕB, ϕAN , and ϕ

do not affect the statistical characteristics of both φ̂n(k) and
φ̌n(k), the PDFs of ûn(k) and ǔn(k) are the identical as fun(k)(u)

in (18). Also, it is noted that 4n(k) = ej
4π ûn(k)

λ sin( ϕB−ϕ

2 )

and 3n(k) = ej
4π
λ ǔn(k) sin(

ϕAN−ϕ

2 ). Thus, following the clas-
sification of the received signal into the effective channel
gain corresponding to the desired signal, artificial noise, and
additive noise components in [20], the received signal at Eve
can be written as

y(ρE , ϕE , k)

=
√
Ph(ρE , ϕE , k)w̃(k)s(k) + z(k)

= F(ρE , ϕE , k)s(k) + z(k)

=
√
P

N∑
n=1

( √
t

ρ
√
N

4n(k) +

√
1 − t3n(k)ϵ(k)

ρ
√
N − Nϒ2(1ϕ)

−

√
1 − tϒ(1ϕ)4n(k)ϵ(k)

ρ
√
N − Nϒ2(1ϕ)

)
s(k) + z(k)

=

N∑
n=1

( √
Pt

ρ
√
N

4n(k)︸ ︷︷ ︸
effective channel gain
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+

√
P(1 − t)ϵ(k)

(
3n(k) − ϒ(1ϕ)4n(k)

)
ρ
√
N − Nϒ2(1ϕ)︸ ︷︷ ︸
artificial noise

)
s(k)︸︷︷︸

message

+ z(k)︸︷︷︸
additive noise

. (30)

In contrast, Bob’s received signal is expressed as

y(ρB, ϕB, k)

=
√
Ph(ρB, ϕB, k)w(k)s(k) + z(k)

= F(ρB, ϕB, k)s(k) + z(k)

=
√
P

N∑
n=1

( √
t

ρ
√
N

+

√
1 − tej

4π
λ ǔn(k) sin(

ϕAN−ϕB
2 )ϵ(k)

ρ
√
N − Nϒ2(1ϕ)

−

√
1 − tϒ(1ϕ)ϵ(k)

ρ
√
N − Nϒ2(1ϕ)

)
s(k) + z(k).

=

N∑
n=1

( √
Pt

ρ
√
N︸ ︷︷ ︸

effective channel gain

+

√
P(1 − t)ϵ(k)

(
ej

4π
λ ǔn(k) sin(

ϕAN−ϕB
2 )

−ϒ(1ϕ)
)

ρ
√
N − Nϒ2(1ϕ)︸ ︷︷ ︸
artificial noise

)
s(k)︸︷︷︸

message

+ z(k)︸︷︷︸
additive noise

. (31)

The following two lemmas provide the expected value and
variance of the array factor observed at an arbitrary location
of a receiver located at (ρ, ϕ), which can be used to derive
the secrecy rate by simply exchanging (ρ, ϕ) = (ρB, ϕB) and
(ρ, ϕ) = (ρE , ϕE ), respectively.
Lemma 1: The expected value of the array factor,

F(ρ, ϕ, k), with the proposed CB with the AN injection is
expressed as

E[F(ρ, ϕ, k)] =

√
tPN
ρ

ϒ(ϕB − ϕ). (32)

Proof: The array factor F(ρ, ϕ, k) in (29) can be rewrit-
ten as

F(ρ, ϕ, k) =
√
P

N∑
n=1

[
c14n(k) + c23n(k)

]
, (33)

where c1 =

√
t

ρ
√
N

−

√
1−tϒ(1ϕ)ϵ(k)

ρ
√
N−Nϒ2(1ϕ)

and c2 =

√
1−tϵ(k)

ρ
√
N−Nϒ2(1ϕ)

.

The injected noise term ϵ(k) follows a standard normal com-
plex Gaussian distribution. Thus, E[c1] =

√
t

ρ
√
N
and E[c2] =

0. In addition, we can find the average values of 4n(k) and
3n(k) as

E[4n(k)] = E[R{4n(k)}] + E[I{4n(k)}]

=

∫ 1

−1

[
cos

(
4πR
λ

sin
(

ϕB − ϕ

2

)
x
)

+ sin
(
4πR
λ

sin
(

ϕB − ϕ

2

)
x
) ]

fûn(k)(u)du

= ϒ(ϕB − ϕ), (34)

E[3n(k)] = E[R{3n(k)}] + E[I{3n(k)}]

=

∫ 1

−1

[
cos

(
4πR
λ

sin
(

ϕAN − ϕ

2

)
x
)

+ sin
(
4πR
λ

sin
(

ϕAN − ϕ

2

)
x
) ]

fǔn(k)(u)du

= ϒ(ϕAN − ϕ). (35)

As a result, we obtain (32) as

E[F(ρ, ϕ, k)] =
√
PN

(
E[c1]E[4n(k)] + E[c2]E[3n(k)]

)
=

√
tPN
ρ

ϒ(ϕB − ϕ). (36)

□
Lemma 2: The variance of the array factor F(ρ, ϕ, k)with

the proposed CB with the AN injection is

Var[F(ρ, ϕ, k)]

= P
[( t

ρ2 (1 − ϒ2(ϕB − ϕ))
)

+
1 − t

ρ2(1 − ϒ2(1ϕ))

(
Nϒ2(1ϕ)ϒ2(ϕB − ϕ)

+ ϒ2(1ϕ)(1 − ϒ2(ϕB − ϕ)) + Nϒ2(ϕAN − ϕ)

+ (1 − ϒ2(ϕAN − ϕ))
)

− 2
(1 − t)ϒ(1ϕ)

ρ2(1 − ϒ2(1ϕ))

(
ϒ(1ϕ)

+ (N − 1)ϒ(ϕB − ϕ)ϒ(ϕAN − ϕ)
)]

. (37)

Proof: Please refer to Appendix. □
With the array factor statistics derived in Lemmas 1 and 2,

we can first obtain the SNR at Bob γB in (27) with (ρ, ϕ) =

(ρB, ϕB), which corresponds to (38), as shown at the bottom
of the next page. In the same manner, the SNR at Eve γE
can be derived as (39), shown at the bottom of the next page,
with (ρ, ϕ) = (ρE , ϕE ). Consequently, replacing (38) and
(39) into (26), the secrecy rate η can be obtained in a closed-
form expression in (40), as shown at the bottom of the next
page. In the derived expression in (40), the secrecy rate η is
a function of various system parameters such as the locations
of Bob (ρB, ϕB) and Eve (ρE , ϕE ), the AN injection angle
ϕAN , the degree of the AN injection t , the number of nodes
N , and the radius R of the VAA. Therefore, our analysis
can be used to better design and optimize the secrecy rate.
In particular, the optimal values of t and ϕAN can be readily
obtained numerically using the derived secrecy rate in (40),
instead of the exhaustive search through simulation with a
large number of iterations. We will present simulation results
in the next Section to validate our analysis and delve into the
impacts of various system parameters.

VI. SECRECY RATE ANALYSIS WITH IMPERFECT CSI
In the previous section, we assume the perfect CSI condition,
but it is technically challenging to achieve error-free CSI,
when it comes to the implementation of CB in practice.
For this reason, in this section, we analyze the secrecy rate
degradation caused by CSI error. As indicated in (23), the CSI
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between each VAA element and Bob is required to locally
adjust the phase, so that the desired signal can be coherently
combined through the data beamformer, while the AN is
injected into the potential angular location of Eve. However,
such CSI can be contaminated by various factors such as low-
power beacon signals for the closed-loop CB. For this reason,
we consider the phase synchronization error caused by the
imperfect CSI and its impact on the secrecy rate.

With imperfect CSI, the data transmission beamformer in
(10) is changed into

[w†D(k)]n =
e−j

2π
λ [ρB−rn(k) cos(ϕB−φn(k))]+ςn(k)

√
N

=
1

√
N
[v†(ϕB, k)]n, (41)

where [v†(ϕB, k)]n = e−j
2π
λ [ρB−rn(k) cos(ϕB−φn(k))]+ςn(k) and

ςn(k) is the phase error due to the imperfect CSI. As modeled
in [36], [39], [54], and [69], ςn(k) is a random variable that
follows a Tikhonov (or von Mises) distribution as

fς (x) =
1
2π

exp(cos(x)σ−2
ς )

I0(σ
−2
ς )

, (42)

where 0 < x < 2π and σ−2
ς is the variance of the phase error

ς , which is related to the loop SNR γL of the PLL as σ−2
ς =

1
γL
. Furthermore, Im(·) is the modified Bessel function of the

first kind with order m. With such phase error term, we can
also write the array manifold to the angle of the AN injection
ϕAN as [v†(ϕAN , k)]n = e−j

2π
λ [ρAN−rn(k) cos(ϕAN−φn(k))]+ςn(k).

Thus, in the presence of the phase estimation error, the

FIGURE 3. Secrecy rate η versus ϕE , when ϕB = 120◦, ϕAN = ϕB + 2◦ =

122◦, N = 32, ρB = ρE = 1 km, R = 8λ, t ∈ {0.1, 0.5, 0.8, 1}, and
P

ρ2
Bσ2 = 5 dB.

precoding weight in (23) can be rewritten as

w̃†(k) =

√
t

√
N
v†(ϕB, k)

+

ϵ(k)
√
1 − t

(
v†(ϕAN , k) − ϒ(1ϕ) v†(ϕB, k)

)
√
N − Nϒ2(1ϕ)

γB =
t

(1−t)ϒ2(1ϕ)
1−ϒ2(1ϕ)

+
(1−t)ϒ2(1ϕ)
1−ϒ2(1ϕ)

+
1−t
N −

2(1−t)ϒ2(1ϕ)
1−ϒ2(1ϕ)

+
ρ2
Bσ 2

NP

. (38)

γE = tNϒ2(ϕB − ϕE )
/[

t(1 − ϒ2(ϕB − ϕE )) +
1 − t

1 − ϒ2(1ϕ)

(
Nϒ2(1ϕ)ϒ2(ϕB − ϕE ) + ϒ2(1ϕ)(1 − ϒ2(ϕB − ϕE ))

+ Nϒ2(ϕAN − ϕE ) + (1 − ϒ2(ϕAN − ϕE ))
)

− 2
(1 − t)ϒ(1ϕ)
1 − ϒ2(1ϕ)

(
ϒ(1ϕ) + (N − 1)ϒ(ϕB − ϕE )ϒ(ϕAN − ϕE )

)
+

ρ2
Eσ 2

P

]
. (39)

η =

[
log2

(
1 +

t
(1−t)ϒ2(1ϕ)
1−ϒ2(1ϕ)

+
(1−t)ϒ2(1ϕ)
1−ϒ2(1ϕ)

+
1−t
N −

2(1−t)ϒ2(1ϕ)
1−ϒ2(1ϕ)

+
ρ2
Bσ 2

NP

)

− log2

(
1 +

(
tNϒ2(ϕB − ϕE )

/ [
t(1 − ϒ2(ϕB − ϕE )) +

(1 − t)Nϒ2(1ϕ)ϒ2(ϕB − ϕE )
1 − ϒ2(1ϕ)

+
(1 − t)ϒ2(1ϕ)(1 − ϒ2(ϕB − ϕE ))

1 − ϒ2(1ϕ)
+

(1 − t)Nϒ2(ϕAN − ϕE )
1 − ϒ2(1ϕ)

+
(1 − t)(1 − ϒ2(ϕAN − ϕE ))

1 − ϒ2(1ϕ)

− 2
(1 − t)ϒ(1ϕ)
1 − ϒ2(1ϕ)

(
ϒ(1ϕ) + (N − 1)ϒ(ϕB − ϕE )ϒ(ϕAN − ϕE )

)
+

ρ2
Eσ 2

P

]))]+

. (40)
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FIGURE 4. Secrecy rate η versus ϕE , when ϕB = 120◦, ϕAN = ϕB + 1◦ =

121◦, N = 32, ρB = ρE = 1 km, R = 8λ, t ∈ {0.1, 0.4, 0.6, 1}, and
P

ρ2
Bσ2 = 5 dB.

=

[ √
t

√
N

−
ϵ(k)ϒ(1ϕ)

√
1 − t√

N − Nϒ2(1ϕ)

]
v†(ϕB, k)

+
ϵ(k)

√
1 − t√

N − Nϒ2(1ϕ)
v†(ϕAN , k), (43)

where v†(ϕ, k) is the array manifold with the phase error due
to the imperfect CSI. Accordingly, the received signal under
the imperfect CSI is derived as

y†(ρ, ϕ, k) =
√
Ph(ρ, ϕ, k)w̃†(k)s(k) + z(k)

= F†(ρ, ϕ, k)s(k) + z(k), (44)

where F†(ρ, ϕ, k) is the array factor under the imperfect CSI.
It is noted that (ρ, ϕ) = (ρB, ϕB) and (ρ, ϕ) = (ρE , ϕE ) for
Bob and Eve, respectively. Due to the phase error, the array
factor with the perfect CSI in (29) becomes

F†(ρ, ϕ, k)

=
√
P

N∑
n=1

hn(ρ, ϕ, k)[w̃†(k)]n

=
√
P

N∑
n=1

(
√
t
ej

2π
λ rn(k) cos(ϕB−φn(k))+ςn(k)

√
N

+

√
1 − tej

2π
λ rn(k) cos(ϕAN−φn(k))+ςn(k)ϵ(k)√
N − Nϒ2(1ϕ)

FIGURE 5. Secrecy rate η versus ϕE and t , when ϕB = 120◦, ϕAN =

ϕB + 2◦ = 122◦, N = 32, ρB = ρE = 1 km, R = 8λ, and P
ρ2
Bσ2 = 5 dB.

−

√
1 − tϒ(1ϕ)ej

2π
λ rn(k) cos(ϕB−φn(k))+ςn(k)ϵ(k)√
N − Nϒ2(1ϕ)

)
×

1
ρ
e−j

2π
λ rn(k) cos(ϕ−φn(k)). (45)

The average and variance of the array factor under the imper-
fect CSI, F†(ρ, ϕ, k), can be expressed as

E[F†(ρ, ϕ, k)] = E
[
ejςn(k)

]
E[F(ρ, ϕ, k)]

=
I1(σ−2

ς )

I0(σ
−2
ς )

E[F(ρ, ϕ, k)], (46)

and

Var[F†(ρ, ϕ, k)] =
1
N
(E[F(ρ, ϕ, k)])2 Var

[
ejςn(k)

]
+ Var[F(ρ, ϕ, k)]

(
E

[
ejςn(k)

])2
+ Var[F(ρ, ϕ, k)]Var

[
ejςn(k)

]
=

(E[F(ρ, ϕ, k)])2

N

(
1 −

( I1(σ−2
ς )

I0(σ
−2
ς )

)2)
+ Var[F(ρ, ϕ, k)], (47)

where F(ρ, ϕ, k) is the array factor with perfect CSI. Because
the original array factor and the phase errors ςn(k)’s are inde-
pendent. By the following formula as E

[
ejςn(k)

]
=

∫ π

−π
ejς ·

fς (e)de =
I1(σ−2

ς )

I0(σ
−2
ς )

and Var
[
ejςn(k)

]
= Var[R[ejςn(k)] +

Var[I[ejςn(k)]] = 1−

(
E

[
ejςn(k)

])2
, we can easily compute
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FIGURE 6. Secrecy rate η versus ϕE and t , when ϕB = 120◦, ϕAN =

ϕB + 1◦ = 121◦, N = 32, ρB = ρE = 1 km, R = 8λ, and P
ρ2
Bσ2 = 5 dB.

(46) and (47) based on the CSI error-free results in (36) and
(37). Correspondingly, with (46) and (47), we can calculate
γB and γE in (38) and (39), by simply replacing the array
factor F(ρ, ϕ, k) into F†(ρ, ϕ, k). As a result, we can derive
the secrecy rate in the presence of the phase estimation error.
In Section VII-F, we will validate our analysis by comparing
it with simulation results and present how the secrecy rate
varies with the loop SNR.

VII. SIMULATION RESULTS
In this section, we evaluate the proposed CB-based PLS with
AN injection through simulation and numerical results. For
the simulation, the carrier frequency is assumed to be 5GHz,
where the wavelength λ is about 0.06m. In addition, the
simulation results are made through 104 random realizations
of the VAA element locations following the 2D uniform
distribution. Furthermore, for comparison, we consider the
CB without the AN injection in [34], [35], and [36]. Also,
we compare our proposed scheme with the conventional
analog beamforming (conventional BF) and the randomized
radiation scheme in [20], both of which exploit the co-located
(or real) antenna array.

A. SECRECY RATE WITH DIFFERENT ANGULAR
LOCATIONS OF EVE
Figs. 3 and 4 show how the secrecy rate η changes with
different angular locations of Eve, ϕE . In the figures, the

FIGURE 7. Secrecy rate η versus t , when ϕB = 120◦, ϕE = ϕAN =

ϕB + 2◦ = 122◦, N = 32, ρB = ρE = 1 km, R = 8λ, and P
ρ2
Bσ2 = 5 dB.

FIGURE 8. Secrecy rate η versus t , when ϕB = 120◦,
ϕE = ϕAN = ϕB + 1◦ = 121◦, N = 32, ρB = ρE = 1 km, R = 8λ, and

P
ρ2
Bσ2 = 5 dB.

horizontal axis indicates ϕE , while the vertical axis corre-
sponds to η. Further, the different colored curves and markers
represent the theoretical and simulation results, respectively,
with different degrees of the AN injection, characterized by
t . It is noted that the results with t = 1 correspond to the
pure CB without AN injection proposed in [34], [35], and
[36]. We first observe that the theoretical results based on
the closed-form expression of the secrecy rate derived in
the previous Section are consistent with the corresponding
simulation results, which validate our analysis.

In addition, as shown in the figures, the secrecy rate of the
original CB without AN injection in [34], [35], and [36] is
low when the angular location of Eve is close to Bob (i.e.,
|ϕE − ϕB| is small). On the other hand, the results with
0 < t < 1 show higher secrecy rate compared to that with
t = 1 (i.e., the CB without AN injection). In addition, for
Eve in close proximity to Bob, the proposed scheme provides
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FIGURE 9. Secrecy rate η versus ϕAN and t , when ϕB = 120◦, ρB = ρE = 1 km, N = 32, R = 8λ, and P
ρ2
Bσ2 = 5 dB.

higher secrecy rate compared to the co-located antenna-based
schemes (i.e., conventional BF and randomized radiation).
Thus, the proposed decentralized AN injection beamformer
can be an effective solution to overcome the limited secrecy
rate caused by Eve located close to Bob. However, when ϕE is
far from ϕB, the original CBwithout AN injection (i.e., t = 1)
outperforms the AN injection beamformer (i.e., 0 < t < 1),
because of the loss in the array factor or power at Bob to create
AN. Therefore, the degree of the AN injection, t , should
be pertinently determined depending on the relative angular
locations of Bob and Eve.

B. DEGREE OF AN INJECTION
In Figs. 5 and 6, we further investigate the impact of the
degree of the AN injection t with different AN injection
angles (i.e., ϕAN = 122◦ and 121◦ for Figs. 5 and 6, respec-
tively). In both figures, we show the secrecy rate η with
the different angular locations of Eve ϕE and the degree of
AN injection t , which correspond to the x-axis and y-axis,
respectively. Also, the two sub-figures in Figs. 5 and 6 cor-
respond to the simulation and theoretical analysis, respec-
tively, which show the identical performances. In the figures,
we observe that the optimal value of t , which corresponds to
the maximum secrecy rate η is subject to the angular location
of Eve ϕE .

As expected, in both Figs. 5 and 6, the secrecy rate η

becomes zero, when Eve is located along the same angle
as Bob (i.e., ϕE = ϕB = 120◦). Also, in Fig. 5, when
ϕE = 122◦, the secrecy rate is maximized with t ≈ 0.8.

Similarly, in Fig. 6, for ϕE = 121◦, the secrecy rate has its
maximum, when t ≈ 0.6. In both figures, we conclude that
the proposed AN injection with pertinent t can provide higher
secrecy rate compared to the CB-based PLS without the AN
injection in [34], [35],and [36], which corresponds to t = 1.

To delve into the impact of t , we plot the cross-sectional
view of Fig. 5 with ϕE = 122◦ and ϕE = 121◦ in
Figs. 7 and 8, respectively. Fig. 7 shows the secrecy rate η

with respect to the value of t at ϕE = ϕAN = 122◦, where
the maximum secrecy rate is achieved when t = 0.79, which
is indicated by the ‘x’-marker in the figure. Similarly, Fig. 8
shows η as a function of t with Eve’s location of ϕE =

ϕAN = 121◦, in which we observe the maximum secrecy
throughput is obtained with t = 0.6. As shown in both
Figs. 7 and 8, there is an optimal value of t that corresponds
to the maximum secrecy rate. However, the optimal values,
indicated by the ‘x’-makers are different in the two figures.
Therefore, as presented in Figs. 5 and 6, the optimal degree
of AN injection t is subject to Eve’s angular location ϕE .

C. ARTIFICIAL NOISE INJECTION ANGLE
In Fig. 9, we consider how the secrecy rate η changes with
the different angular locations of AN injection ϕAN and the
degrees of AN injection t , which are indicated by the hori-
zontal and vertical axes, respectively. Figs. 9(a), (b), and (c)
show the simulation results with ϕE = 121◦, 122◦, and 123◦,
respectively, whereas Figs. 9(d), (e), and (f) are correspond-
ing theoretical results. From the figures, the simulation results
are consistent with the theoretical results.
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FIGURE 10. Optimal t and the corresponding η, when ϕB = 120◦,
ρB = ρE = 1 km, N = 32, R = 8λ, and P

ρ2
Bσ2 = 5 dB.

Also, in the figures, the ‘x’-markers indicate the values
of ϕAN and t that jointly maximize η. We observe that in
all of the figures, the optimal ϕAN is the same as ϕE , which
means that the maximum η can be achieved by injecting AN
towards Eve’s angular location. On the other hand, as ϕAN
becomes more distinct from ϕE , the secrecy rate η decreases.
Thus, assuming ϕAN = ϕE , the optimal value of t and
the corresponding maximum secrecy rate η are shown in
Figs. 10(a) and (b), respectively.

Fig. 10(a) shows the optimal values of t that maximize
the secrecy rate η with the varying ϕAN for given parame-
ters. The maximum secrecy rate with such adjustment of t
corresponds to the optimal secrecy rate in Fig. 10(b). In the
simulation, the optimal t is obtained by exhaustive search
with the step size of 0.01. In other words, the value of t
that provides the maximum secrecy rate η is chosen as the
optimal one. In contrast, the theoretical optimum of t is com-
puted numerically using the derived secrecy rate expression

FIGURE 11. Optimal t and the corresponding η with different number of
nodes N , when ϕB = 120◦, ϕE = ϕAN = ϕB + 1◦ = 121◦, ρB = ρE = 1 km,
R = 8λ, and P

ρ2
Bσ2 = 5 dB.

in (40) through analysis. As shown in the example result in
Figs. 7 and 8, obtaining such best t values is straightforward
through analysis. In Fig. 10, it can be confirmed that when
the location of Eve, which is the same as the AN injection
location (ϕE = ϕAN ), is 122◦ and 121◦, the results are the
same as those in Figs. 7 and 8, respectively. Based on the
high correlation between simulation and theoretical results
observed in Fig. 10, we can conclude that the secrecy rate
expression derived in (40) can be exploited to better oper-
ate the proposed PLS scheme for given system parameters.
As shown in Fig. 10(a), the optimal t increases as the gap
between ϕB and ϕAN = ϕE increases. In other words, a higher
degree of the AN injection is required, when the angular
locations of Bob and Eve are closer.

D. NUMBER OF VAA ELEMENTS
In Fig. 11, we investigate the impact of the number of the
VAA elements N on the optimal t and η. As in the inves-
tigation on ϕAN in Fig. 10, we compare the simulation and
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FIGURE 12. Optimal t and the corresponding η with different VAA sizes
R, when ϕB = 120◦, ϕE = ϕAN = ϕB + 1◦ = 121◦, ρB = ρE = 1 km, N = 32,
and P

ρ2
Bσ2 = 5 dB.

theoretical results with different N , which are obtained by
exhaustive search and analytical expression in (40). Fig. 11(a)
shows the value of t that maximizes the secrecy rate η for
the given number of nodes, whereas Fig. 11(b) shows the
corresponding optimal (i.e., maximum) secrecy rate η for
each number of nodes. In Fig. 11(b), for the conventional
CB beamformer without the AN injection (i.e., t = 1) in
[34], [35], and [36], the number of the VAA elements gives
a little impact on the secrecy rate. However, the proposed
scheme provides the different optimal secrecy throughput
with respect to N , which increases with N . In addition,
Fig. 11(a) demonstrates that the optimal t decreases as N
rises.

E. VAA SIZE
The size of the VAA, which is characterized by its radius R,
affects the secrecy throughput η. Figs. 12(a) and (b) show the
optimal degree of the AN injection t and the corresponding
secrecy rate η, respectively. In Fig. 12(a), we observe that

FIGURE 13. Secrecy rate η with the imperfect CSI versus loop SNR γL,
when ϕB = 120◦, ϕE = ϕAN = ϕB + 2◦ = 122◦, N = 32, ρB = ρE = 1 km,
R = 8λ, t ∈ {0.1, 0.5, 0.8, 1}, and P

ρ2
Bσ2 = 5 dB.

FIGURE 14. Secrecy rate η with the imperfect CSI versus loop SNR γL,
when ϕB = 120◦, ϕE = ϕAN = ϕB + 1◦ = 121◦, N = 32, ρB = ρE = 1 km,
R = 8λ, t ∈ {0.1, 0.4, 0.6, 1}, and P

ρ2
Bσ2 = 5 dB.

the optimal t increases, as R grows. Further, in Fig. 12(b),
with larger R, η increases for both proposed scheme and CB
without the AN injection, because of the larger effective aper-
ture size. However, the proposed scheme provides better η,
as compared to the conventional CBwithout the AN injection
(i.e., t = 1).

F. IMPERFECT CSI
Figs. 13 and 14 show the performance degradation caused by
the CSI error η with ϕE = ϕAN = 122◦ and ϕE = ϕAN =

121◦, respectively. In the figures, the vertical axis indicates
the secrecy rate η, whereas the horizontal axis represents
the loop SNR γL in decibel (dB) scale. As discussed in
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Section VI, the phase synchronization error increases as the
loop SNR γL decreases. In both figures, we observe that the
simulation results are consistent with the theoretical results,
which validate our analysis in Section VI. In Fig. 13, with
any γL , the proposed scheme with proper AN injection (i.e.,
t = 0.5, 0.8) still outperforms the conventional CB-based
PLS without the AN injection (i.e., t = 1). Comparing the
results in Figs. 13 and 14, the proposed scheme can be more
effective, when the angular location of Eve, ϕE , is closer
to that of Bob, ϕB. Moreover, in both figures, regardless
of any value of the degree of the AN injection t , as the
loop SNR is low, the secrecy rate is significantly decreased
compared to the perfect CSI case. On the other hand, when
the loop SNR is greater than or equal to 25dB, the secrecy
rate performance is almost the same as the error-free results.
Therefore, we can conclude that achieving accurate CSI is of
paramount importance.

VIII. CONCLUSION
In this paper, we have proposed a CB-based PLS scheme
with AN injection, which can be realized in a fully distributed
manner by using statistical information of the array factor of
VAA. The proposed scheme can be a desirable solution for
themassive IoT networks with hardware limitations to protect
against eavesdropping attacks, when Eve is in close proximity
to Bob. In such a case, while the conventional CB-based PLS
reveals high vulnerability, our proposed scheme can provide
vastly higher secrecy rate by adjusting the degree of the AN
injection. We have derived the closed-form expression for
the secrecy rate of our proposed scheme in both the absence
and presence of the CSI error, which has been confirmed
by comparing it with simulation results. Further, we have
investigated the impacts of various system parameters such
as the number of VAA elements and the size of VAA on
the secrecy rate, which provides insights for designing and
operating the CB-based PLS systems with the AN injection.
Simulation results have indicated that our proposed scheme
with the optimized AN injection can provide a performance
improvement of up to two times compared to the conventional
CB-based PLS schemes, which corresponds to t = 1. More-
over, such performance gain increases as the angular location
of Eve becomes closer to that of Bob, which corresponds to
the most vulnerable situation of the conventional CB-based
PLS algorithms.

APPENDIX: PROOF OF LEMMA 2
From (33), the variance of the array factor is expressed as

Var[F(ρ, ϕ, k)]

= PVar
[ N∑
n=1

(c14n(k) + c23n(k))
]

= P
[

Var[
N∑
n=1

c14n(k)] + Var[
N∑
n=1

c23n(k)]

+ 2Cov[
N∑
n=1

c14n(k),
N∑
n=1

c23n(k)]

= P
[

Var[R{

N∑
n=1

c14n(k)}] + Var[I{

N∑
n=1

c14n(k)}]

+ Var[R{

N∑
n=1

c23n(k)}] + Var[I{

N∑
n=1

c23n(k)}]

+ 2Cov[R{

N∑
n=1

c14n(k)},R{

N∑
n=1

c23n(k)}]

+ 2Cov[I{

N∑
n=1

c14n(k)}, I{

N∑
n=1

c23n(k)}]

+ 2Cov[R{

N∑
n=1

c14n(k)}, I{

N∑
n=1

c23n(k)}]

+ 2Cov[I{

N∑
n=1

c14n(k)},R{

N∑
n=1

c23n(k)}]
]
. (48)

It is noted that the variances of c1 and c2 become

Var[c1] =
(1 − t)ϒ2(1ϕ)

ρ2(N − Nϒ2(1ϕ))
, (49)

Var[c2] =
1 − t

ρ2(N − Nϒ2(1ϕ))
, (50)

respectively. Moreover, Var[4n(k)] and Var[3n(k)] can be
obtained as

Var[4n(k)] = Var[R{4n(k)}] + Var[I{4n(k)}]

=

∫ 1

−1

[
cos2

(
4πR
λ

sin
(

ϕB − ϕ

2

)
x
)

+ sin2
(
4πR
λ

sin
(

ϕB − ϕ

2

)
x
) ]

fûn(k)(u)du

− (E[R{4n(k)}])2 − (E[I{4n(k)}])2

= 1 − ϒ2(ϕB − ϕ), (51)

Var[3n(k)] = Var[R{3n(k)}] + Var[I{3n(k)}]

= 1 − ϒ2(ϕAN − ϕ), (52)

respectively. Now, we consider each term in (48) as follows:

Var
[
R{

N∑
n=1

c14n(k)}
]

= Var
[ N∑
n=1

cR14Rn(k) +

N∑
n=1

cI14In(k)
]

= Var[
N∑
n=1

cR14Rn(k)] + Var[
N∑
n=1

cI14In(k)]

+ 2Cov[
N∑
n=1

cR14Rn(k),
N∑
n=1

cI14In(k)], (53)

where cR1 = R{c1}, cI1 = I{c1}, 4Rn(k) = R{4n(k)}, and
4In(k) = I{4n(k)}. In (53), we have

Var[
N∑
n=1

cR14Rn(k)] = E[cR1]2 Var[
N∑
n=1

4Rn(k)]
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+ E[
N∑
n=1

4Rn(k)]2 Var[cR1]

+ Var[cR1]Var[
N∑
n=1

4Rn(k)], (54)

Var[
N∑
n=1

cI14In(k)] = E[cI1]2 Var[
N∑
n=1

4In(k)]

+ E[
N∑
n=1

4In(k)]2 Var[cI1]

+ Var[cI1]Var[
N∑
n=1

4In(k)]. (55)

Because (E[cR1])2 = (E[cI1])2 =
1
2 (E[c1])

2 and Var[cR1] =

Var[cI1] =
1
2 Var[c1], the sum of (54) and (55), which are

present in (53), is simplified as

Var[
N∑
n=1

cR14Rn(k)] + Var[
N∑
n=1

cI14In(k)]

=
1
2

E[c1]2 Var[
N∑
n=1

4n(k)] +
1
2

Var[c1]E[
N∑
n=1

4n(k)]2

+
1
2

Var[c1]Var[
N∑
n=1

4n(k)]

= N
( t
2ρ2N

(1 − ϒ2(ϕB − ϕ))
)

+ N 2
( (1 − t)ϒ2(1ϕ)
2ρ2(N − Nϒ2(1ϕ))

ϒ2(ϕB − ϕ)
)

+ N
( (1 − t)ϒ2(1ϕ)
2ρ2(N − Nϒ2(1ϕ))

(1 − ϒ2(ϕB − ϕ))
)
. (56)

On the other hand, the covariance term in (53) is decomposed
as

Cov[
N∑
n=1

cR14Rn(k),
N∑
n=1

cI14In(k)]

= E
[ N∑
n=1

cR14Rn(k)
N∑
n=1

cI14In(k)
]

− E
[ N∑
n=1

cR14Rn(k)
]

E
[ N∑
n=1

cI14In(k)
]

= E[cR1]E[cI1]
(

E
[ N∑
n=1

4Rn(k)
N∑
n=1

4In(k)
]

− E
[ N∑
n=1

4Rn(k)
]

E
[ N∑
n=1

4In(k)
])

=
t

2ρ2N

(
E

[ N∑
n=1

4Rn(k)
N∑
n=1

4In(k)
]

− E
[ N∑
n=1

4Rn(k)
]

E
[ N∑
n=1

4In(k)
])

. (57)

For simplicity, we define four variables as AR =

R{
∑N

n=1 4n(k)}, AI = I{
∑N

n=1 4n(k)}, BR =

R{
∑N

n=1 3n(k)}, and BI = I{
∑N

n=1 3n(k)}. Accordingly,
we need to compute E[ARAI ] − E[AR]E[AI ]. First,
E[ARAI ] is expressed as

E
[
ARAI

]
= E

[
N∑
n=1

cos
(
αûn(k)

)
sin

(
αûn(k)

)]

+ E

 N∑
n=1

N∑
i=1
i̸=n

cos
(
αûn(k)

)
sin

(
αûi(k)

)
=

N∑
n=1

E
[
cos

(
αûn(k)

)
sin

(
αûn(k)

)]
+

N∑
n=1

N∑
i=1
i̸=n

E
[
cos

(
αûn(k)

)]
E

[
sin

(
αûn(k)

)]
= N E

[
cos

(
αûn(k)

)
sin

(
αûn(k)

)]
+ N (N − 1)E

[
cos

(
αûn(k)

)]
E

[
sin

(
αûn(k)

)]
= N E

[
cos

(
αûn(k)

)
sin

(
αûn(k)

)]
=
N
2

E
[
sin(2αûn(k))

]
= 0. (58)

Then, we can obtain

E
[
AR

]
E

[
AI

]
= N 2 E

[
cos

(
αûn(k)

)]
E

[
sin

(
αûn(k)

)]
= 0. (59)

Consequently, the covariance is

Cov[
N∑
n=1

cR14Rn(k),
N∑
n=1

cI14In(k)] = 0. (60)

In accordance with (56) to (60),

Var
[
R{

N∑
n=1

c14n(k)}
]

=

= N
( t
2ρ2N

(1 − ϒ2(ϕB − ϕ))
)

+ N 2
( (1 − t)ϒ2(1ϕ)
2ρ2(N − Nϒ2(1ϕ))

ϒ2(ϕB − ϕ)
)

+ N
( (1 − t)ϒ2(1ϕ)
2ρ2(N − Nϒ2(1ϕ))

(1 − ϒ2(ϕB − ϕ))
)
.

(61)

The following equation is derived using the method of (54)
to (60):

Var
[
I{

N∑
n=1

c14n(k)}
]

=

= N
( t
2ρ2N

(1 − ϒ2(ϕB − ϕ))
)
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+ N 2
( (1 − t)ϒ2(1ϕ)
2ρ2(N − Nϒ2(1ϕ))

ϒ2(ϕB − ϕ)
)

+ N
( (1 − t)ϒ2(1ϕ)
2ρ2(N − Nϒ2(1ϕ))

(1 − ϒ2(ϕB − ϕ))
)
.

(62)

As in (61) and (62), we obtain

Var
[ N∑
n=1

c14n(k)
]

= Var
[
R{

N∑
n=1

c14n(k)}
]

+ Var
[
I{

N∑
n=1

c14n(k)}
]

= N
( t
ρ2N

(1 − ϒ2(ϕB − ϕ))
)

+ N 2
( (1 − t)ϒ2(1ϕ)
ρ2(N − Nϒ2(1ϕ))

ϒ2(ϕB − ϕ)
)

+ N
( (1 − t)ϒ2(1ϕ)
ρ2(N − Nϒ2(1ϕ))

(1 − ϒ2(ϕB − ϕ))
)
. (63)

Likewise, the following equation can be derived by using (54)
to (62):

Var
[ N∑
n=1

c23n(k)
]

= N 2
( (1 − t)ϒ2(ϕAN − ϕ)

ρ2(N − Nϒ2(1ϕ))

)
+ N

( (1 − t)(1 − ϒ2(ϕAN − ϕ))
ρ2(N − Nϒ2(1ϕ))

)
,

(64)

where E[c2] = 0 and the covariance of Var
[ ∑N

n=1 c23n(k)
]

is zero.
From (48), the following term can be expressed as

Cov[R{

N∑
n=1

c14n(k)},R{

N∑
n=1

c23n(k)}]

= E[cR1cR2AR BR] + E[cR1cI2AR BI ]
+ E[cI1cR2AI BR] + E[cI1cI2AI BI ]
− E[cR1AR]E[cR2 BR] − E[cR1AR]E[cI2 BI ]
− E[cI1AI ]E[cR2 BR] − E[cI1AI ]E[cI2 BI ]

= E[cR1cR2AR BR] + E[cR1cI2AR BI ]
+ E[cI1cR2AI BR] + E[cI1cI2AI BI ]. (65)

Let α =
4π
λ sin(ϕB−ϕ

2 ) and β =
4π
λ sin(ϕAN−ϕ

2 ).

Then, because c1 =

√
t

ρ
√
N

−

√
1−tϒ(1ϕ)ϵ(k)

ρ
√
N−Nϒ2(1ϕ)

and c2 =

√
1−tϵ(k)

ρ
√
N−Nϒ2(1ϕ)

, we can obtain E[cR1cR2] = E[cI1cI2] =

E[cI1cR2] = E[cR1cI2] =
1
4 E[c1c2] = −

(1−t)ϒ(1ϕ)
4ρ2(N−Nϒ2(1ϕ))

.
Thus,

E[cR1cR2AR BR] + E[cI1cI2AI BI ]

= E[cR1cR2]E

[
N∑
n=1

cos
(
αûn(k)

)
cos

(
βǔn(k)

)]

+ E[cR1cR2]E

 N∑
n=1

N∑
i=1
i̸=n

cos
(
αûn(k)

)
cos

(
βǔi(k)

)
+ E[cI1cI2]E

[
N∑
n=1

sin
(
αûn(k)

)
sin

(
βǔn(k)

)]

+ E[cI1cI2]E

 N∑
n=1

N∑
i=1
i̸=n

sin
(
αûn(k)

)
sin

(
βǔi(k)

)
=

1
2

E[AB]
N∑
n=1

E
[
cos

(
αûn(k) − βǔn(k)

)]
+

1
2

E[AB]
N∑
n=1

N∑
i=1
i̸=n

E
[
cos

(
αûn(k)

)]
E

[
cos

(
βǔi(k)

)]

+
1
2

E[AB]
N∑
n=1

N∑
i=1
i̸=n

E
[
sin

(
αûn(k)

)]
E

[
sin

(
βǔi(k)

)]

=
1
2

E[AB]N E
[
cos

(
4π
λ
un(k) sin(

ϕB − ϕAN

2
)
)]

+
1
2

E[AB]N (N − 1) (E[4n(k)]E[3n(k)])

=
1
2

E[AB]N
(

E
[
cos

(
4π
λ
un(k) sin(

ϕB − ϕAN

2
)
)]

+ (N − 1)E[4n(k)]E[3n(k)]
)

= −
(1 − t)ϒ(1ϕ)N

4ρ2(N − Nϒ2(1ϕ))

(
ϒ(1ϕ)

+ (N − 1)ϒ(ϕB − ϕ)ϒ(ϕAN − ϕ)
)
. (66)

Also, E[cR1cI2AR BI ]+ E[cI1cR2AI BR] can be rewritten
as

E[cR1cI2AR BI ] + E[cI1cR2AI BR]

=
1
2

E[AB]E

[
N∑
n=1

cos
(
αûn(k)

)
sin

(
βǔn(k)

)]

+
1
2

E[AB]E

 N∑
n=1

N∑
i=1
i̸=n

cos
(
αûn(k)

)
sin

(
βǔi(k)

)
+

1
2

E[AB]E

[
N∑
n=1

sin
(
αûn(k)

)
cos

(
βǔn(k)

)]

+
1
2

E[AB]E

 N∑
n=1

N∑
i=1
i̸=n

sin
(
αûn(k)

)
cos

(
βǔi(k)

)
=

1
2

E[AB]
N∑
n=1

E
[
sin

(
αûn(k) + βǔn(k)

)]
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+
1
2

E[AB]
N∑
n=1

N∑
i=1
i̸=n

E[cos
(
αûn(k)

)
]E[sin

(
βǔi(k)

)
]

+
1
2

E[AB]
N∑
n=1

N∑
i=1
i̸=n

E[sin
(
αûn(k)

)
]E[cos

(
βǔi(k)

)
]

= 0. (67)

Thus, (65) is simplified as

Cov[R{

N∑
n=1

c14n(k)},R{

N∑
n=1

c23n(k)}]

=
(t − 1)ϒ(1ϕ)N

4ρ2(N − Nϒ2(1ϕ))

(
ϒ(1ϕ)

+ (N − 1)ϒ(ϕB − ϕ)ϒ(ϕAN − ϕ)
)
. (68)

As we have derived (65), the following covariance can be
simplified as

Cov[R{

N∑
n=1

c14n(k)},R{

N∑
n=1

c23n(k)}]

= Cov[I{

N∑
n=1

c14n(k)}, I{

N∑
n=1

c23n(k)}]

= Cov[R{

N∑
n=1

c14n(k)}, I{

N∑
n=1

c23n(k)}]

= Cov[I{

N∑
n=1

c14n(k)},R{

N∑
n=1

c23n(k)}]

= −
(1 − t)ϒ(1ϕ)N

4ρ2(N − Nϒ2(1ϕ))

(
ϒ(1ϕ)

+ (N − 1)ϒ(ϕB − ϕ)ϒ(ϕAN − ϕ)
)
. (69)

Therefore, by using (63), (64) and (69), we can express (48)
as

Var[F(ρ, ϕ, k)]

= P
[

Var[R{

N∑
n=1

c14n(k)}] + Var[I{

N∑
n=1

c14n(k)}]

+ Var[R{

N∑
n=1

c23n(k)}] + Var[I{

N∑
n=1

c23n(k)}]

+ 2Cov[R{

N∑
n=1

c14n(k)},R{

N∑
n=1

c23n(k)}]

+ 2Cov[I{

N∑
n=1

c14n(k)}, I{

N∑
n=1

c23n(k)}]

+ 2Cov[R{

N∑
n=1

c14n(k)}, I{

N∑
n=1

c23n(k)}]

+ 2Cov[I{

N∑
n=1

c14n(k)},R{

N∑
n=1

c23n(k)}]
]

= P
[
N

( t
ρ2N

(1 − ϒ2(ϕB − ϕ))
)

+ N 2
( (1 − t)ϒ2(1ϕ)
ρ2(N − Nϒ2(1ϕ))

ϒ2(ϕB − ϕ)
)

+ N
( (1 − t)ϒ2(1ϕ)
ρ2(N − Nϒ2(1ϕ))

(1 − ϒ2(ϕB − ϕ))
)

+ N 2
( (1 − t)ϒ2(ϕAN − ϕ)

ρ2(N − Nϒ2(1ϕ))

)
+ N

( (1 − t)(1 − ϒ2(ϕAN − ϕ))
ρ2(N − Nϒ2(1ϕ))

)
− 2

(1 − t)ϒ(1ϕ)
ρ2(N − Nϒ2(1ϕ))

(
Nϒ(1ϕ)

+ N (N − 1)ϒ(ϕB − ϕ)ϒ(ϕAN − ϕ)
)]

= P
[( t

ρ2 (1 − ϒ2(ϕB − ϕ))
)

+
1 − t

ρ2(1 − ϒ2(1ϕ))

(
Nϒ2(1ϕ)ϒ2(ϕB − ϕ)

+ ϒ2(1ϕ)(1 − ϒ2(ϕB − ϕ)) + Nϒ2(ϕAN − ϕ)

+ (1 − ϒ2(ϕAN − ϕ))
)

− 2
(1 − t)ϒ(1ϕ)

ρ2(1 − ϒ2(1ϕ))

(
ϒ(1ϕ)

+ (N − 1)ϒ(ϕB − ϕ)ϒ(ϕAN − ϕ)
)]

. (70)

Finally, we obtain (37) in Lemma 2.
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