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ABSTRACT Image transmission is happening more frequently in this era of technologically sophisticated
digital information. Additionally, more individuals are becoming aware of its importance. In order to secure
images, many academics are participating in research, which is advantageous for guaranteeing data security.
In order to strengthen the security of images during transmission, we have investigated new encryption
algorithms to guarantee this. First, a current representing the Lorenz chaotic system is introduced into the
neuron model. The neuron model generates sequences after receiving the current signal. The next move
is made as the current shifts depending on whether the resulting sequences are chaotic or not. If so, the
subsequent operation is carried out; otherwise, the current is altered until chaotic sequences are produced.
Second, a global scrambling with de-duplication technique is used to scramble the image using the resulting
chaotic sequences. To complete the dislocation effect, the Latin square is used to dislocate the image after
the initial dislocation. Fourth, the image that has been scrambled is subjected to two rounds of additive mode
diffusion. They are diffusion in the forward additive mode and diffusion in the inverse additive mode. Lastly,
to improve the diffusion effect, the image is diffused in the finite domain. Eventually, the encrypted image
is obtained. After evaluation tests and comparison with related literature, it can be found that the algorithm
of this study has certain advantages. Also, the resistance to attack is good. It can protect the security of the
image.

INDEX TERMS Image encryption, Lorenz system, Hodgkin-Huxley model, Latin square.

I. INTRODUCTION
The development of technology has facilitated the advance-
ment of life quality [1]. High-tech electrical products are
gradually becoming more prevalent in everyday life. The fre-
quent use of intelligent devices is a notable performance [2].
As technology advances, electronic data are increasingly
the preferred form of communication with partners. The
study of data security is particularly crucial in this situation
of constant information exchange [3]. The security of the
images, in addition to the data, is crucial to the transmission
process [4]. Therefore, it follows that the study of network
security is also related to the security of images. Because
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of the limitations of data transmission technologies at the
beginning of technological development, image encryption
was not widely used [5]. Additionally, digital communication
did not gain much popularity. These caused the importance
of image encryption not to be adequately portrayed. As the
information era has progressed, it appears that user-to-user
communication can no longer be fully satisfied by straight-
forward data exchange [6]. Images appear to be better able to
convey the feelings that users want to express and to convey
more information. In this instance, visual communication
between consumers is becoming more common. Users may
not care whether image information is shared in some circum-
stances [7]. It is clear from various perspectives in life that
the exposure of information would harm the users’ privacy.
For instance, patient-related data, which contain personal data
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about the patient and any associated medical issues, is data
that relates to patients. Nobody wants other people to learn
about their trouble areas [8]. In biometric images, it is mainly
used for facial fingerprints and irises, which are used for
smartphone payments, ticket entry and so on. Sharing daily
life with friends is a regular occurrence for people. Unscrupu-
lous individuals may use it in the incorrect locations if they
know this. The safety will be in danger if someone learns
about the trip and tries to do a harm [9]. The military’s worth
is considerably evident. The national capital has anything to
do with a nation’s military secrets. The negative impact of
leakage is likewise impossible to calculate [10]. Thus, the
topic of image information security research is never out of
date.

Image encryption has made extensive use of chaos
encryption. The main reason is that some characteris-
tics of chaotic systems can be applied to encrypt the
image which can ensure the security of images. Besides,
Chai et al. [11] found that there are two categories of digital
images’ chaotic-based encryption systems. The one is low-
dimensional systems. A typical representative of this type is
the one-dimensional mapping. The other is high-dimensional
systems. It mainly including hyperchaotic systems. When
using, the low-dimensional chaotic mapping is more widely
used. This is due to its simple structure and ease of use. How-
ever, it also has the problem of small key space that makes
it low security [12]. In [13], it utilizes the Knuth-Durstenfeld
algorithm to encrypt digital images using a chaotic system
of hidden attractors. Because of the hidden attractor, the
attraction basin does not intersect any small neighborhood
of the equilibrium. It is hard for an attacker to make the
attractor in balance if it is reconstructed. The scheme uses
DNA sequence operations for diffusing image pixel values
and has good encryption performance. In [14], Hu and Li
designed a system. The system constructed on a certain unit
transformation. It combined two one-dimensional chaos sys-
tems to get better performance. But The randomness of this
system does not enable. Until today, researchers have not
stopped studying chaotic image encryption.

Image encryption is also used in other fields where related
technologies are used. A complex network is a good example.
In [15], it proposed a system that researched fractional-order
discrete Hopfield neural network and its dynamic behavior
and synchronization to apply in image encryption. In [16],
it used periodic self-triggered impulsive sampling to make
neural networks into a state of chaotic synchronization and
apply it in image encryption. In [17], the delaying time of
Markovian jumping is discussed. The bidirectional associa-
tive memory neural networks are discussed, too. Synchro-
nization criteria as well as their applications in image also
cannot be ignored. In [18], it designed an impulsive syn-
chronization by using coupled delayed neural networks and
actuator saturation and used it to encrypt the image. In [19],
it uses periodic self-triggered intermittent sampled-data con-
trol to investigates the exponential synchronization issue. The

synchronization issue is based on time-varying multi-weights
network with time delays. And this paper applies it in image
encryption. To a large extent, applying research in these other
fields to image encryption provides new ideas for image
information assurance.

On the other hand, research on image encryption com-
bined with deep learning has also seen some. He et al. [20]
achieved good results by using the network structure of long
short-term memory (LSTM) for image dislocation. Though
they didn’t use the learning function of deep learning in
diffusion stage. The result of the experiment was tested that
has good resistance. Sangiorgio furtherly verified that using
LSTM to predict chaotic time series gives good results and
achieves good robustness [21]. This kind of technical tools
are also not yet developed enough. But it has encouraged
additional image encryption researchers to join it.

Aside from traditional chaotic digital encryption methods,
neuronmodels have alsomade some research results in image
encryption. Xu and Chen [22] use Hopfield neural network
applying in optical image encrypted. To generate chaotic
sequences and chaotic random phase masks, the algorithm
employs a Hopfield neural network. Initially, the initial image
is decomposed into subsignals by a wavelet packet trans-
form and after the scrambling, the adaptive classification is
performed on the subsignals again. And the subsignals are
divided into two categories. The dual random phase coding
encoded in the 4F system [23]. What’s more, the Fresnel
region is implemented on the two layers. Using their stan-
dard deviations, the subsignals are transformed differently
to ensure information security. In [24], it uses BP neural
network to compress and encrypt images. Xu and Chen [25]
proposed a remote sensing image encryption way which was
based on chaotic neurons and tent mapping. In this method,
it used the hash value of the plaintext image to generate the
initial key. As an example, the research uses GF-2 multi-
spectral image. And the experiment was carried out in the
actual site. It has good application value. The neuron model
has good application prospects. It is convenient to be built on
Field ProgrammableGateArray. Neuron application to image
encryption has not been studied much. It still has places that
can be mined.

The Lorenz chaos system is classical in image encryption
and has excellent chaotic properties [26]. The HH model
is a biological model. It has been used in text encryp-
tion, showing a good effect [27]. Nevertheless, it has never
been used to encrypt images. In the traditional method,
the Lorenz system is used in image encryption to generate
direct chaotic sequences and perform other operations on the
image [28]. In this paper, in the first permutation process,
chaotic sequences are generated. Before confusion, a de-
duplication operation is performed on the generated chaotic
sequences, which can ensure the non-duplication of chaotic
sequences. The image is transformed into a one-dimensional
vector and performs a first-tail permutation operation. This
approach gives the effect of non-repetition to a certain
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extent, thus achieving the purpose of global dislocation. The
SHA-256 algorithm is used in the second scrambling stage to
construct the orthogonal Latin square to encrypt the image.
This method uses keys more resistant to attacks and con-
structs a more complex Latin square. In the diffusion phase,
in addition to the additive modulo-diffusion algorithm, finite
fields are also used in it. The finite domain is a piece of very
important knowledge in the field of information security. The
concept of domain is a generalization of the number field
and the quadratic operations. Its importance can be imagined.
Using finite domain can achieve a better diffusion effect.
A combination of these methods is used in this paper, which
possesses some innovation. After some relative evaluation
tests, it shows that the improvement of each technology
makes the total encryption effect, and it also presents well.

II. PRELIMINARIES
A. LORENZ SYSTEM
The Lorenz system [29] was obtained in 1963 by the Ameri-
can scientist Lorenz during his research on weather forecast-
ing by three-dimensional reduction of the Rayleigh-Bernard
thermal convection problem for infinite-dimensional dynam-
ical systems. Lorenz chaos mapping is a three-dimensional
dynamical system that generates chaotic flows. Lorenz oscil-
lators are a kind of attractor known for their double-new line
shape. The equation of the Lorenz system is shown as Eq (1):

dx
dt = σ (y− x)
dy
dt = αx−zx − y
dz
dt = xy− βz

(1)

when the parameters σ = 10, α = 28, β = 8/3, the initial values
are [1,1,1]. The phase space diagrams of the system are shown
as Fig. 1:

FIGURE 1. The projections of Lorenz attractor. (a) x-y plane. (b) x-z plane.
(c) y-z plane.

B. HODGKIN-HUXLEY MODEL
The Hodgkin-Huxley model (HHmodel) is a model applying
in computational neuroscience. It is the closest mold to the
biological reality [30]. The electrical activity of neuronal
which is at the ionic level is described. Ion channels are
found in the membrane of neuronal cells including sodium
and potassium. Besides there are also leaky channels. This
kind of channels can control a few inorganic salt ions. The
ability of ions to flow through the channel depends on the
gating protein. This property is the selective permeability of
the cell membrane. It is this property that allows neurons to

generate abundant electrical activity. The ability of ions to
flow through the channel depends on the gating protein. This
property is the selective permeability of the cell membrane.
It is this property that allows neurons to generate abundant
electrical activity. Mathematically, the effect of ion channel
conductance is the same as the binding of gating proteins.
This has an effect on the state of the ion channel. The HH
model can be equated the cell membrane as a circuit diagram
which is shown as Fig. 2:

FIGURE 2. HH model equivalent circuit diagram.

This model can be expressed using a fourth-order differen-
tial equation as follows:

dV
dt =

1
CM

(I − ḡNam3h(V − VNa)

−ḡKn4(V − Vk ) − ḡl(V − Vl))
dm
dt = αm(1 − m) − βmm
dh
dt = αh(1 − h) − βhh
dn
dt = α(1 − n) − βnn

(2)

where V is the transmembrane voltage; M is the activation
variable of sodium ion; h is the inhibition variable of sodium
ion; n is the activation variable of potassium ion; I is exter-
nal stimulus current; VNa denotes equilibrium potential of
sodium ion.VK and Vl denote equilibrium potential of potas-
sium ion and equilibrium potential of leakage ion respec-
tively; ḡNa, ḡK and ḡl represent the maximum conductivity
of sodium ion channel, potassium ion channel and leakage
ion channel, respectively.αm,βm,αh,βh,αn and βn are derived
from experimental data. They can be described as follows:

αm(V ) =
ᾱm(V − V̄m)

1 − exp[−(V − V̄m)/Kαm ]
(3)

βm(V ) = β̄m exp(−V/Kβm ) (4)

αh(V ) = ᾱm exp(−V/Kαh ) (5)

βh(V ) =
β̄

1 + exp[−(V − V̄h)/Kβh ]
(6)

αn(V ) =
ᾱn(V − V̄ )

1 − exp[−(V − V̄n)/Kαn ]
(7)
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βn(V ) = β̄n exp(−V/Kβn ) (8)

The study of chaos in this model can be approached from
two aspects. On the one hand, the effect of external chaotic
signals on the HH model can be studied. On the other hand,
the chaotic nature of the HH model can be investigated by
introducing periodic current stimuli. The chaotic sequence
generated by Lorenz system is used as the current input into
the HH model in this paper.

C. ORTHOGONAL LATIN SQUARE
There is a global game called Sudoku derived from the Latin
square. A Latin square is an n × n square in which there
are exactly n different elements. And each element appears
only once in the same row or column [31]. The term Latin
square comes from the Swiss mathematician and physicist
Euler. He used Latin alphabet as a symbol for the elements
in a Latin square. A common four-dimensional Latin square
and a common five-dimensional Latin square are shown as
Fig. 3 respectively:

FIGURE 3. (a) is a 4×4 Latin square. (b) is a 5×5 Latin square.

Two Latin squares which have the same placement can
combine into a tuple and combined into a new matrix. When
every element in this new matrix is unique, the sum of Latin
squares is orthogonal to each other. In this case, the sum
is a pair of orthogonal Latin squares. If the order is fixed,
orthogonal Latin square family is made up of a set of all two
orthogonal Latin squares. When n is 3, if there are two Latin
squares A1 and A2, they can form an orthogonal Latin square
A3. The process is shown as Fig. 4:

FIGURE 4. Construct a 3×3 orthogonal Latin square. (a) is A1. (b) is A2.
(c) is A3.

There are various methods to despeckle the image with
the research of encryption algorithms. Some common desar-

rangement methods are row desarrangement, column desar-
rangement, fractal desarrangement, etc. These strategies have
been used to encrypt images. In this paper, it uses such
methods for the second scrambling of the image. The speed of
image scrambling using orthogonal Latin square is very fast
[32]. This gives good security to the image during transmis-
sion.

D. ADDITIVE MODE DIFFUSION ALGORITHM
The additive mode diffusion algorithm is a diffusion algo-
rithm that is widely used in image encryption [33]. There
are two algorithm processes: forward encryption and reverse
encryption. Unlike ordinary calculations, the calculation of
pixel values in images cannot be done only according to
arithmetic values, as it cannot be displayed if the pixel value
exceeds 256. For this reason, the calculated pixel value is also
modulo 256 to ensure that the pixel value can be displayed
properly. The positive process is from i to MN, and its calcu-
lation expression is as follows:

Ci = (Ci−1 + Si + Pi) mod 256 (9)

The positive process reduction equation is as follows:

Pi = (2 × 256 + Ci − Ci−1 − Si) mod 256 (10)

The negative process is from MN to 1, the formula is as
follows:

Ci = (Ci+1 + Si + Pi) mod 256 (11)

The inverse process reduction equation is as follows:

Pi = (2 × 256 + Ci − Ci+1 − Si) mod 256 (12)

where C represents the cipher text cipher, P represents the
plain text image, and S is the pseudo-random number vector.

E. FINITE FIELD
In cryptography, a finite field is an important domain. Its
representation is GF(p), where p is a prime number. The
modulo operation is the computational algorithm it implies.
It’s also a finite collection of integers. This paper’s diffusion
is based on finite fields GF (257). GF (257)= {0, 1, . . . , 256}.
In the multiplication operation,0 in easily gives loss of infor-
mation. Therefore, a better approach is to eliminate 0 before
performing the calculation. So, in the text the remaining
255 elements are used. This diffusion of finite fields allows to
diffuse all the pixel points at any position of the image. The
two-dimensional image matrix of the image is reshaped into
a one-dimensional vector in rows or columns, defined as P.
C and S are the cipher vectors. As for the forward diffusion
algorithm, i is from 1 to MN, and its inverse operation is
shown in Eq. (13) and Eq. (14):

Ci = Ci−1 × Si × Pi (13)

Pi = Ci ÷ Ci−1 ÷ Si (14)

where M is the number of rows in the matrix and N is
the number of columns in the matrix. The reverse diffusion
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algorithm is i from MN to 1, and its inverse operation are
shown in Eq. (15) and Eq. (16), respectively:

Ci = Ci+1 × Si × Pi (15)

Pi = Ci ÷ Ci+1 ÷ Si (16)

The multiplication used above is satisfied with finite field.
The division used above is also satisfied with finite field. It is
used in the diffusion phase of this paper.

III. PROPOSED STRATEGIES
A. ENCRYPTION PROCESS
This research uses Lorenz system, Hodgkin-Huxley model,
orthogonal Latin square additive mode diffusion, and finite
field to realize an image encryption algorithm. The encryp-
tion process is described as follows:

Step1: The Lorenz system generates a chaotic sequence
and inputs it to the HH model in the form of current. The
effects of external chaotic signals on the firing patterns of
Hodgkin-Huxley neurons were studied by Lorenz system
simulation and injected into neurons in the form of electric
current. Introducing external chaotic signals. The expression
of the HH model is as follows:

CM
dV
dt

+ gNam
3h(V − VNa)

+ gKn
4(V − VK ) + gl(V − Vl) = Ichaos (17)

where Ichaos = x(t) is the chaos current.
Step2: The HH model discharges and judges whether the

HH model has entered a chaotic state by observing the value
of the Lyapunov exponent. If the conditions are met, proceed
to the next step. Otherwise, continue to discharge. To study
the relationship between the HH model’s discharge law and
the Lorenz system’s control parameter α, unbounded vari-
ables need to be fixed values. It makes that σ = 10, β =

8/3, x0 = y0 = z0 = 1, starting from α = 0, the experiment
was performed on α ∈(0,100) continuously changing α with a
step size of 0.1, and the response curve of the transmembrane
voltage to the control parameter α was obtained and is shown
as Fig. 5:

FIGURE 5. Plot of the distribution of extreme value points.

When α = 24, the external stimulus current Ichaos = x(t)
generated by the Lorenz system is a chaotic current. The

FIGURE 6. (a) is α = 24 v-t chart. (b) is α= 24 sequence chart.

neuronal firing pattern is chaotic firing. The transmembrane
voltage is taken as a random value. The diagram of this state
is shown as Fig. 6.
Step3: The values of the relevant parameters of the HH

model in the chaotic state are recorded. And the model will
generate chaotic sequences.

Step4: While receiving an image that needs to be
encrypted, scramble it according to the chaotic sequences
generated in Step3.

Step5: Use the scrambled image and the key hash value set
to construct an orthogonal Latin square using the SHA-256
algorithm, and perform further scrambling operations on the
image according to the constructed orthogonal Latin square.
The main approach can be seen as a three-step process. First,
calculate the hash value of the plaintext image input from the
previous step and the hash value of the key set by yourself
through the SHA-256 algorithm. Use these them to construct
two 16 × 16 Latin square matrixes. Then construct a large
256 × 256 orthogonal Latin square from these two small
Latin squares. Finally, according to the constructed Latin
square matrix, the image matrix, after being scrambled in the
previous step, is scrambled again to achieve the effect of a
fully scrambled image.

Step6: Use the pseudo-random sequence generated in
Step3 to perform two addition modulo diffusion on the image
after the operation Step5.

Step8: Perform a finite field diffusion operation on
the image diffused from last step to fully diffuse the
image.

Step9: The image obtained is the encrypted image.
The flowchart of the encryption process of this paper is

shown as Fig. 7.

B. DECRYPTION PROCESS
The decryption process is the inverse of the encryption pro-
cess. The steps are as follows and the flowchart is shown as
Fig. 8.
Step1: Receive the Lorenz system discharge status parame-

ters recorded from the encryption process. The Lorenz system
generates a chaotic sequence and inputs it to the HH model
in the form of current

Step2: The HH model discharges and enters a chaotic state
and generates a chaotic sequence.
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FIGURE 7. Encryption flow chart.

FIGURE 8. Decryption flow chart.

Step3: Input the encrypted image, perform the operation of
removing duplicates from the generated chaotic sequences,
and add the missing sequences according to the specific
sequences.

Step4: The generated chaotic sequence is used to per-
form chaotic sequence dislocation reduction on the encrypted
image.

Step5: Receive the image generated in Step4 and perform
a second chaos reduction of the image using the key values
used and the size of the small Latin square.

Step6: The image in Step5 is subjected to the additivemode
diffusion inverse operation.

Step7: The image generated in Step6 is subjected to a finite
field diffusion inverse operation.

Step8: The cipher image finishes decrypting.

IV. RESULT AND EVALUATION
A. CORRELATION COEFFICIENT
The correlation coefficient is a test of the correlation between
adjacent pixels. Usually, the adjacent pixels of encrypted
images are lower. In order to evaluate the correlation between
adjacent pixels, the correlation coefficient is used in the
experiment. It can’t be less than −1 and can’t be greater
than 1. The goodness of the algorithm depends on how close
the value of the correlation is to zero [34]. The calculation
formula is defined as:

rxy =
cov(x, y)

√
D(x)

√
D(y)

(18)

cov(x, y) =
1
N

N∑
i=1

(xi − E(x))(yi − E(y)) (19)
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FIGURE 9. Correlation of two adjacent pixels. (a),(c) and (e) are from
original image.(b),(d) and (f) are from cipher image.(a) and (b) horizontal
direction; (c) and (d) vertical direction; (e) and (f) diagonal direction.

E(x) =
1
N

N∑
i=1

xi (20)

D(x) =
1
N

N∑
i=1

(xi − E(x))2 (21)

where rxy means the correlation coefficient. x is the gray
value of a pixel randomly, and y is near it. N represents the
number of selected sample points, E(x) is the mean, D(x) is
the variance, and cov(x, y) is the covariance.
An algorithm produces different results for different

images. Encrypt different images using this algorithm and
perform correlation tests. By comparing with other related
articles, the results are listed in Table 1. In the part of experi-
ment, the correlation coefficient of Lena and encrypted Lena
are shown as Fig 9.
Through the encryption algorithm in this experiment, the

correlation between adjacent pixels will be extremely low.
Compared with related literature, it can be found that the
scrambling effect is better than most algorithms.

B. NOISE AND DATA CUT ATTACK
Digital images are vulnerable to attacks during transmission.
Common attacks include noise attacks, clipping attacks and

so on [40]. For this case, a better treatment is to restore as
much of the original image as possible.

In order to test the effectiveness of the encryption algorithm
against attacks, this paper simulates the cipher image under
attack and tests the effect of restoring the original image
after being attacked. The pepper noise attacks of 0.002 and
0.005 and the cut attacks of 32 × 32 and 64 × 64 are used.
The results of the experiments are shown as Fig. 10.
Peak Signal to Noise Ratio (PSNR) is a quantitative metric

to evaluate the quality of the decrypted image. The value
needs to be big enough to ensure the high quality but no
more than 35. The mean squared error (MSE) can measure
the archival squared error. The Structural Similarity (SSIM)
are used for quantitative measurement. For an image, if the
size is MN, PSNR, MSE and SSIM values can be calculated
using the following relationship.

PSNR = 10 × log10
2552

MSE
(db) (22)

MSE =
1

M × N

M∑
i=1

N∑
j=1

(IO(i, j) − ID(i, j))2 (23)

SSIM (x, y) =
(2µxµy + IO(i, j))(2σxy + ID(i, j))

(µ2
x + µ2

y + IO(i, j))(σ 2
x + σ 2

y + ID(i, j))

(24)

The PSNR and MSE when four attacks were tested on
‘‘Lena’’ are listed in Table 2.
According to the images after the restoration of the attack

and on the parameter values, the information of the original
image can still be recovered to some extent even after some
attacks.

C. NPCR AND UACI
Number of Pixels Change Rate (NPCR) is a index to measure
the rate of change of pixel values. It changes a pixel value
from original image and encrypts it, and then analyzing
the effect with the original image after encryption. Unified
Average Changing Intensity (UACI) uses the same image as it
does. But the function of this index is to measure the average
intensity of the change between images. They can be defined
as follows:

NPCR(C1,C2) =

M∑
i=1

N∑
j=1

D(i, j)
M × N

× 100% (25)

D(i, j) =

{
1, if C1(i, j) ̸= C2(i, j)
0, if C1(i, j) = C2(i, j)

(26)

UACI =

M∑
i=1

N∑
j=1

|C1(i, j) − C2(i, j)|
M × N × T

× 100%

(27)

where M, N, T are the width, height gray value of the image
respectively. C1 is the cipher image of original image. C2 is
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TABLE 1. Correlation coefficient.

FIGURE 10. (a) noisy encrypted image with 0.002, (b) noisy encrypted image with 0.005; (c) encrypted image with 32 × 32 data cut.
(d) encrypted image with 64 × 64 data cut. (e-h) the encryption image of (a-d).

also the cipher image but has change the value of one of pixels
of the image originally. The NPCR and UACI tested in the
experiment are shown in Table 3 including other papers which
also have used the same images.

The comparison of the tabular data shows that the algo-
rithm in this paper achieves a good level compared with other
related papers.

D. HISTOGRAM ANALYSIS
Histogram analysis begins with statistics on the sample data
and ends with a two-dimensional graphic expressing the
distribution state of the data. The coordinates represent the
grayscale picture level as well as the quantity or probability
of the associated pixel appearing in the image. This indicator
is a critical assessment metric for the encryption algorithm’s
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TABLE 2. PSNR and MSE values for noise and data cut attacks.

TABLE 3. NPCR and UACI of grayscale images for different image encryption algorithms.

FIGURE 11. (a-f) are the original images, (g-l) are the histogram of (a-f), (m-r) are the encryption images of (a-f), (s-x) are the histogram of (m-r)
respectively.

statistical performance. The higher the resilience to statistical
assaults, the more uniform the histogram distribution. The

histogram of some images and their cipher images is shown
as Fig. 11.
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TABLE 4. The information entropy of plain image and cipher image.

When the histograms of the original image and the cipher
image are compared, it is clear that the former displays notice-
able variations while the latter is pretty uniform. Pixel values
cannot be identified directly. The confidentiality functions
admirably.

E. INFORMATION ENTROPY
Information entropy is an assessment metric that measures
the unpredictability of the data sequence to provide feedback
on the uncertainty of the response image information. The
higher the information entropy is, the larger uncertainty and
the bigger the amount of information is. But the value of this
parameter is typically thought to be no greater than 8 [4].
It can be defined by the following equation:

H = −

L∑
i=0

p(i)log2p(i) (28)

where L denotes the gray value of the image and P(i) repre-
sents the probability of occurrence of gray value i.
In this experiment, the different images and the information

entropy values of these images after using this algorithm are
calculated under the same conditions and they are listed in
Table 4.

It can be found that the image information entropy of the
ordinary image is significantly different from the theoretical
value after the encryption algorithm. The algorithm has good
performance.

F. KEY SPACE ANALYSIS
The key space needs to be big enough so that it can prevent
exhaustive attack. In this study, four control parameters, x0,
y0, z0 and ExternalKey, are used in the proposed scheme.
Whereas in diffusion, the keystream has 128 bits, the master
keystream and the sub-keystream have four types to choose
from. If the precision of each parameter in computer lives up
to 10−14, key space is 1014 × 4256, suggesting a large key
space. In summary, If the attacker uses an exhaustive method,
the likelihood that he will be able to crack the encrypted
image will be very low.

G. NIST TEST
A good encryption algorithm should be accompanied by a
high degree of randomness. Therefore, the algorithm uses
NIST SP800-22 to test the randomness of sequences gener-
ated by chaotic systems. This test set contains 15 test items.
The P-value is used to determine whether the test criteria are
met. Each of the test items contains a P-value. Each test would
get its own P-value. The value needs in [0, 1]. A threshold

TABLE 5. NIST SP 800-22 randomness test for cipher images.

FIGURE 12. (a) is the original encrypted image. (b-f) are the decryption
result after changing k1, k2, k3, k4 and k5 respectively.

value needs to be set for the experiment. Only when p is
greater than this threshold α is the test passed [41]. In this test,
we make α = 0.01, and the length of the chaotic sequence is
106. The result of the test is listed in TABLE 5.

H. KEY SENSITIVITY
During the encryption process, the initial parameters are
changed, creating changes in the decoded picture and testing
the algorithm’s key sensitivity. A successfulmethodwith high
key sensitivity requires a large movement in the cipher image,
even if it is a little change in the original value. The following
Fig. 12 shows the decryption images after changing an initial
key.

As for the result of the experiment, the encryption algo-
rithm designed has high sensitivity that can guarantee for the
security of image.

V. CONCLUSION
In this paper, an encryption algorithm based on neuron model
discharge is proposed. And it employs a combination of

34172 VOLUME 11, 2023



C. He et al.: Algorithm Based on Hodgkin-Huxley Model and Latin Square for Image Encryption

orthogonal Latin square confusion to enhance image confi-
dentiality. Firstly, a chaotic signal is generated using a chaotic
system, and a chaotic sequence is generated by injecting a
neuron model discharge in the form of a current. In this
process it is necessary to note whether the neuronal model
reaches a chaotic state. Secondly, the duplicate sequences
in the chaotic sequences are removed and the sequences are
complemented, and then the image is globally dislocated.
Thirdly, the image scrambles by an orthogonal Latin square
to achieve a fuller dislocation effect. The orthogonal Latin
square is composed using the SHA-256 algorithm. Fourthly,
the image after permutation in the previous step is diffused
twice by adding a modulus. Finally, one more finite field
diffusion is performed. By using this algorithm to encrypt
several images, the average NPCR and UACI values obtained
are 99.612 and 33.488, respectively. It is higher than the aver-
age effect of most studies. Adequate confidentiality measures
are performed on the image itself. The algorithm was tested
and found to be strongly resistant to noise attacks and cut
attacks. It has a good secrecy effect. In the next step, we can
study in terms of encrypted color images.
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