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ABSTRACT Touch-enabled sensation and actuation are expected to be the most promising, straightforward,
and important uses of the B5G/6G communication networks. In light of the next generation (6G) systems’
prerequisite for low latency, the infrastructure should be reconfigurable, intelligent, and interoperable in the
real-time existing wireless network. It has a drastic impact on society due to its high precision, accuracy,
reliability, and efficiency, combined with the ability to connect a user from remote areas. Hence, the
touch-enabled interaction is primarily concerned with the real-time transmission of tactile-based haptic
information over the internet, in addition to the usual audio, visual, and data traffic, thus enabling a paradigm
shift towards a real-time control and steering communication system. The existing system latency and
overhead often have delays and limitations on the application’s usability. In light of the aforementioned
concerns, the study proposes an intelligent touch-enabled system for B5G/6G and an IoT-based wireless
communication network, incorporating AR/VR technologies. The tactile internet and network-slicing serve
as the backbone of touch technology and incorporates intelligence from techniques such as artificial
intelligence and machine/deep learning. The survey also introduces a layered and interfacing architecture
with its E2E solution for the intelligent touch-based wireless communication system. It is anticipated for the
upcoming 6G system to provide numerous opportunities for various sectors to utilize AR/VR technology in
robotics and healthcare facilities to help in addressing several problems faced by society. Conclusively the
article presents a few use cases concerning the deployment of touch infrastructure in automation, robotics,
and intelligent healthcare systems, assisting in the diagnosis and treatment of the prevailing Covid-19 cases.
The paper concludes with some considerable future research aspects of the proposed system with a few
ongoing projects concerning the development and incorporation of the 6G wireless communication system.

INDEX TERMS 6G, AI, AR, intelligence, IoT, ML, network slicing, tactile internet, VR.

I. INTRODUCTION
Mobile and wireless communications have a decisive
role in the current economy with the technologies like
2G,3G,4G,5G, GPRS, EDGE which successfully satisfies
the user end. These have a significant role in the business,
education, logistics, and other primary industrial applica-
tions, while effectively connecting the majority of the world’s
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population. These, in the present day, are proficient enough
to connect to the devices and people for an unprecedented
exchange of multimedia and data content. These services
hence enjoy their fastest growth in history due to their
enabling technologies, encouraging its widespread deploy-
ment and further intensifying the communication and the
industrial sector [1].

As per the Cisco Visual Networking Index (VNI), there
is effective forecasting of the impact of the visual net-
working applications on global networks, incrementing
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FIGURE 1. General architecture of existing wireless and IoT-based scenario.

from about 11.5 exabytes in 2017 to an expected surge of
77 exabytes towards 2023. The compound annual growth
rate (CAGR) is expected to be about 74 percent of the present
mobile traffic, 66 percent of the cellular (Wi-Fi) traffic,
accompanied by smartphones, dominating more than 90 per-
cent of the mobile data traffic in the coming few years [2].

The Internet of Things (IoT) has therefore been a novel
paradigm that is swiftly accelerating in the modern wireless
communication scenario, connecting billions of devices with
seamless access to the internet and applications, altogether
forming an internet of everything (IoE). Conclusively the
main strength of the IoT lies in the significant impact it
has on a variety of facets of everyday life and user behav-
ior [3]. Since then, there has been a worldwide increase in
the development of cellular networks over the past decade.
Table 1 hereby provides a list of all the commonly used
acronyms throughout the paper for better understanding.

Many technical challenges have instantiated the designing
of a robust wireless network, capable of delivering the neces-
sary performance to support the emerging applications. The
previous generations have seen a paradigm shift in cellular
technology and unlike these, the B5G/6G is said to be an
integrative structure of the present 5G air interface spectrum.
This in combination with the LTE and Wi-Fi provides a
seamless user experience, accompanied by the universally
high coverage rate. The existing 5G core network inculcates
unprecedented flexibility and intelligence in the upcoming
6G system with an improved spectrum regulation, along with
energy and cost efficiencies.

Along the lines, the system also introduces extreme base
stations with high device densities and an unparalleled num-
ber of antennas, as well as high carrier frequencies with large
bandwidths [4], [5]. From the onset of 2020 onwards and
till this date, the existing wireless communication networks
have been standardized and deployed globally, with eMBB,
MMTC, and (URLLC) being the key 5G/B5G communica-
tion scenarios [6]–[8]. The widely researched, IoT-enabled
wireless network architecture, compatible with the B5G/6G
system has been effectively illustrated in Fig. 1.

The figure represents more or less every possible IoT
configured service and application, requiring high data
rate and low latency, interacting with the surrounding
environment. All these together constitute a smart sys-
tem. This smart system entails all the possible smart
devices, gadgets, and sensors, all in all actuating a smart
and automatized infrastructure. This infrastructure, there-
fore, highlights the utilization of the D2D communica-
tion network [9]–[11], the massive MIMO[12], small cell
access points (SCA) [13], the IoT [14] with the network
cloud [15], [16], all in all forming a part of the said 5G/B5G
cellular framework [17], [18].

All these along with the number of other sensor-based
interactions, make the existing system automatic enough to
ease the human effort and save time, all the while consid-
ering the exponential surge in the data traffic, operating the
millions of devices that are connected to the internet. The
key technologies in this framework incorporate the spectrum
sharing [19] with the cognitive radio [20], the interference
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TABLE 1. List of commonly used acronyms.

management [21], the ultra-dense network (UDN) [22], the
mm-wave [23], 5G/B5G cloud and RAN [24], [25] and
SDNs [26]–[28]. The existing 5G network, therefore, rides
on the coattails of an explicit New Radio (NR) interface
accompanied by a considerable number of virtualization tech-
nologies like the Network Function Virtualization (NFV),
Software-Defined Networking (SDN), and Software-Defined
RAN (SD-RAN) [29]–[32]. Themarket-driven allocation and
reallocation of bandwidth are the few efficacious parameters
in the 5G/B5G system [33], [34].

The smart applications constitute the entire automated
smart city, comprising of the smart infrastructures in our
day-to-day lives, ranging from a smart traffic monitoring
system, with efficient V2V/V2X interactions, provid-
ing a competent sensor-based collision/accident detec-
tion system to an equally competent smart parking
system. The other applications may vary from the
smart health and education facilities like remote health
counselling, online smart classroom with the teacher-
student interaction, the smart grid system, and the smart
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homes, collectively forming the smart neighbourhood area
network.

The virtualization facilitates an advanced computation of
the network resources and their allocation. These, reasoned
with their indispensable applications, facilitate a profitable
proposition like network slicing [35]–[37]. The virtualization
in the core network (CN) [38]–[40] with the billions of mis-
cellaneous IoT devices [14], [41], improves the integration of
the past and present cellular andWi-Fi standards. It, therefore,
provides a ubiquitous high rate, low latency, giving a smooth
experience to all the users in the network.

The prime objective of the existing communication stan-
dard has always been to fulfil the demands of increase in
capacity, the improvement in the data rate, the reduction in
the latency, to provide a better quality of service and experi-
ence (QoS and QoE). Therefore to meet these requirements,
drastic improvements have been made and are still ongo-
ing, to update the existing cellular architecture. Hence the
next-generation network is said to be agile enough to revert
the intensified network complexity, regardless of handling
diverse scenarios.

The existing 5G/B5G networks thus have to rely on
the self-organization and virtualization approaches, to deal
with the disproportionate heterogeneousness and complex-
ity of the network, associated with the massive amount of
devices [42]–[44].In the forthcoming years, intelligence in
the system is required to yield with such massive connectivity
of IoT devices in the existing network with minimum latency
and network complexity. The B5G infrastructure thus has to
focus on the considerable scaling and enhancement of the
mobile network by incorporating open interfaces to support
vertical segments in the network [45].

Such vertical segments are most often the third parties that
do not own particular network infrastructure but require the
networking services with their specific requirements, along
with their latest business solutions. Automotive manufac-
turing has been one of the most notable vertical segments
in the existing communication system, requiring competent
networking capabilities combined with the IoT and edge-
cloud services. This in turn helps in the progress of several
applications like autonomous driving, bird-eye view, real-
time assessment of road conditions, to name a few [46].

The mobile internet in B5G/6G will thus make provisions
for human-to-human (H2H) interactions with the primary
goal of connecting the machines and gadgets to construct an
IoT interface that is often built on D2D and H2H interactions.
Therefore, to solve the drawbacks such as latency, poor data
rate, compatibility, high complexity, privacy, and security,
the next generation reconfigurable IoT allows for a real-time
control labelled as the ‘Tactile Internet’ (TI). According to
the ITU,1 it is a network that combines extremely low latency
with a high degree of reliability, scalability, and security [47].

TI here provides an improved and virtualized environment
which is most likely feasible for commercial applications like

1ITU: International Telecommunication Union.

teleoperation with haptic communication like remote surgery.
It has therefore been an onset towards revolutionizing every
fragment of the society right from education and healthcare
with their prospected future applications varying from incul-
cating sensations and sentiments using the intelligent robotic
applications to the smart health facilities like remote surgery
to the virtual shopping experience at the user end.

The applications evolving the modernized WSN like the
smart and automated homes and appliances, vehicles, facto-
ries, remote sensing, and monitoring, augmented and virtual
reality(AR/VR) and quantum computing based applications
have an IoT as a common backbone, altogether forming an
Internet of Everything (IoE) [48], [49]. The touch-enabled
sensation and actuation are expected to be one of the most
fundamental applications of the B5G/6G communication
technology due to its potential, simplicity, and convenience,
taking into consideration the real-time scenario.

For this reason, the ultra-responsive internet thus helps
enable real-time control of the physical tactile-based haptic
devices, bringing in a paradigm shift toward an intelligent
and touch-enabled technology. ‘Why do we need a touch
technology?’ is the most anticipated question here, taking
into consideration all the previously-known aspects. The TI
although being the most researched domain of the B5G/6G
framework, its exploration towards the onset of intelligent
touch-based technology is still in its infancy and has thus been
emphasized in this survey.

A. SCOPE OF THIS SURVEY
The opening gambit for such technological advancement
takes into account the subsequent technical update of the
wireless communication network with the contemporarily
researched 6G system [50], [51]. It, therefore, encourages
a real-time interaction of humans with their environment,
with few instances like the actuation of sensors causing the
tactile sensation and the real-time control/interface in our
body system resulting from touching such surfaces.

It, therefore, defines a new human-machine(H2M) inter-
action framework enabling a physiological latency of human
beings to build a real-time interactive system, with their appli-
cations ranging from robotics to healthcare to autonomous
driving including the use of virtual/augmented reality
(AR/VR/XR/MR) [52]. For this reason, the ‘Tactile Inter-
net’ is regarded as an impetus and a cornerstone for the
deployment of touch technology and is expected to influence
the development, innovation as well as revolution of health-
care, education, entertainment, manufacture, automation, and
smart grids.

This survey, therefore, paves a concrete path towards the
initiation of the intelligent and touch-enabled technology in
the B5G/6G and IoT-based wireless communication network.

B. MOTIVATION AND CONTRIBUTION OF THIS SURVEY
The main purpose of this paper is to present a comprehensive
and the state of art proposal motivated towards deploying
an intelligent and touch-enabled technology interface in the
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TABLE 2. Comparative analysis of proposed survey with the existing surveys.

B5G/6G and IoT based wireless network. We first throw
light on the next generation 6G WCN describing its key
requirements and applications. The survey then subsequently
emphasizes the role of network slicing in the B5G/6G net-
work to sustain the high connectivity of a massive number of
devices without any latency and buffering at the user end.

The network may be sliced into Cloud and RAN services
and applications at the customer end. It, therefore, enables
easy access, storage facility, and virtualization, with each
slice serving different applications on the same physical net-
work. As a result, the network slicing and the Tactile Internet
in the B5G/6G are therefore the backbones for incorporating
a touch-enabled infrastructure with an induced intelligence
by the AI/ML/DL implementation in the proposed system.

Through this paper we propose here an intelligent
touch configured system that would be applicable in the
B5G/6G WCN. We hence summarize our contributions as
follows:

1) We give a brief description of the B5G/6G commu-
nication system while throwing light on some of its
key parameters and prominent use cases with their
applicability in the next-generation(6G) networks.

2) We provide a discussion on the Network Slicing in
B5G/6G and the Tactile Internet along with its appli-
cations in the B5G/6G networks, which will act as an
enabler of intelligent touch-based systems.

3) We introduce intelligence in the B5G/6G network
with a descriptive mention of a few of the intelli-
gence learning techniques like AI/ML/DL in wireless
communication.

4) We further provide a backdrop of the intelligent touch
configured technology involving the orchestration of
the network slicing with the tactile internet allied with
the intelligence and IoT connectivity in the B5G/6G
wireless domain.

5) We propose a layered and an end to end (E2E) inter-
facing architecture enabling the touch technology inter-
face in the B5G/6G domain.

6) We further discuss the research challenges and further
explore the research areas of the next generation (6G)
deployment and ultra-low latency-based applications in
6G and IoT.

C. COMPARATIVE ANALYSIS WITH THE EXISTING
SURVEYS
Table 2 indicates a complete summary of the existing survey
papers on network slicing and the tactile internet with some
of the intelligent technologies like ML/DL implemented in
the wireless cellular communication network in 5G/B5G sce-
narios. In contrast to the other surveys, our survey provides
a comprehensive overview of the proposed intelligent touch-
enabled technology in the B5G/6G and IoT configuredWCN.
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Farris et al. [6], describes the essentiality of mobile edge
computing (MEC) for supporting a wide range of user-
centric applications. These have an important role in the smart
city scenarios presented in Taleb et al. [53] where a smart
MEC-based architecture is significant for reducing the core
network traffic while guaranteeing an ultra-short latency for
the existing network.

Thus MEC here acts as a key factor in enhancing QoS and
attaining the 1ms requisite latency for the 5G/B5G mobile
systems. It is accompanied by a considerable number of vir-
tualization technologies like NFV, SDN, and SD-RAN. The
virtualization in turn promotes an advanced computation and
allocation of the network resources. Myriad existing studies
have provided a comprehensive overview of the technical
challenges and applications associated with network slicing,
TI, and the emerging intelligence in B5G/IoT systems.

The works [39], [45], [54] provide comprehensive reviews
of the literature on network slicing in B5G networks.
Richart et al. [39] discusses resource slicing and their allo-
cation in virtual networks powered by SDN and NFV, as well
as how these can be distributed appropriately to network
slices without impairing the efficiency of other slices. While
Afolabi et al. [45] describe the state of art network slice
life cycle architecture operating across the multiple domains
thereby enabling an effective network programmability and
flexibility with the creation, management and orchestration of
the network slices, utilizing the massive IoT and multimedia
broadband connectivity.

Foukas et al. [54] review the concept of network slicing
and propose a generalized layered architecture consisting of
an infrastructure layer, a network function layer, and a service
layer, alongwith their associated benefits and challenges. The
existing progress in the B5G network slicing with its key
trends along with their corresponding potential challenges
are presented in [55]. The authors in [56] throw light on the
various concepts of network slicing and softwarization7 in
the B5G technology with their applicability across the RAN
and core network, altogether establishing an E2E slicing
infrastructure.

Intelligent tools like AI/ML/DL play a significant role in
outlining automation, deployment, and disposition of dif-
ferent applications the existing as well as the next gener-
ation networks (B5G/6G) [57]. The work of Mohammadi
and Al-Fuqaha [58] provides an intensive facet of the most
prevalent deep reinforcement learning in the structuring of
the cognitive smart cities and its applicability concerning the
energy consumption with garnering of water and agricultural
utilization.

Kafle et al. [59] successfully highlight the various ways
of applying AI/ML techniques for the automation of network
functions in different configurations, ranging from develop-
ment organizations to industrial forums. One such intelligent

7Network softwarization is the notion of designing, architecting, deploy-
ing and administrating network components, largely based on software
programmability properties. It enables flexibility, adaptability, and even total
reconfiguration of a network on the spot [37].

application of the B5G/6G requiring the 1ms latency is Tactile
Internet (TI) which is quite efficient in establishing bilat-
eral communication between humans and machines, forming
an HSI, which ultimately enables a haptic communication
system.

The term ‘Tactile Internet’ coined by Fettweis [46], has
been a key enabler in fulfilling the need for higher data space,
essentially resulting in a continuous increase in the storage
and computation among various cellular devices connected
to the internet. Therefore the TI is centered on H2M interac-
tions with the devices using the B5G and IoT connectivity,
enabling haptic and tactile sensations at both the transmitting
and receiving end forming a bilateral communication and
feedback network. The works of Maier et al. [52] highlight
the commonalities and various subtle differences between the
TI, IoT, and the B5G vision.

The authors in Simsek et al. [47] highlight the critical
requirements and architectural approaches for TI, as well
as the technical issues and challenges associated with the
resource management, core networking, and edge cloud/ AI
capabilities. Aijaz et al. [60] help to examine a number of
the stringent design challenges to revolutionize the tactile
internet, providing an enhanced haptic perception with a 1ms
round trip delay. Authors Antonakoglou et al. [61] explain
the evaluation of methodology and technology assessments
for the necessary haptic communication infrastructure.

The examination of the advancements in teleoperation over
long distances affects haptic communication while using the
Tactile Internet. Therefore as per [62], the Tactile internet is
a key enabler for realizing the industrial revolution(4.0) by
users and devices in real-time. The work by Sun et al. [63]
explains how machine learning may help with resource con-
trol at the MAC layer, network and mobility management in
the network layer, and application layer localization.

While Wang et al. [64] give an overview of ML/AI
technologies while addressing issues like channel model-
ing, estimation, network management, and optimization in
B5G wireless communication networks. Following which
Bega et al. [65] encourage exercising the ML approach
towards market optimization while maximizing infrastruc-
ture provider monetization. Hence to thoroughly optimize
the availability of the computing resources, authors in [66]
present a novel tactile-based flexible next-generation internet
architecture (FlexNGIA) that capitalizes on the coexistence
of transport and network layers to provide better congestion
control and reliability services via cross-layered network
computing.

You et al. [67] give an insight into the next generation
6G communication highlighting its parameters specifically
emphasizing its coverage requirements for the functional-
ity in terrestrial as well as non-terrestrial environments.
The paradigm aspect of this work is the integration of
the space-air-ground and sea-based communication network.
Alwis et al. [68] discuss several 6G use cases, including holo-
graphic telepresence, e-health, and in-body networks that
require extremely high data rates, ultra-low latency, and
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FIGURE 2. Structural organization of the paper.

high reliability. As a result, the continuous penetration of
mobile platforms, robotics, human-computer interaction, and

autonomous agents in virtual environments will distinguish
future communication and industrial systems.

The remainder of the paper follows the structure depicted
in Fig. 2. In Section II and III, we discuss the next-generation
6G system in detail with its main parameters, service, and
applications along with network slicing and virtualization
concepts in the 6G system. Section IV delves into the archi-
tecture and state-of-art uses of the tactile internet, which is a
crucial component of the touch interface system. Section V
introduces the intelligence that is to be incorporated into the
next-generation wireless network.

Section VI explains the proposed intelligent touch tech-
nology, including its layered and E2E architecture in
Section VII and VIII. Section IX discusses some basic major
components of the proposed system, while Section X
presents an interfacing architecture with the existing network.
Section XI contributes some potential and applicable use-
cases of the proposed system, while Section XII highlights
some of the research challenges and upcoming future aspects.
Section XIII summarizes the recent research and a few of the
ongoing projects on 6G before concluding in Section XIV.

II. INTRODUCTION TO NEXT-GENERATION
TECHNOLOGY (6G)
The 6G communication era anticipates how humans will
engage with digital virtual worlds beyond 2030, as the pro-
jected digital transition with the existing B5G networks has
already begun and will continue to evolve over the next
decade. Although 5G/B5G is recognized for network cloudi-
fication via microservice architecture, the next generation 6G
network is strongly linked to intelligent network orchestration
and management. New digital virtual worlds with connected
intelligence must have novel technologies that support these
communication and networking challenges beyond 2030.

The 6th generation wireless communication network is
anticipated to consolidate terrestrial, aerial, and maritime
communication into a robust network that would be more
reliable, faster, and capable of supporting a large number of
devices with ultra-low latency requirements while remaining
cost-effective. Due to the exponential growth in the number
of IoT devices, the next generation systems must achieve
high spectral and energy efficiency (SEE), low latency, and
massive connectivity to provide for services like smart traffic
monitoring, VR navigation, telemedicine at the user end,
along with digital sensing using a full HD video transmission
in connected autonomous devices like drones and robots [69].

The timeline in Fig. 3 shows the evolution of the wireless
communication network from 1G to the recent 6G. The next
section explains why the shift from 5G to 6G is necessary.

A. TRANSITION FROM 5G/B5G TO 6G
As 5G/B5G networks are consistently deployed, the inherent
limitations of this system are being exposed, in comparison
to its original assertion as a platform for IoE applications. It is
gradually more difficult for the existing multiple access tech-
niques, to cope with the exponentially growing IoT devices.
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FIGURE 3. Timeline of wireless communication technology evolution from 1G to 6G.

As a result, the 5G communication systems, already being
implemented in the world today are incapable of supporting
these many IoT devices. The requirement for faster data
rates has fueled the evolution of wireless networks, which
has necessitated a continuous 1000-fold increase in network
capacity [70].

As the demand for wireless capacity continues to surge, the
emerging IoT system, which connects millions of people to
billions of machines, has resulted in a radical paradigm shift
from the rate centric eMBB services from the previous eras
towards URLLC and intensified mMTC services, as per the
3GPP, which is working on the implementation of 5G/B5G
standard [71]. Although it can be asserted that the evolution-
ary aspects of the existing 5G supporting the data-hungry
eMBB services have gained significant momentum, while the
promised revolutionary disposition systems, operating exclu-
sively at high mm-wave frequencies have yet to materialize.

Even though today’s linked 5G systems are easily capable
of supporting the most fundamental IoE and URLLC services
(such as factory automation), it is still debatable whether or
not they will be able to deliver the smart city services based
IoE applications in the future. Conversely, the initial and the
existing B5G deployments are most likely to rely on the low
frequencies (sub 6GHz) to support mobile data transmissions.
While on the other hand, an enormous influx of new IoT
services such as XR (including AR/VR/MR), flying vehicles,
and connected autonomous systems would most likely derail
5G’s original purpose of supporting small packet and sensing-
based URLLC applications [72].

Therefore, to successfully operate these IoE services,
a wireless systemmust simultaneously provide a high level of
reliability, low latency, and a high data rate for a wide range
of heterogeneous devices. These new services necessitate the
resolution of novel and distinct challenges, unprecedented
in terms of their complexity including the tradeoff between
latency, throughput, and reliability. Not only do these ser-
vices help entail new approaches for effective regulation and
handling of performance and challenges but also aid in the
exploration of frequencies beyond the 6GHz range to create
a self-sustaining and intelligent wireless network.

This aforementioned network is capable of provisioning
and orchestrating communication, computing, control, local-
ization, and sensing of the scenarios that are best suited
for IoT needs [73]. So to address these issues, a game-
changing 6G wireless system is required, with a design that
is organically tuned to the performance requirements of IoE
applications and associated technical advancements.

B. AN OVERVIEW OF THE B5G/6G COMMUNICATION
SYSTEM
The 6G wireless communication network, which is cur-
rently being researched, is expected to integrate terres-
trial, aerial, and maritime communication systems into a
robust network that is more reliable, fast, and capable of
supporting a large number of devices with ultra-reliable
and low-latency requirements. The AI, ML/FL, quantum
communication, blockchain/DLT, beyond 6GHz and towards
Terahertz communication, TI, swarm UAVs, Zero-touch

30646 VOLUME 11, 2023



M. Gupta et al.: Tactile Based Intelligence Touch Technology in IoT Configured WCN in B5G/6G-A Survey

TABLE 3. Comparison of performance attributes between 5G, B5G, and 6G communication systems.

network and service management (ZSM), large intelligent
surfaces (LIS), NTN and 3D networking, VLC, compressive
sensing with an efficient energy transfer and harvesting are
just a few of the currently proposed by the ongoing researches
worldwide [74].

Owing to massive growth in the number of IoT devices,
a realization of advanced services like smart traffic mon-
itoring, VR-based navigation, smart medical facilities like
telemedicine, and HD video transmission in drones and
robots is possible. Hence the B5G/6G communication sys-
tems aim to achieve high SEE, low latency, and massive con-
nectivity. The ever-increasing number of IoT devices makes it
difficult for the existing multiple access strategies to handle
such a huge number of devices, therefore requiring a more
extensive network to make use of the massive bandwidth
capabilities offered by B5G/6G communication systems.

According to the work by Zhang et al. [75], a specu-
lated vision and functionality of the 6G networking scenario
provides a technological framework and requirements for
industries in the future generation communication system

with cell less architecture, decentralized networking, and
resource allocation with 3D radio interoperability. The next-
generation(6G)wireless network comprises a large number of
linked devices with numerous base stations (BSs) and access
points (APs), each of which will serve multiple devices at the
same time, forming a coordinated multipoint (CoMP) [76].

Hence more data would be transmitted via future wireless
communication networks since most of the value-added apps
and services rely significantly on the data exchanges. There-
fore large devices will generate a massive quantity of data,
which will need high-performance processing units and back-
hauling connections. The following subsections go through
the new 6G enabled driving trends, metrics, and use service
cases.

C. 6G ENABLED SERVICE CASES, METRICS, AND DRIVING
TRENDS
With the new performance metrics, new technological trends
step up to redefine the prevalent B5G applications by morph-
ing the classical URLLC, eMBB, and mMTC into something

VOLUME 11, 2023 30647



M. Gupta et al.: Tactile Based Intelligence Touch Technology in IoT Configured WCN in B5G/6G-A Survey

TABLE 4. Comparison of various 6G Service cases with parameters and application areas.

entirely new and innovative. As a result, Table 3 gives a
comparison of some of the key performance attributes of the
5G, B5G, and 6G wireless communication systems [73]. Var-
ious countries have initiated projects aiming at the research
and deployment of B5G/6G communication networks, as
discussed in Section XIII. The research on 6G is accelerating
and has been documented in recent works like [77]–[79].

According to the recent research, a variety of possible
6G applications have been classified as mobile broad band-
width and low latency (MBBLL) [80], massive broad band-
width machine type (mBBMT) [78], massive low latency
machine type (mLLMT) [81], further-enhanced mobile
broadband (FeMBB) [82], extremely reliable and low-latency

communications (ERLLC) [83], ultra-massive machine-type
communications (umMTC) [44], long-distance and high-
mobility communications (LDHMC) [84] and extremely low
power communications (ELPC) [85]. Detailed descriptions of
each of these are provided in the preceding Table 4, alongwith
their parameters and application areas.

III. NETWORK SLICING IN B5G/6G BASED IOT
NETWORKS
The forthcoming B5G/6G networks aim to serve a wide
range of applications, thus recognizing the 5G epoch as the
century of mobile telecom networks, all the while promot-
ing dedicated use-cases and endowing unequivocal services,
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FIGURE 4. Network slice functionality in B5G/6G network.

to meet diverse user requirements. Hence the technologies
like UHD, multimedia, AR/VR/XR, therefore, need a faster
speed and a relatively higher capacity and connectivity, com-
pared to the mission-critical applications like IoT/MIoT and
autonomous systems that require ultra-low latency and ultra-
reliable operation.

The 6G cellular framework formulation anticipates being
accomplished on the existing and researched 5G/B5G tech-
nology, thus supporting a surplus of network services with
miscellaneous performance requirements. The advancement
of cellular networks and resulting generation-wide improve-
ments is motivated primarily by the desire to enable better
data-based services. A variety of aspects render 5G important,
including the mm-wave spectrum distribution and realloca-
tion of bandwidth. Virtualization with a billion individual net-
works in the CN and IoT facilitates the convergence between
previous and present cellular and Wi-Fi requirements [83].

This in turn offers a pervasive high rate and low latency
experience for network customers. The most significant part
of the B5G/6G infrastructure comprises the network service
and its development platform. It is highly capable of improv-
ing network scalability while fulfilling the user requirements
by utilizing existing services. The network slicing function-
ality in the B5G/6G domain has been depicted in Fig. 4.
The virtualized infrastructure here has provisions for slice
instances and collectively functions with the infrastructure
resources from another slice instance [37].

A set of homogenous APIs is made available for creat-
ing an abstraction layer to facilitate the slice management
while controlling its virtual resources during its operation.
These slices can therefore be accessed by different tenants
or third parties using these APIs. Here SLA acts as the slice
blueprints, using which the tenant specifies its requisite slice
characteristics ranging from topology, management, control,
and so on. The slice lifecycle is regulated by the service life-
cycle management loop, openly accessed by all the function-
ing slices [45]. The management and orchestration (MANO)
offer an integrated and holistic approach towards the regula-
tion of network slicing and NFV management.

It offers a standardized level of data abstraction followed
by the adapt specification of its network infrastructure
together with its service management and implementation
process [31]. This section discusses the concept of net-
work slicing in B5G/6G communication networks with its
functionality, management, and orchestration in RAN and
CN and finally its application in the 6G with the proposed
architecture.

A. SLICING PROCESS IN THE B5G/6G NETWORK
The existing B5G is most likely to consider a variety of
business and service quality requirements like the enhanced
capacity coupled with the intelligent traffic and offloading
techniques accompanied with a highly complex and hetero-
geneous network. All of these fulfil the required performance
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FIGURE 5. Network slice orchestration and management.

criterion together with autonomous network management. A
high data rate guarantees a high level of end-user service
quality with unlimited mobile broadband connectivity in jam-
packed areas like stadiums, concerts, and shopping centers,
employing the terminals having AI capabilities [86].

The reduced latency with high data rates is capable of
supporting the UHD streaming from the cloud technology
and improvised VR devices and other wearable computing
gadgets. It, therefore, provides a faster web downloading
while enabling a premium user experience in services like
YouTube streaming, Netflix, and so on with a high video
resolution. Network slicing is a fundamental key for the
B5G/6G technology. Thus the network slices here are an end-
to-end concept of the next-generation technology where the
slice operator supports a massive amount of customers. Here
each of them in the long run requires multiple end-to-end
individual and logical networks referred to as network slices.
They are categorized into three components, each of them
governing the RAN, core, and transport domain [56].

The RAN and core slices consist of the application context
and personalities respectively with the transport slices being
connectivity between the RAN and core. Each domain has
a controller, i.e. the RAN controller, core controller as well
as transport controller, all of these supported by an end-
to-end orchestrator. To realize the B5G/6G networks, 5G
network slicing plays a crucial role in guiding slice utiliza-
tion for automation, assurance, and optimization of trans-
port slices involving various low latency and high-reliability
applications.

These applications may range from automated vehicles,
tactile applications, smart devices, and so forth [87]. Fig. 5
diagrammatically illustrates the network slice orchestration
process applicable in B5G/6G networks. At the back end,
the resource allocation takes place in the infrastructure layer
where resources are provided to the individual slices. The
slicing applications are managed by the network orchestrator
in the service layer, to enable effective application slice man-
agement and orchestration. It can be undoubtedly claimed
that the most defining feature and in other words the ‘secret
sauce, for the 5G/B5G success is the E2E network slicing,
which will be applicable in 6G networks as well.

Hence network slicing is responsible for the optimal
resource efficiency and flexibility in the network. It, there-
fore, enables the implementation of new business models as
NaaS, supporting various mission-critical use cases includ-
ing industrial automation(4.0) and availing of remote health
facilities [50], [88]. The network slicing architecture of the
B5G/6G system has been illustrated in Fig. 6. The slicing
process is therefore described as the three sub-processes,
interlinked with each other: the intelligent cloud slicing, the
RAN slicing, and the application slicing, all of which are
functional in the B5G/IoT enabled networks.

Commencing from the lowermost stratum we have various
applications that are furnished at the consumer end ranging
from real-time online gaming with a UHD streaming to the
live online classroom teaching sessions, efficiently making
use of the AR/VR technology to deliver the required informa-
tion. The other applications may also involve the use of robots

30650 VOLUME 11, 2023



M. Gupta et al.: Tactile Based Intelligence Touch Technology in IoT Configured WCN in B5G/6G-A Survey

FIGURE 6. Network slicing in next-generation networks (B5G/6G).

in real-time actuation and tactile and touch-based haptic com-
munications, which may be put to practical use in industrial
operations, automation in the robotics and machinery, vehi-
cles, and UAV fleet to accomplish the services requested by
the users at the customer end in the form of application slices.

The succeeding layer is that of RAN slicing, taking place
in between the CN and RAN, i.e., at the backend of the
network, routing the clients with the final applications. It is
capable of enabling an effective resource and spectrum allo-
cation with power and energy-efficient cognitive radio net-
work system. All of this is in the form of RAN slices and
successfully connects the edge devices with the cloud net-
work. Cloud computing and storage enable intelligent cloud
slicing techniques, where the cloud-enabled applications are
accessed in the form of cloud slices. These support different
edge devices at the user end while facilitating the requested
services.

The following section describes the tactile mode of com-
munication in the B5G/6G system that is to be incorporated
with the aforementioned slicing techniques, to deploy and
configure the proposed touch interfacing wireless system
with incorporated intelligence which is discussed in detail in
the subsequent sections.

IV. TACTILE INTERNET IN B5G/6G SYSTEM
The internet initially was designed and intended to be a
reliable and interoperable means of communication across
the globe. With time, not only has it evolved to convey a large
amount of content, but it also helps enhance the real-world
experience of the users. The tactile internet thus improves
remote real-time physical engagement with existing and vir-
tual items. Whereas integrating TI with a touch interface
will provide a two-way interactive experience that blurs the
boundaries between the real and the virtual world. The works
in [89]–[92] examine the technical requirements of TI and its
ability to support future smart city applications. It, therefore,
provisions for a real-time control with the physical and haptic
sensations to be experienced by the users remotely.

Unlike the traditional internet applications, the new tac-
tile internet (TI) intends to serve as a medium for remote,
real-time physical interactions with actual, physical objects,
including humans, machines, and processors. The tactile
internet enables enhanced virtualized remote classroom
instruction with the participants in collaboration with the
remote environment collectively amid the presence of remote
and virtual resources. Thus, the data rates of wireless com-
munications have been increasing, which is primarily due to
innovation in electronics and the latest communications tech-
nology, including text messaging, video streaming, emails,
and file sharing.

The TI is centered on the H2M interactions with the haptic
devices. To facilitate haptic communication, the transmission
of data via tactile internet creates a network that is both
extremely reliable and extremely responsive. Haptic interac-
tion is a type of interaction that includes the use of remote
touch. It refers to the kinesthetic perception of information
conveyed by the muscles and joints of the body via force,
torque, position, and velocity, as well as the tactile perception
of information conveyed by the mechanoreceptors of the
human skin via surface texture and friction. Sharing infor-
mation through kinesthetic mode facilitates a global control
loop with stringent latency requirements while containing
feedback of generally audio/video type [93].

Now with the enabling of haptic data, the TI enables a
networked control system (NCS) supporting the connected
sensors and actuators while controlling highly dynamic pro-
cesses. Therefore it helps in digitally transmitting the sense
of touch from one place to another, facilitating the URLLC
network in the B5G/6G system. In other words, the tactile
internet’s purpose is to provide a remote and dynamic way
for people to experience physical haptic or touch-based con-
trol while exchanging closed-loop information between the
virtual and physical worlds [90].
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FIGURE 7. Tactile internet E2E architecture with a bilateral feedback system.

Wireless communications can thus be a medium for con-
trolling and directing real and virtual objects using such a
platform. This revolutionary technology continues to trans-
form healthcare, transportation, education, logistics, smart
grid systems, and many more, hence covering a major por-
tion of the economic sector in society. It thus provides sub-
millisecond connectivity for the healthcare applications like
remote surgery.

This section draws attention to one of the most popular
applications of the B5G/6G communication system: ‘Tactile
Internet’ and helps review its parameters, applications, and
the basic architecture while focusing on its application in the
intelligent 6G and IoT systems.

A. INTRODUCTION
The ‘Tactile Internet’, as coined by Fettweis, has been a
catalyst for economic development and creativity and in
bringing a new stage of maturity in adapting technologies for
a changing global environment [46]. Given that cellular com-
munications connect a vast majority of people worldwide,
it is therefore imperative to connect the technology as well.
According to the IEEE P1918.1 working group, the Tactile
Internet may be defined as a network of networks that can be
accessed, perceived, and manipulated by people or machines
on a remote, real or virtual basis in real-time perceptions [94].

The tactile internet application offers the standard required
latency needed to guide and control real and virtual objects
without causing cybersickness, revolutionizing education,
accessibility and traffic, healthcare, athletics, culture, games,
and the smart grids, thereby profoundly shaping our com-
munity. The i-phone for instance has an astounding haptic

interface, provided by the gyroscope and the modern touch
screen technology, which has been a welcome step that could
drastically transform the way we connect.

Additionally, we have an instinctive (or innate) sense of
our surroundings, which has a tactile understanding of the
real-time connection with our world. The tactile feedback
and a phone give our hands the sensations, which in turn
enable our whole system to be modulated with its proximity.
Whereas inside the vehicle it modulates several sensors and
controls elucidating a real-time human-machine communica-
tion interface. Thus all TI needs is highly responsive, smart,
and reliable connectivity to provide a medium for intelligent,
real-time touch, control, sensing, and operation.

With the high availability of TI, accompanied by its very
fast reaction time and reliability, the human interaction with
the machines enables a new dimension by creating an inter-
active, real-time system, which revolutionizes almost every
segment of society [94]. Taking into account the industrial
dimension, TI is an interconnected system of specialized
components and applications used in industrial environments
to monitor and operate physical equipment. Hence the works
in [62], [89], [92] contribute to the role of TI in industrial
systems by examining its potential in emerging and future
industrial sectors.

Against this backdrop, the goal of this study is to identify
and address the cutting-edge challenges to implementing an
intelligent touch-enabled system via tactile internet in the
perspectives of B5G/6G-based wireless and IoT communi-
cations networks. Thus, tactile internet serves as a key to
realizing the vision of ‘‘Touch Technology’’. The TI has an
expected potential and future scope through the increasing
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penetration of mobile and cell platforms with the robotic-
human and computer interactions in the virtual control envi-
ronments, for interconnecting people, machines, appliances,
and processes in real-time.

To accomplish this, we present our discussion with an
overview of haptic communication via tactile internet archi-
tecture, with an emphasis on its potential development in the
touch-enabled framework in 6G and IoT mobile networks.

B. TACTILE INTERNET ARCHITECTURE
The haptic or the touch sensation helps ascertain a connection
between the humans and the peripheral environment in a way
analogous to the auditory and visual senses. It, therefore,
occurs bilaterally as a touch, sensed by imposing a motion
or a movement in an environment by some reacting force.
Haptic communication thus provides an additional dimension
and advantage over traditional audiovisual communication
for real-time control and accessibility in distant and remote
environments. The tactile internet architecture consists of a
radio access network (RAN) and a core network (CN), both
of which are expected to meet critical requirements for TI
functionality realization.

Each of the three domains in the tactile E2E architecture
can be separated into three sections: the master domain,
the network domain, and the controlled (slave) domain. The
master framework comprises an operator, either human or
machine, and an operating system interface. Using vari-
ous coding techniques, this interface acts as a master robot
or as a controlling device, converting the operator’s input
into tactile input. If the controlling device is haptic, it lets
humans interact with objects in virtual or real environments
through physical means such as touching, feeling, manipulat-
ing, or controlling.

It is primarily responsible for the controlled domain’s oper-
ation. In the case of a network-controlled system, the master
domain includes a controller that issues command signals
to the sensor or actuator system. A domain, where both
robotic machines and other objects are at distant locations in a
controlled environment, and directly accessed by the master
domain via command signals is referred to as a controlled
domain. When remote operations are carried out via haptic
feedback, energy is transferred between the master and the
controlled domains, and the global control loop is completed.

As apparent from Fig. 7, the components in the E2E tactile
internet architecture are explained as below:

1) MASTER DOMAIN: Generally, an HSI/HMI8 is a
robot where the user may touch, feel, and move virtual
and real-world items while directing the actions in the
slave domain.

2) SLAVE DOMAIN: The slave domain is controlled
by a teleoperator, through different command sig-
nals from the master domain, interacting with its
surroundings.

8HSI/HMI: Human System Interface or Human Machine Interface.

3) THE NETWORK OR CONTROLLER: The network
domain kinesthetically integrates the person with its
surroundings and distant environment.

4) TACTILE SUPPORT ENGINE Being on the edge net-
work, it effectively offers AI capabilities that are crucial
in system stabilization.

5) HAPTIC DEVICE: Enables tactile communication,
which means a user may touch, feel, and engage with
virtual or real-world things.

As a result, the most common design for a tactile haptic
device is a linkage-based system that consists of a robotic arm
connected to a stylus and is capable of applying force on its
tip. Thus, the growing degree of freedom (DOF) is an essen-
tial phenomenon for the envisaged applications that integrate
the network interface in a direct and indirect connection with
a cellular network. Since they both include sensations rather
than conventional multimedia, it is essential to differentiate
between the tactile internet and haptic communication, which
are comparable to traditional multimedia like speech, data,
and video.

To summarize, haptic communication networks include
communications across the wired and mobile internet, as well
as applications that operate on the tactile internet. This means
that the haptic communications and the tactile internet have a
service and medium connection with each other, respectively.

V. NEED FOR INTELLIGENCE
The existing and the future B5G/6G wireless network are
expected to endow the users with improved coverage and
high data rates with better cost efficiency, resource uti-
lization, scalability, adaptability, and security. Hence the
B5G/6G wireless communication system is anticipated to be
a backbone of the digital revolution in the next generation net-
work providing a ubiquitous reliable and practically instan-
taneous connectivity for humans and machines. Artificial
Intelligence (AI) may be regarded as the ‘processing and sim-
ulation of the human intelligence by machines’ and therefore
has a great potential in working out several intractable and
unstructured problems containing a large amount of data [84].

In other words, AI may be defined as a science of con-
structing computers that are capable of performing tasks
requiring human-like cognitive intellect [95]. All the while
AI has therefore been a widened approach for the machines
to be able to smartly carry out assigned tasks. ML on the
other hand is presently the widely accepted application of
AI, empowering the machines to train and learn from large
datasets and perform tasks without any need for explicit
programming. Next in order is deep learning (DL), a subset
of ML that analyses the artificial neural networks (ANNs).
These have more hidden layers to replicate the human brain,
making it one of the most widely used ML techniques. DL,
therefore, has a lucrative application in fields like computer
vision, bioinformatics, and speech recognition.

Such induced intelligence in the wireless communica-
tion network not only reduces the manual effort in net-
work deployment, configuring, and management but also
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helps in improved system performance. It also asserts the
adaptability and reliability of the communication network
by taking robust decisions in real-time according to the
prediction and behavior of the users and network. Hence due
to the recent advances and research in intelligence (AI/ML),
a wide range of novel technologies like self-driving cars,
voice assistants, holographic telepresence, e-health and well-
ness applications, pervasive connectivity in smart environ-
ments, industry 4.0 applications, massive robotics with the
unmanned mobility in 3D, AR/VR have become possible.

6G wireless networks thus offer a broadband network,
which is fast, instantaneous, and safe, to enable mass data
exchange at various frequencies using a wide range of tech-
nologies. In addition, these technologies are moving towards
intelligent devices in IoT that will demand more reliable,
stable, efficient, and secure connectivity. Hence the complex
connected devices, therefore, require a dynamic communica-
tion network to address their inherent complexity. The future
wireless networks will eventually need a self-organizing and
configuring capability alongside their cooperation and coor-
dination between the different nodes and communication
layers.

It enables us to effectively meet challenges like coverage,
spectrum, and energy efficiency. The continuous acceleration
of the machine type communication (MTC) devices adds
to the existing ultra-dense network’s complexity. Therefore
many such applications supported by the B5G network must
attain a short transit time and low latency with high reliability,
availability, and security. The majority of these are resource-
constrained and unable to rely on their bounded resources
and thus call for an uninterrupted and safe operation as their
main concern. Consequently, these applications owing to
their delay and bandwidth constraints cannot be moved to the
cloud or network controller [96].

Furthermore, these devices generate a diverse range of
datasets with a large scale of erroneous or missing val-
ues. Many wearables with VR/AR, intelligent products and
support systems, and other data-hungry use cases have a built-
in end infrastructure to afford and deliver content-based ser-
vices. Thus to incorporate an intelligent system, an intelligent
and content-aware approach must be implemented for the
planning, design, analysis, and optimization of such a net-
work. This necessitates an integration of the network systems
with their data sources, decision making, and cyber-physical
infrastructures, as well as sensing and communication net-
works [97]–[99].

Conclusively the favourable conditions for the implemen-
tation of the intelligent learning techniques in 6G wireless
networks range from:

1) Network interoperability with the distribution, afford-
ability, and accessibility of computing resources.

2) The predictive nature of the network characteristics.
3) Accessibility of a considerable amount of data.

Therefore a densely integrated wireless network may be
engineered by adopting artificial intelligence (AI) principles

combined with the incorporation of machine learning (ML)
techniques with reasoning and decision-making mechanisms.
Accordingly, the development of an intelligent touch-based
system calls for a promising development in facilitating the
efficient resource distribution in the cloud, fog, and edge
nodes, aiming to put together system intelligence and data
processing abilities in close proximity with the original data
source.

A. MACHINE LEARNING IN B5G/6G WCN
ML as a member of the quintessential AI technology has
nowadays become a key component of the 6G wireless com-
munication network.ML is said to be of a plausible advantage
in the communication system since the dynamic nature of the
wireless communication channels complicates the channel
interference models in the B5G scenarios. Therefore ML
techniques are capable of extracting information from the
unknown channel by learning from the communication data
while taking into account previous learning experiences. Fur-
thermore, the rapidly growing number of wireless access
points necessitates a global optimization of communication
resources as well as a fine-tuning of the system design [73].

However, the existing approaches together with the mas-
sive amount of resources complicate the tasks concerning
the optimization and correlation of the system parameters.
In contrast, advanced ML techniques like deep learning and
probabilistic learning can represent highly nonlinear relation-
ships and aid in the determination of optimal system parame-
ters. Sequentially, ML aids in the realization and installation
of learning-based adaptive network configurations by iden-
tifying and evaluating their behavioral patterns in advance
rather than reacting to unanticipated outcomes [63].

As a result, the current cellular networks that were built
and managed based on the preceding premise may be unable
to keep up with the growing complexity of data produced and
therefore fail to provide the necessary capacity, dependability,
and flexibility. Now as a response, the network may be unable
to respond fast enough to expected occurrences, thereby
compromising real-time communication services. Because
the majority of AI/ML algorithms are not purpose-built for
wireless communication networks, it is difficult to apply them
directly to the B5G/6G networks.

All the above arguments call for an intelligent communi-
cation interface in real-time, facilitating stable and efficient
connectivity within the network. The 6G wireless communi-
cation system guarantees a wide range of frequency bands,
including sub-6GHz, mm-wave, THz, and optical bands,
while also increasing the computational complexity in the
channel model. As a consequence, comprehending new chan-
nel characteristics for modeling new channel scenarios is a
lengthy process.

Owing to the significantly high computational channel
complexity in many situations, traditional techniques may
aid in certain approximations and assumptions to help sim-
plify the channel modeling and processing methodology.
This ensures the balance between accuracy and complexity
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tradeoffs of both channel modeling and processing methods
is beneficial.

B. GENERALIZED WORKFLOW PROCESS FOR MACHINE
LEARNING
For most prevailing and functional machine learning algo-
rithms, the generalized workflow process in basic steps is
described and shown in Fig. 8 [100]:

1) PROBLEM FORMULATION: Since the ML training
process is time-consuming, the problemmust be appro-
priately formulated at the start of the process. More-
over, there should be a strong correlation between the
problem and the information gathered. Classification,
clustering, and decision making are three important
types of machine learning. The proposed model should
also be considered within these three categories to aid
in the identification of the learning model as well as
data collection. Improper problem formulation results
in an unsatisfactory learning model and performance.

2) DATA COLLECTION: There are two types of data
collection: offline and online data collection, where
data collected in real-time is used as model feedback
in online data collection and is also used for re-training
of models. In contrast, offline data may be retrieved
from the source without an Internet connection [101].
By utilizing monitoring and measurement tools, online
and offline data can be collected efficiently, securely,
and stored for model adaptation. Data collection marks
the beginning of training and learning. Validation and
testing are set in motion after that.

3) DATAANALYSIS: It is divided into two types: prepro-
cessing and feature extraction where preprocessing is
used to reduce noise from the gathered data. The data’s
features are then extracted, which is a prerequisite for
learning and training [102]. The types of characteristics
that can be extracted from the network include packet-
level features and flow-level features. The packet size,
mean, root, and variance are extracted at the packet
level, andmean flow length andmean number of packet
flow features are extracted at the flow level.

4) MODEL CONSTRUCTION While iterative process
selection, training, and tuning are all necessary aspects
of the model selection process, they are applied dif-
ferently and a suitable learning model must be chosen
depending on the dataset size. The training stage entails
training themodel with the dataset that will be collected
at the start of the stage, whereas the tuning stage has
the model learn for itself by comparing it to the trained
data.

5) MODEL VALIDATION: Cross-validation of the test-
ing process is used to check the model’s accuracy,
which aids in optimizing the model and preserving the
overall efficiency of the system.

6) DEPLOYMENT AND INFERENCE: Throughout
the deployment and inference stages, the model’s

FIGURE 8. Machine learning basic workflow process [100].

trade-offs and stability are monitored to ensure accu-
racy and to determine the optimal sequence of steps to
be taken.

C. MACHINE LEARNING TECHNIQUES IN B5G/6G
WIRELESS COMMUNICATION SYSTEM
A few existing works containing a comprehensive overview
of the existing intelligent techniques with their application in
the B5G/IoT wireless communication systems are discussed
here. Authors in [99], [101] talk about different learning
techniques in IoT applicable scenarios while taking into con-
sideration their input information and computational com-
plexity. While the works in [103], [104] provide fundamental
concepts about the state of art AI-based technologies applied
in the existing network, making the system competent enough
to accomplish self-configuration, self-optimization, and self-
healing of the concerned system.

Additionally, authors in [58] discuss the framework and
application of the popular deep reinforcement learning (RL)
technique that is vital in the engineering of cognitive smart
cities. Furthermore, the articles in [105], [106] further provide
a comprehensive survey of the existing RL algorithms and
their stability and behavioral adaptability with the other learn-
ing agents in the implemented network. Speech recognition,
bioinformatics, and computer vision are just a few of the
applications for machine learning that make efficient use of
the technology.

Machine learning is primarily used for prediction and clas-
sification, but it also plays a role in performance prediction
and intrusion detection in networking systems. Therefore to
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TABLE 5. Machine learning techniques and their applications in B5G/6G System.

make decisions directly, machine learning constructs mod-
els that can learn from data without adhering to a set of
rules [107]. ML hence allows a model to enter a self-learning
mode without having to be explicitly trained. To learn system
characteristics that cannot be represented by an explicit math-
ematical model,MLmodels, therefore, are used as computing
systems.

These models are employed in tasks including catego-
rization, regression, and intelligent agent-environment inter-
actions. Using basic arithmetic calculations, the model can
efficiently complete the task once the system characteristics
are learned [108]. Models may be trained by providing them
with data sets, and when they are exposed to fresh data, they
can learn, forecast, and develop. There are three types of
machine learning algorithms: supervised learning, unsuper-
vised learning, and reinforcement learning.

In supervised learning, a model is trained on labeled
datasets and then learns on its own by comparing the training
dataset to the predicted output. This method is commonly
used for classification and regression issues. Unsupervised
learning is a type of machine learning that uses an unlabeled
dataset to detect patterns and relationships in the data. It is
mostly used to solve clustering and association problems.
During reinforcement learning, an agent interacts with a

system set and learns how to map all information about the
action, without any training data [109].

This section provides a brief overview of some of the most
commonly used artificial intelligence and machine learning
techniques, with Table 5 illustratively defining and highlight-
ing various machine learning techniques and their function-
ality in B5G and 6G wireless communication systems. The
works in [110]–[113] encompass a few of the researched
investigations concerning the ML application on the B5G/6G
wireless communication channel. However, most of the exist-
ing works exercise intelligence on a limited part of the
existing wireless communication channel. Some of the wire-
less channel characteristics influenced by intelligent learning
techniques are discussed below:

1) CHANNEL MODELING USING ML: The ML helps
deal with the channel modeling problem by imple-
menting the model-based approach, extracting the
wireless channel features from the existing data.
ML has efficacy in predicting channel features, esti-
mating channel parameters, CIR18 modeling, MPC,19

and classification of scenarios about the concerning

18CIR: Channel Impulse Response.
19MPC: Multipath Component Clustering.
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channel environment, derived out from the above-cited
works.

2) CHANNEL MEASUREMENT: A channel model
based on a feed-forward neural network(FNN20) and
RBFNN21 is shown in [114] which is functional in pre-
dicting channel properties like received power, RMS
delay, and angle spread(DS/AS). Therefore in addition
to the transmitter and the receiver coordinates, their
input parameters also influence the distance and fre-
quency of the Tx-Rx link.

3) NOISE: ML in [115] makes use of ANN to remove
noise from CIR, while [116] makes use of CNN to
identify the relevant wireless channel. In CNN and
wireless communication channels,MPC characteristics
like amplitude, latency, and Doppler frequency serve as
input and output parameters.

4) CHANNEL ESTIMATION: To obtain accurate chan-
nel estimation, the work in [117] uses a 2D non-
linear complex support vector regression (SVR) in
a rapidly fading and time-varying multipath channel.
On the other hand, the work in [118] refers to a deep
learning-based channel estimation method for beam
space mm-wave massive MIMO systems that can learn
the channel structure from a huge number of training
datasets.

5) MASSIVE RADIO INTERFACE: ML algorithms help
in analyzing the enormous amount of data pro-
duced by the massive MIMO arrays, where the
conventional channel estimation and detection algo-
rithms are rendered incapable. Deep learning meth-
ods and techniques, particularly image processing and
video analytics, provide the most exciting algorithmic
approaches [119].

6) WIRELESS NETWORK LOCALIZATION: The con-
tinuous development and updating of wireless chan-
nel locations have been made feasible via automated
learning from crowd-sourced data employing a large
number of mobile devices, yielding precise localization
results. In exchange, it enables consumers to benefit
from improved location-based services.

7) NETWORK MANAGEMENT Machine learning and
artificial intelligence can optimize a variety of tasks
such as fault detection and user tracking over a wire-
lessly linked network.

8) RESOURCEMANAGEMENT: The resource manage-
ment mechanism is only able to function once the
system has memorized the states and conditions of the
network users and their real-timewireless environment.
This, therefore, helps improve the system performance
with time and in turn, helps the system incorporate an
intelligent and dynamic decision-making phenomenon.

Following consideration of all relevant factors, we intend to
incorporate intelligence into the tactile internet infrastructure

20FNN: Feed Forward Neural Network.
21RBFNN: Radial Basis Function Neural Network.

to achieve complete automation of the systems that surround
us, taking into account the feasibility, interoperability, and
functionality of the 6G and IoT-based wireless communi-
cation networks. An intelligent touch-infused technological
framework is proposed in the next section, which incorpo-
rates intelligence from existing smart IoT infrastructure and
interfaces it with next-generation systems by creating a tac-
tile/haptic feeling as we interact.

VI. PROPOSED TOUCH TECHNOLOGY IN B5G/6G AND
IOT NETWORK
The proposed and futuristic anticipated system infrastructure
is expected to encompass an intelligent and reconfigurable
touch-enabled system that is pertinent in an IoT interfaced
B5G/6G system. The intelligent Touch-based IoT paradigm
can be made up of a variety of functional elements that
help smart objects perform various functions such as sensing,
actuation, identification, management, and communication.
The touch-based IoT system’s functional elements [3] can be
summarized as follows:

1) SMART DEVICES: The primary components of the
IoT-based Touch System, performing sensing, actua-
tion, and control functions are capable of sharing data
with other applications and servers. To connect to other
smart devices, each IoT device has to be prepared
with numerous interfaces including internet access, I/O
interfaces for sensors, audio and video, storage, and
memory interfaces.

2) FUNCTIONALITY: The device functionality ranges
from smart-watches, wearable sensors, automatic cars,
industrial machines, LED lights, and so on. From office
automation and household appliances tomanufacturing
lines and commodities tracking, intelligent IoT tech-
niques are used in a wide range of applications. As a
result, IoT services must be used to improve IoT appli-
cation development and accelerate installation.

3) SERVICES These are dedicated to identity and device
modeling and are commonly grouped under the
umbrella term identity services. Additional subcate-
gories include information aggregation, discovery, con-
trol, collaborative awareness, ubiquitous services, and
data analytics and publishing.

4) REMOTE ACCESS: As opposed to devices that use
mechanical switches or buttons to remotely manage,
IoT devices have either no human involvement or can
be remotely managed without the need for human
intervention.

5) SECURITY Taking into consideration the security
aspect, as far as the data on wireless networks is con-
cerned, especially with regards to denial of service
(DoS), spoofing, and eavesdropping, the information
is vulnerable to an array of attacks. Thus, IoT systems
use many security features, such as privacy, authoriza-
tion, authentication, data security, content integrity, and
message integrity, to attempt to thwart these attacks.
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6) IOT APPLICATION: To provide IoT users with inter-
faces, the application layer supplies IoT users with var-
ious interfaces that enable them to monitor and control
the various aspects of IoT applications.

Thus the projected system is to be most likely based on the
IoT functionality and is to be expected to be implemented in
the B5G/6G networks, where the system intelligence is of an
utmost need to be compatible with the accelerating high data
rate and in turn satisfy the low latency requirements of the
next generation system [120], [121].

A. INTELLIGENT TOUCH-BASED SYSTEM
The problem statement here describes the need for the intel-
ligence in the B5G system and therefore can be elaborated as
per the works in [122]–[125] stating that ever since the evolu-
tion of the wireless network from 1G to the existing 5G/B5G
and subsequently the 6G networks, have led to a tremendous
ascend in the billions of connected devices bound together by
IoT, forming an integrated IoE network. The increased traffic,
due to a growing number of devices, therefore requires high
energy efficiency and lower latency.

The growing new use cases in the evolving B5G net-
work incorporate theAR/VR/XRbased smart systems includ-
ing smart road monitoring, smart cities, consisting of smart
homes and IoT governed smart appliances. These systems
are externally controlled and therefore greatly lack intelli-
gence. Hence for the efficient functioning of these devices
in the next generation 6G network, an intelligent system
is required to govern the existing AR/VR based 5G/B5G
network effectively.

It, therefore, requires an interfacing mechanism with the
existing network infrastructure. To implement this in real-
time, the B5G/6G enabled tactile internet proves to be a
promising technology, which in turn can provide a new
dimension to H2M interaction by enabling haptic sensa-
tions and therefore a touch-enabled communication interface,
in real-time. The touch-governed IoT system is expected to
permeate many facets of contemporary daily living, including
the ability to sense, process, analyze, and infer environmental
parameters from natural resources and ecologies to human
environments.

The main aspect of this touch-based IoT network is its abil-
ity to intelligently connect to the other existing and future net-
works, to all the resources that are utilized by these networks,
and to help accomplish that through the advancement of the
prior networks and communication protocols. For this vision
to succeed, we will need to advance beyond conventional
mobile computing technologies and design an IoT system in
which everything we can touch is connected and capable of
acting as a smart and intelligent extension of ourselves.

In-depth knowledge of IoT issues spans from an awareness
and a better understanding of the IoT concerns and the com-
plexities involving the size and depth of the pervasive com-
munication network, software architectures, and data transfer
and processing. This knowledge is used to create autonomous
and intelligent devices in IoT systems. The primary goal is

to set up a global network of connected smart objects and
devices, all of which can connect without human intervention.

Each object that has been embedded with a smart interface
and connected to the user platforms and digital environments
is assigned a virtual identity and interfacing, allowing it to
connect and communicate with other embedded objects [3].
As we build our IoT network, our physical and virtual entities
turn into virtual things in a cyber world, each with specific
abilities that all IoT entities can use to realize personalization,
specialization, and autonomy based on the communications
protocols used to make the smart entities unique and provide
them with virtual personalities.

The combination of B5G/6G network slicing technology
and the TI application will thus prove to be a driving factor
in the realization of this suggested reconfigurable and intel-
ligent touch-enabled framework, whose research is still in its
infancy. Consequently, it can be concluded that the main goal
of the IoT-based Touch technology system is to improve the
lives of people, where all objects around us can figure out
what we want, what we require, and what we like, as well as
serve it accordingly without us having to explicitly command
them.

Fig. 9 presents the layered architecture of the proposed
intelligent touch technology in B5G/IoT networks. Hence it
requires an AI/ML technology, coupled with the B5G/6G
based Network Slicing and Tactile Internet; to implement
and interface the intelligent touch-based system. Hence the
Network slicing and tactile internet explained in the previous
sections prove to be the cornerstone in the incorporation of a
reconfigurable intelligent touch system.

VII. LAYERED ARCHITECTURE FOR TOUCH TECHNOLOGY
The Internet of Things connects millions of smart objects,
increasing data traffic and necessitating the use of large
processors and storage systems. This emergence of IoT sys-
tems together with the rising demand for wireless capac-
ity ultimately paves way for the futuristic intelligent Touch
Technology system. Many factors, including interoperability,
scalability, QoS, and reliability, must be considered while
designing such an IoT-based intelligent infrastructure. As a
result, the required intelligent IoT architecture based on touch
technology should have the following characteristics:

1) DISTRIBUTIVENESS The IoT model for the pro-
posed system should enable data collection from var-
ious sources and their processing by various smart
entities in a distributed manner.

2) INTEROPERABILITY: IoT devices from different
vendors must communicate to achieve common goals.
Additionally, protocols and systems must be designed
in such a way that smart devices from a variety of
manufacturers can exchange sensed data in an interop-
erable manner.

3) SCALABILITY:Any such IoT network is expected to
have billions of objects connected at any time. Because
these platforms run many applications and systems,
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FIGURE 9. Proposed layered architecture for intelligent touch technology.22

hence such applications should be able to handle and
process a huge amount of data.

4) LIMITED RESOURCES:Both computing units and
energy are considered highly rare units regarding the
limited resource availability.

5) SECURITY: The feelings of helplessness and vulnera-
bility that users have when they are under the control
and dominance of an unknown external device could be
detrimental to the given system deployment.

This section presents the proposed layered architecture for
the intelligent and touch-enabled technology which is to be
functionally implemented in the B5G/6G and IoT configured
wireless communication network. This architecture, which
is defined by the tactile internet and network slicing as its
cornerstone components, can thus be broadly classified into
master, controller, and network domains.

The master domain is comprised of user-facing edge
devices such as a robotic arm, gesture-based glove, or a gam-
ing console for real-time online gaming, which collectively

22The architecture presents the IoT Layered Infrastructure compris-
ing of: Perception, Connectivity, Edge computing(network), Cloud Stor-
age(transport) and Application layers, providing tactile-based communica-
tion and device interaction, as well as efficient network slicing between
the connectivity and application levels in order to transfer and completely
support requested services and user requirements.

form the HSI network. Thus, this layer contains various end
devices and sensors, which aid in touch-based sensory data
transmission. All of this is located on the perception layer as
per the layered architecture presented before. The perception
layer is responsible for transmitting the generated sensory
data to its required destination, over the network.

The reliable and timely transmission of data from the per-
ception layer devices to the edge computing layer is ensured
by the efficient connectivity between the layers. The connec-
tivity layer is therefore responsible for processing and com-
munication between the master devices accompanied by their
effective routing and switching, enabling reliable delivery of
information across the network. This layer also ensures the
security of the network.

The third layer is edge computing or the Fog layer, where
the data evaluation is done and is processed at higher lev-
els. The information is then processed and transferred by
the tactile support from the end-user to the base station.
Thus the fog and edge network, therefore, facilitates dis-
tributed computing, storage; control, and communication of
the network functions with a reduction in the latency, system
response, and cloud workload of the transmitted data. It is
further connected to the RAN layer which is responsible
for introducing intelligence in the system through the radio
network.
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The B5G/6G network slicing, virtualization, and frag-
mentation take place in this layer, the details of which are
explained in the earlier sections. Hence to further avail the
tactile facilities, the RAN slicing is accomplished, fragment-
ing it into the isolated frameworks, each of which is further
meant to furnish various high data rate applications simulta-
neously, while maintaining the latency of the requisite≤1ms.
The routed network endows with a provision for network
slicing and storage of data, enabling access to the various
cloud services, for effective data storage and acquisition.

The data acquisition process, before further furnishing
the requisite applications, follows the data accumulation and
abstraction. Data accumulation involves the data capture and
storage, to be used by the applications later. It also deals
with query-based data processing. Data abstraction further
virtualizes and consolidates the data at a place before its slic-
ing and cloud storage. The setup of the signalling procedure
and protocol stack along with the physical layer optimization
allows the accessible devices to direct and control the power
of the sensors, edge, fog, and cloud-based platforms.

The application layer further furnishes the applications
due to application slicing. Here the applications required are
entirely based on the TI and are intelligent and touch-enabled.
These may vary from the haptic communication by the haptic
and IoT sensors, the automated remote industrial operation
and monitoring, which is an example of the industrial revolu-
tion 4.0. It has great potential in the evolution of healthcare,
education, entertainment as well as edutainment. Since the
application layer is in charge of monitoring, controlling, and
analyzing the data, it must be at the heart of all systems.

The business layer, in the end, provides these services at
the consumer end i.e. at the controller domain at the receiver
at the destination. For an easy understanding, let’s go over
each layer of the architecture with its associated protocols and
functionality. Following the bottom-up approach, the five-
layered IoT configured architecture of the proposed touch
technology comprises of the following layers:

1) Perception layer.
2) Connectivity (Data Link) layer
3) Fog/Edge computing (Network) layer
4) Data Accumulation (Transport) layer
5) Application layer

As a result, we will go over each of these layers one by
one, explaining their functionality and interoperability as we
go. This section describes each layer one by one with its
functionality and interoperability beginning with the appli-
cation layer up to the perception layer following a top-down
approach [126] in Fig. 9.

A. APPLICATION LAYER
As the front end of the IoT architecture, the application
layer is where the majority of the IoT potential will be
realized. This is because the application layer provides IoT
developers with the user interfaces, platforms, and tools that
are required to implement IoT applications such as smart

homes, intelligent transportation, smart health, and smart
cities, among others. Furthermore, it is in charge of receiving
the data that has been processed from the network layer.

The IoT application layer provides appropriate protocols
and services needed to transmit messages at the applica-
tion level. When choosing a communication protocol for a
certain application, many elements should be considered,
including power consumption, necessary BW, transfer and
connection time, delivery guarantee, data security, and packet
size. A description of a few protocols that are commonly used
at the application layer is provided below and summarized in
Table 6:
1) MQTT: It uses middleware and apps to enable communi-

cation between IoT devices and the network in a variety
of ways, including M2M, server to server, and machine to
server, and it runs on the TCP/IP protocol. Additionally,
it supports communication over low-bandwidth and unre-
liable links and is used for publishing and subscribing to
lightweight message exchanges [127].

2) XMPP: It allows for low latency communication and
minimal message delivery, making it ideal for video calls,
instant messaging, and chats, as well as publish/subscribe
systems, gaming, and IoT applications. Because of its
simplicity and adaptability, it makes it possible to com-
municate between heterogeneous systems [127].

3) REPRESENTATIONAL STATE TRANSFER (REST-
FUL): The REST protocol is a collection of best prac-
tices, rules, and constraints for developing web services
that enable data exchange and communication between
various devices, as well as for developing distributed
hypermedia systems with desirable properties such as
modifiability and scalability. RESTful is a request-
response and client-server architecture that allows clients
to access server resources in IoT contexts. It is based
on the HTTP protocol. Because they are lightweight and
straightforward protocols, RESTful APIs are considered
to be a good choice for a variety of IoT applications [128].

4) CONSTRAINEDAPPLICATIONPROTOCOL (COAP):
In IoT applications, it enables resource-constrained and
unsynchronized devices to communicate while provid-
ing flow control, reliable delivery, and simple congestion
control. It uses multicast and unicast requests to enable
a publish-subscribe communication strategy. CoAP uses
UDP due to its small message size, low code footprint,
and lack of TCP handshake overhead before transmis-
sion [129].

5) AMQP It is widely used in commercial and business
domains because it offers reliable and secure communica-
tion between heterogeneous devices and supports publish-
subscribe architecture based on an efficient and reliable
messaging queue. In addition, it uses the TCP protocol
for increased reliability. Themessage queue and exchange
queue models are used to transfer data over AMQP. In the
message queue model, messages are retained until they
are transmitted to the receiver, whereas in the exchange
queue model, messages are routed in proper order [129].
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TABLE 6. Some commonly used application layer protocols.

B. DATA ACCUMULATION/STORAGE LAYER
It interacts with the application layer to send and receive data
without mistakes in a typical way. The transmitting side here
is in charge of breaking down messages received from the
application layer into segments and sending them to the net-
work layer. Following that, the segmented messages received
will be reassembled into messages that will be passed directly
into the application layer by the receiving side of the commu-
nication channel.

This layer is responsible for ensuring the integrity and
reliability of transmitted data by providing features such as
packet delivery order, congestion avoidance, multiplexing,
byte orientation, and data integrity. Hence known as the
routing layer because it is in charge of routing data packets
through the network area, where its protocols are in charge of
packet ordering, error detection, and correction. This section
provides an overview of a few protocols that are commonly
used at the data accumulation layer. The protocols are sum-
marized in Table 7:

1) TRANSPORT CONTROL PROTOCOL (TCP) It is
a heavyweight, connection-oriented protocol, where
the connection is not established until all the required
data has been sent between each end device. TCP
is suited for reliable communication since it requires
acknowledgement messages to ensure each sending
and receiving procedure, as well as support for retrans-
mission of lost or corrupted packets and a flow control
mechanism. Hence, this protocol’s packet overhead is
extremely high, resulting in increased power consump-
tion from devices and thus making it impossible to
operate on power-constrained devices. TCP divides the

data packet intomultiple packets, each with an ordering
number and source and destination IPs [130].

2) USER DATAGRAM PROTOCOL (UDP): It is a con-
nectionless protocol that attempts to give protocols
and applications that run over IP, an unreliable, min-
imum message queuing, message passing, and best-
effort transport. There is no requirement for end-to-end
connectivity between communicating entities, which
enables efficient communication for some applications
that require real-time performance with low latency,
such as video and voice. UDP does not provide a port
with any attribute for addressing the source and destina-
tion functions and provides a data integrity check [130].

3) DATAGRAM CONGESTION CONTROL PROTO-
COL (DCCP): It establishes unicast bidirectional
connections for datagrams with unreliable dynamic
congestion control. These characteristics make DCCP
ideal for applications that transmit large amounts of
data and require a trade-off between reliability and
timeliness, such as VoIP and media streaming. Due
to its unreliability and absence of a receiving win-
dow, the flow rate of DCCP can be progressively
increased [130].

4) STREAM CONTROL TRANSMISSION PROTO-
COL (SCTP): It is a connectionless, message-oriented,
IP transport layer protocol similar to UDP that enables
SCTP-based peer-to-peer (P2P) communication and
reliable transmission for applications communicating
over an IP network. As a result, it inherits the majority
of TCP’s functionality, such as packet recovery and
congestion management [130].
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TABLE 7. Some commonly used data accumulation layer protocols.

5) TRANSPORT LAYER SECURITY (TLS): It was cre-
ated to provide security channels among communicat-
ing peers and to give authentication, data secrecy, data
integrity, and encryption to applications by preventing
eavesdropping, message forging, and tampering. It runs
on top of several transport layer protocols. It is com-
posed of two components: the handshaking protocol,
which is responsible for authenticating communica-
tion ends, agreeing on shared keys, and negotiating
cryptographic parameters and modes; and the record
protocol, which divides the traffic into multiple records
and protects them using the traffic keys [131].

6) DATAGRAM TRANSPORT LAYER SECURITY
(DTLS): It was created to secure datagram applica-
tions that do not require or provide dependable data
delivery, such as datagram online gaming, internet
telephony, and media streaming, which are deemed
delay-sensitive. DTLS is an enhancement of the TLS
protocol that prevents message forgery, tampering,
and eavesdropping when transmitting data streams.
Therefore, it should be able to cope with and resolve
a variety of datagram difficulties, such as packet loss,
packet reordering, and delay [132].

7) RESOURCERESERVATIONPROTOCOL (RSVP): It
is multicast and unicast control transmission protocol
that was created to enable data stream transmission
with a flexible, robust, scalable, and heterogeneous
resource reservation setup at each router. There is also
support for resource reservations in each node along
the data path, multipoint to multipoint communication

paradigm, cache management routers, and receiver-
initiated reservation [133].

C. EDGE/FOG COMPUTING LAYER
It is responsible for providing data with routing paths so that
the packets can be transmitted across the network area. This
layer creates logical connections, sends out error messages,
and maintains the data transmission routing path. Further-
more, this layer contains all network devices such as switches,
firewalls, bridges, and routers that are required to work with
appropriate communication protocols such as 3G-4G-5G,
Wi-Fi, infrared, ZigBee, and Fibre to the X.

This layer is in charge of forming, addressing, and rout-
ing data packets, as it receives datagram packets from the
transport layer and converts them to data packets before
transmitting them to the destination side. This section gives an
overview of some protocols commonly used in the edge/fog
computing layer with the protocols summarized in Table 8:

1) ROUTING PROTOCOL FOR LOW POWER AND
LOSSY NETWORK (RPL): It is a tree-based, IPv6
proactive distance vector routing protocol developed by
the routing-over-low-power and lossy networks work-
ing group to run commercial appliance networks with
insecure connectivity, poor data rates, and substan-
tial losses. It has a storing and non-storing mode to
reduce memory requirements and eliminate loops in
low-resource applications. It is prone to high packet loss
owing to congestion, has a long delay, and is vulner-
able to assaults since it lacks end-to-end encryption.
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Overhead packets for control are flooded into the net-
works as a result [134].

2) COGNITIVE ROUTING PROTOCOL FOR LOW
POWER NETWORK (CORPL): It is an extension of
the RPL protocol, which was designed to be compatible
with cognitive networks to improve performance. This
feature ensures a high packet delivery ratio (PDR) and
keeps the network from colliding. The CORPL routing
mechanism takes advantage of an opportunity to select
the most effective forwarding next hop from a pool of
eligible neighboring nodes. There are minimum colli-
sions and duplication of data packets [135].

3) CHANNELAWAREROUTINGPROTOCOL (CARP):
It is a distributed protocol with a lightweight data
package that was created for underwater and IoT appli-
cations. Network initialization and data forwarding are
two steps in the routing operation performed by CARP.
The receiving node updates its distance to the sink
node, broadcasting the welcome messages with their ID
and hop count. In data transmission, the sender sends
a ping message to its neighbors, determining the best
relaying node based on the link quality and information
received from their ping messages, and then forwards
data. When selecting a relaying node, residual energy,
network quality, and buffer space are all taken into
account [136].

4) COLLECTION TREE PROTOCOL (CTP): A tree-
based routing system that was created to give the great-
est effort for anycast communication in networks with
low energy demands. An early form of networking is
where a source node (sink node) announces itself as the
root node, where minimal cost is paid to deliver data
to the root. Other nodes connect to the root tree via
lightning ads and then send their collected data into the
sink node with the minimum amount available. CTP,
on the other hand, does not permit reverse routing from
the sink to the sensors [137].

5) LIGHTWEIGHT ON-DEMAND AD HOC DIS-
TANCE VECTOR ROUTING PROTOCOL-NEXT
GENERATION (LOAD-NG): When compared to the
on-demand distance vector (AoDV) protocol, it is a
more lightweight distance vector and reactive protocol
that is designed to provide a secure, scalable, and effi-
cient routing in lossy and low power networks. As a
reactive protocol, LOAD-ng generates on-demand route
requests to discover a path to the target node and when
data has to be delivered, the receiving unicast replies
hop by hop from the destination node back to the sender
node. If a route is found to be broken, attempts to fix it
are made, or an error message is sent to the requested
node [138].

6) AD-HOCONDEMANDMULTIPATHVECTOR FOR
IOT (AOMDV-IOT): It seeks to discover and estab-
lish connections between nodes and the internet. For
each node, AoMDV-IoT generates two routing tables:
an internet connecting table (ICT) and a routing table.

In addition, it converts IP addresses into internet linking
addresses (ILA) and when a node wants to be connected
to the internet, the IP associated with the desired internet
is connected to ILA so that the search function can be
utilized. If there is no internet node in ICT, the source
node will broadcast the requested packet to update both
tables until an optimal route to an internet node is dis-
covered [139].

D. CONNECTIVITY LAYER
The IoT connectivity layer in the touch system architecture is
comprised of a variety of communication protocols that are
primarily responsible for providing services to the network
layer. Hence, it is in charge of connecting and transmitting
signals from end devices to higher layers via routers and
gateways.

The IoT connectivity layer consists of a variety of commu-
nication protocols that, depending on the transmission range
and coverage area, provide services to the network layer.
Some of the most commonly used protocols are reviewed
further down this section.

1) NFC PROTOCOL A short-range protocol that allows
mobile objects to communicate with one another over
a few cm of distance and allows data to be transferred
in seconds between the connected NFC devices that are
close to one another. It is RFID-based and thus uses
an alternate magnetic field to connect devices that are
either active or passive. In the active mode, all of the
connecting devices generate a magnetic field, whereas,
in passive mode, one device generates a magnetic field
while the others use load modulation to transmit data.
Passive mode is energy-saving and is widely used in
today’s smartphones [140], [141].

2) 6LOWPAN: It allows smart devices to connect to the
internet via the IPv6 protocol while also taking into
account the nature of wireless IoT networks by creating
a very small header message format. It also removes
obstacles to using IPv6 addressing protocol in IoT
devices with limited processing power, data rate, and
power [142]–[144].

3) BLUETOOTH LOW ENERGY (BLE) PROTOCOL:
BLE is a low-power alternative to short-range wireless
communication developed by the Bluetooth Special
Interest Group. Additionally, it allows for fast data
packets to be transmitted at speeds up to 2Mbps in the
ISM band [145].

4) ZIGBEE The objective is to develop a low-cost, scal-
able, and power-sipping wireless connectivity that is
suitable for a wide range of controlling and monitor-
ing purposes. With intelligent routing and setup proce-
dures, this protocol builds on IEEE 802.15.4’s features
to enable high failure resilience and easy installation.
It also works well with other wireless communication
technologies due to its strict security and listening
techniques [146].
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TABLE 8. Some commonly used edge/fog computing layer protocols.

5) Z-WAVE Smart light controllers and other sensors in-
home devices use this low-power wireless communi-
cation technology. With low latency transmissions and
data rates of up to 200kbps, this technology operates
over 900 MHz ISM bands [147], [148].

6) LOW POWERWIDE AREA NETWORKS (LPWAN)
PROTOCOLS: LPWAN protocols are low-power, low-
bandwidth, and low-cost protocols that are particularly
useful for long-distance communications. Furthermore,
the devices that implement these protocols have trans-
mission ranges ranging from 1m to 50 km. The general
characteristics of LPWAN protocols are as follows,
followed by a brief discussion of each protocol:
a. These LPWAN protocols are implemented by

low-power devices.
b. These protocols are limited to the transmission of

small smart packets, typically 100 bytes or less.
c. Devices that implement LPWAN protocols are

composed of extremely low-cost components,
typically costing less than a few dollars.

d. Within and outside their domains, these devices
are designed to provide good coverage and
reliability.

7) LONG RANGE WIDE AREA NETWORK (LORA
WAN) It is a physical layer communication protocol
that uses very little power and has a battery life of up
to ten years. LoRaWAN specializes in M2M, industrial
and smart city applications, which require long-range
communication, ranging from 2 to 5 km in urban areas
and up to 15km in suburban areas. The process of
communication through large networks, which contain
billions of intelligent devices, also promotes the data
rates of this protocol in the complete duplex wireless
medium, from 0.3 to 50Kbps [149].

8) NB-IOT: It is a narrowband radio technology that was
developed and standardized by the 3GPP to support
IoT applications with low data rates and high com-
plexity. It proposes a new radio access method based
on LTE standards but with fewer capabilities to lower
the power consumption of IoT devices with limited
resources [150].

9) SIGFOX It is a technology of narrowband and
ultra narrowband for connecting a large number of
power-controlled devices. To operate, the protocol
must operate on a frequency band of 868MHz, where
the spectrum is split into 400 channels of 100Hz. Rural
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TABLE 9. Some commonly used short ranged connectivity layer protocols.

areas can receive signals from IoT devices that can
transmit up to 140 packets per day at a data rate of
up to 100bps, and urban areas can receive signals that
can reach distances of (30-50)km in rural areas and
(3-10)km in urban areas [149].

Table 10 compares the characteristics of the LPWAN proto-
cols discussed in this section [149]:

E. PERCEPTION LAYER
The major goal of this layer is to feel the physical characteris-
tics of the entities that surround us and within the dominating
IoT network, which relies on sensing technologies like RFID,
WSN, and GPS. It’s also in charge of translating sensory data
into digital signals that may be transmitted via a network.
Indeed, embedded intelligence and nanotechnology play an
important role in this layer, as they improve the processing
capabilities of any object by inserting small chips or micro-
controllers into everyday smart devices. This layer consists
of all user end devices (smart devices, wearables, sensors,
actuators, etc.) that are connected to the IoT and cellular
network and capable of accessing and transmitting tactile
sensations over the network.

Additionally, some fundamental attributes are an integral
part of the end devices, as detailed in Table 11 [151]. For
the system to enable an intelligent and reconfigurable touch-
based system, both the master domain and the controller
domain, need to have bilateral connectivity with the intel-
ligent RAN network. It is further governed by the AI/ML
algorithms, responsible for intelligent resource allocation and
data transmission. Hence the motivation for the proposed
model lies entirely in the fact that to incorporate an entirely
intelligent system in the 6G and IoT framework requires the
AI/ML technology implemented on the B5G network slicing

and its application, TI as the building blocks of the touch
system.

One of the most promising aspects of this proposal is that
it is based on the assumption that 6G applications will have a
high data rate and latency requirement of less than 1ms in the
majority of cases. The application of the TI-based intelligent
systems is still in the nascent stage and therefore requires a
well-defined technology to deploy the touch-enabled technol-
ogy in the next generation networks, combining the network
slicing with the TI.

Thus an IoT-enabled interface acts as a backbone of the
proposed reconfigurable and intelligent tactile-based touch
communication wireless system. Summarizing the important
requisites for the proposed touch-based technology can there-
fore be listed below as:

1) An interfacing architecture with the existing B5G/IoT
framework is required that can link the present B5G
network with the next generation 6G network through
IoT-based intelligent and sensory devices and sensors.

2) The network slicing and TI prove to be a strong back-
bone in implementing the given framework. Also, the
intelligence may be incorporated into the system using
ML/AI-based algorithms, to increase the system com-
putational capacity.

3) The 6G applications are largely based on the
AR/VR/MR/XR, having large power consumption and
real-time simulation and therefore need proper energy
efficiency and power optimization techniques for its
effective implementation. It can therefore prove to be
an important future aspect that needs to be considered.

4) Also, the minimum infrastructure costs, with an
energy-efficient performance are important parameters
that need to be considered while implementing the
proposed system.
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TABLE 10. Comparison of LPWAN protocols.

Hence it can be concluded by saying that, all the above-
enlisted parameters, will eventually pave the way towards
the establishment of an intelligent and configurable touch-
enabled system, interfacing with the B5G/6G Wireless
Communication Network. We have further proposed an
end-to-end touch interfacing architecture to be implemented
in the real-time B5G/IoT-based wireless communication net-
work as described ahead in this section.

The IoT infrastructure includes physical objects integrated
with the WCN, which are designed to provide intelligent in-
house services to users. Thus the IoT system comprises five
layers perception, connectivity, network, transport, and the
application layers starting from the device end. The network
layer in turn includes the connectivity with the edge/fog
computing as well, as the data storage functionality within
itself as given in Fig. 9, altogether forming the middleware
component of the system.

The proposed Touch-based intelligent and IoT config-
ured system may therefore be realized as an end-to-end

TABLE 11. Fundamental attributes of connected user end devices.

architecture in Fig. 10. This end to end architecture is, there-
fore, to be realized in three phases which include:

1) The TI enabled real-time touch communication net-
work establishments at the transmitting end complete
with its bilateral feedback system.

2) Similar TI enabled real-time touch reception system at
the receiver end that is operated by the remote industrial
machinery and robotic system.

3) Lastly, it requires an intelligent interfacing algo-
rithm to simultaneously operate both the ends and
a suitable slicing mechanism to fulfil almost all the
URLLC and IoT-enabled intelligent Touch-based tac-
tile applications.

VIII. END TO END TOUCH SYSTEM ARCHITECTURAL
MODEL
The E2E system architectural model of the proposed intelli-
gent touch technology has been represented in Fig. 10. The
real-time applications at the user ends satisfying the desired
output at the destination may range fromAR/VR-based trans-
mission and communication systems, real-time online gam-
ing, remote medical service accessibility like telesurgery and
remote health consultation, and remote industrial operation
involving the major role of robots and automatic machinery.
The system model has been divided into three components
and therefore may be analyzed in three phases. These are
categorized as:

1) PHASE1: The bilateral communication at the transmit-
ter comprising of the tactile based user devices like
the robotic arm, AR/VR gear and gesture-based haptic
devices, real-time online gaming console, and many
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FIGURE 10. Touch interfaced end-to-end architecture.

more, interacting with the BS, the local server (LS),
transmitting the data to the middleware through the
gateway.

2) PHASE2: It represents the bilateral communication at
the receiver end, accomplishing the intelligent, touch-
based applications ranging from intelligent healthcare
facilities like remote surgery, remote industrial opera-
tions, real-time online classrooms, and many more.

3) PHASE3: It acts as the mediating controller, connect-
ing the above phases and is therefore responsible for
implementing intelligence in the proposed system. The
AI/ML algorithms are therefore routed in this phase.
The aforementioned phasesmay be separately analyzed
as the transmitter end, the receiver end, and the process-
ing end.

A. TOUCH-BASED TRANSMITTER SYSTEM
The transmitter end of this end-to-end architecture of the
intelligent touch interfaced system may be represented as
phase 1, comprising of the tactile user devices like the
robotic arm, augmented or virtual reality gear, gesture-
operated tactile devices, real-time online gaming modules.

Fig. 11 presents the touch-enabled flow process at the trans-
mitter end. The process may begin with the abovementioned
devices at the user end requesting diverse high data rates
and IoT based URLLC applications varying from the remote
medical consultancy or telesurgical operation to the assem-
bling and modeling of the machinery of the remote industrial
function. The user may request for a particular service by
the means of a touch sensor or an AR/VR device, virtually
furnishing the data towards the server, to be routed further.

The further the convenience may be at the individual view-
point, making use of a tactile enabled robotic system for
household function. In addition, it may have a future appli-
cation as in virtual e-commerce or virtualized or holographic
shopping where the customer may virtually access or try
the product by tactile sensing and a touch-enabled interface
between the user end and the linking server forming a bilateral
communication feedback system at the user/customer end.

The TI-based applications place a request to the local
server to check for channel availability. The request is for-
warded when the channel is available and if the channel
appears to be busy, the entire process starts all over again from
the first step, where the user must ask for a service. Following
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FIGURE 11. Touch-enabled flow process at the transmitter end.

the channel access granted to the user, and before sending
the data it tries to establish a connection with the server. This
is followed by the handshaking request-response procedure
between the channel and server.

The server gives acknowledgement on the channel avail-
ability and thus firmly establishes the connection between the
customer and the server, virtually accessing, forwarding, and
routing the data further to the gateway. Here ‘A’ represents
the data to be forwarded to the gateway. A similar kind of
procedure is conceded at the receiver end explained in the
next section.

This middleware is to be positioned between the edge
and the cloud computing layers, successfully participating

in the network slicing and providing the requisite virtual
platform for supporting different tactile applications. The
slices may be controlled, scheduled, and allocated using dif-
ferent ML/DL-based algorithms, successfully implementing
the proposed touch-based network.

B. TOUCH-BASED RECEIVER SYSTEM
The flow process at the receiver end of the touch interfaced
system is presented in Fig. 12. The point ‘A’ which rep-
resents the user end devices at the transmitter end, further
routes the information signal in the channel via BS, router,
and gateway. The gateway connects the transmitter with the
middleware. The process therefore briefly illustrates the role
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FIGURE 12. Touch-enabled flow process at the destination end.

of the middleware infrastructure with its connectivity at both
the transmitter and receiver end devices.

This middleware exists at the junction of edge and cloud
computing layers. Middleware performs the virtualization
process in conjunction with network slice abstraction and
allocation, fragmenting the existing physical network into
multiple virtual networks. The techniques and algorithms
required for the proficient implementation of the slices bear-
ing n number of virtual networks may perhaps be applied in
the middleware layer. The middleware further connects to the
LS on the receiver side and establishes a connection.

The process is similar to that in the transmitter and is
followed by the middleware forwarding the information data

to the server after establishing a connection with the server
via handshaking mode. The LS at the receiver end in turn
indicates whether or not the channel is available for signal
transmission utilizing the request and acknowledgement pro-
cess. The signal is processed as the output after the channel
availability is declared at the LS. The receiving end of the
proposed system may perhaps be represented by point ‘B’.

This point ‘B’ may further endow the requested TI enabled
touch-based applications at the destination end. Hence the
user/customer successfully gets the desired output. It may be
a successful telesurgical operation or it may a remote indus-
trial operation. It may also consist of the successful model-
ing and assembling of robotic and machinery components.

VOLUME 11, 2023 30669



M. Gupta et al.: Tactile Based Intelligence Touch Technology in IoT Configured WCN in B5G/6G-A Survey

FIGURE 13. Middleware component system.

Additional applications vary from the smart and virtual class-
room to the virtual holographic shopping and e-commerce,
with successfully accessing the desired product without actu-
ally having to lay a hand on it. It is possible to virtually access
and analyzes the product through holographic imagery and
the transmission and reception of the information may be
established by implementing the TI based touch configured
system, which will prove to be an impacting factor in the 6G
system.

C. TOUCH-BASED MIDDLEWARE SYSTEM
The middleware system is an integral and the most important
component of the proposed intelligent touch configured sys-
tem. It, therefore, helps in integrating and configuring both
the transmitter and the receiving user/application ends. Hence
both its connecting ends must have the same configuration
and dimensionality for the system to act smoothly and with-
out any undesired latency. The LS at the user end routes
the requested information via BS, router and gateway to
the middleware infrastructure. At this juncture, the informa-
tion requested is virtualized in numerous network functions
enclosed in several network slices.

This system also comprises a layered infrastructure, andwe
have considered a 4-layered centralized middleware network
in Fig. 13. These layers may be categorized as the input layer,
processing layer, delivery layer and output service layer. The
input layer forwards the input data from the transmitter end;
the processing layer helps analyze the data from the trans-
mitter end; the processing layer helps analyze the data using
the virtualization and network slicing process. The delivery
layer categorizes the slices as per their use cases and data
rate and bandwidth requirements, whereas the output service
layer arranges the final application slices to be delivered at
the destination end.

Therefore the proposed requisite intelligence in the sys-
tem is to be established via this middleware infrastructure.
There is a bilateral feedback system at both the transmit-
ter and receiver end which helps in transmitting the feed-
back and incorporating the intelligent techniques/algorithms
at both the connecting ends. The input to this system is
through the transmitter user end represented by ‘A’. Conse-
quently, the input data fed to the middleware may be arranged

in a sequence considered and governed by factors like opti-
mization, priority, power consumption, and security.

The next subsection further elaborates on the architecture
and functioning of the middleware to be used in the proposed
touch-based system. Hence at the output end, these factors
may be implemented as their corresponding techniques and
algorithms like the layer optimizing algorithm, the priority-
based algorithm, the power usage algorithm, and the security-
based algorithm, to obtain the desired output result. The
AI/ML/DL algorithmic implementation of the above-listed
factors, in wireless IoT and B5G/6G systems, has been a
research interest of many scientists and researchers.

Thus for the real-time implementation of the intelligent
touch-enabled system, we call for an interfacing architecture
that integrates the existing B5G technology with the 6G
technological interface, enabling the TI enabled touch con-
nectivity through intelligent network slicing. Consequently,
the subsequent sections describe the interfacing architecture
of the present scenario with the next-generation system along
with its future scope and applications towards the implemen-
tation of the intelligent touch system.

IX. TOUCH TECHNOLOGY IOT MIDDLEWARE
The IoT is a vast network of connected smart devices that
aim to make the surrounding environment intelligent and
autonomous. Thus most vendors do not care about the com-
patibility of their products with other competitive brands,
which is one of the major challenges that IoT paradigms
face in the M2M communication. This problem has been
addressed in several ways, one of which is the enforcement
of universal standards, which is extremely difficult to imple-
ment. Another approach has been suggested, which is the
implementation of middleware software to facilitate commu-
nication between these devices.

Middleware can be defined as the software that offers inter-
operability between incompatible applications and devices;
as well as shielding customers from the smart object’s com-
plexity. Hence, it serves as a software bridge between appli-
cations and things, allowing IoT systems to communicate and
collaborate more effectively with one another. There are a
plethora of middleware solutions available, whether propri-
etary or open-source, that is provided by various companies,
with the majority of these solutions being very similar to one
another.

However, there are no benchmarks, performance indica-
tors, or performance measurements that allow us to compare
various systems. Following our examination of several arti-
cles [152]–[154], we have come to the following conclusions
about some of the issues faced by IoT middleware:

1) ABSTRACTION AND INTEROPERABILITY: IoT
middleware aids in allowing various smart devices to
interface easily with each other to facilitate collabora-
tion and data exchange among heterogeneous devices.

2) DEVICE DISCOVERY AND MANAGEMENT: This
attribute allows IoT devices and services to be located
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in their network domain where the IoT environment
infrastructure is primarily dynamic because all newly
joined devices must announce their existence and
services.

3) SCALABILITY: The IoT middleware must be scalable
and must provide APIs to list all IoT devices, their
capabilities, and their services, among other things.

4) DEVICE CATEGORIZATION: APIs must also allow
users to categorize devices based on capabilities, man-
age devices based on remaining energy, report IoT
device problems to users, and perform problem load-
balancing procedures.

5) BIG DATA AND ANALYTICS Because of the fragile
nature of wireless sensor networks, part of the detected
data may be incomplete, requiring the middleware to
take this into account and extrapolate incomplete data
using a suitable machine learning method.

6) PRIVACY: Since this majority of data coming from
IoT applications and services is related to human daily
life, security and privacy issues must be considered
when transferring and processing it, necessitating the
development of middleware that addresses these issues.

7) CLOUD SERVICES: Cloud computing is the vital
layer of any IoT system. The data captured through
sensors will be stored and analyzed in a centralized
cloud, and, as a result, IoT middleware should run well
in various types of clouds as shown in Fig. 14.

8) CONTEXT DETECTIO: Ambient data collection
applications and real-time reactive applications are the
two types of IoT applications. In the first, sensors col-
lect data that will be processed offline later to obtain
reasonable information that will be used for similar
scenarios in the future, while in the second, systems
must make a real-time decision based on the sensed
data.

A. ARCHITECTURE OF TOUCH-BASED IOT MIDDLEWARE
Following are types of IoT middleware architectures that are
currently available, which are classified based on the services
that they provide [155]:

1) SERVICE-ORIENTED ARCHITECTURE (SOA) OR
SERVICE-BASED SOLUTION
Users and developers are given the ability to employ or add
different types of IoT devices that can be used as services
in the service-oriented middleware architecture (SOA). Three
layers make up SOA architecture: the physical layer, which
contains actuators and sensors, the virtualized layer, which
contains cloud and infrastructure servers that are responsible
for performing various computational operations, and the
Applications layer, which contains all services and utilities as
shown in Fig. 15. Access control, storage management, and
event management are just a few of the general intermediate
layer services accessible.

SOA is a powerful middleware that may be deployed
on nodes that communicate with cloud servers or on a

FIGURE 14. Cloud and IoT enabling technologies.

FIGURE 15. Service-oriented IoT middleware architecture.

powerful gateway that sits between the cloud levels and the
IoT layer. As a result, this sort of middleware is incompat-
ible with resource-constrained devices and does not allow
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TABLE 12. Comparison of commonly used service-based middleware attributes.

for device-to-device communication. The most widely used
service-based middleware is discussed here and summarized
in Table 12.

a) Link Smart (Hydra): A web service platform that
intends to reduce the heterogeneity of different devices
and entities in the IoT ecosystem, as well as control all
types of smart devices regardless of their communica-
tion protocols, such as Zigbee, RFID, Bluetooth, Wi-
Fi, and so on. This middleware is unique and it allows
IoT devices to be used as services by embedding the
required services. Health care, agriculture, and home
automation are a few of the IoT applications that can
be managed with Link Smart [156].

b) Kaa: It is an open-source platform that enables the
creation of IoT solutions and is administered by Cyber
vision Inc and Kaa IoT technologies. By utilizing a
web-based GUI built on the Apache platform, it is
possible to create data delivery schemes, support multi-
tenancy on servers, and generate endpoint software
development kits (SDK). Kaa enables direct or indirect
communication with endpoint devices while encrypt-
ing their data using AES29 and RSA30 encryption
methods [154].

c) Global Sensor Network (GSN): Its objective is to
provide a standardized platform that enables adaptable
deployments, sharing, and integration of heterogeneous
Internet of Things (IoT) objects. This platform is built
to meet the requirements of physical and virtual sensors
and actuators, whether they are connected via a wired
connection or wirelessly. GSN is a Java platform that
can be placed on IoT cloud or servers, and it allows a

29AES: Advanced Encryption Standard.
30RSA: Rivest Shamir Adleman.

FIGURE 16. Cloud-based IoT middleware architecture.

series of wrappers to feed the systemwith collected line
data that is later processed using XML specification
files [157].

d) Thing Speak IoT: It is a MATLAB-developed ana-
lytic open-source platform service that allows people
and things to communicate. To collect, visualize, and
analyze real-time data from devices and sensors, Thing
Speak provides users with tools that allow them to use
theHTTP protocol over the internet to store and retrieve
data from them [158].

e) Aura: This middleware facilitates the development
of pervasive mobile IoT applications by abstracting
device differences and allowing them to communicate
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TABLE 13. Comparison of commonly used cloud-based middleware attributes.

freely. Aura makes an effort to optimize the screen
backlight and CPU to improve performance while also
reducing power consumption. In engaging with events,
Aura uses two concepts: proactive and reactive. In a
proactive concept, system layers respond immediately
to the higher layer, whereas in a reactive concept, all
layers adapt their resource and performance based on
demand [159].

2) CLOUD-BASED MIDDLEWARE
User options are limited in the cloud-based middleware
framework due to the limited number and variety of smart
devices connected to IoT applications. In addition, because
different use cases can be programmed and then determined
in advance, the sensed data can be collected and interpreted
with relative ease and accuracy. The operational component
of this middleware is restricted by the resources available in
the cloud computing environment.

Although IoT functions have a general presence in the IT
architecture, like storage systems and computation engines,
these functions are represented and controlled by APIs where
IoT services are accessed by either cloud-based RESTful
APIs or by vendor-provided applications as shown in Fig. 16.
The most widely used cloud-based IoT middleware is listed
ahead and summarized in Table 13.

a) AWS IoT: To manage cloud services, such as allowing
millions of connected devices to communicate securely
and easily with other devices and cloud applications,
Amazon developed this platform. AWS IoT enables
customers to build IoT applications that collect, pro-
cess, analyze, and sense data to make appropriate

decisions without the need for infrastructure manage-
ment by utilizing AWS services such as Amazon Kine-
sis and Amazon CloudWatch. AWS IoT customers can
also always monitor all devices that communicate with
their applications [160].

b) Azure IoT Hub: It is a central platform developed by
Microsoft for managing bidirectional communication
between IoT applications and the devices to which they
are linked. Because of Azure’s extensive capabilities,
it enables clients to develop full-featured, scalable IoT
solutions that provide secure and reliable communica-
tion between the hosted cloud and connected devices.
Azure is aMicrosoft product.When it comes to control-
ling IoT connected devices, Azure IoT Hub supports
a variety of messaging patterns, including request-
response, file upload from devices, and device to cloud
telemetry [161].

c) IBMWatson IoT: This platform, which is built on top
of the IBMCloud, allows users to connect and control a
variety of IoT appliances, sensors, industries, and home
appliances. Using IBM Watson, its clients can create
and manage their own IoT applications and appliances.
They can also extract KPIs from their data and use
them to control their tools and applications, as well as
process their collected data using historical and real-
time analytics. IBM Watson also offers a blockchain
service [162].

d) Google Cloud IoT Essentially, it is a fully managed
device that is composed of a set of tools that pro-
vide a comprehensive solution for secure and easily
connecting and processing of data generated, whether
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TABLE 14. Comparison of commonly used actor-based middleware attributes.

they are located in the cloud or at the network edge.
Google Cloud IoT aspires to developmodels capable of
optimizing client business, anticipating problems, and
increasing operational efficiency [154].

e) Oracle IoT: A cloud-based service platform that lets
users create a real-time IoT solution to be linked with
enterprise applications while leveraging rigorous secu-
rity cloud capabilities and cutting-edge edge analytics.
Furthermore, it integrates IoT data quickly and easily
into customer business. Oracle IoT enables clients to
connect their devices to the cloud, which will aid them
in making critical strategies and decisions in their busi-
nesses [163].

3) ACTOR BASED MIDDLEWARE FRAMEWORK
In terms of functionality, it is a lightweight middleware that
can be implemented at the sensory, gateway, and cloud com-
puting layers. Unlike other middleware, the computational
operations of this middleware are distributed across multiple
layers, including the sensory layer and mobile access layer.
The sensory swarm is the outermost layer, made up of sensors
and actuators, while the mobile access layer, made up of
gateways, smartphones, Raspberry Pi, and laptops, is the
intermediate layer, and the cloud is the innermost layer. The
middleware which is also the actor host is designed to be
lightweight and can be embedded in any layer of the appli-
cation stack as shown in Fig. 17.

A storage device, for example, may not be included in
the actor-based middleware used on a smartwatch. If the
storage device is provided by an actor, it can be downloaded
from a cloud repository whenever it is required. The most
widely used actor-based middleware is discussed here and
summarized in Table 14.

a) Calvin: It is an open-source IoT platform developed
by Ericsson to be used on energy-constrained smart
devices because it offers a portable and lightweight uni-
fied programming architecture with input and output
ports that define the interfaces. Furthermore, Calvin
can also be used at the edge of IoT ecosystems to
reduce long-distance connections, lowering latency and
reducing the power consumption of IoT devices. Their
main advantage is their ability to move from one envi-
ronment to another [164].

b) Node-RED It is an open-source IoT platform devel-
oped by IBM and built on the node.js31 programming
language. Because of its small footprint, this platform
can be used at the edge of an IoT network, while on the
server-side, a JavaScript platform with an event-driven
module and non-blocking I/O is used. It allows users
to build IoT applications by dragging and dropping
connected blocks that represent IoT components. The
platform drawbacks include the fact that it does not
support service discovery and only allows for password
authentication for security [165].

c) Ptolemy Accessor Host: Professor Edward Lee cre-
ated this open-source platform in 1996 to design, sim-
ulate, and model embedded and real-time devices. The
underlying concept of this platform is that an IoT
system is constructed from software components that
interact and communicate with one another through
messages sent through interconnected ports on a com-
puter network [166].

d) Akka: It is a collection of open-source libraries and
a free actor-based platform that was created to allow

31Node.js: It is an open source, cross platform and run time environment
for executing JavaScript code on the server side.
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TABLE 15. Comparison of commonly used event-based middleware attributes.

developers to create distributed and run-time appli-
cations in either the Java or Scala programming lan-
guages. It enables users to meet business requirements
without having to write large low-level code, result-
ing in high performance, fault tolerance, and reli-
ability. Akka also allows multi-threading, isolates
communication between applications and their devices,
and provides a clustered architecture with excellent
availability [167].

4) EVENT-BASED MIDDLEWARE FRAMEWORK
To improve the development of distributed systems, middle-
ware that supports the publish/subscribe paradigm is being
developed and implemented. According to this definition,
this paradigm is a communication infrastructure that aims
to provide clients with general-purpose services by assisting
them in dealing with the heterogeneity and complexity of
large-scale and distributed environments as shown in Fig. 18.

The event-based middleware hides some of the complex-
ity of distributed applications from the programmer, which
will make it easier to develop and program much different
functionality in the future. The most significant differences
between these architectures are their openness to supporting
new IoT device types, the types of middleware services or

computational units they support, and the locations where the
IoT middleware can be embedded or deployed.

IoT middleware based on SOA is implemented on servers
and in the cloud. Because themiddleware can be implemented
in all tiers and IoT devices can perform computation where it
is most advantageous, actor-based delivers the best latency
and scalability for large scale linked IoT devices. While
these architectures provide some level of security and privacy,
cloud-based architecture requires users to place their trust in
the cloud provider to protect the privacy and integrity of their
data.

Since a middleware cannot be implemented within the
physical device and the data exchanged between physical
devices and the middleware can be compromised, there is
a weak security link between the physical devices and the
middleware in both service and cloud-based architecture.
To ensure QoS, the middleware must have a service discovery
component that allows new services to be made accessible on
demand and failed services to be dynamically replaced. The
most widely used event-based middleware is discussed below
and summarized in Table 15.

a) Hermes: An event-based, scalable middleware
designed to make distributed and large-scale applica-
tions easier. To address big size and dynamic situations,
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FIGURE 17. Actor based IoT middleware architecture.

FIGURE 18. Event-based IoT middleware architecture.

Hermes provides self-managed event brokers based on
a P2P routing layer. It features an adaptive solution
that takes into account failed event-broker events and
routing stacks, all while maintaining the event-broker
network. Hermes middleware has two versions, both
of which share the majority of the codebase and are
intended for use in distributed and large-scale sys-
tems as well as in communication and implementation
among event brokers [155].

b) Gryphon: It is a highly scalable publish/subscribe
middleware designed to distribute large amounts of
real-time data over the network. Gryphon is a Java-
based interface that enables the development of web

applications and the creation of a robust, redundant,
publish/subscribe and content-based multi-broker. This
middleware is completely secured and offers simple
yet efficient routing and event handling. It also uses
a messaging information flow paradigm (BKS+99)
to specify communication between publisher and sub-
scriber [168].

c) Rebeca:Thismiddleware is based on publish/subscribe
technology and focuses on the design of efficient
routing algorithms and the use of professional soft-
ware engineering methodologies to implement large-
scale business applications. To avoid network flooding,
Rebeca employs advanced routing techniques. It incor-
porates interoperability and subscriptionmerging capa-
bilities into its services to facilitate location mobility
and reduce the size of the routing table. The event scope
function abstracts away the implementation details of
a service, such as transmission policies, security, data
transmission methods, external and internal interfaces,
and notification representation [169].

d) FiWARE: It enables distributed IoT devices and appli-
cations to communicate in an efficient, flexible, secure,
and scalable manner. It was created to facilitate the
control and monitoring of a variety of IoT applications,
including logistics, retail, and smart cities. This plat-
form is comprised of numerous components, including
APIs, reusable modules, and massive code, all of which
enable a user to create an IoT application. A collec-
tion of sensed data from IoT sensors is captured via
REST API and later sent to a dedicated server called
the broker. FiWare has developed an API for querying
and storing various IoT contents, which enables any
application registered as a content consumer to retrieve
the necessary data from the broker. This platform has
a component called an adapter that is in charge of
transferring a certain type of material to subscriber
applications 170].

X. INTERFACING ARCHITECTURE WITH THE EXISTING
NETWORK
The architecture in Fig. 19 represents the real-time interfac-
ing of the existing 5G/B5G network scenario with the next
generation 6G through the network slicing phenomenon. The
slicing aspect comprises intelligent cloud slicing, RAN slic-
ing and application slicing. Cloud slicing intends to facilitate
cloud computing and storage access to the edge devices and
users via different slices catering to different users simul-
taneously. The RAN slicing is beneficial in connecting and
routing the end users and devices to their receiving ends,
accordingly making use of techniques like spectrum sharing,
beamforming, cognitive antenna and radio transmission, tac-
tile support and transmission system through different slices.

All the applications accessed at the user end owing to the
slicing phenomenon are furnished by the application slic-
ing technique. The applications accessed may range from
robotics, tactile, haptic and touch-based communications
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to real-time online gaming using the AR/VR/XR with the
UHD video streaming. Other applications may range from
the remote industrial application (IIoT), telemedicine and
telesurgery, smart classroomwith UHD video streaming. The
autonomous vehicular and UAV system may be operated
by application slice providing the IoT connectivity along
with the URLLC of 1ms. The complete autonomy of the
system and devices connected to the internet with the min-
imum latency and high data rate facilitate an intelligent and
autonomous functioning system.

The smart cities comprising of smart homes, smart traf-
fic monitoring systems and the rest instil another level of
intelligence in the existing wireless network system. The
subsequent section highlights some of the future aspects
concerning the application of intelligent technologies in the
wireless 6G communication system followed by some of
the collaborative and ongoing projects implemented in the
B5G/IoT and 6G wireless communication systems.

XI. APPLICABLE USE CASES OF INTELLIGENT TOUCH
TECHNOLOGY
This section explores the touch technology framework and
future application elements, with a focus on tactile-based
haptic communication integrated with learning approaches
to enable efficient network transmission. The touch-enabled
telediagnosis, robotic interaction, and haptic sensation-based
shopping experience are just a few of the potential research
aspect areas to look into.

A. CASE 1- ROBOTIC INTERACTION
Another application of touch technology could be tactile-
based robotic interaction between humans and robots, with
the bot system being able to recognize and respond to
human emotions [171], [172]. Emotions are interfaced into
the machinery by creating a database in the system using
AI/ML algorithms. The following are some examples of such
applications:

1) ROBOTIC PETS: It entails the integration of AI algo-
rithms and functionality into robotic systems, as well
as the introduction of emotional intelligence (EI) into
them. The robotic pet dog [173] is a dog-shaped robot
capable of learning and detecting human gestures,
face and eye movement, and responding appropriately.
By introducing a touch-based interface into the system,
these robots are capable of reacting to human touch
feelings. Those who are elderly or mentally ill and are
looking for companionship to relieve their loneliness
will find these useful, as they will aid in their emotional
development as a result of the interaction.

2) CLEANING/DOMESTIC ROBOTS: These robotic
systems are capable of following user instructions and
performing household chores. These might be driven
by popular AI-based home automation systems like
Alexa to provide complete automation, allowing them
to hear and act on the user’s vocal commands rather

than their restricted instruction library. The introduc-
tion of touch-based sensation/actuation into the frame-
work enables them to automatically respond and act
in response to the sensory simulations provided by the
environment, thereby saving time that would otherwise
be spent on user instructions, programming, and the
interface itself.

In this way, the touch-enabled robotic-human interaction sys-
tem with emotional intelligence is illustrated in Fig. 20.

B. CASE 2-AR/VR BASED
ENTERTAINMENT/WWWWW/SHOPPING EXPERIENCE
AR and VR technology are becoming the two important
innovation factors that promote technological progress. Here
the AR glasses provide a realistic perspective for viewing
augmented reality content, while VR headsets provide an
immersive sensory experience. Therefore AR and VR tech-
nology are becoming the two important innovation factors
that promote technological progress. The virtual reality head-
sets provide users with an immersive sensory experience by
allowing them to view AR content from a realistic perspec-
tive. At the same time, AR/VR technology has opened up a
slew of new advertising and marketing possibilities. Around
75 percent of business owners anticipate adopting AR/VR
technology in the next two years, and global AR/VR market
spending will be more than double. Moreover, AR/VR users
are becoming more common in the world. As consumers
increasingly rely on e-commerce and online shopping, there
is a high demand for augmented reality content. WIMI plays
a significant role in the AR shopping market and also uses
‘‘AI+AR’’ to support other industries such as advertising,
entertainment, and e-commerce [174].

Immersive AR/VR solutions help bridge the gap between
online and offline purchasing for consumers, and more and
more people are seeing AR/VR as a valuable tool for dis-
covering products and getting brand services. AR/VR can
currently improve the shopping experience through virtual-
ization, with technology such as a virtual mirror assisting in
a virtual garment trial before purchase is implemented [175].
Hence it acts as a future aspect that complements the inte-
gration of tactile/haptic-based intelligence with AR/VR tech-
nologies to further enrich our virtual shopping experience
using touch technology.

In this regard, the illustration below shows how the pro-
posed methodology can be integrated with existing AR/VR
technology to further enhance the real-time user experience.
The Fig. 21 illustration above depicts a graphical representa-
tion of the virtualized shopping experience provided to users
via intelligent touch technology.

C. CASE 3-TACTILE AND HAPTIC SENSATION BASED
TELEDIAGNOSIS FOR CONTACT-FREE COVID-19 CASES
EXAMINATION
Tactile internet-enabled wireless communication systems
have been integrated into the conventional healthcare system

VOLUME 11, 2023 30677



M. Gupta et al.: Tactile Based Intelligence Touch Technology in IoT Configured WCN in B5G/6G-A Survey

FIGURE 19. Intelligent interfacing architecture of the existing communication system with the next-generation technologies (B5G/6G).

to create a smart healthcare system. Tactile-enabled health-
care systems, such as telemedicine, telesurgery, and remote
telediagnosis, could all benefit from the suggested touch tech-
nology. In today’s technological environment, let us consider
a practical scenario in which a medical surgeon is working
from a smart surface or console that is connected to a telecom-
munications network in Chennai, India, while the patient is
lying on an operation table at Fortis Hospital in New Delhi
thousands of miles away [176].

The medical surgeon can remotely control the movement
of a multi-armed surgical robot to perform gall bladder
surgery on the patient by utilizing the smart surface and other
communication technologies. Through the use of a tactile
communication network, the doctor can communicate with
and instruct the robot, while at the patient’s end, a multi-
machinery robot performs operations on the patient under the
doctor’s instructions. Introducing intelligence into the robotic
system, which allows the robot to learn on its own while
performing operations, can further enhance the technological
benefits of the proposed touch technology as illustrated in
Fig. 22.

The procedurewill bemade easier if themachine is capable
of sensing and responding to the user’s touch sensations and
interactions. Thus, an attempt is made to incorporate artificial

intelligence (AI) into the system while providing instructions
through the tactile communication network. Additionally, if a
sense of touch or emotion is introduced in the form of emo-
tional intelligence (EI), the robot will be able to comprehend
and execute the user’s instructionswithout delay. Thismethod
could be used for both remote and local diagnoses.

In the current covid-19 pandemic, localized telediagnosis
employing robots could be used to allow on-duty clinicians to
undertake contactless diagnosis and testing on infected indi-
viduals. That, in turn, will lessen their chances of contracting
the virus from the patients and thus lessen the strain on them
during such a pandemic crisis or emergency.

XII. RESEARCH CHALLENGES AND FUTURE ASPECTS
This section comprehends some of the conclusive future
aspects concerning the incorporation of the reconfigurable
and intelligent technologies like AI/ML/DL in the B5G/6G
and IoT governed wireless communication system. In the
end, intelligent technology machine learning has become
one of the promising tools of artificial intelligence for the
intelligent integration of wireless communications in the next
generation. Their futuristic scope may be steered towards
their relevance in channel estimation and detection, infer-
ring user location and behavior, resource allocation, iterative
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FIGURE 20. Touch induced human to robotic interactions with emotional intelligence.

learning, computational intelligence like neural networks and
the decision-making process. Some of these have been dis-
cussed below:

A. RESEARCH CHALLENGES
1) INTELLIGENT CHANNEL ESTIMATION: The

futuristic scope in the ML-based channel estimation
technique lies in the fact that it may be directly put
to use in the scenarios without any need for training.
the only way to be able to learn the channel features
of various user environments can be that a system is
as smart to understand its parametric needs or in other
words that such a generalized system requires a vast
amount of pre-collected communication data to be used
by ML/DL algorithms.

2) NON/SEMI-AUTONOMOUS DEVICE DISCOV-
ERY: Human intervention in IoT components, such
as device discovery, renders these applications non-
scalable and prone to error. because of this limita-
tion, interacting IoT devices like IoT middleware is
unsuitable for self-adaptive applications such as M2M
communication systems.

3) HETEROGENOUS ENVIRONMENTS: Since most
smart IoT devices and middlewares only handle one or
two types of heterogeneous components, this is consid-
ered a major issue that must be addressed. since non-
autonomous and inflexible services and devices restrict
the support of iot applications, new approaches must
address and resolve the heterogeneity of IoT environ-
ments, particularly in large scale networks.

4) SERVICE LEVEL AGREEMENT: To provide cus-
tomers with an agreed level of service, three
components should be considered: a model that pre-
cisely defines all functional and nonfunctional services
required by consumers, automatic service to ensure a
high level of QoS and adaptation, and a monitoring
tool for SLA services. human intervention in current
autonomous networks will be phased out in favor of
the development of intelligent IoT devices.

5) QOS LEVELS: Since there is no mechanism in place
to guarantee a specific level of QoS for non-functional
IoT services, researchers should develop procedures for
optimizing and monitoring QoS levels.

6) PRIVACY AND SECURITY: As a result of the
resource-constrained devices in IoT environments, the
majority of autonomous and semi-autonomous applica-
tion services restrict security, authorization and authen-
ticationmechanisms, among other things. Hence for the
intelligent network to communicate between the cloud,
gateway, and sensors securely and efficiently, security
and privacy must be both end-to-end and lightweight.

B. FUTURE RESEARCH ASPECTS
1) ALGORITHMIC MODELING: Almost all relevant

and physical modeling/construction should be seen as
an integral step toward algorithmic implementation
using applicable ML tools, and DNN is a key technol-
ogy component in this regard.

2) ROBOTIC FEELINGS: The implementation of tac-
tile based haptic communication in conjunction with
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FIGURE 21. Touch technology-enabled virtualized shopping experience.

touch-enabled gesture recognition is another applica-
tion that could benefit from this technology. This could
be used in the inculcation of feelings and emotions in
robotic systems.

3) INTELLIGENT HEALTH MEASURES DURING
PANDEMIC LIKE COVID-19: Telemedicine, remote
surgery, and treatment using intelligence and haptic
sensations may also benefit from it, requiring a suit-
able algorithm with appropriate ML tools for effi-
cient implementation and risk-free operation. So it may
also be useful in the contactless administration to the
patients during pandemics such as the one that occurred
in COVID-19. In this way, the risk of doctors becoming
infected with the virus is reduced because the diagnosis
will be done by a robotic system that will use haptic and
touch sensations that have been introduced.

4) EFFICIENT NETWORK MANAGEMENT: As a
result, a paradigm shift is required for the efficient
design of B5G/6G networks to leverage AI/ML and
take advantage of big data analytics to improve the
overall performance of future networks.

5) PROACTIVE NETWORKING: Future networks
require a prediction mechanism to help predict and
anticipate the future while allocating network resources
proactively. As a result, it aids in the prediction and
analysis of traffic patterns while determining off-peak
times on various spectrum bands so that incoming
traffic demands can be properly allocated over a given
window.

6) BEHAVIORAL LEARNING: Predicting user behav-
iors will result in better network resource utilization
and will allow us to optimally allocate end-to-end
network sources in an online fashion, which would
be impossible without the assistance of AI and ML
techniques.

XIII. RECENT RESEARCH AND PROJECTS CONCERNING
6G WIRELESS COMMUNICATION SYSTEMS
Numerous 6G research and development activities have
already begun on a global scale and this section summarizes
the most significant 6G research activities underway at the
moment [68].

A. 6G FLAGSHIP (MAY 2018-APRIL 2026)
The 6G Flagship [177] is an eight-year research initiative that
focuses on the wireless smart society and ecosystem enabled
by 6G technology. Being funded by the Academy of Finland,
this project intends to realize B5G networks from the very
outset towards its phase of commercialization and to develop
the new 6G standards for future digital societies. It aims
to develop essential technology components of 6G mobile
networks in areas such as wireless connectivity, distributed
intelligent computing, security, and privacy.

In addition to human-to-human communication, the
research focuses on communication between devices, pro-
cesses, and objects. This, in turn, enables a highly automated,
smart society that will permeate all aspects of life. Ultimately,
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FIGURE 22. Touch technology-enabled contactless telediagnosis and surgery.

the 6G flagship project is to conduct large-scale pilots with a
test network using industry and academic support.

B. HEXA-X: A FLAGSHIP FOR 6G VISION AND
INTELLIGENT FABRIC OF TECHNOLOGY ENABLERS
CONNECTING HUMANS, PHYSICAL AND DIGITAL
WORLDS (JAN 2021-JUNE 2023)
HEXA-X [178] is the first flagship project of the European
Commission for implementing the 6G vision and establishing
an intelligent fabric of technology enablers for integrating the
human, physical, and digital worlds. HEXA-X is a European
industry-academic collaboration that intends to prepare the
way for the next generation of wireless networks through
exploratory research. Its objective is to connect humans, with
the physical and digital worlds through a fabric of 6G essen-
tial enablers. To achieve this goal and vision, the HEXA-X
project is concentrating on building critical technical enablers
in the following areas:

1) High-frequency and high-resolution long-range access
using New Radio access technologies.

2) Connected intelligence to future networks via
AI-powered air interface.

3) Network disaggregation and dynamic dependability are
enabled by 6G architectural drivers.

C. TERA FLOW: SECURED AUTONOMIC TRAFFIC
MANAGEMENT FOR A TERA OF SDN FLOWS (JAN
2021-JUNE 2023)
Tera flow [179] is working on developing a cloud-native
SDN controller for B5G/6G networks. This novel SDN con-
troller is compatible with the contemporary NFV and MEC

TABLE 16. Industrial avenues on 6G developments.

frameworks. It will also provide new features for traffic flow
aggregation, service layer management, infrastructure layer
network equipment integration, AI/ML-based security and
forensic evidence for multi-tenancy networks.

D. DAEMON: NETWORK INTELLIGENCE FOR ADAPTIVE
AND SELF LEARNING MOBILE NETWORKS (JAN 2021-
JUNE 2023)
The major goal of the DAEMON project [180] is to enable
high-quality Network Intelligence (NI) for 6G systems,
which will completely automate network administration.
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TABLE 17. Collaborative and ongoing projects in B5G and IoT wireless communication systems.

The project includes an end-to-end B5G/6G NI architecture,
which can be fully coordinated with the NI-assisted features.
DAEMONperforms a systematic analysis of eachNI task that
is solved using AI models and also provides a solid set of
guidelines for incorporating machine learning into network
functionalities. A major goal of the DAEMON project is
to focus on existing B5G network-specific AI methods that
go beyond the current trend of integrating AI into network
controllers and orchestrators.

E. 6G BRAINS: BRINGING REINFORCEMENT LEARNING
INTO RADIO LIGHTWEIGHT NETWORK FOR MASSIVE
CONNECTIONS (JAN 2021-JUNE 2023)
The 6G BRAINS [181] project is focused on implementing
multi-agent DRL for 6G radio links using AI. To improve
massive connection over D2D assisted highly dynamic cell-
free networks, a novel comprehensive cross-layer DRL driven
resource allocation solution will be required to perform
resource allocation for Sub 6GHz/mm-wave/THz/optical
wireless communication (OWC) medium. This significantly
improves the capacity, reliability, and latency of future indus-
trial, intelligent transportation, and e-health networks.

F. SOUTH KOREA MSIT 6G RESEARCH PROGRAM
The Ministry of Science and ICT (MSIT) [182] in
South Korea is working on a bold strategy to be the first
country to deploy 6G networks. 6G services are expected
to be commercially available in Korea between 2028 and
2030, according to the South Korean government. The ini-
tial deployment is expected in 2028, followed by a mass
commercial deployment in 2030, with a total investment of
$169 million in R&D for 6G technology.

The preliminary goal is to deploy a 6G pilot in five
important areas, including digital healthcare, immersive con-
tent, self-driving cars, smart cities, and smart manufacturing,
by 2026 [183]. The 6G research program’s objectives are as
follows.

1) Attain a data rate of 1Tbps.
2) Latency reduction of 0.1ms for wireless networks
3) Increases the range of connectivity coverage to up to

10 km from the ground.
4) AI must be integrated into the network to ensure that

everything is covered.
5) By implementing security by design, it is possible to

protect the network.
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TABLE 18. Global-level ongoing projects on 6G alongside their associated applications.

G. JAPAN 6G PROMOTION STRATEGY
Japan invests approximately 50 billion dollars in the 6G
development project. This initiative aims to strengthen col-
laboration between the public and private sectors in the field
of 6G research and development. Furthermore, by 2025, this
6G promotion strategy seeks to establish and exhibit the 6G
system’s basic technologies, as well as put new technologies
into practice by 2030 [184].

H. 6TH GENERATION INNOVATION CENTER
With the continuation of the 5th Generation Innovation Cen-
ter (5GIC), the University of Surrey in the United Kingdom
launched the 6GIC [185] in 2020 to focus on 6G-related
research activities across two themes.

1) AMBIENT INFORMATION: There is a use of
advanced wireless technologies, high-resolution
sensing, and highly accurate geo-location methods to

improve the fusion of virtual and physical environ-
ments. This will enable a new level of 6G digital ser-
vices by better connecting human senses with ambient
and remote data.

2) UBIQUITOUS COVERAGE: It has a role in empha-
sizing increasing the quality and range of 6G com-
munication network coverage. The research will focus
on expanding coverage indoors, utilizing intelligent
surfaces, and satellite technology to enable 6G services
to be available globally.

I. INDUSTRIAL 6G PROGRAMS
Table 16 summarizes several industrial research programs
focused on the development and implementation of 6G.
While Table 17 and Table 18 give an overall projection of
the ongoing recent projects in B5G/IoT and 6G respectively
in Appendix I
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XIV. CONCLUSION
Wireless technologies have had a drastic influence on the
various facets of the human lifestyle, via interactions between
the individuals at the virtual level throughout most of the
applications. It has thus transformed many elements of life
including business, living standards and infrastructure. In a
never-ending quest for elegant solutions to various prob-
lems, society is always on the lookout for new avenues of
progress. This is therefore the motivation behind the seamless
connectivity that has resulted in the evolution of wireless
communication from 1G to 5G. Despite the recent devel-
opment, work in this field is still underway all over the
world intending to deploy the 6G communication network
by 2030, thus making it one of the most in-demand research
fields, with the potential to revolutionize the personal life
of individuals and society, business and communication
systems.

The real-time applications from the individual user’s point
of view are perceptible in both professional as well as domes-
tic fields. It may vary from e-health, smart appliances to smart
classroom-based enhanced learning as well as the certain
amount of intelligence incorporated in industrial automation,
manufacturing and transportation of goods. The currently
existing technologies make the IoT concept viable but do not
necessarily fit well with the expected scalability and profi-
ciency criteria of the 6G system. Therefore many problems do
exist in the technical process and therefore, a societal reform
is vital in the technology to universally conceptualize the IoT
connectivity.

Hence complete interoperability of the integrated devices
is required, provided with a high percentage of smartness,
maintaining the trust, safety and protection in the system
for the creation of technologies that emphasize technical
requirements. However, the most intriguing aspect of the
6G is the incorporation of an intelligent interface link-
ing the existing communication standards with the recently
researched ones, to competently fulfil the high data rate and
the stringent latency requirements.

In other words, all we lack is an intelligent interface
that is capable enough to integrate and enable a tactile
based haptic (touch-based) communication in the existing
B5G network right from its source to its destination, com-
plete with its feedback mechanism, altogether incorporating
intelligence in the system to satisfy the stringent latency
requirement of less than 1ms. This paper, therefore, provides
preliminary insight to and answers the above-mentioned
challenges by providing a comprehensive survey of the
touch-based intelligent communication system using network
slicing and TI combining intelligence like AI and ML, in a
6G network.

APPENDIX I
A. COLLABORATIVE AND ONGOING PROJECTS IN
B5G/IOT
Table 17 illustrates the recent collaborative projects in B5G
and IoT based wireless communication networks.

B. GLOBAL LEVEL ONGOING PROJECTS FOR 6G
DEPLOYMENT
Table 18 summarizes all the ongoing research works and
projects about the 6G wireless communication system along
with their application.
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