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Abstract—As the popularity of wearable and the im-
plantable body sensor network (BSN) devices increases,
there is a growing concern regarding the data security
of such power-constrained miniaturized medical devices.
With limited computational power, BSN devices are often
not able to provide strong security mechanisms to protect
sensitive personal and health information, such as one’s
physiological data. Consequently, many new methods of
securing wireless body area networks have been proposed
recently. One effective solution is the biometric cryptosys-
tem (BCS) approach. BCS exploits physiological and be-
havioral biometric traits, including face, iris, fingerprints,
electrocardiogram, and photoplethysmography. In this pa-
per, we propose a new BCS approach for securing wireless
communications for wearable and implantable healthcare
devices using gait signal energy variations and an artifi-
cial neural network framework. By simultaneously extract-
ing similar features from BSN sensors using our approach,
binary keys can be generated on demand without user
intervention. Through an extensive analysis on our BCS ap-
proach using a gait dataset, the results have shown that
the binary keys generated using our approach have high
entropy for all subjects. The keys can pass both National
Institute of Standards and Technology and Dieharder statis-
tical tests with high efficiency. The experimental results also
show the robustness of the proposed approach in terms of
the similarity of intraclass keys and the discriminability of
the interclass keys.

Index Terms—Wearable security, gait biometrics, artificial
neural network, data privacy, wireless communications, IoT
security.

I. INTRODUCTION

R ECENT wireless communication technology advance-
ments have facilitated the development of light-weight,

low-energy, miniaturized sensor nodes to be worn on human
body or implanted in the body, thus, forming a network of body
worn sensors (i.e. Body Sensor Networks (BSN)), and asso-
ciated wireless networking technology which is known as the
Wireless Body Area Network (WBAN) defined by the IEEE
standard 802.15.6 [1]. Operating mainly in ISM (Industrial,
Scientific and Medical) bands, wireless channels in WBANs are
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opened to anyone with matched radio interface configurations,
and thus attackers can eavesdrop or even participate within the
wireless communication amongst WBAN sensor nodes [2]. As
a result, a high level data protection is a necessity for BSNs,
whereby the protection of patients’ data from unauthorized ac-
cess is of paramount importance. However, due to the very
limited computational power, the lack of an user interface, and
the low battery power design of BSN sensors, security solutions
for wearable and implantable sensors are required to be light-
weight and robust. Physiological signals, such as Electrocar-
diogram (ECG), Photoplethysmography (PPG), and behavioral
characteristics, such as voice [3], and gait [4], can be captured
by BSN sensors, thus, providing opportunities for Biometric
Cryptosystems (BCS) to be applied as channel encryption, de-
vice authentication, and key distribution methods for securing
WBANs. The state-of-the-art BCSs are mainly designed based
on extracting binary keys from ECG signals [5], [6] for WBAN
channel encryption and authentication. However, ECG sensors
are expensive and cumbersome to use, as they require two or
more electrodes to be directly attached onto the body and have
to be with at least a few centimeters apart to measure the poten-
tial differences generated by the cardiac cycle. Long term use of
such electrodes could cause irritation and poor contacts result in
inaccurate ECG readings. In addition, most ECG-based BCSs
require high sampling frequencies to capture the fiducial points
in ECG waveforms, which could drain the battery power of the
BSN sensors.

Alternatively, gait signals can also be used as the common
source for generating secret keys for symmetric BCSs. Gait
refers to the walking pattern of a person and it has been shown
that gait signature is a reliable biometric for security applications
[7]–[9]. Gait signals can be captured by using Inertial Measure-
ment Units (IMUs), which are less expensive and much smaller
than ECG sensors, and many wearable and implantable devices
are already embedded with an IMU or inertial sensor. The chal-
lenge of using gait signals as the common entropy sources for
generating secret binary keys for BSN applications is that the
IMU signals collected from sensors located at different posi-
tions are less correlated, compared to ECG signals. As initially
discovered by Cornelius et al. [10], a good correlation exists
between gait signals collected from different body positions,
including hands and legs, however, it is not sufficient to extract
high similarity random numbers. Without applying any method
to increase the correlations between the IMU signals at different
positions, only a fraction of common features from the different
IMU signals can be used to extract secret keys for securing the
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on-body wireless channels, which will significantly hinder the
reliability of gait based biometric. For example, a gait-based
authentication scheme BANDANA [11] can only extract 4 bits
per gait cycle from the IMU signals. Another gait-based authen-
tication scheme [12] using Fast Fourier Transform (FFT) can
only extract one bit per second on average (around 1.2 bits per
gait cycle) from IMU signals. Our proposed security scheme
is capable of generating 13 bits per gait cycle, outperforming
the state-of-the-art gait-based key generation and authentication
schemes.

Therefore, we propose the use of Artificial Neural Network
(ANN) to estimate IMU signals on the chest from IMU signals
from other body positions, to increase the correlations among
the IMU signals at different body positions, such as head, wrist,
and thigh. Using the correlated IMU signals estimated by the
ANN, sensors located at different body positions are capable
of extracting secret keys with high similarity for symmetric
encryption of wireless channels among them. ANN is used
in the proposed security scheme due to its flexibility (can be
easily retrained) and light-weight (compared to deep learning
approaches). The ANN framework only has 1 hidden layer with
10 hidden nodes, which can be easily implemented in the iOS
[13] or Android [14] based wearable devices. Xu et al. [15] have
also proposed a gait-based automatic key generation protocol,
in which an Independent Component Analysis (ICA) approach
is applied to separate acceleration signals produced by torso
movement and arm swing motions. Xu’s work only considered
placing the coordinator on the chest position, but in practical,
coordinators, such as mobile phones, are often placed in the
pockets (thigh positions). Our proposed ANN framework is
more flexible in terms of where the network coordinator can be
placed on the body. In the experiment, the proposed biometric
security scheme was tested on 7 different body positions,
namely head, upperarm, chest, waist, wrist, thigh, and shin.
The coordinator can be placed at any of the aforementioned
major body positions. Majority of the gait-based biometric
security schemes require fixed network coordinator positions
[7]–[9], [15], [16], whereas the proposed security scheme
can be applied on the wearable devices located at any body
positions.

In this paper, we propose an ANN framework for gait bio-
metrics for symmetric encryption, using signal energy variations
with an ANN-based gait signal estimation algorithm, to secure
wireless channels among wearable medical and healthcare de-
vices and on-body network coordinators. The proposed security
scheme can generate encryption keys with high level of unique-
ness, freshness, robustness, and efficiency, compared with the
state-of-the-art gait-based approaches. Our contributions in this
paper are summarized as follows:

1) gait-based biometric/security scheme for securing wire-
less channels of wearable devices and coordinators;

2) ANN framework for IMU signal estimation to in-
crease the correlations among different on-body
positions [17];

3) analysis of the security strength of the proposed security
scheme against common attacks on biometrics

Fig. 1. A typical 3-tier BSN-based healthcare system.

II. METHODOLOGY

A. System Modeling

Fig. 1 illustrates a typical 3-tier BSN-based healthcare system
[18], where the sensor data, such as skin temperature and blood
pressure readings, collected from patients are forwarded to med-
ical servers by gateway devices or personal servers, which is
often an on-body coordinator (ex. a smart-phone). The wireless
communications between the personal servers to the medical
servers are often secured by computer network security mea-
sures, such as the Secure Sockets Layer (SSL). However, there is
very limited protection for the wireless communications among
the sensors and the personal servers. Our proposed security
scheme is designed to symmetrically encrypt the wireless chan-
nels among sensors and the on-body coordinator with the secret
keys extracted from the estimated IMU signals. As sensors and
the coordinator are placed on the same body, they can simulta-
neously capture the gait IMU signals when the user is walking.
Then the ANN framework can be applied to increase the corre-
lations, and improve the reliability of the security scheme. Gait
is defined as the walking pattern of a person, and gait signals in
this paper refer to the acceleration and angular velocity captured
by the IMU sensors during the walking motion. Gait signals can
also be recognized as a behavior biometric trait, with both time-
domain features, such as instantaneous signal energy variation,
and frequency-domain features, such as FFT coefficients. An
advantage of using behavioral biometric traits, including gait,
rather than using physical biometric traits, such as fingerprints,
is that the binary keys generated at different time intervals will be
sufficiently different, thus providing freshness and randomness
to the security scheme. As such, our proposed scheme uses gait
signals as the common source for the on-body or implantable
sensors to generate secret keys for the symmetric BCS.

However, the main challenge of using gait signals as the com-
mon source for key generation is that the gait signals captured
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Fig. 2. IMU outputs at the chest and shin positions, a = acceleration,
ω = angular velocity, and B = magnetic field. (a) IMU outputs at the
chest. (b) IMU outputs at the shin.

Fig. 3. Overview of the proposed security scheme.

by the sensors positioned at different locations on the body
will have different patterns as shown in Fig. 2. The discrepan-
cies between the sensor signals are often introduced by body
movements such as arm and leg swings. As stated in [15], the
frequency of acceleration introduced by arm swing overlaps
with the frequency of the torso movement, so they cannot be
separated simply by applying filters. To solve this problem, we
propose the use of ANN-based gait signal estimation [19] to
project the gait signals acquired from body worn sensors onto
the chest, to minimize the gait signal differences among sensors
and improve the performance of the security scheme. The esti-
mated gait signals will have similar signal patterns and energy
variations, from which similar binary keys can be extracted for
the symmetric BCS approach. This is illustrated in Fig. 3, where
an overview of the proposed security scheme is presented.

As presented in the bottom of Fig. 3, the scheme requires
a training phase, where ANNs on the sensors and the coordi-
nator are trained using the ground truth gait signals captured
by the sensors attached to the chests. The ANNs will require
reinforcement training if the sensor is moved to a new position.
Such training can be conducted in the set up phase of a BSN
system, and the trained scheme can then be applied as most of
the wearable and implantable devices are worn or fixed to the
targeted positions; for instance, a smart watch will always be
worn on the wrist. Moreover, complex tasks like the training of
ANNs can be carried out by a high performance cloud server

Fig. 4. ANN-based gait signal estimation.

and the trained model can then be transferred onto the sensors
for on-node processing, therefore, the power consumption can
be minimized while maintaining a sufficient level of security.
The proposed security scheme consists of four main functional
blocks: a signal recording block, an ANN-based gait signal es-
timation block, a binary key generation block, and a fuzzy key
exchange block. For secured communications, sensors and the
coordinator will perform the functions of these blocks sequen-
tially to establish an encrypted channel for data exchange. Meta
information including gait cycles and reliability vectors (from
which the secret keys cannot be guessed) will be exchanged in
the binary key generation block, and individual secret keys will
be corrected in the fuzzy key exchange block as indicated using
the gray double-headed arrows in Fig. 3.

B. ANN-Based Gait Signal Estimation

The ANN-based gait signal estimation block consists of a pre-
processing layer, an input layer, a hidden layer with 10 hidden
nodes, and an output layer. In the training phase, the acceler-
ation in the inverted gravity direction, a−G,chest , captured by
the sensors on the chest are set as the training targets. Although
the accelerometer has 3 axes and the orientation of the sensors
are often not aligned with the anatomical plans of the users, the
inverted gravity direction can be easily detected by choosing the
axis which has the largest mean value, as gravity is mostly cap-
ture on that axis of the accelerometer. In the proposed security
scheme, only the acceleration in the inverted gravity direction is
used to demonstrate the feasibility of the scheme, and a−G will
be referred as the gait signal in the rest of the paper. The gait
signals, a−G,input, captured by the coordinator and the sensors
except the ones on the chests are set as the training inputs. The
training dataset consists of the training inputs and the training
target that collected on the same subject and at the same time.
Assuming there are N samples in the training target, each sam-
ple in the training dataset, represents features extracted from
sliding window with size W in the training inputs, as illustrated
in Fig. 4. Thus, there are W

2 + N + W
2 features in the training

inputs for N samples in the training dataset.
Assuming the red circle in the training target in the output

layer represents the nth sample, and the red dash rectangle on
the training inputs is the associated sliding window, w(n). The
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training input for the nth sample is given by

x(n) = [a−G,input(w(n))]T (1)

where w(n) ∈ [n − W −1
2 , n + W −1

2 ]. The training inputs for
the entire training set can be expressed as

X = [x(1), x(2), ..., x(n), ..., x(N)] (2)

whereas the training target set is

Y = [y(1), y(2), ..., y(n), ..., y(N)] (3)

where y(n) is the nth sample in the training targets.
An ANN has to be trained for each sensor other than those

worn on the chest. In the application phase, the inputs follows
the same format as the training inputs X, whereby the outputs
of the ANNs are the estimated gait signals projected on the
chest, denoted as â−G,chest . By estimating chest gait signals on
both the coordinator and the sensors, they would obtain much
similar gait signals as the common source, as shown in Fig. 10,
from which binary keys with high similarity can be generated
using the algorithms presented in section III-C. The impact of
the ANN-based gait signal estimation block is analyzed and
presented in section IV-B-3.

C. Binary Key Generation

Since the binary key generation block is performed on the
coordinator and the sensors, its algorithms have to be light-
weight. The algorithm only contains three modules: a gait cycle
detection module, a binary sequence extraction module, and a
reliability bit extraction module.

1) Gait Cycle Detection: the gait cycle detection module is
adopted from [17], in which a low pass filter is applied to
â−G,input . The cut-off frequency of the low pass filter is set
to 3 Hz, because the average gait frequency is between 1.7 and
2.7 Hz [16]. Every two consecutive valley is considered as the
boundary between two adjacent gait cycles, as indicated with
the red vertical lines in Fig. 5b, where two gait cycles are pre-
sented for illustration. After the gait cycle detection module, the
original gait signal â−G,input is filtered by a 10 Hz low-pass
filter which is shown as the blue dash line in Fig. 5c, to remove
any noise. Assuming J gait cycles are found, the detected gait
cycles are then interpolated or decimated to the same length, T ,
which is the averaged number of samples in all gait cycles for
each subject. The normalized gait cycles are denoted as

c = [c1 , c2 , ..., cj , ..., cJ ] (4)

where cj = [â1 , â2 , ..., ât , ..., âT ]T and ât represents the tth

sample in â−G,chest .
2) Binary Sequence Extraction: to calculate signal energy

variations, c is divided into U groups, and each group contains
L gait cycles. The gait cycle group is represented as

C = [C1 , C2 , ..., Cμ , ..., CU ] (5)

where Cμ = [cμ , cμ+1 , ..., cμ+ l , ..., cμ+L ]. Then, all the aver-
aged gait cycle, α, for C is represented as

α = [α1 , α2 , ..., αμ , ..., αU ] (6)

Fig. 5. Illustration of the binary key generation block. (a) Gait signal
â−G ,ch est (m/s2 ). (b) â−G ,ch est (m/s2 ) filtered by the 3 Hz low-pass
filter. (c) Bit extraction by comparing â−G ,ch est filtered by the 10 Hz
low pass filter and the averaged â−G ,ch est . (d) Energy difference, δ,
between â−G ,ch est ,L P =10 H z and â−G ,ch est ,a v g . (e) Re-indexed binary
keys using the associated reliability vectors.

where αμ = 1
L

∑L
l=1 cμ+ l .

The signal energy difference, δ, between c and α can be
calculated using

δμl = cμ+ l − αμ (7)

as a gait cycle c contains T samples, the signal energy difference
for the tth individual sample in the lth gait cycle of the μth gait
cycle group is δμlt , which can be used for generating a bit,
bμlt ∈ {0, 1}, using

bμlt =

{
1, δμlt ≥ 0

0, otherwise
(8)

Finally, the μth binary key, bμ , containing (L · T ) bits, is
formed using the bits generated from the μth gait cycle group
Cμ . The process is illustrated in Fig. 5c, where 1 is extracted
from the red circles which are the samples whose signal energy
is higher or equal to that of the averaged gait cycle, and 0
otherwise. The binary sequence extraction itself cannot generate
highly randomized keys with respect to the corresponding binary
sequences generated on other sensors. To address the problem,
the extracted bits are re-indexed by the associated reliability
vectors.
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3) Reliable Bit Extraction: the calculation of the reliability is
adopted from Schurmann et al. [11], where a reliability vector
is defined as the descending index vector of the absolute values
of the signal energy differences. The absolute values of the
signal energy difference for the μth gait cycle group Cμ can be
represented as

Δμ = [|δμ1 |, |δμ2 |, ..., |δμη |, ..., |δμ(L ·T ) |] (9)

and it is rearranged in a descending order to produce the asso-
ciated reliability vector

rμ = [rμ1 , rμ2 , ..., rμη , ..., rμ(L ·T ) ] (10)

where rμη ≥ rμη+1 . The generated binary keys are re-indexed
using the reliability vectors as illustrated in Fig. 5d and Fig. 5e.
Bits generated from higher signal energy differences are more
reliable, as they have higher chances to be identical to the corre-
sponding bits on different sensors [11]. The final binary keys are
the top n reliable bits in each gait cycle group, and n matches the
codeword length in the Bose-Chaudhuri-Hocquenghem (BCH)
error correction codes in the fuzzy key exchange block.

D. Fuzzy Key Exchange

In the fuzzy key exchange block, we adopt the fuzzy commit-
ment scheme [20], which has been previously used in biometric-
based security systems [9]. To correct the bit errors introduced
by the dissimilarity of the intra-class keys, BCH error correc-
tion codes [21] is adopted in the fuzzy key exchange block.
The codeword length, n, and the minimum distance, dmin , of
the binary t-error-correcting BCH codes can be defined by two
positive integers m (m ≥ 3) and t (t < 2m−1) satisfying

n = 2m − 1 and dmin ≥ 2t + 1 (11)

where t is the maximum number of bit errors that is correctable
by the corresponding BCH codes. The second parameter k in a
BCH pair (n, k, t) is the message length that satisfies

n − k ≤ mt (12)

subsequently the length of the parity bits is p = n − k. A Galois
field array GF (2) is created from the k-bit secret message K,
which is then encoded by the BCH encoder on the sender to
create a codeword c. A codeword length long binary key b is
generated by the binary key generation block, and an XOR
operation is performed between c and b to encrypt the codeword
c into cipher-text ccommit . The data requester receives ccommit ,
which is then decrypted by an XOR operation with b′, which is
the binary key generated on the requester, to obtain c′. c′ is then
decoded by the BCH decoder, producing K ′ and bit error e.
Finally, if e ≤ t, the decoding process on the requester is a
success, thus, an acknowledgement is sent back to the sender
to establish a secure channel, and messages will be directly
decrypted by the BCH-corrected key. On the other hand, if
e > t, the requester requests a new key for the commitment and
the process will be repeated until it meets e ≤ t. The process of
the fuzzy key exchange block is illustrated using flowcharts in
Fig. 6.

Fig. 6. Flowcharts of the fuzzy key exchange block. (a) Sender.
(b) Requester.

Fig. 7. HAR walking dataset.

III. EXPERIMENTS AND RESULTS

A. Experimental Set-Up and Dataset

To assess the performance of the proposed security scheme,
we evaluated the scheme with a series of experiments, using a
walking dataset containing recordings of 15 subjects (age 31.9±
12.4, height 173.1 ± 6.9 cm, weight 74.1± 13.8 kg, 8 males and
7 females) from the Real World Human Activity Recognition
(HAR) dataset [22]. The HAR dataset is designed for activity
recognition research, and therefore it has activity recordings
such as walking, sitting, and running. In our experiments, only
the walking dataset was used. In this walking dataset, 7 sensors
were worn by the subjects at different body locations, namely the
head, upperarm, chest, wrist, waist, thigh, and shin, as illustrated
in Fig. 7. As there is only one recording at one sensor position
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Fig. 8. Averaged similarity between 128-bit binary keys generated si-
multaneously from two sensors on different sensor positions of the same
subject (intra-class group).

for each subject in the HAR walking dataset, we divided each
sensor’s recording into three equal-length subsets, and employed
a k-fold cross validation method (with k = 3): to train the
ANNs, one subset of data is used and the other two subsets are
used to test the proposed scheme. Instead of listing independent
accuracy of each validation, the mean and standard deviation of
accuracy from the k-fold cross validation are provided, as box
charts, to show the robustness of the approach. As there are only
marginal differences between the validations, the results from
the validations are grouped together as box charts to show the
results of the experiment.

In the HAR walking dataset, the sensors on each subject cap-
ture gait signals independently according to their own software
clocks, therefore, the gait signal recordings were not synchro-
nized and have different lengths of samples. To solve this issue,
we re-sampled the 7 gait recordings to the same length for
each subject using two timestamps of the subject’s sensor on
the chest. One timestamp was selected at the beginning of each
recording when the subject has not started walking, and the other
one was selected at the end of each recording when the subject
has stopped walking. As aforementioned in section III-B, only
the acceleration in the inverted gravity direction was used as the
gait signals in our experiments.

B. Group Similarity Evaluation

1) Number of Gait Cycles: as there are 60 samples in each
gait cycle on average, to generate one 128-bit key in the bi-
nary key generation block, a minimum number of 3 gait cycles,
Ngc = 3, is required. However, to reliably generate 128-bit keys
with high similarity within the intra-class group, at least 8 gait
cycles are required, as shown in Fig. 8. Intra-class keys refer
to the keys generated on the same subject from two different
sensors at the same time interval, whereby inter-class keys re-
fer to the keys generated either on different subjects, or on the
same subject but at different time intervals. In the experiment,
Ngc = 10 was chosen to be used to generate each 128-bit key,
as it can provide sufficient intra-class similarity while maintain
a high key generation rate at the same time.

Fig. 9. Averaged similarity between intra-class keys at different key
lengths. The keys were generated by reordering binary sequences using
reliability vectors and cutting off at the key lengths.

Fig. 10. Illustration of the ANN-based signal estimation. (a) Raw gait
acceleration signals (a−G ). (b) Estimated gait acceleration signals (â−G ).

2) Key Length: the similarity of the intra-class keys de-
creases with the increase of the key length, as shown in Fig. 9,
where the box charts of the intra-class similarity of the 32, 64,
128, 256, and 512-bit reliable keys, generated when Ngc = 10,
are shown. Reliable keys refer to the keys re-indexed with the
associated reliability vectors. 128 was chosen as the key length
used in the experiment as it provides larger number of possible
keys to prevent brute force attacker from exhausting it in a short
time, meanwhile, providing sufficient intra-class similarity and
high inter-class distinctiveness.

3) ANN-Based Gait Signal Estimation: as aforementioned,
the challenge of using gait signals as the common source for
generating secret keys for symmetric-BCSs is that the gait sig-
nals captured by different sensors at different locations on the
body have different patterns, as shown in Fig. 2 and Fig. 10a. In
our proposed security scheme, an ANN is designed to project
and estimate the gait signals (captured by sensors positioned
at different body positions) onto the chest. Therefore, the esti-
mated signals, â−G , on each position would be similar to each
other as shown in Fig. 10b. The results of using the ANN-
based gait signal estimation block is illustrated in Fig. 11, where
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Fig. 11. CCs between the raw gait signals at other positions and chest
gait signals (blue boxes), and CCs between estimated gait signals, using
trained ANNs, at other positions and the chest gait signals (red boxes).

correlation coefficients (CC) between raw gait signals at various
positions and chest gait signals are represented as blue boxes,
and CCs between estimated gait signals at various positions and
chest gait signals are represented as red boxes. CC, also known
as Pearson’s correlation coefficient, is a method of assessing
linear relationship between two continuous variables [23], and
CC has often been used for measuring how close an estimator,
such as joint angles over time, is to the ground truth measured
in gait analysis research [24]. According to [25], a value of CC
in the range of 0.5 to 0.7 indicates a moderate correlation, in the
range of 0.7 to 0.9 indicates a high correlation, and in the range
of 0.9 to 1 indicates a very high correlation. As shown in Fig. 11,
the ANN-based gait signal estimation block improves the corre-
lation between gait signals from chest and other positions from
moderate correlations to high or very high correlations (where
the averaged CCs for six sensor positions are all above 0.7),
leading to improvements on the intra-class similarity results.
There are 4 CC results in the estimated signals which are below
0.2 (no correlation) and would lead to low intra-class similarity.
Hence, the keys generated from these gait signals, 4 out of 90,
were excluded from the final results. The ANN-based estimation
block fails to improve the CC results because the raw signals do
not have any correlation (below 0.2) to the chest gait signals.

The impact of the ANN-based gait signal estimation is fur-
ther illustrated in Fig. 12, where blue boxes are the intra-class
similarity between one sensor position to the rests without the
ANN-based gait signal estimation block and red boxes are the
ones with the ANN-based gait signal estimation block. It is clear
that the intra-class similarity improves at every sensor position
in Fig. 12, especially for those on the wrist, shin, and thigh
positions. As aforementioned in section III-E, the binary BCH
error correction coding scheme is adopted in the proposed se-
curity scheme for correcting bit errors between intra-class keys.
BCH encoder only allows its code word length to be equal to
n = 2m − 1 for any integer m between 3 and 16 [21]. When
m = 7, n = 27 − 1 = 127 is the closet codeword length as the
keys have a key length of 128. A number of valid BCH pairs
(n, k, t), which could be used in the fuzzy key exchange block,
are listed in Table I. Therefore, the minimum similarity between
the encryption key and the decryption key required by BCH

Fig. 12. Similarity of the keys generated at various positions against
the keys generated at the rest of the positions.

TABLE I
POTENTIAL BINARY BCH (N,K,T) PAIRS

TABLE II
PROBABILITY (IN PERCENTAGE) OF MESSAGES ENCRYPTED BY

INTRA-CLASS KEYS GENERATED ON ONE POSITION TO BE SUCCESSFULLY
DECODED BY FOUR BCH DECODER PAIRS (N,K,T) ON THE REST OF THE

SENSOR POSITIONS (ANN=WITH THE ANN-BASED GAIT SIGNAL
ESTIMATION BLOCK, RAW=WITHOUT THE ANN-BASED GAIT SIGNAL

ESTIMATION BLOCK)

decoder to successfully decode the encrypted messages is
75.6%. The probabilities of successful fuzzy key exchanges
with or without the ANN-based gait signal estimation block on
various sensor positions are listed in Table II. Without the ANN-
based gait signal estimation block, the probabilities of the keys
generated on the shin and thigh positions to be accepted by other
sensors are 8.07% and 18.27% for the BCH pair (127, 8, 31),
which is very inefficient. With the ANN-based estimation, their
probabilities reach to 57.75% and 61.46% respectively, which
are sufficiently improved.

Assuming a successful fuzzy key exchange in a series of
attempts is an independent event, the probability of a successful
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Fig. 13. Probability of successful fuzzy key exchanges on various
positions to the rest of positions in different number of attempts.

TABLE III
DETAILED AVERAGED POSITION-TO-POSITION INTRA-CLASS SIMILARITY OF

128-BIT KEYS GENERATED FROM 15 SUBJECTS

fuzzy key exchange after the nth attempt is calculated as

Pn =
n∑

i=1

Psuccess × (1 − Psuccess)n−1 (13)

where Psuccess is the probability of a successful fuzzy key ex-
change for an individual attempt. Using Eq. (13), the proba-
bilities of success against the number of attempts for the BCH
pair (127, 8, 31) are calculated and shown in Fig. 13. At all 7
positions, a successful fuzzy key change occur on the second,
third, and fourth attempt reach 80%, 90%, and 95% respectively,
with the ANN-based gait signal estimation. As Ngc = 10, each
attempt requires 10 gait cycles, and the proposed method can
provide at least 95% successful rates for all sensor positions
using 40 gait cycles.

A detailed comparison amongst position-to-position intra-
class similarity, averaged for all the subjects in the HAR walk-
ing dataset, is presented in Table III. The averaged similarity
between wrist and shin and between wrist and thigh are 72%
and 73% respectively, which are the lowest similarity values in
the position-to-position comparison. This can also be seen in
Fig. 12. It is due to the fact that shin and thigh gait signals are
less correlated with chest gait signals, as shown in Fig. 11.

4) Reliability: the impact of reordering keys using associated
reliability vectors has also been investigated and the results are

Fig. 14. Similarity of intra-class group and inter-class group. Unreliable
keys are the 128-bit keys generated without reordering by their reliability
vectors, while reliable keys are the reordered unreliable keys using their
associate reliability vectors.

shown in Fig. 14, where the left two boxes are the similarity
for the intra-class and inter-class unreliable keys, and the right
two boxes are the similarity for the intra-class and inter-class
reliable keys. It is clear that reliable keys produce higher similar-
ity for intra-class keys and better distinctiveness for inter-class
keys, which means the inter-class similarity distribution is less
dispersed. In addition, although we chose 128-bit reliable keys
in the experiments to demonstrate the feasibility of our pro-
posed security scheme, longer key length can also be adopted as
presented in Fig. 9. The mean intra-class similarity for 256-bit
keys is 78.13%, when Ngc = 10, indicating that 256-bit keys
can be used but with less efficiency (requires more attempts to
achieve high probabilities of successful key exchanges). Longer
key length can provide better distinctiveness between inter-class
keys due to its further concentrated normal distribution of inter-
class similarity, and provide more secure bits in each key. For
example, using the BCH pair (255, 9, 63) in the fuzzy key ex-
change block would provide 192 secure bits, whereas using the
BCH pair (127, 8, 31) would provide 96 secure bits.

C. Uniqueness and Freshness of Generated Keys

Uniqueness and freshness can be interpreted as the distinc-
tiveness between inter-class keys, which are generated from
either different subjects, same subject but sensors are worn at
different positions, or same person wearing the same sensors
but at different time. The purpose of this analysis is to quantify
how distinctive the inter-class keys are, and it is achieved by an-
alyzing the distribution of the Hamming Distance (HD) for the
inter-class keys and vitalizing the generated binary keys. A HD
between two binary keys, ba and bb , of the same length, is equal
to the number of bits in which the two binary keys differ from
one another [26]. HD = 0 means two binary keys are identical,
while HD = 1 means two binary keys are completely different
from one another [27]. For sufficiently long binary keys, the
distribution of HD should be a normal distribution with a mean
close to 50% [28]. As shown in Fig. 15, the probability of HD
of the inter-class keys generated in the experiments follows a
normal distribution with the mean of 49.96%, which is very
close to 50%. Moreover, the lower bound of the HD distribution
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Fig. 15. Probability distribution of hamming distance of any two inter-
class 128-bit keys generated from all 15 subjects, with the mean distance
of 49.96%.

is around 0.3, which indicates that no key will be falsely ac-
cepted. This result demonstrates the robustness of the proposed
biometrics against brute force attacks.

D. Randomness Evaluation

To protect the proposed security scheme from brute-force at-
tacks, it is vital that the generated keys process high randomness.
Therefore, we evaluated the randomness of the keys generated
in the experiments using the entropy analysis, the NIST ran-
domness test, and the Dieharder battery test.

1) Entropy Analysis: the generated keys in the experiments
were tested with the entropy analysis. Shannon entropy is a mea-
sure of uncertainty of binary sequences [29]. The uncertainty
refers to the possibilities of the next event being any mutually
exclusive events are equal. The entropy of the binary keys, which
contains two mutually exclusive events {0, 1}, can be calculated
using [30]

H({0, 1}) = −P (0)log2P (0) − P (1)log2P (1) (14)

where P (0) is the probability of 0 s and P (1) is the probability
of 1s. The results of the entropy analysis for 128-bit keys gener-
ated from all the subjects in the HAR walking dataset are shown
in Fig. 16. Although the entropy varies from subject to subject,
a large majority of the keys have entropy above 0.99, which
indicates that no pattern of 0 s and 1 s dominates in the keys
generated from any subjects.

2) NIST Randomness Test: the National Institute of
Standards and Technology (NIST) randomness test suite
has also been used widely by researchers [15], [28], [31] to
detect deviations of a binary sequence from randomness [32].
We tested all the 600-bit (60 × 10) keys, re-indexed using
associated reliability vectors, generated in the experiments
when Ngc = 10 using NIST tests, and the results are listed in
the Table IV. The minimum pass rate for each statistical test
is approximately 96%, therefore, all tests have passed the tests.
The P-values in Table IV are from the uniformity tests for these
statistical tests, and P > 0.0001 indicates the p-values from the

Fig. 16. Shannon entropy of 128-bit keys for 15 subjects in the HAR
walking dataset (Ng c = 10).

TABLE IV
NIST STATISTICAL TEST RESULTS

corresponding statistical test are uniformly distributed on the
interval [0, 1) [33].

3) Dieharder Test: all the keys generated in the experiments
were also run through a series of Dieharder statistical tests [34],
and the p-value distributions of 21 runs of the Dieharder tests
are shown in Fig. 17. If a p-value from a Dieharder statistical
test is below 0.001, it can be considered as it fails the test,
however, p-values are expected equals or below 0.05 (weak) 5%
of the time. The results in Fig. 17 shows no incident of failure
in any tests and a few incidents where p ≤ 0.05 as expected.
Furthermore, the p-values of all the tests are well distributed
over the interval [0, 1), indicating the keys have passed all the
Dieharder statistical tests.

One of the common concerns for biometric security is the
uniqueness of the biometrics for different users (inter-class) and
for different access request attempts, which are considered as
intra-class for most biometric approaches, but they are consid-
ered as inter-class in the proposed security scheme. Only the
keys generated on the same user and at the same time are con-
sidered as intra-class keys. This approach gives the proposed
security scheme freshness and robustness against attacks using
the correlations between two attempts, which traditional bio-
metric schemes do not provide.



996 IEEE JOURNAL OF BIOMEDICAL AND HEALTH INFORMATICS, VOL. 23, NO. 3, MAY 2019

Fig. 17. Distribution of p-values in the Dieharder statistical test results.

IV. DISCUSSION

Possible attack scenarios and adversarial analysis against the
proposed security scheme are discussed in this section.

A. Security Model

1) Brute Force Attacks: A brute force attack is a trial-and-
error attack used to exhaust the space of possible keys, which
means to try out all possible keys to decode the messages that
the attacker have intercepted. As the BCH error correcting code
with the pair (127, 8, 31), which can correct up to 31-bit errors
in the keys, is used in the fuzzy key exchange block, there are
127–31 = 96 secure bits, resulting in the number of all possible
keys to be F96

2 . Therefore, it is recommended to renegotiate a
new key as quickly as possible to prevent the secured channel
from being exposed. If the attacker successfully obtained one of
the keys using brute force attacks, only the messages encrypted
by that key are exposed. As all the keys possess the property of
high distinctiveness, the attacker cannot use the exposed key to
predict any other keys.

2) Dictionary Attacks: besides brute force attacks, dictionary
attacks are also very popular methods used by among hackers in
recent years [35]. Therefore, it is a requirement for any biomet-
ric cryptosystems to be resilient to dictionary attacks. Although
they have not been tested using no user-specific dictionaries,
the keys generated in our experiments produced uniform distri-
butions of p-values in the majority of the Dieharder statistical
tests, which includes many commonly used dictionaries, such
as birthdays and DNA. Thus, the proposed security scheme is
resilient to common dictionary attacks.

3) Attaching Device: the attacker can also attach a malicious
device to the victims to try to obtain the secured keys. However,
the malicious device requires a fully-trained ANN, specifically
to the position it attached to, in order to extract binary keys ac-
ceptable to other legitimate BSN devices. If the attacker intends
to train ANNs for the malicious device, at least two malicious
devices must be attached to the target position and another one
on the chest at the same time. This process is difficult for at-
tackers to execute successfully without being noticed by the
victims.

Fig. 18. CCs between impersonators and victims (blue boxes), and
CCs between impersonators and victims when using victims’ trained
neural networks (red boxes).

4) Impersonation Attacks: impersonation attacks in gait bio-
metrics have been studied extensively in the literature [36]–[38].
Muaaz and Mayrhofer [38] demonstrated that a zero effort or a
mimicry impersonation attack on gait biometric is unlikely be
able to compromise the IMU-based gait authentication systems.
Furthermore, previous studies have shown that during imper-
sonation attacks, impersonators could lose regularity between
steps, increasing the difficulty of the impersonation. Fig. 18
shows that when using victims’ neural networks, the zero-effort
impersonation does not increase the CC results nor improve
chances of the impersonation.

5) Freshness: another big concern when adopting fuzzy
commitment or fuzzy vault scheme into the any biometric-based
security schemes would be “with the unavoidable information
leak, is it resilient to the attacks targeting the correlations or
correspondence between two or multiple keys generated from
the same biometric instance”. Previous studies [39], [40] have
demonstrated that fuzzy commitment or fuzzy vault schemes are
vulnerable against many attacks (i.e. Decodability [39], record
multiplicity, surreptitious key-inversion, and novel blended sub-
stitution [41]). In general, such vulnerability comes from the
fact that the dependency of binary features has been neglected
in many research, resulting in overestimation in the security lev-
els of such schemes [42]. For instance, if the keys are extracted
using frequency domain features, such as FFT, from the same
face or fingerprint, they are likely to contain similar patterns
of 1 s and 0 s. In our proposed scheme, temporal gait features
are used for generating encryption keys with a high level of
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Fig. 19. Use the proposed security scheme as biometric device-to-
device authentication. (a) FAR & FRR. (b) ROC.

freshness. Because temporal features are time-variant, produc-
ing distinctive keys even in a short period of time. As shown
in Fig. 14 and 15, the keys generated using proposed security
scheme process high distinctiveness and a good probability dis-
tribution of hamming distance, meeting the strict condition for
fuzzy commitment scheme to be used safely.

6) Efficiency: the number of the gait cycles required for gen-
erating one 128-bit key is sufficiently reduced compared with
our previous work [17], in which 32 gait cycles are required
for one 128-bit key, and BANDANA, in which 48 gait cycles
are required. The proposed security scheme only requires 10
gait cycles for one 128-bit key, which is 68.75% and 79.17%
more efficient than our previous work and BANDANA respec-
tively. The averaged number of samples in one gait cycle af-
ter re-sampled to 50 Hz in the HAR walking dataset is 60,
thus, the averaged time for one gait cycle is 60 × 1

50 = 1.2 s.
When Ngc = 10, the averaged time required for generating one
128-bit key is 12 s, and the averaged output rate of the binary
key generation block is 128× 1

12 = 10.7 bps. The proposed se-
curity scheme is based on gait biometric, it will only generate
new keys when the user is walking. Hence, the same key will
be used if the user is performing other activities.

B. Authentication

The proposed security scheme can be used as traditional bio-
metric device-to-device authentication with different thresholds
instead of fixing it to the constant t. Fig. 19a and Fig. 19b present
the performance of such authentication usage using False Agree-
ment Rate (FAR), False Rejection Rate (FRR), and Receiver Op-
erating Characteristic (ROC) curves. Equal Error Rate (EER) is
5.5% when the threshold is set to 0.57. However, the gener-
ated keys cannot be used for channel encryption, as the fuzzy
commitment scheme is not applicable at the EER point. After
authentication, a new set of encryption keys must be used based
on the mutual agreement between the sender and the receiver.

V. CONCLUSION

In this paper, we proposed a novel gait-based security scheme
with ANN for securing wireless communications for wearable
and implantable healthcare devices. The use of ANN-based gait
signal estimation block for estimating gait signals on the chest
from those captured by sensors worn on the other body positions

has been proposed and significant improvement on the perfor-
mance of the proposed security scheme has been shown from the
experimental results. The probability of a successful intra-class
fuzzy key exchange using the BCH pair (127, 8, 31) within 4
attempts for all sensor positions reach 95%, and inter-class keys
possess the property of high distinctiveness, with a mean Ham-
ming Distance of 49.96% for all 15 subjects in the HAR walking
dataset. The experimental results have demonstrated the feasi-
bility and the robustness of our proposed security scheme and
its resilience against common attacks. With its low computa-
tional power design and the use of gait signals from IMUs, the
proposed scheme could provide the needed for secured commu-
nications for wireless pervasive healthcare systems.
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[11] D. Schürmann, A. Brüsch, S. Sigg, and L. Wolf, “BANDANA Body area
network device-to-device authentication using natural gAit,” in Proc. IEEE
Int. Conf. Pervasive Comput. Commun., 2017, pp. 190–196.

[12] D. Oberoi, W. Y. Sou, Y. Y. Lui, R. Fisher, L. Dinca, and G. P. Hancke,
“Wearable security: Key derivation for Body Area sensor Networks based
on host movement,” in Proc. IEEE 25th Int. Symp. Ind. Electron., 2016,
pp. 1116–1121.

[13] B. Kerimbaev, “Neural Networks in iOS 10 and macOS,” 2016.
[Online]. Available: https://www.bignerdranch.com/blog/neural-networks
-in-ios-10-and-macos/

[14] L. Matney, “Google introduces Neural Networks API in developer
preview of Android 8.1,” 2017. [Online]. Available: https://techcrunch.
com/2017/10/25/google-introduces-neural-networks-api-in-developer-pre
view-of-android-8-1/

[15] W. Xu, C. Javali, G. Revadigar, C. Luo, N. Bergmann, and W. Hu, “Gait-
Key: A gait-Based shared secret key generation protocol for wearable
devices,” ACM Trans. Sensor Netw., vol. 13, no. 1, pp. 1–27, Jan. 2017.

[16] G. Revadigar, C. Javali, W. Xu, A. V. Vasilakos, W. Hu, and S. Jha,
“Accelerometer and fuzzy vault-based secure group key generation and
sharing protocol for smart wearables,” IEEE Trans. Inf. Forensics Security,
vol. 12, no. 10, pp. 2467–2482, Oct. 2017.

[17] Y. Sun, C. Wong, G. Z. Yang, and B. Lo, “Secure key generation using
gait features for body sensor networks,” in Proc. IEEE 14th Int. Conf.
Wearable Implantable Body Sensor Netw., 2017, pp. 206–210.

https://www.bignerdranch.com/blog/neural-networks-in-ios-10-and-macos/
https://www.bignerdranch.com/blog/neural-networks-in-ios-10-and-macos/
https://techcrunch.com/2017/10/25/google-introduces-neural-networks-api-in-developer-preview-of-android-8-1/
https://techcrunch.com/2017/10/25/google-introduces-neural-networks-api-in-developer-preview-of-android-8-1/
https://techcrunch.com/2017/10/25/google-introduces-neural-networks-api-in-developer-preview-of-android-8-1/


998 IEEE JOURNAL OF BIOMEDICAL AND HEALTH INFORMATICS, VOL. 23, NO. 3, MAY 2019

[18] F. Miao, L. Jiang, Y. Li, and Y. T. Zhang, “Biometrics based novel key
distribution solution for body sensor networks,” in Proc. Annu. Int. Conf.
IEEE Eng. Med. Biol. Soc., 2009, pp. 2458–2461.

[19] Y. Sun, G.-Z. Yang, and B. Lo, “An artificial neural network framework for
lower limb motion signal estimation with foot-mounted inertial sensors,”
in Proc. IEEE Conf. Body Sensor Netw., 2018, pp. 132–135.

[20] A. Juels and M. Wattenberg, “A fuzzy commitment scheme,” in Proc.
ACM Conf. Comput. Commun. Security, 1999, pp. 28–36.

[21] W. W. Peterson and E. J. Weldon, Error-Correcting Codes, 2nd ed.
Cambridge, MA, USA: MIT Press, 1972.

[22] T. Sztyler, H. Stuckenschmidt, and P. Wolfgang, “Position-aware activity
recognition with wearable devices,” Pervasive Mobile Comput., vol. 38,
pp. 281–295, 2017.

[23] D. G. Altman, Practical Statistics for Medical Research, 1st ed. London,
U.K.: Chapman and Hall, 1990.

[24] S. Tadano, R. Takeda, and H. Miyagawa, “Three dimensional gait anal-
ysis using wearable acceleration and gyro sensors based on quaternion
calculations,” Sensors, vol. 13, no. 7, pp. 9321–9343, 2013.

[25] D. E. Hinkle, W. Wiersma, and S. G. Jurs, Applied Statistics for the
Behavioral Sciences, 5th ed. Boston, MA, USA: Houghton Mifflin,
2002.

[26] Encyclopedia.com, “Hamming distance,” 2017. [Online]. Available:
http://www.encyclopedia.com/computing/dictionaries-thesauruses-pictures
and-press-releases/hamming-distance

[27] D. K. Altop, A. Levi, and V. Tuzcu, “Towards using physiological sig-
nals as cryptographic keys in body area networks,” in Proc. 9th Int.
Conf. Pervasive Comput. Technol. Healthcare (PervasiveHealth), 2015,
pp. 92–99.

[28] G. Zheng et al., “Multiple ECG fiducial points-based random bi-
nary sequence generation for securing wireless body area networks,”
IEEE J. Biomed. Health Informat., vol. 21, no. 3, pp. 655–663,
May 2017.

[29] S. R. Moosavi, E. Nigussie, M. Levorato, S. Virtanen, and J. Isoaho,
“Low-latency approach for secure ECG feature based cryptographic key
generation,” IEEE Access, vol. 6, pp. 428–442, 2017.

[30] C. E. Shannon, “A mathematical theory of communication,” Bell Syst.
Tech. J., vol. 27, no. 3, pp. 379–423, 1948.

[31] S. Yin, C. Bae, S. J. Kim, and J-S. Seo, “Designing ECG-based physical
unclonable function for security of wearable devices,” in Proc. 39th Annu.
Int. Conf. IEEE Eng. Med. Biol. Soc., 2017, pp. 3509–3512.

[32] A. Rukhin et al., “A statistical test suite for random and pseudorandom
number generators for cryptographic applications (SP 800-22 Rev. 1a),”
National Inst. Standards Technol., Gaithersburg, MD, U.S.A., Tech. Rep.,
2010.

[33] M. Sys, Z. Riha, V. Matyas, K. Marton, and A. Suciu, “On the interpreta-
tion of results from the NIST statistical test suite,” Romanian J. Inf. Sci.
Technol., vol. 18, no. 1, pp. 18–32, 2015.

[34] R. G. Brown, “Dieharder: A random number test suite,” 2004. [Online].
Available: https://webhome.phy.duke.edu/rgb/General/dieharder.php

[35] R. Millman, “Brute force and dictionary attacks up 400 percent in 2017,”
2018. [Online]. Available: https://www.scmagazineuk.com/amp/brute-
force-dictionary-attacks-400-percent-2017/article/1473168

[36] D. Gafurov, E. Snekkenes, and P. Bours, “Spoof attacks on gait authentica-
tion system,” IEEE Trans. Inf. Forensics Secur., vol. 2, no. 3, pp. 491–502,
Sep. 2007.

[37] A. Hadid, M. Ghahramani, V. Kellokumpu, M. Pietikainen, J. Bustard,
and M. Nixon, “Can gait biometrics be Spoofed?” in Proc. 21st Int. Conf.
Pattern Recognit., 2012, pp. 3280–3283.

[38] M. Muaaz and R. Mayrhofer, “Smartphone-based gait recognition: From
authentication to imitation,” IEEE Trans. Mobile Comput., vol. 16, no. 11,
pp. 3209–3221, Nov. 2017.

[39] B. Tams, “Decodability attack against the fuzzy commitment scheme with
public feature transforms,” arXiv:1406.1154v3.

[40] C. Rathgeb and A. Uhl, “Statistical attack against fuzzy commitment
scheme,” IET Biometrics, vol. 1, no. 2, pp. 94–104, 2012.

[41] W. J. Scheirer and T. E. Boult, “Cracking Fuzzy Vaults and Biometric
Encryption,” in Proc. Biometrics Symp., 2007, pp. 1–6.

[42] X. Zhou, A. Kuijper, R. Veldhuis, and C. Busch, “Quantifying privacy
and security of biometric fuzzy commitment,” in Proc. Int. Joint Conf.
Biometrics, 2011, pp. 1–8.

http://www.encyclopedia.com/computing/dictionaries-thesauruses-pictures-and-press-releases/hamming-distance
http://www.encyclopedia.com/computing/dictionaries-thesauruses-pictures-and-press-releases/hamming-distance


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 900
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.00111
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 1200
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.00083
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.00063
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d00200070006100730073006100720020006600f60072002000740069006c006c006600f60072006c00690074006c006900670020007600690073006e0069006e00670020006f006300680020007500740073006b007200690066007400650072002000610076002000610066006600e4007200730064006f006b0075006d0065006e0074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


