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Abstract: This  paper  studies  a  special  defense  game  using
unmanned  aerial  vehicle  (UAV)  swarm  against  a  fast  intruder.
The fast intruder applies an offensive strategy based on the arti-
ficial potential field method and Apollonius circle to scout a cer-
tain destination. As defenders, the UAVs are arranged into three
layers:  the  forward  layer,  the  midfield  layer  and  the  back  layer.
The co-defense mechanism, including the role derivation method
of  UAV  swarm  and  a  guidance  law  based  on  the  co-defense
front  point,  is  introduced  for  UAV  swarm  to  co-detect  the
intruder.  Besides,  five  formations  are  designed  for  comparative
analysis  when  ten  UAVs  are  applied.  Through  Monte  Carlo
experiments  and  ablation  experiment,  the  effectiveness  of  the
proposed co-defense method has been verified.
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 1. Introduction
With the  development  of  modern unmanned technology,
unmanned aerial  vehicles (UAVs) have been extensively
utilized  in  compelling  various  applications,  as  hazard
warning,  border  patrol,  and  surveillance  relying  on  their
pleasant features of convenient deployment and low cost
[1,2].  Especially  in  recent  years,  tasks  such  as  target
detection,  tracking  and  positioning  based  on  UAV
swarms [3,4] have become hot topics in the field of coope-
rative control [5−11]. However, there is still a lot of room
for  research  on  how  to  use  the  numerical  advantages  of
the UAV swarm to compensate for its lack of capabilities,
such as maneuverability.

The pursuit-evasion game of multiple pursuers and one
fast  evader  provides  a  solution  to  this  problem  to  some
extent.  Isaacs  [12]  gave  important  factors  that  affect  the
success rate of capturing a fast  evader:  the initial  forma-
tion of  pursuers and the strategy of  opposing both sides.
Wang  et  al.  [13]  used  a  hierarchy  framework  to  break

down  the  complex  pursuit-evasion  game  with  multi-
player  into  various  small-scale  games  and  proposed  a
pursuing  strategy  based  on  formation  control.  Jin  et  al.
[14]  used  Apollonius  circle  to  design  the  strategy  for
evader  to  escape  or  to  extend  the  capture  time.  Other
research  in  this  field  [15−17]  also  provides  various  me-
thods to capture the evader.

While  pursuit-evasion  game  offers  many  interesting
ideas to against a fast evader, the premise is that the UAV
has the ability to capture the evader. When this condition
is not met, target tracking may be another solution. Kada
et  al.  [18]  proposed  a  distributed  model  predictive  con-
trol  for  cooperative  multiple  UAVs  motion  control.
Koohifar  et  al.  [19]  decomposed  the  challenge  of  track-
ing a moving intermittent radio frequency source into two
distinct phases of path planning and estimation. Zhang et
al. [20] proposed a cooperative tracking scheme for mul-
tiple fixed-wing UAVs to track an uncooperative moving
target.  Brown et  al.  [21−23] studied the impact of initial
swarm  formation  and  proposed  a  predictive  tracking
method  and  a  guidance  law  for  UAV  swarm  to  track  a
high capability malicious UAV.

In this paper, we propose a cooperative detection game
combing pursuit-evasion game with target tracking prob-
lems.  A  co-defense  mechanism  is  introduced  for  UAV
swarm  and  verified  by  the  simulation  result.  This  paper
has the following organization. Section 2 gives the basic
conception  of  the  problem.  The  kinematic  model,  detec-
tion model and communication model are also presented.
Section  3  introduces  the  intruder’s offensive  strategy,
including  the  avoidance  strategy  and  the  break-through
strategy.  Section 4 introduces the co-defense mechanism
of  UAV  swarm,  including  role  derivation  method  and  a
novel  guidance  law.  Section  5  introduces  the  formation
design  method,  demonstrates  and  analyzes  the  perfor-
mance  of  the  proposed  method  through  simulation.  On
this basis, the defense effect of UAV swarm under differ-
ent  formations  is  compared  by  the  Monte  Carlo  experi-
ment and the ablation experiment. Section 6 presents our
conclusions and areas for further research.
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 2. Preliminaries
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The  schematic  of  the  cooperative  detection  game  is
shown in Fig. 1. A fast intruder comes from an unknown
direction  constrained  by  and  scout  a  hypothetical  tar-
get  at  while avoid collisions with any UAV. The task
of UAV swarm is to co-detect the intruder as long as pos-
sible.
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Fig. 1    Schematic of the cooperative detection game
 

 2.1    Kinematic model

The UAVs and the intruder  are assumed to fly at  a  con-
stant speed, and the motion equation can be established as
follows: 

ẋ = v · cosφ
ẏ = v · sinφ
−φmax ⩽ ∆φ ⩽ φmax

(1)

x y v
φ ∆φ

∆t

where ,  represent the position of this aircraft,  is the
speed,  represents its current heading,  represents the
heading  increment  per  unit  time .  According  to  the
basic principle of aerodynamics, the turning radius of the
aircraft can be obtained by

RZ =
v2

g
√

n2
y −1

(2)

ny g

A A′ ∆φ

where  represents the overload of the aircraft,  is  the
acceleration  of  gravity.  As  shown  in Fig.  2,  the  aircraft
turns from  to , and the heading increment is .
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Fig. 2    Schematic of the aircraft turning process
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In Fig.  2,  represents  the  center  angle  corresponding
to the flight trajectory.  can be obtained by

∆φmax = 2arcsin
(

v ·∆t
2RZ min

)
. (3)

 2.2    Detection range and threat angle

Assuming  that  the  position  and  velocity  information  of

120◦ Pradius

the targets in the detection range can be instantly obtained
by  the  detection  equipment  on  the  airplane.  The  detec-
tion range of a UAV is shown in Fig.  3.  This area has a
sector shape with an angle equal to , and  rep-
resents the radius of the UAV’s detection range.
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Fig. 3    Schematic of the UAV’s detection range
 

E ∠GPE
If  there  is  a  UAV  enters  the  detection  range  of  the

intruder ,  the  angle  can  be  applied  to  assess
whether the UAV poses threat to the intruder.

Eradius

PG EF
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φt

In Fig.  4,  represents  the radius  of  the intruder’s
detection  range.  is  parallel  to ,  and  the  angle  li-
mited  by  them  is  defined  as  the  threat  angle .  As 
moves  towards ,  the  probability  of  the  intruder  being
collided will increase. Therefore,  can be defined as the
threat angle, which indicates the threatening UAV.
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Fig. 4     Schematic of the intruder’s detection range and the threat
angle
 

 2.3    Communication mechanism

Rcomm P1

P2 P3

The communication mechanism in this paper is relatively
simple. As shown in Fig. 5, the communication range has
a circle shape with fixed radius .  can communi-
cate with , but cannot transform any information to .
There  is  no  time  delay  in  the  information  delivery  pro-
cess,  and  the  communication  burden  caused  by  the
amount  of  data  is  not  considered.  This  provides  conve-
nience  for  the  research  on  the  cooperative  detection
method of the UAV swarm in this paper.
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Fig. 5    Schematic of the UAV’s communication range
 

 3. Offensive strategy
When a threatening UAV appears in the intruder’s detec-
tion range, the intruder evades the UAV. This is an avoi-
dance strategy.  To make it  more aggressive,  the intruder
applies the Apollonius circle to find a ‘gap’ among threa-
tening  UAVs.  This  is  a  break-through  strategy.  The
intruder  will  change  the  offensive  strategy  based  on  the
number of threatening UAVs in its detection range.

 3.1    Avoidance strategy

The  artificial  potential  field  method  is  used  to  circum-
vent the UAV swarm for the fast intruder.
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disEPi θi

Pi

As shown in Fig. 6, ,  and  are in the detection
range of the fast intruder.  and  represent the dis-
tance and azimuth from intruder to  respectively.
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Fig. 6    Schematic of artificial potential field method
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According  to  the  previous  rules,  and  are
regarded  as  the  threatening  UAVs.  is  flying  away
from  the  intruder.  Therefore,  the  intruder  will  consider
the  repulsion  caused  by  and  at  this  moment.
According  to  the  artificial  potential  field  theory,  the
intruder in Fig.  6 will  change the direction of  its  motion
according to the combined force . When there are

 threatening UAVs in the same situation like  or ,
the  combined  repulsion  of  UAVs  to  the  fast  intruder  is
given by 

FX =

n∑
i=1

k f (disEPi) · cosθi

FY =

n∑
i=1

k f (disEPi) · sinθi

(4)

FX FY

x y k f
where  and  are the fractions of the combined force
along  the  and  axis,  respectively,  represents  the
force between the fast intruder and the UAV.

k f (disEPi) =


0, disEPi ⩾ Eradius

1
disEPi

, Eradius > disEPi ⩾ 1

1, 1 > disEPi ⩾ 0

(5)

 3.2    Break-through strategy

(xP,yP)
P (xE ,yE) E

A B E
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The  break-through  strategy  is  based  on  the  geometric
concept,  which  is  known  as  Apollonius  circle  [24−26]
and  is  widely  used  in  the  research  of  pursuit-evasion
games.  As  shown  in Fig.7,  represents  the  loca-
tion of UAV ,  is the location of the intruder ,

 and  are tangent points from  to the Apollonius cir-
cle . It can be proven that  will always be intercepted
by the defender when the intruder moves straight toward
the  inescapable  area  not  covered  by  the  orange  dotted
line [14].
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Fig. 7    Schematic of inescapable area generated by Apollonius circle
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According to the nature of Apollonius circle, any point
 on  meets the following proportional constraint:

a =
vP

vE
=
|UP|
|UE| (6)

a
Q

where  is  the  scale  factor.  The  center  coordinates  and
radius of  can be obtained by

Q =
(

xP−a2 · xE

1−a2
,
yP−a2 · yE

1−a2

)
Rc =

a · |EP|
1−a2

=
a

1−a2

√
(xP− xE)2+ (yP− yE)2

(7)

|EP|
β

where  is the distance from the UAV to the intruder.
The angle  shown in Fig. 7 can be obtained by

β = arcsin
(
|QA|
|QE|

)
=

arcsin


a

1−a2

√
(xP− xE)2+ (yP− yE)2√(

xP−a2 · xE

1−a2
− xE

)2

+

(
yP−a2 · yE

1−a2
− yE

)2


. (8)
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β
It  can  be  seen  that  the  inescapable  area  can  be

described by ,  and this  provides a possible way for  the
intruder  to  find  a  shortcut.  The  shaded  part  in Fig.  8,
which  is  named  as  ‘gap ’,  allows  the  intruder  to  break
through effectively [15].
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Fig. 8    Gap and the better break-through direction
 

The avoidance strategy helps the intruder to evade the
UAVs, while the break-through strategy provides a faster
path  for  the  intruder.  The  constraints  of  applying  the
offensive strategy are shown in Fig. 9.
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Fig. 9    Offensive strategy of the fast intruder

 4. Defensive strategy
In a football game, it is difficult for a defensive player to
successfully  defend  a  more  capable  offensive  player.
However,  through  teamwork  among  defenders,  the  pro-
bability of intercepting the offensive player can be greatly
improved.  This  kind  of  behavior  is  known  as  the  co-
defense  mechanism.  Although  this  mechanism  cannot
guarantee  the  100% interception  of  offensive  players,  it
usually  helps  the  defender  to  slow  down  the  offensive
rhythm and increase the possibilities of subsequent coun-
terattacks.

In  this  paper,  the  fast  intruder  can  be  regarded  as  the
offensive  football  player  with  faster  speed  and  stronger
dribbling ability. And the UAV swarm need to apply the
defensive  strategy  to  disrupt  the  intruder  and  maximize
the  detection  duration.  As  shown  in Fig.  10,  the  UAVs
are  named  after  their  respective  layers,  including  UAVf

(the forward layer), UAVm (the midfield layer) and UAVb

(the  back  layer).  The  UAVs in  the  same layer  can  com-
municate freely in the designed formation to react to the
intruder  in  time  and  deploy  the  corresponding  defensive
strategy.  The specific  patrol  trajectory  in  the  initial  state
is illustrated in Fig. 11.
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Fig. 10    Schematic of the defensive formation
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Fig. 11    Schematic of UAV patrol trajectory
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In Fig.  11,  is  the  turning  radius,  the  length  of

straight  line  is  determined  by  the  size  of  the  defense
area.  If  a  UAV detects  the  intruder  or  receives  the  loca-
tion  information  of  the  intruder,  the  UAVs  within  its
communication range will share the information and gain
roles  according  to  the  co-defense  mechanism.  Based  on
this,  each layer will  have a UAV that  will  be assigned a
special  mission.  They  have  different  subscripts,  where
UAVst is  named  after  the  striker,  UAVas plays  the  auxi-
liary  role  as  an  assist,  and UAVcd does  the  final  “entan-
glement” with the intruder in the final stage.
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As shown in Fig. 12, UAVst is the first UAV that spots
the intruder,  and it  will  track the intruder directly.  Other
UAVf will move towards the destination of the intruder so
that the UAVm can react as early as possible. Information
containing the location and speed of  the intruder  will  be
passed by these UAVf, and this scenario also occurs in the
process of transmitting information from UAVm to UAVb.
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Fig. 12    Role derivation for UAV swarm
 

It  is  worth  noting  that  the  role  of  UAVst and  UAVcd

will  remain  the  same  to  ensure  the  continuous  detection
of  the  intruder  at  both  early  and  late  stages.  While  the
UAVas is determined in real time and directly moves to co-
defense  front  point,  which  is  a  novel  guidance  method

based on the traditional guidance law combined with the
Dubins curve [27−30].

E′ T φE

disEP

EP P P′

E′ E′P′ Pradius

E′

TP P P′

TP

TP = T

As is shown in Fig. 13, the intruder flies in the current
direction  and  arrives  at  after .  represents  the
heading  of  the  intruder,  represents  the  distance  of

. In this process, UAV is expected to fly from  to ,
and points to . If the distance of  is equal to ,

 will  be  defined  as  the  co-defense  front  point.  The
Dubins curve is  then used to calculate the shortest  flight
time  for  UAV  flying  from  to .  Therefore,  the
problem  will  be  transformed  into  finding  a  suitable ,
and let .
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Fig. 13    Schematic of co-defense front point
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Fig. 14 illustrates a possible situation of Dubins curve
for  path  planning,  where  is  the  minimum  turning
radius,  and  represent the angle that the UAV passes
through in a circular motion.
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Fig. 14    Schematic of the UAV’s shortest path
 

disE′P′ PradiusWhen  is set to , the pseudo code for calcu-
lating the co-defense front point is as follows:

T = 50 s Tl = 0,TR = 100 sInitialize , set ;
E′

P P′
Get  the  location  of  the  co-defense  front  point  and

the distance from  to .
Td disPP′ θ1, θ2Calculate  based  on  the  and  by  apply-

ing Dubins curve:

Td =
1
vP
{(θ1+ θ2)RZ min+

disPP′ −RZ min · [sin(θ1− θ2)+ sinθ2]} . (9)

Td > T Tl = T,T =
1
2

(Tl+TR)If : ;
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Td < T TR = T,T =
1
2

(Tl+TR)Else if : ;
TdElse return  as  the  shortest  time  and  corresponding

position of co-defense front point.
TSolving  by numerical methods, the UAV can find a

front  point  as  its  expected  direction.  However,  the  co-
defense front point will be applied only when the follow-
ing conditions are met:

(i)  The  distance  from  the  intruder  to  its  destination  is
greater than or equal to the distance from the UAV to the
intruder’s destination;

(ii) The UAV is not on the extended line of the intruder
speed direction.

Otherwise, co-defense front point will be simply set to(
xE +

Pradius

2
· cos φE ,yE +

Pradius

2
· sin φE

)
(xE ,yE)

Pradius

2

where  represents the position of the intruder and

 is a constant set for this special case.

 5. Simulation
 5.1    Formation design

n f nm

nb R f

Rm Rb

α

The UAVs in each layer are evenly distributed at the bot-
tom of the isosceles triangle (the defensive area). , 
and  represent the number of UAVs in each layer. ,

 and  are  the  anterior  distances  of  UAVs  in  each
layer. The distance between each layer of UAV is limited
by the size of the defense area, including the anterior dis-
tance  and .  Five  initial  formations  of  UAV  swarm  are
presented in Fig. 15.
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Fig. 15    Schematic of five initial formations
 

In Fig.  15,  the  yellow circles  represent  the  UAVf,  the
blue  circles  represent  the  UAVm,  and  the  green  circles
represent  the UAVb. Fig.  16 takes formation 5-3-2 as  an
example  to  describe  the  initial  state  and  related  parame-
ters of the UAV swarm.
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Fig. 16    Schematic diagram of formation 5-3-2
 

l f lm lb
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In Fig. 16, ,  and  indicate the length of the defen-
sive  area  in  each  layer, ,  and  are  the  length  of
the  straight  flight  part  of  each  patrol  UAV.  In  this  way,
the initial position of the UAVf  can be calculated by

xi = R f −
l f

n f +1
· sin
α

2
· i+

√
Rz2+L2

f · sin
(
π
2
− α

2
− arctan

2 ·Rz
L f

)
yi =

l f

n f +1
· cos
α

2
· i−

√
Rz2+L2

f · cos
(
π
2
− α

2
− arctan

2 ·Rz
L f

)
(10)

1 ⩽ i ⩽ n fwhere .
The initial position of the UAVm is determined by

xi = Rm−
lm

nm+1
· sin
α

2
· (i−n f

)
+

√
Rz2+L2

m · sin
(
π
2
− α

2
− arctan

2 ·Rz
Lm

)
yi =

lm

nm+1
· cos
α

2
· (i−n f

)−
√

Rz2+L2
m · cos

(
π
2
− α

2
− arctan

2 ·Rz
Lm

)
(11)

n f +1 ⩽ i ⩽ n f +nmwhere .
The initial position of the UAVb are given by

xi = Rb−
lb

nb+1
· sin
α

2
· (i−n f −nm

)
+√

R2
Z +L2

b · sin
(
π
2
− α

2
− arctan

2 ·RZ

Lb

)
yi =

lb

nb+1
· cos
α

2
· (i−n f −nm

)−√
R2

Z +L2
b · cos

(
π
2
− α

2
− arctan

2 ·RZ

Lb

)
(12)

n f +nm+1 ⩽ i ⩽ n f +nm+nbwhere .

 5.2    Experiment 1: demonstration

According  to  expert  experience,  the  parameters  of  the
detection game are shown in Table 1.
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Table 1    Parameters

Symbol Value

α/(°) 30

g/(m/s2) 9.8
vE/Ma 1.2

vP/Ma 0.8

nyE 7g

nyP 3g

RZ_E/km ≥2.45

RZ_P/km ≥2.67

Eradius/km 40

Pradius/km 20

Rcomm/km 30

Lf, Lm, Lb/km 12, 16, 20

Rf, Rm, Rb/km 250, 210, 170

lf, lm, lb/km 129, 109, 88

(xE, yE)/km (264, 56)

Fig.  17 shows  the  simulation  snapshots  of  formation
5-3-2. Fig.  17(c)  and Fig.  17(d)  show  the  moment
when  the  communication  between  different  layers  of
UAVs  is  established. Fig.  17(d), Fig.  17(e), Fig.  17(g)
show  the  guidance  process  of  different  UAVs  (P6,
P7, P10) using the co-defense front point, respectively. In
order  to  make  the  results  more  concise  and  clear,
some  information  is  not  shown  in  the  figure.  For
example,  in Fig.  17(e), Fig.  17(f), Fig.  17(g),  only  the
movement  trajectories  of  different  layers  of  UAVs  at
the corresponding moment are reserved. The hierarchical
distribution  of  the  detection  trajectories  in Fig.  17(h),
as well as the position of the end of the same color trajec-
tories,  all  illustrate  the  effectiveness  of  the  co-defense
mechanism. It can be seen that the UAV swarm achieves
long-term  tracking  and  detection  of  the  fast  intruder
through  initial  defensive  formation  and  the  co-defense
mechanism.
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 5.3    Experiment 2: Monte Carlo

The  previous  section  illustrates  the  process  of  coopera-
tive  detection  game  when  applying  the  formation  5-3-2.
This  section will  further  compare the  five  formations  by
changing the initial position and speed of the intruder via
the Monte Carlo method.

Firstly,  the  initial  position  of  the  intruder  will  be  ran-
domly generated. The discovery duration and the time of
the  first  discovery  are  calculated  to  measure  the  defense
effect  of  each  formation. Table  2 shows  the  average  of
the results after 500 rounds of simulation.
 
 

Table  2      Simulation  results  when  the  invaders  are  born  in  diffe-
rent positions (500 rounds)

Formation Time of first discovery/s Discovery duration/s

5-4-1 35.518 561.056

6-3-1 40.534 549.258

4-3-3 37.071 589.573

4-4-2 36.683 603.743

5-3-2 35.517 575.174
 

In Table  2,  the  formation  4-4-2  has  the  longest  aver-
aged discovery duration and the formation 5-3-2 has  the
smallest average time of the first discovery.

On this  basis,  we  further  compare  the  performance  of
different formations in the cooperative detection game by
increasing the speed of the intruder.

Fig. 18 and Fig. 19 illustrate the distribution of the dis-
covery duration and the time of the first discovery in each
case. Each box represents 25% to 75% of the data in the
group,  the horizontal  line represents  the median,  and the
dot represents the average value of this group of data.
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By calculating the average of each set of test data, the
averaged discovery duration  and the averaged time of
the first discovery  are shown in Table 3, where  rep-
resents the serial number of each formation. 
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Table 3    Simulation results of the intruder at different speeds (500 rounds) s

Formation Result
Ma

1.2 1.3 1.4 1.5 1.6 1.7 1.8 1.9 2.0

5-4-1
Tfd1 35.518 31.309 28.150 28.498 28.895 26.197 24.196 22.585 21.094

T1 561.056 497.481 443.576 399.244 343.926 318.207 290.478 273.653 258.088

6-3-1
Tfd2 40.534 32.105 25.307 22.065 19.898 19.001 18.235 17.680 16.888

T2 549.258 503.156 437.796 392.664 356.119 329.642 297.254 267.073 250.544

4-3-3
Tfd3 37.071 33.075 29.857 28.772 27.708 25.043 22.833 20.762 19.308

T3 589.573 516.632 464.017 418.651 372.827 341.496 314.404 293.527 274.68

4-4-2
Tfd4 36.683 32.116 29.289 27.964 27.088 24.732 22.655 20.454 18.931

T4 603.743 523.975 465.996 417.489 377.113 339.562 313.404 295.976 282.42

5-3-2
Tfd5 35.517 31.306 28.728 28.810 29.139 26.352 23.999 22.284 20.775

T5 575.174 508.454 455.597 412.272 367.476 333.122 305.661 286.299 265.045

 

vE Ti

T f di min (Ti)
max

(
T f di

)

It  can  be  seen  that  formation  6-3-1  has  the  minimum
averaged  time  of  the  first  discovery,  while  formations
4-4-2  and  4-3-3  have  a  good  performance  in  continu-
ously  detecting  the  intruder.  For  each  speed  of  the
intruder ,  there  exists  the  minimum  and  the  maxi-
mum ,  which  will  be  represented  as  and

 respectively.  To  further  highlight  the  capabi-
lity of these formations, (13) is designed as follows:

Score1 =

2.0Ma∑
vE=1.2Ma

[
min

(
T f di

)
T f di

]
vE

Score2 =

2.0Ma∑
vE=1.2Ma

[
max(Ti)

Ti

]
vE

(13)

[·]vE
where  is a conditional operator, the expression inside
is the normalized time with other formations as reference.
In  this  way,  Score1 and  Score2 could  be  applied  as  the
capability  metrics  for  each  formation  while  taking  into
account  the  speed  of  the  intruder.  Obviously,  the  maxi-
mum  value  for  Score1 and  Score2 is  9.  And  the  final
scores are shown in Table 4.
 
 

Table 4    Scores of each formation

Formation Score1 Score2

5-4-1 7.424 8.390

6-3-1 8.851 8.392

4-3-3 7.521 8.911

4-4-2 7.660 8.988

5-3-2 7.417 8.713
 

Formation 6-3-1 has the highest Score1 (8.851) and for-
mation 4-4-2 has the highest Score2 (8.988). Objectively,
if only considering the early detection of intruders, a suf-
ficient number of UAVs on the outermost layer would be

a  good  choice.  However,  considering  the  insufficient
number of UAVs, the rational design of the UAV forma-
tion in the middle and outer layers will have a key impact
on  the  detection  duration.  Surprisingly,  the  performance
of  the  formations  4-4-2  and  4-3-3  on  Score2 coincides
with two important formations in football.

 5.4    Experiment 3: ablation experiment

The essence of the ablation experiment is comparison, by
removing a module from the algorithm to study the effect
of  that  module  on  the  performance  of  the  algorithm.
Based  on  the  co-defense  mechanism  proposed  in  this
paper, the following three cases will be compared via the
Monte Carlo method.

Case  1:  With  the  proposed  mechanism  and  guidance
law.  UAVs  use  complete  co-defense  mechanism  to  par-
ticipate  in  the  cooperative  detection  game,  and  the  co-
defense front point is applied as the guidance law.

Case  2:  Without  the  proposed  guidance  law.  UAVs
complete  the  cooperative  detection  game  under  the  co-
defense mechanism, while the guidance law based on the
co-defense  front  point  has  been  replaced  by  the  pure
tracking method.

Case  3:  Without  the  co-defense  mechanism.  UAVs
only use the pure tracking method to track and detect the
fast  intruder,  and  the  co-defense  mechanism  will  not  be
applied.

Ti

Under the same settings as experiment 2 (Case 1),  the
Monte  Carlo  simulation  of  Case  2  and  Case  3  is  per-
formed respectively. The average detection duration  is
used to measure the detection effect of the UAV swarm.

In  order  to  visually  represent  the  differences  between
different  cases,  the  corresponding  detection  duration  in
different  cases  is  divided  and  the  proportional  distribu-
tion is shown in Fig. 20 and Fig. 21. 
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Fig. 21    Proportional distribution of discovery duration (Case 3 vs.
Case 1)
 

The ratio of discovery duration is less than 76.82% (the
average  is  58.23%)  if  the  proposed  guidance  law  is
replaced by the pure tracking method.

The ratio of discovery duration is less than 48.46% (the
average  is  43.62%)  if  the  co-defense  mechanism  is  not
applied.

The  experimental  results  show  that  the  guidance  law
and  the  co-defense  mechanism  proposed  in  this  paper
improve the defensive ability and defense effect of UAV
swarm.

 6. Conclusions
In  this  paper,  a  cooperative  detection  game  of  UAV
swarm vs. one fast intruder is studied, where the intruder
needs  to  bypass  UAVs  to  reach  its  destination,  and  the
UAV swarm needs to track and detect the intruder as long
as  possible.  Based  on  the  establishment  of  basic  scenar-
ios  and  models,  strategies  and  methods  are  designed  for
the intruder and the defender (UAV swarm), respectively.

The avoidance strategy based on the artificial potential
field and the break-through strategy based on Apollonius
circle  are  proposed  for  the  fast  intruder.  For  defenders,
this paper proposes a formation design method, as well as
a  co-defense  mechanism  composed  of  a  role  derivation
method and a co-defense front point based guidance law.

In  the  experimental  stage,  the  formation 5-3-2  is  used
as an example to demonstrate the process of the coopera-
tive  detection  game.  According  to  the  Monte  Carlo
method  and  the  proposed  evaluation  method,  the  defen-
sive effect of the UAV swarm under different formations
is  compared.  Finally,  the  results  of  the  ablation  experi-
ment  prove  the  effectiveness  of  the  proposed  method  in
this paper.

In  the  future,  the  co-defense  mechanism  proposed  in
this  paper  will  be  further  optimized  on  the  basis  of
increasing  the  number  of  intruders  and  improving  the
intelligence of the offensive strategy. At the same time, it
is expected to apply the co-defense mechanism proposed
to more application scenarios, and use the deep reinforce-
ment  learning  method  to  solve  the  cooperative  detection
problem.
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