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Abstract—Conventional power system security analysis based
on multiple case studies cannot predict all operational states and
hence neither guarantees an adequate security margin nor an eco-
nomical operation for the power system. Based on the trend anal-
ysis methodwhich is used in the field of economics, this paper intro-
duces the concept and a methodology for “trend security analysis”
of power systems. This method utilizes the load profile forecast and
the contingency occurrence probability and determines the system
security trend in the subsequent time window. Based on a recursive
algorithm which is developed by utilizing the higher order deriva-
tives of power flow equations, this paper also presents a method for
fast determination of the trend variations of the system states and
security indices. Three IEEE test systems are used to demonstrate
the applications of the proposed concepts, evaluate their perfor-
mance and verify their accuracy.

Index Terms—Power system security, process-oriented method,
security analysis, security trend analysis.

I. INTRODUCTION

P OWER system security analysis is a necessary means to
ensure the secure operation of power systems. According

to the mathematical model, security analysis can be classified
into static analysis and dynamic analysis [1]. Dynamic security
concerns, e.g., power system oscillatory modes, transient insta-
bility, frequency instability, are seldom caused by a single appa-
ratus failure. Thus, security analysis is more focused on system
behavior subsequent to a contingency [2]. This paper deals with
static security analysis after a contingency.
Power flow equations are the basis for power system static se-

curity analysis. Since an analytical solution of power flow equa-
tions is not attainable [3], [4], power system security analysis
is primarily based on multiple case studies. To assure a suffi-
cient security margin, the most severe scenario is often used for
security analysis. Generally the most severe scenario is based
on maximum load-generation case and may suffer from one or
more of the following.
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• A single case study, even under maximum load-generation,
cannot cover all operational scenarios, since the system
states change with the load variations, and the load vari-
ations at various buses are not necessarily consistent.

• Most probably a single case study is far different from the
actual system operating conditions and thus the analysis
result corresponds to neither an economical nor a secure
system operation.

• A single case study which can reveal the outcome of cas-
cading failures due to multiple contingencies is unlikely
since cascading failures are almost unpredictable.

To address such issues, online security assessment,
contingency analysis, cascading failure simulation, and process
oriented analysis have been proposed. For example [5] discusses
an integrated platform and [6] designs a set of risk evaluation in-
dices for power system security assessment. Reference [7] uti-
lizes an analysis methodology in Midwest ISO’s
NERC-compliance studies. The method is composed of a 3-step
process of “ analysis, optimal power flow and anal-
ysis” which can demonstrate the actual operation of the system
and hence is more flexible and practical [8]. References [9]–[11]
use artificial intelligence methods to simulate the occurrence
of a cascading failure and evaluate its impacts on the power
system, and [12] presents a conceptual design of a multi-agent
system for restoration of an interconnected power system after
a cascading failure.
Different from traditional single-study-case-based method,

the model of the trend security analysis in this paper is based
on the load profile forecast. By utilizing higher order deriva-
tives of power flow equations, the model is solved by the Taylor
series expansion method. A recursive algorithm, which can ef-
ficiently determine the trend variations of the system states and
security indices, is adopted. The model covers most of the op-
erational scenarios since it is based on a rolling operational
process. Because all cases in the process are quickly solved,
no process partition and no characteristic case identification ap-
proach [13]–[15] is needed to improve the calculation speed.
The trend-oriented power system security analysis method,

which determines the system security trend in the time window
subsequent to the current time window, is not based on the most
severe scenario and hence can result in a superior economical
operation under the condition that adequate security margin is
assured. The method can also reveal the outcome of cascading
failures when it is implemented by an online and rolling opera-
tion mode. Therefore, the application of the trend security anal-
ysis method can provide the operator an effectivemeans to grasp
the security trend of the power system and ensure the system se-
curity and economic operation.
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The rest of this paper is organized as follows. In Section II,
the trend analysis theory and its applications in power system is
reviewed, and then the security trend is defined and classified.
Section III introduces a fast method for process security anal-
ysis. In Section IV, a security trend analysis model is developed.
Section V provides the testing scenarios and simulation results.
Section VI provides a discussion and states the conclusions of
this paper.

II. BRIEF REVIEW OF TREND ANALYSIS THEORY
AND ITS APPLICATIONS IN POWER SYSTEMS

Fluctuation of the commodity prices presents a certain time
varying pattern. The changes in the pattern constitute the price
trend [16]. The trend theory displays the rules of the supply-
demand balance, subject to the internal and external factors to
identify the best trading opportunities in a market [17], [18].
Although the trend analysis theory is developed for the stock

and commodity market, it has also been widely used in medical
sciences, biology, geology, and even the military field. For ex-
ample [19] introduces the process and experience of applying
the trend techniques to support the US Navy F/A-18C series
aircraft level integrated health monitoring system, which is a
highly complicated system within a high pressure environment,
with an extremely low tolerance for errors by improving the cor-
rective and preventative maintenance cycles. In [20], a trend
analysis method is used to evaluate the F-22 fleet subsystem
wear out issues due to vibrations, thermal, humidity and corro-
sion factors, and as a result a reliability growth curve model is
proposed.
In the fields of electrical engineering, some researchers have

also probed into the applications of trend analysis theory, such
as signal processing, load forecasting, fault prediction and de-
tection, parameter identification, and stability analysis. For ex-
ample [21] presents a linear least-square method to estimate the
Fourier coefficients and trend components of a periodic time se-
ries. In [22], a weighted largest Lyapunov exponent forecasting
method and the associate trend adjustment technique are used to
forecast the long-term electricity demand. Similarly, [23] and
[24] also use trend analysis method for medium or short-term
electric energy demand forecasting. Reference [25] proposes a
trend analysis technique for incipient fault prediction and [26]
investigates a timed-event trend analysis method to evaluate and
identify symptom parameters for incipient fault detection. Ref-
erence [27] provides a statistical approach to estimate the trend
in variation of electrical parameters. Based on a trend analysis
method, and [28] proposes a variable and a generalized rule in-
duction model to detect the non-technical losses in power com-
panies. Reference [29] proposes a statistical framework for an-
alyzing and estimating time-varying trends in measured data.
Reference [30] proposes a nonstationary time-frequency anal-
ysis method to identify nonlinear trends and filtering frequency
components of a large system dynamics, and [31] presents an
expert system for security trend analysis of a stability-limited
power system. These attempts have resulted in a new concept
and methodology for power system analysis and are worthy of
further investigations.
The security of a power system depends on the system oper-

ating conditions and the contingent probability of disturbances.

To determine the security level of a power system, not only a
specific study case under certain contingency should be carried
out, but also variations of the system state and different contin-
gent probabilities must be taken into account. Therefore, power
system security trend is defined as the future security perfor-
mance index under certain contingent probability. The security
trend of power system can be divided into the long-term trend,
the medium-term trend, the short-term and the ultra-short-term
trend. However, from the perspective of operation and control,
the system dispatcher or operator is mainly concerned with the
short term rather than the long term trends. Therefore, this paper
focuses on the short-term trend within the time frame of a few
hours.
The security trend analysis requires calculation of the security

index of the system in the subsequent time period, and hence, it
requires a fast process-oriented analysis method.

III. FAST PROCESS-ORIENTED SECURITY
ANALYSIS METHOD

Assume the load variation is slow and the transient process
can be ignored. Hence the static equations can be used to de-
scribe the system state. Suppose the load profile of each bus has
been obtained through a nodal load forecasting method. Thus
the power flow of bus can be expressed as

(1)

where is the voltage curve and is the load profiles of
bus . , whose value depends on contingency , is

the mutual admittance between bus and . and are
respectively the conjugation of and , where the dot
notation means that the voltage is a phasor. Since the load curve

is composed of a series of discrete components
, (1) can be discretized as

(2)

where is the number of the discrete cases included in the in-
terval. Equation (2) is a series of power flow equations and the
problem is to efficiently solve these equations for fast calcula-
tion of the security indices. The following algorithm provides
an efficient solution. First the Taylor series expansion of power
flow equations is introduced.

A. Taylor Series Expansion of Power Flow Equations

In (1), suppose no contingency has occurred in the interval
of . Separating the real and imaginary parts and re-orga-
nizing in a matrix form

(3)
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where and are the real and imaginary parts of the node
voltage . Taking th-order derivatives of both sides of (3)
and applying the binomial theorem

(4)

Let

(5)

and

(6)

Then (4) can be rewritten as

(7)

For each bus, an equation similar to (7) can be obtained. If the
bus is a PV bus, then the equation corresponding to is replaced
by

(8)

Equations (7) and (8) show that if the initial and are
known, then the coefficient matrix is constant and can be fac-
torized to improve the efficiency. The right-hand side vector is
recursive, i.e., to calculate the th-order derivatives of and
, the vector only depends on the order

derivatives. Therefore, the algorithm is fast and straightforward
to implement.
After all derivatives of and are obtained, the Taylor

series or Maclaurin series can be used to deduce the real and
imaginary parts of the node voltage , if the Taylor series ex-
pansion converges, i.e.,

(9)

The validity of (9) can be verified with and , i.e.,
if they are bounded, then the Taylor series converges. This con-

Fig. 1. Assumed pattern for daily load change.

dition is not difficult to satisfy, because under normal circum-
stances, the operating state of power system varies only in a
limited range.
As described before, the load profile is composed of a series

of discrete cases and only these cases need to be solved. There-
fore, there is no need to focus on the specific shape of the load
variations and one can assume that the change from the initial
point to the destination point is a straight line, as shown in Fig. 1.
Thus, if the load at the initial point is already known,

then (10) can be used to obtain the higher-order derivatives of
and :

(10)

Based on (7), (9), and (10), one can show that and are
independent of . Therefore, to increase the efficiency, can
be assigned as unity.
When all the bus voltages are obtained, the power flow of

each device is also calculated and (11) is used to calculate the
security indices

(11)

where NB is the number of branches, is the active power
limit of branch is the power flow of the discretized
case , and is the security index of the system.

B. Process Oriented Security Analysis

Suppose the initial time instant is and the contingency oc-
curs at time . Then the entire analysis interval is di-
vided into and . At time , there is a failure which
changes the structure or the parameters of the system. Hence the
power flow equation is not continuous at this point. Mathemati-
cally, the derivative of power flow equation does not exist at .
However, this paper focuses on system state variations over a
relatively large time scale, and hence, the transient process after
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the contingency is ignored and the system is assumed as an in-
ertial system, i.e.,

(12)

Therefore, by assuring as the initial point, the bus voltages
of all the cases in the interval can be solved with the
above mentioned Taylor series expansion method. Then we take

as the initial point and the same method is used to obtain the
bus voltages of all the cases in the interval . The security
index in the intervals can be calculated when the bus voltages of
all the cases in the interval of are obtained. A summary of
the procedures of the process-oriented security analysis is given
in Appendix A.

C. Analysis and Cascading Failure Simulation

A disturbance and/or a device failure can affect the security
of the power system. However, it is difficult to predict when
and where a failure occurs since it depends on the internal,
external or even anthropogenic factors of the power system. For
example, equipment defects, apparatus overloading, extreme
weather conditions or mis-operations can cause a failure. Thus,
a great number of failures should be taken into account in a
security analysis.
Although there are many causes for failures, an indisputable

fact is that a large number of failures are caused by device over-
loading, especially in the case of continuous high load condi-
tions, or when the system is subjected to a failure. Therefore,
during the process-oriented security analysis, the status of the
devices can be tracked after the initial fault and if the
power flow of device exceeds the limits, then the device can be
assumed overloaded and tripped off by the protection. The out-
come is that new failures have occurred and the security analysis
program shifts to an analysis procedure. This process
is repeated in the whole interval of the process-oriented security
analysis either the end of the intervals or when the exit criteria
are met. This process constitutes an rolling-for-
ward security analysis process, and can provide a trend outlook
for the power system security in the near future.
If the power flow of the faulted system, corresponding to

the analysis of , does not converge or the over-
loading at two adjacent cases exceeds a pre-specified amount,
then the system can be considered to trigger a cascading failure
and collapse after the first failure. Therefore,
a straightforward cascading failure simulation can be imple-
mented through the process-oriented security anal-
ysis algorithm. The flow chart of the cascading failure simula-
tion with a time-process oriented security analysis is shown in
Fig. 2.

IV. SECURITY TREND ANALYSIS WITH PROBABILITIES

The power system security is often evaluated subject to the
most serious contingency. However, the most serious contin-
gency should not necessarily be the main concern since its prob-
ability of occurrence is very low. It is not economical for the op-
eration and control of the system to evaluate its security subject
to the most serious scenario. Therefore, the security trend under
different fault probability also should be considered.

Fig. 2. Flow chart of a cascading failure simulation by a time-process-oriented
security analysis method.

Suppose there is a fault sets
which is formed by independent contingencies. The sub-
script of is the sequence number of the fault event and
is its occurrence time instant. Assume the occurrence prob-
ability of the events is which should satisfy Poisson
distribution [32], i.e.,

(13)

where is the failure rate characteristic of the device and
can be determined based on historical records.
For a specific fault, the process-oriented security analysis

method of Section III can be carried out and the security trend
variations obtained. The trend variations describe the security
level as a function of time, when the probability of the fault is
100%. Therefore, to present the fault occurrence probability
and the corresponding system security level in the same coor-
dinates, (14) is used as the probabilistic security indicator

(14)

where is the probability security index variation
for contingency . Expression indicates the
probability that contingency does not occur. A larger value
of this probability indicates a higher degree of security. If the
probability of the contingency is fixed, then the security index

determines the security level of the system.
contains information regarding the probability of the contin-
gency and the corresponding security level. Therefore, varia-
tions of fully demonstrates the trend of the system
security under contingency .
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To describe the security trend of the power system more
comprehensively and precisely, the trend boundary and trend
channel should be defined. The upper boundary of the system
security trend is defined as the security index profile obtained
through the process-oriented power flow calculation in the in-
tervals of , where there is not any failures in the system,
i.e.,

(15)

where is the upper boundary of the security trend vari-
ation characteristic, is formed by the connection of

as shown in (11), and can be obtained based on
the process-oriented power flow calculations. Obviously, the
security trend characteristics of the power system are under
the upper boundary during the operation. Similarly, the lower
boundary of the power system security trend is defined by

(16)

where is the lower boundary of the security trend charac-
teristic and the first part of the formula is the probability that
no contingency occurs in the fault set. Naturally, the security
trend characteristics of the power system are above the lower
boundary during the operation.
The upper and lower boundaries, in conjunction with the

general probability trend characteristics, constitute the power
system security trend channel. The security trend channel,
which indicates the variation range of the system security level
under all possible situations during the system operation, is
a broad description of the system security trend. Therefore,
during the system operation, the probability of contingent
failures must be continuously analyzed to identify the security
trend that is most likely to be deduced from the security trend
channel.

V. TESTING SCENARIO AND SIMULATION RESULT

The IEEE 30-bus, 118-bus, and 300-bus test systems are used
to evaluate the performance of the proposed method.

A. Construction of Bus Load Curves

Assume the system total load profile of each test system,
within the time 6:30–22:45, is as shown in Fig. 3. The load is
recorded every five minutes and hence there are 196 measure-
ments between 6:30 and 22:45.
The load profiles can be reconstructed through a scaling

process as follows:
• Firstly, select one point as the initial point in the profile and
calculate the ratios of other measured values to this point.

• Secondly, calculate the total load of the test system and
assume it is the initial system total load, and then scale
it with the ratios to obtain the total system load for other
measurements.

• Finally, according to the ratio of each load to the system
total load, obtain the load of each bus at other measurement
instants.

In this paper, the initial time instant of the IEEE 30-bus test
system is set at 6:30, while the initial time instant of the other

Fig. 3. Daily load variation characteristic of the test systems.

TABLE I
COMPARISON OF THE COMPUTATION TIME BASED

ON DIFFERENT METHODS (MILLISECONDS)

two systems is set at 13:20. In view of the lack of synchronism
between each bus load and system total load, load profiles of
some buses are adjusted subject to the condition that the system
total load characteristic remains unchanged.

B. Evaluation of the Taylor Series Expansion Power Flow

We calculate power flow at the 196 points in the interval of
6:30 to 22:45 with a Newton-Raphson method, a fast decou-
pled method and the Taylor series expansion method. For the
Newton-Raphson and the fast decoupled methods, the processes
are equivalent to calculating the power flows of 196 independent
cases. Table I provides a comparison of the result.
Table I shows that the proposed method is noticeably faster

than the traditional methods. The reason is that only linear
constant-coefficient equations must be solved recursively and
there is no need for iterative calculations of nonlinear equa-
tions. Therefore the method is highly effective for process
calculations.

C. Evaluation of Process-Oriented Security Analysis

Suppose there are 4 contingencies which need to be analyzed
for the IEEE 30-bus test system. The properties of the contin-
gencies are shown in Table II.
For each contingency, the process-oriented analysis is carried

out for the system and a security trend curve is obtained. As
shown in Fig. 4, the security index (SI) of the system is reduced
after each contingency. The reason is that the load transfer from
the faulted device increases the load of other devices. Fig. 4 also
reveals that the security index decreases as the system load in-
creases, but not at the same rate. The reason is that the load in
each bus changes with a different pattern and the pattern may
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TABLE II
PROPERTIES OF THE FAULTS TO BE ANALYZED

WITH PROCESS-ORIENTED METHODS

Fig. 4. Security indices with different faults of the IEEE 30-bus system.

Fig. 5. Fault occurrence time via security indices of the IEEE 30-bus system.

differ from that of the total system load. Another interesting ob-
servation is that fault 3 which occurred near the first peak only
leads to a slight drop of the security index, while the occurrence
of fault 4 between the two peaks results in a significant drop
of the security index. To clarify this phenomenon, another test,
which provides a measure of the relationship between the fault
occurrence time and the system security, is carried out in Fig. 5.
Fig. 5 shows that the impact of the fault occurrence time on se-
curity and the system load is rather complex and not necessarily
unison. This phenomenon also explains the reason that the se-
curity analysis result, based on the most serious case, is not nec-
essarily reliable.

Fig. 6. Security indices of the IEEE 118-bus system analysis.

TABLE III
PROPERTIES OF THE FAULTS FOR ANALYSIS

TABLE IV
ANALYSIS RESULTS OF THE IEEE 118-BUS SYSTEM

D. Evaluation of and Cascading Failure Simulation

The IEEE 118-bus test system is used to test analysis
method. Four heavily loaded transmission lines, whose failures
are expected to greatly affect the system security, are assumed
to be contingent. The contingencies and the results are listed in
Tables III and IV respectively. The security index variation of
each fault is shown in Fig. 6.
Fig. 6 shows that the security index variations of fault 2, fault

3 and fault 4 are similar to those of Fig. 4. The reason is that
no subsequent faults are caused by these faults. For fault 1, the
security index characteristic drops significantly and then with
the increase of the load to the peak value, Ln50 is overloaded
and tripped off at 4:55 pm. Then Ln173 overloaded and tripped
off, which leads to overloading of Ln19. After Ln19 is tripped
off, the power flow solution cannot converge and a cascading
failure is experienced. The occurrence of fault 5 also leads to
overloading and tripping off of Ln50, and then leads to over-
loading and trip off of Ln20. Subsequently, with the decrease
of the system load, the security index increases and no further
overload is experienced. Therefore, fault 5 does not lead to a
cascading failure.
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Fig. 7. Security trend channel of the IEEE 30-bus system.

TABLE V
PROPERTIES OF THE FAULTS TO BE STUDIED BASED ON

PROBABILITY SECURITY TREND ANALYSIS METHODS

E. Evaluation of Probability Security Trend Analysis

The probability model of the device failure is complex and
deserves more in-depth research. In this section, the IEEE
30-bus system is used to test the concept of security trends
with probabilities. The faults and their probabilities are listed
in Table V. Fig. 7 shows the results based on the probability
security trend analysis and the security index variations and the
boundaries.
The security trend channel demarcates the variation range of

the security trend in the interval. Therefore, based on such a
diagram, the operator can get a wider view beyond the future
security of the system during the operation.

VI. CONCLUSION

This paper introduces the concept, a methodology and a
fast algorithm for trend-oriented security analysis of the power
system.
In contrast to the traditional study-case-based analysis, the

proposed security trend analysis method utilizes the load profile
forecasts and contingency occurrence probability to calculate
the security trend of the system in the subsequent time window.
The method can be integrated as an analysis and
used to investigate cascading failures. The trend-oriented secu-
rity analysis is a “forward-looking”method and hence can deter-
mine the system security trend in advance. Thus, it can provide

early warnings or control means to enhance the security of the
power system.
The results of the test scenarios show that the proposed

method is feasible and efficient. One can believe that further
studies based on real systems can make the method more
perfect and applicable.

APPENDIX A

The procedure of the process-oriented security analysis is
summarized as follows.
• According to the forecasted load profile, discretize the an-
alyzing interval into calculating cases, where
is an integer number.

• Set the occurrence moment of the presumed contin-
gency and determines the corresponding case.

• Take as the initial point, set up the pre-fault power flow
equation of the system as shown in (2).

• According to the voltage of the initial points, find out the
Taylor series expansion of power flow equations as shown
in (5)–(8).

• Solve the high order derivatives of voltage until the toler-
ance meets the pre-setting condition.

• Use (9) to calculate the node voltages.
• Repeat the process until voltages of all the cases between

and are obtained.
• Let as the initial point of the sub-process after the
contingency, set up the post-fault power flow equation ac-
cording to the type of the contingency.

• Solve the power flow of all the post-contingency cases with
the Taylor series expansion method.

• Calculate the security indices of all the cases, and visualize
the indices as the security trend characteristic.
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