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Adaptive Mitigation of Narrowband Interference in
Impulse Radio UWB Systems Using Time-Hopping

Sequence Design
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Abstract: The coexistence among different systems is a major prob-
lem in communications. Mutual interference between different sys-
tems should be analyzed and mitigated before their deployment.
The paper focuses on two aspects that have an impact on the sys-
tem performance. First, the coexistence analysis, i.e. evaluating the
mutual interference. Second aspect is the coexistence techniques,
i.e. appropriate system modifications that guarantee the simulta-
neous use of the spectrum by different technologies. In particu-
lar, the coexistence problem is analyzed between ultra-wide band-
width (UWB) and narrow bandwidth (NB) systems emphasizing
the role of spectrum sensing to identify and classify the NB inter-
ferers that mostly affect the performance of UWB system. A direct
sequence (DS)-time hopping (TH) code design technique is used to
mitigate the identified NB interference. Due to the severe effect of
Narrowband Interference on UWB communications, we propose
an UWB transceiver that utilizes spectrum-sensing techniques to-
gether with mitigation techniques. The proposed transceiver im-
proves both the UWB and NB systems performance by adaptively
reducing the mutual interference. Detection and avoidance method
is used where spectrum is sensed every time duration to detect the
NB interferer's frequency location and power avoiding it's effect
by using the appropriate mitigation technique. Two scenarios are
presented to identify, classify, and mitigate NB interferers.

Index Terms: Code sequence design, coexistence, cognitive radio
(CR), impulse radio (IR), interference mitigation, matched filter
(MF), narrowband (NB) interference, spectrum sensing, spectrum
shaping, spread-spectrum (SS).

I. INTRODUCTION

THE increasing demand for higher data rates in personal area
networks have led to the current interest and development

in yltra-wide bandwidth (UWB) communications technology.
UWB is a promising candidate for high speed, low power, low
complexity and extensive resources short-range indoor wireless
communications [1]. Although UWB was used for positioning,
military communications, radar and sensing 20 years ago, it has
been focused on consumer electronics and communications only
very recently. In 2002, the Federal Communications Commis-
sion (FCC) allocated a huge bandwidth of 7,500 MHz in 3.1–
10.6 GHz at the noise floor, where UWB devices are allowed
to operate under certain spectral masks for indoor and outdoor
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applications. A signal is classified as UWB if its bandwidth is
larger than 500 MHz or its fractional bandwidth is larger than
20. The strength of UWB systems lies on the use of extremely
wide transmission bandwidths, resulting in desirable capabili-
ties, including accurate position location and ranging [6], lack
of significant multipath fading due to fine delay resolution, mul-
tiple access (MA), high data rates and possible easier mate-
rial penetration due to low-frequency components. Moreover,
as a result of low transmission power operation UWB offers
a covert communications. Large transmission bandwidths, on
the other hand, introduce new challenges where UWB have to
successfully coexist with the overlapping existing narrow band-
width (NB) services [7], [8]. In fact, most of the wireless com-
munication systems use separate narrowband frequencies in or-
der to avoid interference to each other. However, in order for
UWB systems to avoid interference with other NB services, they
have to meet the spectral mask defined in the FCC's report [3]
in February 2002, which means they emit in very low power
levels. The effect of NB interference on UWB remains an im-
portant topic which is investigated in [9] and [10]. Notch fil-
ter, non-linear prediction filter, and minimum mean square-error
(MMSE) rake reception where performed at the receiver as NB
suppression techniques to reduce the interference effect [11]–
[13]. However these techniques are used to reduce the inter-
ference on UWB signals, the interference caused by UWB sig-
nals to licensed NB signals must be efficiently mitigated. Spec-
trum shaping of UWB signals is an effective approach to sup-
press the mutual interference between UWB and NB systems,
where notches are created at the frequencies dedicated to NB
services. By transmitting low signal power in the overlapping
bands UWB reduces the interference to NB systems. On the
other hand, the matched filter (MF) receiver of UWB will act as
a notch filter that removes the undesired NB interference. Refer-
ences [14], [15] shaped the UWB spectrum through pulse shap-
ing. One promising and simple approach for shaping the UWB
signal spectrum is by design of the direct sequence (DS) or the
time hopping (TH) sequence in UWB signals [16], [17]. How-
ever they mitigated the mutual interference between NB and
UWB through using one of these sequences, they lost the de-
sired properties of spread-spectrum (SS) signals. To maintain
both, mutual interference suppression and gaining SS benefits,
[18] used both DS designs to minimize the interference from a
single NB interferer and TH sequences to preserve the desired
SS signal properties. In [19], eigenvalues and vectors were used
to design DS and TH sequences by alternation for shaping UWB
spectrum. Two scenarios were considered wherein the first sce-
nario DS was used for NB interference mitigation and was able
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to minimize multiple interferer's power, while in the second sce-
nario where TH sequence was used for mitigation the proposed
technique was able to mitigate a single NB interferer. The de-
signed TH code in [19] can mitigate a single NB interferer, how-
ever UWB signals suffer from multiple NB interferers with vary-
ing powers, which leads to a severe performance degradation. In
this study, detection and adaptive avoidance techniques are used
to mitigate the interference, in order to avoid the performance
decay of possible primary users, operating in the same spectrum
portions as shown in Fig. 1. These techniques are mainly com-
posed of two phases. The aim of the first phase is to perform
some sort of detection and classification on the primary user. If
there are one or more active primary users in some band por-
tions, the second phase is started, which utilizes techniques able
to protect the primary user's performances in those portions of
the transmission resource. The UWB device will therefore have
to apply periodical sensing cycles, in order to detect the activity
of possible licensed systems, by working autonomously, with no
cooperation from them. Spectrum sensing can be accomplished
in different ways [20], [21]. Energy detector based approach is
the most common way of spectrum sensing because of its low
computational and implementation complexities [22]–[24]. In
addition, receivers do not need any knowledge on the primary
users signal. The signal is detected by comparing the output
of the energy detector with a threshold, which depends on the
noise floor. In selecting a sensing method, two issues should
be considered. The first issue is that the spectrum is sensed to
determine the interferer with highest power, i.e. power is col-
lected without comparing to a threshold. The second issue is
that a simple UWB transceiver is built, i.e. seeking a sensing
method that reduces the added complexity should be done. As a
consequence, energy detector (ED)'s are embedded in the clas-
sifiers. In this paper, two scenarios with two case studies are
introduced. In the first scenario, the frequency locations of the
NB interferers are previously known and spectrum sensing will
take place to detect the interferer with highest average power
where TH code design is used to mitigate the effect of the in-
terferer. In the second scenario, frequency locations of NB in-
terferers are unknown and linear spectrum sweeping is done to
detect the interferer with the highest average power all over the
BW dedicated for UWB where mitigation is done through TH
code design. The rest of this paper is organized as follows. The
UWB system structure and model, including transmitter, NB in-
terference, channel response, and receiver are described in Sec-
tion II. The proposed UWB transceiver is suggested in Section
III. Section IV discusses the NB interference identification and
classification in UWB systems through energy detection spec-
trum sensing. The algorithm of TH code design for NB inter-
ference mitigation is then discussed in Section V. The proposed
transceiver's performance under practical considerations is then
studied in Section VI. Section VII gives representative simu-
lation results of system performance under various conditions.
Finally, Section VIII draws the conclusions.

II. UWB STRUCTURE AND MODEL

We consider a binary communication system with MF recep-
tion. The transmitter in Fig. 2. generates a DS-TH UWB signal,

Fig. 1. Adaptive avoidance of narrowband interference from primary users.

which can be represented by the following model,

Su(t) =
√

Eu

∑

i

(b(t− iTb; di), di ∈ {0, 1} (1)

where

b(t; di) = (2di − 1)

Ns−1
∑

k=0

CDS
k p(t− kTf − CTH

k Tc) (2)

is a unit-energy waveform used to transmit a single information
bit di, belonging to the set {−1, 1}. Eu the energy per trans-
mitted bit, Tb = 1/Rb is the bit duration, Ns is the number of
pulses. The pulse repetition time (frame length) Tf and the bit
duration Tb are related by Tb = NsTf . Finally CTH

k is the TH
sequence, Tcis the TH chip width, and CDS

k is the DS spreading
sequence. The bit waveform (2) is valid for a general transmit-
ted scheme that combines TH and DS, and results in pure TH
when CDS

k = 1, ∀ k , and pure DS when CDS
k = 0, ∀ k.

In this study, as shown in Fig. 3, a combination of TH and
DS is used where TH code is used for multiple access (MA), DS
code for NB interference mitigation and vice-versa. NB inter-
ference can be modeled as in [9] and [10].

Sn(t) =
√

2Incos(2πfnt+ ϑn) (3)

While UWB signals cover a large bandwidth it is reasonable to
assume that they experience a frequency-selective fading chan-
nel with channel impulse response [25],

hu(t) =

L−1
∑

l=0

hu,l δ(t− τu,l ). (4)

NB signals, which have a small bandwidth, experience a
frequency-flat fading channel with impulse response

hn(t) = αnδ(t− τn). (5)

The received signal at UWB single branch receiver can be ex-
pressed as in [9]

r(t) =
√

Eu

∑

i

ru(t− iTb; di) +

Nn
∑

n=1

√

Inrn(t). (6)
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Fig. 2. The UWB direct sequence time hopping transmitter.
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Fig. 3. Transmitted DS-TH UWB signal at Ns = 6 and Nh = 6.

where ru(t; di) = bu(t; di)⊗hu(t) =
∑L−1

l=0 hu,lb(t− τu,l ; di)
is the received waveform of the ith UWB information bit,
rn(t) = sn(t) ⊗ hn(t) = ansn(t − τn) is the interfering sig-
nal from the nth NB user, n(t) is additive white Gaussian noise
with double-sided PSD of N0/2. The received signal in (6) is
affected by AWGN and interference. If only AWGN is present,
the optimum receiver consists of a filter, matched to the differ-
ence ru(t; 0)−ru(t; 1) or, equivalently, a correlator followed by
a sampler. The template waveform of the correlator v(t) is given
by

v(t) = ru(t; 0)− ru(t; 1). (7)

Assuming perfect synchronization with the desired signal, the
MF output u(t) at the appropriate sampling instant t0 is

u(t0) = s0 +

Nn
∑

n=1

αn

√

2In |H(fn)| cos(φn) + n0 (8)

where s0 is the desired signal

s0 =
√

Eb

∫ t0

−∞

ru(t; d0)v(t)dt. (9)

H(f) is the MF transfer function and n0 is the noise sample
with zero mean and variance σ2 = (N0/2)

∫∞

−∞
v(t)2dt. The

MF is matched to the received waveform, so its transfer function
can be easily evaluated as

H(f) = F (v(t)) = F (ru(t; 0)− ru(t; 1)) (10)

 

Fig. 4. The adaptive mitigation UWB transceiver.

where F{.} denotes the Fourier transform. Since H(f) can be
written as

H(f) = |H0(f)| |F (hu(t))| (11)

where
H0(f) = F{b(t; 0)− b(t; 1)}; (12)

|H0(f)| = 2 |p(f)|
∣

∣

∣

∣

∣

Ns−1
∑

k=0

CDS
k ej2πf(kTf+CTH

k Tc)

∣

∣

∣

∣

∣

. (13)

Since we assume that NB signals propagate through Rayleigh
fading channels and the phase distortion in (8) is uniformly
distributed in [0, 2π], the interference term in (8), which in-
cludes NB interference and AWGN, is Gaussian distributed con-
ditioned on the channel impulse response (CIR). Therefore, the
bit error rate (BER) of the Rake receiver conditioned on the
CIR is given as P(e/h,t) = Q

(√
2SINRcon

)

, and SINRcon is
the signal-to-interference-plus-noise ratio (SINR) conditioned
on the UWB CIR. This conditional SINR can be expressed [5].

SINRC,O,N =
S(h)

N0

Eu
+
∑Nn

n=1
In|H0(f)|

2|Hu(fn;h,t)|
2

CTbS(h)

(14)

where C = Eb/Tb and s(h) =
∑L−1

l=0 h2
u,l .

III. THE PROPOSED UWB TRANSCEIVER

Assuming that the transmitter and receiver are within a coher-
ent distance, i.e. they are experiencing the same NB interference
effect. As stated in [19], the designed TH code can only cope
with the mitigation of a single NB interferer. However UWB
signals suffer from multiple NB interferers with varying pow-
ers, which lead to a severe performance degradation. To adapt
with this frequency location variation, a transceiver with spec-
trum sensing ability is proposed. Therefore the classifiers pre-
sented in Section IV are added to the transceiver structure. In
the first scenario, the frequency locations of the NB interferers
are previously known and spectrum sensing will take place to
detect the interferer with highest average power where TH code
design is used to mitigate the effect of the interferer.

As shown in Fig. 4 the proposed transceiver improves the per-
formance of the system by using the first classifier in Section IV
for sensing the spectrum every certain duration. A group of
tuned BPF's is used over the bandwidth of the previously known
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interferers frequency locations. The output signal is mixed with
frequencies generated from the local oscillators (LO) adjusted
at the known NB locations passing by an integrator to generate
a decision metric for each interferer. Processing is done to iden-
tify the interferer with the highest power. The frequency loca-
tion of this NB interferer is then an input to the TH code design
algorithm discussed in Section V. The designed TH code shapes
the spectrum of the transmitted waveform and in turn shapes
the transfer function of the MF creating notch at this frequency
location. The proposed transceiver with the utilization of this
classifier has a relatively simple structure however this is not the
common scenario as the interferers frequency locations are not
commonly previously known. Moreover the bandwidth dedi-
cated to every NB interferer isn't also known. As a consequence
another transceiver is proposed for a different case scenario. In
the second scenario, frequency locations of NB interferers are
unknown. Linear spectrum sweeping is done to detect the inter-
ferer with the highest average power allover the BW dedicated
for UWB where mitigation is done through TH code design.

On the other hand the proposed transceiver receiver in Fig. 4,
which uses the second classifier in Section IV, scans the whole
UWB dedicated spectrum to detect the frequency location of the
highest NB interferer. A group of BPF's is used to divide the to-
tal spectrum into N bands. The output of each BPF is then mixed
with N frequencies generated from the N local oscillators (LO).
Fast Fourier transform (FFT) is then used as each band is di-
vided into small parts. Each M -parts correspond to a certain
NB interferer. Determining the mth part with highest average
power using energy detection will enable determining the fre-
quency location of the NB interferer to be mitigated using TH
code design algorithm discussed in the previous section. The
proposed transceiver adds more complexity to the design how-
ever it improves the UWB system SNR enabling it to mitigate
the NB interference effect. It is important to notice here that
since the transmitter and the receiver are assumed to be expe-
riencing the same NB interferer's effect, therefore the same TH
code designed at the transmitter will be generated at the receiver.

IV. PROPOSED NB INTERFERENCE CLASSIFIERS

Spectrum sensing for UWB communications have different
requirements when compared to the narrowband based cogni-
tive radios. The key difference here is the larger portion of the
spectrum to be scanned in real time for the UWB systems com-
pared to the narrowband systems. The classifier in Fig. 5 senses
the UWB spectrum (B) at previously known frequency locations
where N primary users exist. The nth BPF tuned at the center
frequency fn of nth primary user with bandwidthWn chosen ac-
cording to the technology. The output of the BPF is then down-
converted and the energy detector (ED) [26] is used to generate
the decision statistic En, which is a measure of the power of the
nth interferer. Output of the classifier is the vector E;

E = [E1 E2 · · ·En] (15)

corresponding to the primary users operating at frequency loca-
tions of vector f;

F = [f1 f2 · · ·fn]. (16)
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Fig. 5. Narrowband interferer's classifier.
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Fig. 6. Narrowband interferer's location identifier and classifier.

The frequency location of this NB interferer is then an input to
the TH code design algorithm discussed in the next section. The
designed TH code shapes the spectrum of the transmitted wave-
form and in turn shapes the transfer function of the MF creating
notch at this frequency location. In the classifier in Fig. 6, NB
interferers frequency locations are assumed to be unknown so
the classifier has to sense the whole UWB spectrum (B) to iden-
tify the presense of each interferer and it's location. Instead of
sensing the whole spectrum which needs a very high sampling
frequency (fs), as the UWB spectrum is around 7.5 GHz, the
proposed classifier divides the total UWB sensed spectrum into
N bands using N BPF's. Bandwidth of all BPF's is constant and
can be calculated as W = B/N .

The spectrum of each branch is spanned using FFT. The FFT
block has (K) outputs with a frequency span of (△f), for a W
total bandwidth. For a decision to be taken the classifier needs
(b) bins of the total K points i.e., the output of each detector is a
vector E of length M = K/b, where b is number of bins per △f
and △f = W/M . Decisions of each detector can be collected
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in a vector E, which describes the status of the PU's spectrum
usage over the band W, E = [E1E2· · ·EM ]corresponding to the
primary users operating at frequency locations of vector f f =
[f1f2· · ·fM ]. In (17) and (18) each element of the generated
N×M matrix corresponds to a NB interferer location and power
measure respectively

fn,m =





f1,1 · · · f1,m
f2,1 · · · f2,m
fn,1 · · · fn,m



 , (17)

En,m =





E1,1 · · · E1,m

E2,1 · · · E2,m

En,1 · · · En,m



 . (18)

To identify, the interferer with the highest power, the decision
matrix E must be analyzed. The location of the highest element
in matrix E corresponds to the frequency location of the highest
interferer in matrix f . The proposed classifier in Fig. 5 enhances
the sensing performance by decreasing both the sensing time,
and the burden on the ADC by minimizing the needed sampling
frequency by an order N . However it adds complexity to the
transceiver's structure by adding N branches.

V. TH CODE DESIGN FOR NB INTERFERENCE
MITIGATION

In this section, a pseudonoise (PN) code is used as the di-
rect sequence code for the desired UWB. This PN sequence is
known by the UWB device where a TH sequence design will
be proposed based on the DS and the spectrum occupation in-
formation in the UWB victim link. The TH code is designed
as to minimize the response of the matched filter at frequency
locations of NB interferers. As derived in [9] conditional SINR
recall (14), conditioned on the CIR, is expressed as

SINRCO,N =
S(h)

N0

Eu
+
∑Nn

n=1
In|H0(f)|

2|Hu(fn;h,t)|
2

CTbS(h)

. (19)

It is important to notice that H(f) is composed of two factors,
the first depends on the waveforms used, while the second de-
pends on the CIR for the desired signal. Therefore to minimize
the mutual interference effect we can only control the first term.
Maximizing the conditional SINR is equivalent to minimizing
the interference term in (19) which is

Nn
∑

n=1

In |H0(f)|2 . (20)

Recall that H0(f) depends on the waveforms used where,

|H0(f)| = 2 |p(f)|
∣

∣

∣

∣

∣

Ns−1
∑

k=0

CDS
k ej2πf(kTf+CTH

k Tc)

∣

∣

∣

∣

∣

. (21)

Spectrum is shaped by designing the appropriate TH code used
in the formation of UWB waveforms to create notches at the fre-
quency locations of NB interferers. Hence, the TH sequence de-
signs also reduce the power transmitted by UWB signals at the

dedicated NB locations, and the interference caused by UWB
devices to NB services is subsequently reduced. It should be no-
ticed here that the response of the MF is identical to the spectrum
of the transmitted signal [25]. According to [19] the proposed
algorithm can only cop with a single NB interferer, i.e., the ob-
jective function is to minimize H0(f) at a single frequency lo-
cation f1. Which is the frequency location determined from the
sensing phase described in the previous section.

|H0(f)|2 =

∣

∣

∣

∣

∣

Ns−1
∑

k=0

ej2πf1C
TH

k TcCDS
k ej2πf1Tf

∣

∣

∣

∣

∣

2

(22)

which can be written in the form

|H0(f)|2 = C∗
TH,e (Vp,1V

∗
p,1)CTH,e = C∗

TH,eQTHCTH,e

(23)
where

QTH = (Vp,1V
∗
p,1);

Vp,1 = (P0,1, · · ·, PNs−1,1);

pk,1 = cDS
k exp(j2πf1kTf );

CTH,e = (cTH,e
0 , · · ·, cTH,e

Ns−1);

cTH,e
k = exp(j2πf1c

TH
k Tc).

The design procedure can be summarized as follows [19]:
Time-hopping sequence design algorithm.

1) Find the smallest eigenvalue of QTH = Vp,1V
∗
p,1 and the

corresponding eigenvectors q1, · · ·, qm where m > 1.
2) If any of the eigenvector is in INs

TH , i.e., all the components
of the vector belong to the set D = {d0, · · ·, dNh−1

}, the search
is over and CTH,e is set to be this eigenvector.

3) If the condition in Step 2 fails, for each eigenvector qi find
a sequence q̃i = IntTH,app(qi) where IntTH,app(V ) is given
by ṽ = IntTH,app(V ), where ṽj = dk = exp(j2πf1kTc)

k = argmin |Arg(vj − dk)| (24)

where the distance between qi and q̃i is given by

D(qi, q̃i) =

√

√

√

√

Ns−1
∑

j=0

(qij − q̃ij)2. (25)

4) Find the TH sequence CTH based on CTH,e according to
their relationship, i.e., if the lth component of CTH,e, cTH,e

l =
exp(j2πf1c

TH
l Tc) = dk, the lth component of the TH se-

quence, cTH
l = k. A numerical example is solved in Appendix

clarifying the steps used to reach the suitable TH code design
forming notch at the specified frequency location at Ns = 3 and
Nh = 3.

VI. PERFORMANCE CONSIDERATIONS

Energy detector based approaches are the most common way
of spectrum sensing because of their low computational com-
plexity. Moreover, they are more generic as the receiver does
not need any knowledge on the primary users signal. The main
dilemma for any device combining communication and sensing
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is the issue of resource allocation to each task. The most impor-
tant resource is time. It is impractical to sense the environment
while transmitting given the cost complexity limitations. Ob-
viously, the consequence of allocating dedicated sensing time
is lower communication throughput. If a device sensed the en-
vironment for 50% of the time, the throughput of the devices
in its network would decreased by at least those same 50. The
problem statement and the formulation presented here, is pro-
vided in [27], [29] in more details. The transceiver is assumed
to sweep the UWB frequency (3.1–10 GHz) linearly in time and
cyclically with a single scanning duration of Tw seconds. We
define the term linear-sweeping where the sensing node sweeps
the spectrum linearly with time, and cyclic-sweeping where the
sensor node starts back to sweep from 3.1 GHz up to 10 GHz af-
ter completing the previous cycle for the same frequency range.

Given a legacy user in the UWB frequency band with a band-
width of BW (Hz), and its corresponding temporal characteris-
tics for the occupancy and the idle durations as τ and ∆ respec-
tively following some arbitrary distributions, the cognitive radio
node will detect the presence of the legacy user only during the
time period of t1m to t2m which corresponds to the time period
in scanning the frequencies from f1 to f2 during its mth scan.
Fig. 7 depicts the frequency sweeping process of the cognitive
radio and the transmission patterns of the legacy user in time.
In this figure, the triangular curves show the frequency scanning
process from 3.1 GHz to 10 GHz with respect to the time scale,
and the horizontal bar represents the transmission pattern of the
legacy user between f1 and f2 with respect to the time scale. As
shown in Fig. 7, the sensor node only scans the frequencies from
f1 to f2 when the horizontal bar intersects with the triangular
curve, i.e. the intersection in time between the scanning process
and the legacy user transmission, which corresponds to the tim-
ing period of t1m to t2m for the mth scan. The transceiver on the
other hand will only detect the legacy user when the legacy user
is transmitting within this time period and any other transmis-
sions from the legacy user outside this time period is gone unde-
tected. When scanning a wide range of frequencies (7.5 GHz), a
narrow band PU, which has a bandwidth much smaller than the
UWB user, can be gone undetected. It is obvious to state that
such miss detection depends on the PU 's transmission statistics,
or in other words the spectral occupancy statistics (SoS) and the
corresponding time required to sense the spectrum. As it scans
a spectrum of W in a duration Tw, the classifier scans the en-
tire spectrum linearly at a rate of W/Tw. Using such a linear
frequency sweeping process, given that the PU is transmitting,
the classifier can only detect the PU during its mth scan within
the time slot only from tm1 = to + f1Tw/W + (m − 1)Tw and
tm2 = to + f2Tw/W + (m − 1)Tw, where to is an arbitrary
real constant, f1 and f2 are the edge frequencies of the trans-
mission bandwidth of the PU with m = 1, 2, · · ·, and f1 < f2.
Initially, the transmission duration (hold time) τ of the PU is as-
sumed to be a constant to simplify the analysis. In order to per-
form theoretical analysis some mathematical model should be
followed for the temporal characteristics of the PU. The Poisson
model for the arrival process is the most common model used
in the research literature for theoretical derivations and perfor-
mance analysis, therefore such a model is adopted in the work.
As the PU's transmission, is modeled as a Poisson arrival pro-

cess, therefore ∆ follows an exponential distribution [28] with
a mean time between transmission given by ∆a. To define the
primary user's spectral occupancy statistics based on the Pois-
son arrival process we consider some axioms. It is important to
note that these axioms are the fundamentals in defining the Pois-
son arrival process in general, and based on these axioms the
spectrum sensing detection performances considering the spec-
tral occupancy model of the PU is then analyzed.

Let N(t) be the number of times that the PU has been present
in the spectrum (number of transmissions) up to time t [29].

Axiom 1: At time t = 0 the PU has got no occupancy of the
spectrum. That is, N(0) = 0.

Axiom 2: Incremental independency and stationarity of N(t).
That is, if J1 = N(t2) − N(t1) and J2 = N(t4) − N(t3) for
some t1; t2; t3; t4 such that t1 < t2 < t3 < t4, then J1 and J2
are independent. Further, if t4 − t3 = t2 − t1, then J1 and J2
have the same statistical distributions. The Poisson distribution
for the arrival process is then given by,

P [N(t) = n] = e−λt (λt)
n

n!
(26)

where, n = 0, 1, 2, · · ·, and λ = 1/∆a is the mean arrival (spec-
tral occupancy) rate of the PU. On the other hand, the occupancy
time τ of the PU is initially considered to be a constant. The de-
tection performance of the classifier is characterized by the SoS
of the PU, the bandwidth BW of the PU, and the total time Tw

for the classifier to scan the entire bandwidth W . Occupancy
probability: For the PU, we define the spectral occupancy prob-
ability P0 as the probability of starting at least one transmission
by the PU over a time of T0 seconds. Therefore P0 is given by
P0 = P [N(t = t0) > 1, ∀t0 > 0] . From (26) we find a closed
form expression for the probability of occupancy as,

P0 = 1− e(−λt0). (27)

From (27), we can compute the spectral occupancy probability
of the PU for a single scanning period Tw by letting T0 = Tw.
P0 = 1−exp(−λtw) . It should be noticed here that Po depends
mainly on two parameters λ and Tw .

The first parameter is related to the PU's action where, as the
arrival rate increases the P0 will increase. The second parameter
is related to the classifier, as any increase in the sensing time
leads to higher P0.

Detection probability: The detection probability, for detect-
ing the PU by the classifier over a single scan duration of Tw,
is defined by the probability of starting at least one transmis-
sion within the time slot of tm1 − τ < t < tm2 for the mth
scanning iteration. The probability of detection is given by
Pd = P [N(tm2 ) − N(tm1 − τ) > 1]. Using the incremental in-
dependence and stationarity property of the arrival process (Ax-
iom 2), Pd can be rewritten as Pd = P [N(τ + Γ) > 1], where
Γ = tm2 − tm1 = (Tw(f2 − f1))/W and from (26) we find a
closed form expression given by,

Pd = 1− e−λ(τ+Γ) (28)

Note that when τ + Γ = Tw then Pd = P0, therefore the clas-
sifier detects all the transmissions from the PU in a single scan-
ning period. At the same time we also observe from (28) that
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Fig. 7. Linear sweeping of the UWB spectrum and the temporal characteristics
of the legacy user transmission [29].

Fig. 8. Probability of occupancy at different scanning durations.

Pd = 1 when λ → ∞. It is important to realize that as Γ in-
creases Pd increases. The increase in Γ may be a reason of an
increase in Tw, or in Bw i.e., f2 − f1, while an increase in the
total sensed spectrum W will logically lead to a decrease in the
Pd.

Miss detection probability: The probability of miss detection
occurs when there is at least one initiation of transmission oc-
curring for some t outside the interval t /∈ [tm1 − τ, tm2 ], but no
initiations (of transmissions) during the interval, in a single scan,
and since Pd = 1 − PM then Pm = exp(−λ(τ + Γ)). Fig. 8
presents the occupancy probabilityP0 for various time durations
To. It could be observed that P0 increases with the arrival rate
λ, as expected, and also marginally improves with the time du-
ration T0. The figure shows how the spectral occupancy prob-
ability of the PU (defined over a period of T0 = Tw) increases
when the scanning duration Tw increases for a given arrival rate.
This observation is quite important, especially while studying
the minimum time requirement (minimum Tw) for sensing the
PU.

Figs. 9 and 10 depict the detection probability Pd and miss
detection probability PM for various holding times τ and arrival
rate λ. From the figures it could be noticed that the detection

Fig. 9. Probability of detection at different hold times.

Fig. 10. Probability of miss detection at different hold times.

performance at the classifier improves when both τ and λÂ¸ in-
crease, we further observe that the improvement in the detection
performance is greater when λ increases than when τ increases,
relatively. In Fig. 11, the effect of increasing the PU's bandwidth
Bw is demonstrated. It is reasonable that as the PU's bandwidth
increases the ability of the classifier to detect its location in-
creases. As the NB interferer's bandwidth is varied from 500 to
5 MHz the Pd, at arrival rate λ = 10 vary from 0.9 to 0.7.

In Fig. 12 the effect of increasing the UWB dedicated band-
width W is demonstrated. It is reasonable that as the UWB
bandwidth increases the ability of the classifier to identify the
presence of a NB interferer and detect its location decreases. As
the UWB bandwidth is varied from 7.5 to 0.5 GHz the Pd, at
arrival rate λ = 10 vary from, 0.7 to 0.9. A device embed-
ded with the proposed transceiver model should provide a cer-
tain probability of detection Pd of PU at a certain arrival rate
λ. In the simulations presented in Section VII PU's are assumed
to have a high arrival rate λ together with a high hold time τ
for each user, which provides a very high Pd guaranteeing that
the primary user will always be detected, i.e., the efficiency of
the proposed model is tested without considering the primary
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Fig. 11. Probability of detection at different scanned PU's bandwidths.

Fig. 12. Probability of detection at different scanned spectrum portions.

user behavior. Unfortunately, an increased sensing time is not
the only disadvantage of the energy detector. More importantly,
there is a minimum SNR below which signal cannot be detected.
This minimum SNR level is referred to SNRwall [30]. In order
to understand when the detection becomes impossible revisiting
the signal model is needed. There, a very strong assumption is
made (that is typically made in communications system analy-
sis). Noise is assumed to be white, additive and Gaussian, with
zero mean and known variance. However, noise is an aggre-
gation of various sources including not only thermal noise at
the receiver and underlined circuits, but also interference due to
nearby unintended emissions.

VII. SIMULATION RESULTS

In this section, simulation results are shown to illustrate the
effectiveness of the proposed adaptive NB interference miti-
gation transceiver structure. In the first section, the ability of
different TH codes to mitigate the effect of NB interference is
shown. Moreover, in the second section, the effectiveness of the
proposed model is measured by comparing BER performance
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Fig. 13. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 3.

under different scenarios. Considering the second derivative of
a Gaussian monocycle with pulse duration normalization factor
τp = 0.5 ns and energy 1/

√
Ns given by

p(t) =

√

8

3Nsτp

[

1− 4π

(

t

τp

)2
]

e

(

−2π
(

t
τp

)

2
)

. (29)

Simulation parameters are given in Table 1. Pseudo random DS
codes are used for multiple-access, which are randomly chosen
and assumed to be known by the UWB device wherein the TH
sequence design is implemented

Table 1. Simulation parameters.

Parameter Value
Nh 3,8,16,32
Ns 3,8,16,32
τp 0.5 ns
Tc 1 ns
Tf TcNh

Tb NsTf

The role of TH code design technique to mitigate interference
is first illustrated where in Figs. 13–16 the normalized transfer
function of the matched filter is shown to have a notch at the
frequency location of the NB interferer which was assumed to
be fn = 2.412 GHz at TH-DS code lengths of 3, 8, 16, and 32
respectively, therefore, the mutual interference between UWB
and NB systems can be highly reduced when the designed TH
sequence is applied to UWB signals.

Under the simulation parameters shown in Table 1, for mea-
suring the effectiveness of the proposed transceiver model, BER
is calculated at different scenarios. Figs. 17–19 show at Ns = 3,
Ns = 8, and Ns = 16 comparison between BER performance
of three scenarios assuming the presence of three NB interferers
at f1 = 2.402 GHz, f2 = 2.412 GHz, and f3 = 2.422 GHz and
additive white Gaussian. Each figure involves three scenarios.
The first scenario assumes the presence of three NB interferers
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Fig. 14. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 8.
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Fig. 15. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 16.

with time-varying amplitudes at frequencies f1 = 2.402 GHz,
f2 = 2.412 GHz, and f3 = 2.422 GHz where no mitigation
is applied. In the second scenario the mitigation is done on a
randomly selected NB interferer showing relative performance
degradation due to the varying amplitudes of the interferers. The
third scenario applies the proposed adaptive mitigation algo-
rithm and shows a performance improvement than the second
scenario. Note that, in the three scenarios SIR was set to be
−10 dB.

In Fig. 20 spectrum is sensed every L-symbol-duration, i.e.,
every L ∗ 256 ns, to determine the interferer with highest power
and works on mitigation it's effect. The 3-D plot of time vs.
frequency vs. normalized MF transfer function shows the adap-
tive multi-NB interferences mitigation over 8 UWB transmitted
symbols where L = 1.

As it is stated that the sensing frequency directly affects the
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Fig. 16. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 32.
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Fig. 17. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 3

transceiver performance, to illustrate this idea, a random sensing
time Tsense is chosen, i.e., spectrum is sensed every Tsense. To
notice the effect of increasing the sensing time, a BER compar-
ison between sensing the spectrum at Tsense and 2 Tsense is pre-
sented. The performance comparison is demonstrated at Ns = 3
and Ns = 8 in Figs. 21 and 22, respectively.

VIII. CONCLUSION

UWB technology has many attractive benefits including the
extremely high wireless data transmission rate supplied by the
large bandwidth covered by its signals. Deployment of such
technology should guarantee the safety of overlapping technolo-
gies from a side and its own safety from the other side. In this
paper, mutual interference between UWB and NB systems was
investigated. DS-TH code designs were used to mitigate the mu-
tual interference enabling successful coexistence between both
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Fig. 18. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 8.
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Fig. 19. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 16.

services. However the TH code design can mitigate a single
NB interferer, UWB signals suffer from multiple NB interferers
with varying powers, which lead to a severe performance degra-
dation. Spectrum sensing was used at every symbol-duration
to determine and classify the NB interferer with highest power.
TH spreading sequence is then designed to adaptively miti-
gate the effect of the identified NB interference. The proposed
transceiver model is studied stating the factors affecting it's per-
formance. Simulation results are presented to evaluate the per-
formance of the transceiver, where they show that the proposed
adaptive mitigation technique outperforms the mentioned tech-
niques and is able to almost suppress the mutual interference
effect. Simulation results showed an improvement in the pro-
posed transceiver BER performance as the code length is in-
creased from 3 to 8 to 16 respectively. This was well demon-
strated in the BER calculations where as the code length is in-

Fig. 20. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 32.
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3 NB interferers SIR=−10 dB, sensing and mitigation every T
sense

3 NB interferers SIR=−10 dB, sensing and mitigation every 2*T
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Fig. 21. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 16.

creased, the resolution of the designed sequence is increased,
i.e. its ability to accurately mitigate the NB interference is in-
creased. It could be observed that at BER of 0.001 our pro-
posed model outperforms the basic mitigation model by around
1 dB, 1.8 dB, and 2.4 dB at Ns = 3, Ns = 8, and Ns = 16,
respectively. The effectiveness of the proposed transceiver de-
sign should be observed as the BER performances of the pro-
posed adaptive mitigation technique are typical to the curve of
an UWB system operating in a medium with only AWGN, i.e.,
the effect of NB interference was perfectly mitigated. The ef-
fect of different sensing frequencies is also investigated showing
the deterioration in the transceivers performance at lower sens-
ing frequencies. To demonstrate the investigation a TH code
length of Ns = 3 was used while comparing between sensing
the spectrum every Tsense and every 2 Tsense. Performance de-
terioration by about 1 dB at BER of 0.001 was observed as the
sensing frequency is minimized. Moreover a TH code length of
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sense

3 NB interferers SIR= −10 dB, sensing and mitigation every 2*T
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Fig. 22. Normalized transfer function of the matched filter with and without
the TH code design in the presence of NB interferer at fn = 2.412 GHz at
Ns = 32.

Ns = 8 was used. Comparing between sensing the spectrum ev-
ery Tsense and every 2 Tsense, performance degradation by about
1.5 dB at BER of 0.001 is figured out.
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