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On signal detection parameters for energy detection based carrier sense in
LPWANs
Shusuke NariedaA1, a) and Takeo Fujii2

Abstract This study investigates the characteristics of signal detection
parameters, such as target signal detection probability and false alarm
probability of an energy detection based carrier sense, which can effec-
tively avoid interferences in the same frequency band, in low power wide
area networks (LPWANs). The aforementioned target probabilities strongly
affect the characteristics of energy detection and its application, and reveal-
ing the characteristics that enhance the performance of energy detection
based carrier sense is important. Two types of numerical example based
analysis are presented from the viewpoints of signal detection and wireless
networks. The analytical results show the presence of an optimal target
false alarm probability.
Keywords: LPWAN, energy detection based carrier sense, target false
alarm probability, target signal detection probability
Classification: Wireless communication technologies

1. Introduction

The concept of the Internet of Things (IoT) is widely spread-
ing regardless of use in public facilities or commercial use,
and it appears in several applications, such as industrial
management [1], environmental monitoring [2], and smart
cities [3]. Billions of end devices with physical sensors
and wireless transceiver will be deployed in the real world
for these IoT applications. Low power wide area networks
(LPWANs) [4] could be the wireless infrastructure of such
IoT applications because of their characteristics, that is, low
energy consumption and long range communications. Sev-
eral LPWA standards are developed, that is, long range wide
area network (LoRaWAN) [5], wireless smart utility network
(Wi-SUN) [6], SigFox [7], and others. These standards can
be used in ISM band, especially, 920 MHz band in Japan [8],
and some of them, such as LoRaWAN or Wi-SUN, are ex-
cellent in terms of usability because they can comprise a
private or local network. Although this facilitates the fast
and widespread diffusion of LPWAN, it will lead to an ex-
cessive concentration of end devices in the frequency band,
resulting in the degradation of communication quality in the
LPWAN owing to interference in the same frequency band.
To avoid the degradation, techniques for confronting this
interference are required.
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Carrier sense [9] is a fundamental technique to avoid in-
terference in the same frequency band by confirming the
presence of interference before packet transmission. Car-
rier sense multiple access/collision avoidance (CSMA/CA)
protocols are widely employed in several wireless standards
such as wireless local area networks. Carrier sense requires
signal detection techniques to sense interference signals. For
example, the Japanese regulations for the 920 MHz band
employ peak detection as the signal detection technique for
carrier sense. Peak detection is a simple signal detection
technique that senses target signals by utilizing the peak
power in a period for signal detection. However, its signal
detection capability is not superior to other signal detec-
tion techniques because of the presence of thermal noise in
the end device. Energy detection [10] is also a simple signal
detection technique for sensing target signals utilizing the in-
tegral value of signal energy during the period for signal de-
tection. It can sense target signals with power near the noise
floor using a signal detection period long enough to avoid
the performance degradation owing to the phenomenon of
signal power-to-noise ratio (SNR) walls [11, 12].

Authors have investigated carrier sense techniques based
on energy detection [13] to prevent packet collisions caused
by interference. In [13], although some characteristics of
the energy detection based carrier sense are revealed based
on theoretical and numerical analyses, the characteristics of
the signal detection parameters, that is, target signal detec-
tion probability and false alarm probability, have never been
revealed. It is well established that these parameters sig-
nificantly affect the capabilities of signal detection and its
applications [14, 15, 16]. Therefore, in this study, we inves-
tigate the effect of target false alarm probability and signal
detection probability on the performance of the end device
with the energy detection based carrier sense.

The remainder of this letter is organized as follows: Sec-
tion 2. describes the energy detection based carrier sense.
In Section 3., analytical results from the viewpoints of sig-
nal detection and wireless networks are presented. Finally,
section 4. concludes this letter.

2. Energy detection based carrier sense

In [13], several characteristics of the energy detection based
carrier sense are analyzed by considering the effect of the
finite length of the interference packet. The signal detection
probability, that is, the carrier sense success probability PCS
of the energy detection based carrier sense is given by
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where NTOA, NCS, and min (X,Y ) are the numbers of samples
for the interference packet, the number of samples for carrier
sense, and function which provides the minimum value of
X and Y , respectively. PD,A(n) is the signal detection prob-
ability for the length of packet NTOA and the carrier sense
period NCS, and it is expressed as follows:
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where PCS,mW, PN,mW, PRX,mW, and NCS are threshold for
signal detection in milliwatts, noise power in milliwatts,
interference power in milliwatts, and the number of samples
for signal detection, respectively. Q (·) [17] and PCS,mW can
be expressed as,
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√
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where Q−1 (·), PD, and PFA are the inverse function of
Q (·), target signal detection probability, and target false
alarm probability, respectively. Furthermore, PN,dBm =

10 log10
(
PN,mW/1 mW

)
can be expressed as [18]

PN,dBm = −174 + 10 log10 (BW) + NF, (5)

where BW and NF are the channel bandwidth and noise
figure, respectively.

Figure 1 shows the characteristics of PCS for different
TTOA = 51.5 ms, 102.7 ms, 153.9 ms, where TTOA is a time

Fig. 1 Signal detection probability for carrier sense levels. TTOA =

51.5 ms, 102.7 ms, 153.9 ms, PD = 0.99, PFA = 0.01, BW = 200 kHz,
NF = 6 dB, and PRX,dBm = −125 dBm. Note that carrier sense period
for PCS,dBm = −127.5 dBm, −125 dBm, −122.5 dBm are TCS = 18.18 ms,
6.00 ms, 2.04 ms, respectively.

on air of the packet. The results shown in Fig. 1 are ob-
tained for BW = 200 kHz, NF = 6 dB, and PRX,dBm =

10 log10
(
PRX,mW/1mW

)
= −125 dBm. The parameter val-

ues of BW and NF are also employed in this section as well as
in the next section. Note that carrier sense periods TCS in ms
for carrier sense levels PCS,dBm = −127.5 dBm, −125 dBm,
−122.5 dBm are TCS = 18.18 ms, 6.00 ms, 2.04 ms, respec-
tively. As shown in Fig. 1, the characteristics of signal
detection probability deteriorate as TTOA decreases. This is
because the interference signals do not occupy the carrier
sense period owing to the finite packet length and carrier
sense period, resulting in degraded accuracy of the energy
detection based carrier sense. Note that the details of the
characteristics are presented in [13]. In addition, two peaks
in the characteristic can be observed as shown in Fig. 1, and
it can be seen that the right-peaks of the characteristic are
nearly the same at the around PCS,dBm = −125 dBm. The
right-peak of the characteristic is more important than the
left-peak, because the carrier sense period at the right-peak
is less than that at the left-peak, even though the character-
istics are nearly the same.

3. Numerical examples based analyses

3.1 Effect of PD and PFA on performance of energy
detection based carrier sense

First, we present the characteristics of the energy detec-
tion based carrier sense for several PD and PFA. Figure 2
shows the characteristics of the signal detection probabil-
ity for PD = 0.99, PFA = 0.1, 0.04, 0.01, 0.004, 0.001,
and PRX,dBm = −125 dBm. As shown in Fig. 2, the sig-
nal detection probability of PFA = 0.1 outperforms that of
PFA = 0.04 to PFA = 0.001. From the results, it can be seen
that the characteristics of the signal detection probability are
degraded as PFA decreases, and the carrier sense levels on
the right-peak of the characteristics do not change for any
PFA. Figure 3 shows the characteristics of the signal detec-
tion probability for PD = 0.9, 0.99, 0.999, PFA = 0.1, 0.01,
and PRX,dBm = −125 dBm. As shown in Fig. 3, the right-
peaks of the characteristics shift to the right as PD increases.
This leads to a difference in the signal detection probability

Fig. 2 Signal detection probability for carrier sense levels. TTOA =

61.7 ms, PRX,dBm = −125 dBm, PD = 0.99, and PFA = 0.1, 0.04, 0.01,
0.004, 0.001.
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Fig. 3 Signal detection probability for carrier sense levels. TTOA =

61.7 ms, PRX,dBm = −125 dBm, PFA = 0.1, 0.01 and PD = 0.9, 0.99, 0.999.

Table I Parameters for discussion based on the approach from the view-
point of wireless network

Parameters Variable Value
p.d.f. of end device distribution - Uniform distribution
Number of end devices - 200
Radius of communication area - 1500 m
Path loss exponent - 2.7
(end device → gateway)
Path loss exponent - 3.3
(end device ↔ end device)
Transmit power - 13 dBm
Packet length TTOA 61.7 ms
Spreading factor - 7
Average transmission period TS 180 sec
(Poisson distribution)
Maximum trial times for - 3
packet transmission

at the carrier sense level.
The results presented in this subsection clearly lead to

a better carrier sense success probability with the highest
possible PFA. However, the results are derived only from
the viewpoint of signal detection and lacked the results from
the viewpoint of wireless networks. Hence, in the next
subsection, we discuss this approach from the viewpoint of
signal detection and wireless networks.

3.2 Effect of PFA on performance of end devices with
energy detection based carrier sense

Table I lists the parameters for the discussion based on the
approach from the viewpoint of wireless networks, and nu-
merical examples are presented. As a simple network model,
LoRaWAN with a single spreading factor is employed. The
networks have a communication area with a radius of 1500 m
and comprise 200 end devices and one gateway. Each end
device is geographically deployed in the area according to a
uniform distribution. The path loss exponents for radiowave
propagation in the network are employed at 2.7 and 3.3 for
the end device to the gateway and the end device to the end
device, respectively. Each end device transmits its data in
packets of TTOA = 61.7 ms in length with transmit power
13 dBm, and the average transmission period is TS = 180 s
according to Poisson distribution. Furthermore, a maximum

Fig. 4 Packet delivery ratio for PFAs. PCS,dBm = −125 dBm and PD = 0.9,
0.99, 0.999.

Fig. 5 Average trial times of packet transmission for PFAs. PCS,dBm =

−125 dBm and PD = 0.9, 0.99, 0.999.

trial times for packet transmission is 3.
Figure 4 shows the packet delivery ratio of PFA. In Fig. 4,

the characteristics of packet delivery ratio with and without
the effect of PFA are presented for PD = 0.9, 0.99, 0.999.
Note that the effect of PFA here indicates that the end de-
vice cannot transmit packets owing to PFA when no arrival
interference. As shown in Fig. 4, the characteristic with the
effect of PFA exhibit a peak at approximately PFA = 0.1.
The result is caused by the behavior of the energy detection
based carrier sense at the end device when no interference
existed. Figure 5 shows average trial times of packet trans-
mission. As shown in Fig. 5, the characteristics with the
effect of PFA are greater than those without the effect of PFA
as PFA increases. From these results, it can be seen that the
end device misidentifies the presence of interference owing
to a high PFA; therefore, each end device is prone to losing
the packet transmission opportunity. These results lead to
the presence of an optimal PFA. In addition, Fig. 6 shows
the characteristics of the signal detection probability at the
end device when there are interferences for PD = 0.9, 0.99,
0.999. As shown in Fig. 6, the characteristics of the signal
detection probability increases as PD and PFA increase, be-
cause of the characteristics as shown in Figs. 2 and 3. The
result solidifies the discussion of the characteristics shown
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Fig. 6 Signal detection probability for PFAs. PCS,dBm = −125 dBm and
PD = 0.9, 0.99, 0.999.

Fig. 7 Packet delivery ratio for PFAs. PCS,dBm = −125 dBm, PD = 0.99,
and TS = 50 ms, 60 ms, 80 ms, 120 ms, 180 ms.

in Fig. 4 because the packet delivery ratio shown in Fig. 4 de-
teriorates for approximately PFA > 0.1, despite of the good
signal detection probability.

Finally, Fig. 7 shows the packet delivery ratio for different
TS. As shown in Fig. 7, the optimal PFA value decreases
as TS increases. This is because it decreases the case with
no interference during the carrier sense period by increasing
TS, and it can be seen that TS depends on the optimal value
of PFA.

4. Conclusion

This study investigated signal detection parameters, such
as the target signal detection probability and target false
alarm probability, of the energy detection based carrier sense
in LPWAN. The characteristics of aforementioned target
probabilities in the energy detection based carrier sense were
discussed based on the approaches from the viewpoint of
signal detection and wireless network. Numerical example
based analyses revealed that the characteristics that target
false alarm probability must be optimized to enhance the
performance of the end device with the energy detection
based carrier sense.
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