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A New Joint Packet Scheduling/Admission Control
Framework for Multi-Service Wireless Networks

Fei Long, Gang Feng, and Junhua Tang

Abstract: Quality of service (QoS) provision is an important
and indispensable function for multi-service wireless networks. In
this paper, we present a new scheduling/admission control frame-
work, including an efficient rate-guaranteed opportunistic schedul-
ing (ROS) scheme and a coordinated admission control (ROS-
CAC) policy to support statistic QoS guarantee in multi-service
wireless networks. Based on our proposed mathematical model, we
derive the probability distribution function (PDF) of queue length
under ROS and deduce the packet loss rate (PLR) for individual
flows. The new admission control policy makes admission decision
for a new incoming flow to ensure that the PLR requirements of all
flows (including the new flow) are satisfied. The numerical results
based on ns-2 simulations demonstrate the effectiveness of the new
joint packet scheduling/admission control framework.

Index Terms: Admission control, packet scheduling, quality of ser-
vice (QoS), wireless networks.

I. INTRODUCTION

The traffic control mechanisms designed for wireline net-
works, such as packet scheduling scheme and admission con-
trol policy, are not directly applicable to wireless networks since
their design has not taken into account some unique problems
in wireless networks, such as varying wireless link capacities,
location-dependent and bursty bit errors, joint scheduling of up-
link and downlink flows, power constraint in wireless cells, etc.
Specifically, three characteristics in wireless signal propagation
determine the quality of the wireless channel: Path loss varia-
tion, slow log-normal shadowing, and fast multipath fading[1].
As a result, packet scheduling in wireless networks should also
be link state dependent. All these make it a challenging issue to
design a good traffic control scheme in wireless networks.

Quality of service (QoS) provisioning for on-line traffic such
as a conversational call or a video conferencing call is an in-
dispensable function of multi-service wireless networks. These
on-line traffic flows have multiple QoS requirements, such as
packet delay bound and packet loss rate (PLR), etc. These QoS
requirements are too multifold to be satisfied by a single scheme.
A traffic control framework, including various mechanisms such
as packet scheduling and admission control, is necessary for
meeting multiple QoS requirements. In this paper, we focus
on a joint packet scheduling/admission control framework for
providing statistic QoS guarantees in multi-service wireless net-
works. We first review a novel packet scheduling scheme we
proposed for wireless networks, called rate-guaranteed oppor-
tunistic scheduling (ROS)[2]. ROS can guarantee statistical de-
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lay bound for flows with arrival curve constraint. Furthermore,
ROS can achieve optimal throughput and link utilization while
providing fairness guarantee between flows. Both channel states
and fairness are considered in the computation of priorities of
flows, based on which flows are scheduled. The fairness degree
of each flow is represented by the differences between “relative
throughput” of each flow and the maximum “relative through-
put” value among all flows. The proof of optimality of ROS and
the study on its behaviors are reported in a separate paper[2].
In this paper, we focus on a new admission control mechanism
which works together with ROS to provide statistical QoS guar-
antees for multi-service wireless networks.

Admission control is another essential building block of the
traffic control framework for QoS provisioning besides packet
scheduling. The main function of admission control scheme
is to decide the admission of a new incoming flow by judg-
ing whether the QoS of existing flows is violated and QoS of
the new incoming flow can be satisfied or not. Recently, a lot
of admission control schemes have been proposed for wireless
networks[3]–[5]. These schemes deduce different admission re-
gions as they use different admission criteria. Typical admission
criteria for wireless networks include the signal interference ra-
tio (SIR)[3], throughput[4], packet loss rate[5], etc.

Packet loss rate and delays are two important QoS parameters
for real-time communication services. However, voice and/or
video users can usually tolerate the loss of a very small fraction
of packets. Thus, it is possible to make a more efficient utiliza-
tion of network resources by providing statistical QoS guaran-
tees. In other words, the traffic control framework operates the
network in such a way that congestion phenomena, which leads
to packet losses or delays, only occurs with predefined small
probabilities. The packet losses in modern wireless networks
mainly consist of two parts: Packet losses during transmission
and packet losses due to buffer overflow in case of congestion at
the medium access control (MAC) layer. In modern high-speed
wireless networks, the packet losses due to erroneous transmis-
sion are well controlled by some mechanisms such as error con-
trol schemes and loss recovery and channel states prediction,
and occur with a smaller probability than that due to conges-
tion[5].

Traditionally, admission control policy for wireless networks
is designed based on the criteria of SNR[3] or throughput[4].
A joint scheduling/admission control framework is proposed
in[3] to optimize resource management for uplink in wide-
band code-division multiple-access (WCDMA). New variable
bit-rate (VBR) user is admitted only if there is spare capacity
after the minimum carrier to total interference ratio (C/I) re-
quirement of the new user is satisfied. A traffic aided smooth
admission control (SAC) for opportunistic communication sys-
tems, which can provide throughput guarantee, has been pro-
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posed in[4]. SAC spreads the decision over a trial period, during
which the amount of time resources allocated to new incoming
users increase gradually. The throughput in this trial period is
measured and used to make admission decision.

There are also some proposed admission control policies us-
ing packet loss rate (PLR) as design criteria. An edge-to-edge
measurement based admission control[5] is proposed to main-
tain PLRs for voice flows of both directions. Lack of mathemat-
ical modeling is its shortcoming. In a new data traffic control
scheme proposed for integrated service code-division multiple-
access (CDMA) systems[6], joint admission/congestion control
is used to maintain the packet error rate (PER) of real-time traffic
while non-real-time traffic can use the residual link resources.
The admission control policy only admits the data call which
will not experience higher delay than the required QoS con-
straint. The congestion control scheme ensures that the PER
requirement of real-time voice traffic is satisfied. Markovian
model is used to evaluate PER, blocking probability, through-
put, and delay.

To provide statistical QoS guarantees, we propose a new effi-
cient admission control policy, which uses PLR as the admission
criteria to work in conjuction with ROS in multi-service wire-
less networks. PLR is an important QoS parameter for real-time
traffic. Using PLR as a criteria for our admission control policy
design provides us an effective and efficient approach for QoS
provisioning. By investigating the behaviors of packet queues
in ROS, we deduce the mathematical expression of probability
distribution of queue length. After simplification and approx-
imation, we can obtain probability distribution function (PDF)
results similar to M/D/c model. Based on the properties of
PDF, we design a new admission control policy called ROS-
CAC specially for ROS scheduler. The simulation results based
on ns-2[7] demonstrate the effectiveness of our new admission
control policy.

The remainder of this paper is organized as follows. In Sec-
tion II, we introduce the system model. In Section III, we pro-
vide a review for ROS. After that, we analyze the PLR perfor-
mance of ROS and present our new admission control policy in
Section IV. We examine the behaviors and performance of our
proposed admission control policy via simulation in Section V
and conclude the paper in Section VI.

II. SYSTEM MODEL

We consider a time-slotted system, in which time-division
multiplexing (TDM) is deployed, consisting of one base station
and many mobile hosts which may generate multi-class traffic.
At the base station, an efficient ROS scheme (will be elaborated
in Section III) is used as the packet scheduling scheme to al-
locate bandwidth to mobile hosts. In this system, transmission
time is fully slotted. The transmission of packets only starts
in the beginning of a time-slot. The scheduler assigns a time-
slot to individual users. The users may have different trans-
mission rates, such as that in a hybrid time-division multiple
access (TDMA)/CDMA system[8]. The multiple new requests
arrived during the time-slot n − 1 will be accumulated by base
station. These requests will be processed by the admission con-
trol procedure at the beginning of time-slot n. The sets of exist-

ing users and new users are denoted by O and F , respectively.
O = Ov ∪ Od, where Ov and Od represent the sets of existing
voice users and data users, respectively. In the following, we
describe the channel capacity model and the traffic model.

A. Channel Capacity

In wireline networks, the link has fixed capacity, i.e., capacity
C = constant. Although in wireless networks the link capac-
ity varies with multiple aspects such as fading, the long-term
average capacity (C̄) can be viewed as a constant value. Such
model is accurate in another regime where the changes of chan-
nel states are “covered” by physical layer coding and modula-
tion.

Suppose rv and rd represent the maximum transmission rate
of voice users and data users, respectively. FA is the set of newly
admitted incoming users. φi is the pre-assigned queue weight
for user i. After the new users are admitted, the allocated band-
width for user i will be[2]

ri =
φi∑

j∈Ov

φj +
∑

k∈Od

φk +
∑

l∈FA

φl
C̄. (1)

If ri ≥ rv for voice users and ri ≥ rd for data users, the
bandwidth requirement is satisfied and no backlog is generated.
However, the link capacity is partially wasted and under-utilized
in such case. Suppose this link capacity is greater than the trans-
mission requirement of Mv voice users and Md data users at the
same time, i.e., C ≥ Mvrv + Mdrd. Since the probability of
all users transmitting at the same time is very small, this sys-
tem may accommodate more than Mv +Md users, if temporary
congestion is allowed. Since there will exist such a case that
ri < rv or ri < rd, the backlog may increase under such condi-
tion. Assume each user is allocated buffer with fixed size bi (for
simplicity bi = b, ∀i). The buffer will overflow if too many
users are admitted to use the wireless link.

B. Traffic Model

On-off traffic model is widely used to describe the burst char-
acteristics of voice and multimedia traffic[6], [8]. In this paper,
we use an on-off model with two states—G (on) and B (off).
The transition probability from G state to B state is b, while
the transition probability from B to G is g. The probabilities
that the model remains at G and B states are 1 − b and 1 − g,
respectively. All packets are assumed to have the same packet
length.

In the system considered in this paper, we assume the trans-
mission state keeps unchanged during a time slot. The state tran-
sition only occurs at the beginning of a time slot. Both the “on”
period and the “off” period are assumed to be geometrically dis-
tributed, and the average value of these two periods are repre-
sented by Lon and Loff, respectively. Since the “on” state transits
to “off” state with probability b, and remains at “on” state with
probability 1−b. Then the probability of a burst contains k time
slots is given by

P (burst = k) = b(1 − b)k−1. (2)
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Thus, we have Lon = 1/b. Supposing the “off” state remains
at current state with probability 1−g and transits to another state
with probability g, we have the probability of a “off” period
containing k time slots as follows,

P (period = k) = g(1 − g)k. (3)

Similarly, we have Loff = g
1−g . Thus the traffic load of this burst

traffic flow is given by

ρ =
Lon

Lon + Loff
=

g

g + b − bg
. (4)

C. Channel Model

In this paper, the two-state channel model[9] is used to de-
scribe wireless channel states. In the “good” state, the number
of packets can be transmitted per time-slot is R. Otherwise, no
packet can be transmitted in “bad” state.

III. RATE GUARANTEED SCHEDULING (ROS)

In this section, we provide an overview of an efficient ROS
scheme for wireless networks[2]. The design goal of ROS is to
achieve maximum system throughput while satisfying the fair-
ness constraint of resource allocation with a low implementation
complexity. Due to the time varying nature of wireless channel,
the maximum transmission rates of each user also change over
time. Naturally dispatching the user with maximum transmis-
sion rate at all times will maximize system throughput. How-
ever, the tradeoff between individual user satisfaction and sys-
tem throughput is necessary. The users with long distance to the
base-station or high disturbance from other signal sources will
be sacrificed with small transmission opportunity. While high
transmission power and transmission opportunity is allocated to
those users near the base-station.

Our scheme is motivated by the work of[1], in which the au-
thors present a solution to maximize system performance value
by exploiting channel states while satisfying time-fraction as-
signments. However, this scheme has a high computational
complexity in evaluating parameters. The authors also do not
provide analysis of performance bound in the paper. Besides
work in[1], there are some studies[8], [10] extending schedul-
ing algorithms for wireline networks to wireless networks. They
provide short-term or long-term throughput bound for incoming
flows. At the same time, they consider the fairness constraint be-
tween flows and are able to guarantee some short-term or long-
term fairness. In order to satisfy the “fairness” constraint, we
employ the measure “relative throughput,” which is defined as
the throughput divided by the predefined weight. In more de-
tails, the difference of “relative throughput” between users is
used as a key parameter in the operation of ROS. The greater this
parameter, the more the unfairness service received by users.

ROS scheme chooses the flow with highest priority to trans-
mit at the beginning of each time slot. The priority of flow i is
defined as

prioi = Ri + xi (5)

where Ri is the maximum transmission rate of flow i at the next
time-slot, and

xi = max
j

{yj(t)} − yi, i, j = 1, 2, · · · , N

where N is the number of flows serviced by this node. yi(t) is
the “relative throughput” which is defined as

yi(t) = Oi(t)/φi (6)

where Oi(t) represents the amount of data of flow i which has
been serviced, φi is the normalized rate-fraction of flow i, i.e.,
φi = wi/w0, w0 = min{wi}, where wi is the predefined queue
weight for flow i.

Suppose the system is a concatenation of M nodes, and flow
i is regulated by leaky bucket (σi, ρi) at the ingress node. ROS
scheme can provide guaranteed service rate ri for each flow.
The service curve can be described as βri,vi

= rit−rivi, where
vi = Fi

ri
and Fi = NDmaxφi/

∑
j φj . Dmax is the upper bound

of xi. The detailed deduction of the upper bound is given in[2].
The service curve provided by an ROS node is given by

β(t) = smt −
∑

Fi = smt − DmaxN

where sm is the bandwidth of output link of node m. Accord-
ing to the delay bound analysis for concatenation of guarantee
rate (GR) nodes[11], the delay bound of ROS is

dbound =
M∑

m=1

DmaxN

sm
+ Lmax

M−1∑

m=1

1
sm

+
∑

i σi

minm sm
(7)

where Lmax is the maximum packet length.
By measuring the “relative throughput” difference between

users, ROS can provide the mobile hosts rate-guaranteed ser-
vice, which is similar as the GR node with loss in the model
of service curve with loss. ROS chooses the user with maxi-
mum “opportunity” to transmit in one time-slot. We prove that
ROS can achieve maximum throughput compared with other GR
nodes via theoretical analysis and validate the results via simu-
lation. As a GR node with loss, ROS can also provide delay
bound for regulated incoming flows. Besides all these advan-
tages, ROS has another important merit—low implementation
complexity.

However, without the aid of admission control policy, the
number of flows transmitting in the network could be out of con-
trol. When there are too many flows sending packets at the same
time, there will be a disaster for network and the QoS require-
ments of all flows may be violated. Therefore, a coordinated
admission control policy is necessary for ROS to provide statis-
tical QoS guarantee. In next section, we will introduce our new
admission control policy.

IV. NEW ADMISSION CONTROL POLICY—ROS-CAC

In this section, we first derive the probability distribution
function of the queue length of individual flows at base station
and estimate the PLRs of all flows. PLR is then used as the main
admission criteria for the following considerations. PLR itself
is an important QoS parameter for realtime multimedia traffic.
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In addition, PLR is closely related with other QoS parameters.
When congestion occurs in a network, longer packet delay leads
to more packet losses. There is a tradeoff space between delay
requirement and loss probability of a flow, both of which are
affected by the buffer size allocated to the flow. When a new
flow is admitted, a certain amount of buffer is allocated to it.
The packets belonging to this flow are queued in the buffer and
the head of line (HOL) packet will be transmitted if the flow is
chosen for service by the ROS scheduler. The smaller the buffer
size, the lower the queueing delay at this node because the pack-
ets which have been waiting for too long will be discarded. In
other words, smaller buffer size leads to a shorter queueing de-
lay but a higher packet loss probability. The optimal value of
buffer size should satisfy both delay and packet loss constraints.
Throughput is also related with packet losses. Obviously, more
packet losses lead to lower throughput. In this work, we focus
on the packet loss due to buffer overflow at the scheduler. Then
our admission problem is changed to estimating the probability
of buffer overflow po

i . The admission policy can be expressed as

po
i ≤ pd

i , i ∈ O ∪ F (8)

where pd
i is the PLR requirement for user i, O and F are sets

of active and new users, respectively. Before admitting a new
user, the base station computes po

i , i ∈ F for new users and re-
estimates po

i , i ∈ O for all active users. If all the updated po
i

satisfy the requirements, this new user is admitted.

A. Analysis of PLR

In this subsection, we derive the PLR caused by buffer over-
flow in ROS. At each time-slot only one user is permitted to
transmit its data. Since each user has its own queue, we can
investigate the behaviors of one of these queues without loss of
generality. Let l be the index of user who is allocated this queue.
Let ui be the probability that i packets are waiting in this queue,
we have
⎧
⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

u0 = A0

R∑

i=0

uiPr{d = R} + pA0u0

u1 = A0uR+1Pr{d = R} + A1

R∑

i=0

uiPr{d = R}
+p(A0u1 + A1u0)

...

un = An

R∑

i=0

uiPr{d = R} + u0Anp

+
R+n∑

j=R+1

An+R−j(ujPr{d = R} + uj−Rp)

(9)

where Ai = Pr{i arrivals in a time-slot}. Here, we suppose that
the packet arrival rate follows Poisson distribution. p is the prob-
ability of user who is not scheduled to transmit, and Pr{d = R}
is the probability that maximum possible number of departure
packets (“d”) is equal to R, i.e.,

Pr{d = R} = Pr{user l is scheduled to transmit}
× Pr{user l is in “good” state at the same time}. (10)

In[2], we have proved that Pr{user l is scheduled to trans-
mit} = φl∑

φj
. The probability of channel staying at “bad” state

is small as compared at “good” state. Furthermore, we proved
that the probability of scheduled user experiencing “bad” state
is much more smaller than that of “good” state[2]. Thus, the sec-
ond term of (10), Pr{user l is in “good” state at the same time}
can be ignored, that is Pr{user l is in “good” state at the same
time}≈ 1. We have

Pr{d = R} =
φl∑

j

φj
= 1 − p, ∀l. (11)

Equation (9) can be solved by the generating function P (z) ≡
∑∞

n=0 unzn. Defining QR =
∑R

i=0 ui, we have

P (z) = [(1 − p)QR + u0p]
∞∑

n=0

e−ρ ρn

n!
zn

+
∞∑

n=1

zn
n∑

i=1

e−ρ ρn−i

(n − i)!
[(1 − p)ui+R + uip]

= [(1 − p)QR + u0p]eρ(z−1)

+
∞∑

i=1

[(1 − p)ui+R + uip]zi
∞∑

n=i

e−ρ ρn−i

(n − i)!
zn−i

= [(1 − p)QR + u0p]eρ(z−1)

+eρ(z−1)
∞∑

i=1

[(1 − p)ui+R + uip]zi (12)

implying

P (z) =
(1 − p)QRzR − (1 − p)

R∑

k=0

ukzk

zReρ(1−z) − (1 − p + pzR)

=
(1 − p)

R−1∑

k=0

uk(zR − zk)

zReρ(1−z) − (1 − p + pzR)
(13)

where ρ is the mean packet arrival rate (number of packets ar-
riving per time-slot).

It can be known that the poles of (13) are distinct[12]. Ac-
cording to Rouché’s theorem[12], there are R − 1 zeros of the
numerator inside |z| = 1, and the R-th is clearly z = 1. Thus,
the numerator can be written as

N(z) = K(z − 1)(z − z1) · · · (z − zR−1). (14)

By using P (1) = 1 and L’Hôpital’s rule

1 = lim
z→1

P (z) =
K(1 − z1) · · · (1 − zR−1)

(1 − p)R − ρ

⇒ K =
(1 − p)R − ρ

(1 − z1) · · · (1 − zR−1)
. (15)

Then,

P (z) =
(1 − p)R − ρ

(1 − z1) · · · (1 − zR−1)

× (z − 1)(z − z1) · · · (z − zR−1)
zReρ(1−z) − (1 − p + pzR)

. (16)
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The roots {zi, i = 1, · · · , R − 1} can be derived from zR =
1−p

eρ(1−z)−p
. By evaluating (16) at z = 0, we have

u0 =
[(1 − p)R − ρ](−1)R−1

R−1∏

i=1

zi

(1 − p)
R−1∏

i=1

(1 − zi)
, (R ≥ 2) (17)

{ui, i = 1, · · · , R−1} can be derived from a (R−1)×(R−1)
complex-valued linear system of equations. These equations are
created by setting the numerator of (13) to be equal to zero at
R − 1 roots {zi}. Then, {ui, i ≥ R} can be derived from
recursion on (9).

Next, we consider the case of finite buffer. The packet loss
probability of finite buffer can be estimated by calculating the
sum of state probabilities

∑∞
i=B+1 ui (supposing B is the buffer

size) for the infinite buffer case as in[13].

B. Admission Control Policy

In this subsection, we deduce the packet loss probabilities of
each active flow and the new admitted flow based on the results
in previous subsection, and thus design the admission policy.
The traffic load (in terms of mean packet arrival rate) ρ can be
derived from the traffic model of each flow. For on-off traffic
model, the equivalent traffic load can be deduced from (4). Then
for each flow l, ul

n, the probability of n packets staying in the
buffer of flow l can be derived. Furthermore, we have the packet
loss rate for flow l.

PLRl(B) = 1 −
B∑

i=0

ul
i (18)

where B is the buffer size (in number of packets) for flow l.
By using the PLR result from (18), we can design an efficient

admission control policy by using the PLRs as the criteria. The
admission region is defined in (8). If the calculated PLRl(B)
is smaller than the PLR requirement of flow l and all existing
flows’ PLRs are smaller than their requirements, flow l can be
admitted. Otherwise, flow l is rejected.

With the increase of number of flows and types of traffic,
the computation complexity of queue length PDF and the cor-
responding PLR will increase accordingly. An near-optimal but
simpler algorithm could be developed and this could be an in-
teresting research topic in the future. Another possible solution
to reduce the complexity is to make computation “off-line”—
before the operation of system, if the parameters of traffic and
channel capacity are known. By calculating the results of all
possible combinations of traffic flows, the admission region can
be determined. The results can be stored in a table, which can
be looked up before an admission decision is made.

C. Example of Admission Control Operation

Here, we use a simple example to illustrate the operation of
ROS-CAC. We assume that there are N users, including active
and newly admitted users, in the system. All users have the
same queue weight, i.e., φi = φj ,∀i, j ∈ 1, · · · , N . Thus all
users have the same probability to be scheduled to transmit, i.e.,

1− p = 1/N . We assume that the maximum number of packets
can be transmitted in a time slot R = 3. All flows follow the on-
off traffic model, and the traffic load ρ of each flow is normalized
in terms of number of packets arriving during a time-slot.

At first, we resolve roots {z1, z2} (obviously z3 = 1) of the
following equation

z3 =
1 − p

eρ(1−z) − p
. (19)

The results will be a pair of complex value. Suppose

z1 = x + jy, z2 = x − jy. (20)

Thus, according to (17), we have

u0 =
(3(1 − p) − ρ)(x2 + y2)
(1 − p)((1 − x)2 + y2)

. (21)

From the 2 × 2 complex-valued linear system of equations
created from the numerator of (13), we have

⎧
⎪⎪⎪⎨

⎪⎪⎪⎩

u1 = u0
x2 + y2 + 2x
−x2 − y2

u2 = u0
1 + 2x
x2 + y2 .

(22)

{ui, i ≥ 3} can be derived from recursion of (9).

⎧
⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨

⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

u3 =

(1 − pA0)u0 − A0

2∑

i=0

ui

A0(1 − p)
...

u3+n = 1
A0(p − 1){An

3∑

i=0

ui(1 − p) + un(A0p − 1)

+
2+n∑

j=4

An+3−j(uj(1 − p) + uj−3p) + u0Anp}.

(23)
Next, we show an example of the calculation result of previ-

ous procedure. In this example, N = 20, R = 3. By setting
traffic load ρ to three different values, the corresponding three
PDF curves are shown in Fig. 1. Obviously, the lower the traffic
load ρ, the higher the probability queue length being short.

The PDF results can be used in admission control policy. Sup-
pose the PLR requirement of the flow is no greater than 0.01,
traffic load of each flow is ρi = 0.02 and queue length allocated
to each flow is 20 packets. From the obtained PDF results, we
can find that when total traffic load ρ = 0.10, PLR = 0.00922
the PLR requirements of all flows are satisfied. However, when
ρ = 0.12, PLR = 0.096 the PLR requirements are violated.
Thus, the maximum number of users who can be admitted is 5.

D. Discussions

When a new incoming flow is admitted by the admission con-
trol policy, the base station allocates a certain size of buffer to it.
The packets of this flow are served on the fist come first serve
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Fig. 1. Probability distribution of queue length in ROS for ρ =
0.1, 0.12, and 0.14.

(FCFS) basis in this buffer. The HOL packet will be transmit-
ted when the flow obtains transmission opportunity. The buffer
size B is an important parameter for QoS provisioning. First,
PLR of each flow is determined by B. Second, it can also af-
fect the waiting time of packets. The maximum waiting time
is Dm = B

ri
in a simplified case. Thus, we have the maxi-

mum buffer size not violating delay requirement Bd = riD
max
i ,

where Dmax
i is the maximum queueing delay requirement of

flow i. In short, the buffer management is very important. Sup-
posing the minimum buffer size satisfying the PLR requirement
is Bp, the actual allocated buffer size should satisfy following
conditions.

B ≥ Bp and B ≤ Bd. (24)

If Bd is larger than Bp, B can be assigned any value between
them.

The computation of maximum waiting time Di = Bd

ri
is valid

only in ideal continuous fluid model. In ROS, the distribution
of waiting time is more complicated since only one user can
transmit in a time-slot and no simultaneous transmission is al-
lowed. In long-term average, user i is scheduled to transmit with
a specified probability. Another particular characteristic of ROS
is that packets leave the buffer in a batch during a time-slot. One
batch of packets consists of R packets. When a packet enters
the buffer of user i, there are already Mn packets waiting in the
buffer. The average waiting time (in terms of time slot) of this
packet will be

D̄i = (Mn mod R)T̄i + 1 (25)

where T̄i is the average waiting time of HOL packet of this
buffer. Since the probability of user i being chosen to transmit
is pi = φi∑

φj
, T̄i can be deduced as follows.

T̄i = 1/pi =
∑

φj

φi
. (26)

Instead of fixed buffer size, variable buffer size should be
more efficient. For example, in the case of Bd larger than Bp, we
have Bp ≤ B ≤ Bd. If B is assigned the minimum value Bp,
this flow occupies minimum buffer resource. However, some

Table 1. Simulation parameters.

Parameter Value

ton 180 ms
toff 60 ms
ron 128 kB/s

tactive 180 s

packets may be prematurely dropped before their delay timer
expired in such case. Thus packet loss rate increases. On the
other side, if B is assigned the maximum value Bd, the PLR
will be smaller with more occupied buffer resource. Thus, there
is a tradeoff between PLR and buffer resource. The optimal size
is an interesting issue to study.

V. PERFORMANCE EVALUATION

In this section, we use experiments to validate the effective-
ness of the proposed joint packet scheduling/admission control
framework based on ns-2[7] simulations. In the experiments,
we consider a system with a center cell surrounded by six cells
placed hexagonally. The performance results of the center cell
will be simulated and analyzed. We assume on-off video traffic
flows are transmitting in this system. The on-off traffic model
generates packets in a constant rate ron during “on” time periods,
while not generating during “off” time periods. The lengths of
“on” and “off” time periods follow exponential distribution with
mean values of ton and toff, respectively. The mean transmission
time of each video flow is set to tactive. We use the two-state
Markov model to describe channel states. In the “good” state,
the maximum number of packets can be transmitted in a time-
slot will be R = 3. Users arrive at the center cell following
Poisson distribution. The queue length for each admitted user is
fixed at 20 packets. All packets have the same packet length—
256 kbytes. Suppose the PLR requirement of the flow is 0.01.
Other simulation parameters are listed in Table 1.

A. Video Traffic Scenario

We simulate the new proposed admission control pol-
icy (ROS-CAC) based on the traffic model and channel model
mentioned previously. We compare the system performance re-
sults in two different conditions: Without admission control and
with admission control.

The comparison of average packet loss ratio with admission
control (AC) and without AC is shown in Fig. 2. When the traffic
load is below 1.67/min, the PLR difference between two cases is
invisibly small. The PLR requirements are satisfied under both
cases. However, the PLR of the system without AC increases
very fast with the traffic load, and the PLR requirement is vi-
olated when the user arrival rate is greater than 2.5/min. As a
comparison, the PLR of the system with AC remains stable and
PLR requirement is always guaranteed to be smaller than 0.01.
Obviously, the base station can avoid lots of packet losses with
the aid of admission control. Moreover, the average end-to-end
delay of packets is significantly reduced, which is illustrated in
Fig. 3. This is because that the number of packets waiting in
queues with admission control is much less than that without
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Fig. 2. Comparison of packet loss rate with and without admission con-
trol.

Fig. 3. Comparison of average end-to-end delay with and without ad-
mission control.

admission control.
We evaluate the system throughput by calculating the aver-

age number of packets successfully transmitted per time-slot.
The simulation results of system throughput are demonstrated
in Fig. 4. We can see that the system throughput with admis-
sion control is slightly lower than that without AC when new
user arrival rate is high. The main reason is that with admission
control, less users can transmit simultaneously than that without
AC.

B. Mixed Traffic Scenario

Different from previous simulation experiment with only
video traffic flows, in this experiment we add two TCP flows
in the simulation. Suppose the queue weight of TCP flow φt =
1
2φv , where φv is the queue weight of video flow. The traffic
model for video flow is the same as that in previous section. We
also compare the system performance results between with AC
and without AC.

Fig. 5 shows the comparison of average packet loss ratio with
admission control (AC) and without AC in mixed traffic sce-
nario. When the traffic load is below 0.75/min, the PLR differ-
ence between two cases is invisibly small. The PLR require-

Fig. 4. Comparison of system throughput with and without admission
control.

Fig. 5. Comparison of packet loss rate with and without admission con-
trol.

ments are satisfied under both cases. However, the average PLR
of the system without AC increases very fast with the traffic
load, and the PLR requirement is violated when the user arrival
rate is greater than 1.86/min. As a comparison, the average PLR
of the system with AC remains stable and PLR requirement is
always guaranteed to be smaller than 0.01. In Fig. 6, we il-
lustrate the average end-to-end delay of packets. We can find
that the delay is significantly reduced due to smaller waiting
queue length. The system throughput is still evaluated by cal-
culating the average number of packets successfully transmitted
per time-slot. The simulation results of system throughput are
shown in Fig. 7. Similar as the video traffic scenario, we can
see that the system throughput with admission control is slightly
lower than that without AC when new user arrival rate is high.

VI. CONCLUSION

In this paper, we first review a novel packet scheduling
scheme we proposed for wireless networks, called ROS. In or-
der to provide statistical QoS guarantees, we have proposed a
new admission control policy to work together with ROS for
wireless networks. Through mathematical analysis, we investi-
gated the behavior of buffer at base-station and packet overflow
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Fig. 6. Comparison of average end-to-end delay with and without ad-
mission control.

Fig. 7. Comparison of system throughput with and without admission
control.

probability. In order to maintain low packet loss rates for mobile
users, the base-station allocates buffer of an appropriate size to
individual users. Our proposed new admission control policy
admits new user if all active users’ PLR will not be violated.
The simulation results have validated the effectiveness of our
proposal.
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